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7.7
CommunicationMeans structure

This structure describes one way of reaching the presentity or contacts of the presentity. If the presentity for example is unavailable he/she may publish communication means for one of his/her contacts.

	Element name
	Element type
	Optional
	Description

	Priority
	xsd:float
	No
	The priority of this communication means. Between 0 and 1, the latter meaning the highest priority.

	Contact
	xs:any
	No
	The contact address (explicitly or by reference) for this communication means.

	Type
	CommunicationMeansType
	No
	The type of this communication means.

	Status
	CommunicationStatusType
	Yes
	The status of this communication means.

	Relationship
	RelationshipValue
	Yes
	Relationship the presentity has with the contact whose communication means address is published. If the parameter is not set it means that the communication means refers to the presentity himself.
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7.11
SubscriptionRequest structure

This structure is returned to the presentity by the Presence Web Service and contains the requesting watcher and the attributes he wants to subscribe.

	Element name
	Element type
	Optional
	Description

	Watcher
	xs:any
	No
	The watcher (an explicit or by reference address) who wants to gain access to data.

	Attributes
	PresenceAttributeType [0..unbounded]
	Yes
	The attributes the watcher wants to see. An empty array means subscription to all attribute types.

	Application
	xsd:string
	No
	The name of the application running on behalf of the watcher. Note that this field has solely informative purposes, access rights management is based on watcher id only.
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7.23
Watcher structure

This structure holds a watcher identity and the authorization status.

	Element name
	Element type
	Optional
	Description

	Watcher
	xs:any
	No
	The identity of the watcher (usually an explicity or by reference address).

	WatcherSubscriptionStatus
	WatcherSubscriptionStatus
	No
	The status of the watcher’s subscription.
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8.1.1
Operation: subscribePresence

The presentity is contacted and requested to authorize the watcher. As this process generally involves user interaction there cannot be an immediate response. The watcher is notified with notifySubscription(). If the presentity is a group, every member of the group will be contacted for authorization. The watcher will get one notification for each member.

A service policy may govern the maximum number of allowed presentity addresses provided in the request. Note that the policy governs the size of the array holding the addresses. A policy exception (POL0003) will be raised if the value provided is not within the policy. Only after the subscription is completed (and the presentity has allowed access to attributes) may the watcher get information when he uses getUserPresence() or startPresenceNotification().

The Reference part contains the Web Service reference that provides the information necessary for the Presence Supplier to notify the watcher with the results of the subscription request.  Consistent with the definition provided in clause 12.4.1.7 of [6], the correlator element of this Web service reference should be an empty string because the presence attribute subscription logic in the watcher application is stateless.

NOTE:
Pending the decision of the presentity concerning the subscription request, the watcher may have invoked the subscribePresence operation multiple times: i.e. for different presence attribute types.  The response from the Presence Supplier thus may reflect the result of multiple, preceding subscription requests by the watcher.

At this interface level, the subscription has no expiration, although at can be ended from the presentity of the underlying layers (see subscriptionEnded method).

8.1.1.1
Input message: subscribePresenceRequest

	Part name
	Part type
	Optional
	Description

	watcher
	xs:any
	No
	The address of a watcher (explicitly or by reference) who wants to monitor a presentity or a group of presentities. The Watcher Application invokes this operation on behalf of this watcher.  However, it should NOT be assumed that the Watcher Application has authenticated the watcher.

	Presentities
	xs:any
[1… unbounded]
	No
	The addresses of the presentities (explicitly or by reference) whose attributes the watcher wants to monitor. The array of presentity addressess may include group URIs. Note that when this parameter contains a reference, a single reference could point to a data structure conveying information about multiple presentities, would therefore not be necessary to include multiple references in the Presentities parameter.

	Attributes
	PresenceAttributeType [0..unbounded]
	Yes
	The attribute types the watcher wants to access. (The same attribute types for all the group members). An empty array means subscription to all attribute types.

	Application
	xsd:string
	No
	Describes the application the watcher needs the data for.

	Reference
	common:SimpleReference
	No
	The notification interface.
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8.1.2.1
Input message: getUserPresenceRequest

	Part name
	Part type
	Optional
	Description

	watcher
	xs:any
	No
	The address of the watcher (explicitly or by reference) who wants to see the presentity’s presence data. The Watcher Application invokes this operation on behalf of this watcher.  However, it should NOT be assumed that the Watcher Application has authenticated the watcher.

	Presentity
	xs:any
	No
	The address of the presentity (explicitly or by reference) whose data the watcher wants to see.

	Attributes
	PresenceAttributeType [0..unbounded]
	Yes
	The attribute types the watcher wants to see. An empty array means all attribute types.
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8.1.3
Operation: startPresenceNotification

The notification pattern with correlation is used in order to be able to correlate the notification events with the request. The Attributes message part specifies a subset of all possible attribute types that can be subscribed and can be used as a filter.

The watcher sets a notification trigger on certain user presence attribute changes. If the Attributes message part is empty, the watcher wants to be notified about changes to all subscribed attribute types.

In case the presentity is a group the watcher will receive notifications for every single member of the group. 
The watcher will only get notifications for those attributes and presentities he subscribed successfully prior to the call. The service will return an array of presentities where the notifications could not be set up.

A service policy may govern the maximum number of allowed presentity addresses provided in the request. Note that the policy governs the size of the array holding the addresses. A policy exception (POL0003) will be raised if the value provided is not within the policy.

The presentity needs not be informed of the access, as he has already consented when the watcher called subscribePresence().

Note that the SimpleReference contains the correlator string used in subsequent messages to the notification interface.

8.1.3.1
Input message: startPresenceNotificationRequest

	Part name
	Part type
	Optional
	Description

	watcher
	xs:any
	No
	The address of the watcher (explicitly or by reference) who wants to monitor the presentity’s presence data. The Watcher Application invokes this operation on behalf of this watcher.  However, it should NOT be assumed that the Watcher Application has authenticated the watcher.

	Presentities
	xs:any
[1 … unbounded]
	No
	The addresses of the presentities whose attribute types the watcher wants to monitor. The array of presentity addresses may include group URIs.

	Attributes
	PresenceAttributeType [0..unbounded]
	Yes
	The attribute types the watcher wants to monitor.  An empty array means monitoring of all attribute types.

	Reference
	common:SimpleReference
	No
	The notification interface

	Frequency
	common:TimeMetric
	No
	Maximum frequency of notifications (can also be considered minimum time between notifications). In case of a group subscription the service must make sure this frequency is not violated by notifications for various members of the group, especially in combination with checkImmediate.

	Duration
	common:TimeMetric
	Yes
	Length of time notifications occur for, do not specify to use default notification time defined by service policy.

	Count
	xsd:int
	Yes
	Maximum number of notifications.  For  no maximum, either do not specify this part or specify a value of zero.

	CheckImmediate
	xsd:boolean
	No
	Whether to check status immediately after establishing notification.


8.1.3.2
Output message: startPresenceNotificationResponse

	Part name
	Part type
	Optional
	Description

	result
	xs:any [0..unbounded]
	Yes
	The addresses of the presentities for which the requested notifications could not be set up. Empty if notifications were set up for all the specified presentities.


8.1.3.3
Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:

· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses - if the presentity URI (or applicable presentity identifier)does not exist.

· SVC0005: Duplicate correlator.

· SVC0006: Invalid group.
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8.2.1.1
Input message: statusChangedRequest

	Part name
	Part type
	Optional
	Description

	Correlator
	xsd:string
	No
	Identifies the notification request

	Presentity 
	xs:any
	No
	The address of the presentity (explicitly or by reference) whose presence status has changed

	ChangedAttributes
	PresenceAttribute [1..unbounded]
	No
	The new presence data
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8.2.3.1
Input message: notifySubscriptionRequest

	Part name
	Part type
	Optional
	Description

	Presentity
	xs:any
	No
	The address of the presentity (explicitly or by reference) whose attribute types the watcher wants to monitor

	watcher
	xs:any
	No
	The address of the watcher (explicitly or by reference) who wants to monitor the presentity’s presence data. 
It has the same value as the watcher part of the original subscribePresenceRequest message (reference clause 8.1.1.1).

	Decisions
	PresencePermission [0..unbounded]
	Yes
	Denotes the decision of the server/presentity to the subscription request for each attribute type.  An empty array means subscription accepted for all requested attribute types.
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8.2.4.1
Input message: subscriptionEndedRequest

	Part name
	Part type
	Optional
	Description

	Presentity
	xs:any
	No
	The address of the presentity to which the subscription has terminated

	watcher
	xs:any
	No
	The address of the watcher whose subscription is terminated. 
It has the same value as the watcher part of the original subscribePresenceRequest message (reference clause 8.1.1.1).

	Reason
	xsd:string
	No
	Timeout, Blocked 
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8.3.1.1
Input message: publishRequest

	Part name
	Part type
	Optional
	Description

	Presentity
	xs:any
	No
	The address of the presentity who wants to publish his or her presence data. 
The Presentity Application invokes this operation on behalf of this presentity.  However, it should NOT be assumed that the Presentity Application has authenticated the presentity.

	Presence
	PresenceAttribute [0..unbounded]
	Yes
	The presence attributes the devices of the presentity supports
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8.3.2.1
Input message: getOpenSubscriptionsRequest

	Part name
	Part type
	Optional
	Description

	presentity
	xs:any
	No
	The address of the presentity who wants to get watchers to subscribe to his or her presence data.
The Presentity Application invokes this operation on behalf of this presentity.  However, it should NOT be assumed that the Presentity Application has authenticated the presentity.
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8.3.3
Operation: updateSubscriptionAuthorization

The presentity answers with this operation to watchers’ subscriptions for which no authorization policy exists. The answer consists of the attribute and the watchers involved and the permissions for each attribute. Subscription requests that are not answered are assumed pending.

The operation can be used by the presentity to change anytime the authorization for certain watchers or groups monitoring one or several attributes.

A service policy may govern the maximum number of allowed watcher addresses provided in the request. Note that the policy governs the size of the array holding the watcher addresses. A policy exception (POL0003) will be raised if the value provided is not within the policy.

If a watcher did not try to subscribe to the attribute - i.e. there is no pending subscription from the watcher to an attribute in the decisions array, a PresenceException will be raised and the entire authorization request ignored.

The presentity may respond to the watchers request with PoliteBlock set to true. In this case the watcher must not be considered authorised by the presentity, but this information must not be disclosed to the watcher. Instead, the watcher should be notified that the request was authorised, but the watcher should only be able to retrieve either no presence information or presence information dedicated for the polite block feature. It is the responsibility of the Presence Web Service to decide what presence information to publish to watchers whose subscription is politely blocked.

8.3.3.1
Input message: updateSubscriptionAuthorizationRequest

	Part name
	Part type
	Optional
	Description

	presentity
	xs:any
	No
	The address of the presentity (explicitly or by reference) who wants to update his or her subscriber’s authorization. The Presentity Application invokes this operation on behalf of this presentity.  However, it should NOT be assumed that the Presentity Application has authenticated the presentity.

	Watchers
	xs:any
[1... unbounded]
	No
	The addresses of the watchers whom the presentity wants to update the subscription for. The array of watchers addresses may include group URIs. 

	Decisions
	PresencePermission [0..unbounded]
	Yes
	The answers to open requests. An empty array means subscription accepted for all requested attribute types.

	PoliteBlock
	xsd:boolean
	No
	If PoliteBlock is true the decisions must be ignored, and the watcher is considered not authorised, but this must not be revealed to the watcher. The Presence Web Service shall decide what information to publish as polite block presence. If false the attributes will be published as specified by Decisions.
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8.3.4.1
Input message: getMyWatchersRequest

	Part name
	Part type
	Optional
	Description

	Presentity
	xs:any
	No
	The address of the presentity (explicitly or by reference) who wants to know his or her watchers. The Presentity Application invokes this operation on behalf of this presentity.  However, it should NOT be assumed that the Presentity Application has authenticated the presentity.   

	WatcherSubscriptionStatus
	WatcherSubscriptionStatus
[0 … unbounded]
	Yes
	Allows the presentity to apply a filter based on watcher subscription status. An empty list means the presentity wants to retrieve all watchers.
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8.3.5.1
Input message: getSubscribedAttributesRequest

	Part name
	Part type
	Optional
	Description

	presentity
	xs:any
	No
	The address of the presentity who wants to know the attributes to which his or her watcher has subscribed. The Presentity Application invokes this operation on behalf of this presentity.  However, it should NOT be assumed that the Presentity Application has authenticated the presentity.

	Watcher
	xs:any
	No
	The address of the watcher whose subscriptions the presentity wants to know
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8.3.6.1
Input message: blockSubscriptionRequest

	Part name
	Part type
	Optional
	Description

	Presentity
	xs:any
	No
	The address of the presentity who wants to block the watcher. The Presentity Application invokes this operation on behalf of this presentity.  However, it should NOT be assumed that the Presentity Application has authenticated the presentity.

	Watcher
	xs:any
	No
	The address of the watcher whose subscriptions the presentity wants to cancel
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8.4.1.1
Input message: StartSubscriptionNotificationRequest

	Part name
	Part type
	Optional
	Description

	Reference
	common:SimpleReference
	No
	Notification endpoint definition

	Presentities
	xs:any [1..unbounded]
	No
	The addresses of the presentities for which the application wants to receive notifications of open watcher subscription requests. The array of presentity addresses may include group URIs.

	Duration
	common:TimeMetric
	Yes
	Length of time notifications occur for. If the element is omitted the notifications will continue until EndNotification is invoked.

	CheckImmediate
	xsd: Boolean
	No
	Return all open subscriptions immediately after establishing notification.
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8.5.1.1
Input message: notifyOpenSubscriptionRequest

	Part name
	Part type
	Optional
	Description

	Correlator
	xsd:string
	No
	Correlator

	Presentity
	xs:any
	No
	The address of the presentity that the open subscription refers to.

	SubscriptionRequests
	SubscriptionRequest

[1 … unbounded]
	No
	Describes the watcher subscription requests
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8.5.2.1
Input message: notifyErrorRequest

	Part name
	Part type
	Optional
	Description

	Correlator
	xsd:string
	No
	Correlator provided in request to set up this notification.

	Presentity
	xs:any
	Yes
	The address of the presentity identifier if the error applies to an individual presentity, or not specified if it applies to the whole notification.

	Reason
	common:ServiceError
	No
	Reason notification is being discontinued.
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