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Foreword

This Technical Report (TR) has been produced by {ETSI Technical Committee|ETSI Project|<other>} <long techbody> (<short techbody>).

Multi-part documents

The following block is required in the case of multi-part deliverables. The <common element of the title> is the same for all parts, the < part element of the title> differs from part to part and, if appropriate, the < sub-part element of the title> differs from sub-part to sub-part. The paragraph identifying the current part (and sub-part, if appropriate) shall be set in bold.

For option a) described in clause 9 of the drafting rules, i.e. in the Foreword of each part belonging to the series, a reference shall be made to the titles of all other parts, one of the example texts below needs to be maintained in all parts.

For option b) (preferred) described in clause 9 of the drafting rules, i.e. only part 1 shall provide the intended structure of the series, one of the example texts below needs to be maintained in part 1 only.

For option b) the other parts should have the following text in the Foreword:

The present document is part <i> of a multi-part deliverable. Full details of the entire series can be found in part 1 [Reference].

Parts

The present document is part <i> of a multi-part deliverable covering [the] <common element of the title>, as identified below:

Part 1:
"<part element of the title>";

M
Part <i>:
"<part element of the title>";

M
Part <n>:
"<part element of the title>".

Parts (for multi-part deliverables containing different deliverable types, e.g. TSs and ENs)

The present document is part <i> of a multi-part deliverable covering [the] <common element of the title>, as identified below:

<Doc type> <Doc number>:
<part title>;

M
EN 301 xyz-1:
<Part title>;

M
TS 101 xyz-2:
<Part title>.

Sub-parts

The present document is part <i>, sub-part <j> of a multi-part deliverable covering [the] <common element of the title>, as identified below:

Part 1:
"<part element of the title>";

M
Part <i>:
"<part element of the title>";

Sub-part 1:
"<sub-part element of the title>";

M
Sub-part <j>:
"<sub-part element of the title>";

M
Sub-part <m>:
"<sub-part element of the title>".

M
Part <n>:
"<part element of the title>".

Introduction

The focus of the present Technical Report is on identifying the emerging requirements for exposing NGN services and capabilities and on evaluating the most appropriate technologies for accomplishing the goal.
At the current time, NGN services and capabilities are being exposed by different technological means. There have been a number of causes for using a wide range of technologies. The most notable include:

· Historical usage of certain protocols in certain networks
· Varying considerations in protocols’ timing, bandwidth consumptions, and extensibility
· Different security requirements
The drives and imperatives behind the present effort include:

· NGN (including IMS) is on its way to become the global reference architecture encompassing different networks and technologies
· Realization that in competitive reality, the design, implementation, integration and the deployment stages of both NGN and external to NGN services and applications continue to shorten, become more automated and of ad-hoc nature
· The NGN boundaries, many times in the past defined by regulatory rules and assumptions, are a moving target and vary greatly worldwide

As a result, the present Technical Report identifies new emerging requirements and, in the same time, analyzes the relevance of some previous working assumptions.

1
Scope

This clause shall start on a new page. No text block identified. Should start:

The present document … 
 [Editor’s Note: The original WI scope statement is reproduced below for reference and convenience only and will be replaced by the actual text as the work matures:
· Identify requirements for flexible and agile service development and deployment for a multiprovider and multivendor environment.
· Use cases for interactions between NGN and applications, to help develop requirements above
· Which NGN functions and capabilities need to be exposed 
· What are the technical approaches available (e.g. Web services) to expose the functionalities and identify any possible impacts in the evolution of the TISPAN architecture and management.
· What are the existing industry efforts in this domain (e.g. TISPAN/NGN (protocols), Parlay/X, OSA, OMA, ITU-T, OASIS, WS-I, W3C, among others) and relationship with management frameworks (e.g. DMTF/TMF)
· Perform a gap analysis between he requirements and the existing industry efforts analyzed
· Identify next steps
]
The Scope shall not contain requirements.

2
References

For the purposes of this Technical Report (TR), the following references apply:

 [3]
ETSI ES 282 001: “TISPAN, NGN Functional Architecture”
 [9]
ETSI TS 188 001: “TISPAN; NGN Management; Operations Support Systems Architecture”
3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Definitions and abbreviations extracted from ETSI deliverables can be useful to draft your own and can be consulted via the Terms and Definitions Interactive Database (TEDDI) (http://webapp.etsi.org/Teddi/).
3.1
Definitions

Clause numbering depends on applicability.

· A definition shall not take the form of, or contain, a requirement. 

· The form of a definition shall be such that it can replace the term in context. Additional information shall be given only in the form of examples or notes (see below). 

· The terms and definitions shall be presented in alphabetical order. 
For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply:

Definition format

<defined term>: <definition>

example 1: text used to clarify abstract rules by applying them literally

NOTE:
This may contain additional information.

3.2
Symbols

Symbols should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

Abbreviations should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM1>
<Explanation>

<ACRONYM2>
<Explanation>

<ACRONYM3>
<Explanation>

4
Use Cases and Usage Scenarios
The present document evaluates the requirements for exposing new NGN services and capabilities and potentially for extending existing services and capabilities.

This section lists the business requirements (i.e., the use cases) with the illustrating usage scenarios. The business requirements are provided in support of the architectural requirements captured in section “5
Service Development and Deployment Requirements” below.
5
Service Development and Deployment Requirements
In competitive reality, the design, implementation, integration and the deployment stages of both NGN and external to NGN services and applications continue to shorten, become more automated and of ad-hoc nature. The resultant emerging requirements for flexible and agile service development and deployment for a multiprovider and multivendor environment are presented in the sections below.

6
Exposure of the TISPAN NGN Functions and Capabilities 

This section presents which NGN functions and capabilities need to be exposed for services and applications operation and how they are exposed today according to present TISPAN specifications. The indicated technologies and protocols are described and evaluated later in the document in a dedicated section “7
Technical Approaches and Industry Efforts”.
6.1
Overview of the ETSI TISPAN NGN Architecture

Figure 1 NGN Architecture components NGN Network Distributed Subsystems (ES 282 001) [3] provides an overview of the NGN Architecture (ES 282 001 [3]). The network subsystems are divided into 2 layers (Service layer and Transport Layer). 

[image: image10.wmf]
[image: image1]
Figure 1 NGN Architecture components NGN Network Distributed Subsystems (ES 282 001) [3]

The functional entities making up a subsystem may be distributed over network/service provider domains and may thus fall into separate administrative domains. For example, as shown in Figure 2 NGN Network Distributed Subsystems (ES 282 001) [3], the network attachment subsystem may be distributed between a visited and a home network. Service-layer subsystems that support nomadism may also be distributed between a visited and a home network.
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Figure 2 NGN Network Distributed Subsystems (ES 282 001) [3]

The distribution of the TISPAN NGN Architecture on one hand and its ongoing globalization on the other are in the crux of the present effort to review and recommend the technologies for realization of emerging functional interfaces and potentially for extending existing interfaces for services and capabilities in NGN. 
6.2
NGN Management

The “TISPAN NGN Management” specification [9] defines the Functional/Information view of the NGN OSS Architecture for the management of the NGN network and services and its specific security aspects. The NGN OSS Functional/ Information view is based on the concepts of TeleManagement Forum's New Generation Operations System and Software (NGOSS) and described in section “8.1
TMF” below.
From the Overview of [9]:
“The NGN OSS Service and the NGN OSS Service Interface are the main basic entities used in the description of the NGN OSS View. An NGN OSS Service Interface provides access to functionality for managing the NGN in a way that supports the eTOM operational processes. NGN OSS Service Interfaces are the target of standardization and shall be specified as well-defined sets of related behaviors that together deliver necessary and sufficient functionality to be provided by an NGN OSS. Each behavior is specified as an operation with a well-defined name, data, and pre- and post-conditions. NGN OSS Service Interfaces and Service Interface Consumers are grouped into NGN OSS Services. For a given NGN OSS Service, NGN OSS Service Interfaces and Service Interface Consumers may be defined as mandatory or as optional. The NGN OSS Service can be profiled: a profile of an NGN OSS Service indicates which of its Service Interfaces and Service Interface Consumers are present in a given specification used in the description of a possible realization of an NGN OSS system. All NGN OSS Operations within an NGN OSS Service Interface/Service Interface Consumer must be provided if the NGN OSS Service Interface/Service Interface Consumer is present in the specification. i.e. individual operations cannot be profiled. The basic NGN OSS Architecture principles require that NGN OSS Service Interfaces are made publicly available for use by NGN OSS Service Interface Consumers.” 
7
Technical Approaches and Industry Efforts

7.1
General
This section provides an overview of the current technical approaches and the latest industry efforts applicable for exposure the identified NGN functionalities. The section also examines the impacts they may have on the evolution of the TISPAN architecture and management.

Editor’s Note: Consider splitting this section into two, e.g. “Technological Approaches” and “Existing Industry Efforts”. Then spell out relationships between the two for each industry effort.

7.2
SOA

Service orientation is an approach to defining distributed, interface-oriented systems that deliver functionality as services. These services are accessed through the interfaces they expose.

A Service Oriented Architecture (SOA) is a software architecture of services, policies, practices and frameworks in which components can be reused and repurposed rapidly in order to achieve shared and new functionality. This enables rapid and economical implementation in response to new requirements thus ensuring that services respond to perceived user needs.

SOA uses the object-oriented principle of encapsulation in which entities are accessible only through interfaces and where those entities are connected by well-defined interface agreements or contracts.

SOA principles require that relationships between Service Interfaces and Service Interface Consumers can be established dynamically at run time to perform activities in support of requirements. However, for early deployment reasons, this relationship may initially also be established manually by configuration rather than by the services themselves at run time.
The following guiding principles define the ground rules for development, maintenance, and usage of the SOA

· Reuse, granularity, modularity, composability, componentization, and interoperability
· Compliance to standards (both common and industry-specific)

· Services identification and categorization, provisioning and delivery, and monitoring and tracking 
The following specific architectural principles for design and service definition focus on specific themes that influence the intrinsic behaviour of a system and the style of its design:

· Service Encapsulation 
· Service Loose coupling: Services maintain a relationship that minimizes dependencies and only requires that they maintain an awareness of each other 
· Service contract: Services adhere to a communications agreement, as defined collectively by one or more service description documents 
· Service abstraction: Beyond what is described in the service contract, services hide logic from the outside world 
· Service reusability: Logic is divided into services with the intention of promoting reuse 
· Service composability: Collections of services can be coordinated and assembled to form composite services 
· Service autonomy: Services have control over the logic they encapsulate 
· Service statelessness: Services minimize retaining information specific to an activity 
· Service discoverability: Services are designed to be outwardly descriptive so that they can be found and assessed via available discovery mechanisms
SOA is not tied to a specific technology. It may be implemented using a wide range of technologies, including REST, RPC, DCOM, ORB or Web Services … but also without any of these protocols.

7.3
Web Services

In recent years, the imperative to connect people, information, and processes has changed the way software is being developed. Successful IT systems increasingly require interoperability across platforms and flexible services that can easily evolve over time. This has led to the prevalence of XML as the universal language for representing and transmitting structured data that is independent of programming language, software platform, and hardware.

Building on the broad acceptance of XML, Web services are applications that use standard transports, encodings, and protocols to exchange information. With broad support across vendors and businesses, Web services enable computer systems on any platform to communicate over corporate intranets, extranets, and across the Internet with support for end-to-end security, reliable messaging, distributed transactions, and more.

Web services are based on a core set of standards that describe the syntax and semantics of software communication: XML provides the common syntax for representing data; the Simple Object Access Protocol (SOAP) provides the semantics for data exchange; and the Web Services Description Language (WSDL) provides a mechanism to describe the capabilities of a Web service. Additional specifications, collectively referred to as the WS-* architecture, define functionality for Web services discovery, eventing, attachments, security, reliable messaging, transactions, and management.
The most important attribute of the WS-* architecture is composability. Protocol composability enables incremental development of Web services solutions only as individual requirements (such as security, reliable messaging, attachments, discovery, etc.) are needed. In isolation, each of these requirements solves an elemental need. In composition, they address higher-level functionality commonly required by distributed applications. As such, the WS-* specifications can be used either independently or in combination with one another. This eliminates the complexity and overhead associated with specifications that attempt to define multiple capabilities or are tightly coupled with other specifications. It also enables developers to apply only the specific functionality needed to solve the immediate need. As new application requirements arise, new specifications can be authored without compromising backwards compatibility.

The high level Web services protocols stack is presented in Figure 3 The Web services protocols stack (by WS-I).


[image: image3]
Figure 3 The Web services protocols stack (by WS-I)

Below is a partial list of the commonly used Web services specifications:

· SOAP: An XML-based, extensible message envelope format, with "bindings" to underlying protocols (e.g., HTTP, SMTP and XMPP). 
· WSDL: An XML format that allows service interfaces to be described, along with the details of their bindings to specific protocols. Typically used to generate server and client code, and for configuration. 
· UDDI: A protocol for publishing and discovering metadata about Web services, to enable applications to find Web services, either at design time or runtime. 
· WS-Security, WS-SecureConversation:  WS-Trust and WS-SecurityPolicy, WS-Federation - enable the trusted exchange of single or multiple SOAP messages, potentially across multiple trust domains. 
· WS-ReliableExchange: A protocol for reliable messaging between two Web services. 
· WS-AtomicTransaction, WS-Coordination and WS-BusinessActivity: Protocols for coordinating the outcome of distributed application actions
Broad vendor agreement on standards and proven interoperability have set Web services apart from integration technologies of the past. During the ongoing process of interoperability and standardization, multiple industry and standardization bodies have driven efforts to create both horizontal as well as industry-specific Web services standards. 

Typically, the lower protocols in the “Web services stack” are standardised at W3C, while the higher application-oriented protocols are standardized at OASIS. Additionally, WS-I develops profiles, sample applications and test tools that “glue” the specifications together and further promote Web services interoperability.

7.4
W3C

The World Wide Web Consortium (W3C) is the main international standards organization for the World Wide Web (W3). The Consortium is jointly administered by the MIT Computer Science and Artificial Intelligence Laboratory (CSAIL) in the USA, the European Research Consortium for Informatics and Mathematics (ERCIM) (in Sophia Antipolis, France), and Keio University (in Japan).

Among the relevant to Web services W3C Standards are SOAP, WSDL, WS-Addressing, WS-Policy, XML, XML Information Set, and XML Schema .

· SOAP: An XML-based, extensible message envelope format, with "bindings" to underlying protocols (e.g., HTTP, SMTP and XMPP). 
· WSDL: An XML format that allows service interfaces to be described, along with the details of their bindings to specific protocols. Typically used to generate server and client code, and for configuration. 
· MTOM (SOAP Message Transmission Optimization Mechanism): describes the mechanism for optimizing the transmission and/or wire format of a SOAP message by selectively re-encoding portions of the message while still presenting an XML Infoset to the SOAP application.
· WS-Addressing: provides transport-neutral mechanisms to address Web services and messages. Defines XML elements to identify Web service endpoints and to secure end-to-end endpoint identification in messages. This specification enables messaging systems to support message transmission in a transport-neutral manner through networks that include processing nodes such as endpoint managers, firewalls, and gateways.
· WS-Policy: defines a base set of constructs that can be used and extended by other Web services specifications to describe a broad range of service requirements, preferences, and capabilities.
Website: http://www.w3.org/ .

7.5
OASIS

Editor’s Note: Contributions covering additional relevant aspects are solicited.

The Organization for the Advancement of Structured Information Standards (OASIS) is a global consortium that is engaged with the development, convergence and adoption of e-business and Web Service standards.

Among specifications  under development by OASIS technical committees and are potentially relevant to the topic of the present document are:
· WS-Security: Defines how to use XML Encryption and XML Signature in SOAP to secure message exchanges. It also defines various XML security token formats for use with the WS-Security protocol, including Username/Password, X.509, SAML, Kerberos, and REL (Rights Expression Language) Token Profiles.
· (WS-RX WG) – WS-ReliableMessaging: A protocol for reliable message exchange using Web services.
· (WS-TX WG) – WS-AtomicTransaction, WS-Coordination and WS-BusinessActivity: Protocols for coordinating the outcome of distributed application actions through atomic and/or long-running transactions.
· (WS-SX WG) – WS-SecureConversation, WS-Trust and WS-SecurityPolicy: Define WS-Security extensions and policies to enable the trusted exchange of multiple SOAP messages.
· WS-Federation: Defines mechanisms that are used to enable identity, attribute, authentication, and authorization federation across different trust realms.
Website: http://www/oasis-open.org/ .

7.6
WS-I

Web Services Interoperability (WS-I) is an open industry organization with member companies throughout North America, South America, Europe, Asia and the Pacific Rim. WS-I is chartered to promote Web services interoperability across platforms, operating systems and programming languages. Its goal is “to provide guidance, recommended practices and supporting resources for “generic protocols for the interoperable exchange of messages between Web services. In this context, “generic protocols” are protocols that are independent of any action indicated by a message, other than those actions necessary for its secure, reliable and efficient delivery, and “interoperable” means suitable for multiple operating systems and multiple programming languages.”

Among the important WS-I deliveries are

· The Basic Profile (BP) 1.1 provides interoperability guidance for a core set of non-proprietary Web services specifications, such as SOAP, WSDL and UDDI, along with interoperability-promoting clarifications and amendments to those specifications
· The Basic Profile (BP) 1.2 (work in progress) builds on Basic Profile 1.1 by incorporating Basic Profile 1.1 errata, requirements from Simple SOAP Binding Profile 1.0, and adding support for WS-Addressing and MTOM

· The Basic Profile (BP) 2.0 (work in progress) builds on Basic Profile 1.2 by adding support for SOAP 1.2
· The Basic Security Profile (BSP) provides guidance on the use of WS-Security and the REL, Kerberos, SAML, UserName and X.509 security token formats
· The Reliable Secure Profile (RSP) provides guidance on using WS-ReliableMessaging with WS-SecureConversation

Website: http://www.ws-i.org/
7.7
Liberty Alliance Project

The Liberty Alliance Project was formed to establish an open standard for federated network identity.  As such, the Liberty Alliance Data Service Template [10] specification proposes a framework for web services that offer access to data in general.

The Data Service Template defines: (1) abstract definitions about messages that are sent and received by the web service and (2) guidelines regarding the structure of the data offered through the service. The Liberty Alliance Data Service Template specification offers a set of (incomplete) XML schemas with placeholders (for data types) that need to be filled based on the nature of the data offered by the data service.

7.8
OSA/Parlay

7.8.1
Overview of OSA/Parlay
OSA (Open Service Access) is a set of APIs which enable network operator or 3rd party applications to access telecoms network functionality.  The OSA APIs were originally developed by The Parlay Group, and today the terms OSA and Parlay are synonymous - often the term OSA/Parlay is used to indicate this.  The OSA/Parlay APIs are (generally) network agnostic, and raise the level of abstraction compared with SIP or IN-based applications.  

OSA/Parlay is standardised in a joint activity between ETSI TISPAN's OSA Project, 3GPP CT5 and The Parlay Group.  OSA/Parlay specifications are published by ETSI, and are also part of 3GPP's specification set.  OSA/Parlay is integrated into the 3GPP IMS architecture, and is also referred to by 3GPP2.  The intention of OSA/Parlay is to have the same APIs used for applications in both fixed and mobile networks.

7.8.2
Technical Information
In the IMS architecture, the OSA Service Capability Server is integrated via the ISC and Sh interfaces, as the IMS Application Server (AS) function.  The OSA Service Capability Server provides the OSA API interface to the OSA Application Server.

The OSA/Parlay APIs are available at two different levels of abstraction: the full-function base OSA/Parlay APIs, developed initially, and the more abstracted Parlay X APIs.
7.8.2.1
OSA APIs

The base OSA/Parlay APIs are a set of APIs which offer access to a full set of telecoms network functionality.  The APIs are defined using UML, and a choice of technical realisations is provided as part of the specifications

· Corba, using IDL code provided in the specifications

· Web Services, using the WSDL code provided

· J2SE, using the J2SE code provided

· J2EE, using either the J2EE Local or J2EE Remote code provided.

The OSA/Parlay specifications include the following APIs (Service Capabilities):

· Generic Call Control:

simple 2-party call control, no call leg manipulation

· Multi-Party Call Control:

more complex, providing multi-party and leg manipulation features

· Multi-Media Call Control:

adds media management to MPCC

· Conference Call Control:

adds conference management to MPCC or MMCC

· User Interaction:

call-based and non-call based, for IVR type applications, also for message-based (SMS) interaction with users

· User Location:

single shot, triggered or periodic user location information reports, including provision of geodetic co-ordinates

· User Location Camel:

as User Location, but also providing Cell ID or LAI location information, as available in CAMEL

· User Location Emergency:

location information reports suitable for North American emergency location services

· User Status:


user status information reports, triggered or single-shot: reachability, terminal type, connection type and status, roaming status etc.

· User Binding:
triggered notification of user requests to bind to a network.

· Terminal Capabilities:

reports terminal capabilities, or changes of capabilities.  Uses WAP UAProf format.

· Data Session Control:

user data session (e.g. GPRS PDP context) management.

· Account Management
basic account management: balance reports, account updates, voucher management.  
· Charging
time or volume based charging, using units or currency amounts.  Offers direct credit or debit to/from accounts, charge reservation, rating, split charging. 

· Policy Management
access to a policy management system which follows IETF RFC 3460 Policy Core Information Model

· Presence and Availability Management
management and sharing of presence and availability information.  Based on PAM Forum specifications and using concepts from IETF RFC 2778

· Multi-Media Messaging
comprehensive messaging API, supporting many messaging types (e.g. SMS, IM, e-mail) in session and non-session based communication.  Offers mailbox access.

· Service Broker
simple API permitting an application to register with a service broker function.

Two further API specifications are also available, but are considered obsolete: Generic Messaging and Connectivity Management (QoS management).

7.8.2.2
OSA/Parlay Framework

The OSA/Parlay APIs include a Framework specification, which provides APIs for access and authentication of applications, for management of service contracts, and for application access to Service Capabilities provided by the network.  The Framework also provides lifecycle management of Service Capabilities, and load and fault management.

As with the other OSA/Parlay APIs, the Framework has realisations provided in IDL, WSDL, J2SE and J2EE.

7.8.2.3
Parlay X

The Parlay X APIs are written as an abstraction of the OSA/Parlay APIs.  Rather than offering the rich and detailed functionality required by developers of telecoms applications, they offer discreet APIs with few methods, stateless behaviour, single-shot methods more suited to the needs of web services developers, or developers of non-telecoms applications who need to add some basic telecoms-related functionality to their application. 

The Parlay X APIs are only available as Web Services APIs.  While Parlay X APIs map onto functionality provided in the base OSA/Parlay APIs, Parlay X can be deployed independently of the base APIs.

The Parlay X 3 specifications include the following APIs:
· 3rd Party Call

· Call Notification

· Short Messaging

· Multimedia Messaging

· Payment

· Account Management

· Terminal Status

· Terminal Location

· Call Handling

· Audio Call

· Multimedia Conference

· Address List Management

· Presence

· Message Broadcast

· Geocoding

· Application-driven QoS

· Device Management

· Multimedia Streaming Control

· Multimedia Multicast Control
7.8.3
Specification References

Information on OSA/Parlay standardisation can be found at:

http://portal.etsi.org/docbox/TISPAN/Open/OSA/osa.htm
Links to all of the OSA/Parlay specifications can be found at:

http://portal.etsi.org/docbox/TISPAN/Open/OSA/Overview.html
The OSA/Parlay APIs are published by ETSI as ES 20x 915 series.  These correspond to 3GPP TS 29.198 series of specifications.  The 3GPP specifications are a subset of the ETSI specifications - they contain no additional functionality, but some of the functionality in the ETSI series of specifications is not available in the 3GPP series, due to differing scopes.

For example, ETSI ES 203 915 series corresponds to 3GPP TS 29.198 Rel-6 series.  ETSI ES 204 915, when published, will correspond to 3GPP TS 29.198 Rel-7 series.

Parlay X APIs are being developed in two phases at ETSI.  Parlay X 2 is standardised in ETSI ES 202 391 series, which corresponds to 3GPP TS 29.199 Rel-6.  Parlay X 3 is standardised in ETSI 202 504 series, which corresponds to 3GPP TS 29.199 Rel-7.

Requirements for the OSA APIs are produced both by 3GPP and by ETSI:  the 3GPP requirements are in 3GPP TS 22.127, while the ETSI requirements are in EG 201 988.  The stage 2 Architecture for OSA is described in 3GPP TS 23.198 (also in TS 23.127 prior to Release 6).

Mapping documents have also been produced. 3GPP TR 29.199 contains a suggested mapping between the base OSA/Parlay APIs and network protocols.  A suggested mapping between Parlay X and the base OSA/Parlay APIs is being developed in ETSI TR 102 397. 

7.9
OMA

Editor’s Note: Contributions covering additional relevant aspects are solicited.

Open Mobile Alliance is an international organization developing open, market driven interoperable specifications for global adoption. It was created in 2002 by leading mobile operators, device and network suppliers, information technology companies, content and service providers – the entire mobile value chain. It was formed by combining many existing smaller industry organizations to work under the OMA umbrella.
The focus of OMA is to promote interoperability at the application level for service enables such as Mobile Broadcast Service, Digital Rights Management, Mobile Location Services, and Games Service.

OMA specifications are designed to be network agnostic (e.g., hiding the complexity for access methods) and span across different types of networks, e.g., fixed, mobile, cable, xDSL, broadcast, WLAN, WiMAX, etc.

As a principle, OMA aims to re-use existing technologies avoiding duplication, divergence and fragmentation. OMA has an extensive network of 35 formal liaison relationships with other standards bodies, including those dealing with fixed and broadcast networks: ETSI, IETF, W3C, DVB, ITU-T, RIAA, MPA, CDG and JCP.
Current OMA work is built upon combinations of protocols including Web services, SIP, IMS and other from 3GPP. 

In 2004, OMA published the OMA Web Services Enabler to establish a base-line for developing Web services within OMA. It provides a framework for designing Web services that emphasizes the need to be consistent with Web service development outside OMA and, as such, requires conformance to the Web Services Interoperability Base Profile 1.0 and WS-Security.

Standard Transcoding Interface Version 1.0 (STI) is a Web services specification to resolve some of the integration and testing problems associated with deploying multimedia services across mobile devices. STI allows for simpler content adaptation by enabling the transcoding of different types of content files. For example, OMA MMS will rely on STI to move rich content between the many devices available on the global market today.
7.10
ITU-T

Editor’s Note: Contributions covering relevant aspects are solicited.

8
Management Frameworks

8.1
General
8.2
TMF
8.2.x
NGOSS

8.3
DMTF

8.3.x
CIM

8.3.x
WS-Management

8.4
WSDM by OASIS
8.5
Service Modelling Language (SML)

9
Gap Analysis
9.1
General
This section presents a gap analysis between the requirements and the existing industry efforts analyzed.
10
Conclusions and Next Steps
10.1
General
This section draws conclusions and identifies possible next steps.
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