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0.2 Specification Status

This contribution document is at version <enter version number> and is a part of the working group documents that will be contributed to release 3.0 of the Parlay X Specifications. 

0.3 Contact Information
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All product names mentioned within this specification are the trademarks of their respective owners.

0.4 Template Information

This contribution is based on the Parlay X 3.0 contribution template, version 0.1, dated 9/9/05

1 Purpose of this document 

This document is an input contribution that addresses “Service Provision” service capability. Service Provision web service is a essential service that allows a consumer to manage the service subscription related information.
1.1 Brief Specification Overview

Service Provision Web Service is defined to offer management functions for access control information service provisioning, service information and subscription information and service management. This Specification is separated into four interfaces. AccessControlInformation interface provides operations for access control related information management. ServiceInformation interface provides operations for service discovery. ServiceSubscription interface provides operations for service subscription and  notification about subscription events. ServiceManagement interface provides operations to monitor the life cycle of each SCFs.
1.2 Rationale
Commercial & Technical Rationale
There was no absolute requirement for a commercial contract to be associated with Telecom Web Service. But a Web Service almost certainly represents a contract to provide some service through a technical interface at a business level. It is either explicit or implicit that the service will be provided with certain performance characteristics and terms and conditions will apply to its use. Often the use of the service will be restricted to identified and authenticated individuals, group, applications or servers.   The Web Service Framework is related to Application, Service Capability Server. Configuration management is achieved through the use of enterprise-wide registries and directories that manage information on services, processes and user identities. Effective interoperability is achieved by adopting common standards for electronic business processes and data. Operational reliability is enhanced through the use of common managed messaging infrastructure. For example, WS-Security is a  specification that defines a general purpose mechanism for associating security tokens with messages. However, no specific type of security token is required by WS-Security and it is entirely possible for client and Telecom Web Service to comply with specification but be unable to interoperate  a working level owing to due of incompatible security token.

     In Parlay X Web Service there are refer to WS-* specification, but it hasn’t defined yet. Even though Web Service Framework for WS-* functionalities is definitely required to offer framework services for Application, Capability Server and Enterprise Operator, it hasn’t defined yet. 
Relationship to Similar or Supplanted Specifications

In the Parlay, the framework provides the ability for the network operator to negotiate with the application provider (client application). It provides the initial point of contact to the client application to discover the services that are offered by the network that can be utilized by the application.
In the Parlay, Framework supports the functions for the secure and controlled access to the service interfaces and protects the network from service consumer(client application). In addition it provides functions to support the incremental introduction of new service interfaces. A Service consumer does not have direct access to the Services. In order to get the references to the used Services, the Service Consumer must interact with the Framework through an authentication phase and then select the Services required. The Framework verifies if Service consumer has authorized to use the Services requested, for instance according to some subscription profile, and negotiates the parameters for their usage (e.g., parameters derived from a Service Level Agreement). Finally, the agreed parameters are signed, and the Framework returns to the Service consumer the references to the requested Services. Through the Service references, the Service consumer can invoke methods on the Service whose execution could invoke actions on the network resources.
 In the Parlay architecture, the Framework functions play a critical role. The principal functions provided by a Framework are: 

• Secure, controlled and accountable access to the Services 

• Incremental introduction of new Services through the Service registration process 

• Management of the integrity of the whole Parlay/OSA system (i.e., Applications and Services), such as fault handling and load control.
2 References

Normative References
[1] 3GPP TS 29.198-3 V7.1.0 (2006-12) 3rd Generation Partnership Project; Technical Specification Group Core Network; Open Service Access (OSA); Application Programming Interface (API); Part 3: Framework (Release 7)

[2] Parlay ETSI ES 204 915-3 V0.0.2 (2006-12) - Open Service Access (OSA); Application Programming Interface (API); Part 3: Framework (Parlay 6)

[3] ETSI ES 203 915-3 V1.2.1 (2007-01) - Open Service Access (OSA); Application Programming Interface (API); Part 3: Framework (Parlay 5) 
[4] ETSI ES 202 391-1: "Open Service Access (OSA); Parlay X 2 Web Services; Part 1: Common". 
[5] W3C Recommendation (2 May 2001): "XML Schema Part 2: Datatypes". 
[6] W3C. Web Services Architecture, W3C Working Draft, 2004.

3 Definitions and Abbreviations

3.1 Definitions
3.2 Abbreviations

For the purposes of the present document, the abbreviations defined in ES 202 391-1 [4] and the following apply:

4 Detailed Service Description
The basic architecture of web service is composed of three parts: the service provider entity, the service consumer entity, and the service Finder entity. The service provider entity provides services requested by the service consumer and web services are operated in it. The service consumer entity provides interfaces that connect users who want services to web services. The service finder entity registers web services that are distributed over the Internet to the service registry, and it provides connections between the service provider entity and the service consumer entity. When the service consumer accesses services in the web service framework, service related information is described by WSDL and it is registered in UDDI that manages service related information. Between these entities SOAP is used as a message transfer protocol. The basic architecture of web service  is shown in Figure 1.
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Figure 4-1 : Web service architecture

Users would like to get many kinds of information provided by the service provider through the web service. That is, the service consumer first wants to know what kinds of services are provided and wants to search them. This function is provided by UDDI (Universal Description Discovery and Integration). The service provider can register its service list encoded in WSDL (Web Services Description Language) to UDDI and UDDI let the service consumer search the services. However, the UDDI technique does not fulfill all the programmer requests. 
Thus, we suggest the Service Provision Web Service that stores the service related information to the Service Provider entity. Since service related information is stored in the relational service provider entity it allows a service consumer to query and search it.

Service Provision Web Service is provided with the architecture as shown in figure 4-2. This Web Service is focused on the easy and simplified way to manage the service provision, service related information, service subscription and life cycle of web service. 
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Figure 4-2 : Service Provision web service architecture
To follow the basic principal of Parlay X Web Service, we have focused on the simplification and abstraction and adhere to following rules :

· Access control information for managing consumers.
· WS-Security provide message-level security which address confidentiality, integrity, and single message authentication.
· Once an off-line service agreement exists, the application can access the authentication interfaces. 
· This specification only provides a operations for managing consumer ID,  password and service token for access control at the level of the simplification.

· Service Information 
· An Applications need to obtain service information  provided by service provider. 

· Before a service can be discovered, the service consumer(or the client applications) must know what "types" of services are supported by the service provider and what service "properties" are applicable to each service type.
· Once the service consumer finds out the desired set of services supported by the service provider, it subscribes to a sub-set of these services.
· This specification only provides a functions that manage the service related information provided by service provider.

· Service Subscription
· The service consumer need to subscribe for using service provided by service provider. 

· The service provider act in the role of subscriber/customer of services and the service consumer act in the role of users or consumers of services. The service framework itself acts in the role of retailer of services.
· This specification only provides the functions that subscribes the service provided by service provider.
· Service Management
· Service consumer need to check the life cycle of services provided by service provider..

· Service consumer has decided that it wishes to monitor the services, and has therefore requested the services to start sending its heartbeat. The services  responds by sending its heartbeat at the specified interval. The service consumer then decides that it is satisfied with the life cycle of services and disables the heartbeat mechanism. 
· This specification only provides the functions that manage the life cycle of services provided by service provider.
· Use case 1 : Access Control Information Service 
Figure 4-2 shown here is an example scenario to show the way how the service consumer can get the service consumer ID, password and service token from service provider through Service Provision Interface of Service Provision Web Service. Service Provision Web Service provide the service consumer ID, password, service token for the access of service provided by service provider. 

Service consumer1 is getting his own consumer ID and password to access  the service provided by service provider. Service provider sets the consumer ID, password for access control and then provides them to service consumer1. Service consumer1 uses the consumer ID, password for service access provided by service provider. Through the consumer ID, password, Service provider permits service consumer1 to access the services.  

[image: image3.emf]Service 

Consumer1

Parlay X GW

Network

Each application server requests the service 

consumer ID, password, service token for 

access of service provided by service provider 

1

Parlay X API

Operator manage access control information for 

service consumer

2

UDDI

Service 

Consumer2

Management

Interface

Service provision

Interface

Service provision

Interface

Service 

Provision

DB


Figure 4-2 : Access Control Information Service
· Use case 2 : Service information Service 
Figure 4-3 shown here is an example scenario to show how to manage the service related information.  Service provider sets the service related information with service name and service description that service consumer find out. Service consumer requests the service information provided service provider through service information interface. Service provider provides the service information to service consumer. Service consumer decides to subscribe the service through service information provided by service provider. Service provider can add or delete the service information in according to supporting service.  
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Figure 4-3: Service Information Service
· Use case 3 : Service Subscription Service

Figure 4-4 shows a use case for an service subscription service. After retrieving the service information, service consumer subscribes the service provided by service provider. Service consumer can request the its service subscription information and then delete or modify the service subscription information through the service subscription interface. When occur the event for service subscription, parlay x gateway notify to the service provider.  
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Figure 4-4 : Service subscription Service

· Use case 4 : Service Management Service

Figure 4-5 shows a use case for an service management service. After the service subscription, service consumer use the service provided by service provider. According to use the service, service consumer want to check the life cycle of service. Service consumer requests to service provider in order to check an heart beat of service. Service provider checks the heart beat of service and then reports the status of service. Service consumer can modify the interval time for checking the heart beat of service. Service provider checks and reports the status of service according to interval time.
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Figure 4-5 : Service Management Service
5 Namespaces

[Provide namespaces used for this specification]

6 Sequence Diagrams

6.1 Get Access Control Information

Pattern: Request / Response

It provides the mechanism for managing a access control information, when it is invoked. The sequence diagram below shows a case for getting access control information included service consumer ID and password. As the result of the operation, service consumer ID, password may be returned to the service consumer.   
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6.2 Set Access Control Information
Pattern: Request / Response

It provides the mechanism for managing a access control information, when it is invoked. The sequence diagram below shows a case for setting access control information included service consumer ID and password. As the result of the operation, service consumer ID, password may be stored to the service provider.
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6.3 Clear Access Control Information
Pattern: Request / Response

It provides the mechanism for managing a access control information, when it is invoked. The sequence diagram below shows a case for clearing access control information included service consumer ID and password. As the result of the operation, service consumer ID, password may be cleared..
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6.4 Get Service Token

Pattern: Request / Response

It provides the mechanism for managing a access control information, when it is invoked. The sequence diagram below shows a case for getting service token information. As the result of the operation, service token may be returned to the service consumer.
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6.5 Set Service Token

Pattern: Request / Response

It provides the mechanism for managing a access control information, when it is invoked. The sequence diagram below shows a case for setting service token information. As the result of the operation, service token may be stored to the service provider.
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6.6 Clear Service Token

Pattern: Request / Response

It provides the mechanism for managing a access control information, when it is invoked. The sequence diagram below shows a case for clearing service token information. As the result of the operation, service token may be cleared.
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6.7 Get Services Information

Pattern: Request / Response

It provides the mechanism for managing a service related information, when it is invoked. The sequence diagram below shows a case for getting service related information. As the result of the operation, service related information included service name and service description may be returned to the service consumer.
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6.8 Set Services Information

Pattern: Request / Response

It provides the mechanism for managing a service related information, when it is invoked. The sequence diagram below shows a case for setting service related information. As the result of the operation, service related information included service name and service description may be stored to the service provider.
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6.9 Clear Services Information

Pattern: Request / Response

It provides the mechanism for managing a service related information, when it is invoked. The sequence diagram below shows a case for clearing service related information. As the result of the operation, service related information may be cleared.
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6.10 Get Subscription Information
Pattern: Request / Response

It provides the mechanism for managing a service subscription information, when it is invoked. The sequence diagram below shows a case for getting service subscription information of service consumer. As the result of the operation, service subscription information of service consumer included subscribed service name  may be returned to the service consumer.
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6.11 Subscribe of Services
Pattern: Request / Response

It provides the mechanism for subscribing a service subscription information, when it is invoked. The sequence diagram below shows a case for subscribing of services by service consumer. As the result of the operation, service subscription information of service consumer included subscribing service name  may be stored to the service provider.
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6.12 Modify Subscription Information

It provides the mechanism for modifying a service subscription information, when it is invoked. The sequence diagram below shows a case for modifying service subscription information of service consumer. As the result of the operation, service subscription information of service consumer included subscribed service name  may be modified.
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6.13 Notify Subscription
It provides the mechanism for notifying a service subscription information, when it is invoked. The sequence diagram below shows a case for notification of service subscription event. As the result of the operation, service subscription information of service consumer included subscribed service name  may be transferred to the service provider.
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6.14 Register 

It provides the functions for registration of service information supported by service provider.  The sequence diagram below shows a case for service registration event. As the result of the operation, service information included service name may be stored to the service provider.
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6.15 Get History

It provides the functions for getting API’s history used by service consumer.  The sequence diagram below shows a case for getting API’s history. As the result of the operation, API’s history information may be returned to the service consumer.
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6.16 Report History
It provides the functions for getting Service’s history used by service consumer.  The sequence diagram below shows a case for getting Service’s history. As the result of the operation, Service’s history information may be returned to the service consumer.
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6.17 Set HeartBeat information

It provides the functions for checking the life cycle of service provided by service provider.  The sequence diagram below shows a case for setting heartbeat. As the result of the operation, heartbeat  information may be stored to the service provider and then started to check a heartbeat of service.
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6.18 Stop HeartBeat

It stop the functions for checking the life cycle of service provided by service provider.  The sequence diagram below shows a case for stopping heartbeat. As the result of the operation, heartbeat  checking be stopped. 
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6.19 Modify HeartBeat Interval

It provides the functions to modify a interval time for heartbeat check.  The sequence diagram below shows a case for modifying heartbeat interval time. As the result of the operation, heartbeat  information may be restored to the service provider and then restarted to check a heartbeat of service.
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7 XML Schema Data Type Definition

7.1 AccessInfo Structure

 Data type for describing access information
	Element Name
	Element Type
	Optional
	Description

	ConsumerID
	xsd :String
	No
	Consumer ID

	Password
	xsd :String
	NO
	Password for Consumer


7.2 ServiceInfo structure

	Element Name
	Element Type
	Optional
	Description

	ServiceName
	xsd :String
	No
	Service name

	Description
	xsd :String
	Yes
	Description of service


7.3 SubscriberInfo structure

	Element Name
	Element Type
	Optional
	Description

	ConsumerName
	xsd :String
	No
	Name of consumer that subscribed services.

	Service
	xsd :String[1....unbounded]
	No
	Service that consumer want to use.


7.4 ServiceDecision structure

	Element Name
	Element Type
	Optional
	Description

	ServiceName
	Xsd :String
	No
	Service name

	decision
	Xsd :boolean
	No
	Weather the gateway accepted the subscription.


7.5 HistoryOfAPI structure

	Element Name
	Element Type
	Optional
	Description

	APIName
	Xsd :String
	No
	Service API name

	CountOfInvoking
	Xsd :int
	Yes
	The number of invoking API

	SucessRate
	Xsd : float
	Yes
	The rate of success 


7.6 ServiceResult Enumeration

	Element value
	Description

	Success
	The service is succeeded.

	Failure
	The service is failed.

	Deny
	The service denied the request of application for some reason.


8 Web Service Interface Definition
8.1 Interface: AccessControlInformation interface

This set of operation is used by the gateway operator to manage the gateway.

8.1.1 Operation : GetAccessControl( )

An application uses this operation to get an Consumer ID and password that pre-configured at Parlay X gateway. 

8.1.1.1 Input message: getAccessControlRequest

	Part Name
	Part Type
	Optional
	Description

	AsName
	Xsd:String
	NO
	Name of Application Server that subscribed services.


8.1.1.2 Output message: getAccessControlResponse

	Part Name
	Part Type
	Optional
	Description

	AccessInformation
	AccessInfo
	No
	ConsumerID, Password information that specified by Parlay X gateway.


8.1.1.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.1.2 Operation : SetAccessControl( )

An application uses this operation to set an ConsumerID and password that pre-configured at Parlay X gateway. 

8.1.2.1 Input message: setAccessControlRequest

	Part Name
	Part Type
	Optional
	Description

	AccessInformation
	AccessInfo
	NO
	ConsumerID, Password information that specified by Parlay X gateway.


8.1.2.2 Output message: setAccessControlResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.1.2.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.1.3 Operation : ClearAccessControl( )

An application uses this operation to clear an ConsumerID and password that pre-configured at Parlay X gateway. 

8.1.3.1 Input message: clearAccessControlRequest

	Part Name
	Part Type
	Optional
	Description

	ConsumerID
	Xsd:String
	NO
	ConsumerID information that hosted by Parlay X gateway.


8.1.3.2 Output message: clearAccessControlResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.1.3.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.1.4 Operation : getServiceToken( )

The web service uses this operation to get a service token for an Consumer.

8.1.4.1 
Input message: getServiceTokenRequest
	Part Name
	Part Type
	Optional
	Description

	ConsumerID
	Xsd:String
	No
	ConsumerID that calls the web service.

	Password
	Xsd:String
	No
	Password that used by Consumer.

	ServiceName
	Xsd:String
	No
	Service name that called to use.


8.1.4.2 
Output message: getServiceTokenResponse

	Part Name
	Part Type
	Optional
	Description

	Results
	Xsd:String
	No
	The answer of a Service token request.


8.1.4.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.1.5 Operation : setServiceToken ( )

The web service uses this operation to  set  a service token for  Consumer.

8.1.5.1 
Input message: setServiceTokenRequest
	Part Name
	Part Type
	Optional
	Description

	ConsumerID
	Xsd:String
	No
	ConsumerID that calls the web service.

	Password
	Xsd:String
	No
	Password that sent by Consumer.

	ServiceName
	Xsd:String
	No
	Service name that called to use.


8.1.5.2 Output message: getServiceTokenResponse

	Part Name
	Part Type
	Optional
	Description

	Results
	Xsd:Boolean
	No
	The answer of service token request.


8.1.5.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.1.6 Operation : clearServiceToken ( )

The web service uses this operation to clear a service token for consumer
8.1.6.1 
Input message: clearServiceTokenRequest
	Part Name
	Part Type
	Optional
	Description

	ConsumerID
	Xsd:String
	No
	Consumer ID that calls the web service.

	Password
	Xsd:String
	No
	Password that used by Consumer.

	ServiceName
	Xsd:String
	No
	Service name that called to use.


8.1.6.2 Output message: clearServiceTokenResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.1.6.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.2 Interface : ServiceInformation Interface

8.2.1 Operation : getServicesInformation( )

An application uses this operation to get a Service that registered at Parlay X gateway. 

Return the services that hosted by Parlay X gateway.

8.2.1.1 Input message: getServiceInformationRequest

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.2.1.2 Output message: getServicesInformationResponse

	Part Name
	Part Type
	Optional
	Description

	ServiceInformation
	ServiceInfo[0...unbounded]
	Yes
	Service information that hosted by Parlay X gateway.


8.2.1.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.2.2 Operation : SetServicesInformation( )

Use this operation to set a service that registered at Parlay X gateway.

Return the services that hosted by Parlay X gateway.

8.2.2.1 Input message: SetServiceInformationRequest

	Part Name
	Part Type
	Optional
	Description

	ServiceInformation
	ServiceInfo[0...unbounded]
	Yes
	Service information that hosted by Parlay X gateway.


8.2.2.2 Output message: SetServicesInformationResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.2.2.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.2.3 Operation : ClearServicesInformation( )

Use this operation to clear a service information that registered at Parlay X gateway. 

8.2.3.1 Input message: ClearServiceInformationRequest

	Part Name
	Part Type
	Optional
	Description

	ServiceInformation
	ServiceInfo[0...unbounded]
	Yes
	Service information that hosted by Parlay X gateway.


8.2.3.2 Output message: ClearServicesInformationResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.2.3.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.2.4 Operation : register( )

Use this operation to register a service at the Parlay X gateway.

8.2.4.1 
Input message: registerRequest
	Part Name
	Part Type
	Optional
	Description

	ServiceName
	Xsd:String
	No
	Service name that register at the gateway.


8.2.4.2 
Output message: registerResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.2.4.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.3 Interface : ServiceSubscription Interface

This set of operation is used by the Client (Application) to subscribe the services.

8.3.1 Operation : GetSubscriptionInformation

Use this operation to get a  subscription information that subscribed to the gateway to use the services

8.3.1.1 Input message: GetSubscriptionInformationRequest

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.3.1.2 Output message: GetSubscriptionInformationResponse

	Part Name
	Part Type
	Optional
	Description

	SubscriberInformation
	SubscriberInfo[0...unbounded]
	Yes
	Consumer information that subscribed at the gateway


8.3.1.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:
· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error
8.3.2 Operation : subscribeServices( )

Use this operation to subscribe a services.

8.3.2.1 
Input message: subscribeServicesRequest
	Part Name
	Part Type
	Optional
	Description

	SubscriberInfomation
	SubscriberInfo[0..unboundary]
	No
	Subscription information. It contains the client name and service that she’d like to subscribe to.


8.3.2.2 Output message: subscribeServicesResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.3.2.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.3.3 Operation : modifySubscribeInformation

Use this operation to modify a subscription information that subscribed to the gateway to use the services

8.3.3.1 
Input message: modifySubscribeInformationRequest
	Part Name
	Part Type
	Optional
	Description

	ConsumerID
	Xsd :String
	No
	Consumer ID that subscribed services

	SubscriberInfomation
	SubscriberInfo[0..unboundary]
	No
	Subscription information. It contains the client name and service that she’d like to subscribe to.


8.3.3.2 Output message: modifySubscribeInformationResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.3.3.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.3.4 Operation : notifySubscription( )

Use this operation to notify subscription result.

The answer consists of the name of services, client that involved and permission for each service.

8.3.4.1 
Input message: notifySubscriptionRequest
	Part Name
	Part Type
	Optional
	Description

	ConsumerID
	Xsd :String
	No
	Consumer ID that subscribed services

	Decision
	ServicePermission[1...unbounded]
	No
	The answer of opened subscription.


8.3.4.2 Output message: notifySubscriptionResponse

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.4 Interface : ServiceManagement Interface

This set of operation is used to provide the management information.

8.4.1 Operation : getHistory

Use this operation to get a history about gateway. History includes the count of invoking API, the rate of success and failure for using the API.
8.4.1.1 
Input message: getHistoryRequest
	Part Name
	Part Type
	Optional
	Description

	APIName
	Xsd :String[1...unbounded]
	No
	History of API that the gateway operator wonders.


8.4.1.2 
Output message: getHistoryResponse

	Part Name
	Part Type
	Optional
	Description

	HistoryOfAPIs
	HistoryOfAPI[0...unbounded]
	Yes
	History record of API.


8.4.1.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.4.2 Operation : reportHistory( )

Use this operation to report a history of service.

8.4.2.1 
Input message: reportHistoryRequest
	Part Name
	Part Type
	Optional
	Description

	ServiceName
	Xsd:String
	No
	Service name that called to use.

	ConsumerID
	Xsd:String
	No
	Consumer ID that calls the web service.


8.4.2.2 
Output message: reportHistoryResponse

	Part Name
	Part Type
	Optional
	Description

	Results
	ServiceResults[0…unbounded]
	No
	Result of using service


8.4.2.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.4.3 Operation : setHeartBeat()
Use this operation to set a heartbeat interval time. 
8.4.3.1 
Input message: setHeartBeat Request
	Part Name
	Part Type
	Optional
	Description

	ServiceName
	Xsd:String
	No
	Service Name to check  heartbeat

	ConsumerID
	Xsd:String
	No
	Consumer ID that calls the web service.

	Interval
	Xsd:String
	Yes
	Interval time


8.4.3.2 
Output message: setHeartBeat Response

	Part Name
	Part Type
	Optional
	Description

	Results
	HearbeatResults
	No
	Result of checking service hearbeat


8.4.3.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.4.4 Operation : stopHeartBeat()
Use this operation to stop a heartbeat check. 
8.4.4.1 
Input message: stopHeartBeat Request
	Part Name
	Part Type
	Optional
	Description

	ServiceName
	Xsd:String
	No
	Service Name to check  heartbeat

	ConsumerID
	Xsd:String
	No
	Consumer ID that calls the web service.


8.4.4.2 
Output message: stopHeartBeat Response

	Part Name
	Part Type
	Optional
	Description

	None
	
	
	


8.4.4.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
8.4.5 Operation : modifyInterval()
Use this operation to modify a heartbeat interval time. 
8.4.5.1 
Input message: modifyInterval Request
	Part Name
	Part Type
	Optional
	Description

	ServiceName
	Xsd:String
	No
	Service Name to check  heartbeat

	ConsumerID
	Xsd:String
	No
	Conumer ID that calls the web service.

	Interval
	Xsd:String
	Yes
	Interval time


8.4.5.2 
Output message: modifyInterval Response

	Part Name
	Part Type
	Optional
	Description

	Results
	HearbeatResults
	No
	Result of checking service hearbeat


8.4.5.3 Referenced Faults

ServiceException from ES 202 391-1 [4]:

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

PolicyException from ES 202 391-1 [4]:

· POL0001 - Policy error.
9 Fault definitions

9.1 ServiceException

9.1.1 SVCxxxx1: Service Provision  is not accepted.
	Name
	Description

	MessageId
	SVCxxxx

	Text
	No Service for consumer ID

	Variables
	None


9.1.2 SVCxxxx2: Heartbeat check is not accepted.
	Name
	Description

	MessageId
	SVCxxxx

	Text
	No service for heartbeat check  to given consumer ID

	Variables
	None


9.2 PolicyException

9.2.1 Fault: 

10 Service Policies

	Name
	Type
	Description

	MaximumNotificationFrequency
	Common :TimeMetric
	Maximum rate of notification delivery (also can be considered minimum time between notifications)

	MaximumNotification Duration 
	Common :TimeMetric
	Maximum amount of time a notification may be set up for 

	DefaultNotificationDuration
	Common :TimeMetric
	Default amount of time a notification will be set up for

	MaximumCount
	xsd :int
	Maximum number of notifications that may be requested

	UnlimitedCountAllowed
	xsd :boolean
	Allowed to specify unlimited notification count(i.e. specify zero in notification count requested)


11 Mapping to <Parlay/OSA Specification Name> <other>

 [This section should describe how the contribution's functionality might be mapped onto and supported by underlying functions described in the Parlay/OSA specifications or other standard]

11.1 Description

11.2 Sequence Diagrams

<Sequence Diagram>

[Each use case illustrates the interaction between Parlay X application, Parlay X Web Service, Parlay/OSA SCF(s) or other standardized entities, and network or other service-related resources]
11.3 Detailed Mapping Information

11.3.1  Operations

[Provides a mapping between PX operations and Parlay/OSA (or other standardized entity) API methods down to the message part and method parameter level of detail.  Unmapped elements of PX operations are also identified]
11.3.2  Exceptions

[Provides a mapping between PX exceptions and Parlay/OSA (or other standardized entity) API method exceptions.]
11.4 Additional Notes

<Additional notes>

12 Annex A: WSDL

The document/literal WSDL representation of this interface specification is compliant to ES 202 391-1 [4] and is contained in the following text files: 

· <List of XML Schema and WSDL documents>
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