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1
Decision/action requested

We got a few questions with respect to the ADQ Web Services.  Resolving the questions is needed.
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Rationale

· We have a few questions on the ADQ Web Services, and the questions are related to “applyQosFeature” and “modifyQoSFeature”.

· The first point is that we are wondering the purpose of the ADQ specification: Is it for session related QoS authorization? Let’s say approach 1 or Is just it for application providers to set up kinds of QoS profiles for servicing 3rd party applications? Let’s say approach 2.
· In case of approach 1, the ADQ acts as an AF or AF proxy in QoS architecture of ETSI or 3GPP. The ADQ can use Gq or Gq’. But the ADQ should be involved whenever the session initiating. In other words, the Application Server ,which uses the ADQ, should call ADQ every time the session initiating to request the authorization of the QoS for ongoing session if the AS have got having enough information on the session, for example, the AS have known the SDP of local and remote media endpoints.
· In fact, we don’t think the ADQ is for the approach 1.

· In case of approach 2. The ADQ is used for setting up QoS features on end user connection with non-session related manner. The AS may invoke the applyQosFeature before the service executed.  If the QoS features set up, the network will enforce the QoS feature on the enduser connection. The ADQ do not concern how the QoS features are enforced and not directly involved in enforcing the QoS. For example, in the 3gpp network, the AS may use the ADQ for setting up the QoS feature for the service which the AS is providing. When the service invoked, the P-CSCF which the user connected will authorize and commit the QoS requirement.

· We think the ADQ is rather for this purpose. But we can not see the defined interfaces between ADQ and the network. We need to identify the interface, and we need to clarify where we store the QoS Features in the network.

· The second concern is that the ADQ is more likely to be operator domain specific operation. Let’s see following statements in section 8.1.1: “If a default QoS Feature is replaced by an Application, it can potentially affect other Applications, which may require a certain level of QoS to be available on the connection when there are no active temporary QoS Features. To achieve this, the service implementation should allow only a Super Application (e.g. Service Provider owned) to change the default QoS Feature of a connection. The authorization scheme required for allowing this facility is service implementation specific and is not covered in the scope of this specification.”. According to the statement, the ADQ operation may cause the collision between the applications because the application touches directly the operator specific data that is a kind of QoS profile. Therefore, we wondering that the ADQ can be widely used for third party application and the network operator let the ADQ to change the internal data for enduser, which may cause the anomaly. The network operator has to trust the 3rd party application or the network operator inspect carefully whether there is no collision between 3rd party applications. As far as I concerned, the Parlay Web Services is for the third party application developers to develop without concerning the underlying network functionalities in detail.  
· It is highly needed to solve the problem that the applying QoS features for one application affects the other applications.
· One idea is narrowing the scope of the “applyQoSFeature” and “modifyQosFeature” which makes “applyQosFeature” and “modifyQosFeature” to apply to the enduser connection for specific service. We may add kind of service identifier parameter in the operations for this purpose.
· So far, we raise the couple of questions. Lastly, we ask the use case describing how/when the ADQ is used for clarifying the ADQ.
4
Detailed proposal
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