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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information pertaining to these essential IPRs, if any, is publicly available for ETSI members and non-members, and can be found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETSI in respect of ETSI standards", which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web server (http://webapp.etsi.org/IPR/home.asp).

Pursuant to the ETSI IPR Policy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web server) which are, or may be, or may become, essential to the present document.

Foreword

This ETSI Standard (ES) has been produced by ETSI Technical Committee Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN), and is now submitted for the ETSI standards Membership Approval Procedure.

The present document is part X of a multi-part deliverable covering Open Service Access (OSA); Parlay X 3 Web Services, as identified below:

Part 1:
"Common";
Part 2:
"Third Party Call";
Part 3:
"Call Notification";

Part 4:
"Short Messaging";

Part 5:
"Multimedia Messaging";

Part 6:
"Payment";
Part 7:
"Account Management";
Part 8:
"Terminal Status";

Part 9:
"Terminal Location";

Part 10:
"Call Handling";
Part 11:
"Audio Call";
Part 12:
"Multimedia Conference";
Part 13:
"Address List Management";
Part 14:
"Presence".

Part X: 
“Application Driven QoS”

The present document has been defined jointly between ETSI, The Parlay Group (http://www.parlay.org) and the 3GPP.

The present document forms part of the Parlay X 3.0 set of specifications.

1
Scope

The present document is part X of the Stage 3 Parlay X 3 Web Services specification for Open Service Access (OSA).

The OSA specifications define an architecture that enables application developers to make use of network functionality through an open standardized interface, i.e. the OSA APIs. 

The present document specifies the Application Driven QoS Web Service. The following are defined here:

· Name spaces.

· Sequence diagrams.

· Data definitions.

· Interface specification plus detailed method descriptions.

· Fault definitions.

· Service Policies.

· WSDL Description of the interfaces.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.

[1]
W3C Recommendation (2 May 2001): "XML Schema Part 2: Datatypes".

NOTE:
Available at http://www.w3.org/TR/2001/REC-xmlschema-2-20010502/.

[2]
ETSI ES nnn nnn-1: "Open Service Access (OSA); Parlay X 3 Web Services;
Part 1: Common".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in ES nnn nnn-1 [2] apply.

3.2
Abbreviations

For the purposes of the present document, the abbreviations defined in ES nnn nnn-1 [2] apply.

4
Detailed service description

‘Application Driven QoS Service’ is a new service specification that will enable Applications developed by Application Providers to dynamically change the quality of service available on the end user connection. Quality of service can be dynamically changed by setting up QoS features on end user connections. This service is enabled through the use of a Web Service interface. 

This service will accept four kinds of requests from the Applications viz., 

· Requests to change the default quality of service available on the end user’s connection, 

· Requests to change the quality of service available on the end user’s connection on a temporary basis, 

· Requests to manage event registrations and  

· Self-care requests. 

Applications can govern the default quality of service available to the end user by setting up a default QoS feature on the end user’s connection. Applications can temporarily change the quality of service available to the end user by setting up temporary QoS features on the end user’s connection. It is the responsibility of the Service Provider to define QoS features and share them beforehand with Application Providers with a clear indication as to which of these can be used as default QoS features and temporary QoS features.

Applications can register with the service for notifications about network events that affect the quality of service temporarily configured on the end user’s connection. Whenever such events occur, the Service generates notifications to inform Applications about the impact that these events had on the temporary QoS features set up on the end user’s connection.

Self-care requests enable Applications to view transaction history and current quality of service status.
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Figure 1: The ADQ Web Service Environment
5
Namespaces

The ApplicationDrivenQoSStatic interface uses the namespace:

www.csapi.org/wsdl/parlayx/cbs/send/v1_0/ [TBD]

The ApplicationDrivenQoSDynamic interface uses the namespace:

www.csapi.org/wsdl/parlayx/cbs/send/v1_0/ [TBD]

The ApplicationDrivenQoSNotification uses the namespace:

www.csapi.org/wsdl/parlayx/cbs/send/v1_0/ [TBD]
The data types are defined in the namespace:

 www.csapi.org/schema/parlayx/cbs/send/v1_0/local [TBD]
The ‘xsd’ namespace is used in the present document to refer to the XML schema data types defined in XML schema, The use of the name ‘xsd’ is not semantically significant.
6
Sequence diagrams

6.1 Interface Flow overview

The sequence diagrams show the interaction where the Application Provider has a Web Service compliant Application capable of sending requests to the service and receiving notifications from the service. 

Every method defined in the interface is synchronous, in the sense, that the response to the request is instantaneous and contains the status of the request. There is no polling required on part of the Application to determine the status of a request. 

Notifications are unsolicited. The Application will indicate their interest in receiving notifications by registering for events. When an event occurs in the network that merits a notification to be raised, interested Applications will receive a notification and its implications on the temporary QoS features active on the end user connection. 

The sequence diagrams do not show the internal logic within the server implementing this service, which is required for processing the requests. It is assumed that such a server is capable of interacting with the network to service requests sent by the Application. 

Figure 2: Service Execution – Static and Dynamic requests
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Figure 3: Service Execution – Self-care requests
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Figure 4: Notifications – Registration and Delivery

7
XML Schema data type definition

7.1 Parameter Structure

Name-value pairs that allow for abstraction of information

	Element name
	Element type
	Optional?
	Description

	name
	xsd:string
	No
	Name of the parameter (e.g. Duration)

	value
	xsd:string
	No
	Value of the parameter (e:g 15 [mins])


7.2 QoSFeatureData Structure

Uniquely identifies the temporary QoS feature instance that is currently active on the end user connection, and any additional parameter values.

	Element name
	Element type
	Optional?
	Description

	requestId
	xsd:string
	No
	Contains a unique request identifier generated by the Web Service, which can be used by the application to identify this specific invocation of the addTemporaryQoSFeature operation.

	qoSFeatureIdentifier
	xsd:string
	No
	Uniquely identifies the QoS feature that was applied on a temporary basis to the end user connection

	actualParameters
	Parameter

[0…unbounded]
	Yes
	Contains the altered values of the configurable service attributes. Values are altered if they do not fit the service definition.


7.3 QoSStatus Structure

The status of an end user connection, including information about the temporary QoS features that are currently activated

	Element name
	Element type
	Optional?
	Description

	userIsConnected
	xsd:boolean
	No
	Specified whether the user is connected (i.e. online) or not connected (i.e. offline)

	defaultQoSFeatureIdentifier
	xsd:string
	Yes
	The default QoS feature that is currently applied to the end user connection. Do not specify if no default feature is applied.

	trafficClasses
	TrafficClass

[0..unbounded]
	Yes
	The traffic classes supported on this end user connection including the speed rates that these traffic classes support

	qosFeatureStatuses
	QoSFeatureData

[0..unbounded]
	Yes
	The statuses of the temporary QoS features that are currently active on the end user connection

	detailedParameters
	Parameter

[0..unbounded]
	Yes
	Other QoS related parameters e.g. upstream and downstream speed rates


7.4 TrafficClass Structure

Information about the traffic class supported on an end user connection

	Element name
	Element type
	Optional?
	Description

	trafficClassName
	xsd:string
	No
	Name of the traffic class

	maxUpstreamRate
	xsd:int
	No
	The applicable maximum speed rate in the upstream direction for this traffic class

	maxDownstreamRate
	xsd:int
	No
	The applicable maximum speed rate in the downstream direction for this traffic class


7.5 QoSFeatureTransaction Structure

Information about individual transactions retrieved as part of the historical QoS FeatureData

	Element name
	Element type
	Optional?
	Description

	transactionDateTime
	xsd:dateTime
	No
	Identifies when the transaction occurred

	transactionDetails
	xsd:string
	No
	The transaction details


7.6 EventType Enumeration

Identifies events that impact temporary QoS features that were active on the end user connection(s). 

	Element name
	Description

	AbnormalConnectionTermination
	End user connection(s) terminated abnormally because of a fault in the network causing all the temporary QoS features that were active on the connection(s) to be released as well.

	NormalConnectionTermination
	End user connection(s) terminated normally – e.g. user(s) have logged off - causing all the temporary QoS features active on the connection(s) to be automatically released.

	TemporaryQoSFeatureReleased
	A temporary QoS feature that was active on an end user connection has been released because the threshold set by one of the service attributes (e.g. elapsed duration) has been reached.


8
Web Service interface definition

8.1
Interface: applicationQoS

This interface provides methods for:

· rapidly provisioning a re-grade, which results in a permanent change in the class of service provided over the end user connection

· dynamically controlling temporary QoS features in the network

· self-care like operations 

8.1.1
Operation: applyDefaultQoSFeature

This method is used by Application to request for a default QoS feature to be set up on the end user connection. 

There is no session associated with the default QoS Feature, as it is the permanent default QoS Feature associated with the connection until it is replaced. A default QoS feature governs the traffic flow on the end user connection whenever there are no temporary QoS features active on the connection. If a default QoS Feature is replaced by an Application, it can potentially affect other Applications, which may require a certain level of QoS to be available on the connection when there are no active temporary QoS Features. To achieve this, the service implementation should allow only a Super Application (Service Provider owned) to change the default QoS Feature of a connection. The authorization scheme required for allowing this facility is service implementation specific and is not covered in the scope of this specification.

The value of the ‘modifyExistingSession’ parameter is taken into account before applying the default QoS Feature to the end user connection.

When the Application invokes this method, the specified default QoS feature will replace the existing default QoS feature. 

8.1.1.1 Input message: applyDefaultQoSFeatureRequest

	Part name
	Part type
	Optional?
	Description

	EndUserIdentifier
	xsd:anyURI
	No
	Identifies the end user in the network

	DefaultQoSFeatureIdentifier
	xsd:string
	No
	Identifies the QoS feature that is applied as default to the end user connection

	ModifyExistingSession
	xsd:boolean
	No
	Specifies whether the default QoS feature should be applied to the ongoing connection of the end user or to the subsequent connection when the end user next comes online. 


8.1.1.2
Output message : applyDefaultQoSFeatureResponse

	Part name
	Part type
	Optional?
	Description

	Return
	xsd:string
	No
	Contains a unique request identifier generated by the Web Service, which can be used by the Application to identify this specific operation invocation


8.1.1.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0003 – Insufficient connection resources

· SVC0004 – Unknown QoS feature identifier

· SVC0005 – End User is not online

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

· SVC0001 - Service error.

· SVC0002 - Invalid input value.

8.1.2
Operation: addTemporaryQoSFeature

This method is used by Application to apply a temporary QoS feature to the end user connection. Temporary QoS feature can be applied to the end user connection for achieving a change in the quality of service experienced by the end user.

8.1.2.1 Input message: addTemporaryQoSFeatureRequest

	Part name
	Part type
	Optional?
	Description

	endUserIdentifier
	xsd:anyURI
	No
	Identifies the end user in the network

	qosFeatureIdentifier
	xsd:string
	No
	Identifies the QoS feature that is to be applied on a temporary basis to the end user connection

	requestParameters
	Parameter

[0..unbounded]
	Yes
	Specifies values for the configurable service attributes that govern the QoS feature (e.g. Duration)


8.1.2.2
Output message : addTemporaryQoSFeatureResponse

	Part name
	Part type
	Optional?
	Description

	return
	QoSFeatureData
	No
	Returns the result of the request to add the temporary QoS feature


8.1.2.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0003 – Insufficient connection resources

· SVC0004 – Unknown QoS feature identifier

· SVC0005 – End User is not online

· SVC0006 – Specified and existing temporary QoS features conflict

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.1.3
Operation: modifyTemporaryQoSFeature

This method will be used by Applications to alter an existing temporary QoS feature instance active on the end user connection by altering the service attributes (e.g. duration) associated with it.

8.1.3.1 Input message: modifyTemporaryQoSFeatureRequest

	Part name
	Part type
	Optional?
	Description

	requested
	xsd:string
	No
	Contains the unique request identifier generated by the Web Service, in response to the invocation of the original addTemporaryQoSFeature operation 

	requestParameters
	Parameter

[0..unbounded]
	No
	Specifies new values for the service attributes that govern the temporary QoS feature instance (e.g. Duration)


8.1.3.2 Output message: modifyTemporaryQoSFeatureResponse

	Part name
	Part type
	Optional?
	Description

	Return
	Parameter

[1..unbounded]
	No
	Returns the altered values of the service attributes. Values are altered only if they do not fit the service definition


8.1.3.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0003 – Insufficient connection resources

· SVC0004 – Unknown QoS feature identifier

· SVC0005 – End User is not online

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.1.4
Operation: removeTemporaryQoSFeature

This method will be used by the Applications to release a temporary QoS Feature, which is currently active on the end user connection. 

8.1.4.1
Input message: removeTemporaryQoSFeatureRequest

	Part name
	Part type
	Optional?
	Description

	Requested
	xsd:string
	No
	Contains the unique request identifier generated by the Web Service, in response to the invocation of the original addTemporaryQoSFeature operation .


8.1.4.2
Output message: removeTemporaryQoSFeatureResponse

	Part name
	Part type
	Optional?
	Description

	None
	
	
	


8.1.4.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0005 – End User is not online

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.1.5
Operation: getQoSStatus

This method falls in the category is a self-care and will be used by the Applications to retrieve the status of an end user connection. The response to this method will contain information about the characteristics of the end user connection including information about the temporary QoS features that are currently active on the end user connection.

8.1.5.1 Input message: getQoSStatusRequest

	Part name
	Part type
	Optional?
	Description

	EndUserIdentifier
	xsd:anyURI
	No
	Identifies the end user in the network


8.1.5.2 Output message: getQoSStatusResponse

	Part name
	Part type
	Optional?
	Description

	Return
	QoSStatus
	No
	Returns the status of an end user connection, including information about the temporary QoS features that are currently activated


8.1.5.3 Referenced Faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0005 – End User is not online

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.1.6
Operation: getQoSFeatureHistory

This method will be used by Applications to retrieve transaction history.

8.1.6.1
Input message: getQoSFeatureHistoryRequest

	Part name
	Part type
	Optional?
	Description

	endUserIdentifier
	xsd:anyURI
	No
	Identifies the end user in the network

	Date
	xsd:dateTime
	Yes
	This part specifies the ending date and time for the entries to be returned.  If this part is not present, the current date and time will be used by default.

	maxEntries
	xsd:int
	Yes
	This part indicates the maximum number of entries that shall be returned. If this part is not present, or a value of zero is specified, then the maximum is determined according to the web service’s policy.

	additionalCriteria
	Parameter

[0..unbounded]
	Yes
	This parameter will be used to specify additional retrieval criteria/filters.


8.1.6.2
Output message: getQoSFeatureHistoryResponse

	Part name
	Part type
	Optional?
	Description

	Return
	QoSFeatureTransaction
	Yes
	Returns the result of the request to retrieve historical QoS-feature related transactions 


8.1.6.3
Referenced Faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.2
Interface: applicationQoS

This interface is used by the Applications to manage their registration for notifications. 

8.2.1
Operation: startQoSEventNotification

This method will be used by the Application to register their interest in receiving event notifications of a specific event type(s) in context of specific end users. 

8.2.1.1
Input message: startQoSEventNotificationRequest

	Part name
	Part type
	Optional?
	Description

	reference
	Common:SimpleReference
	No
	Notification end point definition at which the Application wishes to receive the event notification

	endUserIdentities
	xsd:anyURI

[1..unbounded]
	No
	The end user(s) in the network to monitor for QoS events

	criteria
	EventType

[1..unbounded]
	No
	The QoS event type(s) to be monitored


8.2.1.2
Output message : startQoSEventNotificationResponse

	Part name
	Part type
	Optional?
	Description

	Correlator
	xsd:string
	No
	Correlator to identify this registration


8.2.1.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0007 – Duplicate Correlator

· SVC0008 – Overlapping Criteria

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.2.2
Operation: stopQoSEventNotification

This method will be used by the Applications to stop receiving notifications by canceling an existing registration. 

8.2.2.1 Input message: stopQoSEventNotificationRequest

	Part name
	Part type
	Optional?
	Description

	Correlator
	xsd:string
	No
	Correlator of the request to end


8.2.2.2 Output message : stopQoSEventNotificationResponse

	Part name
	Part type
	Optional?
	Description

	None
	
	
	


8.2.2.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.2.3
Operation: modifyQoSEventNotification

This method will be used by the Applications to change the criteria and the event types for which they wish to receive notifications 

8.2.3.1
Input message: modifyQoSEventNotificationRequest

	Part name
	Part type
	Optional?
	Description

	correlator
	xsd:string
	No
	Correlator of the request to end

	endUserIdentities
	xsd:anyURI

[0..unbounded]
	Yes
	Revised set of end user(s) in the network to monitor for QoS events, which replaces the previous set

	criteria
	EventType

[0..unbounded]
	Yes
	Revised set of QoS event type(s) to be monitored, which replaces the previous set


8.2.3.2
Output message : modifyQoSEventNotificationResponse

	Part name
	Part type
	Optional?
	Description

	None
	
	
	


8.2.3.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

· SVC0008 – Overlapping Criteria

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.2.4
Operation: getQoSEventNotificationInformation

This method will be used by the Application to retrieve the details of an existing registration.

8.2.4.1
Input message: getQoSEventNotificationInformationRequest

	Part name
	Part type
	Optional?
	Description

	correlator
	xsd:string
	No
	Correlator of the request to end


8.2.4.2
Output message : getQoSEventNotificationInformationResponse

	Part name
	Part type
	Optional?
	Description

	EndUserIdentities
	xsd:anyURI

[1..unbounded]
	No
	The end user(s) in the network to monitor for QoS events, as defined in the original startQoSEventNotification operation and updated in any subsequent invocation of the modifyQoSEventNotification operation

	Criteria
	EventType

[1..unbounded]
	No
	The QoS event type(s) to be monitored, as defined in the original startQoSEventNotification operation and updated in any subsequent invocation of the modifyQoSEventNotification operation


8.2.4.3
Referenced faults

Service Exception from ES 202 391-1 [2]:
· SVC0001 – Service error

· SVC0002 – Invalid input value

Policy Exception from ES 202 392-1 [2]

· POL0001 – Policy error

8.3
Interface: applicationQoSNotification

This interface provides the methods for notifying the Application about the impact of certain events on temporary QoS features that were active on the end user connection when these events occurred. 

8.3.1
Operation: qosEventNotificaton

This event notification will report the end users affected because of the event that occurred in the network. 
8.3.1.1
Input message: qosEventNotificationRequest

	Part name
	Part type
	Optional?
	Description

	correlator
	xsd:string
	No
	Correlator of the request to end

	EndUserIdentities
	xsd:anyURI

[0..unbounded]
	No
	The end user(s) in the network associated with the QoS event

	Criteria
	EventType
	No
	The QoS Event that is being reported


8.3.1.2
Output message : startQoSEventNotificationResponse

	Part name
	Part type
	Optional?
	Description

	None
	
	
	


8.3.1.3
Referenced faults

None

9
Fault definitions

The following faults are defined for this service.

9.1
ServiceException

9.1.1
SVC0001: ServiceError

	Part name
	Description

	MessageId
	SVC0001

	Text
	Error occurred while execution

	Variables
	None


9.1.2 SVC0002: InvalidInputValue

	Part name
	Description

	MessageId
	SVC0002

	Text
	Invalid Input Value

	Variables
	None


9.1.2
SVC0003: InsufficientConnectionResources

	Part name
	Description

	MessageId
	SVC0003

	Text
	Insufficient Connection Resources to fulfil the request

	Variables
	None


9.1.4
SVC0004: UnknownQoSFeatureIdentifier

	Part name
	Description

	MessageId
	SVC0004

	Text
	Unknown QoS Feature Identifier

	Variables
	None


9.1.5
SVC0005: EndUseIsNotOnline

	Part name
	Description

	MessageId
	SVC0005

	Text
	End User is not online

	Variables
	None


9.1.6
SVC0006: SpecifiedAndTemporaryQoSFeaturesConflict

	Part name
	Description

	MessageId
	SVC0006

	Text
	Specified and temporary QoS features conflict

	Variables
	None


9.1.7
SVC0007: DuplicateCorrelator

	Part name
	Description

	MessageId
	SVC0007

	Text
	Duplicate correlator

	Variables
	None


9.1.8
SVC0008: Overlapping Criteria

	Part name
	Description

	MessageId
	SVC0008

	Text
	Overlapping criteria

	Variables
	None


10
Service policies

TBD

Annex A (normative):
WSDL for Application Driven QoS

TBA

Annex B (informative):
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