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Purpose
The purpose of this document is to propose that requester of Presence Web service should be parameterized in the specification of Parlay X Presence Web service in order to clarify the authentication level and to separate specification from implementation of API.
Why and what to do
Presence APIs of Parlay X don’t have a parameter for requester. These APIs must convey requester information because requester is the primary key of most operations of them. 
According to Presence Web service specification, it says that “We assume that the watcher has been previously authenticated, so that his identity is known and can be associated with the subscription at the server”. Since it is ambiguous for implementation, it has caused the question of how to implement these APIs several times through the e-mail discussion. About this problem, we heard that, “we assume that the watcher and the presentity have been previously authenticated, so that their Identities are known to the Parlay X Presence web service.  Authentication and related security information is conveyed in the SOAP message header, rather than in the service-specific content of the message body”, at E-mail discussion in August, 2004.
However requester information must be parameterized because of the following three reasons:
<1> Clarify authentication level
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<Figure 1> Authentication hierarchy of Parlay X application
Figure 1 shows the authentication hierarchy among requesters who are the user of the applications, applications which are invoking Parlay X APIs and Parlay X gateway. The requester could be a watcher or a presentity who subscribes or publishes presence information in Presence-enabled service. The requesters should be authenticated by AS, because requesters aren’t in the business domain of network provider who owns Parlay X gateway but service provider who has AS hosting applications. That is, requester isn’t authentication information of Parlay X gateway. Parlay X gateway has to authenticate only AS. Therefore, requester information should be parameterized in the specification of Parlay X Presence Web service. SOAP header has to take AS authentication information and this information must manage at framework of Parlay X gateway and so on.
<2> Clarify specification for implementation
As mentioned above, the specification of Parlay X Presence Web service doesn’t describe clearly requester’s authentication mechanism. It is just said that requester information is transferred via SOAP header. It’s not defined the name of tags for requester information in SOAP header. This ambiguity causes serious confusion when APIs are implemented, and this may cause interoperability problems among Parlay X products provided by different vendors. If requester information is transferred via SOAP header, it is complicated for application programmers to manipulate SOAP header whenever they invoke the API. Parameterization of requester information can clarify the specification as well as provide application programmer with convenient way to use APIs.

Use Case
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<Figure 2> Network structure for providing application
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<Figure 3> Call flow of ‘E-business Card’ service

E-Business card Service can be an IT application that uses Parlay X Web Services. Watcher can see presence and availability information of presentity’s terminals as well as their ID (number) and presentity can update his business card information using this service.
Figure 2 illustrated the network structure for providing E-business card service and Figure 3 shows the call flow. 

To use Parlay X API, Presentity (provider of business card),

1 Accesses AS hosting E-business card service and login to service by ID and password.

2 (AS is authenticated by Parlay X gateway by inserting AS authentication information into SOAP header or using in Framework.)

3 Publishes their own presence information if they want to change that. At this time, presentity ID (anyURI type) and presence information are transferred to Parlay X gateway via Parameter.
Watcher (user of business card), 
1 Accesses AS hosting E-business card service and login to service by ID and password.

2 (AS is authenticated by Parlay X gateway by inserting AS authentication information into SOAP header or using in Framework.)
3 Sees the business card of interested presentity. At this time, Watcher ID and presentity ID are transferred to Parlay X gateway via Parameter.
Parameter Definition
Parameterization of requester information is shown as follows:

presence API

· subscribePresence (watcher, presentity, attributes, application, reference)
· getUserPresence (watcher, presentity, attributes)
· startPresenceNotification (watcher, presentity, attributes, reference, freq, duration, count, checkImmediate)
· publish(presentity, presence)
· getOpenSubscription (presentity)
· updateSubscriptionAuthorization (presentity, watcher, decision)
· getMyWatchers (presentity)
· getSubscribedAttributes (presentity, watcher)
· blockSubscription (presentity, watcher)
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