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Change in Clause 4

4
Detailed service description

The presence service allows for presence information to be obtained about one or more users and to register presence for the same. It is assumed that the typical client of these interfaces is either a supplier or a consumer of the presence information. An Instant Messaging application is a canonical example of such a client of this interface.

Figure 4-1 shows the architecture of the presence Web Service and the underlying services. The OSA/Parlay PAM SCF is the straightforward option and implements the presence server with extended identity-, device capability,- and presence agent management. OSA/Parlay PAM allows aggregation of presence information from internet, mobile and enterprise users, etc. using a presence transport network of SIP or XMPP servers. The Presence Web Service can however communicate directly for example with IMS presence network elements (presence and resource list servers) using the ISC (SIP/SIMPLE) protocol interface.
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Figure 4-1: The PAM Web Service Environment

Relationship to Similar or Supplanted Specifications:
The most important relations are to:

· Parlay-X Terminal Status and Termnal Location: Both services deal with information that could be considered part of the user's presence information. Communication abilities can be derived from terminal status information, and the user's placetype can be derived from his location.

· OSA/Parlay PAM: The OSA/Parlay Presence and Availability specification can be considered the big brother of this specification. While ParlayX Presence stays behind OSA PAM in terms of flexibility and power - especially concerning attributes and management interfaces - it also extends PAM by introducing end-to-end authorization. This specification aims to be mappable to OSA PAM.

· SIP SIMPLE [9]: This specification aims to be mappable to the SIP/SIMPLE architecture.

· XMPP (Jabber): Many principles of this specification have been taken from [10], especially the end-to-end authorization.

· IETF Rich Presence [11]. The set of attributes the present document specifies is closely aligned with the IETF's Rich Presence ideas.

· Group Management [13]: Presence of groups is supported by this specification, however their creation and manipulation has to be done using the GM PX Web Service. In the 3GPP presence context, contact lists and group manipulation is done with the XCAP protocol [15].

End of Change in Clause 4

Change in Clause 6

6.1
Interface flow overview

The sequence diagram shows the interactions in case both watcher application and presentity are Web Service clients. Compared to the SIP interactions, the subscription notification is separated from the delivery of presence information itself. Based on the subscription result, the watcher can select the polling or notification mode for presence events. Changes in the authorization of presence attributes are propagated to the watchers via notifySubscription() message, the blocking of a subscription by the presentity are propagated via an endSubscriptionNotification message.

The sequence diagram does not show the internal communication within the presence server. It is assumed that the Presence Consumer and Supplier interfaces are implemented by the same instance. If an implementers of the API find other solutions preferable, he has to take care of the internal communication himself.
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Figure 6-2: Message interaction overview

End of Change in Clause 6

Change in Clause 8.1.2

8.1.2
Operation: getUserPresence

Returns the aggregated presence data of a presentity. Only the attributes which the watcher is entitled to see will be returned. This method does not support group identities.

Before getting these attributes, the watcher has to subscribe to them (see above). The presentity needs not be informed of the access, as he has already consented when the watcher called subscribePresence().

8.1.2.1
Input message: getUserPresenceRequest

	Part name
	Part type
	Description

	Presentity
	xsd:anyURI
	The presentity whose data the watcher wants to see.

	Attributes
	PresenceAttributeType [0..unbounded]
	The attributes the watcher wants to see. An empty array means all attributes.


8.1.2.2
Output message: getUserPresenceResponse

	Part name
	Part type
	Description

	Result
	PresenceAttribute [0..unbounded]
	The actual presence data.


8.1.2.3
Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:

· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses - if the presentity address does not exist.

PolicyException from 3GPP TS 29.199-1 [6]. The presentity has the possibility to cancel or block a subscription by manipulating the policy rules. The exception informs the watcher about this status change.

· POL0002: Privacy error - if the watcher is not subscribed to the requested data.

· POL0006: Groups not allowed.

End of Change in Clause 8.1.2

Change in Clause 8.1.3

8.1.3
Operation: startPresenceNotification

The notification pattern with correlation is used in order to be able to correlate the notification events with the request. The attributes represent a subset of the attributes subscribed and can be used as filter.

The watcher sets a notification trigger on certain user presence attribute changes. If the list of attributes is empty, the watcher wants to be notified on all subscribed attributes.

In case the presentity is a group the watcher will receive notifications for every single member of the group. The watcher will only get notifications for those attributes and presentities he subscribed successfully prior to the call. The service will return a list of presentities where the notifications could not be set up.

The presentity needs not be informed of the access, as he has already consented when the watcher called subscribePresence().

Note that the SimpleReference contains the correlator string used in subsequent messages to the notification interface.

8.1.3.1
Input message: startPresenceNotificationRequest

	Part name
	Part type
	Description

	Presentity
	xsd:anyURI
	The presentity or group whose attributes the watcher wants to monitor.

	Attributes
	PresenceAttributeType [0..unbounded]
	The attributes the watcher wants to see.

	Reference
	common:SimpleReference
	The notification interface

	Frequency
	common:TimeMetric
	Maximum frequency of notifications (can also be considered minimum time between notifications). In case of a group subscription the service must make sure this frequency is not violated by notifications for various members of the group, especially in combination with checkImmediate.

	Duration
	common:TimeMetric
	Length of time notifications occur for, null to use default notification time defined by service policy.

	Count
	xsd:int
	Maximum number of notifications, zero if no maximum

	CheckImmediate
	xsd:boolean
	Whether to check status immediately after establishing notification.


8.1.3.2
Output message: startPresenceNotificationResponse

	Part name
	Part type
	Description

	Presentities
	xsd:anyURI [0..unbounded]
	The presentities whose attributes the watcher did not subscribe. Empty if all went fine.


8.1.3.3
Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:

· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses - if the presentity URI does not exist.

· SVC0005: Duplicate correlator.

PolicyException from 3GPP TS 29.199-1 [6]. The presentity has the possibility to cancel or block a subscription by manipulating the policy rules. The exception informs the watcher about this status change.

· POL0001: Policy error.

· POL0004: Unlimited notifications not supported.

· POL0005: Too many notifications requested.

· POL0006: Groups not allowed.

· POL0007: Nested groups not allowed.

End of Change in Clause 8.1.3

Change in Clause 8.2.2

8.2.2
Operation: statusEnd

The notifications have ended for this correlator. This message will be delivered when the duration or count for notifications have been completed. This message will not be delivered in the case of an error ending the notifications or deliberate ending of the notifications (using endPresenceNotification operation).

8.2.2.1
Input message: statusEndRequest

	Part name
	Part type
	Description

	Correlator
	xsd:string
	Correlator provided in request to set up this notification


8.2.2.2
Output message: statusEndResponse

	Part name
	Part type
	Description

	None
	
	


8.2.2.3
Referenced faults

None.

End of Change in Clause 8.2.2
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