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1 SCOPE of this document

This document seeks to collect use cases in order to reach consensus on refined requirements derived from the requirement introduced in S1-050248 [S1-050248].  Additionally, this document seeks to reach consensus on architectural impact.

This document will evolve through adding agreed content.  Content is received through JWG contributions and discussed/agreed during conference calls or face-to-face meetings.

2 REFERENCES

S1-050248: …

N5-050069: …

23.198: …

3 TERMINOLOGY AND CONVENTIONS

3.1 DEFINITIONS

3.2 ABBREVIATIONS

PART 1: REQUIREMENTS

4 INTRODUCTION

This scope was derived from N5-050069

The functionality introduced in S1-050248 [S1-050248] seeks to enables detection and resolution of service interaction.  The functionality can be configured at runtime and at provisioning time.  The brokering is not limited to OSA applications only; it should be capable of brokering non OSA applications such as those hosted by a SIP AS and/or legacy services.

5 ACTORS IN THE CONTEXT OF Service Broker

5.1 End Users

5.2 Operators

5.3 Service Providers

5.4 3rd Party Service Providers

5.5 Application Developers

6 USE CASES

The intention of the use cases section is to derive detailed requirements

6.1 TYPICAL FLOW IN A Service Broker USE CASE

This use case was derived from N5-050069

6.2 Incoming Call Screening and Call Forwarding use case

6.2.1 Short Description

· User A has subscribed to two terminating Parlay applications that are both requesting notifications for an incoming call for user A

· User A has indicated to the ICS application that she does not want to receive a call from user B

· User A has forwarded her phone to a different phone

· User B tries to call user A

· What happens?

· ICS gets control first, followed by CF?

· CF gets control first, followed by ICS?

6.2.2 Actors

Actor Specific Issues

Actor Specific Benefits

6.2.3 Pre-conditions

6.2.4 Post-conditions

6.2.5 Normal Flow

6.2.6 Alternative Flow

6.2.7 Operational and Quality of Experience Requirements

6.3 Application Initiated Call and VPN use case

6.3.1 Short Description

· User A has subscribed to a Parlay application initiated call (AIC) application and an IN VPN.

· User A looks up phone number of user B in Intranet/Internet and clicks to call user B.

· After user A has been called and picked up the phone, the VPN shall route the call from user A to user B.

· Charging information from the VPN shall be transferred to the network to ensure correct billing (e.g., on-net, off-net) of user A.

· If the call is allowed by the VPN, user A and user B shall get connected.

· If the call is not allowed by the VPN, the call shall be released.

· If user A becomes busy in the meantime, the call will be aborted.

· If user A does not pick up the phone, the network will time out the call.

6.3.2 Actors

Actor Specific Issues

· User A needs to authenticate himself to AIC application.
Actor Specific Benefits

· User does not have to enter found phone number manually.

6.3.3 Pre-conditions

· User A is part of a voice VPN.

· User A has been authenticated and authorized to use AIC application.

6.3.4 Post-conditions

· User A and user B are connected

· User A is charged according to VPN result (+ possible usage of AIC application)

6.3.5 Normal Flow

· User A enters phone number of user B and clicks to start the call.

· AIC application initiates call to user A.

· User A picks up the phone.

· AIC application initiates call to user B.

· VPN service checks user A´s rights (call allowed).

· VPN service determines charging.

· VPN connects user A and user B.

6.3.6 Alternative Flow

· User A enters phone number of user B and clicks to start the call.

· AIC application initiates call to user A.

· User A picks up the phone.

· AIC application initiates call to user B.

· VPN service checks user A´s rights (call not allowed).

· VPN releases call.
6.3.7 Operational and Quality of Experience Requirements

6.4 VPN and Prepaid use case

6.4.1 Short Description

· User A has subscribed to two originating Parlay applications that are both requesting notifications for a call attempt made by user A

· The VPN application enables the user to reach a colleague by dialing a short number. The VPN service will convert the short number into an E.164 number that can be understood by the network. The number plan is only understood within the VPN application

· The Prepaid application applies charging for the calls made by user A

· The Prepaid application shall take into account any charging information from the VPN application (on-net, off-net, business, private,…)

· User A makes a call to a colleague using a short number

· What happens if:

· VPN gets control first, followed by Prepaid? 

· VPN translates short code into E.164 number for routing

· VPN checks restrictions for user A to this number

· VPN determines charging information (on-net, off-net, business, private,…)

· Prepaid rates the call according to destination number and VPN charging information

· Prepaid controls the call as long as there is credit on user A´s account.

· This is OK !!

· Prepaid gets control first, followed by VPN?

· Prepaid will try to rate the call to the short number and release the call.

· Prepaid will rate the call if an E.164 number has been dialled by user A

· VPN might not allow this call.

· VPN might change the charging.

· VPN might change the destination number and hence change rating.

· This is NOT OK !!

6.4.2 Actors

Actor Specific Issues

Actor Specific Benefits

· Prepaid users can also be VPN subscribers.

6.4.3 Pre-conditions

· User A is part of a voice VPN.

· User A is a Prepaid subscriber.

· Parlay Framework allows registration of user A to both applications .

· VPN has higher priority and will be executed before Prepaid.

6.4.4 Post-conditions

· User A and user B are connected.

· User A is charged according to VPN result and Prepaid rating.

6.4.5 Normal Flow

· User A dials short code to call user B.

· VPN service checks user A´s rights (call allowed).

· VPN service determines charging.

· Prepaid checks credit on user A account.

· Prepaid rates call to user B using charging information from VPN.

· Connect user A and user B.

· Prepaid controls call and releases, if credit goes to zero.

6.4.6 Alternative Flow

· User A dials E.164 number to call user B.

· VPN service checks user A´s rights (call not allowed).

· VPN releases call.
· Prepaid service is not called.
6.4.7 Operational and Quality of Experience Requirements

6.5 
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6.5.2 


6.5.3 
6.5.4 
6.5.5 
6.5.6 
6.5.7 
6.6 Personal Greeting and Do Not Disturb (both with announcements) Use Case

This use case was derived from N5-050069

6.6.1 Short Description

· User A has subscribed to two terminating Parlay applications, that both play an announcement

· What happens if:

· PG gets control first, followed by DND?

· DND gets control first, followed by PG?

6.6.2 Actors

Actor Specific Issues

Actor Specific Benefits

6.6.3 Pre-conditions

6.6.4 Post-conditions

6.6.5 Normal Flow

6.6.6 Alternative Flow

6.6.7 Operational and Quality of Experience Requirements

7 DETAILED REQUIREMENTS

The intention of the detailed requirements section is to collect detailed requirements derived from use cases

PART 2: ARCHITECTURE

8 INTRODUCTION

The functionality introduced in S1-050248 [S1-050248] must keep into account different architectural constraints.  This part seeks to explore and reach consensus on input to 3GPP TS 23.198 [23.198].

9 ARCHITECTURES

9.1 IMS

9.2 IN

9.3 CAMEL

10 FUNCTIONAL DESCRIPTIONS

10.1 Service Broker Function

10.2 Service Broker Management Function

PART 3: ANNEXES

ANNEX A.
CHANGE HISTORY (INFORMATIVE)

Initial version: N5-050213
Prepared a ToC and introduced some initial (editorially modified) content found in N5-050069.

ANNEX B.
DRAFT CONTENT

