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[bookmark: _Toc25156382][bookmark: _Toc34124684][bookmark: _Toc36461356]6.1.6.2.25	Type: UeContext
Table 6.1.6.2.25-1: Definition of type UeContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	This IE shall be present if available. When present, this IE contains SUPI of the UE.
	

	supiUnauthInd
	boolean
	C
	0..1
	This IE shall be present if SUPI is present. When present, it shall indicate whether the SUPI is unauthenticated.
	

	gpsiList
	array(Gpsi)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the GPSI(s)  of the UE.
	

	pei
	Pei
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain Mobile Equipment Identity of the UE.
	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM Group serving the UE.
	

	ausfGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the AUSF Group serving the UE.
	

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.
	

	groupList
	array(GroupId)
	C
	1..N
	This IE shall be present if the UE belongs to any subscribed internal group(s) and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall list the subscribed internal group(s) to which the UE belongs to.
	

	drxParameter
	DrxParameter
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the DRX parameter of the UE.
	

	subRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the subscribed RFSP Index of the UE.
	

	usedRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the used RFSP Index of the UE.
	

	subUeAmbr
	Ambr
	C
	0..1
	This IE shall be present if subscribed UE-AMBR has been retrieved from UDM and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the value of subscribed UE AMBR of the UE.
	

	smsfId
	NfInstanceId
	C
	0..1
	This IE shall be present if the SMS service for UE is activated and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it indicates the identifier of the SMSF network function instance serving the UE. The NF service consumer (e.g. target AMF) may use this information to identify the SMSF NF service profile from among the SMSF NF service profiles it received from the NRF.
	

	seafData
	SeafData
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a or the case specified in clause 5.2.2.2.1.2. When present, this IE contains the security data derived from data received from AUSF of the UE.
	

	5gMmCapability
	5GMmCapability
	C
	0..1
	This IE shall be present if the UE had provided this IE during Registration Procedure and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain 5G MM capability of the UE.
	

	pcfId
	NfInstanceId
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE indicates the identity of the PCF for AM Policy and/or UE Policy.
	

	pcfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available. When present, it shall contain the NF Set ID of the PCF for AM Policy and/or UE Policy.
	

	pcfAmpServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available. When present, it shall contain the NF Service Set ID of the PCF's AM Policy service.
	

	pcfUepServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available. When present, it shall contain the NF Service Set ID of the PCF's UE Policy service.
	

	pcfBindingLevel
	SbiBindingLevel
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain the SBI binding level of the PCF's AM policy and UE Policy association resources.
	

	pcfAmPolicyUri
	Uri
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall contain the URI of the individual AM policy resource (see 3GPP TS 29.507 [32] clause 5.3.3.2) used by the AMF.
	

	amPolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall indicate the AM policy request triggers towards the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request AM policy from the PCF whenever these triggers are met.

The possible AM policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].
	

	pcfUePolicyUri
	Uri
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall contain the URI of the individual UE policy resource (see 3GPP TS 29.507 [32] clause 5.3.3.2) used by the AMF.
	

	uePolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall indicate the UE policy request triggers towards the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request UE policy from the PCF whenever these triggers are met.

The possible UE policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].
	

	hpcfId
	NfInstanceId
	O
	0..1
	This IE indicates the identity of PCF for UE Policy in home PLMN, when the UE is roaming.
	

	restrictedRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for the UE; see 3GPP TS 29.571 [6] (NOTE)
	

	forbiddenAreaList
	array(Area)
	O
	1..N
	When present, this IE shall indicate the list of forbidden areas of the UE.
	

	serviceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	When present, this IE shall indicate Service Area Restriction for the UE.
	

	restrictedCnList
	array(CoreNetworkType)
	O
	1..N
	When present, this IE shall indicate the list of Core Network Types that are restricted for the UE.
	

	eventSubscriptionList
	array(AmfEventSubscription)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the event subscription(s) targeting the UE or the group the UE is part of.
	

	mmContextList
	array(MmContext)
	C
	1..2
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE contains the MM Contexts of the UE.
	

	sessionContextList
	array(PduSessionContext)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE contains the PDU Session Contexts of the UE.
	

	traceData
	TraceData
	C
	0..1
	This IE shall be present if signalling based trace has been activated (see 3GPP TS 32.422 [30]) and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. 
	

	serviceGapExpiryTime
	DateTime
	C
	0..1
	This IE shall be present if Service Gap Control is enabled and if the AMF has started a Service Gap Timer which has not expired yet (see clause 5.31.16 of 3GPP TS 23.501 [2]).
The value of the IE shall indicate the expiry time of the active Service Gap Timer for the UE.
	

	stnSr
	StnSr
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains STN-SR of the UE.
	

	cMsisdn
	CMsisdn
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains C-MSISDN of the UE.
	

	msClassmark2
	MSClassmark2
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains Mobile Station Classmark 2 of the UE.
	

	supportedCodecList
	array(SupportedCodec)
	O
	1..N
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE shall indicate the list of speech codecs supported by the UE.
	

	smallDataRateStatusInfos
	array(SmallDataRateStatusInfo)
	O
	1..N
	List of Small Data Rate Control Statuses for released PDU Sessions, see clause 5.31.14.3 of TS 23.501 [2].
	CIOT

	restrictedPrimaryRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for use as primary RAT for the UE; see 3GPP TS 29.571 [6] (NOTE)
	

	restrictedSecondaryRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for use as secondary RAT for the UE; see 3GPP TS 29.571 [6] (NOTE)
	

	v2xContext
	V2xContext
	O
	0..1
	This IE shall be present if available (see clause 6.5.4 of 3GPP TS 23.287 [47]).
When present, this IE shall indicate the parameters related to the V2X services.
	

	lteCatMInd
	boolean
	C
	0..1
	This IE shall be present with value "true" if the UE is a LTE Category M UE based on indication provided by the NG-RAN or by the MME at EPS to 5GS handover, as specified in 3GPP TS 23.502 [3].

When present, this IE shall be set as following:
- true: the UE is a Category M UE
- false (default): this UE is not a Category M UE.
	

	moExpDataCounter
	MoExpDataCounter
	C
	0..1
	This IE shall be present if a non-zero MO Exception counter has not been reported yet to SMF.

When present, this IE shall contain the MO Exception Data Counter, as specified in clause 5.31.14.3 of 3GPP TS 23.501 [2].
	

	NOTE:	If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the sender, the sender shall include the list of RAT Types that are restricted, if any, in the restrictedRatList attribute, shall include the list of RAT Types that are restricted for use as primary RAT, if any, in the restrictedPrimaryRatList attribute and shall include the list of RAT Types that are restricted for use as secondary RAT, if any, in the restrictedSsecondaryRatList attribute. If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the receiver, the receiver shall use the data in the restrictedPrimaryRatList attribute, if received, as the list of RAT Types that are restricted for use as primary RAT for the UE, and shall use the data in the restrictedSecondaryRatList attribute, if received, as the list of RAT Types that are restricted for use as secondary RAT for the UE, otherwise the receiver shall use the data in the restrictedRatList attribute, if received, as the list of RAT Types that are restricted for the UE.
	



[bookmark: _Toc25156483][bookmark: _Toc34124787][bookmark: _Toc36461459]6.2.6.2.2	Type: AmfEventSubscription
Table 6.2.6.2.2-1: Definition of type AmfEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	eventList
	array(AmfEvent)
	M
	1..N
	Describes the events to be subscribed for this subscription.

	eventNotifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by AMF for this subscription (NOTE 1)

	notifyCorrelationId
	string
	M
	1
	Identifies the notification correlation ID. The AMF shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.

	subsChangeNotifyUri
	Uri
	C
	0..1
	This IE shall be present if the subscription is created by an NF service consumer on behalf of another NF (e.g UDM creating event subscription at AMF for event notifications towards NEF). When present, this IE Identifies the recipient of notifications sent by AMF, for the creation of a new subscription ID, that is considered as a change of subscription ID by the NF service consumer for event subscriptions related to single UE or as the creation of a new subscription Id for event subscriptions related to UE groups (e.g during mobility procedures involving AMF change). (NOTE 3).

	subsChangeNotifyCorelationId
	string
	C
	0..1
	This IE shall be present when an NF Service Consumer (e.g. UDM) is subscribing for events on behalf of another NF Service Consumer (e.g. NEF). When present, this IE shall contain the notification correlation ID. The AMF shall include it in the notifications for the creation of a new subcription ID that is considered as a change of subscription ID by the NF service consumer for event subscriptions related to single UE or as the creation of a new subscription Id for event subscriptions related to UE groups.
The value of this IE shall be unique per subscription for a given NF service consumer that is sending this IE.
(NOTE 3)..

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE 2)

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE 2)

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier (NOTE 2)

	pei
	Pei
	C
	0..1
	Permanent Equipment Identifier (NOTE 2)

	anyUE
	boolean
	C
	0..1
	This IE shall be present if the event subscription is applicable to any UE.  Default value "FALSE" is used, if not present (NOTE 2)

	options
	AmfEventMode
	O
	0..1
	This IE may be included if the NF service consumer wants to describe how the reports of the event have to be generated. The absence of this IE, when creating an AMF event subscription or when transferring the UE context to another AMF, shall be interpreted as a "ONE_TIME" AMF event trigger.

	NOTE 1:	When an NF Service Consumer subscribes on behalf of another NF, the Notification URI identifies a resource under the authority of the other NF.
NOTE 2:	Either information about a single UE (i.e. SUPI, GPSI, PEI) or groupId, or anyUE set to "TRUE" shall be included.
NOTE 3:	Same values of "subsChangeNotifyUri" and "subsChangeNotifyCorrelationId" shall be provided by an NF service consumer to all the serving AMF if the subscriptions apply to a group and triggered by one subscription from another NF. This allows the NF service consumer to associate the subscription Id creation notifications received from different serving AMFs to the same group Id subscription, 



* * * First Change * * * *

[bookmark: _Toc25156484][bookmark: _Toc34124788][bookmark: _Toc36461460]6.2.6.2.3	Type: AmfEvent
Table 6.2.6.2.3-1: Definition of type AmfEvent
	Attribute name
	Data type
	P
	Cardinality
	Description

	type
	AmfEventType
	M
	1
	Describes the AMF event type to be reported

	immediateFlag
	boolean
	O
	0..1
	Indicates if an immediate event report in the subscription response is requested. The report contains the current value / status of the event stored at the time of the subscription in the AMF (NOTE). If the flag is not present then immediate reporting shall not be done.

	areaList
	array(AmfEventArea)
	O
	1..N
	Identifies the area to be applied to PRESENT_IN_AOI_REPORT and UES_IN_AREA_REPORT event types. More than one instance of AmfEventArea IE shall be used only when the AmfEventArea is provided during event subscription for Presence Reporting Area subscription.

	locationFilterList
	array(LocationFilter)
	O
	1..N
	Describes the filters to be applied for LOCATION_REPORT event type.

	refId
	ReferenceId
	O
	0..1
	Indicates the Reference Id associated with the event.

	trafficDescriptorList
	array(TrafficDescriptor)
	O
	1..N
	Indicates the filters to be applied for AVAILABILITY_AFTER_DDN_FAILURE event type.

	maxReports
	integer
	O
	0..1
	This IE shall be present if the trigger is set to "CONTINUOUS". When present, this IE describes the maximum number of reports that can be generated by the subscribed event. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group. If the event subscription is transferred from source AMF to target AMF, this IE shall contain:
-	the remaining number of reports for the event subscription, in the case of individual UE event subscription;
-	the remaining number of reports for the event subscription for this specific UE in a group, in the case of group ID specific event subscription.

	NOTE:	The current value of the location is the last known location if the immediate report filter request to provide the 3GPP location information down to the Cell-ID or the TAI. An NF Service Consumer willing to only receive the current location shall not set the immediateFlag to true when subscribing to a location event report.




* * * Next Change * * * *

[bookmark: _Toc25156487][bookmark: _Toc34124791][bookmark: _Toc36461463]6.2.6.2.6	Type: AmfEventMode
Table 6.2.6.2.6-1: Definition of type AmfEventMode
	Attribute name
	Data type
	P
	Cardinality
	Description

	trigger
	AmfEventTrigger
	M
	1
	Describes how the reports are triggered.

	maxReports
	integer
	C
	0..1
	This IE shall be present if the trigger is set to "CONTINUOUS". When present, this IE describes the maximum number of reports that can be generated by the subscribed event. If the AMF event subscription is for a list of events, this parameter shall be applied to each individual event in the list. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group. If the event subscription is transferred from source AMF to target AMF, this IE shall contain:
-	the remaining number of reports for the event subscription, in the case of individual UE event subscription;
-	the remaining number of reports for the event subscription for this specific UE in a group, in the case of group ID specific event subscription.

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the AMF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid. If the trigger value included in an event subscription response is "ONE_TIME" and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp. 



* * * Next Change * * * *

[bookmark: _Toc25156616][bookmark: _Toc34124921][bookmark: _Toc36461600]A.3	Namf_EventExposure API
openapi: 3.0.0
info:
  version: 1.1.0.alpha-3
  title: Namf_EventExposure
  description: |
    AMF Event Exposure Service
    © 2020, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[…]
    AmfEvent:
      type: object
      properties:
        type:
          $ref: '#/components/schemas/AmfEventType'
        immediateFlag:
          type: boolean
        areaList:
          type: array
          items:
            $ref: '#/components/schemas/AmfEventArea'
          minItems: 1
        locationFilterList:
          type: array
          items:
            $ref: '#/components/schemas/LocationFilter'
          minItems: 1
        refId:
          $ref: 'TS29503_Nudm_EE.yaml#/components/schemas/ReferenceId'
        trafficDescriptorList:
          type: array
          items:
            $ref: '#/components/schemas/TrafficDescriptor'
          minItems: 1
        maxReports:
          type: integer
      required:
        - type
    AmfEventNotification:
      type: object
      properties:
        notifyCorrelationId:
          type: string
        subsChangeNotifyCorrelationId:
          type: string
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/AmfEventReport'
          minItems: 1
    AmfEventReport:
      type: object
      properties:
        type:
          $ref: '#/components/schemas/AmfEventType'
        state:
          $ref: '#/components/schemas/AmfEventState'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        subscriptionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        anyUe:
          type: boolean
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        areaList:
          type: array
          items:
            $ref: '#/components/schemas/AmfEventArea'
          minItems: 1
        refId:
          $ref: 'TS29503_Nudm_EE.yaml#/components/schemas/ReferenceId'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        location:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        timezone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        accessTypeList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
          minItems: 1
        rmInfoList:
          type: array
          items:
            $ref: '#/components/schemas/RmInfo'
          minItems: 1
        cmInfoList:
          type: array
          items:
            $ref: '#/components/schemas/CmInfo'
          minItems: 1
        reachability:
          $ref: '#/components/schemas/UeReachability'
        commFailure:
          $ref: '#/components/schemas/CommunicationFailure'
        numberOfUes:
          type: integer
        5gsUserStateList:
          type: array
          items:
            $ref: '#/components/schemas/5GsUserStateInfo'
          minItems: 1
        typeCode:
          type: string
          pattern: '^imeitac-[0-9]{8}$'
        registrationNumber:
          type: integer
      required:
        - type
        - state
        - timeStamp
    AmfEventMode:
      type: object
      properties:
        trigger:
          $ref: '#/components/schemas/AmfEventTrigger'
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - trigger
[…]
* * * End of Changes * * * *

