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[bookmark: _Hlk2604588][bookmark: _Toc24937723][bookmark: _Toc33962542]BEGIN OF CHANGES
[bookmark: _Toc19709012][bookmark: _Toc27745090][bookmark: _Toc29803243][bookmark: _Toc35970033][bookmark: _Toc36050827][bookmark: _Toc35970054][bookmark: _Toc36050848][bookmark: _Toc24937836][bookmark: _Toc33962656]6.10.1	General
NF Service Consumers and NF Service Producers may support or be configured to use Indirect Communication models via SCP as specified in clauses 6.3 and 7.1 of 3GPP TS 23.501 [3]. This clause defines specific requirements to support Indirect Communication models.
An SCP may be known to the NF (e.g. SCP based on independent deployment units) or not (e.g. SCP based on service mesh, with co-located NF and SCP within the same deployment unit). If the SCP is known to the NF, the NF shall be configured with a scheme, authority, and optionally a deployment-specific prefix of the SCP.  The scheme may be "http" or "https".  If the scheme is "https" then the authority shall contain an FQDN and not a literal IP address.  If the scheme is "http" then the authority shall contain either an FQDN or a literal IP address. In either case, the authority may optionally contain a port number.  If the SCP is known to the NF, but the NF is not configured with a deployment-specific prefix of the SCP, the NF shall consider the deployment-specific prefix of the SCP to be empty.  If the SCP is unknown to the NF, the NF may still be configured to use delegated discovery through the unknown SCP as detailed in Clause 6.10.2A.
NOTE:	See Annex G of 3GPP TS 23.501 [3] for SCP deployment examples.
Multiple SCPs may be deployed in a PLMN and each SCP only serves a particular SCP domain. A message may traverse multiple SCPs, and in this case, the SCP receving the message shall select next hop SCP by invoke Nnrf_NFDiscovery service to the NRF.
Indirect Communication models shall support the same level of security as Direct Communication ones. Security requirements for Indirect Communications are specified in clause 5.9.2.4 of 3GPP TS 33.501 [17]. TLS shall be used between the SCP and NFs, if network security is not provided by other means. When co-located, the NF and associated SCP may interact using HTTP.
END OF CHANGES
[bookmark: _Toc35970034][bookmark: _Toc36050828]6.10.2	Routing Mechanisms with SCP Known to the NF
[bookmark: _Toc19709014][bookmark: _Toc27745092][bookmark: _Toc29803245][bookmark: _Toc35970035][bookmark: _Toc36050829]6.10.2.1	General
The routing mechanisms specified in clause 6.1 shall apply for Indirect Communication models with the additions or modifications specified in this clause.  This routing mechanism shall be used when TLS is used between the NF and the SCP.  This routing mechanism may also be used when TLS is not used, i.e., when network security is provided by other means.
6.10.2.x	Message Forwarding and Routing via Multiple SCPs
If a message is received by a SCP, the SCP may determine to route the message to next hop SCP. The SCP selects the next hop SCP from the NRF, using the parameters received in the message, e.g. information related to target NF.
When TLS is required between the sending NF and the first SCP, the SCP receiving the message determines if next hop SCP is needed, it shall:
- set the pseudo-headers as following:
- ":authority": set to the FQDN or IP address of the next hop SCP (if the scheme is "http"), or to the FQDN of the next hop SCP (if the scheme is "https");
- ":path": replace any optional deployment-specific string of the receiving SCP to the optional deployment-specific string of the next hop SCP.
- keep the Routing Binding Indication unchanged, if it is included in the custom HTTP headers;
- keep the 3gpp-Sbi-Target-apiRoot header unchanged, if it is included in the custom HTTP headers;
If delegate discovery is required, the receiving SCP may either:
- perform delegate discovery, and remove any discovery parameters in the custom HTTP headers; or
- keep the discovery paramters unchanged in the custom HTTP headers, and delegate the discovery to subsequent SCPs.
If a SCP is the final SCP in the routing path and next hop is the target NF, i.e. the SCP deterimes there is no next hop SCP required, the SCP shall:
- perform delegate discovery, if needed;
- set the pseudo-headers as following:
- ":authority": set to the FQDN or IP address of the target NF service instance;
- ":path": remove any optional deployment-specific string of the SCP and add any optional deployment-specific string of the target URI;
- keep the Routing Binding Indication unchanged, if it is included in the custom HTTP headers;
- remove the 3gpp-Sbi-Target-apiRoot header unchanged, if it is included in the custom HTTP headers;

END OF CHANGES

