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	Reason for change:
	1. According to specification 23.502, 5.2.2.2.2	Namf_Communication_UEContextTransfer service operation following parameter is part of the UE context in AMF this is missing from the 6.1.6.2.34 Type: MmContext from 29.518.

	S-NSSAIs subject to Network Slice-Specific Authentication and Authorization
	Subscribed S-NSSAIs Subject to NSSAA as to allow the AMF to initiate the NSSAA procedure for a certain S-NSSAI which was previously authorized.
Also including the status, i.e. result, of the NSSAA.





2. According to the 23.501, during the inter-AMF mobility procedure the source AMF will send the NSSAA status to the target AMF. This requirement is missing from the procedure in 29.518. 

[bookmark: _GoBack]TS 23.502
5.15.10	Network Slice-Specific Authentication and Authorization

To perform the Network Slice-Specific Authentication and Authorization for an S-NSSAI, the AMF invokes an EAP- based Network Slice-Specific authorization procedure documented in TS 23.502 [3] clause 4.2.9 (see also TS 33.501 [29]) for the S-NSSAI. When an NSSAA procedure is started and is ongoing for an S-NSSAI, the AMF stores the NSSAA status of the S-NSSAI as pending, the NSSAA status of each S-NSSAI, if any is stored, is transferred when the AMF changes.
After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.


	
	

	Summary of change:
	1. Define S-NSSAIs subject to Network Slice-Specific Authentication and Authorization in MmContext.

2. Send NSSAA status from source AMF to target AMF.
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Table 6.1.6.2.34-1: Definition of type MmContext
	Attribute name
	Data type
	P
	Cardinality
	Description

	accessType
	AccessType
	M
	1
	This IE shall contain the access type of the MM context.

	nasSecurityMode
	NasSecurityMode
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the used NAS security mode of the UE.

	nasDownlinkCount
	NasCount
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the NAS downlink count of the UE.

	nasUplinkCount
	NasCount
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the NAS uplink count of the UE.

	ueSecurityCapability
	UeSecurityCapability
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the UE security capability

	s1UeNetworkCapability
	S1UeNetworkCapability
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the S1 UE network capabilities.

	allowedNssai
	array(Snssai)
	C
	1..N
	This IE shall be present if available. When present, this IE shall contain the allowed NSSAI for the access type.

	nssaiMappingList
	array(NssaiMapping)
	C
	1..N
	This IE shall be present if available. When present, this IE shall contain the mapping of the allowed NSSAI for the UE.

	NssaiSubjectToNssaa
	array(Snssai)
	
	
	This IE shall be present if available. When present, this IE shall contain the Subscribed S-NSSAIs marked as subject to NSSAA.

	nssaaStatusList
	Array(nssaaStatusList)
	
	
	This IE shall be present if available. When present, this IE shall contain status of NSSAA for S-NSSAI(s) which are subject to NSSAA.

	nsInstanceList
	array(NsiId)
	C
	1..N
	This IE shall be present if available. When present, it shall indicate the Network Slice Instances selected for the UE.

	expectedUEbehavior
	ExpectedUeBehavior
	C
	0..1
	This IE shall be present if available. When present it shall indicate the expected UE moving trajectory and its validity period. See 3GPP TS 23.502 [3] clause 4.15.6.3.

	plmnAssiUeRadioCapId
	PlmnAssiUeRadioCapId
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the PLMN-assigned UE Radio Capability ID.

	manAssiUeRadioCapId
	ManAssiUeRadioCapId
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the Manufacturer-assigned UE Radio Capability ID.

	ucmfDicEntryId
	string
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the UCMF allocated dicEntryId received from the UCMF.



