
3GPP TSG-CT WG4 Meeting #97E
Notes C4-202004
E-Meeting; 15th – 23rd April 2020
Source:
Chairman, TSG-CT WG4

Title:
Proposed allocation of documents to agenda items for CT4#97E: notes day 7
Agenda item:
2
Document for:
INFORMATION 

Saved 23/04/2020 19:11 CEST

Document available, not yet treated
Document available late, not yet treated
Document not available
Document treated

Document available later
NOTE 1: Hyperlinks assume that this document is extracted and stored in a directory and all documents are in a subdirectory "docs" of this directory. 

NOTE 2: Late arrived Contributions will be handled only, if time allows and any company has the right to ask for postponing the document to the next meeting. The detailed agenda and time plan on eve of meeting, and the proposed allocation of documents to agenda items, are treated as being received on time even though they are available only at the start of the meeting (the chairman does have some privileges)

NOTE 3: If a document which was received late (after the deadline) is a revision of a document which was received before the deadline, it is treated as being received on time.
	Agenda
	Agenda Title
	Tdoc 
C4-20#
	Tdoc Title
	Source
	Result
	Notes

	1
	Opening of the Meeting and Approval of the Agenda 
	
	
	
	
	

	
	
	
	
	
	
	

	2
	Allocation of Documents to Agenda Items
	
	
	
	
	

	
	
	2000
	agenda    Draft Agenda
	CT4 Chairman
	Noted
	

	
	
	2001
	agenda    Detailed agenda & time plan for CT4 meeting: status at document deadline
	CT4 Chairman
	revised
	

	
	
	2002
	agenda    Detailed agenda & time plan for CT4 meeting: status on eve of meeting
	CT4 Chairman
	agreed with amendments
	

	
	
	2003
	agenda    Proposed allocation of documents to agenda items for CT4 meeting: status at document deadline
	CT4 Chairman
	revised
	

	
	
	2004
	agenda    Proposed allocation of documents to agenda items for CT4 meeting: status on eve of meeting
	CT4 Chairman
	agreed with amendments
	Remarks from Kimmo please check cover pages that they are inline with the 3GU tool/database

	3
	Meeting Reports
	
	
	
	
	

	
	
	2005
	report    CT & SA Status Report
	CT4 Chairman
	Noted
	

	
	
	2006
	report    Previous CT4 meeting report
	MCC
	Approved
	

	4
	Input Liaison Statements
	
	
	
	
	

	
	
	2285
	LS in   Rel-16 Reply LS on RRC Connection Reestablishment for CP for NB-IoT connected to 5GC
	SA2
	Postponed to 6.2.4
	S2-1910789

To: 
RAN 2, CT4, SA3

CC: 
CT1, RAN3
Contact Huawei

Overall Description:

SA WG2 would like to thank SA WG3 for their LS.

SA WG2 has further discussed and agreed to introduce RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC (see attached CR).

SA WG2 also agreed the following definition of Truncated 5G S-TMSI:

The Truncated 5G-S-TMSI is a 40 bit UE identifier constructed from the 5G-S-TMSI. It is used in RRC Connection Re-Establishment for the control plane for NB-IoT as described in TS 36.300.

· <Truncated 5G-S-TMSI> := <Truncated AMF set ID><Truncated AMF Pointer><Truncated 5G-TMSI>.

· <Truncated AMF set ID> = :n LSBs of AMF Set ID, where n is no greater than 10 bits.

· <Truncated AMF Pointer> := m LSBs of AMF Pointer, where m is no greater than 6 bits.

· <Truncated 5G-TMSI> := (40-n-m) LSBs of 5G-TMSI.

The values n and m are configurable based on network deployment. The value n+m shall be larger or equal to 8 bits.

NOTE: Depending on network deployment it is up to operator configuration to ensure that Truncated AMF Set ID and Truncated AMF Pointer identify the AMF uniquely, and that Truncated 5G-TMSI identifies the UE uniquely within the serving AMF. 

The NG-RAN is configured with the values n and m, and it is configured with how to recreate AMF Set ID from Truncated AMF Set ID, AMF Pointer from Truncated AMF Pointer, and 5G-TMSI from Truncated 5G-TMSI.  The configuration of these parameters are specific to each PLMN.

The NG-RAN configures the UE with n and m during RRC connection reconfiguration as described in TS 36.331. The configuration applies only to the registered PLMN.  

ACTION: 
SA WG2 kindly asks CT WG4 to introduce in TS 23.003 the definition of truncated 5G S-TMSI as described above.

Proposed treatment: provide  CR to 23.003 provided in  C4-202018

Postponed  to 6.2.4

	
	
	2286
	LS in   Rel-16 LS on missing cause code mapping
	CT3
	Postponed  to  6.1.10
	C3-195374

To: 
CT4

CC: 
CT1

Contact: Orange

CT3 has defined in TS 29.512 v16.2.0 the VALIDATION_CONDITION_NOT_MET application error sent by the PCF to the SMF. This error is returned with a 403 Forbidden HTTP response if the validation condition of a background data transfer policy (i.e. Time Window and/or Location Criteria) is not satisfied. The UE attempts for PDU session establishment or modification are rejected until the validation condition is satisfied.

It is CT3 understanding that this error code shall be mapped by the SMF to the 5GSM cause value #29 “User authentication or authorization failed”.

CT3 has noticed that there is no Rel-16 version of TS 29.524.

ACTION: 
CT3 kindly asks CT4 to consider the above description and to update TS 29.524 accordingly.
Proposed treatment: 

CR to 29.524 requested WI code en5GPccSer, 

The LS was postponed in CT4#96e, CR provided  in C4-202170


	
	
	2287
	LS in   Rel-16 Reply LS on Non-UE N2 Message Services Operations
	CT1
	Noted
	C1-200889

To: 
SA2

CC: 
CT4

Contact: Ericsson

CT1 thanks SA2 for informing CT1 of the discussion and decision on documentation of Non-UE N2 Message Service operations - NonUeN2MessageTransfer, NonUeN2InfoSubscribe, NonUeN2InfoUnSubscribe, NonUeN2InfoNotify belonging to Namf_Communication service.

CT1 agrees that duplicated documentation should be avoided, and therefore CT1 intends to address this issue in the Rel-16 version of TS 23.041 as recommended by SA2 in a future meeting.

No action for CT4

Proposed treatment
To be noted.

	
	
	2288
	LS in   Rel-16 Reply LS on SUCI computation from an NSI
	CT1
	Postponed  to  6.2.3
	C1-200938

Vertical_LAN
To:
SA3

Cc:
CT6, SA2, CT4

Contact:
Ericsson

CT1 would like to thank SA3 for the LS (S3-194455/C1-200255) on SUCI computation from an NSI.

SA3's LS stated:

-----------------

SUPI can be in the form of an IMSI or in the form of an NSI (Network Specific Identifier). NSI derived from IMSI, can be used as the user identity for 5G-AKA or EAP-AKA’ procedure for SNPN also.
-----------------

CT1 does not see the need for a SUPI of the NSI SUPI type containing an NSI derived from an IMSI in Rel-16, in addition to the already specified:

-
SUPI of the NSI SUPI type, containing a generic NSI; and

-
SUPI of the IMSI SUPI type.

No action for CT4

Proposed treatment note 

Postponed  to  6.2.3

	
	
	2289
	LS in   Rel-16 Reply LS on Mobile-terminated Early Data Transmission
	CT1
	Noted
	C1-201062

To: RAN2, SA2

CC: CT4, RAN3, RAN, SA

C1-201062
LTE_eMTC5-Core, NB_IOTenh3-Core, 5G_CIoT
To:
RAN3, SA2

Cc:
CT4, RAN3, RAN, SA

Contact:
Ericsson

CT1 has agreed updates to 24.301 based on approved updates of 23.401 and the feedback given by RAN2. The CT1 updates of NAS protocol will introduce explicit support indicators from UE to network for control plane MT-EDT and user plane MT-EDT respectively. For further details, see the attached CT1 agreed CR.

No action for CT4

Proposed treatment

To be  noted.

	
	
	2290
	LS in   Rel-16 Reply LS on Service on I-NEF Event Exposure
	CT3
	Postponed  to 6.2.4
	C3-201494
5G_CIoT 

To:
SA2
Cc:
CT4

Contact: Huawei

CT3 thanks SA2 for the reply LS on Service on I-NEF Event Exposure. And would like to provide following feedback including some further questions.

In stage 3, the NEF event exposure services are specified in two TSes, i.e. TS 29.122/29.522 for NEF northbound APIs, and TS 29.591 for NEF southbound APIs. CT3 acknowledges SA2 that different formats of UE Id are used, i.e. external format (e.g. external group id) in northbound APIs and internal format (e.g. SUPI) in southbound APIs.

SA2 S2-2001575 states:

· NEF Event Exposure is designed for the consumer to subscribe to notifications. But via I-NEF Event Exposure, AMF or SMF is not subscribing to receive I-NEF notifications but configuring a routing address for sending its own notifications by means of subscription on behalf of third party NF (i.e. the NEF). This implies that the I-NEF processing for NEF Event Exposure differs from NEF processing of the same service operation. 

The above text implies that a subscription service is not used for subscription purpose but for configuration. The I-NEF will receive event notification from its NF service consumer (e.g. AMF, SMF) but not from other NF service provider.

CT3 have the following questions:

=== From 23.502 CR2002R2====

5.2.6A.2.2
Ninef_EventExposure_Subscribe operation

Service operation name: Ninef_EventExposure_Subscribe

Description: the consumer subscribes on behalf of a third party, such as NEF, to an event with monitoring configuration in I-NEF.

Inputs (required): NF ID, (Set of) Event ID(s) as specified in clause 4.15.3.1, Target of Event Reporting (SUPI or Internal Group Identifier), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), Subscription Correlation ID. 

Question 1: Why "NF ID" is required for the Ninef_EventExposure_Subscribe request? Such NF ID is not included in Nnef_EventExposure_Subscribe operation, also not included in clause 4.15.1 of TS 23.502, is there any specific handling on I-NEF for the NF ID?

Question 2: If Q1 is required, is the “NF ID” an NF service consumer ID or producer ID?

Per TS 23.501, clause 6.2.5a, the I-NEF may include the following functionalities:

· Normalization of reports according to roaming agreements between VPLMN and HPLMN (e.g. the I-NEF may change the location granularity in a report from cell level to a level that is appropriate for the HPLMN); and

· Generation of charging/accounting information for Monitoring Event Reports that are sent to the HPLMN.

There is no further handling on I-NEF for event id, target of event report and event reporting information, which implies that I-NEF has no functionality related to Ninef_EventExposure_Subscribe and doesn’t need to maintain such subscription context during the lifetime of event exposure.

Question 3: Why "(Set of) Event ID(s)", "Target of Event Reporting (SUPI or Internal Group Identifier)" and "Event Reporting Information" in Ninef_EventExposure_Subscribe request are required for the Ninef_EventExposure_Subscribe operation and what’s the I-NEF behaviour upon receipt of these information?

In addition, per TS 23.501 clause 6.2.5a, I-NEF identify can be configured in NFs in VPLMNs.

NFs in the VPLMN are configured with the I-NEF identity”.

Question 4: Is it possible that the target address of I-NEF is locally configured in NFs (e.g. AMF) or retrieved from NRF so that the NFs (e.g. AMF) sends Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify) directly to the I-NEF to skip the Ninef_EventExposure_Subscribe?

Question 5: Since the Ninef_EventExposure_Notify is removed in the SA2 CR in C3-201029/S2-2001575, instead the Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify) is sent by I-NEF to the NEF. Is I-NEF pretending to be the NF (e.g. AMF/SMF)? What is the relationship between I-NEF and NF? 

No action  from CT4 requested

Postponed  to 6.2.4

Proposed treatment:

To be Noted

	
	
	2291
	LS in    LS Response to 3GPP CT4 on New Sub-domain for IWK with SNPN
	GSMA NG GERI#4
	Postponed to 6.2.3
	GERI 004_201 Response LS to 3GPP CT4 on New Sub-domain for IWK with SNPN

To: CT4

CC: 3GPP CT, 5G-ACIA

Contact: Nokia

GSMA NG GERI would like to thank 3GPP CT4 for their LS on “New sub-domain for Interworking with Stand-alone Non-Public Networks” (C4-195050).

NPN in general is not a 5G item that is being handled in GSMA NG for the time being. GERI has nevertheless considered the request of 3GPP CT4.

However, since all the sub-domains relative to Stand-alone Non-Public Networks (SNPN) referred in the CR to 3GPP TS 23.003 (attached to the LS, C4-195049) always contain “5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org” and prefixed by a NF name (e.g. ‘nrf.’), it has been agreed that this sub-domain (which is the Home Network Domain for a SNPN) will in fact be introduced in the next version (V16.0) of IR.67 “DNS Guidelines for Service Providers and GRX and IPX Providers”.  

Note: There is no need for 3GPP to request GSMA NG for new labels to the left of an already GSMA NG approved sub-domain (e.g. when the above sub-domain is prefixed by a NF name such as ‘nrf.’).

GSMA NG GERI has also decided to take the opportunity to introduce another new sub-domain which will be required anyway for 5G deployment independent of NPN: “5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org”. [image: image1.png]


[image: image2.png]



ACTION:

GSMA NG GERI kindly requests 3GPP CT4 to take this information into account and provide any related feedback. 

Proposed treatment:

Remove editor'snote added by C4-195049, provided in C4-202093.

Provide CT4 feedback with regard to

 a new sub domain in addition to “5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org” if needed.


	
	
	2292
	LS in   Rel-16 Reply LS on CAG definition
	RAN2
	Noted
	R2-2001703

To: SA5

CC: SA2, RAN3, CT4

Contact: Huawei

RAN2 would like to thank SA5 for the LS on CAG definition, and would like to provide the following answers:

a) How many CAG-identifiers need to be supported by an NG-RAN node supporting CAG? Is it possible for such an NG-RAN node to support more than one CAG list at the same time?

RAN2: Up to 12 CAG-identifiers can be supported by a cell. In RAN sharing scenarios, RAN2 agreed that the total number of networks (PLMN + PNI-NPN with CAG + SNPN) supported by a cell shall not exceed 12. It is not defined in RAN2 how many cells can be supported by an NG-RAN node.

A cell broadcasts the same CAG list for all UEs. Whether different cells of the same NG-RAN node will broadcast different CAG lists can be left to implementation, and will not be reflected in RAN2 spec.

b) Can an NG-RAN node own CAG cell(s) and normal PLMN cell(s) at the same time?

RAN2: Yes.

Only for information to CT4.

Does the limitation that the total number of networks (PLMN + PNI-NPN with CAG + SNPN) supported by a cell shall not exceed 12 need to be reflected in CT4 specs?.
Proposed treatment: 
TO BE NOTED


	
	
	2293
	LS in   Rel-16 Reply LS on QoS monitoring for URLLC
	RAN3
	Noted
	R3-201372

To: SA5, SA2

CC: RAN2, SA1, CT4

Contact: Intel

RAN3 thanks SA5 for the LS on per QoS flow monitoring in Rel-16. RAN3 discussed based on the LS and agreed to support only one QoS monitoring mechanism which is for the case when NG-RAN and UPF are not time synchronized, based on the understanding that this mechanism works even if NG-RAN and UPF are time synchronized. From RAN3’s understanding, UPF can still calculate DL delay (T2-T1) and UL delay (T4-T3) separately between NG-RAN and UPF, instead of calculating RTT by (T4-T1) - (T3-T2).

Per QoS flow monitoring configuration from SMF over NG-RAN and support of GTP-U headers by the PDU Session Container GTP-U extension header over NG-U are addressed by the agreed TPs in the attached.

Question to SA2:

Q1) As per TS 23.501 Section 5.33.3, it says:

· When receiving the UL packet from UE or when the NG-RAN sends the dummy UL packet as monitoring response, the NG-RAN encapsulates QMP indicator, the UL/DL packet delay result of Uu interface, the time T1 received in the GTP-U header, the local time T2 at the reception of the DL monitoring packets and local time T3 when NG-RAN sends out this monitoring response packet to the UPF via N3 interface, in the GTP-U header of the monitoring response packet.
But there is another RAN part delay definition in TS 38.314 owned by RAN2:

NOTE:
The total RAN part of UL packet delay measurement is the sum of D1(PDCP queuing delay, as defined in 4.2.1), D2.1(over-the-air delay, as defined in 4.1.1.2.1), D2.2(RLC delay, as defined in 4.1.1.2.2), D2.3(F1 delay, as defined in TS 28.552 [2]) and D2.4(PDCP re-ordering delay, as defined in 4.1.1.2.3)

RAN3 would like to ask SA2 to clarify the definition of the UL packet delay result of Uu interface. Does the D1 defined in TS 38.314 is included in the UL packet delay result of Uu interface stated in TS 23.501 from requirement point of view?

Q2) The RAN part of delay consists of several components which may need to be measured at different entities (e.g. CU-UP, DU) within NG-RAN. Does SA2 assume a measurement period is required for the RAN part of delay measurement? 

No action to CT4. 

For information to CT4

Proposed treatment:

To be Noted.


	
	
	2294
	LS in   Rel-16 reply-LS on UP gateway function on the N9 interface
	SA3
	Postponed to 6.3.1
	S3-200482

To: SA2

CC: CT4, SA

Contact: Ericsson

SA3 thanks SA2 for their reply LS on UP gateway function on the N9 interface. In this LS, SA2 asks the following question to SA3:

Question from SA2: [I]t is unclear to SA2 what information a UPF that supports the IPUPS functionality needs from SMF to achieve this “GTP-u packet filtering”.

To the above question, SA3 would like to provide the following answer:

Answer from SA3: A UPF that supports the IPUPS functionality needs to receive the following information from the SMF: 

1. PDU session establishment: Request to allocate destination IP address and TEID of a GTP-U tunnel for the PDU Session.

2. PDU session release: Information that the GTP-U tunnel is to be released.

3. During PDU Session lifetime: Request to allocate or release destination IP address and TEID in case the destination IP address and TEID for some reason need to change.

SA3 foresees that only information that is currently sent on N4 from SMF to UPF will need to be sent from SMF to UPF with IPUPS functionality. That means, in release 16, the sent information between SMF and UPF with IPUPS functionality will be a subset of current N4. However, additions in future releases are not precluded. 

LS clarifies no new requirements on N4 from SA3 with regard to IPUPS.
No action to CT4.

Postponed to 6.3.1
Proposed treatment:

To be noted.

	
	
	2347
	LS in LS on status of 5WWC work
	Broad Band forum
	Noted
	To: SA2, CT1, CT4

We have several items we would like to advise you of

1. We have evaluated the utility of RG-TMBR and have concluded that the BBF proposed encoding of RG-LWAC provides the same functionality as well as the possibility of encoding additional information more reflective of the wireline environment. We would recommend any protocol work to define and disseminate RG-TMBR be deprecated.

2. Our QOS model corresponds to the distribution of QOS functionality in the 5G System with the following changes:

· We do not consider UE-AMBR to be applicable to wireline. The information in the RG-LWAC is sufficient to map PDU session traffic to the wireline resource model and as such is a direct replacement. Therefore if received by a W-AGF it would be ignored.

3. The encoding of RG-LWAC that we have adopted is variable length TLV encoded structure. An excerpted description is appended at the end of this liaison.

We would appreciate being advised of the changes to the 5G System with respect to dissemination and protocol encoding of the RG-LWAC object.

With respect to the questions in your liaison S2-2002331.

Question to BBF: SA2 would kindly ask to BBF to confirm whether the W-AGF is able to determine the access technology to which the RG is connected to and whether this information may be used for determining and enforcing the QoS (as described above).

We would advise that this information is far from ubiquitously exposed in broadband deployments.  Given the several generations of DSLs and PON technology we would be expecting to support and that DSLs rate adapt according to distance we are not clear on how the access type provides useful information.  For example, the DSLs under consideration range from a maximum B/W of 12 Mbit/s for G.992.3 to a Gbit/s or more with G.9701. Common practice is to set the service rate comfortably under the maximum achievable rate. As far as setting policy and AMBR values, the provisioning of information to populate RG_LWAC (which is reflective of the service rate) would offer the best source of such information.
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	2330
	WID revised   Rel-16 Revised WID on CT aspects of eV2XARC
	Huawei, HiSilicon /Christian
	Endorsed
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	Moved from 6.1.10
	2010
	CR 29.500 0104 Rel-16 Essential definitions for the binding concept
	Huawei
	Revised to C4-202394
	WI SBIProtoc16 => 5G_eSBA
CAT F

Bruno:

The definition of NF Instance is incorrect and incomplete. The definitions need to be aligned with 23.501 definitions, or simply reference them.
23.501:

NF instance: an identifiable instance of the NF.

NF service instance: an identifiable instance of the NF service.

NF Service Set: A group of interchangeable NF service instances of the same service type within an NF instance. The NF service instances in the same NF Service Set have access to the same context data.

NF Set: A group of interchangeable NF instances of the same type, supporting the same services and the same Network Slice(s). The NF instances in the same NF Set may be geographically distributed but have access to the same context data.

Routing Binding Indication: Information included in a request or notification and that can be used by the SCP for discovery and associated selection to of a suitable target. See clauses 6.3.1.0 and 7.1.2

Endpoint address: An address in the format of an IP address, transport and port information, or FQDN, which is used to determine the host/authority part of the target URI. This Target URI is used to access an NF service (i.e. to invoke service operations) of an NF service producer or for notifications to an NF service consumer.

Binding indication (consumer): Binding can be used by the NF Service consumer to indicate suitable NF consumer instance(s) for notification target instance selection, reselection and routing of subsequent notification requests associated with a specific notification subscription. Binding indication shall be stored by the NF Service producer. Binding indication may also be used later if the NF consumer starts acting as NF service producer. See clause  6.3.1.0 in 3GPP TS 23.501 [3]. See also Routing binding indication.

Binding indication (producer): Binding can be used to indicate suitable target NF producer instance(s) for NF service instance selection, reselection and routing of subsequent requests associated with a specific NF producer resource (context) and NF service. Binding allows the NF producer to indicate to that the NF Service consumer if a particular context should be bound to an NF service instance, NF instance, NF service set or NF set. Binding indication shall be stored by the NF Service consumer. See clause  6.3.1.0 in 3GPP TS 23.501 [3]. See also Routing binding indication.

Binding level: Binding level indicates a binding to either of the following levels of communication entities: NF Service Instance, NF Service Set, NF Instance or an NF Set. The relation between these are explained below. 

Bruno> it should be clarified that it is possible to reselect an NF service instance other than the one indicated by the binding level, according to the info received in the Binding Indication. See Table 6.3.1.0-1 of 23.501.
Binding level ID: the definition  is not clear. I would rather speak about “Binding IDs” as being the set of NF instance ID, NF service set ID, NF service instance ID and/or NF set ID received in the Binding Indication.

Callback URI: URI to be used by an NF Service Producer to send notification or callback requests. The purpose of the callback URI is to enable NF service consumer to provide the NF service producer with a callback reference when an immediate final response cannot be received from the producer (see clause 4.6.1.3 in 3GPP TS 29.501[5]). Ultimately, a callback URI translates to an IP address and a path to an UE specific resource in an NF service consumer. Callback URI is used by NF service producer when sending notification requests and also when sending callback requests initiated by the NF service producer (e.g. H-SMF or SMF initiated PDU session modification).:
Yue:

1. Binding indication (consumer)  and Binding indication (producer): I think we have agreed to categorize binding indication as "binding for routing" and "binding for store". BTW, binding indication provided by NF consumer is not only used for notification, it can also be used for subsequent service request where that NF acts as a producer.
2. Callback URI: 

1. " Ultimately, a callback URI translates to an IP address and a path to an UE specific resource in an NF service consumer. " is this sentence really needed? It can be misleading if somebody overlook "ultimately" :)

2. " Callback URI is used by NF service producer when sending notification requests and also when sending callback requests  " notification is a kind of callback request.

NF Set: well, can an AMF instance along with an SMF instance form an NF set?  I don't think so. We should provide more valuable information, e.g. a set of inter-changeable NF instances.  
Ravi:

Few comments from my side.

A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Ravi) But there are few definitions (like NF instance, NF Set etc) which are defined in stage 2 docs (23.501). Do you mean this document will take precedence over 23.501. I think we should just put a reference to stage 2 and should not redefine terms.

Endpoint address: An address in the format of an IP address or FQDN, which is used to determine the host/authority part of the target URI. This Target URI is used to access an NF service (i.e. to invoke service operations) of an NF service producer or for notifications to an NF service consumer.

Ravi) How about port#. I think Endpoint address must include port# 

Routing binding indication: Routing binding indication is a replica of a binding indication, but it has different purpose. Routing binding indication explicitly tells the receiver to use this information specifically for the message routing. Routing binding indication shall not be stored by the receiver.
Ravi: I don’t agree with the word replica. We can use something like “Routing binding indication is similar to binding indication ……”

Giorgi:

I tried to address comments from Bruno, Yue and Ravi in C4-202010_v2, which is in the Drafts/6.1.4 folder. 
Couple of comments:

· Ravi: “A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1]”. This refers specifically to 21.905, which do not contain these definition. Anyway, this statement does not say the definitions in question override those in 23.501. Also, keep in mind clause 3.1 Definitions in 23.501 defines only “Binding indication” and “Routing Binding Indication”. Some others are described in clause 6.3.1.0 Principles for Binding, Selection and Reselection. Therefore, it is useful to have all relevant notions explained in clause 3.1 in 29.500.
· Ravi, Bruno: “Endpoint address should contain port number”. Ok, I added that. Please note that Endpoint address definition is clause 3.1 in TS 23.501 does not mention port number.
· I think I came up with a common name for the quadruplet, the NF (service) instance and NF (service) sets – Binding entity: Binding level indicates a binding to either of the following binding entities: NF Service Instance, NF Service Set, NF Instance or an NF Set. If this is agreeable, we could use this name in the binding related CRs presented in this meeting, e.g. 2072. 
Please let me know if you have further comments and also if you wish to co-source the CR.

Bruno:
Please find a few comments below.
Binding indication (producer): Binding can be used to indicate suitable target NF Service Producer instance(s) for an NF service instance selection, reselection and routing of subsequent requests associated with a specific NF Service Producer resource (context) and NF service. Binding allows the NF Service Producer to indicate to the NF Service Consumer if a particular context should be bound to an NF service instance, NF instance, NF service set or NF set. Binding indication needs to be stored by the NF Service Consumer. See clauses 3.1 and 6.3.1.0 in 3GPP TS 23.501 [3]. See also Routing binding indication.
Binding entity: Binding level indicates a binding to either of the following binding entities: NF Service Instance, NF Service Set, NF Instance or an NF Set. The relation between these are explained below. Table 6.3.1.0-1 in 3GPP TS 23.501 [3] defines how to reselect an NF service instance other than the one in the received Binding Indication.
BL> this is not correct. It should say “other than the one indicated by the binding level”. But the other entities are still indicated in the Binding Indication.

BL> Note that your definition of “Binding entity” does only refer to the entity “indicated by the binding level”. But the Binding Indication contains the binding level, and Binding IDs, one of which is indicated by the binding level. A more general definition would speak about entities indicated in Binding Indication and Routing Binding Indication, to which the resource context is bound. Binding level indicates the entity towards which a preferred binding exists. Binding entities not corresponding to the Binding level indicate alternative entities that can be reselected and that share the same resource contexts (see Table 6.3.1.0-1 in 3GPP TS 23.501).

Endpoint address: An address in the format of an IP address, transport and  port information, or FQDN, which is used to determine the host/authority part of the target URI. This Target URI is used to access an NF service (i.e. to invoke service operations) of an NF service producer or for notifications to an NF service consumer. See clauses 3.1 and 6.3.1.0 of 3GPP TS 23.501 [3].

NF Instance: An identifiable instance of the NF. An NF Instance may provide services offered by one or more NF Service instances. 

NF Service Set: A group of interchangeable NF service instances of the same service type within an NF instance. The NF service instances in the same NF Service Set have access to the same context data. NF Service Set contains one or more NF Service Instances. 
BL> no need for the last sentence (redundant with the first one)

NF Set: A group of interchangeable NF instances of the same type, supporting the same services and the same Network Slice(s). The NF instances in the same NF Set may be geographically distributed but have access to the same context data. NF Set contains one or more NF Instances. 

BL> no need for the last sentence (redundant with the first one)

Routing binding indication: Information included in a request or notification and that can be used by the SCP for discovery and associated selection to of a suitable target. See clauses 3.1, 6.3.1.0 and 7.1.2 in 3GPP TS 23.501 [3]. Routing binding indication has the same syntax as a binding indication, but it has different purpose. Routing binding indication explicitly tells the receiver to use this information specifically for the message routing. Routing binding indication is not be stored by the receiver. 

BL> I would rather say “similar syntax” as the syntax is not exactly the same (e.g. not the exact same set of paras).

Giorgi

I incorporated Bruno’s comments into v3 and also added a definition of a binding level.
So, now we have two related identifiers:

· A simple notion. Binding entity: Either of the following identifiers: NF Service Instance, NF Service Set, NF Instance or an NF Set.

· More complex notion. Binding level: A parameter (bl) in "3gpp-Sbi-Routing-Binding" and "3gpp-Sbi-Binding" HTTP custom headers, which indicates the binding entity towards which a preferred binding exists (i.e. either to NF Service Instance, NF Service Set, NF Instance or an NF Set). Other binding entities in a custom header, which do not correspond to the binding level indicate alternative binding entities that can be reselected and that share the same resource contexts (see Table 6.3.1.0-1 in 3GPP TS 23.501 [3]).

Open, revise new tdoc number

	
	
	2394
	CR 29.500 0104 Rel-16 Essential definitions for the binding concept
	Huawei
	Revised to C4-202529
	Bruno

The CR looks good. Just a few last edits: 
Binding level: A parameter (bl) in "3gpp-Sbi-Routing-Binding" and "3gpp-Sbi-Binding" HTTP custom headers, which indicates the binding entity towards which a preferred binding exists (i.e. either to NF Service Instance, NF Service Set, NF Instance or an NF Set). Other binding entities in these a custom headers, which do not correspond to the binding level indicate alternative binding entities that can be reselected and that share the same resource contexts (see Table 6.3.1.0-1 in 3GPP TS 23.501 [3]).
Routing binding indication: Information included in a request or notification and that can be used by the SCP for discovery and associated selection to of a suitable target. See clauses 3.1, 6.3.1.0 and 7.1.2 in 3GPP TS 23.501 [3]. Routing binding indication has similar syntax as a binding indication, but it has different purpose. Routing binding indication provides explicitly tells the receiver (i.e. SCP) with to use this information specifically for the enabling to route an HTTP request to an HTTP server that can serve the request message routing. Routing binding indication is not stored by the receiver. 

Giorgi

I revised the CR as you requested. The only difference is that I kept comma before ‘which’. I remember that’s required by English grammar rules.
Updated CR is in Inbox/C4-202529.zip



	
	
	2529
	CR 29.500 0104 Rel-16 Essential definitions for the binding concept
	Huawei
	Agreed
	

	
	Moved from 6.1.10
	2011
	CR 29.500 0105 Rel-16 NF (service) instance ID translation
	Huawei
	Withdrawn
	WI SBIProtoc16=> 5G_eSBA
CAT F

Yue:
Besides several editorials, e.g. "regiters" "tye",  I cannot follow what this CR wants to say....
Bruno:

We don’t think that this CR is needed. 
(the text would also require updates/corrections)

Giorgi

Let me explain what I’m trying to clarify.
The spec uses identifiers in multiple formats. Some of these IDs (strings) can be resolved via DNS and some – cannot:

· NF Instance ID is defined in 3GPP TS 29.510. NF Instance ID is in UUID format.

· NF Set ID is defined in 23.003. NF set is in APN-like format and an FQDN can be derived from that.

· NF Service Set ID is also defined in 23.003. NF Service Set ID format is similar to the NF Set ID, but for some reason 23.003 does not read an FQDN can be derived from this.

· NF Service ID is also mentioned in 23.003, but the spec refers to 29.510.

· Service Name parameter is defined in 29.510. ServiceName is an enumeration.

To recap, there are two ways for resolving these strings in multiple formats:

1. Via NRF (all)

2. Via DNS (NF Set ID and potentially also NF Service Set ID)

I spent some time on figuring these out and though it would be useful to clarify this with an implicit statement, but could not locate proper clause. I’m open to wording that would present the point in a more clear way.

Ravi:

The CR in current form not clear to me, especially because of typos like “tye” in the CR. There are typos in (translatig, regiters) in cover page also. Please remove it and clarify the purpose of the CR.


	
	Moved from 6.1.10
	2012
	CR 29.500 0106 Rel-16 Correction of references
	Huawei
	Revised to C4-202395
	WI SBIProtoc16=> 5G_eSBA
CAT F

Revise to correct WI, tdoc number

Bruno:

Draft v2 has change marks on coverpage

Giorgi:

Fixed in v3, which is in the Drafts/6.1.4 folder

	
	
	2395
	CR 29.500 0106 Rel-16 Correction of references
	Huawei
	Agreed
	

	
	
	2023
	CR 29.500 0107 Rel-16 ABNF definition of 3gpp-Sbi-Target-apiRoot header
	Nokia, Nokia Shanghai Bell, Ericsson
	Agreed
	WI 5G_eSBA

CAT F

Giorgi:

Cover sheet. Reason for change is inaccurate, because "/" is already separated from the "prefix".
Bruno>  No. the current ABNF definition indeed includes already a “/” delimitor between the authority and prefix. But what the cover pages says is that the prefix can contain delimitors e.g. “/a/b/c”.
5.2.3.2.4. The change is fine, but I'd propose to replace the "prefix" in the first line of ABNF definition with "path-absolute" to make things simpler. So, in the fifth line we could simply explain where this is specified. Something like the following:

Bruno> the ABNF definition of the 3gpp-Sbi-Target-apiRoot header should clearly reflect that it contains the authority and prefix. Hiding the prefix behind “path-absolute”  would blur the ABNF definition (as it could hint that it contains a full path and not only a prefix).
3gpp-Sbi-Target-apiRoot header field  = "3gpp-Sbi-Target-apiRoot" ":" OWS scheme "://" authority [path-absolute]

scheme = "http" / "https"

authority = host [ ":" port ]

port = *DIGIT

path-absolute production rule as specified in section 3.3 of IETF RFC 3986 [14]
Bruno:

I do not agree with your comments
Giorgi:
Thanks for clarifying these. I’m fine with the CR as it stands.


	
	
	2024
	CR 29.500 0108 Rel-16 Error handling for indirect communications
	Nokia, Nokia Shanghai Bell
	Revised to C4-202454
	WI 5G_eSBA

CAT F

Hiroshi:

I believe the proposed CR in C4-202024 is beneficial to be introduced, but may I ask the following questions for clarification:
1) In this CR SCP is expected to support this feature, are all Models using SCP assumed in this case, or is it dedicated to Model C?

If this is applied to Model D, should a "transparent proxy" behave according to the steps as described in this CR?
Bruno> this applies to any model involving an SCP (i.e. C and D), and any HTTP error response forwarded by the SCP
2) Is there any specific procedure assumed by NF Client, apart from what is described in General section?
Bruno> no
For example, if the SEPP responds back with an error while SCP is used in between, how does NF client re-select the SEPP?

Bruno> if an SCP is used in between the client and SEPP, it is the responsibility of the SCP to route the request to a SEPP (as per existing 29.500 reqts) and to reselect a different SEPP if needed
[Abdessamad] I think that this hence needs to be clarified in the text or using a NOTE, i.e. that the reselection (that is a consequence of the error response received) may also be performed by an SCP, in order to avoid confusions
Ravi:

We would like to support this CR. However I have just one minor clarification for this :

VIA - This header shall also be inserted by an SCP or SEPP when relaying an HTTP error response (see clause 6.10.x). It may be inserted otherwise.    

The second sentence contradicts the first sentence. Do we really need the second sentence? 

Virendra:

As per clause 5.7.1 of RFC7230, VIA header helps to track the nodes in routing path of request and response message. So VIA header shall be included by SCP and SEPP in both request and response messages. Table 5.2.2.2-1: Mandatory to support HTTP request standard headers and Table 5.2.2.2-2: Mandatory to support HTTP response standard headers should be updated for via header for clarification. Also, I am not sure if via header is helping to get the originator of the error response? 
RFC7230 

   A proxy MUST send an appropriate Via header field, as described  below, in each message that it forwards.  An HTTP-to-HTTP gateway MUST send an appropriate Via header field in each inbound request message and MAY send a Via header field in forwarded response messages.

Giorgi:

We believe that new statements for VIA header unintentionally creates ambiguity for the existing statement. I’d propose the following clarification for the existing one: “This header shall be inserted by HTTP proxies, i.e. by an SCP or a SEPP, when relaying an HTTP response”. 
Hiroshi:
Thank you for your clarification, and understood the procedure.

I think the note proposed by Abdessamad is useful for clarity, and one small addition if possible, as SEPP in addition to SCP can reselect when we consider the interaction over N32, i.e. 
>> [Abdessamad] I think that this hence needs to be clarified in the text or using a NOTE, i.e. that the reselection (that is a consequence of the error response received) may also be performed by an SCP or SEPP, in order to avoid confusions.
Bruno:

Thanks for the comments received. I have uploaded v1 in the draft inbox, with: 

· Cisco added as co-source

· A new note in 6.10.x.1 as proposed by Adbessamad and Hiroshi

· The description of the Via header for requests and responses updated. 

Note that we cannot assimilate an SCP as an HTTP proxy (as already commented by several of us in earlier CT4 meetings), thus why a separate statement is specified for SCP for in the Via header. 

The presence of the Via header (with SCP identity) in the response enables the HTTP client to know that the error was not originated by the SCP. 

Giorgi:
Thanks for the revision. I believe it would be useful to add an example to the new note

Abdessamad:

Thanks for the new version and taking onboard our comments. Regarding the added NOTE, I was wondering if the following case can be useful and hence be also depicted in the NOTE? 

The SCP is made capable to send the request to a different HTTP server if the initially targeted HTTP server rejects the request. In this case the error response is not relayed back to the HTTP client, i.e. the SCP takes a decision to reselect based on available binding indication for example

Bruno:

I have uploaded v2 in the draft inbox capturing your comment.
Giorgi, you said “Thanks for the revision. I believe it would be useful to add an example to the new note.”. The NOTE already provides an example, so what more do you ask for?
Abdessamad:

V2 is ok for me

Giorgi:

v2 looks fine to me

Hiroshi:

Thank you for sharing the revision.
While the new added note looks good enough, as Abdessamad pointed out, it would help my clarification by indicating, for example:

NOTE:      An SCP or SEPP can also retry a request towards a different SCP or SEPP, or towards a different HTTP server, instead of relaying the response back the originator, if a next hop SCP or SEPP or if the HTTP server rejected a request e.g. due to insufficient resources. 
Bruno:

Fine by me. V3 uploaded with your proposed change.

Revise, new tdoc number

	
	
	2454
	CR 29.500 0108 Rel-16 Error handling for indirect communications
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2072
	CR 23.527 0019 Rel-16 Populating Recovery Information in corresponding to Binding Indication via Direct signalling from a Service Producer
	Ericsson
	Revised to C4-202372
	WI 5G_eSBA

CAT B

Giorgi

I made some editorial changes to the CR and uploaded it to the Drafts/6.1.4.
Btw, in tdoc 2010 I’m proposing a common name for the NF Instance, NF Set, NF Service Instance and NF Service Set, which would spare us from repeating these 4 names on and on. If CT4 agrees to some kind of a generic name, then also 2072 should make use of that common designation.

Bruno:

We are fine with the principle of extending the restoration procedures to the concepts of NF service set and NF set, as you intend. 
We have few comments though.

General comments:

1) Existing restoration procedure is still valid for Rel. 15 functions/services or Rel. 16 ones neither supporting service set concept nor function set concept. So the CR needs to take care of that (see detailed comment further down).
2) The support/use of these extensions shall be optional. Please mention this explicitly.

3) The current proposed solution assumes that “the session context will remain available until the entity in corresponding to the its binding level has failed.”, like also stated on the cover page:
Summary of change
Including Recovery Time Stamp for the entity in corresponding to the binding level for the session context created in the Service Producer. e.g. if Binding level is the NF Service Set, the Recovery Time Stamp should be associated with the Service Set.
Table 6.3.1.0-1: Binding, selection and reselection of 23.501 actually specifies  that it is possible to reselect a different NF service instance from another NF instance, according the Binding Information, regardless of the Binding Level. This means for instance that if the Binding Indication includes a Binding Level (NF instance), the NF Instance ID and a NF Set ID, it is possible to reselect a different NF instance from the NF Set ID e.g. when the NF instance indicated by the NF Instance ID is no longer reachable. 

So this means that all the NF instances of the NF set can  access the same context in this example, and that a failure of the specific NF instance ID does not entail that the context is lost.   
Accordingly, an NF needs to advertise the recovery time of the higher level Binding ID (i.e. of NF Set, NF Instance, NF service set, NF service instance, in decreasing order) it advertises in the Binding Indication, and NOT the recovery time of the entity corresponding to the binding level, e.g. if Binding Indication contains binding level of NF instance but binding indication also contains an NF set, the recovery time of the NF set and not of NF instance needs to be advertised.

Detailed comments:

4) 6.3.2: the very first change (“…instance if the binding level is set to "nfserviceinstance") and further changes downwards disregard the case where no binding indication is received at all from the NF service producer (e.g. Rel-15 producer).

5)  Changes use descriptive text instead of normative wording.

6) “Service Consumer part in the NF” -> similar comments as I made on the CT4 list for another CR last week. 
7) We should delete the following note:

NOTE X:     It would be sufficient to populate the recovery timestamp of entity in corresponding to the binding level, this is essential for the service consumer to perform restoration procedure, e.g. cleanup related resource. 

Accordingly, existing notes need to be renumbered.

8) We should clarify what does ‘an NF set restarts’ means. This is not that every NF of the set has restarted (as I have read in another related CR or as might be suggested in this CR), but that the contexts stored by the NF set (and accessible by every NF instance of the NF set) have been lost. The same definition can be extended to NF restart, NF service set restart, NF instance restart. 

“

2.  A NF service produced by NF B restarts or the NF Service Set in the NF B, or the NF B or NF Set which the NF B pertains to has restarted.

“

Bruno:

See 2074

Frank:

Thanks for the comments, most of comments are fine. 
However, it is worth to discuss the following bullet though we are open.

Table 6.3.1.0-1: Binding, selection and reselection of 23.501 actually specifies  that it is possible to reselect a different NF service instance from another NF instance, according the Binding Information, regardless of the Binding Level. This means for instance that if the Binding Indication includes a Binding Level (NF instance), the NF Instance ID and a NF Set ID, it is possible to reselect a different NF instance from the NF Set ID e.g. when the NF instance indicated by the NF Instance ID is no longer reachable. 

So this means that all the NF instances of the NF set can  access the same context in this example, and that a failure of the specific NF instance ID does not entail that the context is lost.   
Accordingly, an NF needs to advertise the recovery time of the higher level Binding ID (i.e. of NF Set, NF Instance, NF service set, NF service instance, in decreasing order) it advertises in the Binding Indication, and NOT the recovery time of the entity corresponding to the binding level, e.g. if Binding Indication contains binding level of NF instance but binding indication also contains an NF set, the recovery time of the NF set and not of NF instance needs to be advertised.

I copied the table 6.3.1.0-1 in TS 23.501 for convenience:

Table 6.3.1.0-1: Binding, selection and reselection

What is the difference between 2nd column and 3rd column when come to the session resilience? 
Bruno> 3rd column is about reselecting a different service instance, e.g. because the service instance indicated in the binding indication is not available, overloaded, etc.
So e.g. an SMF instance that is part of a SMF set may wish to bind a given PDU session to one specific SMF instance, so as to avoid that subsequent requests targeting the PDU session are randomly distributed to any SMF instance of the SMF set. However, if the SMF instance is no longer reachable (e.g. failed, overloaded, decommissioned), other SMF instances in the SMF set can carry on serving requests targeting the PDU session.

[Frank] Shall the service consumer first try with another entity in the scope of the binding level before it tries to an entity beyond the binding level? E.g. when binding level is NF instance, and NF set is also included, the consumer should try a service instance in this NF instance before it try a service instance in another NF instance in the NF set, i.e. unless all available service instances in that NF instance is not available, the consumer reselect a service instance in another NF instance in the NF set?

Bruno> this is not specified, but looks a reasonable implementation if the reason for not being able to reach the service instance indicated in the binding indication is not due to e.g. an NF failure/overload.
Can we assume the session context can be continued (if the binding level entity fails) at one of entities (in the reselection scope)? 
Bruno> This is my understanding, otherwise it makes no sense to say that the client can reselect another instance in the set as the requests (e.g. Update SM context Request) would fail.

And why would the binding indication contains an SMF set or SMF service set id if requests cannot be served by service instances of the set.
[Frank] What is intention for 2nd column then if the 3rd column does the same session resilience?

Bruno> it shows that the client selects first the service instance indicated in the binding level
Or the session context can only for sure be continued in corresponding to the binding level?

Bruno> no

Using an example:

If binding level is Service Instance, the binding indication includes also

1. If NF Service Set is included, does this mean that the session context can be continued with another Service instance in the Service Set;
Bruno> this is my understanding
2. If NF instance id is included, does this mean that the session context can be continued with another Service instance in the NF instance; 
Bruno> ditto (*)
3. If NF Set id is included, does this mean that the session context can be continued with another Service instance in the NF Set.
Bruno> ditto
(*) we need to clarify separately one comment from Giorgi – i.e. that service instance id by its own does not suffice to identify the service instance. i.e. that we would need to convey also the NF instance Id. In this situation, there could be an issue wrt how to differentiate the case where it is permitted or not to reselect a different service instance in the NF instance.

Please note, it is not so simple as you say NF needs to advertise the recovery time of the higher level Binding ID “, e.g. in bullet 2 above, the recoverytime should be the NF instance, not Service set, right?

Bruno> I said “NF needs to advertise the recovery time of the higher level Binding ID (i.e. of NF Set, NF Instance, NF service set, NF service instance, in decreasing order)” . So in bullet 2 above, binding indication contains NF instance ID but no NF Set ID, which implies we signal recovery time of NF instance ID. 
But, if so, what is the intention for 2nd column? 

Bruno> see above.

Another possible interpretation for the 3rd column is just a suggestion from the sender (of binding indication), in case of failure, the consumer or SCP can reselect one from that scope, but the session context may not be continued?

Bruno> see above. This does not make sense IMO.

Frank:

I have uploaded v1 for the CRs related to recovery time stamp.

Bruno:

C4-202072: 
a) We should rather speak about “resource context” than “session context”  

Frank: OK
b) Step 2 (and others) of 6.3.2. Similar comments as c) of 2076.  We should not say “The NF B that supports this procedure may include the recovery timestamp of the entity to which the session context is bound,”. Binding may be to an NF instance, but resiliency applies e.g. to NF set if an NF set is advertized in the Binding Indication. 
It would be good to actually add some description at the beginning of clause 6.3.2 speaking about resiliency at an NF set, NF instance or NF service set. 

Frank: It is a good idea. I have created some text in 6.3.1 as above. 
I have attempted to create the following text in 6.3.1 of TS 23.527, for NF Service Producer (included in C4-202072)
When NF (Service) Set is deployed in the network as specified in clause 5.21.3 and 6.3.1.0 of 3GPP TS 23.501[x], a NF Service Producer in a NF (Service) Set may create resource contexts and make the context data be shared by any NF (Service) instances pertaining to the same NF (Service) set, i.e. the resource context is bound to NF (Service) Set, so that the context may be served by any NF (Service) Instance within the NF (Service) set, until the NF (Service) Set has failed/restarted. When a NF (Service) Set has failed/restarted, it shall indicate all context data (which is accessible by any NF (Service) instances pertaining to the same NF (Service) set) are lost. Therefore, the Recovery Information of the entity within which context data be made available may be populated via direct signalling.
Draft  v2  provided.

Bruno:

I have uploaded C4-2072, 2073, 2074, 2075, 2076 “V2+bruno” versions in the draft inbox, with my proposed updates to all your CRs.

In general, we need to be careful in our text to not cause confusion between the “binding” and “resiliency” concepts. Binding is optional to use and allows better efficiency; resiliency is brought by the concept of NF (service) set, independently from binding.

 Draft Revision to be provided
Giorgi:

I uploaded revised version (C4-202072_v3_recoverytimestamp_producer(+bruno)+Giorgi) into the Draft/6.1.4 folder.
I made some editorial adjustments to the text in clause 6.3.2, which should help better understanding the change

Frank

Thanks for the revision, however, there are some problems. E.g. in Step 2:

An NF B that supports this procedure may include a recovery timestamp in the Binding Indication (i.e. in the "3gpp-sbi-binding" HTTP header) in the response message (see clause 5.2.3.2.6 of 3GPP TS 29.500 [y]). An NF A that supports this procedure shall associate the created resource with the binding entity as specified in Table 6.3.1.0 of 3GPP TS 23.501 [x]. The NF A also associates the recovery timestamp with the same binding entity.
What I have proposed: 

An NF B that supports this procedure may include the recovery timestamp in the Binding Indication (i.e. in the "3gpp-sbi-binding" HTTP header) in the response message (see clause 5.2.3.2.6 of 3GPP TS 29.500 [y]). An NF A that supports this procedure shall associate the created resource with the entity (with which the recovery time stamp associated) as indicated in the Binding Indication. 
The key point here is the receiver shall associated the context with the entity and store the entity’s recovery timestamp,  so that it can delete the context when the entity’s recovery time is updated.

We need not talking about binding entity here in the restoration procedure; it will add confusions😊 for restoration: 

· The sender just need to tell the receiver to which entity the context is bound, and the recovery time stamp (or restart counter) of this entity; 

· the receiver shall store such information; 

· once the recovery time stamp is incremented, the entity is restarted, the context on this entity is gone, the receiver cleans the relevant context data.

If recoverytime is populated via ANOTHER header/IE, they would have no confusion. I proposed to reuse Binding Indication is just to save some bytes.

So, question to CT4, should we introduce a new custom header??

During CC 21st:

WE should stick to the binding header, no new header  at the moment

Girogi:

If I understood you right, we have two options to consider:
1. Reusing "3gpp-sbi-binding" HTTP header, but restricting its contents to containing only one binding entity, which is referred to by the “bl” parameter.

2. Specifying new HTTP custom header.

In either case we need to specify how to handle binding enity hierarchy. 

Let’s discuss this in the upcoming telco.

Frank

If we go for a new HTTP custom header, in this header, it will only contain an entity Id, and recovery time stamp for this entity. The entity id is either NF Set id, or NF instance id, or NF service Set id or NF service instance id, which is the entity that the context is bound to. 

But there will be some drawbacks…

Continued in next line



	
	
	2072
	continued
	
	
	Giorgi

Updated the version in the subject to [v3].
In today’s telco we agreed to continue working on the wording. The wording is based on the agreed set of messages we want to document. I would propose to discuss the following set of messages for 2072 and once agreed move on to other CRs in the pack.

Let’s look into the steps in clause 6.3.2 NF Service Producer Restart in 2072:

1. The text is clear

2. Producer (NF B) may send binding indication (“3gpp-sbi-binding” header) with new parameter, a recovery timestamp (see 2076). How NF B associates the timestamp with a certain binding entity is clarified with the new text in clause 6.1, but should be reiterated here. In addition, here we need to clearly specify the Consumer (NF A) functionality:

a. If either no Binding Indication is received from NF B, or if a Binding Indication is received, but it includes only an NF service instance, then the Consumer NF A associates the time stamp with the NF service instance.

Frank: The yellow highlighted case is not possible as you said earlier. The Binding Indication will include at least NF Service Set, or NF Instance, or NF Set, for the reselection as specified in 3rd column. The NF Service Set, NF Instance and NF Set also enable the receiver to determine the NF Service Instance.
NF Service Instance:

An equivalent NF Service instance:
-     within the NF Service Set (if applicable)
-     within the NF instance
-     within the NF Set (if applicable)
b. If a Binding Indication is received and if in addition to the NF service instance it also contains other binding entity (NF service set, NF instance, NF set), then Consumer NF A associates the timestamp with xxx binding entity (please clarify)

Frank: so if NF Service Set is included (but neither NF instance nor NF Set), the recovery time is associated with NF Service Set;
If NF instance is included (but no NF Set), the recovery time is associated with NF instance;

If NF set is included (regardless if NF service set or NF instance is included or not), the recovery time is associated with NF Set.

So I say, the recovery time stamp is always associated with the highest level of entity. 

3. The Producer NF B restart means that the binding entity with which the recovery timestamp was associated (see clause 6.1) has restarted and the respective contexts are gone. Right?

Frank: Yes.

4. Consumer NF A does not know anything about the restart and send a request to the Producer B.

5.  Producer NF B may send another send binding indication (“3gpp-sbi-binding” header) with new value in the recovery timestamp, right?:

a. Consumer NF A assumes that the received timestamp is associated with the same binding entity as in the above step 2. Is this correct, 

Frank: normally it should be the same entity. 
e.g. Producer B creates a resource context (for a NF service) and bind it to NF Set, in this case, the B will provide recovery timestamp for NF set; 

the A will mark the resource context be bound to NF set together with the recovery time stamp;

if later on, the A receives a new recovery time stamp for NF Set, this indicates the resource context bound to the NF set have been lost
b. or should the Consumer NF A determine the association on the received set of binding entities?
Frank: NF A need not determine. The recovery time stamp is always associated with the highest level entity in the binding indication
I would appreciate it a lot if you could answer the above questions and fill the gaps. Having agreed these messages will simplify our task for finding more clear wording when describing the intended functionality.

Giorgi:

Thanks a lot. I think we should explain all of these with explicit short statements. Please also add Huawei as a supporting company to the package (2072-76).
Frank

Thanks for the support. 
Yes, we need work with the wording; I have also uploaded v3 for C4-202073. 

I think we should describe the principle of restoration when NF (Service) Set is deployed in the separate clause, and use “shorter” text in the procedure description….especially we may not use NF Set, NF Instance, NF Service Set and NF Service Instance every time; otherwise, it doesn’t add readability

Giorgi

We should utilize definitions from 2394 and use “binding entity” instead of “NF Set, NF Instance, NF Service Set and NF Service Instance”.

Frank
I have uploaded v4 for the set of CRs. (2072-2076
I have used “binding entity” which is introduced in 2394, with some additional note in the change for clause 6.1 in TS 23.527. 

Hopefully, it is better and agreeable.

Bruno:

I have uploaded my proposed updates in the draft inbox for 2072, 2073, 2074 and 2076.
2075 is fine by me.
Giorgi

I uploaded v4 with my amendments into the Drafts/6.1.4 folder
I noticed our v4 versions diverge. Perhaps, we could add definitions of “resiliency levels” and “resiliency entities” to 3.1 in 2072->2372 ?
Frank

I read through both your revisions. 
And I have created v5 and uploaded 6.1.4.

Actually I like better Giorgi’s revision, when come to the following notions:

the NF Service Producer may provide a recovery timestamp associated to the highest resiliency level that it supports for the resource context, i.e. the binding entity with which the context data is bound. Binding entities are sorted from the highest to the lowest resilience levels as follows: an NF Set, NF Instance, NF service set or NF service instance.

In some revisions from Bruno, you have tried to avoid to use “Bound”, and use “Shared”; but these words are quite different. 

When A is bound to B    when B has failed, A will have to be lost;

But when A is shared by B, when B has failed, A may still be shared by SOME other entities.

I don’t think there is any ambiguous using “bound” and it is straight forward; e.g. for the C4-202074, which is related to NRF, it has nothing to do with Binding Indication…don’t think there is any confusion.

I have used the following wording:

NF B Profile may include the recoveryTime attribute of the NF Set to which NF B pertains to, when NF B pertains to an NF Set, i.e. when the resource contexts created in the NF B is bound to the NF Set, i.e. resource contexts are accessible by all NF Instances within the NF Set.

NOTE X:              The restart of an NF Set indicates that resource contexts bound to the NF Set (i.e. that are accessible by all NF Instances within the NF Set) have been lost.

Giorgi:

Looks good to me, thanks.
Maybe we could also consider the following amendment.

3.1       Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and 3GPP TS 29.244 [4] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] and 3GPP TS 29.244 [4].

Resiliency levels: An NF Set has the highest resiliency level followed by an NF Instance, an NF service set and an NF service instance, which has the lowest resiliency level.

What you think?
Frank

The sentence is already in clause 6.1. And it is not really a definition (of resiliency level).
Giorgi

OK

Bruno

Your versions v5 are fine by me. My reluctance to use the terms “bound to NF (service) set” (or similar expressions) comes from the risk of mixing / misinterpreting the text with the “Binding Indication” and the binding indication level concepts (e.g. the NRF solution supports NF (service) set recovery timestamp w/o using the Binding Indication concept at all, and our text of all the CRs may not always be crystal clear whether we refer to the entity bound according to the binding level or according to the binding entity IDs in the Binding Indication). In short, binding and resiliency are different concepts. 
But if you think this is clear enough, so be it. 

In any case, we will need to further develop our stage 3 description on the use of Binding Indication and Binding level at the next meeting, so my concerns should be fully alleviated once this is done.

There is a typo in 2074 v5 (“ i.e. accessiable by”).

Frank

I will correct the typo identified.

CC 22nd:

Bruno:

Stage 2 is using Binding and  resilance and  we have to be careful when using the terms


	
	
	
	
	
	
	

	
	
	2372
	CR 23.527 0019 Rel-16 Populating Recovery Information in corresponding to Binding Indication via Direct signalling from a Service Producer
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Revised to C4-202553
	Changes  over changes, cleanup

	CC?
	
	2553
	CR 23.527 0019 Rel-16 Populating Recovery Information in corresponding to Binding Indication via Direct signalling from a Service Producer
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	Abdessamad
OK

	
	
	2073
	CR 23.527 0020 Rel-16 Populating Recovery Information in corresponding to Binding Indication via Direct signalling from a Service Consumer
	Ericsson
	Revised to C4-202373
	WI 5G_eSBA

CAT B

Bruno:

Our comments to C4-202072 also apply to C4-202073.
Additional comments: 

It is questionable whether we should allow the following:

When the service consumer provides the binding indication for the NF services it may offer, i.e, when the scope of the binding indication is set to "other service", in such case, the service consumer may also include a recovery information of an entity in corresponding to the binding level, to allow populate such recovery information earlier (instead to provide such recovery information in a service response later).

In such a case, the recovery timestamp would be only available at the producer’s service that receives the consumer’s service request, and not at other producer’s services. Isn’t this similar to the discussion of OCI where you said that a consumer should not advertise OCI for services it produces as services should remain independent. 

Frank:

I thought since anyway the service consumer is already able to provide a binding indication for “other service”, and then it has some benefits that the receiver may get “recoverytime” EARLIER; otherwise the receiver can get the information only when it consumes the NF services produced by the sender (of binding indication with “other service”)… it can free up the resource earlier😊
Regarding OCI, I was not against to enable a service consumer to populate OCI for “other service”; I just thought that only one or a few more service requests are excluded being in throttling scope if receiving OCI only in service response (which might be a little bit later), so it is less valuable.

Bruno:

I can accept when the service consumer optionally signalling the recovery time when providing a binding indication for “other service”.
Bruno:

similar comments as 2072 
The drafts still need some work to make the concepts clear and easily understandable by all.
Frank:

And for NF Service Consumer: (C4-202073)
When NF (Service) Set is deployed in the network as specified in clause 5.21.3 and 6.3.1.0 of 3GPP TS 23.501[x], a Service Consumer, when invoking a NF Service, it may create session context for callback (in corresponding to the resource context in the NF Service Producer) and make such context data to be shared by any NF (Service) instance, i.e. the context is bound to the NF (Service) Set level. So, any NF (service) instance within the NF (service) set may be able to receive notifications or callback request from the NF Service Producer, until the NF (Service) Set has failed. 
When a NF (Service) Set has failed/restarted, it shall indicate all context data (which is accessible by any NF (Service) instances pertaining to the same NF (Service) set) are lost. Therefore, the Recovery Information of the entity within which context data be made available may be populated via direct signalling.

See 2072, uploaded v4
Open
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	CR 23.527 0020 Rel-16 Populating Recovery Information in corresponding to Binding Indication via Direct signalling from a Service Consumer
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	2074
	CR 23.527 0021 Rel-16 Populating Recovery Information in corresponding to Binding Indication via NRF
	Ericsson
	Revised to C4-202374
	WI 5G_eSBA

CAT B

Bruno:

Our comments to C4-202072 also apply to C4-202074.
Additional comments:

1) In step 1: 

NF B (or OAM) registers NF B Profile to the NRF. The NF B Profile may include the recoveryTime attribute, if a restart of NF B results in losing contexts. The NF B Profile may also include the recoveryTime attribute of the NF Set which the NF B pertains to, when the binding level of the session context created in the NF B is NF Set level.

This text suggests that NF B may include both, which I assume is not what you intend. 

2) the following text is not formally correct. We should say that an NF set restart means that the contexts stored by the NF set (and accessible by all NF instances of the NF set) are lost, i.e. that the peer can behave as if all the NF instances had restarted.

NOTE:   It is assumed when the whole NF Set has restarted, all the NF Instance(s) pertaining to the same NF Set has also restarted; but it is not vice versa

3) “The NF B Profile shall also update the recoveryTime attribute of the NF Set which the NF B pertains to, when the whole NF Set has restarted.” : if NF B had registered a recovery time for the NF set
4) same comment as 1): 

5.  The NRF notifies NFs having subscribed to receive notifications of changes of NF B Profile about the updated recoveryTime of the NF B Profile and updated recoveryTime of NF Set which the NF B pertains to.

5) similar comments as above for the NF service set.

Bruno:

a) Same as comment a) of C4-202072.
Frank: It is about “a)       We should rather speak about “resource context” than “session context” 
b) According, the CR title should be changed and aligned on the CR title of C4-202072
Frank: What about “Populating Recovery Information of NF (service) Set via NRF”
c) The actual content of the CR needs to be also aligned accordingly.

d) We should rather speak about “resource context” than “session context” 
Frank: Yes, since it is always from NF Service Producer pov.
See 2072, uploaded v4
Open

	
	
	2374
	CR 23.527 0021 Rel-16 Populating Recovery Information in corresponding to Binding Indication via NRF
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	

	
	
	2075
	CR 29.510 0323 Rel-16 Recovery Time on Binding Level
	Ericsson
	Revised to C4-202375
	WI 5G_eSBA

CAT B

Bruno:

Our comments to C4-202072 also apply to the cover page of C4-202075.
Bruno:

a) the cover page needs to be updated: the support of a recovery time of an NF set or NF Service Set via the NFProfile in NRF is independent from the concept of binding. In other words, the restoration procedures are extended in Rel-16 to support the detection and restoration upon the loss of resource contexts of an NF set or NF service set, regardless of whether a Binding Indication is supported/used. 
b) The actual content of the CR is fine otherwise
Frank: I will remove the text related to binding indication; I agree Binding Indication has special meaning; however it is important to say, with introduction of NF (Service) Set, where it requires the context data (either resource context or session context) can be accessible by any NF (Service) instance with the NF (Service) SET, i.e. the context is bound to the NF Service Set level, or NF Set level.  Then the service producer / consumer use Binding Indication to tell the peer entity to the binding information, where there are two level of binding information.  In fact, bound is perfect word, we don’t need to limit “bound” to binding indication. Let me know if there is a better word other than “bound”.  The following are the definition from TS 23.501.
See 2072, uploaded v4
Open

	
	
	2375
	CR 29.510 0323 Rel-16 Recovery Time on Binding Level
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	

	
	
	2076
	CR 29.500 0113 Rel-16 Populating Recovery Information in the Binding Indication
	Ericsson
	Revised to C4-202376
	WI 5G_eSBA

CAT B

Bruno:

Our comments to C4-202072 also apply to C4-202076.
Additional comments:

In clause 5.2.3.2.6, the ABNF definition of the new parameter is not correct:

parameter         =  parametername "=" token
parametername             = "nfinst" / "nfset" / "nfservinst" / "nfserviceset" / "servname" / "scope" / "recoverytimestamp"

scope    = "other-service" / "callback" / "subscription-events"

recoverytimestamp = "date-time" 

The above definition does not achieve the following: 

“recoverytimestamp= Tue, 04 Feb 2020 08:49:37 GMT”
For consistency with the recoveryTime attribute of 29.510, we could name the parameter “recoverytime”.

To be updated according to general comments:

recoverytimestamp (recovery time stamp): indicates the timestamp at which the entity in corresponding to the binding level of the session context created in the NF Service Producer or corresponding session context allocated in the NF Service Consumer (with the scope set to "callback"). The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11].

Ditto for examples 9/10.

Also the sentence in this definition is incomplete: there is no verb/action after “timestamp at which the entity …”

Examples 9/10 -> X/Y

Bruno:

a) We should rather speak about “resource context” than “session context” 
Frank: I guess use “Context” is more generic. “Resource context” seems more Service Producer pov but session context is more Service Consumer pov?
b) 5.2.3.2.6 : the extension in blue is not correct, as this breaks the current definition of binding being a comma separated list of binding indications.

3gpp-Sbi-Binding = "3gpp-Sbi-Binding" ":" #(OWS "bl=" blvalue 1*( OWS ";" parameter)) OWS ";" recoverytime
Frank: will fix it as “3gpp-Sbi-Binding = "3gpp-Sbi-Binding" ":" #(OWS "bl=" blvalue 1*( OWS ";" parameter) OWS ";" recoverytime) ”

c)              The definition of the recoverytime parameter needs to be simplified & clarified. It should not say “”entity to which the session context (created in the NF Service Producer or the corresponding session context allocated in the NF Service Consumer (with the scope set to "callback")) is bound”. One may say e.g. that recoverytime is an optional parameter that indicates the recovery time of an NF Set, NF instance , NF service Set or NF service instance, in decreasing order of precedence, if the Binding Indication contains an NF Set ID, an NF Instance ID, or an NF service Set ID / NF service instance ID respectively. 
Frank: will reword. Actually the sentence can be made much simpler, the recovery time shall be associated with the higher entity level if more than one entity are present in the Binding Indication
-     recoverytime: indicates the timestamp of the highest(higher) level entity in the binding indication.  See also the table 6.3.1.0-1 of 3GPP TS 23.501 [3]. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11]
d) The following NOTE is also very difficult to read. It does not seem appealing to repeat the NFInstance ID twice in the Binding Indication (I would recommend to defer to the next meeting how we handle the issue spotted earlier by Giorgi, we can put an editor’s note for the time being).
Frank: with above, the problem is solved. When bl=nfserviceinstance, the reselection level is either NF Service Set, or NF Instance, or NF Set, i.e. the recovery time is associated with NF Service Set, NF Instance, NF Set respectively; the NF Service Set, or NF Instance, or NF Set can be retrieved via NRF Service Discovery procedure.
Bruno: right, but do we need to support advertising a Binding Indication where the resource would be bound to the service instance only ? and if so, how do we support this? or is it so that this is not needed in any scenario because this is what we can already support w/o any binding indication in Rel-15?
We need not re-define 

Example Y has an extra space.

Frank:

Thanks for the support of the CRs.
I have uploaded v3 for 2072 and 2076. 

I propose to discuss the following bullets in the CC this afternoon: (Dear @Peter Schmitt, please reserve some time in this afternoon CC for these set of CRs.)

1. whether the Binding Indication should ALWAYS include the information related to session resilience (in corresponding to the 3rd column), I understand it is optional though it should be present; 

2. So if present, there will be multiple entities may be present in the Binding Indication;

3. But the recoverytime shall be associated with the higher(highest) entity level in the Binding Indication if there are multiple enities; otherwise it shall associate the entity in the Binding indication.  ( You proposed text,”i.e. at the level of an NF Set, NF Instance, NF service set or NF service instance, in decreasing order of precedence,”  is more difficult to understand, the recovery time can be associated with only one entity.) 

4. I propose the following text in the CR 2072 (with slight change on top of Bruno’s version), for the new change in clause 6.1 of TS 23.527: (We need first agree those text which is essential for the CRs)

When NF (Service) Set is deployed in the network as specified in clauses 5.21.3 and 6.3.1.0 of 3GPP TS 23.501[x], an NF Service Producer in a NF (Service) Set creates resource contexts and the context data is shared by all the NF (Service) instances pertaining to the same NF (Service) set, i.e. the resource context is bound to the NF (Service) Set. So Requests targeting the resource may be served by any NF (Service) Instance within the NF (Service) set, unless the shared contexts are lost (which is further referenced in the specification as "the NF (Service) Set has failed/restarted"). 

In order to enable peer NFs to detect the loss of the resource contexts, i.e. at the "restart of the NF (Service) Set or NF instance", and trigger appropriate restoration procedures,  the NF service instances shall provide the recovery timestamp in corresponding to the highest resiliency level they support, i.e. at the level of which the context data is shared (bound), that is, either a NF Set, or a NF Instance, or a NF service set or a NF service instance, and signal this recovery timestamp in direct HTTP signalling or via their NF profiles in the NRF. 
Correspondingly for 2073 (Service Consumer):

When NF (Service) Set is deployed in the network as specified in clause 5.21.3 and 6.3.1.0 of 3GPP TS 23.501[x], an NF Service Consumer in an NF (Service) Set may create a session context for callback (corresponding to the resource context in the NF Service Producer) when invoking a NF Service and the context data is shared by all NF (Service) instances pertaining to the same NF (Service) set, i.e. the context is bound to the NF (Service) Set. So, any NF (service) instance within the NF (service) set is able to receive notifications or callback request from the NF Service Producer, unless the shared contexts are lost (which is further referenced in the specification as "the NF (Service) Set has failed/restarted"). 

In order to enable peer NF Service Producers to detect the loss of the session contexts in the NF Service Consumer, i.e. at the "restart of the NF (Service) Set or NF instance", and trigger appropriate restoration procedures,  the NF service (Consumer) shall provide the recovery timestamp corresponding to the highest resiliency level they support, i.e. at the level of which the context data is shared (bound), that is, an NF Set, NF Instance, NF service set or NF service instance, and signal this recovery timestamp in direct HTTP signalling. 
5. Then with above detailed description, in the following changes for the procedure, e.g. step 2, we don’t need so much text, the recovery time shall be always associated with the highest entity in the Binding Indication, this is to be specified in 29.500 CR. (0076)

An NF B that supports this procedure may include the recovery timestamp in the Binding Indication (i.e. in the "3gpp-sbi-binding" HTTP header) in the response message (see clause 5.2.3.2.6 of 3GPP TS 29.500 [y]). An NF A that supports this procedure shall associate the created resource with the entity (with which the recovery time stamp associated) as indicated in the Binding Indication. 

6. In the 0076, the definition of recovertime can be short, it just needs to associate the recoverytime to the “right” entity, which is the HIGHEST entity in the BINDING INDICATION.

recoverytime: indicates the timestamp of the entity in corresponding to the highest resiliency level supported for the resource, that is, the highest entity level in the Binding Indication. See also the table 6.3.1.0-1 of 3GPP TS 23.501 [3] and clause 6.1 of 3GPP TS 23.527 [38]. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11].

7. So the only case left is that the session resilience level is at NF Service Instance, I think it is fine to not include recovertime in the binding indication. It is anyway a legacy entity.

See 2072, uploaded v4
Open
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	2078
	CR 29.500 0114 Rel-16 Binding Indication sent from a Service Consumer
	Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-202366
	WI 5G_eSBA

CAT B

Giorgi:

I have a question on the following statements:
When binding information is applicable to notification/callback requests, corresponding notifications are bound to: 

…

-    the NF service instance or NF service set (according to the binding level).
NOTE:    The NF Service Consumer in a NF or NF Set can be identified by the NF Instance Id or NF Set Id, or by NF Instance Id or NF Set Id with a service name parameter, or a NF Service Instance Id or a NF Service Set Id, where the service can either be a standardised service or a custom service.

How could the endpoint be selected for an NF service instance or for NF service set, if the respective NF instance is not identified somehow?

Frank:

According to the definition of NF Service Set in TS 23.003, the NF Service Set Id is defined as below:
A NF Service Set Identifier shall be formatted as the following string:
set<Set ID>.sn<Service Name>.nfi<NF Instance ID>.5gc.mnc<MNC>.mcc<MCC> for a NF Service Set in a PLMN, or
set<Set ID>.sn<Service Name>.nfi<NF Instance ID>.5gc.nid<NID>.mnc<MNC>.mcc<MCC> for a NF Service Set in a SNPN.

So, NF instance id is available. 

On the other hand, it is not harm to include NF instance id, except some extra information; and it may also include NF set id in the binding indication. 

See existing example:

EXAMPLE 3:     Binding to a SMF Service Set "xyz" within an SMF instance within SMF set of Example 1:

3gpp-Sbi-Routing-Binding: bl=nfserviceset; nfservset=setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345; nfset=set1.smfset.5gc.mnc012.mcc345

Giorgi:

Thanks for explaining your point. I’m fine with NF Service Set ID, but let’s focus on NF Service ID.
TS 23.003 does not define the format of the NF Service ID, which could be similar to the NF Service Set. The spec rather points to TS 29.510, where ServiceName is defined as an enumeration. So, NF Service ID has meaning only within NF Service Set or when associated with an NF Instance

Bruno:

We should add a NOTE in our joint contribution, after the new one currently added by the CR, stating that a notification can be sent to any service instance indicated in the Binding Indication, e.g. if the Binding Indication contains an NF Set ID, an NF Instance ID and a binding level to NF Instance, the notification can be sent to any NF instance of the NF set if the NF instance to which the notification is bound is not reachable.

Frank:

I have slightly revised the note as below:
NOTE 2: A notification can be sent to any equivalent NF service instance in the NF Set, if the Binding Indication contains an NF Set ID, an NF Instance ID and the binding level set to NF Instance and if the NF service instance to which the notification is bound is not reachable.
I guess you want to address the following case: (in table 6.3.1.0-1 of TS 23.501)
NF Instance: Any equivalent NF Service instance within the NF instance./ Any equivalent NF Service instance within a different NF instance within the NF Set (if applicable)
. Please let me know if it is OK
Bruno

This is not the only case. All the other raws of the table of stage 2 also apply.
My point is the following. Our CR adds the following text: 

When binding information is applicable to notification/callback requests, corresponding notifications are bound to: 
-    the NF instance or NF set (according to the binding level), if no service name was received;
-    the specific service (indicated by the service name parameter) of the NF instance or NF set (according to the binding level), if a service name was received; or 

-    the NF service instance or NF service set (according to the binding level).

What I wish to clarify is that notifications may also be sent to different NF service instances than the one(s) indicated by the binding level, according to the binding entity IDs (reusing Giorgi’s definition) present in the Binding Indication, e.g. if the NF service instance(s) indicated by the binding level is/are not reachable. 

Frank
The highlight text yellow seems not correct (need more information) as you proposed earlier. The e.g. part is reflecting the row of the following:

NF Instance
-Any equivalent NF Service instance within the NF instance.
-Any equivalent NF Service instance within a different NF instance within the NF Set (if applicable)
Note: A notification can be sent to any service instance indicated in the Binding Indication, e.g. if the Binding Indication contains an NF Set ID, an NF Instance ID and a binding level to NF Instance, the notification can be sent to any NF instance of the NF set if the NF instance to which the notification is bound is not reachable.
Though I agree “notifications may also be sent to different NF service instances than the one(s) indicated by the binding level” since there are two level of binding in the binding indication.

What note text you want to have?

Frank
What about the following wording:
NOTE 2: A notification can be sent to an equivalent NF service instance in the same NF Set other than the ones in the binding entity corresponding to the binding level, e.g. if the Binding Indication contains an NF Set ID, an NF Instance ID and the binding level set to NF Instance, the notification can be sent to any equivalent NF service instance within a different NF instance within the NF Set and if the NF service instances in the binding entity is not reachable.
I made a general statement and then an example in corresponding to the following row (NF Instance)
Bruno

Your proposed note does only cover one case (NF set). We need a more general formulation.
What about the following text:

Note: A notification can be sent to a service instance of any binding entity included in the Binding Indication and other than the one(s) indicated by the binding level, e.g. if the latter(s) are not reachable. For instance, if the Binding Indication contains an NF Set ID, an NF Instance ID and a binding level to NF Instance, the notification can be sent to any NF instance of the NF set if the NF instance identified by the NF Instance ID is not reachable. See clause 6.3.1.0 of 3GPP TS 23.501 [x].
Frank

Your proposed note is fine. I have included in the revision Draft_C4-202366. Please check it in 6.1.4.
Open revision to be provided

	
	
	2366
	CR 29.500 0114 Rel-16 Binding Indication sent from a Service Consumer
	Ericsson, Nokia, Nokia Shanghai Bell
	Agreed
	Giorgi:

I uploaded “Draft-C4-202366was2078_v1_consumer_binding_ind_PA5+Giorgi.zip” to the Inbox/6.1.4

Frank

Thanks for the revision. 
But your change on the first note, especially deleting “or a NF Service Instance Id or a NF Service Set Id” seems not correct.

What about the following: 

NOTE 1:  The NF Service Consumer in a NF Instance or NF Set can be identified by the NF Instance Id or NF Set Id, with or without a service name parameter, or a NF Service Instance Id (together with the NF Instance Id or the NF Service Set Id) or a NF Service Set Id, where the service can be either a standardised service or a custom service. 
The change on the note 2 is fine.

NOTE 2: A notification can be sent to a service instance of any binding entity included in the Binding Indication, i.e. the binding entity may be other than the one(s) indicated by the binding level, if the latter(s) are not reachable. For instance, if the Binding Indication contains an NF Set ID, an NF Instance ID and a binding level is set to NF Instance, the notification can be sent to any NF instance of the NF set if the NF instance identified by the NF Instance ID is not reachable. See clause 6.3.1.0 of 3GPP TS 23.501 [3].
Giorgi:

That’s fine by me
revision
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	Withdrawn
	WI 5G_eSBA

CAT F

	
	
	2081
	CR 29.500 0117 Rel-16 Correction in Routing with SCP with TLS between NFs and SCP
	Cisco Systems
	Withdrawn
	WI 5G_eSBA

CAT F

	
	
	2082
	discussion   Rel-16 Discussion the use of Consumer Id
	Ericsson
	Withdrawn
	

	
	
	2097
	CR 29.500 0118 Rel-16 Binding indications / headers
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_eSBA

CAT F

	
	
	2098
	CR 29.500 0119 Rel-16 HTTP redirection for indirect communication
	Nokia, Nokia Shanghai Bell
	Revised to C4-202455
	WI 5G_eSBA

CAT F

Giorgi:

Quote 1: “When an HTTP request is redirected to a different target NF service instance…”. I assume this implies that it is an SCP, which redirects the request, right?
Bruno> Not necessarily. An HTTP request can be redirected by the HTTP server
Quote 2: “An SCP may redirect an HTTP request towards a different SCP by sending … response…”. I assume this implies that the SCP sends the response to the client, right?

Bruno> yes (I can clarify).
Abdessamad:

Please find below one additional question on my side.
“When an HTTP request is redirected to a different target NF service instance, the URI of the target NF service instance towards which the request is redirected shall be given by the Location header field of the 307 Temporary Redirect or 308 Permanent Redirect response. The HTTP client should then send the HTTP request towards the new target NF service instance using the same or a different SCP.”
>> [Abdessamad] If my understanding is correct, you assume here that the SCP simply relays to the HTTP client the 307 Temporary Redirect or 308 Permanent Redirect response sent by the HTTP server, don’t you?

Can we imagine a case where the SCP handles the redirection without going back to the HTTP client (the last sentence of the above paragraphe would be changed like this“The HTTP client (or the SCP) should then send the HTTP request towards the new target NF service instance using the same or a different SCP.”)? This could be an interesting feature provided by the SCP, unless you foresee some major drawbacks. 

Giorgi:

Thanks for clarifications. Please also clarify this in Quote 1: “When an HTTP server or an SCP redirects an HTTP request to a different target NF service instance…”.
Now, here comes our comment on Quote 2. I collect the proposal is this:

1. SCP-A receives a request from a client and decides to redirect it to another SCP-B

2. SCP-A sends sending a 307 Temporary Redirect or 308 Permanent Redirect response to the client

3. The client re-sends the request to SCP-B

Question is, instead of this back and forth, why shouldn’t we specify more optimal, direct mechanism, like this:

1. SCP-A receives a request from a client and decides to redirect it to another SCP-B

2. SCP-A forwards the request directly to SCP-B

Bruno:

I have uploaded v1 with your proposed additions
Yvette (v0)

Sorry for reacting  late. To the changes in  the new section  6.10.x.1,  second § saying  The HTTP client (or SCP) should then send the HTTP request towards the new target NF service instance (using the same or a different SCP) we see the usage of  „may“ instead of „should“ more justifyied at least for the SCP for the reason that if  the SCP does the redirection (the consumer will not see it) and the new relocated URI will not be known to the consumer, subsequent requests will 100% be again addressed to the old address. So the SCP will need to keep track of redirected resources, making it thus more stateful.
So could we have a separate description (or NOTE ?) for the SCP to avoid confusion, i.e. “Based on local configuration, the SCP can send the HTTP request towards the new target NF service instance instead of forwarding the 307/308 response to the consumer” ?

Abdessamad:

Regarding this point : “… the new relocated URI will not be known to the consumer, subsequent requests will 100% be again addressed to the old address. So the SCP will need to keep track of redirected resources, making it thus more stateful.”. 
>> This also happens when the target NF service instance fails or is generally unavailable for some reason, the SCP can be of added value by reselecting another NF service instance using e.g. the binding indication information. I would assume in this case that the newly selected NF service instance would update the client (e.g. consumer NF) by returning in the response an updated resource URI in the location header, but I am maybe wrong. In any case, I think that the SCP is expected to provide such added value functionalities when relevant. 

I am however also open to your proposal to better clarify using a NOTE or a description text.
Bruno:

I would assume in this case that the newly selected NF service instance would update the client (e.g. consumer NF) by returning in the response an updated resource URI in the location header
 
this is possible during a resource creation, but not a resource update (as we discussed already in CT4 few meetings ago).

Bruno:

have uploaded v2 in the draft inbox taking your comment on board.
Abdessamad:

Many thanks for the clarification. I am OK with v2 then

Yvette:

V2 is also fine to me

Giorgi:

v2 is fine by me as well

Revise, new tdoc number

	
	
	2455
	CR 29.500 0119 Rel-16 HTTP redirection for indirect communication
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2099
	CR 29.571 0198 Rel-16 HTTP redirection for indirect communication
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_eSBA

CAT F

	
	
	2298
	CR 29.500 0121 Rel-16 Clarifications for scenarios with more than one SCP
	Nokia, Nokia Shanghai Bell
	Revised to C4-202456
	WI 5G_eSBA

CAT F

Bruno:

I have uploaded V1 with small edits in clause 6.10.2.1 reported offline by Marco

Revise, new tdoc number

	
	
	2456
	CR 29.500 0121 Rel-16 Clarifications for scenarios with more than one SCP
	Nokia, Nokia Shanghai Bell
	Agreed
	

	6.1.5
	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks
	
	
	
	
	ETSUN

	
	
	2030
	CR 29.502 0316 Rel-16 Integrity protection maximum data rate in Create Request/Response
	Nokia, Nokia Shanghai Bell
	Revised to C4-202542
	WI 5GS_Ph1-CT, ETSUN

CAT F
Jones

In the new added 6.1.6.4.4, it says:
NOTE X:               This information is defined as a "V" IE (i.e. without a Type field) in other NAS messages, e.g. PDU Session Establishment Request, in which case it shall be sent as separate maxIntegrityProtectedDataRateUl and maxIntegrityProtectedDataRateDl IEs over N16/N16a and not within the n1SmInfoToUE binary data. 

While in 6.1.6.2.10, the IE name is “maxIntegrityProtectedDataRate” for uplink, and this IE might be used for both UL and DL.

Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData

maxIntegrityProtectedDataRate: This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required. 
When present, it shall indicate the maximum integrity protected data rate for uplink. 

If the maxIntegrityProtectedDataRateDl IE is absent, this IE applies to both uplink and downlink.
Shall we make the NOTE X in more generic term, or make it more accurate description to align the real IEs?
Bruno

I have slightly modified the text as shown below in the note to reflect your comment:
NOTE X:               This information is defined as a "V" IE (i.e. without a Type field) in other NAS messages, e.g. PDU Session Establishment Request, in which case it shall be sent as separate maximum integrity protected data rate IEs over N16/N16a and not within the n1SmInfoToUE binary data. 
2029 & 2030 have been revised to 2541 & 2542 and uploaded in the inbox.

Jones

The change are good for me.


	
	
	2542
	CR 29.502 0316 Rel-16 Integrity protection maximum data rate in Create Request/Response
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2037
	CR 29.502 0321 Rel-16 URI of the Nsmf_PDUSession service
	Nokia, Nokia Shanghai Bell
	Revised to C4-202457
	WI ETSUN, 5GS_Ph1-CT

CAT F

Yue:

1. As being commented many times, {apiVersion} should be <apiVersion>. 
2. We should be careful when defining base URI, since this will be automatically applied to (if my understanding is correct) every relative URI in the context of Nsmf_PDUSession service. There are some "algorithms" to calculate base URI (which I learned from Jesus and Jones) when there is no outband definition of base URI, and in some scenarios the dynamic calculation of base URI may be in fact desired.

Bruno:

TS 29.501, TS template and other TSs use {apiVersion}, like used currently throughout 29.502 (and therefore also used in this CR).
Yue: No matter how many times this is used, "apiVersion" is definitely not a variable, while by our convention "{}" is used for variables. And Ulrich can confirm that "to change {apiVersion} into <apiVersion> in the TS template is still on his to-do list".

The base URI is specified in compliance with the base uri definition of 29.501 (clause 4.4.1).

It really matters here to be unambiguous on how several URI attributes of the PDUSession service are encoded (to avoid interoperability issues), based on base URI  of the PDU Session service, that cannot be left open/unspecified.

Yue: I don't have problem with define the base URI unambiguously. My suggestion would be to define the base URI separately for each case if needed. To define an API level base URI is, to me, an overkill.
Bruno:

Several attributes (e.g; hSmfUri, smfUri, additionalHsmfUri and additionalSmfUri) repeated in several data types use the API level base URI. It does not make sense to repeat the entire change in every instance of this attribute in every data type that uses it. 
Besides, clause 6.1.1 is called “6.1.1       API URI”, so it is perfectly appropriate to define the API base URI only once in this clause and keep the text of aforementioned attributes unchanged (that refers to 6.1.1). Actually, the current content of this clause does not currently describe the API URI, but the resources URIs ! 

So it does certainly NOT make the specification better to proceed as you suggest. I have kept the text as proposed. 

Regarding your first comment, I have changed the text to

{apiRoot}/<apiName>/<apiVersion}>

V1 uploaded in draft inbox.

Yue:
>> It does not make sense to repeat the entire change in every instance of this attribute in every data type that uses it.
Yue: It does, since for the time being it MAY be correct that all the 3GPP defined data types may share a common base URI, but you cannot guarantee the future usages of relative URI and custom extensions with relative URI.

What we specify in clause 6.1.1 should be valid for all use cases of that API, however the base URI is certainly not the case. I am not yet ready to accept v1.

Bruno:

I am not ready to accept Yue’s comment.

To be discussed during the conference call.

Yue:

Though this will be discussed during the conf call, I'd like to provide something that may save some time:
After carefully reading the cover page, this CR refers to 29.510, and 29.510 calls "{apiRoot}/{apiName}/{apiVersion}" a "root". So one constructive comment could be to call it "root URI" and use this terminology constantly in the specification. Again, "base URI" is used for resolving relative URI, overloading the term "base URI" just to represent "{apiRoot}/{apiName}/{apiVersion}" is unnecessary and incorrect.  
Bruno:

TS 29.501 specifies: 
4.4.1      Resource URI structure

Resources are either individual resources, or structured resources that can contain child resources. It is recommended to design each resource following one of the archetypes provided in the Annex C.
A URI uniquely identifies a resource. In the 5GC SBI APIs, when a resource URI is an absolute URI, its structure shall be specified as follows:

{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}

"apiRoot" shall be a concatenation of the following parts:

-    scheme ("http" or "https")

NOTE:     In this release of the specification both http and https scheme URIs are allowed. See clause 13.1 of 3GPP TS 33.501[22] for further details on security of Service Based Interfaces.

-    the fixed string "://"

-    authority (host and optional port) as defined in IETF RFC 3986 [9]

-    an optional deployment-specific string (API prefix) that starts with a "/" character.

"apiName" shall define the name of the API.

"apiVersion" shall indicate  the 1st Field (MAJOR) of the version of the API. See also clause 4.3.1.3.

 While "apiRoot", "apiName" and "apiVersion" together define the base URI of the API, each "apiSpecificResourceUriPart" defines a resource URI of the API relative to the base URI.

CC:

In clause 6.1.1 which term to use instead of base URI?

This relative URI is not base UIRI.

We should use the term API URI

We need a CR to 29.501 

Yue volunteered to provide a CR  to the next meeting. Also the template needs to be  updated.

Bruno:

I have uploaded v2 with the changes agreed during today’s conference call. 
Open
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	CR 29.502 0321 Rel-16 URI of the Nsmf_PDUSession service
	Nokia, Nokia Shanghai Bell
	Agreed
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	CR 29.502 0322 Rel-16 V-SMF and I-SMF service instance Id
	Nokia, Nokia Shanghai Bell
	Agreed
	WI ETSUN, 5GS_Ph1-CT
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	2039
	CR 29.518 0308 Rel-16 V-SMF and I-SMF service instance Id
	Nokia, Nokia Shanghai Bell
	Agreed
	WI ETSUN, 5GS_Ph1-CT

CAT F

	
	
	2162
	CR 29.502 0327 Rel-16 PDU Session Resource Notify Released Transfer
	Huawei
	Revised to C4-202422
	WI ETSUN

CAT F

Zhijun:
Question for clarification:
- In existing procedures, we didn’t define specific Cause for UE or NW requested PDU session release. So what’s the purpose of define individual Cause for RAN requested PDU session release? 
- If we define specific Cause for RAN requested PDU session release, should we also define other Cause for UE/CN requested PDU session release?

Caixia:
For the UE requested PDU session release, the requestIndication is set to UE_REQ_PDU_SES_REL;

For the network triggered PDU session release, the requestIndication can be set to NW_REQ_PDU_SES_REL, and cause can be "Release due to Handover", REL_DUE_TO_REACTIVATION, we already support some scenarios to include the cause.

But for the RAN triggered release, I do not have strong opinion on this, if you think the  requestIndication set to NW_REQ_PDU_SES_REL is enough, I am fine to revert the change on cause.

Bruno:

This CR is not specific to ETSUN. WI code should be “TEI16, ETSUN”.

5.2.2.8.2.3: UE or UE or 5G-AN requested PDU session release. 

Ditto in 6.1.6.2.11.

I also propose the cause value to be changed to REL_DUE_TO_5G_AN_REQUESTED
Caixia:

CR updated and new draft version provided.

Frank:
I have similar comments as Bruno, to create a new request type; actually it is not really a PDU session release, NG-RAN just notify PDU Session Resource Released, it is up to SMF to determine if the PDU session is released. See SA2 requirement:
1d.     (R)AN may decide to indicate to the SMF that the PDU Session related resource is released, e.g. when all the QoS Flow(s) of the PDU Session are released.

NOTE 2:      In this case, it's up to SMF to decide whether to keep the PDU Session with user plane connection deactivated or release the PDU Session.
I would prefer to have new subclause to document this use case.

Is it better?

Caixia:

Thank you for your comments, I have defined a new subclause for 5G-AN initiated PDU session resource release, please check the V2 version in [6.1.5].
Bruno:

I am confused by the new addition proposed by Frank: “After receiving the request, SMF may decide to keep the PDU Session with user plane connection deactivated or release the PDU Session.”
My understanding of the original version of the CR was that the proposed changes to the Update Request sent to the H-SMF/SMF were to trigger the release of the PDU session (as per corresponding stage 2 call flow) – which I am fine with. I.e. H-SMF/SMF issuing a new request towards the V-SMF/I-SMF to release the PDU session in the UE (NAS).

If the V-SMF/I-SMF does not wish to release the PDU session, it does not invoke the Update procedure at all towards the H-SMF/SMF. Like the V-SMF/I-SMF does never signal to the H-SMF/SMF when the user plane is deactivated or not. 

I would also think that we can reuse the "NW_REQ_PDU_SES_REL" cause.

Frank:

I raised the comment based on the following requirement in TS 23.502, 4.3.4.2 (and 4.3.4.3), the CR is addressing the case described in 1d:
1d.     (R)AN may decide to indicate to the SMF that the PDU Session related resource is released, e.g. when all the QoS Flow(s) of the PDU Session are released.
NOTE 2:      In this case, it's up to SMF to decide whether to keep the PDU Session with user plane connection deactivated or release the PDU Session.
I prefer to have new subclause, it is different from UE initiated PDU session release. 

What is the issue to have new cause? Isn’t it cleaner, the existing one is used in the direction from hSmf/SMF to the vSmf/I-smf, here we need one for reverse direction, and it is not request to release pdu session but the information that pdu session RESOURCE is released in RAN

Bruno
the text you quote does not say whether the H-SMF or V-SMF makes this decision. I assume the V-SMF makes this decision. I don’t agree with/understand why the V-SMF would need to update the H-SMF whenever the PDU session “resources” are released. 
I am fine with the new cause value.

[Frank] “and it is not request to release pdu session but the information that pdu session RESOURCE is released in RAN.”

Bruno> I don’t agree (see above) and this is NOT either what the CR specifies: 

5.2.2.8.2.3          UE or NG-RAN requested PDU session release
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.   Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.

The POST request shall contain:

-        the requestIndication set to UE_REQ_PDU_SES_REL, for a UE requested PDU session release; or
-        the requestIndication set to NW_REQ_PDU_SES_REL and the cause IE set to REL_DUE_TO_NG_RAN_REQUESTED, for a NG-RAN requested PDU session release.

This IE shall be present and set as specified in clause 5.2.2.8.2.6 during P-CSCF restoration procedure and clause 5.2.2.8.2.3 during NG-RAN requested PDU session release procedure.

When present, this IE shall indicate the NF Service Consumer cause of the requested modification

REL_DUE_TO_NG_RAN_REQUESTED": Release due to PDU session release requested by NG-RAN
Frank:

I think it is actually hSmf making decision. See the following figure in 4.3.4.3 of TS 23.502, where 1d (reflecting the PDU session resource released by the NG-RAN) is going through hSmf. So that hSMf will make decision, e.g. using vSmfPduSessionUpdate to request release of PDU session or do nothing

Bruno:

Thanks, but then the CR needs to be largely updated as it currently speaks about PDU session release instead of PDU session resource release (cf my earlier quotes). 
Example, using the requestIndication set to NW_REQ_PDU_SES_REL is misleading in this case, if the intention is just to notify the H-SMF about the 5G-AN requested PDU session resource release, but not necessarily to trigger the release of the PDU session.

Caixia:

In the updated version of V2, a separate clause is added for this scenario, and the requestIndication is set to REL_DUE_TO_5G_AN_REQUEST
5.2.2.8.2.x       5G-AN requested PDU session resource release
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.  Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.
The POST request shall contain:

-        the requestIndication set to REL_DUE_TO_5G_AN_REQUEST.

After receving the request, SMF may decide to keep the PDU Session with user plane connection deactivated or release the PDU Session.

With this indication, the H-SMF can handle the procedure correctly.

 



	
	
	2422
	CR 29.502 0327 Rel-16 PDU Session Resource Notify Released Transfer
	Huawei
	Revised to C4-202535
	Bruno:

Can you please add in the beginning of clause 5.2.2.8.2.x specific references to the stage 2 call flow (step 1d of figure in 4.3.4.3 of TS 23.502) and to the NGAP message that triggers this scenario.
Since ‘REL_DUE_TO_5G_AN_REQUEST’ may be slightly misleading (SMF can actually still maintain the PDU session), I propose to also add:
-        the requestIndication set to REL_DUE_TO_5G_AN_REQUEST to indicate that a PDU session resource release has been requested by the 5G-AN.
After receving the request, the SMF may decide to keep the PDU Session (with user plane connection deactivated) or release the PDU Session.

(I add a parenthesis since user plane connectivity is irrelevant / not visible for the SMF).
Cause:
This IE shall be present and set as specified in clause 5.2.2.8.2.6 during P-CSCF restoration procedure and clause 5.2.2.8.2.3 during 5G-AN requested PDU session resource release procedure.

When present, this IE shall indicate the NF Service Consumer cause of the requested modificatio
And also include all of other comments received
Caixia

I will request a revision to update the text as below:
5.2.2.8.2.x       5G-AN requested PDU session resource release
This clause applies only in case of 5G-AN requested PDU session resource release by sending the NGAP PDU SESSION RESOURCE NOTIFY to the AMF case (see step 1d in clause 4.3.4.3 of 3GPP TS 23.502 [3]).

Bruno

Thanks, looks good.

Frank

Would it better to say “-        the requestIndication set to REL_DUE_TO_5G_AN_REQUEST to indicate that a PDU session resource release has been released by the 5G-AN."
See relevant SA2 text:” 1d.  (R)AN may decide to indicate to the SMF that the PDU Session related resource is released, e.g. when all the QoS Flow(s) of the PDU Session are released."
Caixia

I think the proposal from Frank makes sense, and will update the text as proposed in the revision.
Bruno

Yes, this is fine by me, with also “the”: 
to indicate that the PDU session resource release has been released by the 5G-AN
revision to be provided


	
	
	2535
	CR 29.502 0327 Rel-16 PDU Session Resource Notify Released Transfer
	Huawei
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	2163
	CR 29.502 0328 Rel-16 Security Result
	Huawei
	Revised to C4-202423
	WI ETSUN

CAT F

Bruno:

The CR is NOT specific to ETSUN.  WI code should be “TEI16, ETSUN”.
Caixia: OK, Will change the WI code.

The principle of the CR is fine, but the CR removes Rel-15 attributes, enabling to report whether the preferred UP security is applied or not. This would mean a Rel-15 V-SMF would not be able to report this to a Rel-16 H-SMF, nor a Rel-16 V-SMF to a Rel-15 H-SMF. I would prefer extending existing reqts rather than replacing them. 

5.2.2.4.1: why this change? 

Caixia: If the NG-RAN cannot fulfil the security enforcement, the NG-RAN will reject the PDU session establishment procedure,  there is no need to trigger the Network requested PDU session release (see clause 4.3.4.2 of 3GPP TS 23.502 [3]) by the AMF
5.2.2.8.2.2: grammatically incorrect sentence. We should extend existing text.

Caixia: How about change to: report that the user plane security enforcement with a value Preferred is not fulfilled or is fulfilled again, by including the securityResult IE, if the new security status is received from NG-RAN
Bruno:this text omits the NotifyList IE. We may say: 
“report that the user plane security enforcement with a value Preferred is not fulfilled or is fulfilled again, in the NotifyList IE and the securityResult IE, if the new security status is received from NG-RAN;
5.2.2.8.2.x: upSecurityInfo IE, if received from NG-RAN (this is transparent to AMF)

Caixia: Ok, will change to NG-RAN

5.2.2.9.1: why this change? 

Caixia: Same as the proposal to 5.2.2.4.1, if the NG-RAN cannot fulfil the security enforcement, the NG-RAN will reject the PDU session establishment procedure,  there is no need to trigger the Network requested PDU session release (see clause 4.3.4.2 of 3GPP TS 23.502 [3]) by the AMF

6.1.6.2.9: "if received from AMF ": if received from NG-RAN

Caixia: Ok, will change to NG-RAN

6.1.6.2.11: deleting NotifyList would imply that Rel-15 V-SMF cannot notify this info to a Rel-16 SMF.

Caixia: I try to reuse the NotifyList, please check the update in the draft revision.

6.1.6.2.12: upSecurity: "This IE shall be present during Xn handover (see clause 5.2.2.8.2.x).": this condition cannot be checked from an SMF perspective. We should rather say "if the  upSecurityInfo" IE was received in the request (i.e. during an Xn handover). Besides, an additional condition is that there is a mismatch between UP security received and stored.

Caixia: OK with the proposed changes

maxIntegrityProtectedDataRate: see C4-202029 (with a separate atttribute for DL data rate)

Caixia: Add the same changes as C4-202029

6.1.6.2.x: Cardinality to be corrected to 0..1 

Caixia: OK
6.1.6.2.y: maxIntegrityProtectedDataRate

securityResult: cardinality to be corrected to 0..1

Caixia: OK
6.1.6.3.7: this deletes Rel-15 functionality

Caixia: The change is reverted

A.2: HsmfUpdateData: revert changes to NotifyList

Caixia: Sure

HsmfUpdatedData:: maxIntegrityProtectedDataRate: see C4-202029 (with a separate atttribute for DL data rate)

UpSecurityInfo: maxIntegrityProtectedDataRate: see C4-202029 (with a separate atttribute for DL data rate)

Caixia:

Thank you for your comments, please see my reply inline, and the V1 draft version is uploaded:
Bruno:

In clause 6.1.6.2.9, the new upSecurityInfo is applicable with the DTSSA feature. So please say so in the Applicability column.

In clause 6.1.6.2.11, the following change does not look nice nor future proof.

This IE shall be present if received from NG-RAN.

When present, this IE shall contain the Security Result associated to the PDU session. See clause 9.3.1.59 of 3GPP TS 38.413 [9]. 

When present, the first PduSessionNotifyItem indicate the result of UP integrity protection, and the second PduSessionNotifyItem indicate the result of UP ciphering. If only one PduSessionNotifyItem is included, it is applicable to both the UP integrity protection and UP ciphering.
I would rather suggest to keep the new SecurityResult IE you had proposed in the original version, but we also keep the NotifyList for backward compatibility and we can specify that the NotifyList shall include the notification cause “UP_SEC_NOT_FULFILLED” if at least one of the UP integrity protection or UP ciphering security enforcement is not fulfilled. We can further indicate that if the SecurityResult IE is present, it provides additional details on the security enforcement results.
6.1.6.2.11: upSecurityInfo IE, if received from NG-RAN (this is transparent to AMF)

Caixia:

Thank you, I am fine with your comments, and I have made the updates accordingly, please check the V2 in the draft Inbox.
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	2207
	CR 29.244 0405 Rel-16 PFCP Message Generation for Combined ULCL/BP and Local PSA
	ZTE
	Postponed to next meeting
	WI ETSUN

CAT B

Bruno:

We can accept in principle the changes you propose, although it is questionable whether having 2 PFCP messages for the case where the UL CL/BP and PSA are combined, really complicates the I-SMF implementation. In any case, the I-SMF needs to understand the rules and adapt them e.g. considering the UE connectivity status, 5G-AN F-TEIDs, Network Instance ID, etc. and to also add the rules for the traffic that is not locally offloaded.
If CT4 moves on with your CR, the following comments apply:

1) N16a impact: "Presence of the DNAI IE indicates the PFCP session message relates to PSA2 and absence of the DNAI IE indicates the PFCP session message relates to UL CL/BP". How would it be indicated that the PFCP message applies to both?

2) Would this still allow scenarios where the I-SMF later on reselects the UL CL/BP while keeping the PSA2 (now separate)? How would this be handled?

3) In bullet B), "The SMF may only send one PFCP Session Establishment Requests towards the I-SMF": is it intended to enable both behaviours? or only the new behaviour. If both, this does not help. So in other words, we shall define one single model for the case where UL CL/BP and PSA are combined, and not have two different models/implementations for this use case.  (of course, we stick to 2 messages for the scenario where UL CL/BP and PSA are split).

4) Use descriptive text instead of normative wording.

5) D.1 says: "When exchanging N4 information over N16a, the SMF and I-SMF shall assume the model in Figure D.1-1 where the UL CL or BP and PSA2 are supported by separate UPFs, i.e. separate PFCP session related messages shall be exchanged over N4 for the UL CL/BP and for the PSA2." This text would need to be aligned/extended, to differentiate the cases where UL CL/BP and PSA2 are collocated or not.

Zhijun:

First, I would like to say this is an initial discussion on this issue, and some details may not be able to considered. Regarding to the comments for the principles, please see my reply inline.
And, I will later revise the CR to reflect the changes
Giorgi:

The proposal may potentially simplify an I-SMF, but we believe it would add complexity to an SMF. Also, this will expose the UPF topology to the SMF, which is something we can’t agree would be a good idea.

Zhijun:

The problem we see is the efficiency of local UPF(combined ULCL/BP+local PSA) is reduced by half, and it improves the I-SMF complexity.
I don't think the proposed way increases too much complexity to the A-SMF, as the A-SMF anyway has to arrange those rules (PDR/QER/URR/FAR) and the rule ID for sperated PFCP messages.

AS for now the A-SMF can get the NF Instance ID for both ULCL/BP and local PSA, the topology is already exposured to A-SMF. 

And, SA2 has the principle that the traffic offload only applies to LBO scenario, which means the A-SMF is within the same PLMN with the I-SMF. Topology exposure is not a issue at all.

Giorgi:

My SA2 colleagues told me the matter was discussed and the agreement was documented with two statements in TS 23.501, clause 5.34.6.2.
A normative statement in clause 5.34.6.2 reads:

N4 information for local traffic offload is generated by the SMF without knowledge of how many local UPF(s) are actually used by the I-SMF. The SMF indicates whether a rule within N4 information is enforced in UL CL/ Branching Point or local PSA.
An informative note in clause 5.34.6.2 reads:

NOTE:    The SMF is not aware of whether there is a single PSA or multiple PSA controlled by I-SMF.

Therefore we believe the matter should be reexamined by SA2 before proceeding with tis CR. Fortunately, next SA2 start next week.
Zhijun:

I think the SA2 statement just says that the A-SMF doesn't necessarily need to know the topology of the UPFs under control of I-SMF.
When SA2 developing their specifications, they didn't dig into so deep details. But in CT4 we normally have to handle every detail situations.

Currently it is possible for the A-SMF to get sufficient information to make better decision to improve the efficiency of traffic offload at I-SMF/I-UPF.

So, I don't see the reason to object this useful optimization. It really has realistic meaning to operators to run their network efficiently.

Giorgi:

To be on a safer side, I’d propose sending an LS to SA2. Will draft a very simple LS and share with you ASAP. We have another CT4 before plenary.

Zhijun should start offline discussion after the meeting and bring a discussion paer  to the next meeting

	
	
	2350
	LS OUT Collocation of UL CL/BR and L-PSA UPFs
	Huawei (Giorgi)
	Withdrawn
	To SA2

Zhijun:

First, I don't think the LS to SA2 is very necessary. Even if you think an LS is needed, I don't like these text you wrote. 
What you wrote is just ask SA2: please confirm that the text in TS23.501 is correct or not.

You hide the very important thing happend in CT4: why we think the existing mechanism is not efficient, and what the A-SMF can not to improve the efficiency.

Only based on this knowledge, SA2 can determine whether to improve their specification or let CT4 to decide.

I will revise the draft LS and upload it later.

Giorgi:
I’m afraid I disagree with your assessment, because CT4 has not reached a conclusion that “the existing mechanism is not efficient”.
I’m also fine with withdrawing the LS and letting your colleagues to bring up the matter at the next SA2. It’s up to you to decide
Zhijun:

Of course the capacity and the efficiency is reduced in existing mechanism.
The I-SMF and combined ULCL/BP+local PSA has to cache two set of PFCP session context, and the internal forwarding between ULCL/BP to local PSA typically reduces the forwarding efficiency.
Giorgi:

This is Zhijuns view, but CT4 has not agreed to that.

Bruno:

I don’t agree with Zhijun's comment “and the internal forwarding between ULCL/BP to local PSA typically reduces the forwarding efficiency”. The I-SMF will NOT setup 2 PFCP sessions in a combined ULCL/BP and PSA, regardless of the solution chosen over N16a. Per existing 29.244 normative reqts.

Zhijun:

Do you mean that the I-SMF merges two PFCP message into one, and use that one PFCP session to setup only one N4 session to combined ULCL/BP+local PSA?
Then the I-SMF needs to cache all the PFCP messages from the SMF, and this will introduce complexity to the I-SMF.

If only receiving one PFCP message from the SMF, the I-SMF will not do the complex merge work and just replace some IE value.

In addition, when reporting the URR, the I-SMF has to take care of which URR ID should be used, i.e. distinguish the URR for offload traffic and non-offload traffic.

Bruno: we should only send an LS to SA2 if we see the proposal from ZTE as useful.
Zhijun: It would be also ok if this is solved in Rel-17.

Frank: last year we decided that the SMF does not need to know  the topology of the UPFs.

We should have a discussion based on a discussion paper.
So no need to send LS from this meeting

	
	
	2243
	CR 29.502 0337 Rel-16 SM Context Transfer
	Ericsson
	Revised to C4-202491
	WI ETSUN

CAT F

Bruno:

Wrong Tdoc nb on cover page.
5.2.2.6.1: from the V-SMF for during change or removal of V-SMF

6.1.6.2.7: I do not agree to remove DTSSA applicability, but we need to add that this also applies to the CTXTR feature.

Giorgi:

Another typo: please add unbreakable space to the new reference in Table 6.1.6.2.7-1.

Jones:

Please find updated V2 in draft box:  HYPERLINK "http://ftp.3gpp.org/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_97e_meeting/Inbox/Drafts/%5B6.1.5%5D/C4-202243_V2_CR0337_29502_SM%20Context%20Transfer.zip"  

 Please check whether all your comments are addressed.

Additionally, I also updated the procedure for V-SMF insertion and removal:

-    UE Triggered Service Request with I-SMF insertion/change/removal or with V-SMF insertion/change/removal (see clause 4.23.4.3 of of 3GPP TS 23.502 [3]);

Bruno:

V2 is fine by me (do not miss to increment the revision nb on cover page when producing the final revision)

Revise, new tdoc number

	
	
	2491
	CR 29.502 0337 Rel-16 SM Context Transfer
	Ericsson
	Agreed
	

	
	
	2299
	CR 29.502 0340 Rel-16 Registration with I-SMF insertion/change/removal and UP connection establishment
	Nokia, Nokia Shanghai Bell
	Agreed
	WI ETSUN

CAT F

	6.1.6
	CT aspects of Enhancement to the 5GC LoCation Services
	
	
	
	
	5G_eLCS

	
	
	2021
	CR 29.503 0378 Rel-16 CodeWord
	Nokia, Nokia Shanghai Bell
	Withdrawn
	WI 5G_eLCS

CAT F

Jones:

According to TS 23.273, One or more CodeWords shall be included in LCS Privacy Profile data, when the verification is to be performed in GMLC (Please refer to my comments to C4-202154):
----------- Text from 23.273 -----------------

The UE LCS privacy profile may also indicate that any unidentified value added LCS client or an LCS Client associated with an identified service type shall provide a codeword in order to locate the UE, where the codeword is verified by either a GMLC or the UE. When verification by a GMLC is indicated, a list of one or more codewords is included as part of the UE LCS privacy profile.
----------- Text from 23.273 -----------------

If my comments for 2154 could be agreed, the CodeWord data type will be used.
Scott:

Contradictorily, in LCS Privacy Profile data in TS 23.273, there is no CodeWord. In my opinion, CodeWord is from external LCS client. 
Table 7.1-1: LCS privacy profile data stored in the UDM for a UE Subscriber

Jones:

Please refer to the green marked texts. This in my understanding is aligned to the description:
The UE LCS privacy profile may also indicate that any unidentified value added LCS client or an LCS Client associated with an identified service type shall provide a codeword in order to locate the UE, where the codeword is verified by either a GMLC or the UE. When verification by a GMLC is indicated, a list of one or more codewords is included as part of the UE LCS privacy profile.
And in the table:

Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [2]. The following data may be present for each service type in the list:
-    One of the following mutually exclusive options:

-    Location allowed without notification (default case)

-    Location allowed with notification

-    Location with notification and privacy verification; location allowed if no response

-    Location with notification and privacy verification; location restricted if no response

-    Time period when positioning is allowed

-    Geographical area where positioning is allowed

-    Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC
Scott:

The description in TS 23.273  is a little bit confusing to me.
         There are several combination of CodeWord related privacy information:

1. CodeWord is checked in UE or GMLC.

2. CodeWord is checked in UE or GMLC, If in GMLC, the lists of CodeWord (what is the function of CodeWord in this case)

3. CodeWord is checked in UE or the lists of CodeWord checked in GMLC(what will be done, if CodeWord is not checked in UE and CodeWord from external LCS client is not included in the lists of codeword checked in GMLC).

Which one is correct?

Jones

CodeWord definition can be traced back to 23.271:
------------------------------------------------------------------

Codeword: access code, which is used by a Requestor or LCS Client in order to gain acceptance of a location request for a Target UE. The codeword is part of the privacy information that may be registered by a Target UE user.
10.3.2     LCS Data in the GMLC/PPR for a UE Subscriber

…
GMLC (H-GMLC) or PPR may store codeword handling information and a list of codewords given by the UE subscriber in order not to get the location request rejected.
Table 10.12a: Codeword handling information stored in the GMLC

Table 10.12b: LCS data stored in the GMLC for a UE Subscriber
----------------------------------------------------------------
Codeword is UE specific token, used to grant access to the perform Location request towards the specific UE.

So when a GMLC received a Location Request, there are two aspects to be checked:

· Identify whether the Action is allowed for the LCS client, by checked the allowed actions identified by the LCS Client type/service type, or apply the common policy if the LCS Client is not specifically identified; then

· Further identify whether the CLS client has access to the target UE use CodeWord if required

· If the CodeWord is to be checked in UE, then the GMLC forwards the CodeWord to the UE. In this case, that the CodeWord(s) are provisioned in UE to perform the check. 

· If the CodeWord is to be checked in GMLC, then the GMLC match the Codeword with the CodeWord(s) stored in the UE LCS Privacy Data. i.e. if the CodeWord sent by the LCS Client doesn’t match any CodeWord stored in the UE LCS Privacy for its class, the GMLC should regard that the LCS client doesn’t have the access to the target UE for location request, thus the location request will be rejected.

Scott

Thank you for your information. It is appreciated. I got it. 
Ulrich

based on agreement of 2407 I’m happy to withdraw 2021.
Dependency with 2154

	
	
	2022
	CR 29.503 0379 Rel-16 AfId
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_eLCS

CAT F

	
	
	2047
	CR 29.503 0381 Rel-16 CmInfoReport
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_eLCS

CAT F

	
	
	2048
	CR 29.503 0382 Rel-16 VgmlcAddress
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_eLCS

CAT F

	
	
	2154
	CR 29.503 0397 Rel-16 Correct the definition of LCS Privacy in SDM service
	HUAWEI
	Revised to C4-202407
	WI 5G_eLCS

CAT F

Jones:

1. For the attribute for default subscription, better rename it as “DefaultUnrelatedClass” instead of “CommonUnrelatedClass”.
2. One or more CodeWords shall be included if verified by GMLC

----------- Text from 23.273 -----------------
The UE LCS privacy profile may also indicate that any unidentified value added LCS client or an LCS Client associated with an identified service type shall provide a codeword in order to locate the UE, where the codeword is verified by either a GMLC or the UE. When verification by a GMLC is indicated, a list of one or more codewords is included as part of the UE LCS privacy profile.
----------- Text from 23.273 -----------------

3. The voided data types are not removed from OpenAPI.
4. The description of the attributes in UnrelatedClass Data type is really confusing and misleading. Suggest rewording aligning to stage 2.
I’ve uploaded a draft with my suggested changes in Inbox: 

If you agree, please add Ericsson as supporting company for this CR. Thanks!

Qingfen:

Jones thank you for your comments, all your comments are ok for me, and I’ll revise the CR based on your comment and add Ericsson in Source to WG.
Dependency with 2021
Scott:

As for the C4-202154, I think we have different understanding to 
For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class, the following data may be present:

-    One of the following mutually exclusive options:

-    Location not allowed (default case)

-    Location allowed with notification

-    Location with notification and privacy verification; location allowed if no response

-    Location with notification and privacy verification; location restricted if no response

-    Time period when positioning is allowed

-    Geographical area where positioning is allowed

-    Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

For your perspective, For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class means all LCS client or AF not in the external LCS client share the same privacy information. 
For my perspective, For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class means each LCS client or AF not in the external LCS client list has its own privacy information.

My arguments are that:

1. any means anyone
Qingfen>>Yes, any means anyone  from my understanding
2. in this type of Call/session Unrelated Class, For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class is one of IE of which that is mandatory. If all client in this type share the same privacy information, the IE will be unnecessary. 
Qingfen>>Sorry, I didn’t understand your logic here. My understanding is that there may be a lot of AFs + LCS Client need to access LCS service, some AF  + LCS client have the special privacy requirement and others haven’t, for these AF + LCS clients who have special privacy requirement, the operator list the map of AFids / lcs client ids and  special privacy requirement in the UE subscription data, for others who needn’t special privacy requirement, operator may provide basic location service of UE, and these basic location service can form the default privacy rules for  AFids / lcs clients who needn’t special service
SCOTT: So, You means that For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class share the same privacy rules?  In other words,  AF1, AF2, LCS client 1 and LCS client2 belongs to any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class, they have identitcal privacy option, Time period, Geographical area and indication of codeword by default? 
Qingfen>> yes, it’s my understanding
3. If it means all, the any should be changed into all. 
Qingfen>>You  mean the text in S2 or text in my CR?
Scott:

I am stillconfused about your motivation. Could you please answer my question?

Ulrich:

- in A.2 name of “attribute unrelatedClasses” should be “unrelatedClass”
-  in A.2 3rd part: there is no change. Intention is to delete everything

- Other comments: impacted APIs are Nudm_SDM and Nudr_DR

- Table note in 6.1.6.2.xx has wrong style



Qingfen:

Ulrich thank you for your comments. I’m ok with all of your comments, and draft v1 was uploaded in Inbox / Drafts / [6.2.4] based on your comments and Jones’ comments


	
	
	2407
	CR 29.503 0397 Rel-16 Correct the definition of LCS Privacy in SDM service
	HUAWEI, Ericsson
	Agreed
	

	
	
	2155
	CR 29.504 0086 Rel-16 Location information retrieval for GMLC
	HUAWEI
	Agreed
	WI 5G_eLCS

CAT B

	
	
	2156
	CR 29.504 0087 Rel-16 Resource LcsPrivacySubscriptionData
	HUAWEI
	Agreed
	WI 5G_eLCS

CAT B

	
	
	2157
	CR 29.505 0275 Rel-16 Location information retrieval for GMLC
	HUAWEI
	Agreed
	WI 5G_eLCS

CAT B

	
	
	2158
	CR 29.505 0276 Rel-16 Resource LcsPrivacySubscriptionData
	HUAWEI
	Revised to C4-202408
	WI 5G_eLCS

CAT B

Scott:

1. To my undertstanding, LcsMobileOriginatedSubscriptionData is not related to the servingplmn;
2. This paper clashes with my C4-202324. Please merge my paper if possible. 

Qingfen:

Thank you for your comments.
I’m pleasure to merge your C4-202324 in C4-202158. And I’ll upload the draft new version after I finish it.

I’ve merged C4-202324 in C4-202158, and new draft V1 was uploaded in Inbox / Drafts / [6.1.6]
Revise, new tdoc number

	
	
	2408
	CR 29.505 0276 Rel-16 Resource LcsPrivacySubscriptionData
	HUAWEI
	Agreed
	

	
	
	2159
	CR 29.515 0001 Rel-16 Correct the errors
	HUAWEI
	Revised to C4-202409
	WI 5G_eLCS

CAT F

Ulrich:

In 6.1.5.2.2 and 6.1.5.2.4 and 6.1.5.2.6 attribute name amfid should be amfInstanceId; similarly in OpenAPI

Qingfen:

Thank you for your comments.
I have double-checked the attribute amfid in table 6.1.5.2.2 and 6.1.5.2.4 and 6.1.5.2, it’s actually the AMF ID which is defined in 29.571, so I keep the name amfId, and reverse the change on data type the right data type of which is AmfId in the table and OpenAPI, and correct misalignment between table and OpenAPI（e.g. data type in table is AmfId but NfinstanceId in OpenAPI）.

Draft v1 was uploaded in Inbox / Drafts / [6.1.6].

Ulrich:

there is still amfid (should be amfId) in table 6.1.5.2.4-1

Qingfen:

Thank you for spotting this minor error, I have corrected it in draft V2 which was uploaded in Inbox / Drafts / [6.1.6]
Ulrich:

v2 looks good
Revise, new tdoc number

	
	
	2409
	CR 29.515 0001 Rel-16 Correct the errors
	HUAWEI
	Agreed
	

	
	
	2160
	CR 29.515 0002 Rel-16 Update the Response Method
	HUAWEI
	Not pursued
	WI 5G_eLCS

CAT B

Jones:

The Response Method (Sync/Async) is about if LCS Client request GMLC to respond on same HTTP connection (sync) or ack on same connection and then respond on separate HTTP set up by the GMLC. This is for legacy LCS client and not applied to request/response SBI API.

Text from 23.273:

-        Response Method, if needed for legacy LCS Client using the OMA MLP protocol

Open

	
	
	2251
	CR 29.518 0342 Rel-16 Correct Reference on Location Procedures
	Ericsson
	Agreed
	WI 5G_eLCS

CAT F

	
	
	2254
	CR 29.518 0345 Rel-16 GUAMI in N1/N2 Message Notification
	Ericsson, ComTech
	Revised to C4-202496
	WI 5G_eLCS

CAT F

Caixia:

For the description of the IE: When present, it shall contain the GUAMI of the AMF sending the notification.

As one AMF supports multiple GUAMI is allowed, I propose to rewording the sentence, like the GUAMI serving the UE?

Jones:

I will include your comment in draft v1.

Scott:

C4-202254 is beyond 5G_eLCS scope. 

Bruno:

Regarding the new guami attribute, we could add in the description: "It may be present otherwise." (to enable implementations always providing it).

Jones:

The V1 draft is uploaded to FTP. 
Changes:

· Description for the new attribute “gumai” has updated:

· Optional condition: it may be provided otherwise (comments from Bruno)

· GUAMI serving the UE (comments from Caixia)

· The WI is TEI16 (Comment from Scott) – I still uploaded it in draft box [6.1.5]

Revise, new tdoc number

	
	
	2496
	CR 29.518 0345 Rel-16 GUAMI in N1/N2 Message Notification
	Ericsson, ComTech
	Agreed
	

	
	
	2255
	CR 29.518 0346 Rel-16 LCS Correlation Id for NRPPa Transfer
	Ericsson, ComTech
	Revised to C4-202497
	WI 5G_eLCS

CAT F

Scott:

C4-202255 is beyond 5G_eLCS scope. 

Bruno:

In clause 6.1.6.2.18, the description starts with "LCS Correlation ID, for which the N1 message is sent, if " which does not fit with the proposed changes.

Draft revison to be provided

Open

	
	
	2497
	CR 29.518 0346 Rel-16 LCS Correlation Id for NRPPa Transfer
	Ericsson, ComTech
	Agreed
	WI TEI16



	
	
	2322
	CR 29.518 0351 Rel-16 LMF indicating access type for transmission of LPP message
	CATT
	Revised to C4-202547
	WI 5G_eLCS

CAT F

Yvette:

Minor comment in the added text:
Target Access type towards which the SMF requests to send N2 information and optionally N1 information, for a Multi-Access (MA) PDU session or throught which the LMF requests to transfer an LPP message to the UE.

Bruno:

5.2.2.3.1.1: editorial: "a Multi-Access (MA) PDU session or throught which the LMF requests to transfer an LPP message to the UE". 
Typo, and we should better split the new text from the existing sentence (that is specific to MA PDU session).


6.1.6.2.18: ditto. Besides, the LMF * may * include the targetAccess attribute

Scott:

Thank you for your comments. I will fix it.
Your comments has been reflected to the uploaded draft v1.

Bruno

Revision nb was not incremented on cover page. 
My earlier comments have not been taken on board:

5.2.2.3.1.1: editorial: "a Multi-Access (MA) PDU session or throught which the LMF requests to transfer an LPP message to the UE". 

Typo, and we should better split the new text from the existing sentence (that is specific to MA PDU session).

=>

-    Target Access type towards which the SMF requests to send N2 information and optionally N1 information, for a Multi-Access (MA) PDU session, or through which the LMF requests to transfer an LPP message to the UE.

6.1.6.2.18: ditto. Besides, the LMF * may * include the targetAccess attribute.

targetAccess:


This IE shall be included by a SMF for a MA PDU session to indicate the target access type (i.e. 3GPP access or Non-3GPP access) towards which the N2 information and optionally N1 information is requested to be sent.

This IE may be included or by an LMF to indicate the access type through which an LPP message shall be transmitted to the UE.
Scott

Thanks for your comments.
    I revised the CR to align with your comments in version 2, which has been uploaded.

Revise

	
	
	
	
	
	
	

	CC?
	
	2547
	CR 29.518 0351 Rel-16 LMF indicating access type for transmission of LPP message
	CATT
	
	

	
	
	2323
	CR 29.503 0418 Rel-16 OpenAPI file description on RegistrationLocationInfo data type
	CATT
	Revised to C4-202531
	WI 5G_eLCS

CAT F

Qingfen:

There is some error in the definition of the table, see highlighted part below:
6.2.6.2.16            Type: RegistrationLocationInfo

0,,1 should be 0..1
It would be the best if you corrected it in your CR 2323.

Ulrich:

you may also want to indicate on the cover page (other comments) that this a backwards compatible correction to the  Nudm_UECM API
And remove the empty 2nd change.

Scott:

Your comments has been reflected to the uploaded draft v1
Ulrich

V1 looks good

Revise new tdoc number

	CC?
	
	2531
	CR 29.503 0418 Rel-16 OpenAPI file description on RegistrationLocationInfo data type
	CATT
	
	

	
	
	2548
	CR 29.503 0418 Rel-16 OpenAPI file description on RegistrationLocationInfo data type
	CATT
	withdrawn
	

	
	
	2324
	CR 29.505 0277 Rel-16 Parameters for the Retrieval of LCS privacy data in UDR
	CATT
	Merged into C4-202158
	WI 5G_eLCS

CAT F

Qingfen:

The revision in C4-202324 is almost the same as C4-202158. And 29.504 should be revised if the resource path was modified in 29.505, and I have another CR 2156 to revise 29.504.
Do you mind if C4-202158 merges C4-202324?



	
	
	2325
	CR 29.515 0003 Rel-16 Miscellaneous corrections on TS 29.515
	CATT
	Agreed
	WI 5G_eLCS

CAT F

	
	
	2326
	CR 29.515 0004 Rel-16 Removing pseudonym of UE
	CATT
	Agreed
	WI 5G_eLCS

CAT F

Qingfen:

If S2 decided that pseudonym of UE is used towards an AF, Would the definition of PseudonymIndicator be still needed? And the parameter pseudonymIndicator in data model LocUpdateData be still needed?

Scott:

Pseudonym of UE may be used in external LCS client. If the PseudonymIndicator is included, the GMLC will transfer UE ID into pseudonym of UE and forward to external LCS client. So PseudonymIndicator is needed.
Qingfen:

Please forgive me because I’m still confused, there are still 2 questions from my side:
1. why is “PseudonymIndicator is needed or not “ decided by AMF？
SCOTT: For MO-LR, the pseudonym indicator originates from the UE that triggers MO-LR
2. And pseudonymIndicator in data model LocUpdateData is optional, and if it was absent, what does it indicate?
SCOTT: If it is absent, the GPSI or SUPI may be included as UE identity
Qingfen:

Thank your response, I’m fine now.


	
	
	2327
	CR 29.515 0005 Rel-16 UE Privacy Requirements Corrections
	CATT
	Revised to C4-202532
	WI 5G_eLCS

CAT F

Jones:

· The cover page other comments, should state explicitly backward compatibility (i.e. Not impacted/Backward Compatible Corrections/ Backward Compatible New Feature/Backward incompatible changes). This applies to ALL YOUR CRs
· Editorial
UE privacy requirements from (H)GMLC to the serving AMF or VGMLC(in the roaming case) for the target UE
· CodeWordCheck data type is not necessary in my view. A “boolean” type can serve the purpose
Qingfen:

1． Which NF or AF is CodeWord provided by? If it is provided by AF or Hgmlc, need Hgmlc transfer it to Vgmlc in a location request procedure in roaming scenario. I found that only new parameter CodeWordCheck was included in your CR and CodeWord was removed in data model UePrivacyReqirements.
Scott: 

Codeword is provided by legacy LCS client. Codeword should be included in IEs from (H)GMLC to serving AMF or VGMLC as an independent IE if it need to be checked in UE.   I missed it. 
2． If CodeWord was unnecessary to be included in ProvideLocation service operation, there will be some places where revision is needed (e.g. clause 5.2.2.2.1 )

Marco:

in the proposal, a redefinition of „UePrivacyRequirements Data type“ is suggested.
As far as I understand it, by deleting the table 6.1.5.2.8-1, the codeWord definition gets lost.

In the newly defined table “6.1.5.2.7-1”, a CodeWord check might be requested.

If there is no codeWord defined, how shall a check be performed? 

I suggest to keep a “set code word”.

Marco:

In the CR, the following table is proposed.
Table 6.1.5.3.x-1: Enumeration CodeWordCheck
>>>>Codeworkd
Please correct the typos in the column “Description
Scott:

Revision v1 provided

Marco

please remove the empty line in this table
Use straight quotes
Scott

OK

Revise, new tdoc number/


	CC?
	
	2532
	CR 29.515 0005 Rel-16 UE Privacy Requirements Corrections
	CATT
	
	

	
	
	2549
	CR 29.515 0005 Rel-16 UE Privacy Requirements Corrections
	CATT
	withdrawn
	

	
	
	2328
	CR 29.518 0352 Rel-16 Including UePrivacyRequirements for Location Request
	CATT
	Revised to C4-202533
	WI 5G_eLCS

CAT F

Caixia:

Please find my comments below:
1. The CR affects backward compatability of Openfile Namf_Location.

Propose rewording the other comments to: This CR introduces backward compatible correction to OpenAPI file of Namf_Location API.

2. The reused data type UePrivacyRequirements includes several parameters, whether all of the parameters shall be used? At least the codeword is already included as separated IE.
Qingfen:

There some comments and questions from me as below:
1. The meeting time on cover page is not right, it should be “E-Meeting, 15th – 23rd April 2020”

2. There is a redundant full stop and 2 spaces in the Title “Including UePrivacyRequirements for Location Request.  “ on cover page.

3. Is the locationValidTimePeriod in data mode UePrivacyReqirements necessary to be transfer to AMF? By Which NFs should The location Valid Time Period be monitored and controlled?

Scott:

1. As for the E-meeting time, I didn’t change the CR template. 

2. OK.

3. For the locationvalidTimePeriod, I have no strong opinion. I only think this value should be sent to serving AMF. AMF may operate it and carry out removing the deferred location question if the valid time has expired. 

Qingfen:

Thank you for your response.
For my 3rd comment, I actually want to check whether it is enough that GMLC monitor the validation timer of the deferred location and send the request to AMF to cancel deferred location.

Scott:

It makes sense, I think. I am open to get rid of the IE

Bruno:

Other comments: "The CR affects backward compatability of Openfile Namf_Location." No, it does not since the data type that is removed was added from Rel-16 onwards only and the API is not yet frozen.

6.4.6.2.2: typo and descriptive instead of normative text ("the IE privides the indication "). Missing full stop.

A.5: typo in uePrivacyRequirememnts
Scott:

Your comments has been reflected to the uploaded draft v1 

revise  new tdoc

	CC?
	
	2533
	CR 29.518 0352 Rel-16 Including UePrivacyRequirements for Location Request
	CATT
	
	

	
	
	2550
	CR 29.518 0352 Rel-16 Including UePrivacyRequirements for Location Request
	CATT
	wirthdrawn
	

	
	
	2329
	CR 29.571 0208 Rel-16 Revising the defination of LcsServiceAuth data type
	CATT
	
	WI 5G_eLCS

CAT F

Caixia:

1. Other comments in the coversheet shall be updated, same as 2328;
2. LcsServiceAuth IE is introduced in Rel-15 or Rel-16?

Scott:

Thank you for your comments.
1. I will change the backward-compatibility analysis.

2. LcsServiceAuth is introduced in Rel-16.

Jones:

I am fine with the motivation of the CR.
Small comments:

· The Table Note (not correctly formatted) is not needed. The default value should be described per IE with this Data Type (as in 2327).

· Please also fix the description in the OpenAPI to keep alignment.

    LcsServiceAuth:

      anyOf:

      - type: string

        enum:

          - "LOCATION_ALLOWED_WITH_NOTIFICATION"

          - "LOCATION_ALLOWED_WITHOUT_NOTIFICATION"

          - "LOCATION_ALLOWED_WITHOUT_RESPONSE"

          - "LOCATION_RESTRICTED_WITHOUT_RESPONSE"

          - "NOTIFICATION_ONLY"
          - "NOTIFICATION_AND_VERIFICATION_ONLY"
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - "LOCATION_NOT_ALLOWED": Indicates the start of MO Exception Data delivery.
        - "STOP": Indicates the stop of MO Exception Data delivery.

        - "LOCATION_NOT_ALLOWED": Location not allowed

        - "LOCATION_ALLOWED_WITH_NOTIFICATION": Location allowed with notification

        - "LOCATION_ALLOWED_WITHOUT_NOTIFICATION": Location allowed without notification

        - "LOCATION_ALLOWED_WITHOUT_RESPONSE": Location with notification and privacy verification; location allowed if no response

        - "LOCATION_RESTRICTED_WITHOUT_RESPONSE": Location with notification and privacy verification; location restricted if no response

        - "NOTIFICATION_ONLY": Notification only

        - "NOTIFICATION_AND_VERIFICATION_ONLY": Notification and privacy verification only
Qingfen:

There are my comments below：
1.“The default value is "LOCATION_ALLOWED_WITH_NOTIFICATION", if not presents.” In Table 5.4.3.27-1 should be removed, the definition in 29.571 should be more generic, maybe there are different default value in different place where LcsServiceAuth is referenced as data type.
2. The meeting time on cover page is not right, it should be “E-Meeting, 15th – 23rd April 2020”
Yvette:

Please update  “Other comments” in the coversheet for other CRs as well .
Scott:

I will fix it.
Bruno:

If I am not mistaken, LcsServiceAuth is a data type introduced in Rel-16, so the change is backward compatible (stage 3 not frozen yet for Rel-16).
Other comments need to identify the list of affected APIs
Scott:

Your comments has been reflected to the uploaded draft v1 

Ulrich:

the type LcsServiceAuth is used by the following APIs:
Ngmlc_Location (29.515)
Namf_Location (29.518)
 
These APIs are impacted (backwards compatible correction) by your CR. Please say so in “Other comments” on the CR’s cover page.
Scott:

Other Comments of Coversheet covers the Ngmlc_Location and Namf_Location OpenAPI file in the version2
Qingfen:

V1 is ok for me, but the meeting time is still wrong
Jones

Thanks a lot. 
    For the conference time on the coversheet, I didn't make any changes on the CR template. To my understanding, 23rd April 2020 is the deadline of emeeting discussion, 24rd April 2020 is the deadline of emeeting.

Is there consensus on the time? I notice that almost all the CR is E-Meeting, 15th hMeerd April 2020.
Scott

Thanks a lot. 
    For the conference time on the coversheet, I didn't make any changes on the CR template. To my understanding, 23rd April 2020 is the deadline of emeeting discussion, 24rd April 2020 is the deadline of emeeting.

    Is there consensus on the time? I notice that almost all the CRs are wrotten as E-Meeting, 15th hMeerd April 2020.
revision  to be provided
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	2020
	CR 29.503 0377 Rel-16 5G SRVCC Info Retrieval
	Nokia, Nokia Shanghai Bell
	Revised to C4-202393
	WI UDICOM

CAT B
Jesus:

· Attribute "ueSrvccCapability" (three occurrences) should be changed to "ue5GSrvccCapability" (as in 5GS, the UE indicates solely support for 5G-SRVCC according to 23.216 subclause 6.5.1 1st bullet)
· The text "Session Transfer Number for SRVCC" should be changed to "Session Transfer Number for 5G-SRVCC"
Ulrich:

Thank you for the comments which are all accepted. Draft v1 is in the draft inbox
John-Luc:

I like to note that proposals are submitted to CT1 and CT4 to handle 4GSRVCC capability indication when in 5GS. If these proposals are agreed the suggestions from Jesus below may have to be reverted. However, I don’t want to hold up agreement of C4-202020. We can do the alignment in the May meeting, if needed?
Note that SA2 have commented that they will follow CT working groups on this.
Revise, new tdoc number

	
	
	2393
	CR 29.503 0377 Rel-16 5G SRVCC Info Retrieval
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2104
	CR 23.632 0013 Rel-16 Authentication Options
	Nokia, Nokia Shanghai Bell
	Agreed
	WI UDICOM

CAT F

	
	
	2111
	CR 29.503 0389 Rel-16 UDM Authn. Vector Generation for HSS
	Ericsson
	Agreed
	WI UDICOM

CAT C

	
	
	2119
	CR 29.563 0001 Rel-16 Storage of YAML files in ETSI Forge
	Ericsson
	Agreed
	WI UDICOM

CAT B

	
	
	2120
	CR 23.632 0014 Rel-16 Common Network Exposure
	Ericsson
	Revised to C4-202513
	WI UDICOM

CAT B
Abdessamad
A few comments regarding this CR:
· In the “Reason for change” and “Summary of change”, you reference several time “TS 23.362”. I suppose that it is a typo and it should be “TS 23.632”, right? I could not find any TS 23.362.

Ericsson] Yes, it is a typo. It is TS 23.632
· Can you please share the number of the SA2 CR that you are referencing: “TS 23.501 CR abc”?

[Ericsson] http://www.3gpp.org/ftp/tsg_sa/WG2_Arch/TSGS2_138e_Electronic/Docs/S2-2002712.zip
· For my understanding, why is the handling of the cases where the monitoring events are detected at the HSS (clause 5.X.3) is not carried out the same way as those detected at the MME (as in 5.X.2)? Does the solution proposed in 5.X.3 imply that the HSS has to synchronize the UDM for monitoring events related to all UEs (even those for which no event monitoring is needed)?

[Ericsson] We believe that certain events (PEI change, PLMN-ID change) are quite unique, since it is common data in the network that is worth keeping it synchronized no matter their usage in event exposure framework. The PEI is common regardless of the CN the UE is attached to (e.g. EPC, 5GC), and the current PLMN-ID is also common no matter the type of CN the UE is accessing. We should not consider that these “real time” sync is for event exposure purposes only. Of course EE can benefit from this as an advantage, and considering that the frequency for both events is very low, and considering also that we might have requests over Sh (or eIMS SDM service) on a per call basis to retrieve the current IMEI/PEI and the current PLMN-ID/roaming status (e.g. for Voice/MMTel services/location services and barrings to be applied), fetching this info every time instead of keeping it common and up to date in both UDM and HSS relieves the HSS (or UDM) of the burden of contacting the other NF to know the most recent PEI or the most recent PLMN-ID whenever their business logic requires such info.
· Regarding the other direction (HSS --> UDM) for when the SCEF+NEF decides to use EPC procedures to configure a monitoring event also in 5GC

[Ericsson] This statement looks incomplete? Or do we want to upgrade legacy procedures (diameter-based) to configure monitoring events in 5GC? Our proposal is quite the opposite, that is, to evolve to SBI for common network exposure. Stage 2 proposing diameter or SBI to be used from combined SCEF/NEF might be ok if HSS/UDM are also combined, but Ericsson believes that, when it comes to UDICOM, the events should be configured only in the direction from UDM to HSS (i.e. SCEF/NEF uses only SBI to monitor the two domains)?
All in all, the intention with our CR to TS 23.501 is to provide the means to use SBI whenever is possible for monitoring in legacy domains rather than using legacy protocols for monitoring in newer domains. Adding both directions in UDICOM does not help to interoperate and evolve the network in our view. Note also that the current mapping between EPC and 5GC events is not 1:1 in all cases, so the more options we might add in SBI in the future (e.g. optional configuration parameters) would require to also add them in diameter s6t interface, which is not desirable
Abdessamad:

Can you please hence correct the typo and better clarify the “Reason for change” part to capture the following statement: “Ericsson believes that, when it comes to UDICOM, the events should be configured only in the direction from UDM to HSS”? As it is formulated right now, it may indicate that this CR defines the procedures for the direction UDM to HSS and there is or will be another CR that is going to define the procedures for HSS to UDM direction, which is not the intention here if I understood well.
Open, Draft revision to be provided

	
	
	2513
	CR 23.632 0014 Rel-16 Common Network Exposure
	Ericsson
	Agreed
	

	
	
	2198
	CR 29.503 0400 Rel-16 ePDG Indication in UeContextInSmfData
	Cisco Systems, Ericsson
	Revised to C4-202516
	WI UDICOM

CAT F
Ulrich:

this CR has an almost empty cover sheet, has no reason for change and no changes and cannot be agreed.

Yue:

At least we may agree on the CR template.

Jesus:

I confirm that E/// still co-signs the CR, since there is little to disagree with 😊
Now, on a serious note, I have uploaded to draft folder (6.1.8) the version that E/// reviewed and co-signed, before Cisco makes a more formal review later on today (I assume they are in USA time zone).
CR should be treated as  late  document
Revision to be provided as  this version has no content.
Ravi

The version 2 of the document is now available in the Draft folder with proper content and new TDoc number

	
	
	2516
	CR 29.503 0400 Rel-16 ePDG Indication in UeContextInSmfData
	Cisco Systems, Ericsson
	Agreed
	

	
	
	2239
	CR 29.503 0407 Rel-16 HSS Authentication Info Request
	Ericsson
	Revised to C4-202514
	WI UDICOM

CAT B
Ulrich:

- can you please add a reference where we find the requirement for having this Access Network Id
[Jesus] Yes, I have added a reference to 24.302, and a brief explanation that this is required to calculate AVs for EAP-AKA'.
- values in 6.3.6.3.x look like “types” rather than “IDs”

[Jesus] In fact they are called like this, "Access Network Identities", in the context of EAP-AKA'.

 Draft revision 1 provided

Ulrich:

V1 looks good

Qingfen:

Some small comments as below:
1. The meeting time on overpage should be “E-Meeting, 15th – 23rd April 2020”

In Table 6.3.6.2.10-1, “NOTE:        For GBA authentication type, they number of requested vectors shall be set to 1; for other authentication types, the number of generated vectors by UDM, may be less than the number of requested vectors. 
[Jesus] I took the cover page from the official CR template, found here:
https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_97e_meeting/Templates/CR_Form.zip
so, I assume that this heading is valid.

2. ”, the highlighted part should be “the”
[Jesus] Thanks, corrected
3. Should Newly defined data model “AccessNetworkId” be listed in Table 6.3.6.1-1 ?

[Jesus] Currently, none of the data types defined under section 6.3.6.3 is included in such table. My proposal is to leave it up to the rapporteur (Ulrich) to see if he prefers to have in that table all data types defined under 6.3.6.3, and if so, to include all of them as a rapporteur task. From my side, there is no point in just adding AccessNetworkId, while the rest of types (around 19 types) are missing.

[Ulrich] I can draft a CR to our next meeting to clean up the table.
4.
Does the modification have any impact on interface of UDR? If there is impact, the impacted openapi of udr should be listed in Other comments: on coverpage.

[Jesus] I have not identified any impacts on UDR API.

Jesus:

Thanks for the comments. Please, see my replies below…
I have uploaded v2 taking into account your comments.

(Also note that I uploaded an v1 version to draft folders, taking into account Ulrich's previous comments).

Revise, new tdoc number

	
	
	2514
	CR 29.503 0407 Rel-16 HSS Authentication Info Request
	Ericsson
	Agreed
	

	
	
	2307
	CR 23.632 0003 Rel-16 SMS
	Nokia, Nokia Shanghai Bell, Ericsson
	Agreed
	WI UDICOM

CAT F

	
	
	2319
	CR 23.632 0015 Rel-16 UDM and HSS not Aware of N26
	Hewlett-Packard Enterprise
	Revised to C4-202342
	WI UDICOM

CAT F 

Jesus:

A few comments on this CR:
· 5.3.2:

· We suggest to have the reverse logic for the 5GC restriction check

· In EPS/S6a, the flags are bits (1/0), so we should not say whether they are set to "true" or "false"; instead, we should say whether they are "set", or "not set"

Proposed text for step 3: "If the dual registration 5GS indicator is not set in the S6a ULR request and the subscription information related to the IMSI does not indicate that 5GC is restricted…"
· 5.3.3:

· The proposed text does not cover the case of initial registration

· We also suggest to have the reverse logic for the EPC restriction check

Proposed text: "If either the dual registration flag is not set to true or the initial registration indicator is set in the Nudm_UECM_Registration request, and the subscription information related to the SUPI does not indicate that EPC is restricted..."
· 5.3.4: Not sure if the proposed changes are correct, or needed. This section does not only apply for dual connectivity cases (i.e. UE context is kept in both EPC and 5GC for 3GPP access) but also for IP Session continuity support between 3GPP and non-3GPP accesses. The updates proposed in the CR only apply to 3GPP access and leaves the non-3GPP access out. I think the scenarios supported are sufficiently described in the general section of that clause.

Anders:

Agree on 5.3.2 and 5.3.3 and will revise accordingly.
 
Re 5.3.4 – we revised 2319 to C4-202342 which mainly addressed this clause. Did you check this version?

	
	
	2342
	CR 23.632 0015 Rel-16 UDM and HSS not Aware of N26
	Hewlett-Packard Enterprise
	Revised to C4-202528
	WI UDICOM

CAT F
Jesus:


So, wrt the new changes you proposed for clause 5.3.4, I still don't think they are correct. This section deals mainly with dual registration (for 3GPP access w/o N26, or between 3GPP and non-3GPP access).

But with your new changes, you are pointing to steps in clauses where we deal mainly with single registration, when the serving node in "the other access" is deregistered, which is not the intention in this clause 5.3.4.

Anders

Our understanding is that there are some use cases where single registration is indicated by the MME/AMF, but for the purpose of session continuity with non-3GPP access with EPC or 5GC, clause 5.3.4 applies. 
The HSS for example, will need to subscribe to be notified of SMF updates in the UDM when N10 is used between SMF and UDM instead of the S6b interface, as otherwise there is no way for the HSS to update the MME of changes to the PDU sessions being done through e.g. the ePDG.

Jesus:

I still don't agree with the proposed changes in 5.3.4.

In the change in step 1 in Figure 5.3.4-1, you say that the AMF is deregistered (always) as long as S6a/ULR is received, which is not true; at most, it should say that AMF is deregistered only if the conditions for single registration are met, which are described in clauses 5.3.2.

Anders: Actually, it says perform Step 3 of 5.3.2, and step 3 of 5.3.2 is conditional:
“If the dual registration flag is not set to true in the Nudm_UECM_Registration request and the subscription information related to the SUPI indicates that EPC is not restricted, then the UDM uses the Nhss_UECM_MMEDeregistration service operation to request the HSS to cancel the registration”

Same applies to the other change, in step 1 of Figure 5.3.4-4; the HSS is not deregistered always; only if single registration applies, as described in 5.3.3.

Jesus: 

But, does it make sense in 5.3.4 to point entirely to step 3 of 5.3.2, rather than indicating explicitly the condition for triggering a de-registration?
If you reference the whole step 3, then for example the checks on the Core Networks restrictions described in step 3 of 5.3.2 might not be applicable
Anders

Right, it may make more sense to spell things out in 5.3.4.
We will revise the CR without 5.3.4 in this meeting as I believe the changes to 5.3.2 and 5.3.3 were agreeable and work on 5.3.4 for the next meeting. Is that acceptable?

Jesus

Yes, that's fine, and it's agreeable for us.

revision to be provided


	
	
	2528
	CR 23.632 0015 Rel-16 UDM and HSS not Aware of N26
	Hewlett-Packard Enterprise
	Agreed
	

	6.1.9
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	FS_NUDSF
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	SBIProtoc16

	
	
	2286
	LS in   Rel-16 LS on missing cause code mapping
	CT3
	Noted
	C3-195374

To: CT4

CC: CT1

Contact: Orange

CT3 has defined in TS 29.512 v16.2.0 the VALIDATION_CONDITION_NOT_MET application error sent by the PCF to the SMF. This error is returned with a 403 Forbidden HTTP response if the validation condition of a background data transfer policy (i.e. Time Window and/or Location Criteria) is not satisfied. The UE attempts for PDU session establishment or modification are rejected until the validation condition is satisfied.

It is CT3 understanding that this error code shall be mapped by the SMF to the 5GSM cause value #29 “User authentication or authorization failed”.

CT3 has noticed that there is no Rel-16 version of TS 29.524.

ACTION: 
CT3 kindly asks CT4 to consider the above description and to update TS 29.524 accordingly.
Proposed treatment: 

CR to 29.524 requested WI code en5GPccSer, 

The LS was postponed in CT4#96e, CR provided  in C4-202170
Postponed  to  6.1.10

	
	
	2013
	CR 29.501 0074 Rel-16 Clarifications to callback URI
	Huawei
	Revised to C4-202396
	WI SBIProtoc16

CAT F

Bruno:

I suggest to modify the first paragraph of clause 4.4.3 as follows: 
The purpose of the callback URI is to enable NF service consumer to provide the URI to be used by an NF Service Producer to send notification or callback requests.

The reference to clause 4.6.1.3 is to be deleted as this clause refers specifically to Asynchronous Operations, which is just one use case among many ones.

We don’t need either the text "represented by a subset of an absolute URI " given that the existing text above says more precisely how a callback URI is structured.

“'path' is a path to an UE specific, unique NF consumer resource”: this is not necessarily UE specific.

Giorgi:
V1 uploaded

Abdessamad (v0)

Thanks for this v1. It is OK for me, I just have some minor editorial comments:
The purpose of the callback URI is to enable a NF service consumer to provide the URI to be used by an NF Service Producer to send notifications or callback requests.
.

.URI = scheme ":" "//" host [ ":" port ] / path

Where, 'host' is either an FQDN or an IP address, while the 'path' is a path to an unique NF consumer resource.
Giorgi:

I will shortly upload v2 into the Drafts folder


	
	
	2396
	CR 29.501 0074 Rel-16 Clarifications to callback URI
	Huawei
	Revised to C4-202476
	Bruno:

The revision looks fine. I just would like to strike the work “unique” in the very last sentence (as it is unclear what is the underlying implication). 
Also remove the comma after “where”, and replace “while” by “and”.

Giorgi:

Thanks, have fixed these in v1, which is in the Draft/6.1.10 folder
Revision to be provided.

	
	
	2476
	CR 29.501 0074 Rel-16 Clarifications to callback URI
	Huawei
	Agreed
	

	
	
	2040
	CR 29.510 0318 Rel-16 Authorization parameters in roaming scenarios
	Nokia, Nokia Shanghai Bell
	Revised to C4-202459
	WI SBIProtoc16

CAT F

Jones:

“If this IE is included in a subscription request in a different PLMN, the requester NF shall provide S-NSSAI values of the target PLMN, that are derived from the S-NSSAI values of the requester NF.”
The AMF fetches the subscribed S-NSSAIs and require NSSF for S-NSSAIs in serving PLMN mapping to the HPLMN S-NSSAIs; in PDU Session Establishment procedure, the UE provides the HPLMN S-NSSAI that matches the application and the mapped VPLMN S-NSSAI. It is better to say that the VPLMN S-NSSAI is derived from the HPLMN S-NSSAI, not in the other way around. 

Suggest rewording e.g. “, that are in the mapping of …”, or simply delete the last sentence.

Bruno:

Thanks. I propose to reword the text as  
“If this IE is included in a subscription request in a different PLMN, the requester NF shall provide S-NSSAI values of the target PLMN, that correspond to the S-NSSAI values of the requester NF.”
Is that fine?

Jones: Text fine

Draft revision to be provided

	
	
	2459
	CR 29.510 0318 Rel-16 Authorization parameters in roaming scenarios
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2041
	CR 29.510 0319 Rel-16 Missing attributes in NrfInfo data type
	Nokia, Nokia Shanghai Bell
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2042
	CR 29.510 0320 Rel-16 Slice Differentiator Ranges and Wildcard
	Nokia, Nokia Shanghai Bell, T-Mobile, AT&T, Ericsson
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2043
	CR 29.510 0321 Rel-16 Undiscoverable NF service
	Nokia, Nokia Shanghai Bell
	Revised to C4-202460
	WI SBIProtoc16

CAT F

Peter Sanders:
The row in the table for which the NFServiceStatus = UNDISCOVERABLE says in its current text: The NF Service instance is registered in NRF, is operative but cannot be discovered by other NFs.
You propose to add this text: An NF service cannot be discovered by other NFs if the NF status or the NF service status is set to "UNDISCOVERABLE".
The NF service status is UNDISCOVERABLE, because that is the row in the table we are looking at.

Frankly, I don't see what the new text adds to the existing text. To me it seems both sentences say the same thing. If there are differences then they are very subtle and I fail to see it. If you think there are differences, couldn't you modify the first sentence rather than adding a new sentence?

Bruno

Propose to clarify and move the new text in a table NOTE:
NOTE: An NF service cannot be discovered by other NFs if the NF status is set to “SUSPENDED” or "UNDISCOVERABLE", regardless of the NF service status
Peter Sanders

I now get the point you want to make. I still think the original text is fine, but I'm not opposing your proposal.
What about adding the word "actual" (in red) to indicate that this is the actual status of the NF instance, which is not the same thing as the status listed in the NRF.

NOTE: An NF service cannot be discovered by other NFs if the NF status is set to status of the NF instance, which is not the same actual NF service status
Bruno:

what we wish to clarify is that when the NF status is SUSPENDED or UNDISCOVERABLE, any NF service of this NF cannot be discovered regardless of the value of the NFServiceStatus of the NF service. So adding ‘actual’ does not help.  

Ambiguities in the specification wrt whether the NF service status of all NF services needs to be set to "UNDISCOVERABLE" when the NF status is set to "UNDISCOVERABLE". NF services that should not be discoverable may be wrongly assumed by the NRF as discoverable
So in other words, simply setting the NF Status to UNDISCOVERABLE or to SUSPENDED suffices to make all services of the NF not discoverable (even if an NF service has the state REGISTERED).

Peter Sanders:

Okay, the clarification you want to give it that none of the services that an NF instance may provide is discoverable, while the table says that an NF Instance is undiscoverable.
You are right, adding the word "actual" doesn't help at all here.

I'm fine with your note.
Revision to be provided

	
	
	2460
	CR 29.510 0321 Rel-16 Undiscoverable NF service
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2046
	CR 29.503 0380 Rel-16 EpsInterworkingInfo
	Nokia, Nokia Shanghai Bell
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2049
	CR 29.503 0383 Rel-16 PEI
	Nokia, Nokia Shanghai Bell
	Postponed
	WI SBIProtoc16

CAT F

Yue:

It is a little bit tricky to me, you may justify backward compatibility of this CR, but I would rather to leave 29.503 as it is being and rely on 23.502 to ensure the presence of PEI (if 23.502 cannot, then this CR is backward incompatible).
Ulrich:

This CR is backwards compatible. An AMF that does not send the PEI is not compliant to 23.502. 
Leaving 29.503 as it is, may be regarded as misalignment and could result in interoperability problems.

Qingfen:

From my understanding, modification of P column from M to O is not backward compatibility. I agreed with Yue’s opinion.

Jesus:

My suggestion to make this change BC would be:
- Categorize the IE as "C", and say that this IE shall be present if it is available to the AMF

- If, per 23.502, AMF will always have the PEI, then this will translate into AMF always sending it, which is still fine wrt the point above

- Do not change the OpenAPI

Yue supports Jesus proposal

Ulrich:

I do not agree.
An AMF that is not sending the PEI is misbehaving (not compliant to 23.502). The UDM can detect that the PEI is missing and should reject the request.

It does not matter whether the UDM detects missing PEI on application level or on protocol level.

With the proposal from Jesus there is no way for the UDM to know whether the PEI was available at the AMF. This text is misleading as it seems to allow a valid option for the AMF not to include the PEI (i.e. if PEI is not available).

Yue:

I did some checking with CT1 delegates, the PEI is optional IE when the UE sends registration request to AMF.  If the PEI is not included, the AMF has to invoke another procedure to request the UE to send PEI.  If we mandate PEI on Nudm, then the AMF has to wait untill receive the PEI.  Taking into account that 5GC will deal with various devices from vertical markets, I would rather not to mandate PEI which, to my understanding, is not crucial information for registration procedure. On the other hand, the AMF may update the registration information later on if it is really important to store PEI in UDM/UDR.

Ulrich:

I do not follow your logic.

If the AMF does not get the PEI from the UE in the registration request, the AMF has to explicitly request the PEI from the UE BEFORE contacting the UDM. There is no option for the AMF to register at the UDM without PEI. 23.502 says:

 
Inputs, Required: NF ID, SUPI, PEI,

Yue:

Well, my ponit is just to relax this requirement a bit
Jesus: does 23.502 really  mandates  the presence of PEI. And is this reflected in CT1 specs.
Ulrich how to  check with stage 2 should we send an LS.

LS to be send soon, interested companies should get active in SA2 and CT1 to trigger a reply immediately. 

Open, should  we postpone the CR as SA2 will not handle the LS in their ongoing meeting
Ulrich asks to postpone the document

	
	
	2344
	LS out LS on Presence of PEI in Nudm_UECM_Registration Requests
	Nokia (Ulrich)
	Approved
	To SA2, CT1

Draft available
Jesus:

Thanks for drafting the LS OUT.
I have proposed some changes in the file: "draft C4-202344 LS-out presence of PEI+jesus.zip" uploaded to the draft folder.

Ulrich:

thank you for the comments.
I can accept all but one: We should keep the 2nd last paragraph. 

Assume the (old) PEI is stored in the UDM and the UE powers off, switches to new PEI and performs an initial registration at a different AMF. If the registration has no PEI, the UDM does not detect the change of SUPI-PEI association.

Ulrich to prepare new draft

Yue to provide input related to CT1

Giorgi:

Please also add a request on the 3GPP release. Something along these lines: CT4 kindly ask SA2 to clarify whether PEI is required or optional input to Nudm_UECM_Registration and if this applies from Rel-15 onwards.
Yue provided draft in draft inbox
Ulrich:

Thank you for the comments. 
As discussed in today’s confcall I have accepted revisions from Jesus (except the deletion of the last but one paragraph) and also Giorgi’s proposal.

I have not accepted Yue’s proposals as those were not inline with our discussions during the conf call.

It is certainly not agreeable to say that CT4 suggests to relax the requirement from 23.502.

It was rather expected that Yue provides text justifying to have CT1 in copy.

Wrt CT1 I propose to move CT1 from CC to To and add the action:

To CT1 group.
ACTION: CT4 kindly ask CT1 to take any response from SA2 into account.
Yue:

"suggesting to relax the requirement" is text from the original version of the draft LS.
The concerns I proposed in the LS were indeed raised by some companies, you may clarify that the concerns do not reflect CT4's position, but again some companies have the concern. 

Ulrich we should ask SA2 in a neutral way.

Jesus Stage2 is clear in one place PEI is mandatory in some places in 23.502 it is not so clear.

CT1 should be in CC only.


	
	
	2069
	CR 29.503 0386 Rel-16 Core network Restrictions
	Nokia, Nokia Shanghai Bell
	Agreed
	WI SBIProtoc16

CAT F

Yue:

I fully understand and agree with the principle of this CR. But then another question comes to my head: what is the purpose of this attribute at all? 
I mean, if the UE is not allowed to access via EPC, then shouldn't it be expressed by mobility restriction?
Ulrich:

purpose of the attribute is to enable the UDM to indicate to the AMF that EPC is restricted for the UE. The AMF shall then restrict mobility towards EPC.
According to 23.501 clause 5.3.4.1.1 CoreNetworkTypeRestriction is part of Mobility Restriction:

“Mobility Restrictions consists of RAT restriction, Forbidden Area, Service Area Restrictions, Core Network type restriction and Closed Access Group information as follows:”
All these parts are covered by AccessAndMobilitySubscriptionData in 29.503 clause 6.1.6.2.4.



	
	
	2083
	CR 29.503 0388 Rel-16 SDM data resynchronization
	Nokia, Nokia Shanghai Bell
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2089
	CR 29.531 0062 Rel-16 Remaining modifications in the API of Nnssf_NSSAIAvailability service for the support of compression
	Orange
	Revised to C4-202411
	WI SBIProtoc16

CAT F

Bruno:

The CR is fine, but the CoNA (Consequences if Not Approved) on cover page is not correct. Gzip can already be supported by all APIs (see 29.500). There is no need in principle to do all these changes in all APIs. We only do so to stress that for specific service operations, the use of compression can be useful.
So please kindly correct the CoNA.

Abdessamad:

Thanks for your comments. I have changed the CoNA to the following “Possible confusions on the possibility to use compression (e.g. gzip)” in v1 that I have uploaded to the draft inbox. Please let me know if it is OK for you

Bruno

V1 is OK

Abdessamad:

As I have not received further comments on C4-202089_v1, C4-202089 was revised to C4-202411 and the latter uploaded to the Inbox folder
revise  new tdoc  number

	
	
	2411
	CR 29.531 0062 Rel-16 Remaining modifications in the API of Nnssf_NSSAIAvailability service for the support of compression
	Orange
	Agreed
	

	
	
	2101
	CR 29.571 0199 Rel-16 Slice Differentiator Ranges and Wildcard
	Nokia, Nokia Shanghai Bell, T-Mobile, AT&T, Ericsson
	Revised to C4-202461
	WI SBIProtoc16

CAT F

Yue:

Couple of questions for clarification:
1. What is the difference b/w the manner of this CR and simply adding two optional attributes to Snssai data type?
Bruno>  The need for wildcard SD or ranges of SDs is specific to certain APIs / service operations (cf the related 29.510 and 29.531 CRs). This is not required for other API / service operations, for which allowing so would be very confusing (e.g. an AMF could signal, protocol-wise, an wildcard SD in the S-NSSAI when creating a PDU session to SMF). So the CR does not change APIs/service operations where the use of wildcard SD or range of SDs is not needed and would be confusing. 
Abdessamad: >> Can’t we just specify this (“The need for wildcard SD or ranges of SDs is specific to certain APIs / service operations”) in the description column? For example, we can add something like: “This attribute is only applicable for Nxx and Nyy API”. This would maybe simplify the necessary changes to be made.

Bruno:

There is absolutely no complication in the way the extensions are defined. They follow the API guidelines of 29.501 and we have already extended several data types in this manner. This is the proper manner, when the extensions are specific to certain APIs, like documented in 29.501.

Besides, the description of attributes in the common data types should be generic, and not contain API specific reqts. How the common data types are used by the different APIs is to be documented in corresponding TSs. And it would not make sense to have to documents in all the TSs using the S-NSSAI data type that it shall not include the extensions, because the latter make no sense for the API. 

So I really do not see any issue here

2. When defining e.g. SUPI range, we have both start-end option and pattern option, why didn't you include pattern possibility?
Bruno> we do not think this is needed
3. How to handle the case where a R16 NF sends ExtSnssai to R15 NF? 

Bruno> the use of this new feature assumes Rel-16 NFs (like e.g. all the xxxnfoExt attributes that you/CT4 defined in NFProfile). This can be clarified by a note
Giorgi:

2101 enables 2042 and 2102, which I believe propose backward incompatible changes. I believe we should start with discussing if we could justify these backward incompatible changes in 2042 and 2102.

Zhijun:

We also think the method in 2042/2102 introduces backward compatibility issue.
If such requirement is valid, we prefer the way as Yue mentioned, i.e. extending the existing Snssai structure.
Bruno:

This does not make ANY difference wrt to backward compatibility, and see my reply to 1. above why this would certainly not be better.

Jesus:

Is it really so, that the change is non-backwards compatible?
In my view, a JSON object containing all attributes: { sst, sd, sdRanges, wildcardSd } can still be said as having type Snssai, so a Rel-15 consumer still accepts that as a valid type.

Just to remind that data types do not "travel" over the wire, and also to remind that optional unrecognized attributes in an object are simply discarded.

Yue:

I agree that from JSON point of view, the change is backward compatible. My question was how to deal with the case where R16 NF sends {sst, sdRanges} to a R15 NF. 
Jesus:

The R15 NF will see it as { sst }.
This is the same as if you add additional optional IE's everywhere else in the JSON document, inside or outside Snssai: they will not be "seen" by R15 NFs.
Yue:

Then it leads to misunderstanding, remember it was you who made a change request clarifying :  sst  !=  sst + wildcarded sd ?

Jesus:

Yes, but then, what else can we do? The clarification we made was for R15, but now, whatever we add in R16 will not be seen by R15 NF's

Yue:

One possibility is to require the NF to always include a single SD attribute if it intends to include SD range attribute, and the single SD value is within the SD range.

Draft revision to be provided
Bruno:

I have uploaded a draft revision (v1) in the draft inbox with Yue’s proposal, as discussed during  conf call on 15th.
The change is captured in the table note of clause 5.4.x.1.

Please let me know if there is any further comment.



	
	
	2461
	CR 29.571 0199 Rel-16 Slice Differentiator Ranges and Wildcard
	Nokia, Nokia Shanghai Bell, T-Mobile, AT&T, Ericsson
	Agreed
	

	
	
	2102
	CR 29.531 0063 Rel-16 Slice Differentiator Ranges and Wildcard
	Nokia, Nokia Shanghai Bell, T-Mobile, AT&T, Ericsson
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2105
	CR 29.500 0120 Rel-16 Resource-Level Authorization
	Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-202510
	WI SBIProtoc16

CAT B

	
	
	2510
	CR 29.500 0120 Rel-16 Resource-Level Authorization
	Ericsson, Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2106
	CR 29.501 0075 Rel-16 Resource-Level Authorization
	Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-202511
	WI SBIProtoc16

CAT B

Abdessamad:

There is a small typo in the last paragraph (just before the example):
The naming of the resource/operation-level scopes shall consist of the concatenation of the service name, a string representing the resource name or custom operation, and a string indicating the type of access (e.g. read/modify/create), separated by the ":" (colon) character.
Such last string component of the resourcet/operation-level scope, that represents the type of access for a resource, should comply with the following principles:
-    "read": for GET operations for any resource archetype,
-    "create": for POST or PUT operations that result in a creation of new resources from a collection or store resource,
-    "modify": for PUT, PATCH or DELETE operations that result on an update or deletion of a document resource,
-    "invoke": for POST operations that result in the invocation of a custom operation.
Jesus:

I have uploaded v1 to the drafts folder (6.1.10) correcting the typo


	
	
	2511
	CR 29.501 0075 Rel-16 Resource-Level Authorization
	Ericsson, Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2107
	CR 29.510 0325 Rel-16 Resource-Level Authorization
	Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-202512
	WI SBIProtoc16

CAT B

2107 and 2161 on same requirement from SA3

Caixia:

This CR overlaps with 2161 from us, please consider the following comments from us, it may be related to the whole mechanism including changes to 2105 and 2016
1. For the operation part, SA3 requirement is Action (service operation), so we propose using the service operation, for the proposal in 2107, the main issue is for the custom operation.

There are several custom operations in SMF specification, e.g. for the resource Individual SM context as below, if we only define one operation “Invoke”, how the following URIs can be distinguished and authorized separately?

/sm-contexts/{smContextRef}/retrieve;

/sm-contexts/{smContextRef}/modify;

/sm-contexts/{smContextRef}/release;

/sm-contexts/{smContextRef}/send-mo-data

[Jesus] This is covered in 2106, where it is said:
The naming of the resource/operation-level scopes shall consist of the concatenation of the service name, a string representing the resource name or custom operation, and a string indicating the type of access (e.g. read/modify/create), separated by the ":" (colon) character.

So, in your examples, the scopes could be:

nsmf-pdusession:sm-context:retrieve:invoke

nsmf-pdusession:sm-context:modify:invoke

nsmf-pdusession:sm-context:relesae:invoke

nsmf-pdusession:sm-context:send-mo-data:invoke

Note that the scopes are not to be parsed in their sub-components; they are just a string without any meaning, other than they appear as listed in the OpenAPI along with a given operation on a given resource. So, they can be anything. The above structure is simply guidelines to follow a "consistent naming", and with the goal to make them unique across services.
2. For the new added scope in 2106:

      - nnrf-nfm

  - nnrf-nfm:nf-instances:read

Both of the above two scopes shall be supported, why the service name shall also be included in the second scope?
[Jesus] As commented in the point above, the string can be anything. The proposal to prefix the resource/operation-level scope with the service name is to make the scopes unique across services, since they will be included in the same list of requested scopes in the Oauth2 access token request.
3. Whether the allowedOperationsPerNfType and allowedOperationsPerNfInstance shall be included in the discovery ?

I think the NRF will include this information in the NF Profile sends back to the client, and client can select the allowed NF based on the allowedOperationsPerNfType or allowedOperationsPerNfInstance.

[Jesus] They need to be send in the discovery response, in order to let the consumer determine whether they need to request specific scopes during the Oauth Access Token Request to be granted a token with enough access rights to invoke a given service operation. Failing to do that, would imply to invoke first with a "normal" token (w/o resource-specific tokens), and then let the producer reject the request with 403 and indicating the missing scopes, so the consumer would need to go again to NRF to retrieve a new access token
4. Do we need to update all of the SBI API to support the OpenAPI update indicated in 2106 for TS 29.501?

[Jesus] That's a good question, and I don't really have an answer. The mechanism is there, and we have proposed in 2118 an example of how to add it to a given API (a new API). Now, whether the mechanism is _required_ for existing APIs, I suppose this would be related to having use cases identified for that, where we see this may be useful. Otoh, adding it systematically to all APIs, just for the sake of it, maybe it's not a good idea.

Caixia:
Thank you for your replies, we are fine with your contributions, and propose to change the resource-level scopes to resource/operation-level scopes in 6.3.5.2.2, 6.3.5.2.3 and 6.3.5.2.4 in 2107 .

I agree we shall take 2107 as baseline, please add Huawei as co-source.
Revision to be provided

	
	
	2512
	CR 29.510 0325 Rel-16 Resource-Level Authorization
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	

	
	Moved from 6.1.4
	2161
	CR 29.510 0328 Rel-16 Resource level authentication
	Huawei
	Merged into C4-202107
	WI 5G_eSBA

CAT B

See 2107

	
	
	2108
	CR 29.510 0326 Rel-16 Data Type Descriptions
	Ericsson
	Agreed
	WI SBIProtoc16

CAT B

	
	
	2110
	CR 29.510 0327 Rel-16 Storage of YAML files in ETSI Forge
	Ericsson
	Agreed
	WI SBIProtoc16

CAT B

	
	
	2129
	CR 29.518 0319 Rel-16 Optionality of ProblemDetails in TS29.518 cleanup
	Ericsson
	Revised to C4-202370
	WI SBIProtoc16

CAT F

Bruno:

Cardinality is wrong in all the tables. 

I can accept the CR, but I don't think that returning errors such as 409 or 504 w/o any detail on the error improves the system and interoperability. I would rather say the reverse (this removes useful information for trouble shooting, this prevents the receiver of the error to know the root cause of the error).

Frank:

I will revise the Cardinality to 0..1.
Frank:

I noticed there are some implementation errors in TS 29.518 v-16.3.0 which were introduced when implementing the approved CR C4-201196, CR0286, where I didn’t change the Cardinality to 0..1. Can I re-implement (as rapporteur) the changes when producing 16.4.0?
Bruno:

I believe the corrections should be part of a new CR (or in a revision of this CR), approved at next plenary. 
 
“Source: MCC, Frank” 😊
Frank:

I will make new CR for next CT4 meeting😊
Revision to be provided

	
	
	2370
	CR 29.518 0319 Rel-16 Optionality of ProblemDetails in TS29.518 cleanup
	Ericsson
	Agreed
	

	
	
	2164
	CR 29.502 0329 Rel-16 sNssai during EPS to 5GS interworking
	Huawei
	Revised to C4-202425
	WI SBIProtoc16

CAT F

Bruno:

In clause 6.1.6.2.4, why is it proposed to change the text from "during an EPS to 5GS idle mode mobility or handover " to "during an EPS to 5GS mobility" ? Connected state mobility = handover.
So the existing text here is correct and more precise than the new proposed text.

Caixia:

The requirement from stage 2 is defined in clause 4.11.1.3.3: EPS to 5GS Mobility Registration Procedure (Idle and Connected State) using N26 interface.
So the procedure is connected state mobility registration, e.g. the mobility registration after handover procedure, there is no requirement on handover procedure.
Bruno:

So you say that the trigger for sending the Update SM Context Request (new V-PLMN S-NSSAI) to the V-SMF/I-SMF is the receipt of the Registration Request from the UE, just after the HO execution, rather than triggered by the Handover procedure itself. OK, I can accept your changes then.

Jones:

Could you explain the use case to update the sNssai to I-SMF?

This IE shall be present and sent to the I-SMF/V-SMF, during an EPS to 5GS mobility using the N26 interface, if the S-NSSAI for the serving PLMN derived from the S-NSSAI of the home PLMN differs from the S-NSSAI provided in the Create SM Context Request.

For HR session, I understood that the HPLMN S-NSSAI is returned by H-SMF to AMF and AMF will perform a mapping then update the V-SMF. For LBO case, is the SMF+PGW-C also using a S-NSSAI from H-PLMN? 
Caixia:

The condition for I-SMF shall be revised, AMF receives the S-NSSAI of the vPLMN from SMF/PGW-C in LBO or non roaming case, and notify the S-NSSAI to the I-SMF, there is no mapping between HPLMN S-NSSAI and VPLMN S-NSSAI.
I will update the condition and send the draft version later.

Caixia:

Please check whether the following condition is fine for you.
This IE shall be present and sent to the V-SMF, during an EPS to 5GS mobility registration using the N26 interface, if the S-NSSAI for the serving PLMN derived from the S-NSSAI of the home PLMN differs from the S-NSSAI provided in the Create SM Context Request.
This IE shall also be present and sent to the I-SMF during an EPS to 5GS mobility registration using the N26 interface, if the S-NSSAI for the serving PLMN differs from the S-NSSAI provided in the Create SM Context Request.

When present, it shall contain the S-NSSAI for the serving PLMN.
Jones:

You misunderstood my comment.
During an EPS to 5GS Idle mode mobility or handover using the N26 interface for a PDU session with an I-SMF, the anchor SMF returns the assigned Snssai (in serving PLMN) to the I-SMF during Pdu Session Creation. If it is different from the one passed by AMF in Create SM Context, the I-SMF could already replace it locally. The I-SMF further relays the Snssai to AMF and AMF update the PDU session context. After this, all the information are synced and there is no need for AMF to perform an extra Update SM Context.
Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData
This IE shall be present during an EPS to 5GS Idle mode mobility or handover using the N26 interface.
When present, it shall contain:

-     the S-NSSAI assigned to the PDU session in the Home PLMN, for a HR PDU session;
-     the S-NSSAI assigned to the PDU session in the serving PLMN, for a PDU session with an I-SMF.
For HR PDU session, it is another story, as the H-SMF returns the Snssai (in HPLMN) to V-SMF then to AMF. Then AMF needs to map Snssai in HPLMN to Snssai in VPLMN. In this case, the AMF needs to perform Update SM Context to indicate the mapped Snssai in VPLMN to the V-SMF if it differs from the one provide in Create SM Context.
Caixia

What’s your proposed solution may be a way forward, but it is different with the current statement in stage2:
4.23.12.3       EPS to 5GS mobility registration procedure (Idle and Connected State) using N26 interface with I-SMF insertion
For EPS to 5GS Mobility registration procedure using N26 with I-SMF insertion, the procedure "EPS to 5GS Mobility Registration Procedure (Idle and Connected State) using N26 interface" defined in clause 4.11.1.3.3 for the home routed-roaming case are re-used, with the following change:

-     The V-SMF is replaced by I-SMF, and H-SMF is replaced by SMF, V-UPF is replaced by I-UPF.

-     The V-SMF selection is replaced by the I-SMF selection.
-        The V-CN Tunnel Info is replaced by Tunnel Info at I-UPF, H-CN Tunnel Info is replaced by Tunnel Info at UPF(PSA).
Jones:

I understood the Stage 2 make references between procedures (especially for ETSUN scenarios) and the steps within the reference should be applied only when applicable. Here for HR session, the HPLMN Snssai is returned by H-SMF and the V-SMF doesn’t have the capability to map it to Snssai in VPLMN, thus the AMF performs the mapping and if needed update the V-SMF (or perform V-SMF reselection). But for LBO/Non-Roaming case, if the I-SMF received the Snssai from SMF which can be served by the I-SMF, this step to me is not applicable and UpdateSMContext will not be invoked.
Let’s hear some voices from others. I am fine if others are all agreeing with AMF always invoke the UpdateSMContext if different. Anyway, it is not a very big one.


	
	
	2425
	CR 29.502 0329 Rel-16 sNssai during EPS to 5GS interworking
	Huawei
	Agreed
	

	
	
	2165
	CR 29.502 0330 Rel-16 PDU Session Resource Modify Indication Unsuccessful Transfer
	Huawei
	Merged into C4-2128
	WI SBIProtoc16

CAT F

Bruno:

This CR overlaps with C4-202128. Both CRs need to be merged.
Step 2b of clause 9.2.2.3.7 of 29.502 needs also to be corrected: "PDU Session Resource Modify Confirm Transfer IE in clause 9.3.4.7 " to "PDU Session Resource Modify Indication Unsuccessful Transfer IE in clause 9.3.4.22 (this is covered by C4-202128).

N2SmInfoType in 6.1.6.3.12 needs to be expanded. And OpenAPI specification file accordingly. (missing in both CRs)

6.1.6.4.3: move up the new table entry after PDU Session Resource Modify Confirm Transfer. And do not use upper letter for the NGAP message name for consistency with other table entries.

Yue:

A minor thing, could you please also align the existing NGAP messages by using all capital letters? (tip: select all the text and type "Shift+F3"


	
	
	2166
	CR 29.503 0398 Rel-16 Ongoing registration or handover during P-CSCF Restoration
	Huawei
	Revised to C4-202426
	WI SBIProtoc16

CAT B

Ulrich:

Do we need to add 409 to the notification response in A.3 ?

Caixia:
You are right, I have added the 409 error in the OpenAPI, please find the V1 in draft inbox.

Yue (v0)

So the proposed procedure in this scenario is: 

  1. Let the ongoing registration/HO completed

  2. The UDM sends the notification to the target AMF
Then do we need some description accordingly in the stage2 spec?
Caixia:

I will prepare the stage2 contribution next meeting, hope this is fine.

Yue

Actually I was asking a question, I meant should we address this in stage2, or treat the race condition in stage3.  I am fine with either way, the point is the clarification is needed somewhere.

Caixia:

Normally, the race condition or error cases are covered by stage3.
Let’s try to update the description and fix it in stage 3.

Ulrich:

v1 looks good to me.

	
	
	2426
	CR 29.503 0398 Rel-16 Ongoing registration or handover during P-CSCF Restoration
	Huawei
	Agreed
	

	
	
	2167
	CR 29.510 0329 Rel-16 Request with intermediate forwarding NRF
	Huawei
	postponed
	WI SBIProtoc16

CAT F

Bruno:

I don't see the need for this CR.
Reason for change says: "it is indicated the NRF2 shall forward the request to the NRF3 by replacing the originator of the service invocation with NRF-2". This is not what the specification actually states, such text was already corrected by CR 29.510 0309 (see CP-200044 approved at CT#87e).

There is no UDP port with HTTP/2 communications.

The following statement is incorrect: "the User-Agent header shall be set to the type of the NRF in Home PLMN.". The User-Agent shall be forwarded transparently by the forwarding NRF and contain the NF type of requester NF.

Yue:
First of all, please let me (on behalf of Jesus :) ) apologize for creating the ambiguous text which made confusion several times.
I have no problem with adding some clarification text, but regarding this CR, what is the difference b/w "the type of the NRF-2" and type of any other NRF?

Caixia:

Sorry for the incorrect changes introduced.
Could we add more clear description in the specification, because there still has misunderstandings on the current statement.

Jones:

I agree with Bruno and didn’t see the needs for further clarification.
The text in the clause already clearly specified the detailed behavior, which is more complete (covering both scenarios of using TLS) and accurate than the text added in this CR:

For that, step 1 in clause 5.3.2.2.2 is executed (send a GET request to the NRF in the Serving PLMN); this request shall include the identity of the PLMN of the home NRF in a query parameter of the URI.
Then, steps 1-2 in Figure 5.3.2.2.3-1 are executed, between the NRF in the Serving PLMN and the NRF in the Home PLMN. In this step, the presence of the PLMN ID of the Home NRF in the query parameter of the URI is not required. The NRF in the Home PLMN returns a status code with the result of the operation. The NRF in the Serving PLMN shall be configured with:
-    a telescopic FQDN (see 3GPP TS 23.003 [12] and 3GPP TS 29.500 [4]) of the NRF in the Home PLMN, if TLS protection between the NRF and the SEPP in the serving PLMN relies on using telescopic FQDN; or

NOTE:      This is required for the NRF in the serving PLMN to route the NF discovery request to the NRF in the HPLMN through a SEPP in the serving PLMN and the SEPP to terminate the TLS connection with a wildcard certificate.

-    with the SEPP FQDN (or the FQDN of the SCP if the communication between the NRF and the SEPP goes through an SCP), if TLS protection between the NRF and the SEPP in the serving PLMN relies on using the 3gpp-Sbi-Target-apiRoot header.

See clause 6.1.4.3 of 3GPP TS 29.500 [4].
Finally, step 2 in clause 5.3.2.2.2 is executed; a status code is returned to the NF Service Consumer in Serving PLMN in accordance to the result received from NRF in Home PLMN.

I understand that besides the modifiers mentioned in above texts, all the headers are just transparently relayed by V-NRF to/from H-NRF.



	
	
	2168
	CR 29.518 0321 Rel-16 Default LocationFilter
	Huawei
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2170
	CR 29.524 0020 Rel-16 Correction of the mapping between PCF service causes and 5GSM causes
	Huawei
	Revised to C4-202427
	WI SBIProtoc16

CAT F

Caixia:

Please find the draft revision for C4-202170 in [6.1.10] of Draft Inbox, which merges the changes in C4-202345 from Orange.



	
	
	2427
	CR 29.524 0020 Rel-16 Correction of the mapping between PCF service causes and 5GSM causes
	Huawei
	Agreed
	

	
	
	2345
	CR 29.524 0021 Rel-16 New mapping between Application Error Received from PCF by SMF
	Orange
	Merged into 2170
	Introduces the same application error as 2170

	
	
	2171
	CR 29.509 0087 Rel-16 Adding serving network info in SoRProtection and UPUProtection service
	Huawei
	Postponed
	WI SBIProtoc16

CAT F

Zhijun:

The changes in this CR look like the UDM will randomly select one AUSF to perform SoRProtection / UPUProtection. However, as per 33.501, when invoking SoRProtoction and UPUProtection, the UDM shall select the previous AUSF which performs UE authentication, because that AUSF holds the Kausf even after UE authentication procedure.
Please refer to C4-202203

Varini:

At any point of time, UDM has only one AUSF Instance ID. Hence, SoRProtection or UPUProtection will only be done with new AUSF-InstanceID, holding latest Kausf

Caixia:

The contribution does not indicate the selection of AUSF randomly.
Actually it is for the UE with multiple registrations with different PLMNs, the AUSF will store Kausf for each PLMN, and UDM shall tell AUSF which Kausf shall be used.
Varini
Our understanding is - AUSF only keeps latest Kausf. Hence, UDM can protect the SoR Information only with latest Kausf.
 
AUSF does not know access-type, hence can't keeps multiple Kausf per PLMN when UE connects in two serving-PLMNs via different access-types. Consider two scenarios:

 
Scenario 1:
1. UE-1 connects via 3gpp-access in Serving PLMN1.

2. UE-1 connects via non-3gpp-access in Serving PLMN2.

 
Scenario 2:
1. UE-2 connects via 3gpp-access in Serving PLMN1.

2. UE-2 later connects via 3gpp-access in Serving PLMN2.

 
The expectation here is - for UE1 AUSF keeps both Kausf, but for UE2, it keeps only the latest one? I don't think AUSF can make the distiction.

Caixai is working on the reply

Open
Caixia

Based on the requirement from SA3 on multiple registrations in different serving networks, we think the AUSF shall keep multiple Kausf per PLMN:
6.3.2.1 Multiple registrations in different PLMNs
The UE shall independently maintain and use two different 5G security contexts, one per PLMN's serving network.

…Both of the two different 5G security contexts are current 5G security context.

6.4.2.1  Multiple active NAS connections with different PLMNs
Each security context shall be established separately via a successful primary authentication procedure with the Home PLMN.
For C4-202203, multiple AUSF ID is needed, if the selected AUSF is different for different PLMN.

AUSF does not need to distinguish the scenario 1 or scenario 2, the same behavior in AUSF, keep multiple Kausf per PLMN.

For scenario 2, if the UE is single registration, the authentication info in PLMN1 can be removed if the UE reregistration/purged from PLMN1.
Varini

Thanks for the email. 

While I agree that UDM could store different AUSF Instance per serving network, each having a different Kausf, I am not sure if that is the intention. 

Talking to our SA3 colleagues, our understanding is that there is only one “active” Kausf in home network – the latest one. UDM protects SoR or other information using latest Kausf. Even UE keeps only the latest Kausf. 

UE only needs to keep separate Kamf & other lower layer keys  as part of different security contexts.
Zhijun:

On this point, do we need a formal LS to ask the opinion of the whole SA3 group?
Varini:

I agree, this may be a good way to proceed. I can volunteer to draft an LS
Do we need an LS?
Caixia:

As we have different opinions on the requirement from SA3, I am fine to send a LS to SA3.
And Varini, please go ahead to draft the LS
Postponed  until reply fromSA3 is received

	
	
	2348
	LS out LS on AUSF Instance per serving network
	Samsung (Varini)
	Approved
	To SA3

Varini:

Draft LS C4-202348 has been uploaded in Drafts folder. Request you to please review and let me know your comments
Zhijun:

Thanks for drafting the LS. It looks good to me.
You might need to indicate the attachment in the LS.
Varini:

I modified the description to indicate the attachment and uploaded v2.
Zhijun:

It's fine. 
Previously I didn't noticed that you have already indicated the "Attachment". :)

Caixia:

CT4 has discussed attached CR C4-202171 which proposes to include Serving Network ID in the SoRProtection and UPUProtection request from UDM to AUSF.

The CR proposes the change based on assumption that AUSF in home PLMN maintains two Kausf when a user is simultaneously registered in two Serving Networks via different access-types (3gpp and non-3gpp). The assumption is based on clause 6.3.2.1 of TS 33.501 (Multiple registrations in different PLMNs) and clause A.2 which defines the Kausf derivation with serving network name:
The UE shall independently maintain and use two different 5G security contexts, one per PLMN's serving network. Each security context shall be established separately via a successful primary authentication procedure with the Home PLMN.
However, some delegates are of the view that UE and AUSF maintain only one Kausf – the latest one. Two different security contexts in above clause refer to Serving-Network specific contexts (Kamf, Kgnb etc). SoR and UPU information should be protected using last/latest Kausf, which means the UE via PLMN1 needs to use the Kausf of PLMN2, if the Kausf of PLMN2 is the latest Kausf.
CT4 kindly asks SA3 to clarify the following questions:

· When two different AUSFs are selected by the two serving PLMNs, how does UDM handle the two authenticate results received from the two AUSFs?

· When same AUSF is selected by the two serving PLMNs, does AUSF only save the latest Kausf?

· Does UE only store the latest Kausf in multiple registrations?

CT4 also requests SA3 to add the clarification in relevant specification text if needed.
Varini:

Thanks for the review and comments.

I am fine with most of the comments, but suggest to reword first question.

· When two different AUSFs are selected by the two serving PLMNs, how does UDM handle the two authenticate results received from the two AUSFs?

Can we change it to:
When two different AUSFs are selected by the two serving PLMNs, how does UDM handle the SoRProtection or UPUProtection services – how does UDM select which AUSF to talk to?

Caixia:

I am fine with your proposal
Varini:

Draft v3 has been uploaded in Inbox/Drafts:
Yvette:

It should not be an action to SA2 but to SA3.

Varini:

Draft revision v4 provided.

Final version  to be provided

Open

	
	
	2202
	CR 29.510 0331 Rel-16 Subscription Condition for a List of NF Instance
	ZTE
	Revised to C4-202387
	WI SBIProtoc16, TEI16

CAT B

Varini:

I don't have any objection to this CR, but have a question for clarification: 
 
Take the example of AMF and SMF - an AMF will probably send subscription request to NRF for knowing NF-profile changes of an SMF, as and when it connects to that SMF first time. Why would it wait to send a combined subscription of multiple SMFs?
Zhijun:

The subscription to SMF Profile is just an example. For some reasons an AMF may subscribe a list of SMFs from the NRF:
- One AMF may be pre-configured with connection info with a couple of SMFs before the connection is setup. The AMF may subscribes the NF Profile changes using batch way.

- After subscriptions to individual SMFs expires, the AMF may use a batch way to subscribe the NF Profile changes to a list of SMFs.

Actually, opearator may have various deployment requirements. We think it should be possible for operators to have a batch subscription way, to reduce the complexity of individual subscription one by one.

Varini:

Understood. Thanks for the clarification. We are fine with the changes
Bruno:

- 6.1.6.2.35: editorial: "Subscription to a list of NF Instances"
- 6.1.6.2.xx: the cardinality needs to be corrected to 1..N

- In the OpenAPI, we need to add, for the  NfInstanceIdListCond:

      required:

        - nfInstanceIdList

Zhijun:

I have fixed the errors pointed by Bruno, and also add description of the IE in the OpenAPI

V1 provided

Revise, new tdoc number

	
	
	2387
	CR 29.510 0331 Rel-16 Subscription Condition for a List of NF Instance
	ZTE
	Agreed
	

	
	
	2203
	CR 29.503 0401 Rel-16 UDM Initiated AUSF Service Invocation
	ZTE
	Revised to C4-202388
	WI SBIProtoc16, TEI16

CAT B

Ulrich:

- Why is the change in 6.3.6.2.2 needed? Cannot the UDM select any AUSF that can serve the SUPI? The specific AUSF instance may go out of service any time and another instance should take over.
- WRT Feature Flag: Why is this needed? For the UDM there is always the potential need for later AUSF service invocation.

Zhijun:

For 5G AKA, the Kausf is provided by the UDM to the AUSF. But for 5G EAP, the Kausf is calculated by the AUSF after it receives authentication parameters from UDM.
And as per 33.501, the AUSF needs to know whether the UDM supports SoR/UPU procedure, and if the UDM supports SoR/UPU then the AUSF shall store the Kausf even after the authentication procedure.

So, If 5G EAP is used as authentication algorithm and the UDM has potential SoR/UPU invocation requirement, the AUSF shall store the Kausf. Which means in this case, the UDM cannot select another AUSF.

But currently, the AUSF doesn't know whether the UDM supports SoR/UPU, so we proposes to introduce one feature bit to let the AUSF know of this.

The feature name of "AusfServiceInvocation" may not be good one, and it may give people some mis-understanding (like you). 

Maybe we can change it to "SorUpuSupported" ?

How do you think?

Ulrich:

I would have thought that an AUSF that offers the Nausf_SoRProtection service and/or Nausf_UPUProtection service must store the Kausf  independently from capabilities of the UDM instance to which the AUSF is talking during authentication (which may not be the same UDM instance consuming the Nausf_SoRProtection service and/or Nausf_UPUProtection service).

Zhijun:
I understand your concern is the UDM invoking SoRProtection/UPUProtection may not the previous UDM which handled the UE authentication. 

But if you change the logic to AUSF supporting SoR/UPU procedures anyway has to store the Kausf, then gap will appear between CT4 and SA3 specifications.

How about to say: if the UE has SoR/UPU related subscriptions, the UDM will set the feature bit so that to tell the AUSF to keep the Kausf?

Ulrich:

Can you please point me to the conflicting part in SA3 specifications.
My understanding is that every SUPI has an associated Routing Indicator which is subject to change using UPU procedures. So UDM would always need to tell the AUSF to keep the Kausf.

Zhijun:

In TS33.501 clause 6.15, the UDM initiated UPUProtection procedure, it says if the UPU procedure is supported by the UDM, then the AUSF shall store the Kausf.
>> TS33.501 clause 6.15.1:

If the control plane procedure for UE parameters update is supported by the UDM, the AUSF shall store the KAUSF after the completion of the primary authentication.
In TS33.501 clause 6.14, the UDM initiated SoRProtection procedure, it says if the SoR procedure is supported by the HPLMN (I think the SA3's intention is also the UDM), then the AUSF shall store the Kausf.

>> TS33.501 clause 6.14.1:

If the control plane solution for Steering of Roaming is supported by the HPLMN, the AUSF shall store the KAUSF after the completion of the primary authentication.
Of course we can use another way: If the AUSF supports SoR/UPU service, it will always store the Kausf after UE authentication procedure finishes.

However, the AUSF supports SoR/UPU doesn't mean that the UE has SoR/UPU subscriptions, and doesn't mean the UDM will invoke the SoR/UPU procedure to the AUSF. 

This is why I think it is better for the UDM to clearly tell the AUSF to store the Kausf.

Ulrich:

The issue is already there in Rel-15. 
Whether or not SOR/UPU is supported by the HPLMN (AUSF and UDM) could be configuration parameters in the AUSF and UDM. There is no need for defining a feature bit (especially when this feature bit is not understood by Rel-15 nodes)
Zhijun:
If you don't like the feature bit, let's do in a compromize way: 

- can you accept that we add some text to says like: if the AUSF supports SoR/UPU services, it shall store the Kausf even after the complete of UE authentication procedure.

If you can accept this way, I will update the CR accordingly
Zhijun:

Here I made the v1 revision to C4-202203. Now the change is very simple, just clarify the AUSF may be configured to store the Kausf (e.g. based on its support of SoRProtection / UPUProtection service operations) after the completion of the primary key authentication.
The v1 is now uploaded into /Inbox/Drafts/6.1.10.

Ulrich

v1 looks good to me

Revise, new tdoc number

	
	
	2388
	CR 29.503 0401 Rel-16 UDM Initiated AUSF Service Invocation
	ZTE
	Agreed
	

	
	
	2204
	CR 29.518 0331 Rel-16 UEContextTransfer - N3IWF Address and RAN NGAP ID
	ZTE
	Revised to C4-202390
	WI SBIProtoc16, TEI16

CAT B

Bruno:

- The CR category should be Cat A (it is currently a mirror of the Rel-15 CR).
- 6.1.6.2.34: cardinality of new attributes is wrong.

- anN2ApId: this attribute applies also if old AMF holds UE context established via TNGF or W-AGW-F and the UE is in CM-CONNECTED state via TNGF or AGW-F (cf C4-202206). But the description only covers N3IWF.

Zhijun:

I originally intended to merge the N3IWF CR with the W-AGF/TNGF one, but I don't know how to set the WI. So I previously put all them under SBIProtoc16.
About the category and WI. Set rel-15 CR to F, then rel-16 CR to A? Then which WI should be used? 5GS_Ph1-CT for rel-15, and TEI16+5GS_Ph1-CT for rel-16?

About the anN2ApId, I will update 2404 or the merge one from 2404+2406.

And, do you think it is better to merge 2404/2406?

Draft v1 provided

Wrong agenda item?

CAT should be A?

Open

WI 5WWC,  5GS_Ph1-CT
V2:

Zhijun

According to the CC, I further updated C4-202204 to v2, and uploaded it to /Inbox/Drafts/6.1.10:

- Merge 2206, to including changes to N3IWF/W-AGF/TNGF

- Update the WI to: 5WWC, 5GS_Ph1-CT

- Fix error in cadinality
Draft v2 provided

Draft 4 provided: (merger of 2004 and  2006)
WI 5WWC,  5GS_Ph1-CT
CAT B
Zhijun:

I just noticed that in V4, I forget to remove the changes to 6.1.6.1-reused data types, as not use WAgfInfo/TngfInfo anymore. Hence I further updated it to v5. 
The v5 is now uploaded into /Inbox/Drafts/6.2.7, together with the new draft CR - C4-202349.
Caixia:

For 2204, I propose to change the name of wagfAddress and tngfAddress to wagfId and tngfId, and also in the description part, change the address to identity.
Zhijun:

Thanks for spotting the error, sorry I forgot to correct them. 
The changes are reflected to "2204+2206 v6" and "draft 2349 v1", which are uploaded to /Inbox/Drafts/6.2.
Revise, new tdoc number

	
	
	2390
	CR 29.518 0331 Rel-16 UEContextTransfer - N3IWF Address and RAN NGAP ID
	ZTE
	Revised to C4-202505
	Bruno

wagfId :

This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3], if old AMF holds UE context established via W-AGF.
When present, this IE shall contain the W-AGF address.
tngfId

This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3], if old AMF holds UE context established via TNGF.
When present, this IE shall contain the TNGF address.

It does not contain an “address” but the identity of the W-AGF or TNGF.  I suggest you say “When present, this IE shall contain the Global RAN Node ID of W-AGF / TNGF.” i.e. similar text as you specify for the N3IWF.
Zhijun

Thanks for pointing the error. I have corrected it in V1:  /Inbox/Drafts/6.2.7
Provide draft revison

	
	
	2505
	CR 29.518 0331 Rel-16 UEContextTransfer - N3IWF Address and RAN NGAP ID
	ZTE
	Agreed
	

	
	
	2205
	CR 29.518 0332 Rel-15 UEContextTransfer - N3IWF Address and RAN NGAP ID
	ZTE
	Revised to C4-202389
	WI SBIProtoc16, TEI16

CAT F

Bruno:

-The CR category needs to be corrected to Cat F.
-6.1.6.2.34: cardinality of new attributes is wrong.

-“Other comments” on the cover page: please say “backward compatible corrections” (not "changes", which does not say whether this is a correction or new feature).

Zhijun:

Thanks for your comments. I will correct them in v1 later. 
Caixia:

Work item code shall also be updated if you start from Rel-15
Zhijun:

I have fix these errors in 2204 / 2205 / 2206.
2204 v1, 2205 v1 are uploaded to /Inbox/Drafts/6.1.10

2206 v1 is uploaded to /Inbox/Drafts/6.2.7

Draft v1 provided

WI should be:  5GS_Ph1-CT
CAT is A should be F
Wrong agenda item
Zhijun:

According to the CC, I further updated 2205 to v2, to fix the WI code and cardinality error. Now it is in /Inbox/Draft/6.1.10
Draft v2 provided

Revise, new tdoc number see 2204

	
	
	2389
	CR 29.518 0332 Rel-15 UEContextTransfer - N3IWF Address and RAN NGAP ID
	ZTE
	Agreed
	

	
	
	2217
	CR 29.503 0403 Rel-16 Clarification of Implicit Unsubscribe
	Ericsson
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2246
	CR 29.510 0334 Rel-16 Serving Scope for NF Subscription
	Ericsson
	Agreed
	WI SBIProtoc16

CAT B

	
	
	2257
	CR 29.531 0065 Rel-16 PATCH Response
	Ericsson
	Agreed
	WI SBIProtoc16

CAT F

	
	
	2308
	CR 29.509 0093 Rel-16 Editorial Clarifications
	Nokia, Nokia Shanghai Bell
	Agreed
	WI SBIProtoc16

CAT D

	
	
	2311
	CR 29.503 0415 Rel-16 HTTP Header storage in UDR
	Nokia, Nokia Shanghai Bell
	postponed
	WI SBIProtoc16

CAT F

Yue:
Could you please describe in which scenario the stored Header is needed, and how it is used?
Yue:

To my understanding the binding information is part of the temporary state data which should be maintained by UDM ( in your use case) itself, or stored in UDSF. The binding info does not belong to the registration information.  If we follow your logic, should AMF also include headers in JSON body when sending SM message to SMF? If we include e.g. binding header in JSON body, then why do we need binding header itself at all?

Ulrich:

the UDM is stateless and stores information for later use in the UDR. If UDSF is used for such storage, this results in loss of interoperability.
If registration from AMF1 is received at UDM1 (vendor X) with binding header and later the UDR notifies UDM2 (vendor Y) about subscription data change, how can UDM 2 know about the binding?

Messages sent from UDM to the UDR on Nudr may have their own headers and these are different from Nudm headers the UDM has received from AMF and which the UDM needs to store and retrieve for later use.
Yue

Let's take another example, if AMF creates PDU session via SMF1 and creates a binding, later on due to any reason SMF2 is to invoke service provided by AMF, how can SMF2 know about the binding?  
In my view this is a general problem, shouldn't we try to develop a more general mechanism?

Ulrich

I don’t know. Do you have any proposal in mind?
Are you requesting to postpone the CR?

Yue:

Well, I wouldn't say it is a proposal, but just an initial thinking: 
it will be good to define a general storage mechanism for this, one option is to define a new resource in UDR which can hold the binding information (may be extended in the future for other usages); the other possibility is to define this storage in UDSF but make it "structured", I mean to make it interoperable among vendors.

Does it make sense?


Ulrich
I do not like the idea to define structured data for the UDSF.
The proposed mechanism in 2311 actually already is general in the sense that all header information can be stored, not just only binding. So it is future- proof.
Yue

If you don't like, or the majority don't like structured data for UDSF, fine.
For the other proposal, when saying "general" I meant general for all NF types and all procedures. tdoc#2311 only applies to AMF<->UDM.  Again, 2311 cannot solve the problem e.g. b/w AMF and SMF.

Abdessamad

I fully agree with Yue that this is maybe a general problem that needs to be discussed/solved for all use cases and all NFs (not only the UDM). 
If we stick with the binding indication example, the problem can occur when a binding indication is sent by a consumer NF to a producer NF instance for later usage by the latter and if it is not the same producer NF instance that triggers the procedure towards that consumer NF, which means that the two producer NF instances (the one that receives the binding and the one that triggers the subsequent procedure) need somehow to be synchronized or share the same context data. Is my understanding correct? If yes, then I don’t see how these two producer NF instances would not share the same context data (via a shared UDSF for example), and if it is not the case why would it be huge problem if the binding indication is not respected? It would work as if the binding mechanism is not supported, isn’t it? 

I am maybe focusing a lot on the binding example and thus fail to see the other possible use cases for which it could be beneficial to store such information in the UDR, but anyway I think that this needs further thought and a general solution, if it is needed.
Ulrich

I agree this needs more discussion/analysis, so let’s postpone the CR to our next meeting


	
	
	2314
	CR 29.503 0417 Rel-16 UECM multiple registration data sets retrieval
	Ericsson
	Revised to C4-202515
	WI SBIProtoc16

CAT B

Yue:
I would like to see this CR goes hand in hand with 29.504/29.505 CRs.  Since in stateless UDM scenario, if only Nudm supports this feature, the UDM will have to try to retrieve each registration while some of the retrieval will fail, which is a waste.

Jesus:

We (E///) also considered this enhancement, while drafting this CR, but we considered that it is much more beneficial (in terms of efficiency) to avoid multiple queries from a consumer NF of the UDM (which, in theory, might even be located in a vPLMN), than optimizing potential multiple queries between UDM and UDR (which in theory are supposed to be located much more closely to each other, topologically speaking).
In any case, I agree that optimizing the UDM -> UDR i/f brings also some benefit.

Then, given that we have 2 CT4 meetings in this plenary cycle, I would propose to agree on the current CR (since it can still live as a standalone CR), and enhance the UDR API at next meeting.

Yue

As I mentioned, in the stateless UDM case only optimizing Nudm is half solution since Nudr is still suboptimal. Even UDM and UDR may locate closely, there is still additional signalling b/w them and local processing. Therefore I see it beneficial to also improve Nudr.

And, I am fine if you bring Nudr CRs next meeting.

CR is in principle fine.

Another CR will be provided to the next CT4 meeting

Anders:

In table 6.2.6.2.X-1: should the cardinality for smfRegistration be 0..1 to match the yaml? SmfRegistrationInfo is already an array.
Draft brevision to be provided

	
	
	2515
	CR 29.503 0417 Rel-16 UECM multiple registration data sets retrieval
	Ericsson
	Agreed
	

	
	
	2332
	CR 29.503 0420 Rel-16 Implicit Unsubscribe
	Nokia, Nokia Shanghai Bell
	Revised to C4-202501
	WI SBIProtoc16

CAT F
Yue:

Could you please explain how "a SDM Subscription expires for cases where the subscribing NF is not (yet) registered" happens?
Ulrich:

The proposal is that a regWaitTime is stored in the UDR as part of the SdmSubscription. 
When the UDM reads an SdmSubscription from the UDR and detects that the subscribing NF is not registered and the regWaitTime is in the past, the UDM considers the SdmSubscription “stale” and deletes it from the UDR.

Yue>  ok

When the UDM reads an SdmSubscription from the UDR and detects that the subscribing NF is not registered and the regWaitTime is in the future, the UDM considers the SdmSubscription “not stale” and notifies the subscribing NF
Yue> which "subscribing NF" is to be notified? I mean that NF is not even registered

Ulrich:

23.502 has cases where the SMF first retrieves data from the UDM and subscribes to data change notifications, and then registers (or decides not to register).

Now

- between subscription and registration a data change notifications may occur, or

- the SMF decides not to register. In this case the implicitUnsubscribe will never occur since the SMF (that decides not to register) will never de-register

Jesus:

In the reason for change, we have this statement:
"It is not specified when a SDM Subscription expires for cases where the subscribing NF is not (yet) registered and the implicitUnsubscribe indicator is true."

My understanding is that this scenario is indeed specified, since the expiry mechanism is independent of the implicit unsubscribe. In other words, no matter if "implicitUnsubscribe" attribute is set or not, the server always assigns an expiration time, which can be the expiration time proposed by the client (if any), or assigned unilaterally by the server.

There is no text in the TS that contradicts the interpretation above of the "expiration time" mechanism, which is common for most (or all) other APIs in 5GC.

The "implicitUnsubscribe" (based on the current text in the TS) simply adds a condition on top of the above, by which the subscription may be terminated before it expires, if the client NF de-registers from UDM.

So, given the above, I don't believe that we need the mechanism proposed in this CR, since no matter if the SMF eventually registers or not, the subscription will be eventually cleaned-up anyway.

Ulrich:

It seems to me that you are proposing an alternative solution to the identified problem which indeed does not contradict existing text, but also is not specified in existing text (as far as I can see).
If I correctly understand your alternative solution we would need to add text to the description of the expires attribute in table 6.1.6.2.3-1 to say that it must be present on Nudr (even when implicitUnsubscribe is present) and must be present in POST responses on Nudm (even when not present in the POST request).

If you confirm, I shall revise the CR accordingly.

Jesus:

Well, I did not mean to introduce a new solution; it was my understanding that normally subscriptions should not exist without any expiration time, to avoid keeping a huge amount of subscriptions growing in size indefinitely on the server. So, even when the protocol allows to return a response without expiry time, the server should include one, in my opinion (if the server decides to NOT do it, then it should have strong reasons for doing so).
Then, in the scenario described in your CR, if the server does not return any expiry time, then it fully relies on the client to clean up after himself, meaning that the SMF, after having created the subscription but failed to register, it should delete the subscription explicitly.

So, the change I'd propose in the CR is to say that "expires" may be present in requests, and should be present in responses (regardless of "implicitUnsubscribe").

Ulrich:

Well, I don’t agree to have the strong recommendation (should) for presence of expires in the POST response in all cases. If the NF is registered and the implicitUnsubscribe is present and the expires is absent from the request, there is no strong reason to return an expires attribute to the subscribing NF.
Only if the NF is not registered and expires is absent from the request due to the presence of implicitUnsubscribe, then we should strongly recommend to return a confirmed expiry time; otherwise there is no guard and the subscription may get stale. 

I have uploaded v1 to the draft inbox. Please check
Jesus:

From a functional point of view, your approach maybe it's fine.
However, it introduces (even more) coupling between services (SDM and UECM); the whole "implicitUnsubscribe" concept already introduced such undesirable dependency long ago, but now that it's there, maybe there is not much we can do.

But now, with your proposal, when the subscription request is handled by SDM service, it needs to go and fetch the registration status of the requesting node, in order to determine whether it is fine to leave the expires absent in the response.

With the approach I suggested, the SDM service may handle by itself the creation of the subscription more independently of UECM's registration statuses.

I'd like to hear other opinions as well, to see if people see this inter-dependencies between services as something potentially problematic.
Abdessamad:

I think that the dependency indeed already exists via the "implicitUnsubscribe" attribute and the text introduced by Ulrich does not make the situation “worse”. Actually, the current description of this attribute is : “If present with value true indicates that the subscription expires when the subscribing NF (AMF, SMF, SMSF) identified by the nfInstanceId ceases to be registered at the UDM”, which means that the UDM should anyway start monitoring the registration status of the subscribing NF right from the creation of the subscription in order to determine when to delete the subscription. Checking if the NF is registered or not before sending the response does not add additional processing in my opinion.
Therefore, I think that v1 is fine.

Open

	
	
	2501
	CR 29.503 0420 Rel-16 Implicit Unsubscribe
	Nokia, Nokia Shanghai Bell
	Agreed
	Ulrich

2332 has been revised to 2501 which is in the inbox. No changes since 2332v1.



	6.1.11
	CT aspects of optimisations on UE radio capability signalling
	
	
	
	
	RACS

	
	
	2131
	CR 29.674 0001 Rel-16 Destination Port used for URCMP Request messages
	Ericsson
	Agreed
	WI RACS

CAT B

	
	
	2235
	discussion   Rel-16 RACS CT work plan
	Qualcomm Incorporated
	Noted
	

	6.1.12
	CT aspect of single radio voice continuity from 5GS to 3G
	
	
	
	
	5G_SRVCC

	
	
	2281
	CR 29.272 0811 Rel-16 Introduce support for 5G SRVCC support indication when registering with EPS
	BlackBerry UK Ltd.
	Withdrawn
	WI 5G_SRVCC

CAT F

Zhijun:

In 5.2.1.1.1, the changes looks like the MME can get UE’s 5G SRVCC Capability, however, when requesting EPS Attach procedure, the UE only provides its 4G SRVCC Capability to MME. The 5G SRVCC capability is only provided during 5G Registration procedure, from the UE to the AMF.
In addition, can you clarify why to set the UE SRVCC Capability to 5G-SRVCC-SUPPORTED in the condition if the UE did not indicate Mobile Station Classmark 2, Mobile Station Classmark 3 and the Supported Codec List?

John-Luc

Thanks for your comment. Please note that this CR is dependent on a corresponding CT1 CR. This CT1 CR proposed to signal from the UE to the MME whether the UE is 5G SRVCC capable. If the CT1 CR cannot be agreed, this dependent CT4 CR can also not be approved.
The current CT1 proposal is to indicate all forms of SRVCC (incl 5G) via one capability bit. However, a UE that doesn’t support EPS SRVCC will not include classmark or codecs in the ATTACH or TAU. Thus absence of classmark or codecs, yet presence of SRVCC capability bit, would mean the UE is actually 5G capable.

Many

I think that C4-202281, C4-202282 and C4-202283 are all CT1’s call, or? We in CT4 should wait for the outcome of the corresponding CRs in CT1 to 24.301 before agreeing them, I believe
John-Luc

Yes, all three are dependent on CT1 CRs (see coverpage). 
A dependency means that CT4 can agree them, however if CT1 fails to agree the dependent CR, then the agreed CT4 will not be approved at plenary.

In my opinion, CT4 should check if these CRs are at least technically correct, for now. 

Open

	6.1.13
	CT Aspects of 5G URLLC
	
	
	
	
	5G_URLLC

	
	
	2172
	CR 29.502 0331 Rel-16 QoS Monitoring Request to NG-RAN
	Huawei
	Postponed to next meeting
	WI 5G_URLLC

CAT B

Bruno:

6.1.6.2.22: just one proposed editorial change: "This IE may be present to indicate to measure ... "

Frank:

Small comment from my side. Could you please in the applicable stage 2 procedures in the description for the new IE. The clause 9.3.1.12 in TS 38.413 is just IE definition.

Yvette:

Table 6.1.6.2.22-1: Definition of type QosFlowProfile
The description of the attribute name „qosMonitoringReq” in Table 6.1.6.2.22-1: Definition of type QosFlowProfile could be reworded to reflect the purpose… to perform delay measurement and QoS monitoring…

Proposal:

This IE may be present. When present, it indicates that  the measurement of UL, or DL, or both UL/DL packet delays for the associated QoS flow shall be performed. See clause 9.3.1.12 of 3GPP TS 38.413 [9]. …

Caixia:

I also receive some comments from Bruno and Frank, and based on all of your comments, the decryption is reworded as below, could you please check whether it is acceptable?
 
This IE may be present to indicate to measure of UL, or DL, or both UL/DL delays for the associated QoS flow. See clause 4.3.3.2 of 3GPP TS 23.502 [3] and 9.3.1.12 of 3GPP TS 38.413 [9].

Frank:

I got comments from my SA2 colleague, that 5G_URLLC is not considered to be supported in Home Routed scenario, neither PDU session with a I-SMF at least for Rel-16 in SA2.
There is also a note in 23.501, reflecting the agreement.  

NOTE 2:  No additional functionality is specified for URLLC in order to support Home Routed roaming scenario in this Release.

The reason is simply that all identified use cases for URLLC requires no roaming scenarios.

If so, we should not proceed this CR, C4-202172. Please check with your SA2 colleagues.

Caixia:

Our SA2 colleague gives different feedback, for non roaming or LBO with I-SMF, there is no statement the URLLC is not supported.

Yue:

First I cannot read exclusion of URLLC for I-SMF scenario from the NOTE Frank quoted.  Second, I do think there is use case for it.

Frank:

Thanks for the comments.

I just provide my SA2 colleagues’ feedback, and pointed out the note in 23.501, which is reflecting the discussion in SA2.

There is no explicit requirement in SA2, neither 23.501 nor 23.502, specifying whether QoS Monitoring Request to be forwarded between V/I-SMF and (H)SMF. 

In addition, to support QoS monitoring for GTP-U path, extra change may be needed, e.g. (h)Smf need to instruct I/V-SMF to request I/V-UPF to perform QoS Monitoring…

The note in SA2 “No additional functionality is specified for URLLC in order to support Home Routed roaming scenario in this Release” indicates no further requirement produced to support HR scenario.

Whether URLLC can be used for HR is subject for SA2 discussion, the note is anyway for Rel-16.

I would suggest to write an LS if you want to progress it in Rel-16.
Caixia:

Thank you, as we have different understandings on the scope of URLLC, the proposal is a good way forward, I will draft the LS.
Open 

	
	
	2353
	LS out LS on which feature cannot interwork with ETSUN
	Huawei (Caixia)
	Revised to C4-202536
	To SA2

Yue should we ask the question more commonly not limited to one feature?

We should hint to other features as well?

Frank we should not ask so generally we should be specific.
Caixia:

Based on our discussion during conference call, draft LS of the interworking issue between ETSUN and other features has been uploaded into the draft inbox of  [6.1.13], 

Bruno

The LS looks good. I would suggest to complete the action as follows, as this was precisely the discussion that triggered this LS.
2. Actions:

To SA2 group.
ACTION: CT4 kindly asks SA2 group to clarify which features cannot interwork with ETSUN and add the clarification in relevant specification if needed, and to confirm in particular whether URLLC applies to PDU session with I-SMF.

Brunos comment not  covered in this version
Caixia:

Thanks a lot, I will incorporate the proposal in the revision

	
	
	2536
	LS out LS on which feature cannot interwork with ETSUN
	Huawei (Caixia)
	Approved
	To SA2

	
	
	2173
	CR 29.244 0400 Rel-16 Redundant Transmission on transport layer
	Huawei
	Revised to C4-202429
	WI 5G_URLLC

CAT B

Bruno:

There is a. missing word in the existing text: "If it supports the redundant transmission at transport layer, the ".
Can you please also correct this small editorial.

Caixia:

I have made the change accordingly and uploaded the draft version into [6.1.13] of the draft inbox. 
Revise, new tdoc number


	
	
	2429
	CR 29.244 0400 Rel-16 Redundant Transmission on transport layer
	Huawei
	Agreed
	



	

	
	
	
	eIMS5G_SBA

	
	
	2112
	CR 29.562 0001 Rel-16 IMEISV retrieval
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2113
	CR 29.562 0002 Rel-16 IP address retrieval
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2114
	CR 29.562 0003 Rel-16 T-ADS info retrieval
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2115
	CR 29.562 0004 Rel-16 UE Reachability subscription
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2116
	CR 29.562 0005 Rel-16 User State retrieval
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2117
	CR 29.562 0006 Rel-16 Storage of YAML files in ETSI Forge
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2118
	CR 29.562 0007 Rel-16 Resource-Level Authorization
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2124
	CR 29.562 0008 Rel-16 common data structures in the response body
	Huawei, HiSilicon
	Agreed
	WI eIMS5G_SBA

CAT F

	
	
	2216
	CR 29.562 0009 Rel-16 CSRN retrieval
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2277
	CR 29.562 0010 Rel-16 SDM Wireline-domain information retrieval
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	
	2278
	CR 29.562 0011 Rel-16 SDM SMS Registration Info
	Ericsson
	Agreed
	WI eIMS5G_SBA

CAT B

	
	Moved from 6.1.8
	2284
	CR 29.328 0632 Rel-16 Introduce support for 5G SRVCC support indication
	BlackBerry UK Ltd.
	Revised to C4-202356
	WI eIMS5G_SBA
CAT F
Ulrich:

- why is this UDICOM ? looks more like eIMS
- .xsd file is missing

John-Luc

Thanks for the comment.

I selected UDICOM as it is an alignment with TS 29.562 (UDICOM pCR agreed last meeting).

Is it okay to select UDICOM for this reason? I am fine to select a different WID otherwise.

I can add the .xsd file in a revision.
Ulrich:

can you please point me to “TS 29.562 (UDICOM pCR agreed last meeting)”
John-Luc:

C4-201110.zip

Ulrich
The related WI for C4-201110 was  eIMS5G_SBA
John-Luc:

I will add the schema in the revision and I will change the WID in the revision
Jesus:

There is an Editor's Note in 6.1.1.1, right below the line where you have introduced your change:
Editor's note: procedures for obtaining the UE SRVCC Capability from the UDM are FFS.

Should we take the opportunity to remove such EN using this CR, given that the CRs to obtain the UE SRVCC Capability from UDM are already being handled in this same meeting?

John-Luc

we prefer to keep the EN for now, and address it in May with a CR in the same WID that introduced the EN
Draft revision v1  provided.

WI code  to be changed to eIMS5G_SBA.

Ulrich:

I think you have to provide the xsd as a word document showing the proposed modifications in revision marks.
John-Luc

Thanks for the comment. Please find v2 in the same location, now with word file containing the schema and change marks.
Ulrich

v2 looks good

	
	
	2356
	CR 29.328 0632 Rel-16 Introduce support for 5G SRVCC support indication
	BlackBerry UK Ltd.
	Agreed
	

	
	
	
	
	
	
	

	6.1.15
	Load and Overload Control of 5GC Service Based Interfaces
	
	
	
	
	LOLC

	
	
	2025
	CR 29.500 0109 Rel-16 Scope of OCI signalled by an NF service consumer
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Revised to C4-202463
	WI LOLC

CAT B

Bruno

Draft revision in draft inbox adding Ericsson as co-source (no other changes)
Revise, new tdoc number


	
	
	2463
	CR 29.500 0109 Rel-16 Scope of OCI signalled by an NF service consumer
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Agreed
	

	
	
	2026
	CR 29.500 0110 Rel-16 Load and Overload Control for Indirect Communications
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Revised to C4-202464
	WI LOLC

CAT B 
Bruno
Draft revision in draft inbox adding Ericsson as co-source (no other changes)
Abdessamad:

I have spotted some small errors (highlighted in yellow hereinafter) in v1 of CR 2026:
6.3.3.4.4              Scope of LCI

6.3.3.4.4.1                  Introduction

The scope of LCI indicates the applicability of the LCI, i.e. it identifies the components of the OLCI sender to which the LCI relates to.
Bruno:

Draft revision provided
Abdessamad:

V2 is OK for me, thank you

Revise, new tdoc number


	
	
	2464
	CR 29.500 0110 Rel-16 Load and Overload Control for Indirect Communications
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Agreed
	

	
	
	2027
	CR 29.500 0111 Rel-16 S-NSSAI/DNN based Load/Overload Control
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Revised to C4-202465
	WI LOLC

CAT B 
Bruno

Draft revision in draft inbox adding Ericsson as co-source (no other changes)
Abdessamad:

I have also spotted some small errors (highlighted in yellow hereinafter) in v1 of CR 2027:
Table 6.4.3.4.5.2.2-1: Additional scope parameters for S-NSSAI/DNN based overload control by SMF
DNN(s) from indicated S-NSSAI(s), for the service(s) of NF instance(s) as defined in Table 6.4.3.4.5.2.2-1.
NOTE:       Both the S-NSSAI and DNN parameters shall be present. The S-NSSAI and DNN parameters shall be provided with either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set parameter (see Table 6.4.3.4.5.2.2-1).

An SMF shall advertise S-NSSAI/DNN based overload control for at most 10 DNNs.
NOTE 3:     Considering various aspects such as the processing and storage requirements at the overloaded SMF entity and the receiver, the number of important DNNs for which overload control advertisement could be necessary, interoperability between the NFs of different vendors, it was chosen to define a limit on the maximum number of DNNss for advertising the overload control information. 

The SMF may advertise overload information for different DNNs of one or more S-NSSAIs in a single OCI header (if the same OCI information, e.g. overload reduction metric, applies to all the DNNs of the S-NSSAI(s)) or in up to 10 OCI headers (if different OCI information needs to be advertized for different DNNs).  

An NF selecting an SMF service instance for a given S-NSSAI/DNN shall apply the S-NSSAI/DNN level overload information, if available for that S-NSSAI/DNN. 

Otherwise, the CR is OK for me.
Bruno:

I have uploaded V2 correcting the last typo you indicate below. The current references in the table below are correct and refer to the table defined in C4-202025.
Abdessamad:

Thanks for v2. However, there is still the following editorial (“DNNss”):
NOTE 3:     Considering various aspects such as the processing and storage requirements at the overloaded SMF entity and the receiver, the number of important DNNs for which overload control advertisement could be necessary, interoperability between the NFs of different vendors, it was chosen to define a limit on the maximum number of DNNss for advertising the overload control information. 

Regarding this comment: “The current references in the table below are correct and refer to the table defined in C4-202025”, then the similar reference in Table 6.3.3.4.4.2.2.1-1 of clause 6.3.3.4.4.2.2 should point to the equivalent table for load control defined in CR 2026, i.e. 6.3.3.4.4.2.1-1, and not 6.3.3.4.2.2.1-1.
 In table: DNN(s) from indicated S-NSSAI(s), for the service(s) of NF instance(s) as defined in Table 6.3.3.4.4.2.2.1-1.
Bruno

Typo and references corrected as per your comments. V3 is uploaded in the draft inbox
Revise, new tdoc number


	
	
	2465
	CR 29.500 0111 Rel-16 S-NSSAI/DNN based Load/Overload Control
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Agreed
	

	
	
	2028
	CR 29.500 0112 Rel-16 Handling of multiple LCI/OCIs with different scopes
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Revised to C4-202466
	WI LOLC

CAT B

Frank:

Reviewed 2025, 2026, 2027 and 2028, I didn’t find the requirement that addresses the scenarios when the subsequent OCI/LCIs have different scopes, e.g. NF (Service) Set to NF (service) instance, the receiver should consider the load/ overload on other NFs in the same NF set is still valid until validity timer expires, as highlighted below from your comments. 

1.) Maybe I have missed, for the following requirement, what if the overload scope is change, e.g. in the 1st service response, the service producer indicates overload on NF set level, and in the second service response, the service producer indicates overload on the NF instance level with a new value. Should receiver consider the overload on other NFs in the same NF set is still valid until validity timer expires, or overload in other NFs in NF set is ceased.

“The receiver shall overwrite any stored OCI of for a peer NF, NF set, NF service, NF service set or Callback URI (according to the scope of the new received OCI) with the newly received OCI, if the new OCI is more recent than the stored information” 

The comments is also related to the comment for 2028.

Bruno> this comment relates to existing text and aspects that are addressed in 2028 (not 2025). In the scenario you describe, the receiver will consider the overload on other NFs in the same NF set is still valid until validity timer expires. They have different scopes.

In addition, I would like to discuss when Overload scope indicates an Overload is per NF (Service) Set level, e.g. a SMF indicates Overload 20% on SMF Set level, how receiver should interpret:

1. All SMFs in the NF Set is overloaded with 20%;

2. Or the SMF set is overloaded 20%

In my view, interpretation 1 is more correct; and in this case, the overload enforcement just throttle the signalling towards SMFs separately, and if one of SMF is more heavily overloaded, it can take care separately;

With interpretation 2, it is more tricky, i.e. considering the overload scope is overlapped, to enforce throttling more heavily overloaded SMF may lead not able to throttle to the rest SMF in the SMF set. E.g. SMF set is overload 20%, one of SMF is overloaded with 50%, assuming incoming signalling message towards that SMF set is 100 for a period,  while 50 is towards that heavily overloaded SMF, the peer throttle 25 messages (towards that heavily overload SMF), already more than what is required for the SMF set (20% x 100 = 20); if the peer does that, the rest SMFs in the SMF set may continue to suffer the overload.

It is similar when populating Overload for a SMF instance, together with one or more DNN&S-NSSAI combinations, I think the receiver should throttle the signalling traffic SEPARATELY, not considering it as overlapping. 

If you agree, the following requirement (in 2028) should be also updated:

If an NF Service Consumer receives more than one OCI with overlapping scopes, e.g. one with NF (service) instance scope and another with NF (service) Set scope, the NF Service Consumer should perform overload control towards a target NF service instance considering the OCI received with the finer scope (i.e. in this example the overload of the NF (service) instance).

2027 for DNN/S-NSSAI should be updated accordingly.
Bruno

Draft revision in draft inbox along your comments, and also adding Ericsson as co-source.

Abdessamad

I have also spotted some small errors (highlighted in yellow hereinafter) in v1 of CR 2028:
· In 6.3.3.4.1:

For S-NSSAI/DNN based load control (see clause 6.3.3.4.4.2.2), when signalling LCI for an SMF (service) instance or an SMF (service) set) in a message, the SMF shall always include the full set of load control information applicable to the SMF (service) instance or SMF (service) set), i.e. LCI for the SMF (service) instance or the SMF (service) set level and/or LCI for specific S-NSSAI/DNNs, even if only a subset of the LCI has changed; these LCIs shall contain the same Load Control Timestamp.

· In 6.4.3.4.1:

For S-NSSAI/DNN based overload control (see clause 6.4.3.4.5.2.2), when signalling OCI for an SMF (service) instance or an SMF (service) set) in a message, the SMF shall always include the full set of overload control information applicable to the SMF (service) instance or SMF (service) set), i.e. OCI for the SMF (service) instance or an SMF (service) set level and/or OCI for specific S-NSSAI/DNNs, even if only a subset of the OCI has changed; these OCIs shall contain the same Overload Control Timestamp. When including OCI for some S-NSSAI/DNN(s), the SMF should not provide any OCI for the SMF (service) instance or an SMF (service) set level unless OCI for such level is also applicable. 

Otherwise, the CR is OK for me.
Bruno:

Draft revision provided 
Abdessamad:

V2 is OK for me, thank you

Frank:

Thanks for the revision. Just a small comment, in the following sentence, you may add a sentence (as green highlighted ) to define how long the LCI is valid for the Set, like what you have done for OCI.(with underline)
An NF Service Consumer that receives LCI headers with different scopes, in the same message or in different messages, shall handle each LCI independently from each other. For instance, if an NF Service Consumer receives one LCI with the scope of an NF (Service) Set and then another LCI with the scope of an NF (Service) instance that pertains to the NF (Service) Set, the NF Service Consumer shall store the latter LCI and also consider that the former LCI is still valid for the NF (Service) Set (e.g. until the Period-of-Validity is expired if no further update is received). 
An NF that receives OCI headers with different scopes, in the same message or in different messages, shall handle each OCI independently from each other. For instance, if an NF service consumer receives one OCI with the scope of an NF (Service) Set and then another OCI with the scope of an NF (Service) instance that pertains to the NF (Service) Set, the NF shall store the latter OCI and also consider that the former OCI is still valid for the NF (Service) Set until the related period of validity expires.

Bruno:

There is no validity period for LCI. Thus the small difference in the text between LCI and OCI. 
So accordingly, I don’t foresee the need for the proposed change.

Frank:

I withdraw my comment

Revise, new tdoc number


	
	
	2466
	CR 29.500 0112 Rel-16 Handling of multiple LCI/OCIs with different scopes
	Nokia, Nokia Shanghai Bell, Huawei, Cisco
	Agreed
	

	
	
	2080
	CR 29.500 0116 Rel-16 The Overload Control clarification when OCI sent from a Service Consumer
	Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-202367
	WI LOLC

CAT B

Bruno:

I spotted a small issue in our joint contribution: we should delete the highlighted text below, as OCI always include a scope.

“When being instructed by a NF Service Consumer to apply overload control, the NF Service Producer shall perform the signaling reduction towards the NF Service Consumer only for the notifications or callback requests according to the overload scope if provided, and not for any NF services which may be produced by the same NF (for which separate OCI may be advertised by the NF when acting as NF producer), even when the overload scope is on NF Instance level or NF Set level. “

Frank:

Yes, I will delete “if provided” in the revision
Revision to be provided

	
	
	2367
	CR 29.500 0116 Rel-16 The Overload Control clarification when OCI sent from a Service Consumer
	Ericsson, Nokia, Nokia Shanghai Bell
	Agreed
	

	6.1.16
	5GS Enhanced support of OTA mechanism for configuration parameter update
	
	
	
	
	5GS_OTAF

	
	
	2088
	CR 29.544 0001 Rel-16 Clarification on Secured Packet format provided by SP-AF
	THALES
	Revised to C4-202415
	WI 5GS_OTAF

CAT C
Caixia:

1. The template of the coversheet shall be updated;
3GPP TSG-CT WG4 Meeting #97e                                                              C4-202abc

E-Meeting, 15th – 24th April 2020
2. Unbreakable space in 3GPP TS 23.040 [18] and 3GPP TS 31.115 [16]

Jerome:

v1 uploaded on draft inbox.

Yvette:

Please see in the drat inbox some corrections to your CR as follows:
· Cover page: right template to be used, tippos , „other comments“ (i.e. CR does not impact the API file)

· On the changes: Chap 2 references part, 6.1.3.2.4.2.1 (some corrections) 

I saw too late the comments made by Caixia!
Nevertheless still some comments which are not taken into account (see file rev YK in the draft
Jerome:

Thanks a lot Yvette. v2 uploaded to take into account both your comments and comments from Caixia.
Abdessamad:

The proposed change in this CR is OK for me in principle. I just think that it would be better to also clarify it in the NOTE of clause 4.1:
NOTE:      The generation of the secured packet and the definition of the storage and handling of OTA keys or other sensitive data are out of scope of this document. For more details, refer to 3GPP TS 23.040 [18] and 3GPP TS 31.115 [16].

Also, regarding the change you propose in 6.1.3.2.4.2.1, I propose to add the following modification for the sake of clarity.

“…The returned secure packet shall be constructed as an SMS-Deliver as specified in 3GPP TS 23.040 [18] and protected as specified in 3GPP TS 31.115 [16].”

Please let me know if these propositions are oK for you.
Jerome:

Your propositions are OK for me. Included into v3, uploaded on draft inbox.

Abdessamad:
V3 is OK for me, thank you

Revise, new tdoc number


	
	
	2415
	CR 29.544 0001 Rel-16 Clarification on Secured Packet format provided by SP-AF
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	2320
	CR 29.598 0001 Rel-16 Subscribe to Notify
	Hewlett-Packard Enterprise
	Revised to C4-202479
	WI NUDSF

CAT B

Jesus:

· 5.2.2.2.m1: The CR defines limit-range and page-number as query parameters, but what happens if the requester does not include them? Storages could hold a ton of data and, potentially, there could be a ton of subscriptions to the data stored there. We could be talking about really huge responses (several megabytes long?) to this request.
Anders: I think a UDSF could have some limits, set perhaps by operator policy. The Search has the same potential issue as well. Question is what if any is needed to be defined in a 3GPP spec vs implementation.
· 5.2.2.6.1: Details about operation "Record Expiry Notify" are missing.

Anders: Record Expiry Notify is already in the spec (5.2.2.6.2), the label was missing

· 5.2.2.y1.2: There should be no "subsId" in this request. There would be if this operation was a PUT, but it is a POST. subsIds should be present in the response, in a typical subs/notif pattern.

Anders: Suggest we use PUT instead.
· 5.2.2.y2.2: Several comments here:

· The whole text (except the first line) is the same as the text under "Unsubscribe to individual notifications of data change", and that doesn’t make sense. Copy-and-paste mistake?

Anders: Yes, will correct
· I am not sure I understand how this is supposed to behave. Should the UDSF go through all existing subscriptions in this storage and delete all the subscriptions it finds that belong to (i.e. were requested by) the NF sending this unsubscribe request, but keep intact subscriptions-to-notifications created by other parties?

Anders: the intent as written is to allow an NF Service consumer to delete all subscriptions-to-notifications with a single delete command. 
If we limit the delete to the NF Consumer, do you believe that also need to take an NFSet into account?
· Does the get-previous query parameter make sense when there could be thousands of existing subscriptions?

Anders: Its usage is optional, but I can remove if it as it perhaps is of limited value
· In Figure 5.2.2.y2.2-, if there is a subsId in the URI, how is this different from unsubscriptions to individual notifications of data change?

Anders: Yes, copy/paste issue, I will delete
· In step 2c, there shouldn’t be a subsId in the request.

Anders: I’ll remove
· 5.2.2.y2.3: In step 2d, what kind of preconditions can we expect? Probably ETag of the subscription-to-notification to be deleted, but something else, too?

Anders: Both E-tag and Last-Modified should be allowed as described in 6.1.2.2.9.
· 6.1.3.z1.3.1: Several comments (also related to 6.1.6.2.n1, where NotificationSubscription is defined):

· The NotificationSubscription in the body of the POST request already includes a subsId. If this is a POST on the {apiRoot}/nudsf-dr/v1/{realmId}/{storageId}/subs-to-notify resource, which is a store, then UDSF –not the consumer NF– should be the one choosing the subsId. By having UDSF control subsIds we would avoid the problem of duplicated subsIds mentioned in clause 2c in 5.2.2.y1.2.

Anders: The main advantage that we see with allowing the NF Consumer to assign the SubsId is that it allows the NF Consumer to use a “known” id in the key, e.g. <imsi>Sub1. If the UDSF creates the SubsId, a truly stateless NF would otherwise have to store the SubsId in a [UDSF] record and would not be able to manipulate the subscription without first consulting the record that stores the SubsId. The Record namespace is also under control by the NF Consumer, so this design aligns with the overall concept of the Nudsf to give the naming control to the NF Consumer. Other thoughts welcome though.
· The way to express what’s the scope of the subscription is a bit strange: an array of URIs which can belong to individual recordIds in a given storage, but also (and in the same “subscribe” message) to the whole storage itself. It doesn’t make sense to combine both. Isn’t there a better way to do this?

Anders: Since each monitored resource is just a uri, why does the type (Storage or record) matter?

[Jesus] We believe it matters because records belong to storages. So, it feels quite weird to request, for example, to monitor a entire storage (which implies to notify of any changes affecting any of the records of that storage), and ALSO, to monitor a specific record of that same storage (which was already being monitored as a result of the previous monitored URI).
 [Jesus2] After further checking, I think that the source of the confusion is this text in "6.1.6.2.n1        Type: NotificationSubscription":
Could it be that you really meant "of" instead of "or" ???  😊
Because, the subscriptions are created below an existing storage anyway, since the resource for the subscription is:

{apiRoot}/nudsf-dr/v1/{realmId}/{storageId}/subs-to-notify/{subsId}
So, with your current text, you allow the possibility to monitor arbitray storages and records, where both storages and records may belong to a different storage than the storage where the subscription is created. Is that really the intention?

Instead, I think it would be more natural if the list of monitoredResourceUris is simply a list of URIs of records of the same storage under which you have created the subscription.

If so, if you want to monitor the entire storage, you can do that by making monitoredResourceUris as opitonal, and saying that its absence means to monitor the whole storage.
· What’s the expected behavior when monitoredResourceUris in NotificationSubscription includes records which do not exist? Should the whole POST request fail? Should it be a partial failure (explained how? to the requester)? Should UDSF store the subscription to notification anyway and let the consumer NF know then those records are created, then modified, deleted, etc.?

Anders: I assume If we use PUT instead, partial success is not an option right? So if the PUT fails, we can return 409 Conflict and a list of failed MonitoredResourceUris.
The put would fail if any MonitoredResourceUri doesn’t exist in the UDSF
· 6.1.3.z1.3.3: Shouldn’t there be a way to limit the scope of the deleted subscriptions? What if there are several consumer NFs subscribed to the same storage? A rogue or faulty consumer NF would wipe all  subscription created by a different consumer NF in the same operation it wipes its own subscriptions.
Anders: See my response above
· 6.1.6.2.n1: On the "expiry" attribute: Shouldn’t UDSF be able to override the expiry in the request to a smaller (closer-in-the-future) value if e.g. local policies say that eternal subscriptions or subscriptions valid for too long a time are not OK? Otherwise, we run the risk of filling up UDSF with now-useless subscriptions-to-notifications that nobody bothered to delete.

Anders: That was the intent, will improve the text
Jesus:

A couple of follow up questions/comments:

· If we go with a PUT request for the creation of subscriptions, in which the subsId is assigned by the consumer, how is it proposed to ensure that the subsId's generated by different consumers are unique? (I'm assuming that 2 different consumer may subscribe to a same storage, right?)
(On a general view, I'm not very enthusiastic about the idea to model this with a PUT, since the subs/notif framework is quite homogeneous in the rest of 3GPP APIs, and it is always modeled as a POST request on a collection resource, where subsIds are assigned by the producer; but at least, if we go with the PUT model, then we should ensure that subsId's are unique).

Anders:

What you suggest makes sense. I will incorporate.
On the same topic, do you think it will make sense to also indicate the type of notification, i.e. for a storage you could indicate subscribe to only create, or only delete or only update or any combination? For a record, we could support update and/or delete.
Jesus:

I don't really have a strong opinion.
At least my initial thinking has been to let the client subscribe to "changes" on data, in general (as you have implemented in the CR).

Maybe with concrete use cases we can see more clearly how useful would it be to filter notifications by type of change. Do you have any use case in mind?
Anders:

Nothing concrete. It was there in e.g. the Ud interface, but I’ll leave it out.
Sharam:

I second Jesus’s opinion in regards to “monitoredResourceUris” parameter of NotificationSubscription data type. 
To be more specific, the subs-to-notify resource is hanging off of storageId, so the subscription would receive all the storage change events (add, delete, update) to the entire storage. Now, if the consumer wants to filter out certain event types, that can be done by replacing  “monitoredResourceUris” with a new “filter” parameter.

Sharam:

Please find below my comments (sorry, I made my comments against the original CR. I noticed your email about a new draft after I finished my review ☹ ).
· 5.2.2.2.m1      Subscriptions Retrieval

· 2b.         If there are no NotificationSubscription for the given storageId in the UDSF, the HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the ProblemDetails element).
Status code “404 Not Found” is not correct as the resource in the context  of the GET operation is ../{storageId}/subs-to-notify and this resource is present in when it reports that it has nothing to report in the response. The appropriate status code when there is no NotificationSubscription for the given storageId is a still a “200 Ok” with empty response body to the GET operation. This case is not an error case.
Step 2b should be removed as the resource “subs-to-notify” is expected to exist when the server running. In the abnormal case when this resource doesn’t exist the 404 Not Found error is covered by the following statement in the subclause: “On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.”
Anders: I agree and I will revise accordingly
· 5.2.2.2.m2      Individual Subscription Retrieval

· 2b.         If there are no NotificationSubscription for the given storageId in the UDSF, the HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the ProblemDetails element).
Step 2b should be removed and considered within the failure HTTP status code which is the following existing statement in this subclause: “On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.”
Anders: I will correct
· 5.2.2.4.p1       Subscription Notification Update

· Step 2b should be removed as it is covered by step 2C. 
· Typo: the following statement should say PATCH response instead of PUT response : “On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.”

Anders: 200 OK with PatchResult has been introduced on several APIs in rel-16, e.g. 29.503 and 29.505 and is also used on the existing RecordMeta Patch operation of 29.598, so I think we should keep it here as well.
I will correct they typo
· 5.2.2.6.x1       Notification due to Data Change

Remove step 2b. The failure is covered by the following existing statement in this subclause: “On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.”
Anders: I will correct
· 5.2.2.y1.2       Subscription to notifications of data Change

Reword step 2b and step 2c such that it is part of the failure statement which follows the step 2c iht subclause. The way the subclause is written is mixing the success case (2a) with non-success cases (2b & 2c) and the follows by an statement about Failure cases : On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.”
Anders: I can try to re-word a bit
· 5.2.2.y2.2       Unsubscribe to all notifications of data change of a storage  

No difference in the resource URL used in “5.2.2.y2.2              Unsubscribe to all notifications of data change of a storage”  & “5.2.2.y2.3          Unsubscribe to individual notifications of data change” procedures. Most probably procedure “5.2.2.y2.2            Unsubscribe to all notifications of data change of a storage” should refer to “ ../subs-to-notify” resource instead of “../ subs-to-notify/subsId” Also check the statements made in the step 1 of 5.2.2.y2.2. This resource url was not sent back in the response to subscription creation.

· 6.1.3   Resources  

To be consistent with other SBIs. I’d suggest the usage of resource name “subscriptions” & “subscriptionId” instead of “subs-to-notify” & “subsId”.
Anders: Subscription can have so many different meanings that subs-to-notify is a bit more explicit. It was also re-used/modelled from 29.505.
subsId => subscriptionId I can look into.

· Table 6.1.3.1-1: Resources and methods overview

apiRoot}/nudsf-dr/v1/{realmId}/{storageId}/subscription-data/subs-to-notify

· Typo in the resource URL as highlighted above
Anders: I will correct
· As per REST and HTTP, DELETE on the resource subs-to-notify must result in the removal of the subs-to-notify. Something which you don’t want in the above. If you indent to remove all the subscriptionId resources under the subs-to-notify resource then, I’d suggest to introduce a new Customized resource like “bulkDelete” under subs-to-notify and through the invocation of a HTTP POST get it to delete all the existing subscriptionId resources in one shot. HTTP DELETE operation on subs-to-notify should not be allowed by the server!

Anders: Based on the comments from Ericsson, I have removed the “bulk” delete from the spec. It is probably something that is better handled via O&M procedures
· General comment: The spec provides expiry notification through implicit subscription creation by allowing the consumer to provide a callback url in the “RecordMeta”. Now this CR is enabling notification through explicit subscription creation. Wouldn’t it make sense to bring the expiry notification under the new explicit subscription creation method (i.e. to remove callback url from RecordMeta)?

Anders: I think the use cases are a bit different as the existing RecordMeta implicit mechanism is simply a time to live mechanism that was agreed during one of the conf calls we had back in January. I think the explicit subscription will require some additional overhead that perhaps isn’t always desirable in all deployments, so I would prefer to keep both solutions.

Sharam

Please see comments inline.
In addition to earlier comments, please see the following comment.

subsId should be an Optional parameter so that, only the server can assign and provide the client (consumer) in the response to POST. Therefore, something like the following statement should eb added to the Description column: “Shall be absent in the subscription creation (HTTP POST) request. Shall be provided in the subscription creation (HTTP POST) response.”
Table 6.1.6.2.n1-1: Definition of type NotificationSubscription
Cardinality M/O
Anders: Based on the comments from Jesus, which we also discussed on the Wednesday conf call, we are now proposing to use PUT instead of POST in order to let the NF Consumer assign the subId. The main motivation is what I expressed in response to Jesus below, copied here:
Anders: The main advantage that we see with allowing the NF Consumer to assign the SubsId is that it allows the NF Consumer to use a “known” id in the key, e.g. <imsi>Sub1. If the UDSF creates the SubsId, a truly stateless NF would otherwise have to store the SubsId in a [UDSF] record and would not be able to manipulate the subscription without first consulting the record that stores the SubsId. The Record namespace is also under control by the NF Consumer, so this design aligns with the overall concept of the Nudsf to give the naming control to the NF Consumer. Other thoughts welcome though.

So then the subsId would be part of the path and thus should be optional in the NotificationSubscription as you suggest.
By the way, I didn’t see any response from you on 5.2.2.y2.2 comment below.

Anders: Sorry about that, it is the clause about bulk delete that is proposed to be removed
Anders 

Draft v1 provided

CONTINUED IN NEXT LINE



	
	
	
	
	
	
	Jesus:

Then, I still don't see how this can work in the following scenario:
· NF1 allocates a certain "subsId", and sends a PUT request to UDSF

· UDSF, not having any existing subscription (for a given storage) with such "subsId", creates a new subscription

· Now, NF2 decides to subscribe to the same storage, and allocates its own "subsId"

· By chance, both NF1 and NF2 end up selecting the same "subsId"

So, when the 2nd request (from NF2) reaches UDSF, what should UDSF do?

· Reject the request, assuming that it already had a subscription with such subsId? This is not good, since it means that NF1 cannot update the subscription with PUT anymore

· Accept the request, assuming that it is an attempt to update an existing subscription? This not also not good, since it means that NF2 will totally overwrite the former subscription data created by NF1

Anders:

I added a create-only query parameter for the PUT.
So PUT with query-parameter create-only=true will never update and the NF Consumer can safely create a unique subsId. If the NF Consumer wishes to update, it may use the PUT without the query parameter or the PATCH.

409 CONFLICT:

If the create-only query parameter in the PUT request is set to true, the "cause" attribute may be used to indicate one of the following application errors:

- SUBSCRIPTION_EXISTS
Anders

I have revised C4-202320 to C4-202479 and added AT&T as a co-source.
Compared to the last uploaded draft, the yaml has been updated for the ‘409’ response to the PUT:

        '409':

          description: Conflict

          content:

           application/problem+json:

            schema:

             $ref: 'TS29571_CommonData.yaml#/components/responses/409'

           application/json:

            schema:

              type: array

              items:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
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	2340
	CR 29.510 0338 Rel-16 ServiceName nudsf-dr missing from yaml
	Hewlett-Packard Enterprise
	Revised to C4-202414
	WI NUDSF

CAT F

Caixia:

just minor comments, the Other comments in coversheet is missed, and the CR template shall be updated.

Anders:

Thank you Caixa for your comments.
I have uploaded a draft version into the draft folder addressing the “Other comments”. 

Re the CR template, I used the template created when I reserved the tdoc#. Is there something wrong with it?

Anders:

uploaded v2 to the drafts folder with the E-meeting label in the cover sheet header
Caixia:

I am fine with this version

Revise, new tdoc number
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	2174
	CR 29.518 0323 Rel-16 Update the event subscription and notification on area of interest
	Huawei
	Revised to C4-202430
	WI eNA

CAT B

Bruno:

Dependency on stage 2 23.502 CR to be added on cover page.

6.2.6.2.5: supiExt -> supiList (ditto for gpsi)

How is backward compatibility ensured with Rel-15 NFs (which do not support receiving multiple Ues in notification)?

Caixia:

I will update the contribution accordingly.
 
The Rel-15 NFs do not know this IE, will not be able to handle the notification, the AMF will know the version supported by the peer NF, and not notify the list of UE if the peer NF is in Rel-15.
Bruno:

I am not sure to understand. 
 
Event: Presence-In-AOI-Report
      A NF subscribe to this event to receive the current present state of a UE in a specific Area of Interest (AOI), and notification when a specified UE enters or leaves the specified area. The area could be identified by a TA list, an area ID or specific interested area name like "LADN".
      UE Type: One UE, Group of UEs
      Report Type: One-Time Report, Continuously Report
      Input:  UE ID(s), Area identifier (a TA list, an area Id or "LADN"), S-NSSAI, NSI ID.
      Notification: UE-ID(s), Area identifier, Presence Status (IN/OUT/UNKNOWN)
Text in blue is supported from Rel-15 onwards. Text in yellow proposed to be added in Rel-16.
 
So my question is how the AMF knows whether it can send a single notification for multiple UE IDs, or if it needs to send a notification per UE ID? In other words, how does AMF know whether the subscribing NF supports receiving multiple UE IDs in notification?
Caixa:

I know your point now, the AMF does not know whether the subscribing NF supports receiving notification with multiple UEs or single UE.
Would be OK to define the multipleUEAllowed indication in the AmfEvent of subscription? Which is applicable to the event type UES_IN_AREA_REPORT

Bruno:

Thanks. An alternative can be to define a new feature (using the feature negotiation framework).

Caixia we should define a new feature.

Is it for ENA or more specific? Needs to be inline other features in AMF spec.

Caixia

Thank you for your comments Bruno.
I have add a new feature named ENA, and all the new attributes introduced by ENA is marked, could you please check the draft version V1 in the Inbox.
Jones:

Besides comments from Bruno, I have some more comments.
· If the new SUPI/GPSI list attribute shall be applied only to “UE Present in Area” event, then we better indicate this in the description.

As SUPI and GPSI may be both provided for UE, using two separate list might lost tracking of the SUPI/GPSI relation. Suggest to use one array of { supi, gpsi } mapping. The drawback for such an approach is that if we want to support multiple UEs reporting also to external (are we?), then the NEF needs to create the GPSI list based on AMF input, instead of just pass the GPSI List from AMF.
Caixia:

Based on the comments from Jones, I have revised the contribution to V1, please check the draft version in the Inbox
Open.

	
	
	2430
	CR 29.518 0323 Rel-16 Update the event subscription and notification on area of interest
	Huawei
	Revised to C4-202523
	Bruno:

Tdoc nb is incorrect in the CR header.

This IE shall be present if multiple SUPIs and / or GPSIs shall be included and the AMF event type is "UES_IN_AREA_REPORT".

This attribute provides additional SUPIs and / or GPSIs to the supi attribute or gpsi attribute. The ueIdExt attribute may be present even if the supi attribute or gpsi attribute is absent.
guess we should rather say “even if both the supi and gpsi attributes are absent”.
We could stress further that the subscribing NF needs to support eNA:

This IE shall be present if multiple SUPIs and / or GPSIs need to be included, and the AMF event type is "UES_IN_AREA_REPORT" and the subscribing NF indicated support of the ENA feature.

6.2.8 “An AMF that supports this feature shall support the procedures specified in 3GPP TS 23.288 [38].”

This does not apply to AMF only, e.g. for the above we need to know the capability of the subscribing NF. “AMF” -> “An AMF and an NF that …”

Caixia

I will correct the Tdoc nb in the CR header. And the update the text as below:
- ueIdExtList
- Feasture ENA

revise
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	CR 29.518 0323 Rel-16 Update the event subscription and notification on area of interest
	Huawei
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	CR 29.244 0393 Rel-16 MPTCP Indication for a Uplink PDR for traffic applicable for MPTCP
	Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-202368
	WI ATSSS

CAT B

Clash with 2214
Caixia:

The scenario indicated in the contribution is UL PDR is activated by application ID, and no destination IP address or other information in the PDR. For the same application ID, both MPTCP and non MPTCP traffic are allowed. And in the UPF, different component will be used to handle the MPTCP traffic and non MPTCP traffic.
The UPF can use the IP address of the packet to decide the PDR or traffic is related to the MPTCP for some other scenarios.

So I propose to add the indication as optional IE if it is really needed. And update the condition to only cover the UL PDR.

In 8.2.xx   MPTCP Applicable Indication, in the figure, the k to (n+4) shall be changed to 6 to (n+4).

And two spaces after MAI (MPTCP Applicable Indication):

And latest specification version is 16.3.1.

2085 clashes with 2214, shall choose one as baseline.

Bruno:

Caixia say: “The UPF can use the IP address of the packet to decide the PDR or traffic is related to the MPTCP for some other scenarios.”
This is true when receiving uplink packets, but NOT when provisioning the PDRs in the UPF which is the main purpose of the changes (see details in the Reason for change). So having the new indication always present (when applicable) does not add complexity and will ensure open interoperability between products from different vendors.
Thanks
Bruno:

I spotted one small issue in our joint CR. Can you please add “UL” in:

7.5.2.2: "This IE shall be present if the PDR is used to detect UL user plane traffic for which MPTCP is applicable."

Frank:

Ok with Bruno's comments.
Yildirim:

Two non-technical comments that I have noticed:
1.. It seems that the changes in the second paragraph of clause 5.20.2.4 is missing the highlighted original text below that I assume you intend to remove with change marks.  

The CR has following change marks:

The UPF may detect the uplink MPTCP IP packets for which MPTCP is applicable by checking whether the UL PDR matching the user plane traffic is set with an MPTCP Applicable Indication, or (UPF implementation choice) by checking whether the source or destination IP address of the user plane packets (after removing the GTP-U header) correspond to UE link-specific multipath IP address(es) and the MPTCP proxy IP address.
Original text:

The UPF may detect the uplink MPTCP IP packets, by means of comparing the destination IP address with the stored MPTCP Proxy IP address.
2.. The cover page refers to version 16.3.0 but the latest version is 16.3.1. 

Frank:

Will take care of this in the revision.
Draft revision to be provided
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	CR 29.502 0333 Rel-16 Inform SMF that UE deregisters from one access
	ZTE
	Revised to C4-202487
	WI ATSSS

CAT B

Frank:

A few questions/comments to the CR:
1. Such information that release of one access should be further populated to the H-SMF/SMF, or?
2. If so, should we consider an explicit attribute indicating one access of a MA-PDU is released, instead using upCnxState and the presence of the remaining access type?
3. In addition, as specified 4.22.10.2 and 4.22.10.3 of TS 23.502, what about AMF initiated release for one access? “In step 1, if the AMF needs to release the MA PDU Session over a single access, the AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation to request the release of the MA PDU Session over a single access. In this case, the AMF includes in which access the MA PDU Session should be released.”
Zhijun:

Yes, you are right. Such release indication shall also be transferred to H-SMF/A-SMF, so as to release the N9 tunnel for that de-registered access.
I forgot that we already have "MaReleaseIndication" in SmContextUpdateData / HsmfUpdateData, which is used for the UE/AMF initiated MA-PDU session release over one access.

We can regard that the UE deregisters from one access automatically results the MA-PDU session release over that access.  

So, which means, we can reuse existing "MaReleaseIndication" in SmContextUpdateData / HsmfUpdateData, but extend the description to also cover the scenario of UE deregisters from one access. 

If you agree this, I can easily update this CR to only extend the description of "maReleaseInd" in SmContextUpdateData / HsmfUpdateData.

Caixia:

The specification is incorrect:
1. This CR introduces backward compatible changes to the OpenAPI file TS23502_Nsmf_PDUSession.
2. Following sentence only covers the UE deregistration procedure:

the N3 tunnel associdated to one access of an MA-PDU session is to be released, due to the UE deregisters from that access

But in TS 23.502, network can also release one access:

The MA PDU Session Release over a single access may be triggered by the network due to e.g. when the UE is deregistered over an access or when S-NSSAI of the MA PDU Session is not in the Allowed NSSAI over an access.

3. typo, the associdated shall be associated,  deregiseters
For an MA-PDU session whose user plane has being established for both 3GPP and Non-3GPP access, if the UE deregiseters from one access, the AMF needs to inform the SMF to release the resource of that access type.
4. OpenAPI

The last change, shall revert two spaces.

5. 
Why the AMF include the access type that UE remain registered, which is different with the requirement from stage2 in TS 23.502:

In this case, the AMF includes in which access the MA PDU Session should be released
Zhijun:

As per I respond to Frank's comments in another email, I think we can reuse "MaReleaseIndication" in SmContextUpdateData / HsmfUpdateData to cover the case of UE deregistration from one access and NW initiated MA-PDU session release over one access. 
I hereby revised the CR to v1, and uploaded it to /Inbox/Drafts/6.2.10.

Bruno:

I don’t agree with the proposed changes. In your use case, the AMF sends Update SM Context Request with maReleaseInd ("This IE shall be present if one access of a MA PDU session is requested to be released, when UE/AMF initiates MA PDU session release over one access. When present, it indicates the access to be released.")

Zhijun:

Just repeat my reply to Frank/Caixia in other emails. I have updated the CR to only extend the description of "MaReleaseIndicaiton" in SmContextUpdateData / HsmfUpdateData to cover the scenario of UE deregisters from one access. 
The v1 is in /Inbox/Drafts/6.2.2, hope that is acceptable by you. 

This IE shall be present if one access of a   MA PDU session is requested to be released, for the following cases:
-         when UE/AMF   initiates MA PDU session release over one access; or
-         when UE   deregisters from one access.
When present, it indicates the access to be   released
Caixia:

I am fine with this version
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	CR 29.502 0333 Rel-16 Inform SMF that UE deregisters from one access
	ZTE
	Agreed
	

	
	
	2214
	CR 29.244 0407 Rel-16 MPTCP Traffic Indication
	ZTE
	Merged into C4-202085
	WI ATSSS

CAT B

Frank:

This CR overlaps with Ericsson/Nokia CR (2085), is it possible to merge and use 2085?

Zhijun:

It is excellent that we can get agreement on this topic. ZTE will be happy to merge our CR to Ericsson/Nokia one.

One suggestion might be useful: Would it be possible to use a generic name for the container IE which including the MAI indication?

What I am thinking is we may have similar traffic characteristics in future, and then we can easily extend the indication bit in that IE.



	
	
	2215
	CR 29.244 0408 Rel-16 Packet Forwarding Model for MPTCP
	ZTE
	Revised to C4-202521
	WI ATSSS

CAT B

Caixia:

Whether the IP translation is same for UL and DL packets? 

For both kinds of the packets, the IP translation is done before handling of FAR/URR/QER/BAR?

Zhijun:

Yes, this is what I think
Bruno:

I don’t think that this CR is needed. 
QoS enforcement, Usage Reporting, Buffering are independent from IP translation. It is obvious that IP translation is performed before sending outgoing packets.

Zhijun:

As per the CC discussion, I think it is better to have some clarification to give people clear instruction when developing the MPTCP functionalities. 
How about to change the text as following, OR maybe you have simpler statement:

"For an MA-PDU session, the IP translation to MPTCP traffic is independent to the handling of URR/QER/BAR, but shall be performed before handling of FAR (e.g. due to Outer Header Creation), if IP translation to MPTCP traffic is needed."

Bruno:

Is it true that “translation to MPTCP traffic is independent to the handling of URR”? I mean that for detection of application traffic, the URR may report the UE IP address. If this is for DL traffic, and a different N6 address is used than the UE IP address, IP translation is needed (towards UE IP address) before reporting the URR.

Likewise, for DL PDR, IP translation (destination address) is needed (back to UE IP address) before applying the PDR. And IP translation (source address) is needed after applying the MAR.

All of this to say that the rules are more comprehensive and also different for source IP and destination address translation. I don’t think that the text you propose helps much. Or we need to be more comprehensive.

Zhijun:

The text “if IP translation to MPTCP traffic is needed” means one UL/DL traffic is detected as MPTCP traffic based on the packet filter + MPTCP Application Indication / MAR settings.
My understanding is, the UPF should firstly identify the UL/DL traffic is MPTCP related, i.e. by matching the specific UL/DL PDR, then it checks whether the IP translation is needed, and finally performs the IP translation.

1) For UL traffic:

- The UL PDR is set to detect whether the destination IP@ is the IP@ of MPTCP Proxy, and MPTCP Applicable Indication is set to 1 in UL PDR;

- If uplink traffic matches this UL PDR, then based on the MPTCP Applicable Indication in the PDR, the UPF determines the IP translation is needed.

- The UPF performs IP translation, i.e. replace the source IP@ from UE link-specific IP@ to UE'S MA-PDU IP@, replace the destination IP@ from MPTCP Proxy IP@ to remote Host IP@

- The UPF performs FAR handling

2) For DL traffic:

- The DL PDR is set to detect whether the destination IP@ is the UE's MA-PDU IP@, and the MAR indicates the 

- If downlink traffic matches this DL PDR, then based on traffic steering functionality set in MAR, the UPF determines the IP translation is needed.

- The UPF performs IP translation, i.e. replace the source IP@ from remote host IP@ to MPTCP Proxy IP@, replace the destination IP@ from UE's MA-PDU IP@ to UE link-specific IP@

- The UPF performs FAR handling

Regarding to the URR, for most cases, the UE IP@ is not required, and the SMF it self holds the UE's MA-PDU IP@, and the SMF can fill the correct IP@ in the CDR records;

I found the UE IP address is only required in the case that no UE IP address was provisioned in the PDI. If we use the above model to set the PDI, it seems the UE IP address is not needed in the URR?

This IE shall be present if the start or stop of an application has   been detected and no UE IP address was provisioned in the PDI. See NOTE 1.

But if the UE IP address may be required in the URR, then it fall back to my original proposal: the IP translation shall be performed prior to the handing of FAR/QER/URR/BAR.
Bruno

I am fine with what you say, but IP translation may also be needed for DL traffic from N6, when a different N6 IP address is used (other than the UE’s PDU session IP address). I.e. UPF translates this back to UE IP address as DL PDR will contain UE’s IP address (but I am fine not detailing this).

I can accept the following change:

"For an MA-PDU session, IP addresses translation for MPTCP traffic (see Annex E.3 ) is independent from the handling of URR/QER/BAR, but it shall be performed before applying the FAR (e.g. before creating the outer header and forwarding the packet)."
Zhijun

Thanks for your suggestion. Let's keep the statement as you suggested for now. If we found we need additional clarification for the N6 routable IP@, we can do it in next meeting.
I will further investigate whether the N6 routable IP@ impacts other places, e.g. whether it is needed in the ATSSS Control Parameters IE from the UPF to the SMF.


Zhijun

As per the suggested text improvement, I have updated the 2215 to v1, and uploaded to: /Inbox/Drafts/6.2.2
Also I updated the reason for change in the coversheet accordingly.
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	CR 29.244 0408 Rel-16 Packet Forwarding Model for MPTCP
	ZTE
	Agreed
	

	
	
	2242
	CR 29.502 0336 Rel-16 MAPDU via Non-3GPP Access
	Ericsson
	Revised to C4-202490
	WI ATSSS

CAT F

Zhijun:

One question for clarification, in 6.1.6.3.11, the new text indicates that the MA-PDU session via Non-3GPP access may be possible be moved to EPS. 
As I only found the following text from TS23.502: “if the MA PDU Session is established in both 3GPP and non-3GPP accesses and the MA PDU Session is moved to EPS, the SMF triggers the MA PDU Session Release procedure over non-3GPP access.” It doesn’t clearly say the MA-PDU session via Non-3GPP can be moved to EPS.

Can you clarify how to deduce such requirement from SA2 statement?

Jones:
Thanks for the comment.
You are right. The scenario in the CR should refer to a MA PDU Session for the UE registered both accesses in the same PLMN, i.e. in the same AMF. The text is refined per Bruno’s comments.

Caixia

I have questions related to this paper:
Whether the SMF will request the EBI for the GBR QoS Flows established in non 3GPP ACCESS, even the GBR flows are allowed to be moved to 3GPP?

/Jones: This is according to Stage 2, for a GBR flow, it is only allowed to stay on one access, not both. So only GBR Flows over 3GPP access will need EBI allocated.

And for the non GBR QoS Flows, the EBI request will be triggered at non 3GPP side or 3GPP side?
Jones: Non-GBR QoS flows are allowed on both access, thus EBI should be allocated

My understanding is the SMF shall request the EBI in 3GPP for both of the non GBR and GBR flows. And SA2 has the following definition:

The SMF does not request EBI allocation when MA PDU Session is established only over non-3GPP access.
Jones: While this is true, the scenario here is for MA PDU Session for both access, where the UE registered both accesses in the same PLMN, i.e. to the same AMF.

If this is the same understanding, I think the NOTE shall be updated to indicate the EBI allocation will not be performed in non 3GPP access, not only for GBR flow.

/Jones: I’ve updated the NOTE indicating that EBI allocation is not applied for MA PDU session only over non-3GPP access. For MA PDU session with both accesses, GBR QoS flows only over non-3GPP access will not apply
And for the change in clause 6.1.6.3.11, what is the difference with the "WITH_N26" or "IWK_NON_3GPP" for the proposed scenario, why the "IWK_NON_3GPP" cannot be used?

/Jones: if with N26, the SMF allocated EBI for QoS flows; for Non_3GPP, the SMF will register information used for interworking (e.g. PGW Info) in UDM. So when UE initiate PDU Session move to EPS, the MME could find the serving PGW to resume the session in EPS.
Bruno:

The text would read better as follows: 
"
The PDU session may possibly be moved to EPS, with N26 interface supported during EPS interworking procedures. This may correspond to:
- a PDU session or an MA-PDU session with a 3GPP access; or
- a MA PDU Session with a non-3GPP access for a UE registered to the same PLMN over both 3GPP and non-3GPP accesses.
"

What about the case: 
MA PDU Session via non-3GPP access that may possibly be moved to EPS when the UE is registered to the same PLMN over both 3GPP and non-3GPP accesses, with no N26 interface supported?
Jones: Do you mean that the MA PDU session is establish over non-3GPP access only, and later on registered to 3GPP access in the same PLMN? Needs to further check with Stage 2 on procedures specified for such a case. My best guess is that the AMF may indicate the “With_N26” to SMF when the PDU Session is updated to add the 3GPP leg, thus the SMF can allocate the EBIs for existing non-GBR QoS flows
Jones:

Draft v2 uploaded to FTP inbox. Please check.

Caixia:

I am fine with the changes

Bruno:

Your revision looks good. 
 
Regarding: 
MA PDU Session via non-3GPP access that may possibly be moved to EPS when the UE is registered to the same PLMN over both 3GPP and non-3GPP accesses, with no N26 interface supported?
 
My question is what EpsInterworkingIndication value is used in this case? Or when MA PDU session is established over both accesses, w/o N26?
Jones:

I think w/o N26 is the most suitable value here. When UE move to EPS, the 3GPP leg will be moved and non-3GPP leg will be released.

CC on 21st.

w/o N26 case should be covered in a separate CR to the next meeting
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	CR 29.518 0341 Rel-16 Clarification on EBI Allocation for MAPDU
	Ericsson
	Revised to C4-202522
	WI ATSSS

CAT F

Caixia:

I think the CR is not needed, as we already have the definition: PDU Session(s) via non-3GPP access supporting EPS interworking
And the clause affected is incorrect.

Jones:

We think the definition PDU Session(s) via non-3GPP access supporting EPS interworking doesn’t cover the MA PDU Session, especially when the UE registered in the same AMF for both accesses where the MA PDU Session can be established via Non-3GPP access.

Cover page will be updated in V1.
Bruno:

The entire paragraph starts being difficult to read. We can use bullets for the different cases of the last sentence.
We should also update a preceding sentence "EBI allocation shall apply only to PDU Session(s) via 3GPP access supporting EPS interworking with N26" for MA PDU sessions”.
Jones:

I’ve reworded the paragraph as following:
--------------------------------
The EBIAssignment service operation is invoked by a NF Service Consumer, e.g. a SMF, towards the NF Service Producer, i.e. the AMF, to request the AMF to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) for an existing PDU Session for a given UE.
EBI allocation shall apply only to QoS flow(s) over 3GPP access in PDU Session(s) or Multi-Access PDU Session(s) supporting EPS interworking with N26, i.e. EBI allocation shall not apply to:
- PDU Session(s) via 3GPP access supporting EPS interworking without N26, or;
- PDU Session(s) via non-3GPP access supporting EPS interworking, or;
- GBR QoS flow(s) that are only allowed over non-3GPP access in Multi-Access PDU Session(s) supporting EPS interworking.
---------------------------------
Is it better?
Bruno;

The following text does not seem correct:
EBI allocation shall apply only to QoS flow(s) over 3GPP access PDU Session(s) or Multi-Access PDU Session(s) supporting EPS interworking with N26.

I understand that an EBI allocation is possible for a QoS flow currently using non-3GPP access of a MA PDU session and that is not only allowed over non-3GPP access.
So what about the following text:

The EBIAssignment service operation is invoked by a NF Service Consumer, e.g. a SMF, towards the NF Service Producer, i.e. the AMF, to request the AMF to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) for an existing PDU Session for a given UE. EBI allocation shall apply only to: 

· QoS flows of Single Access PDU Session(s) over 3GPP access supporting EPS interworking with N26; 
-     Qos flows of Multi-Access PDU Session(s) supporting EPS interworking with N26, that are not only allowed over non-3GPP access.

EBI allocation does not apply to:
- 
PDU Session(s) via 3GPP access supporting EPS interworking without N26; 
- 
PDU Session(s) via non-3GPP access supporting EPS interworking; or
- GBR QoS flow(s) of Multi-Access PDU Session(s) supporting EPS interworking that are only allowed over non-3GPP access.
Caixia:

For QoS flows of MA PDU Session supporting IWK with N26, and not only allowed over non-3GPP access. If this kind of QoS Flows are accessing to non-3GPP access currently, the SMF will request the AMF to allocate the EBIs when the QoS Flows accessed to 3GPP access.
I think we shall clearly clarify this to avoid the EBI allocation for QoS Flows in non 3GPP access.

Jones:

Please clarify what is the case “For QoS flows of MA PDU Session supporting IWK with N26, and not only allowed over non-3GPP access. If this kind of QoS Flows are accessing to non-3GPP access currently”.
For a GBR QoS Flow, it is only allowed to stay on one access (either 3GPP or non-3GPP) according to the Policy rules. If a GBR QoS flow is identified for 3GPP access, it will not access via non-3GPP access and EBI shall always be allocated; For non-GBR QoS flow, it is allowed to access via both accesses and shall be moved to EPS during 5GS to EPS mobility, thus EBI also should be assigned.

The scenarios addressed by the CR is that he UE is registered in both 3GPP/non-3GPP access in the same PLMN (in the same AMF). If for a MA PDU Session via non-3GPP access only, then no EBI is applied to any QoS flows(s). This is covered by bullet below:

- PDU Session(s) via non-3GPP access supporting EPS interworking; or
Jones:

Please ignore my previous mail. I’ve double checked stage 2. The GBR QoS flows may allowed to use both accesses (active on one access at a time).
I’ve uploaded V2 revision in [6.2.2], with the suggested text below:

The EBIAssignment service operation is invoked by a NF Service Consumer, e.g. a SMF, towards the NF Service Producer, i.e. the AMF, to request the AMF to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) for an existing PDU Session for a given UE.

EBI allocation shall apply only to:

-    QoS flows of Single Access PDU Session(s) via 3GPP access supporting EPS interworking with N26; 

-    Qos flows of Multi-Access PDU Session(s) supporting EPS interworking with N26, that are not only allowed over non-3GPP access.

EBI allocation shall not apply to:

-    PDU Session(s) via 3GPP access supporting EPS interworking without N26, or;

-    PDU Session(s) via non-3GPP access supporting EPS interworking, or;

-    GBR QoS flow(s) that are only allowed over non-3GPP access in Multi-Access PDU Session(s) supporting EPS interworking.

Hi, Caixia, for your question, “For QoS flows of MA PDU Session supporting IWK with N26, and not only allowed over non-3GPP access. If this kind of QoS Flows are accessing to non-3GPP access currently, the SMF will request the AMF to allocate the EBIs when the QoS Flows accessed to 3GPP access.”

-Jones: If a QoS flow is allowed to use both accesses (regardless GBR or non-GBR), the EBI should be assigned when the QoS flow is added.
Jones

Further discussed with SA2. Our understanding is that if a GBR QoS Flow is allowed on 3GPP to use both access (i.e. allowed over 3GPP access), it shall be moved during 5GS to EPS mobility. Considering that such a GBR QoS flow will be moved during idle mobility, not moving it during handover because it is activated over non-3GPP access at the time is an obvious function flaw.
By this context, EBI should be allocated for GBR QoS flow allowed using both accesses, the proposed text in the CR is aligned with this view. Do you agree?

Caixia:

I would say, the requirement from stage 2 is really not clear, but I can live with the way you proposed.
Let’s assume the GBR QoS Flows in non 3GPP access may also be moved to 4G for the UE in IDLE state, and the SMF can request the EBI allocation for these QoS Flows.

The proposed text is fine.

Jones:

Just to be clear, a GBR QoS flow only allowed via non-3GPP access will NOT be moved to EPS, thus it will be no EBI allocated for it; If a GBR QoS Flow is allowed to use both accesses, then it does not bound to any access when UE is in IDLE state
Open, draft revision to be provided
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	2288
	LS in   Rel-16 Reply LS on SUCI computation from an NSI
	CT1
	Noted
	C1-200938

Vertical_LAN
To:
SA3

Cc:
CT6, SA2, CT4

Contact:
Ericsson

CT1 would like to thank SA3 for the LS (S3-194455/C1-200255) on SUCI computation from an NSI.

SA3's LS stated:

-----------------

SUPI can be in the form of an IMSI or in the form of an NSI (Network Specific Identifier). NSI derived from IMSI, can be used as the user identity for 5G-AKA or EAP-AKA’ procedure for SNPN also.
-----------------

CT1 does not see the need for a SUPI of the NSI SUPI type containing an NSI derived from an IMSI in Rel-16, in addition to the already specified:

-
SUPI of the NSI SUPI type, containing a generic NSI; and

-
SUPI of the IMSI SUPI type.

No action for CT4

Proposed treatment note 

Postponed  to  6.2.3

	
	
	2291
	LS in    LS Response to 3GPP CT4 on New Sub-domain for IWK with SNPN
	GSMA NG GERI#4
	Noted
	GERI 004_201 Response LS to 3GPP CT4 on New Sub-domain for IWK with SNPN

To: CT4

CC: 3GPP CT, 5G-ACIA

Contact: Nokia

GSMA NG GERI would like to thank 3GPP CT4 for their LS on “New sub-domain for Interworking with Stand-alone Non-Public Networks” (C4-195050).

NPN in general is not a 5G item that is being handled in GSMA NG for the time being. GERI has nevertheless considered the request of 3GPP CT4.

However, since all the sub-domains relative to Stand-alone Non-Public Networks (SNPN) referred in the CR to 3GPP TS 23.003 (attached to the LS, C4-195049) always contain “5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org” and prefixed by a NF name (e.g. ‘nrf.’), it has been agreed that this sub-domain (which is the Home Network Domain for a SNPN) will in fact be introduced in the next version (V16.0) of IR.67 “DNS Guidelines for Service Providers and GRX and IPX Providers”.  

Note: There is no need for 3GPP to request GSMA NG for new labels to the left of an already GSMA NG approved sub-domain (e.g. when the above sub-domain is prefixed by a NF name such as ‘nrf.’).

GSMA NG GERI has also decided to take the opportunity to introduce another new sub-domain which will be required anyway for 5G deployment independent of NPN: “5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org”. [image: image3.png]


[image: image4.png]



ACTION:

GSMA NG GERI kindly requests 3GPP CT4 to take this information into account and provide any related feedback. 

Proposed treatment:

Remove editor'snote added by C4-195049, provided in C4-202093.

Provide CT4 feedback with regard to

 a new sub domain in addition to “5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org”.

CR to 23.003 needed? No
Do we need to send  a reply? No

	
	
	2045
	CR 29.518 0310 Rel-16 NPN extensions for Inter-AMF N2 Handover
	Nokia, Nokia Shanghai Bell
	Revised to C4-202467
	WI Vertical_LAN

CAT B

Caixia:

I think the 6.1.6.1 General shall be updated to cover the reused CAGDATA
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	CR 29.518 0310 Rel-16 NPN extensions for Inter-AMF N2 Handover
	Nokia, Nokia Shanghai Bell
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	2093
	CR 23.003 0579 Rel-16 Remove Editor's Note on New sub-domain for Interworking with SNPN
	Nokia, Nokia Shanghai Bell
	Agreed
	WI Vertical_LAN
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	2175
	CR 29.244 0401 Rel-16 Clarification for TSN NW-TT port number
	Huawei
	Revised to C4-202431
	WI Vertical_LAN

CAT F

Zhijun:

The “BBI bit” in table 7.5.3.6-1 and other places are not aligned with the “BII” bit defined in clause 8.2.140. 
I guess the "BII" is the correct one?

Caixia:

I think BII (Bridge Information Indication) is the correct name, do you want to change the BBI to BII in the revision of this paper.

Zhijun:

It's better to correct them.

Caixia:

New draft version in draft inbox

Frank (v0)

I am not really sure if the CR is needed.  It is not consistent in 4.3.2.2.1 of TS 23.502. In this procedure, it reads:

10b.          The UPF acknowledges by sending an N4 Session Establishment/Modification Response.
      If the SMF indicates in step 10a that IP address/prefix allocation is to be performed by the UPF then this response contains the requested IP address/prefix. The requested CN Tunnel Info is provided to SMF in this step. If SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 10a, two CN Tunnel Info are allocated by the UPF and provided to the SMF. If SMF decides to insert two I-UPFs between the PSA UPF and the NG-RAN for redundant transmission as described in clause 5.33.1.2 of TS 23.501 [2], CN Tunnel Info of two I-UPFs and the UPF (PSA) are allocated by the UPFs and provided to the SMF. The UPF indicates the SMF that one CN Tunnel Info is used as the redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].

      If SMF requested UPF to provide port numbers then UPF includes port numbers for the NW-TT port and the DS-TT port in the response.
20. If the UE has indicated support of transferring Port Management Information Containers, then SMF informs PCF that a manageable Ethernet port has been detected. SMF also includes the port number of the DS-TT Ethernet port, port numbers of the serving NW-TT Ethernet port(s), MAC address of the DS-TT Ethernet port, 5GS Bridge ID, Port Management Information Container and UE-DS-TT Residence Time as provided by the UE. AF calculates the bridge delay for each port pair, i.e. composed of (DS-TT Ethernet port, NW-TT Ethernet port), using the UE-DS-TT Residence Time for all NW-TT Ethernet ports serving the PDU session. The SMF may inform PCF that a manageable NW-TT Ethernet port has been detected. SMF also includes the NW-TT port number reported by the UPF.

I am checking with my SA2 colleagues, but in the meantime, could you please let me know when or why the UPF should provide multiple NW-TT numbers?
Caixia:

Firstly, the proposed changes are agreed and incorporated in TS 23.502 g40 according to the Annex:  SP-200267 CR 2043 incorporated
With the following proposal:

If SMF requested UPF to provide port numbers then UPF includes 5GS Bridge ID, port numbers for the serving NW-TT ports and the allocated DS-TT port number in the response.

But the sentence actually incorporated in the specification is different, as you referred, in different place and in different content:

If SMF requested UPF to provide port numbers then UPF includes port numbers for the NW-TT port and the DS-TT port in the response.
I pay long time to check the issue, now the problem is the following CR clashes with the above one, and the CRs are incorporated by mistake:  SP-20000079n CR 2082
This paper propose to move the sentence you referred into a separate paragraph:

Seems MCC merges the change from CR 2043 firstly, and remove the sentence when merging the CR 2082, and according to CR 2082, add the original sentence in the separate paragraph:

But as you referred, other changes from CR 2043 are already supported in the latest TS 23.502.

Come back to your questions, UPF has several NW-TT ports, and can select the NW-TT ports.

Bruno:

We support this CR, and this is in line with stage 2 reqts. See TS 23.502, clause 4.3.2.2.1, step 10: 

10b.          The UPF acknowledges by sending an N4 Session Establishment/Modification Response.
      If the SMF indicates in step 10a that IP address/prefix allocation is to be performed by the UPF then this response contains the requested IP address/prefix. The requested CN Tunnel Info is provided to SMF in this step. If SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 10a, two CN Tunnel Info are allocated by the UPF and provided to the SMF. If SMF decides to insert two I-UPFs between the PSA UPF and the NG-RAN for redundant transmission as described in clause 5.33.1.2 of TS 23.501 [2], CN Tunnel Info of two I-UPFs and the UPF (PSA) are allocated by the UPFs and provided to the SMF. The UPF indicates the SMF that one CN Tunnel Info is used as the redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].

      If SMF requested UPF to provide port numbers then UPF includes port numbers for the NW-TT port and the DS-TT port in the response.

      If multiple UPFs are selected for the PDU Session, the SMF initiate N4 Session Establishment/Modification procedure with each UPF of the PDU Session in this step.
NOTE 9:  If the PCF has subscribed to the UE IP address change Policy Control Trigger (as specified in clause 6.1.3.5 of TS 23.503 [20]) then the SMF notifies the PCF about the IP address/prefix allocated by the UPF. This is not shown in figure 4.3.2.2.1-1.

Frank:

Thanks Caixia pointing out the implementation issue in SA2. 

Yes, an UPF may have several NW-TT ports towards a TSC network. 

But my questions are: 

1. for a PDU session, why UPF need report more than one NW-TT ports? 
Caixia: NW-TT can have multiple ports, and one/part/all of them could be used to serve the PDU Session.

2. Or Should the UPF always report the full available NW-TT ports? 
Caixia: The UPF could determine the ports available for the PDU Session, as I indicated, one/part/all of the NW-TT ports

3. Can different PDU sessions be allocated different Ports? 
Caixia: Yes, this is also allowed.
E.g. UPF has 4 NW-TT ports, can UPF allocate NW-TT port 1 and 2 for PDU session A; and NW-TT port 3 and 4 for PDU session B?

Bruno, step 10b is not sufficient, but as Caixia pointed, it is implementation error, we should look at step 20.
Frank:

DO you have relevant SA2 requirements supporting your answers?

I have got some initial feedback, which is quite different from what you said. 

A UPF may have multiple NW-TT ports, but all these ports are shared by all PDU sessions connecting to the TSC networks (via the UPF(NW-TT)), i.e. the UPF shall report all available NW-TT ports for a given TSC network.

In Rel-16, a UPF(NW-TT) can support to be connected a TSC network.

It is important to get it correct, otherwise it may lead interoperability problem, e.g. for PDU session towards the same DNN are allocated different set of NW-TT port, some SMF may consider it is an error.

Caixia:

Except whether all of the NW-TTs or part of the NW-TTs will be used, are you fine to update the NW-TT as multiple NW-TT Port Numbers in PFCP Session Establishment Response?
My point is if you are fine with the change to update the IE as multiple, we can add clearly description on whether all of the NW-TTs or part of the NW-TTs shall be included based on the definition in stage2.
Frank

I am fine with update the NW-TT as multiple NW-TT Port Numbers in PFCP Session Establishment Response. 
But I would like to have editor’s note, e.g. when the UPF (as NW-TT) is configured with multiple NW-TT ports, it is FFS whether the UPF can include a subset of NW-TT ports in a PFCP Session Establishment Response, so that different PDU sessions may be allocated with different NW-TT ports.

Because, it will have interworking problem, the SMF may not think it is correct that different PFCP sessions (in corresponding to different PDU session) have different NW-TT ports…

Is it OK?
Open

	
	
	2431
	CR 29.244 0401 Rel-16 Clarification for TSN NW-TT port number
	Huawei
	Agreed
	

	
	
	2176
	CR 29.244 0402 Rel-16 Support of QoS differentiation for NPN
	Huawei
	Revised to C4-202432
	WI Vertical_LAN

CAT B

Bruno:

The CR looks good to me. Just few small editorials:
3.2 abbreviations not inserted at the right (alphabetic) place.

5.4.x.1: editorial: "Stage 2

Caixia:

I have made the changes accordingly, and the draft version is uploaded
Frank:

I am wondering if there is any corresponding SA2 CR for this CR?
I am surprising that two informative notes in 23.501 derive such large piece of requirements in stage 3😊, I am checking with my SA2 colleague. 

Especially for the following, where is the requirement? 

“Otherwise, the SMF in SNPN may provide the URR associated to the PDR to request the reporting of the detected DL traffic, which may be used by the SMF in SNPN to trigger the PDU session modification procedure to establish the DL traffic related QoS Flow in SNPN. The URR may include the Reporting trigger which contains the applicable event to enable the UPF sending Usage report to the SMF upon detection of the DL traffic with such DSCP and N3IWF IP address.” 
Why we need this? The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles, so I assume different QoS flow corresponding to different DSCP codes. 

Just to confirm your intention, the Reporting trigger should be START (Start of Traffic) for the application, and report a Usage Report with the Usage Report Trigger set to 'Start of Traffic', when application is detected using DSCP and N3IWF IP address included in the PDR.

Caixia:

Your understanding is correct, the SMF may trigger the PDU session modification to establish the QoS Flow, e.g. the GBR flow if the traffic data is received and detected in the UPF, in order to support the QoS differentiation in the SNPN/PLMN with network-initiated QoS.
We can submit CR to next SA2 meeting, if the changes are acceptable for you. Regarding to the requirements from SA2, I think sometimes, we shall help them to make the requirements clearly.

Frank

I have a few comments:
1. In the general part, I would like to revise it as below:

“5.4.xx.1       General

Support of QoS differentiation for SNPN is described in clause 5.30.2.7 and clause 5.30.2.8 of 3GPP TS 23.501 [28].
QoS differentiation procedures as described in the following clauses are optional and may be used when:

-    UE access to PLMN services via SNPN;

-    UE access to SNPN services via PLMN.

”

2. For text I had question, you may consider to revise it as ““Otherwise, the SMF in SNPN may provide the URR associated to the PDR to request the reporting of the detected DL traffic, which may be used by the SMF in SNPN to trigger the PDU session modification procedure to establish the DL traffic related QoS Flow in SNPN. The URR may include the Reporting trigger “Start of application” which contains the applicable event to enable the UPF sending Usage report with the usage report trigger “START” to the SMF upon detection of the DL traffic with such DSCP and N3IWF IP address.” 
3. Additional question, e.g. in 5.4.xx.2Access to PLMN services via SNPN, you said “The SMF in PLMN shall provide DSCP within the Transport Level Marking IE in the FAR that is associated to the PDR matching the traffic to be marked to the UPF in PLMN.” I am assuming the SMF in the PLMN may provide MULTIPLE DSCPs (in corresponding to different application traffic), so that it need provision Multiple FARs,  right? 

If you can agree with my comments, we would like to support the CR.

Caixia:

Thank you, I agree with your comments, and revise the paper to V2 accordingly, Ericsson is added as the co-source.
Please check the V2 in the draft inbox of [6.2.3].

Revise, new tdoc number


	
	
	2432
	CR 29.244 0402 Rel-16 Support of QoS differentiation for NPN
	Huawei
	Revised to C4-202524
	Bruno:

In clause 3.2, the first abbreviation is not inserted at the right (alphabetic) place.
MPTCP               Multi-Path TCP Protocol

NPN                     Non-Public Network
MT-EDT             Mobile Terminated Early Data TransmissionNR  New Radio
The rest looks good.
Caixia:

Thank you, I have made the change as below:
MPTCP                 Multi-Path TCP Protocol

MT-EDT               Mobile Terminated Early Data TransmissionNR       New Radio

NPN                       Non-Public Network
NW-TT                  Network-side TSN Translator
The related V1 version is also available in the draft inbox
Revise, new tdoc number


	
	
	2524
	CR 29.244 0402 Rel-16 Support of QoS differentiation for NPN
	Huawei
	Agreed
	

	
	
	2208
	CR 29.503 0402 Rel-16 Secondary Authentication And Authorization Information in 5G VN Group Data
	ZTE
	Revised to C4-202391
	WI Vertical_LAN

CAT B

Caixia

1. OpenAPI is incorrect, IpAddress is defined in Nudm_SDM API, is not in Nudm_PP API.
2. Other comments:

This CR does not introduce backward compatible changes to to the OpenAPI file TS29503_Nudm_PP.

Shall be updated, it seems the proposal introduces backward incompatible changes into the specification.

Zhijun:

Thanks for the comments. I updated it to v1 and uploaded to /Inbox/Drafts/6.2.3
Regarding to "Other comments", it DO require additional functionality to UDM/SMF, but the change to the SBI interface is backward compatible.
Caixia:

I am fine with this version

Revise, new tdoc number


	
	
	2391
	CR 29.503 0402 Rel-16 Secondary Authentication And Authorization Information in 5G VN Group Data
	ZTE
	Agreed
	

	
	
	2300
	CR 29.503 0412 Rel-16 Add a CAG information Subscription Change Indicator in AccessAndMobilitySubscriptionData
	China Telecom
	Revised to C4-202507
	WI Vertical_LAN

CAT B

Yue:

1. When is the new flag set? As long as there is a change on CAG data in UDM/UDR, no matter the concerned UE is registered or not?
2. When to clear this flag? 

Ulrich:

This CR is NOT Rev 1.
I think the CR is not needed as the presence of the attribute provisioningTime in CagData serves as cagsubscriptionChangeIndication.

Liuliu:

I think ProvisioningTime is used for ensurance of CAG data accepted by UE. It can not prevent UE from updating when AMF receives any kind subscription data.
But cagSubscriptionChangeIndicator is used to ensure the UE is updated without the need to update the UE every time the AMF receives subscription data.
 
As cited from 29503 Table 6.1.6.2.36-1:
This attribute shall be present if the CagData is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent. Presence of this attribute indicates that the AMF needs to update the UE with the complete map of CagInfo. 
As cited from S2-2002585
When the CAG information in the subscription data changes, or when the SUPI and PEI association changes, UDM provides a CAG information Subscription Change Indication to the AMF. Once the AMF updates the UE and obtains an acknowledgment from the UE, the AMF informs the UDM that the UE received the CAG information using the Nudm_SDM_Info service operation.
So this flag should be brought when the CAG data in UDM/UDR changes.

Ulrich:

I still think that the presence of provisioningTime indicates to the AMF that the changed CAG information has not yet been acknowledged by the UE and therefore serves the same purpose as the CAG information Subscription Change Indication.
LiuLiu

thank you for your comments
Actually it is different, and the TS23502g40 has added cagSubscriptionChangeIndicator in UE Subscription data types after the March emeeting
In order to prevent misalignment between specs, I think it is necenary to add this indicator in CT4 specs. Thank you for your comments again!
As cited from TS23.502 
5.2.3.3            Nudm_SubscriberDataManagement (SDM) Service
Table 5.2.3.3.1-1: UE Subscription data types
-CAG information Subscription Change Indication
 >When present, indicates to the serving AMF that the CAG information in the subscription data changed and the UE must be updated
Yue:

So the logic is:
1. when e.g. the provisionning system changes the CAG data in the UDM/UDR, it also sets the flag
2. if the AMF receives subscription data containing the flag set to 1, it tries to update the UE with current CAG data received from UDM
3. if the UE acknowledges the update, the AMF will clear the flag in the UDM/UDR
Is it correct?   
LiuLiu

I agree with Yue's logic.
Ulrich:

I think we already have the following logic:

1. when e.g. the provisionning system changes the CAG data in the UDM/UDR, it also includes provisioning time within CagData
2. if the AMF receives subscription data containing the provisioningTime within CagData, it tries to update the UE with current CAG data received from UDM
3. if the UE acknowledges the update, the AMF will indicate so to the UDM/UDR
4. when a (new) AMF retrieves AccessAndMobilitySubscriptionData, the UDM returns CagData without provisioningTime 
5. when the AMF receives CagData without provisioningTime, it does not update the UE.
In summary: presence of provisioningTime serves as ime, it does not update the UE.ata 

The CR is not needed.
Yue:

Can you lease send reference where the notification about successful is  send to the AMF?

Ulrich will provide the reference in the spec.

Ulrich

as discussed in today’s confcall, here are the references:

For step 1 below (when e.g. the provisioning system changes the CAG data in the UDM/UDR, it also includes provisioning time within CagData)

29.503:

Clause 6.1.6.2.36 says: 

This attribute shall be present if the CagData is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent. Presence of this attribute indicates that the AMF needs to update the UE with the complete map of CagInfo.
For step 3 below (if the UE acknowledges the update, the AMF will indicate so to the UDM/UDR)
29.503:

Clause 5.2.2.6.1 says:

The following procedures using the Info service operation are supported:
-    Providing acknowledgement from the UE to UDM about successful delivery of CAG configuration (see 3GPP TS 23.501 [2] clause 5.30.3.3).

See also clause 5.2.2.6.5.

For step 4 below (…the UDM returns CagData without provisioningTime)
29.503:

Clause 5.2.2.6.1 says:

This attribute shall be present if the CagData is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent. Presence of this attribute indicates that the AMF needs to update the UE with the complete map of CagInfo.
Yue:

Thanks for providing the references. Now I see that this requirement has been covered, and no question from my side.
Liuliu
Thank you for your clarification.
As SA2 have added  CAG information Subscription Change Indication in 23.502g40, and also have 

I think CT4 should define how to deal with this Indication in stage 3, or there will be misalignment between TS23502 and TS29503.

Maybe we can use it as the usage of Network Slicing Subscription Change Indication ( I mark yellew in the tables below )

Table 6.1.6.2.2-1: Definition of type Nssai

provisioningTime: This attribute shall be present if the Nssai is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent.
This attribute serves as Network Slicing Subscription Change Indication.
Type: CagData
Table 6.1.6.2.36-1: Definition of type CagData

provisioningTime This attribute shall be present if the CagData is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent. Presence of this attribute indicates that the AMF needs to update the UE with the complete map of CagInfo.

This attribute serves as CAG information Subscription Change Indication.
Liuliu

have ask the provider of S2-2002585, and he replied as below:
Yes, the provisioningTime has been used already for similar logic related to NSSAI (see 29.503), i.e. it can be seen as the implementation of the SA2 text between AMF and UDM (that CT4 already progressed).
Your logic is right, and I think CT4 should add the defination of  provisionTime serving as Network Slicing Subscription Change Indication. Simular to the Network Slicing Subscription Change Indication
Table 6.1.6.2.2-1: Definition of type Nssai

provisioningTime: This attribute shall be present if the Nssai is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent.
This attribute serves as Network Slicing Subscription Change Indication.
SA2 have added  Network Slicing Subscription Change Indication in 23.502g40, and they are going to define the use logic in 23.501. 
I think CT4 should define how to deal with this Indication in stage 3.
CC 21st
Ulrich revision to be provided different to the original CR. No new  indication is  needed we can reuse an existing indicator.

LiuLiu is asked to provide a draft  revision.

LiuLiu

Thank Ulrich for your clarification.
I have removed the part of adding CagSubscriptionChangeIndicator in this CR.

The revised CR only clarifies that provisioningTime serving as CAG information Subscription Change Indication.

The document have been uploaded in the FTP drafts 6.2.3

Ulrich:

v1 looks good


	
	
	2507
	CR 29.503 0412 Rel-16 Add a CAG information Subscription Change Indicator in AccessAndMobilitySubscriptionData
	China Telecom
	Agreed
	

	
	
	2301
	CR 29.571 0206 Rel-16 Identify for AMF in SNPN
	China Telecom
	Revised to C4-202508
	WI Vertical_LAN

CAT B

Yue:

1. "iin"
2. comma at the end of the sentence.

Liuliu:

Editorials will be modified.
Bruno:

5.3.4.1: editorials ("Network Identifier, shall be present iin case of SNPN,")
Other comments should identify the impacted APIs.

Ulrich:

This CR is not Rev 1
I think the CR is not needed.

NID is needed together with GUAMI to identify the AMF, however, NID is NOT part of the GUAMI. See 23.003 and also 23.501 clause 5.9.4 note 2

Liuliu:

I see note 2 in 23.501 clause 5.9.4 .
 But I still have some questions:

For  type Guami is used in some other data types, without Nid, how to ensure the unique of this Guami

For example in 29.571 clause 5.4.4.13

Ulrich: NID should not part of the GUAMI.

In cases  where we need the GUAMI globaly Unique the NID is added as a parameter.
We need to clarify if NID should be part of the GUAMI.
Delegates are asked to provide their opinion
Ulrich:

I think we should follow the same approach as with type PlmnId and PlmnIdNid in 29.571.
Liuliu

I agree with you.
So shall we add GuamiNid (or maybe some other name) in this CR， 
or shall we propose a new CR next meeting?

Ulrich:

I’m fine to  define GuamiNid in 29.571 at this meeting, but we need to draft corresponding CRs at our next meeting to replace Guami with GuamiNid in other specs where needed.

LiuLiu:

I have added data type GuamiNid in29571 in the V1 of C4-202301. 
Ulrich:

v1 is inline with our discussions so far, but, after more consideration, I think it may be better and more straight forward to  replace PlmnId with PlmnIdNid within the definition of type Guami.
What do you think?

Liuliu

It seems like that replacing PlmnId with PlmnnIdNid within Guami is simular to adding Nid within Guami, which is the initial version.
And I think adding Nid within Guami is better, for PlmnId is already a mandatory attribute for Guami.

After the disscussion with you and Yue, I think defining a new data type GuamiNid may be the best choice, for its influence may be the least to the existing Guami, the same reason as defining PlmnIdNid.

Ulrich

I agree the new proposal is similar to the initial version.
Please note: although the attribute plmnId is mandatory in Guami, the type PlmnId can be replaced with  PlmnIdNid (this is backwards compatible).

The new proposal (like the initial version) has the advantage that we do not need any additional change to APIs that make use of the type Guami.

Proposal is to change  5.3.4.1 as follows:
-PlmnIdNid
-PLMN Identity and Network Identity
And in A.2:

    Guami:
      type: object

      properties:

        plmnId:

          $ref: '#/components/schemas/PlmnIdNid'

        amfId:

          $ref: '#/components/schemas/AmfId'

      required:

        - plmnId
        - amfId

    GuamiRm:

      type: object

      properties:

        plmnId:

          $ref: '#/components/schemas/PlmnIdNid'

        amfId:

          $ref: '#/components/schemas/AmfId'

      required:

        - plmnId

        - amfId

      nullable: true
LiuLiu

Your scheme is better.
I have modified the CR and uploaded v2 to Drafts.

Ulrich

Changes look good.
Please update Clauses affected.

CR revision number should be 1

Liuliu

Thank you for all of your suggestions to this CR.
For I have uploaded Rev 1(C4-202508) to Indox already, I have to modify the CR in Rev 2, and ask for a new Tdoc number(C4-202519)

	
	
	2508
	CR 29.571 0206 Rel-16 Identify for AMF in SNPN
	China Telecom
	Revised to C4-202519
	

	
	
	2519
	CR 29.571 0206 Rel-16 Identify for AMF in SNPN
	China Telecom
	Agreed
	

	
	
	2302
	CR 29.571 0207 Rel-16 Nid shall be present in data types of Tai/Ncgi/GlobalRanNodeId in case of SNPN
	China Telecom, Huawei
	Revised to C4-202509
	WI Vertical_LAN

CAT F

Ulrich:

this is NOT rev 1
revise new tdoc number

	
	
	2509
	CR 29.571 0207 Rel-16 Nid shall be present in data types of Tai/Ncgi/GlobalRanNodeId in case of SNPN
	China Telecom, Huawei
	Agreed
	

	
	
	2303
	CR 29.510 0337 Rel-16 UDM/AUSF Discovery & Selection in an SNPN
	China Telecom
	Withdrawn
	WI Vertical_LAN

CAT B

Bruno:

I don’t think that this CR is needed. The NF profile was already extended with a new snpnList attribute defined as 'SNPN(s) of the Network Function. This IE shall be present if the NF pertains to one or more SNPNs. "
Liuliu:

Ok to withdraw

	6.2.4
	CT aspects of Cellular IoT support and evolution for the 5G System
	
	
	
	
	5G_CIoT

	
	
	2285
	LS in   Rel-16 Reply LS on RRC Connection Reestablishment for CP for NB-IoT connected to 5GC
	SA2
	Noted
	S2-1910789

To: RAN WG2, CT WG4, SA WG3

CC: CT WG1, RAN WG3

Contact  Huawei

Overall Description:

SA WG2 would like to thank SA WG3 for their LS.

SA WG2 has further discussed and agreed to introduce RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC (see attached CR).

SA WG2 also agreed the following definition of Truncated 5G S-TMSI:

The Truncated 5G-S-TMSI is a 40 bit UE identifier constructed from the 5G-S-TMSI. It is used in RRC Connection Re-Establishment for the control plane for NB-IoT as described in TS 36.300.

· <Truncated 5G-S-TMSI> := <Truncated AMF set ID><Truncated AMF Pointer><Truncated 5G-TMSI>.

· <Truncated AMF set ID> = :n LSBs of AMF Set ID, where n is no greater than 10 bits.

· <Truncated AMF Pointer> := m LSBs of AMF Pointer, where m is no greater than 6 bits.

· <Truncated 5G-TMSI> := (40-n-m) LSBs of 5G-TMSI.

The values n and m are configurable based on network deployment. The value n+m shall be larger or equal to 8 bits.

NOTE: Depending on network deployment it is up to operator configuration to ensure that Truncated AMF Set ID and Truncated AMF Pointer identify the AMF uniquely, and that Truncated 5G-TMSI identifies the UE uniquely within the serving AMF. 

The NG-RAN is configured with the values n and m, and it is configured with how to recreate AMF Set ID from Truncated AMF Set ID, AMF Pointer from Truncated AMF Pointer, and 5G-TMSI from Truncated 5G-TMSI.  The configuration of these parameters are specific to each PLMN.

The NG-RAN configures the UE with n and m during RRC connection reconfiguration as described in TS 36.331. The configuration applies only to the registered PLMN.  

ACTION: 
SA WG2 kindly asks CT WG4 to introduce in TS 23.003 the definition of truncated 5G S-TMSI as described above.

Proposed treatment: provide  CR to 23.003 provided in  C4-202018

Postponed  to 6.2.4

	
	
	2290
	LS in   Rel-16 Reply LS on Service on I-NEF Event Exposure
	CT3
	Noted
	C3-201494
5G_CIoT 

To:
SA2
Cc:
CT4

Contact: Huawei

CT3 thanks SA2 for the reply LS on Service on I-NEF Event Exposure. And would like to provide following feedback including some further questions.

In stage 3, the NEF event exposure services are specified in two TSes, i.e. TS 29.122/29.522 for NEF northbound APIs, and TS 29.591 for NEF southbound APIs. CT3 acknowledges SA2 that different formats of UE Id are used, i.e. external format (e.g. external group id) in northbound APIs and internal format (e.g. SUPI) in southbound APIs.

SA2 S2-2001575 states:

· NEF Event Exposure is designed for the consumer to subscribe to notifications. But via I-NEF Event Exposure, AMF or SMF is not subscribing to receive I-NEF notifications but configuring a routing address for sending its own notifications by means of subscription on behalf of third party NF (i.e. the NEF). This implies that the I-NEF processing for NEF Event Exposure differs from NEF processing of the same service operation. 

The above text implies that a subscription service is not used for subscription purpose but for configuration. The I-NEF will receive event notification from its NF service consumer (e.g. AMF, SMF) but not from other NF service provider.

CT3 have the following questions:

=== From 23.502 CR2002R2====

5.2.6A.2.2
Ninef_EventExposure_Subscribe operation

Service operation name: Ninef_EventExposure_Subscribe

Description: the consumer subscribes on behalf of a third party, such as NEF, to an event with monitoring configuration in I-NEF.

Inputs (required): NF ID, (Set of) Event ID(s) as specified in clause 4.15.3.1, Target of Event Reporting (SUPI or Internal Group Identifier), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), Subscription Correlation ID. 

Question 1: Why "NF ID" is required for the Ninef_EventExposure_Subscribe request? Such NF ID is not included in Nnef_EventExposure_Subscribe operation, also not included in clause 4.15.1 of TS 23.502, is there any specific handling on I-NEF for the NF ID?

Question 2: If Q1 is required, is the “NF ID” an NF service consumer ID or producer ID?

Per TS 23.501, clause 6.2.5a, the I-NEF may include the following functionalities:

· Normalization of reports according to roaming agreements between VPLMN and HPLMN (e.g. the I-NEF may change the location granularity in a report from cell level to a level that is appropriate for the HPLMN); and

· Generation of charging/accounting information for Monitoring Event Reports that are sent to the HPLMN.

There is no further handling on I-NEF for event id, target of event report and event reporting information, which implies that I-NEF has no functionality related to Ninef_EventExposure_Subscribe and doesn’t need to maintain such subscription context during the lifetime of event exposure.

Question 3: Why "(Set of) Event ID(s)", "Target of Event Reporting (SUPI or Internal Group Identifier)" and "Event Reporting Information" in Ninef_EventExposure_Subscribe request are required for the Ninef_EventExposure_Subscribe operation and what’s the I-NEF behaviour upon receipt of these information?

In addition, per TS 23.501 clause 6.2.5a, I-NEF identify can be configured in NFs in VPLMNs.

NFs in the VPLMN are configured with the I-NEF identity”.

Question 4: Is it possible that the target address of I-NEF is locally configured in NFs (e.g. AMF) or retrieved from NRF so that the NFs (e.g. AMF) sends Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify) directly to the I-NEF to skip the Ninef_EventExposure_Subscribe?

Question 5: Since the Ninef_EventExposure_Notify is removed in the SA2 CR in C3-201029/S2-2001575, instead the Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify) is sent by I-NEF to the NEF. Is I-NEF pretending to be the NF (e.g. AMF/SMF)? What is the relationship between I-NEF and NF? 

No action  from CT4 requested

Postponed  to 6.2.4

Proposed treatment:

To be Noted

	
	
	2018
	CR 23.003 0577 Rel-16 Definition of Truncated 5G-S-TMSI
	HUAWEI
	Revised to C4-202402
	WI 5G_CIoT

CAT B

Bruno:

typo: "T The values "
Other comments: remove the text
Qingfen:

Thank you for your comments, I’m fine with your comments, and the new drafted version V1 was upload in Inbox / Drafts / [6.2.4]
Revise, new tdoc number


	
	
	2402
	CR 23.003 0577 Rel-16 Definition of Truncated 5G-S-TMSI
	HUAWEI
	Agreed
	

	
	
	2019
	CR 29.504 0084 Rel-16 Coverage restriction data resource
	HUAWEI
	Agreed
	WI 5G_CIoT

CAT B

	
	
	2031
	CR 29.502 0317 Rel-16 Correction to the Resource URI structure
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_CIoT

CAT F

	
	
	2032
	CR 29.502 0318 Rel-16 DDN failure subscription and notification
	Nokia, Nokia Shanghai Bell
	Merged into 2225
	WI 5G_CIoT

CAT B

Qingfen:

C4-202032 clashes with C4-202225.
There are some comments and questions from my side as below:

1. Meeting time on cover page should be E-Meeting, 15th – 23rd April 2020
2. Why are correlationId in DdnFailureSubscription and correlationIds in DdnFailureStatus not defined as Mandatory? From my understanding, they should be mandatory to support multiple subscriptions from AF.

Jones:

For the correlationId attribute, maybe better to be mandatory when AMF subscribe to SMF.
Table 6.1.6.2.x-1: Definition of type DdnFailureSubscription

If not mandate the correlationId, then;
1. if AMF subscribes without providing correlationId, what to be included in the report when DDN failure detected? An empty DdnFailureStatus?

2. if AMF provide two subscriptions (One with correlationId and one without) containing same TrafficDescriptor. When the DDN failure detected, how to report the DDN failure for the subscription without correlationId?



	
	
	2225
	CR 29.502 0334 Rel-16 Notification Correlation ID related to event Availability after DDN Failure
	HUAWEI
	Revised to C4-202406
	WI 5G_CIoT

CAT B

clashes with C4-202032 
Bruno:

This CR overlap with C4-202032. Our CR contains the following additional updates:
- 6.1.6.2.4: SmContextUpdateData updated 

- 6.1.6.2.55: we propose to revert existing text related to UDM.

- 6.1.6.2.x: correlationId defined as optional

Additional comments: 

- A.2: shorten the annex to the parts impacted

- 6.1.6.2.8 : notifyCorrelationIdForDdnFailure. Applicability: CIoT

I don’t mind which version we use as baseline for merging the CRs. 

Jones:

I like the idea to have correlationId as mandatory (Huawei CR) and Reporting of multiple correlation IDs in the DDDStatus (Nokia CR)

One typo: aMF
Qingfen to provide the revision covering Nokia CR

Qingfen:

Thank you for your comments. Draft V1 was uploaded in Inbox / Drafts / [6.2.4].
The new revision included:

1. Use C4-202225 as baseline to Merge C4-202032.

a) merged revision of 6.1.6.2.4 in C4-202032

b) merged revision of 6.1.6.2.55 in C4-202032

c) added Nokia, Nokia Shanghai Bell in Source to WG:
2. shorten the annex to the parts impacted in A.2

3. “6.1.6.2.8 : notifyCorrelationIdForDdnFailure. Applicability: CIoT” was done
4. Correct the typos mentioned by Jones.
Revise, new tdoc number


	
	
	2406
	CR 29.502 0334 Rel-16 Notification Correlation ID related to event Availability after DDN Failure
	HUAWEI
	Revised to C4-202543
	Bruno

There is a small error in A.2, where DdnFailureSubInfo is not inserted at the right line: 
    DdnFailureSubs:

      type: object

      properties:

        ddnFailureSubsInd:

          type: boolean
          default: false

        ddnFailureSubsInfoList:
          type: array
          items:

            $ref: '#/components/schemas/'
          minItems: 1DdnFailureSubInfo
In 6.1.6.2.xx , can we also make the following clarifications please:

This IE shall indicate the notification correlation Id provided by the NF service consumer (e.g. AMF) when subscribing to the notification of the DDN Failure, that shall be returned by the SMF when a DDN Failure is notified for this subscription. This parameter can be useful if the NF service consumer has multiple subscriptions for the same PDU session.

This IE shall be present if it is received from the UDM. When present, it shall contain a list of Traffic Descriptors related to the event of DDN Failure for which the subscription applies.
And in 6.1.6.2.8
This IE shall be present if the DDN Failure shall be reported.
When present, it shall contain the notification correlation Id(s) of the DDN failure subscriptions for which a DDN failure has been detected provided by the NF service consumer during subscribing to the notification of the DDN Failure. This parameter can be useful if the NF service consumer has multiple subscriptions for the same PDU session.

Qingfen

Thank you for your comments, I’m ok with them, and I revised them in new version C4-202543, and additional change is that data type of notifyCorrelationIdForddnFailure(new attribute name: notifyCorrelationIdsForddnFailure) became array to support multiple reports in a notification ( the idea is from your original CR).
2543 was uploaded in server.
Open, revise


	
	
	2543
	CR 29.502 0334 Rel-16 Notification Correlation ID related to event Availability after DDN Failure
	HUAWEI
	Agreed
	

	
	
	2033
	CR 29.502 0319 Rel-16 Retrieval of Rate Control Status over N16/N16a
	Nokia, Nokia Shanghai Bell
	Revised to C4-202468
	WI 5G_CIoT

CAT B

Giorgi:

· In 6.1.6.2.y, copy-paste error is in the table, which should read: Table 6.1.6.2.y-1: Definition of type RetrievedData
· Error code 504 is missing in the OpenAPI

Open, draft revision to be provided

	
	
	2468
	CR 29.502 0319 Rel-16 Retrieval of Rate Control Status over N16/N16a
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2059
	CR 29.244 0391 Rel-16 First discarded downlink packet notification
	Huawei
	Revised to C4-202433
	WI 5G_CIoT

CAT B

Bruno:

I don’t understand why the new DL Data Status IE applies to the case where DL data is received: 
7.5.8.2: "This IE may be present if the downlink data packets have been received or discarded at the UP function. The absent of this IE indicates the downlink data packets have been received at the UP function."

8.2.a: "- Bit 2 – BUFF: when set to "1", this indicates DL packet is received and buffered by the UP function." 

Can you please clarify.

Caixia:

I define two flags in the Data Status IE, to indicate the packet is buffered by BUFF flag, and to indicate the packet is discard by DROP flag.
As we will use Downlink Data Report IE to report the buffer or discard of the Downlink data, so the two flags are applicable to these two kinds of notification
Bruno:

I understand that you wish to address the 23.502 reqts of clause 4.15.3.2.8 (specified at last SA2 meeting), right – which includes reporting first packet buffered / discarded matching certain traffic filters, when buffering is done in UPF..
It would help to say so on the cover page, cover page currently only speaks about reporting discarded packets. 

Extract from 23.502
4.15.3.2.8            Information flow for downlink data delivery status with UPF buffering

The procedure is used if the SMF requests the UPF to buffer packets. The procedure describes a mechanism for the Application Function to subscribe to notifications about downlink data delivery notification. The data delivery status notifications relates to high latency communication, see also clauses 4.24.2 and 4.2.3.3.
Cancelling is done by sending Nnef_EventExposure_Unsubscribe request identifying the subscription to cancel with Subscription Correlation ID.

Figure 4.15.3.2.8-1: Information flow for downlink data delivery status with UPF buffering

1.   AF interacts with NEF to subscribe DDD status as described in clause 4.15.3.2.5.

2.   If the UPF is configured to apply extended buffering, step 2 is executed immediately after step 1. Otherwise, step 2 is executed when the SMF is informed that the UE is unreachable via a Namf_Communication_N1N2MessageTransfer service operation as described in clause 4.2.3, and the SMF then also updates the PDR(s) for flows requiring extended buffering to requests the UPF to buffer downlink packets.. If the DDDs status event with traffic descriptor has been received in the SMF in step 1, if extended DL Data buffering in the UPF applies, the SMF provides the Traffic Descriptor in a PDR and requests the UPF to report when there are corresponding buffered downlink packets or discarded packets in the UPF as defined in Clause 4.2.3. If PCC is not used and there is no installed PDR with the exact same traffic descriptor, the SMF copies the installed PDR that would have previously matched the incoming traffic described by the traffic descriptor in the notification subscription, but provides that traffic descriptor, a higher priority, and a buffer notification action within. If PCC is used. the SMF checks if the Policy Control Trigger Request are set to report the reception of a subscription to DDD status and then SMF requests PCC Rules to the PCF before contacting the UPF.

3.   The UPF reports when there is buffered or discarded traffic matching the received PDR to the SMF and the SMF sends the corresponding event report, by means of Nsmf_EventExposure_Notify message. The SMF detects that previously buffered packets can be transmitted by the fact that the related PDU session becomes ACTIVE.

4.   The SMF sends the Nsmf_EventExposure_Notify with Downlink Delivery Status event message to NEF.

5.   The NEF sends Nnef_EventExposure_Notify with Downlink Delivery Status event message to AF.

And

It indicates the downlink data delivery status in the core network. Events are reported at the first occurrence of packets being buffered, transmitted or discarded, including:

-    Downlink data in extended buffering, including:

-    First data packet buffered event
-    Estimated buffering time, as per clause 4.2.3.3

-    First downlink data transmitted event
-    First downlink data discarded event

I understand that these events (packets matching certain traffic filters being buffered/dropped) are intended for UEs using extended buffering. During extended buffering, the UPF does normally not report new packets being buffered. So if a UPF applies extending buffering and now receives a packet matching a certain filter, the UPF needs to send a report, right? so how is this instructed to the UPF? you define a DDPN flag, but how to instruct the UPF to report a packet being received and buffered during the extended buffering duration? 

I am also still confused by: 

This IE may be present if the downlink data packets have been received or discarded at the UP function. The absent of this IE indicates the downlink data packets have been received at the UP function.

What is the difference between the text in blue and green? 

This new IE should not be used for normal DDN reporting, right? so only for reporting a packet being buffered or discarded, during extended buffering. This needs to be clarified.
Caixia:

You are right, I want to address the requirement from SA2 on reporting of the first packet buffered/discarded.
Sorry about the confusion introduced, I want to reuse the DDN reporting mechanism to report the first packet buffered, so I do not define the mechanism to instruct the UPF to report a packet being received and buffered during the extended buffering duration.

Based on this reason, set of the BUFF flag in DL Data Status IE or absent of the DL Data Status IE has the same meaning.

If my understanding correct, I shall separate the DDN reporting mechanism, and define a new flag to instruct the UPF to report a packet being received and buffered during the extended buffering duration.

And for the DL Data Status:

1. Absent of the IE means DDN reporting;

2. Set the BUFF flag in DL Data Status IE means reporting of a packet being received and buffered during the extended buffering duration

3. Set the DROP flag in DL Data Status IE means reporting of the first packet discarded.

I will update the contribution, if the above understanding is correct.
Jones:

How to understand the description of the DL Data Status, looks like contradict to each other.
In table

E may be present if the downlink data packets have been received or discarded at the UP function. The absent of this IE indicates the downlink data packets have been received at the UP function.

Do you mean “This IE may be present if the downlink data packets have been buffered or discarded at the UP function. The absent of this IE indicates the downlink data packets have not been buffered (if NOCP is requested) and/or the downlink data packets have not been dropped (if DDPN is requested).”?

Caixia:

The absent of this IE indicates the downlink data is buffered at the UP function, which is the current function already supported on N4, only the PDR ID is included, and the DL Data Status is not included to notify the downlink data buffered in the UPF to SMF.

Bruno:

I share the same understanding. We also need a new UPF feature flag.
Caixia:
Draft revision provided



	
	
	2433
	CR 29.244 0391 Rel-16 First discarded downlink packet notification
	Huawei, Ericsson
	Revised to C4-202525
	Frank

However, it is not clear to me what is the difference comparing with the existing NOCP flag and BDPN flag? 

In my understanding, the UPF is required to report the first buffered DL packet for each service data flow identified by a PDR, by sending a PFCP Session Report Request including a Downlink Data Report IE identifying the PDR(s) for which downlink packets have been received. 

(while the existing buffering and notify, the UPF is required to report just the first DL packets to be forwarded by the FAR, i.e. if there are subsequent DL packets (pertaining to different SDF), there is no new report to send)

Only with this, the SMF is able to notify NEF for different application servers, with different traffic descriptors… See also relevant SA2 requirements in 23.502…

The UPF reports when there is buffered or discarded traffic matching the received PDR to the SMF and the SMF sends the corresponding event report, by means of Nsmf_EventExposure_Notify message. The SMF detects that previously buffered packets can be transmitted by the fact that the related PDU session becomes ACTIVE.

In addition, we should note that the first discarded DL packets should not be the first buffered DL packets. 

I don’t think the note is correct… DL Buffering Duration IE or DL Buffering Suggested Packet Count IE was introduced by the High latency communication, requiring UPF/SGW-u to have some extra buffering capability…the UPF still need buffer the packets…
NOTE:      If there is no DL Buffering Duration IE or DL Buffering Suggested Packet Count IE received from the CP function, and the first buffered DL packet will be discarded immediately, the UP function shall only report the first buffered DL packet to the CP function.

Please also see my revision in inbox 6.2.4.

Caixia

And I will make the following changes in the revision of 2433:
1. notify the CP function about first buffered DL packet for each service data flow identified by a PDR, by setting the BDPN flag, if the UP function supports the DDDS feature; 

2. The UP function shall report the first buffered DL packet for each service data flow identified by a PDR, by sending a PFCP Session Report Request including a Downlink Data Report IE identifying the PDR(s) for which downlink packets have been received.
3. And the last change in 5.2.3.1       General will be removed as covered by the new clause on DDDS feature.
Bruno:

I don’t think that 5.2 (packet forwarding model) is the right clause to document the new clause. I would rather suggest a new clause 5.x. 
I agree with the earlier comment from Frank that it would help to stress further what are the differences between the NOCP flag and BDPN flags in a NOTE.
In my understanding, the UPF is required to report the first buffered DL packet for each service data flow identified by a PDR, by sending a PFCP Session Report Request including a Downlink Data Report IE identifying the PDR(s) for which downlink packets have been received. 
(while the existing buffering and notify, the UPF is required to report just the first DL packets to be forwarded by the FAR, i.e. if there are subsequent DL packets (pertaining to different SDF), there is no new report to send)

Caixia:

Thank you, I am fine to change the new clause to 5.x in the revision.
And for the NOTE to indicate the difference between the DDDS and DDN, please check whether the following NOTE is fine:

NOTE        The CP function may request the UP function to report the first buffered DL packe by setting the BDPN flag and / or the NOCP flag in the Apply Action IE of the FAR. If the BDPN flag is set, the UP function is required to report the first buffered DL packet for each service data flow identified by a PDR. If the NOCP flag is set, the UP function is required to report the first buffered DL packet to be forwarded by the FAR, i.e. if there are subsequent DL packets (pertaining to different service data flow identified by other PDR), there is no new report sends to the CP function.
Bruno

Thanks. Some proposed edits below.
NOTE        The CP function can request the UP function to report the first buffered DL packet by setting the BDPN flag and / or the NOCP flag in the Apply Action IE of the FAR. If the BDPN flag is set, the UP function is required to reports the first buffered DL packet for each service data flow identified by a PDR associated to the FAR. If the NOCP flag is set, the UP function is required to reports the first buffered DL packet of any PDR associated to be forwarded by the FAR, i.e. if there are subsequent DL packets (pertaining to different service data flow identified by other PDRs
Caixia

Thank your response, I’m fine now.
Frank:

-The note is fine.
-What is the new revision number?

-In addition, could you please also add 4.15.3.2.9 in the following sentence in 5.xx.

Stage 2 requirements for the support of Downlink data delivery status notification with UPF buffering are specified in clause 5.8.3.2 of 3GPP TS 23.501 [28] and clause 4.15.3.2.8, 4.15.3.2.9 of 3GPP TS 23.502 [29].
Revise

	
	
	2525
	CR 29.244 0391 Rel-16 First discarded downlink packet notification
	Huawei, Ericsson
	Revised to C4-202544
	Frank

Thank you very much. 
Besides that (adding 4.15.3.2.9), probably it is good also make it clear, when reporting discarded DL data packet, the UPF shall report the first discarded DL packet also for each service data flow identified by a PDR; see below: (in 5.xx) (the text in cyan is to add) (a typo in red)

The UP function shall report the first buffered DL packet for each service data flow identified by a PDR, by sending a PFCP Session Report Request including a Downlink Data Report IE identifying the PDR(s) for which downlink packets have been received. The UP function shall also report the first discarded DL packet for each service data flow identified by a PDR  if the DL Buffering Duration or DL Buffering Suggested Packet Count is exceeded. DL Data Status IE shall be included in the Downlink Data Report IE to indicate the report is triggerd by the Downlink data delivery status with UPF buffering when the first DL packet is buffered or discarded.
Also, in the change for 5.2.3.1:

notify the CP function about the first discarded DL packet for each service data flow identified by a PDR  because the DL Buffering Duration or DL Buffering Suggested Packet Count is exceeded, by setting the DDPN flag, if the UP function supports the DDDS feature;

              notify the CP function about first buffered DL packet for each service data flow identified by a PDR, by setting the BDPN flag, if the UP function supports the DDDS feature;



	
	
	2544
	CR 29.244 0391 Rel-16 First discarded downlink packet notification
	Huawei, Ericsson
	Agreed
	

	
	
	2060
	CR 29.502 0325 Rel-16 Maximum UP resources activation of 2 PDU sessions
	Huawei
	Revised to C4-202434
	WI 5G_CIoT

CAT F

Bruno:

5.2.2.2.1: "as specified in 3GPP TS 23.502 [3]": Can you please add the specific clause of 23.502 that is being reference (otherwise the reference does not help much).

Caixia:

Thank you, I have added clause 4.3.2.2.1 of 23.502 in the v1 draft revision, and uploaded into the Draft inbox of [6.2.4].


	
	
	2434
	CR 29.502 0325 Rel-16 Maximum UP resources activation of 2 PDU sessions
	Huawei
	Agreed
	

	
	
	2061
	CR 29.518 0313 Rel-16 Maximum UP resources activation of 2 PDU sessions
	Huawei
	Revised to C4-202435
	WI 5G_CIoT

CAT B

Bruno:

SESSIONS_EXHAUSTED, SESSION_EXHAUSTED in different clauses. What about: " MAX_ACTIVE_SESSIONS_EXCEEDED" ?

6.1.7.3: should be a 409 error (like defined in first clause).
Caixia:

I am fine with the error: MAX_ACTIVE_SESSIONS_EXCEEDED, and also change the HTTP error to 409.
Please check the revision in the related draft inbox
Revise, new tdoc number


	
	
	2435
	CR 29.518 0313 Rel-16 Maximum UP resources activation of 2 PDU sessions
	Huawei
	Agreed
	

	
	
	2067
	CR 29.244 0392 Rel-16 Add RDS configuration information
	CATT
	Revised to C4-202503
	WI 5G_CIoT

CAT B

Bruno:

The CR aims at adding a brand new functionality to N4/UPF (i.e. to TS 29.244), but there isn’t any functional description of what this feature does, supports, and what needs to be controlled over N4 for this functionality. So the first step is to specify a new clause 5.x  with a detailed description of the above. 
Chenxi: ok I will add a clause.

Once this is done and we agree on it, we can start assessing the N4 protocol impacts. 

Additional comments:

6.3.2.2: no need for this change
Chenxi: I think we need to describe this issue here since it is a "brand new functionality"~
Bruno> this is not the scope of this clause. You can see that there are many existing functionalities that can be activated and there are not specified here
Chenxi: I got your point, ok I will delete this change

7.5.2.1: does this functionality apply to EPC? To an SGW ?

Chenxi: Yes it is applied to EPC, see TS 24.250 clause 4.1
Bruno> 24.250:
The present document is applicable to the UE, the SCEF and to the P-GW in the Evolved Packet System (EPS) and to the UE, the SMF, NEF and to the UPF in the 5G System (5GS).
· NOT Sxa (SGW)

Chenxi: yes, it is applied to PGW not SGW~
7.5.2.X: "IE Type = 257" to be corrected. "When present, this IE indicates if the RDS mechanism is supported." :  Supported by which entity?  What are the RDS parameters needed to be controlled over N4?

Chenxi: ok I will correct the IE type.; supported by UE; here we only talk about  "whether to support", not parameters,see TS24.250 clause 6.4 for detailed RDS parameters~
8.1.2: "Not applicable" for the first new IE

Chenxi: I think it is needed, just like existing "220 : Provide ATSSS Control Information"

Bruno> I meant the following:
Provide RDS configuration information is "not applicable" in 4th column.

Chenxi:  ok ,I misunderstood, I will update it
Need to define a new UPF feature.

Chenxi: there is no need to define a feature for UPF because this RDS mechanism is used for SMF to inform UPF that the UE support RDS~
Bruno> this is an option for the UPF to support RDS. So we need a new feature flag in UP Function Feature IE.
Chenxi: I will check it

IE Type value are assigned during implementation  of the CR, use  variables like x, y,…. 

Please follow the drafting rules!
Giorgi:

· Editorials: spec version and shall be 16.3.1, so you need to change the reference text. Also, replace ‘negociate’ with ‘negotiate’ everywhere.
· New data type names don’t match in the messages vs in respective definitions vs in Table 8.1.2-1.

· Looking forward for the proper description of the feature, as indicated by Bruno.

Chenxi:

thanks Gioigi, I will fix it. just a little question: what do you mean by "16.3.1"? I think the latest version of TS 29.244 is 16.3.0
latest Rel-16 version of TS 29.244 is 16.3.1
New  draft v1 provided

Revise, new tdoc number


	
	
	2503
	CR 29.244 0392 Rel-16 Add RDS configuration information
	CATT
	Revised to C4-202545
	Frank

I have a few comments to the CR:
1. It is not so clear in the new clause that, what UPF should do for a PDU session which is eligible for RDS… I assume that the UPF need place unstructed DL data from N6 in the payload of RDS protocol (as specified in 24.250) and then insert it as GTP-u payload, and vice versa for UL. TS 24.250 is lack of reference model between UE and UPF. 

2. Beside to tell UPF that the PDU session is eligible for RDS (which requires only one flag in the PFCP Session Establishment Request), anything else is required?  I also assumed ”based on local configuration on DNN and NSSAI, and if UPF support RDS (as indicated in UP function feature), the SMF can determine to request UPF to apply RDS for a given PDU session. I don’t feel we need anything in PFCP Session Establishment Response message.

3. In the new clause describing RDS, we should document that, it is opional to support RDS in the SMF and UPF. The UPF shall set RDS flag in UP function feature IE if it supports RDS.
4. We should also :
· remove unnecessary descriptive text, e.g. “The service provides a mechanism for the UPF to determine if the data was successfully delivered to the UE and for the UE to determine if the data was successfully delivered to the UPF. When a requested acknowledgement is not received, the Reliable Data Service retransmits the packet.” (this is specified in 24.250);

· while some text should be normative, e.g. “If the UE indicates its capability of supporting RDS in the Protocol Configuration Options (PCO), the SMF SHALL request negotiates RDS support with the UPF to apply RDS function “the UPF need place unstructed DL data from N6 in the payload of RDS protocol (as specified in 24.250) and then insert it as GTP-u payload, and vice versa for UL” by sending “Provide RDS Configuration Information” IE within PFCP Session Establishment Request message (see clause 7.5.2.X).”
Bruno

A few more comments: 
1) Clause 5.x speaks about SMF and UPF, while it is actually intended to refer to “CP function” and “UP function” since this also applies to Sxb.

References to other 3GPP specifications need to be corrected , e.g. “Clause 5.31.6 of TS 23.501[28]and” into “Clause 5.31.6 of 3GPP TS 23.501 [28] and”

We should also have an explicit reference to where this is speciifed in stage 2 for EPC.
Also on top of Frank’s comment: 

· while some text should be normative, e.g. “If the UE indicates its capability of supporting RDS in the Protocol Configuration Options (PCO) and if the UPF indicated support of the RDS feature, the SMF may request negotiates RDS support with the UPF to apply the RDS functionality for the PDU session“
i.e. the text needs to be clear that this applies to the whole PDU session, and only if corresponding support was indicated before by the UP function.

It could  be questioned whether the proper way to request the UPF to apply RDS is as proposed in the CR (i.e new IE in PFCP session establishment request), or by defining a new bit in the Apply-Action IE of the FAR to indicate “Apply RDS” – as after all, CP fct requests UPF to process the packets in a specific manner using the Apply-Action IE.

There are typos in the text e.g. 

If the UPF supports and accepts RDS, it responds to SMF by sending “RDS Configuration Information” IE within PFCP Session Establishment Response massage (see clause 7.5.3.X).
The text is descriptive instead of being normative (may/should/shall), e.g. 

If the UPF supports and accepts RDS, it responds to SMF by sending “RDS Configuration Information” IE within PFCP Session Establishment Response massage (see clause 7.5.3.X).
2) 7.5.2.1, 7.5.2.X, 7.5.3.1, 7.5.3.X : I already commented that this does not apply to Sxa nor Sxc. 

3) 8.2.x

-    Bit 1 – RDS (Reliable Data Service): If this bit is set to "1", it indicates that the RDS mechanism is supported.
This is not about indicating if RDS is supported, but if RDS is requested to be applied (in request) / applied (in response).

Open

revise  new tdoc number

	
	
	2545
	CR 29.244 0392 Rel-16 Add RDS configuration information
	CATT
	Agreed
	Bruno:
Ok for me

	
	
	2068
	CR 29.541 0001 Rel-16 Add Extended Buffering
	CATT
	Revised to C4-202504
	WI 5G_CIoT

CAT B

Qingfen:

1. the convention of data type name is that the first letter should be upper case.

Chenxi:

thanks for the comment, I have fixed it in r1 version and also fix the same problem in my another proposal(2123), I upload them into the draft box for checking.
Jones:

I am fine with the motivation of the CR.
Some comments:

1. You suggest use a data type from AMF API (Which I thought is overkill just for a Boolean), but in the table still using Boolean

figure

2. OpenAPI should following the naming convention.
        extBufSupport:
$ref: 'TS29518_Namf_Communication.yaml#/components/schemas/ExtBufSupport'
Chenxi:

I explained the boolean issue in another email, I think it is ok~
I will fix up the upperletter issue by uploading a r2 in the draft box.
Draft v2 provided

Revise, new tdoc number


	
	
	2504
	CR 29.541 0001 Rel-16 Add Extended Buffering
	CATT
	Agreed
	Bruno:

Ok for me

	
	
	2095
	CR 29.244 0394 Rel-16 Data rate control during mobility between 5GS and EPS
	Nokia, Nokia Shanghai Bell
	Revised to C4-202469
	WI 5G_CIoT

CAT B

Frank:

CCould you please explain me, in the second bullet (as alternative solution), upon mobility 5GS and EPS, when the PFCP session is released, or? Sounds to me strange, why provision two different QERs in the first sentence?
-    updating the information of the QER associated to the UL/DL PDRs with the packet rates and packet rate status (if available) applicable for APN rate control or Small Data Rate Control respectively, if the same QER is associated to UL/DL PDRs when the UE is in EPC and in 5GC; in this case, the SMF/PGW-C shall also request the UPF/PGW-U to report immediately the packet rate status at the time of the mobility between 5GS and EPS by including the Query Packet Rate Status IE in the PFCP Session Modification Request; or 

-    provisioning different QERs for APN rate control and for Small Data Rate Control, and by associating UL/DL PDRs to the appropriate QER, when the UE is in EPC or in 5GC. In this case, when releasing the PFCP session, the UP function shall include the packet rate status for every QER for which this information has been requested in the corresponding QER Control Indications IE.

Bruno:

In the 2nd bullet, the CP function can instruct the UPF to monitor / handle separate counters for APN rate control vs  Small Data Rate Control, such that there is no need for any other specific handling during inter-system mobility than changing the association of the PDRs to the right QER (no need for instance to retrieve the current status of APN rate control and overwrite QER with small data rate parameters, & no need to store in CP function the current status of APN rate control, when user moves from EPC to 5GC). When the PDU session/PDN connection is released, the SMF retrieves the status of APN rate control and the status of Small Data Rate Control from the UPF. 
Frank:

Then in the first alternative, the PGW-C/SMF gets the status of APN rate control or Small data control (using new IE), would PGW-C/SMF use them when provide small data control or APN rate control (respectively), I guess it is not. The CP function just need retrieve it before UPF “overwrite” (since the same QER is used).
If my understanding is correct, it should have a note for this
Bruno:

In the first alternative, upon inter-system mobility, the SMF sends a PFCP Session Modification Request updating the QER to apply APN rate control (5GC to EPC mobility) or small data rate control (EPC to 5GC mobility) and in the same request, includes the Query Packet Rate Status IE to get the current small data rate status (5GC to EPC mobility) or current APN rate control status (EPC to 5GC) in the PFCP Session Modification Response. Yes, this is to retrieve the current rate status before UPF “overwrites” the QER information.
I can add a note to reflect that this is to retrieve the current rate status before UPF overwrite the QER

Bruno 

have uploaded v1 with a note capturing your comment

Frank

Could you please also add Ericsson as supporting company?

Bruno:

draft revision v2 provided

Revise, new tdoc number


	
	
	2469
	CR 29.244 0394 Rel-16 Data rate control during mobility between 5GS and EPS
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2123
	CR 29.518 0317 Rel-16 Add extBufSupport definition
	CATT
	Revised to C4-202506
	WI 5G_CIoT

CAT F

Bruno:

Editorial: Table 6.1.6.1-1: description of new entry to start with upper letter.

Definition of extBufSupport attribute in existing message tables needs to be updated accordingly, using the new data type.

A.4 contains a totally wrong baseline…..
    EnableUeReachabilityReqData:
      type: object
      properties:
        reachability:
          $ref: 'TS29518_Namf_EventExposure.yaml#/components/schemas/UeReachability'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        oldGuami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        extBufSupport:
          type: boolean
          default: false 

Chenxi:

thanks for the comments, I will fix it and upload to the draft box as r2

Jones:

In general I thought this CR is overkill to specify a new data type just as Boolean, as the attribute name is descriptive enough. I don’t see benefits to introduce a new simple data type.
The Data type shall follow the naming convention, Upper case for the leading characteristics: ExtBufferSupport.

Chenxi:

1.I will fix the upper letter issue. I will upload a r2 version in the draft box.
2.the boolean issue: in my opinion, the ExtBufferSupport need a definition and it is boolean type attribute( as it was stated in the orignal description),so we need to specify it in the simple data type. On the other hand, there are quite a lot attributes be defined as this way in many specs~.I think it is ok to make it this way here~
New  draft v2 provided

Caixia:

Comments from my side on V2:
1.       Clause affected shall be updated to remove 6.1.6.3.2,

2.       Other comments are incorrect, the paper will change the OpenAPI.

3.       OpenAPI change for Namf_MT is incorrect, the ExtBufSupport is defined in Namf_Communication API.

Chenxi:

I upload a r3 version in the draft box with the updates according to Caixia's comments
Jones:

Some comments are not addressed in V3:
· The attribute “extBuffSupport” is updated only in OpenAPI but not in the Data Type definition tables

· Other comments field shall be updated indicating backward compatible corrections on Namf_Communication and Namf_MT API.

· Couple style errors in OpenAPI:

          default: false

        extBufSupport:
         
$ref: '#/components/schemas/ExtBufSupport' /additional new line.
        targetAccess:

     default: false(… text not shown for clarity …) : Style is Normal if accept the changes.
Chenxi

revision  v4 provided

Revise, new tdoc number


	
	
	2506
	CR 29.518 0317 Rel-16 Add extBufSupport definition
	CATT
	Revised to C4-202546
	Bruno

1) repeating my earlier comment …
Editorial: Table 6.1.6.1-1: description of new entry to start with upper letter

Indicates whether Extended Buffering applies or not

2) repeating my earlier comment …

Definition of extBufSupport attribute in existing message tables needs to be updated accordingly, using the new data type

6.1.6.2.18 :
And the revision incorrectly changes the first letter of the attribute name to upper case.
- ExtBufSupport
To be corrected to

extBufSupport
- boolean
To be corrected to

ExtBufSupport
6.1.6.2.18 : same errors
3) 6.1.6.3.2        Simple data types

Default value should not be defined as part of the Data Type definition itself, but when this data type is used (e.g. like you do in 6.3.6.2.2): 

Indicates whether Extended Buffering applies or not:

The following values are defined:
- true:     Extended Buffering applies

- false (default):  Extended Buffering does not apply

4) A.2

You have used a tabulation before the $ref instead of spaces, which is incorrect

        extBufSupport:

$ref: '#/components/schemas/ExtBufSupport'

Also we should not strike for this attribute the:

          default: false

Still in A.2: strike “default:false” and you again have a tabulation here.

ExtBufSupport:

      type: boolean

      default: false
5) A.4: 

Do not strike “default: false” for

        extBufSupport:

          $ref: 'TS29518_Namf_Communication.yaml#/components/schemas/ExtBufSupport'

This makes really a lot of errors. Please be careful.

Chenxi

Thanks for the comments, I upload r1
Revise with new tdoc number

	
	
	2546
	CR 29.518 0317 Rel-16 Add extBufSupport definition
	CATT
	Agreed
	

	
	
	2140
	CR 29.503 0393 Rel-16 Define the value range of NB-IoT UE priority
	HUAWEI
	Revised to C4-202403
	WI 5G_CIoT

CAT B

Ulrich:

cover page has a reference to “RAN3 CR 0156”
please add spec number
Qingfen

I’m fine with your comment.
A new revision V1 was uploaded in Inbox / Drafts / [6.2.4]

Ulrich:

On the cover page in reason for change you added TS 38.413 (which is probably correct), however, in “this CR’s revision history” you say that the spec is 29.413.
It seems that 38.413 CR 0156 is at rev 7 in R3-201542 and is not (yet) approved. So we should have a dependency on the cover page  of 2140.

Qingfen:

Thank you for spotting the issues, and I correct them in V2. Draft V2 was uploaded in Inbox
Ulrich:

v2 looks good

Revise, new tdoc number


	
	
	2403
	CR 29.503 0393 Rel-16 Define the value range of NB-IoT UE priority
	HUAWEI
	Agreed
	

	
	
	2141
	CR 29.503 0394 Rel-16 Monitoring Configuration for event Loss of Connectivity
	HUAWEI
	Revised to C4-202404
	WI 5G_CIoT

CAT B

Ulrich:

- the changes in 5.2.2.5.1 and 5.2.2.5.x are not needed.
Qingfen:  I have no very strong idea to add a new service operation, and I’m very to revert these revisions.
 
- new attribute in MonitoringConfiguration should be lossOfConnectivityCfg which contains maxDetectionTime

Qingfen: It’s OK
V1 uploaded

Ulrich:

v1 looks good to me

Revise, new tdoc number


	
	
	2404
	CR 29.503 0394 Rel-16 Monitoring Configuration for event Loss of Connectivity
	HUAWEI
	Agreed
	

	
	
	2142
	CR 29.503 0395 Rel-16 Monitoring Configuration for event UE reachability
	HUAWEI
	Revised to C4-202405, C4-202412
	WI 5G_CIoT

CAT B

Ulrich:

Can we please have a single new attribute in MonitoringConfiguration:  ueReachabilityCfg containing maximumLatency, maximum ResponseTime and suggestedPacketNumDl
Jones:

I think the stage 3 specification cannot be concluded now, based on the current states on Stage 2 specification concerning handling of these parameters (e.g. Max Response Time, Max Latency, etc.):
1. These parameters can be provisioned via PP API, as specified in 4.15.6.3a Network Configuration parameters, where it states the UDM pass these parameters to AMF as AMF-Associated parameters, and AMF may use these parameters to tuning configuration for the UE e.g. Maximum Latency parameter to MICO mode duration / Periodic Registration Timer value or Maximum Response Time parameter for Active Time or Extended Connected time for MICO mode / paging occasions. So it is the AMF as the manager the parameters and apply them to UE configuration.

This is already specified in 29.503:

Type: AccessAndMobilitySubscriptionData

2. Now there parameters could also be configured via EE API, as specified in “4.15.3.2.3b Specific NEF service operations information flow for loss of connectivity and UE reachability” where the UDM is requested to take the role to manage the parameters (especially together with the network parameters described above) and tuning the UE configuration. Here the UDM acts as another manager of UE configuration tuning from parameters. These two-center logic for handling network parameters are way to complex and the result is hard to predict.

3. Additionally there is another issue of providing these parameters via EE, because it cause a forking logic on UDM as one Event Subscription on UDM will be implemented separately towards AMF (one Event Subscription to AMF via AMF EE, and another notification to AMF for subscription data change). What if one failed, and what about race condition? All these are not clarified in Stage 2.

I understood that configuration monitoring event with network parameters are from legacy, as previously both are “Configuration” via Diameter. Now in SBI, they are totally different activities. Even in legacy, this is not recommended according to 23.682:

NOTE 3:   The Network Parameter Configuration via SCEF feature (see clause 4.5.21) feature supersedes the option of setting Reachability Type to "configuration" during configuration of the UE Reachability Monitoring Event which is no longer recommended.
I strongly suggest we postpone this CR (and 2143, 2144) and send an LS to SA2 for clarification on the above concerns.
Qingfen:
I discussed this feature with my S2 colleagues, they said that the feature is for addressing the scenario where there are multiple parallel network configuration requirements from different AFs, these AFs all have the application communication with UE, the network need to deduce a best parameters set for all the AFs according to the different requirements from different AFs.

The current mechanism of the PP service is that always the last provisioned parameters to overwrite the previous provisioned parameters, this means that the network configuration requirement from the last provisioning AF will work, and it can address the requirement of the last provisioning AF, but the parameters may not address the requirement of other AFs. Therefore provisioning the network parameters for different AFs need to be supported somewhere, either by EE service or by extending the current PP service. Deduction of the best parameters set among different parameter requirements should be done somewhere, and the best place is the UDM.

So, for us, the first key point is to discuss whether scenario of multiple parallel network configuration requirements from different AFs is necessary or not?

Jones  does not agree with Qingfen.

Jones would prefer to use PP service.

Means we would need to postpone the CR until we receive reply from SA2

Open Should we send LS

	
	
	2405
	CR 29.503 0395 Rel-16 Monitoring Configuration for event UE reachability
	HUAWEI
	withdrawn
	

	
	
	2412
	CR 29.503 0395 Rel-16 Monitoring Configuration for event UE reachability
	HUAWEI
	postponed
	

	
	
	2355
	LS out LS on Network Configuration Parameters in Monitoring Events]
	Ericsson(Jones)
	Approved
	To SA2:

The draft revision of C4-202355 “LS on Network Configuration Parameters in Monitoring Events” is uploaded into Draft box [6.2.4].
Ulrich

The LS looks good to me.
You may want to correct the date of the next CT4 meeting (2nd – 11th June 2020)

Jones

I updated the data of next CT4 meeting, and will upload with potential comments from others

	
	
	2143
	CR 29.504 0085 Rel-16 Resource of Recording the updated SDM data triggerred by EE service
	HUAWEI
	Postponed
	WI 5G_CIoT

CAT B

Open

	
	
	2144
	CR 29.505 0274 Rel-16 Record the updated SDM data triggerred by EE service
	HUAWEI
	Postponed
	WI 5G_CIoT

CAT B

Open

	
	
	2177
	CR 29.510 0330 Rel-16 Service offered by the SMF for NIDD
	Huawei
	Merged with C4-202247
	WI 5G_CIoT

CAT B

Bruno:

This CR overlaps with C4-202247. They need to be merged

Jones:

The content of these two CRs are really identical. Do you mind that I revise C4-202247 and add Huawei as co-source?

Caixia:

I am fine with your proposal

	
	
	2224
	CR 29.503 0404 Rel-16 Notification Correlation ID in sub-notify of EE service
	HUAWEI
	Revised to C4-202520
	WI 5G_CIoT

CAT B

Ulrich:

Monitoring Report already has the referenceId that is used for correlation; similarly in EeSubscription where referenceId is key to MonitoringConfiguration.
Why is in addition a notifyCorrelationId needed?

Jones:

Agree with Ulrich!
 
The reference Id is already provide per MonitoringConfiguration, and will be passed to AMF and reported by AMF/UDM in the report, and NEF use the refence ID to correlated the reports with external AF monitoring configurations. There is no need for an additional notifyCorrelationId.
Qingfen:

There is no description of reference Id in MonitoringConfiguration, I’m not sure whether reference Id is notify Correlation Id or not, from my understanding, reference Id is an identifier per event level inside a subscription, but  notify Correlation Id is a subscription level identifier, and it is used for uniquely identifying a notification with callbackReference together if callbackReference is provided by the way of a common call-back URI for multiple subscriptions (and there is also no restriction that callbackReference must be unique for identifying a notification in existing definition of EeSubscription. Therefore, it means that the consumer providing a common URI for multiple subscriptions by the consumer is allowed, and another parameter notify Correlation Id can be provided, see clause 4.15.3.2 in 23.502 )

I admit that my definition is not so exact, the notify Correlation Id should only be included in EeSubscription for subscription because it is subscription level, the definition in MonitoringReport is not needed.

Ulrich: interworking with Rel-15 needs to be guarantied.

Qingfen will revise the CR.

Qingfen:

I revised the CR based on the my explanation in online meeting of last Tuesday.
The draft V1 was uploaded in Inbox / Drafts / [6.2.4], the main revisions are that all the revisions related to notifyCorrelationId were reverted and some text were added to explain what the reference id used for and how to use based on the principle that notifyCorrelationId and referenceId are the same thing.

Comments and questions are welcomed for this new revision
Jones

Some comments:
1. Changes in 5.5.2.2.2 is not needed. The Reference id is served as the keys of the map containing monitoring configuration, i.e. the reference must be unique per monitoring configuration.
2. …subscription, the request shall include in each report the Reference ID of the associated monitoring configuration which is provide in the subscription per event.
3. Table  in line referenceId 
Shall contain the Reference ID which was provided per event as the key of the associated monitoring configuration in subscription request. The consumer can use this paramter  IE to uniquely associate it the report with the conrresponding event that was requested to be monieored
Qingfen

Thank you for your comments, they are fine for me, and I updated my CR based on your comments.
New V2 was uploaded on the serve
Jones

The content is fine for me.
After the adaptation, the CR category should be changed to CAT F when allocated new TDoc
Qingfen 

Thank you! I change the CR category in the formal version of the new revision
Revision to be provided

	
	
	2520
	CR 29.503 0404 Rel-16 Notification Correlation ID in sub-notify of EE service
	HUAWEI
	Agreed
	

	
	
	2226
	CR 29.244 0409 Rel-16 Report with UPF buffering for event Availability after DDN Failure
	HUAWEI
	withdrawn
	WI 5G_CIoT

CAT B

	
	
	2234
	discussion   Rel-16 5G CIoT CT4 work plan
	Qualcomm Incorporated
	Noted
	

	
	
	2244
	CR 29.503 0408 Rel-16 UE Reachability Event
	Ericsson
	revised to C4-202337
	Revision of C4-202337

WI 5G_CIoT

CAT B

	
	
	2245
	CR 29.503 0409 Rel-16 UE Reachability for SMS
	Ericsson
	revised to C4-202338
	Revision of C4-202338

WI 5G_CIoT

CAT F

	
	
	2247
	CR 29.510 0335 Rel-16 SMF NIDD Service
	Ericsson
	Revised to C4-202492
	WI 5G_CIoT

CAT B

Bruno:

This CR overlaps with C4-202177. They need to be merged

Jones:

The V1 draft is uploaded to draft box. Huawei is added as co-source.



	
	
	2492
	CR 29.510 0335 Rel-16 SMF NIDD Service
	Ericsson, Huawei
	Agreed
	

	
	
	2252
	CR 29.518 0343 Rel-16 Report of UE Max availability time
	Ericsson
	Revised to C4-202495
	WI 5G_CIoT

CAT B

Qingfen:

A very small comment on editorial issues:
         The description of parameter maxAvailabilityTime in Table 6.2.6.2.5-1:“This IE may be present present in report for UE_REACHABILITY event.”, there is a redundant present.

Bruno:

Editorial :
6.2.6.2.5: "This IE may be present present "

Caixia:

For the OpenAPI, please check format before maxAvailabilityTime. (tab used instead of space)

Jones:

Thanks for the observation!
The updated V1 version is uploaded
Open

	
	
	2495
	CR 29.518 0343 Rel-16 Report of UE Max availability time
	Ericsson
	Agreed
	

	
	
	2253
	CR 29.518 0344 Rel-16 Event of UE Reachability
	Ericsson
	revised to C4-202339
	Revision of C4-202339

WI 5G_CIoT

CAT B

	
	
	2313
	CR 29.503 0416 Rel-16 Report of UE Max availability time
	Ericsson
	Agreed
	WI 5G_CIoT

CAT B

	
	
	2321
	CR 29.518 0350 Rel-16 Monitoring Event Information
	Ericsson
	Revised to C4-202500
	WI 5G_CIoT

CAT B

Caixia

Just one comment from my side, the default value of the reportUeReachable shall be defined.

Jones:

V1 is uploaded to Draft box. The default value is specified for reportUeReachable, and additionally for immediateFlag
Revise, new tdoc number


	
	
	2500
	CR 29.518 0350 Rel-16 Monitoring Event Information
	Ericsson
	Agreed
	

	
	
	2337
	CR 29.503 0408 Rel-16 UE Reachability Event
	Ericsson
	Agreed
	WI 5G_CIoT

CAT B

Ulrich:

reason for change points to old 23.502; actually UE reachability is detected at the AMF while UE reachability for SMS delivery is detected at the UDM; 
otherwise ok

Jones:

Yes your understanding is correct. I’ve double checked in TS 23.502 v16.4.0 and the original texts in 23.502 still includes UDM in the table. And in the reason for change, it is explicitly stated that “…to realize the functionality, the UDM shall subscribe to the UE Reachability event on Namf_EE service.” Which implying that the event is detected at the AMF and UDM just relay the event (or let AMF directly report to the subscriber).
I suggest we keep the original text from 23.502 in the reason for change, just for reference. Would you agree?

Table 4.15.3.1-1: List of events for monitoring capability
Ulrich:

Thank you for the clarification.
I’m fine with the original version of your CR.



	
	
	2338
	CR 29.503 0409 Rel-16 UE Reachability for SMS
	Ericsson
	Agreed
	WI 5G_CIoT

CAT F

	
	
	2339
	CR 29.518 0344 Rel-16 Event of UE Reachability
	Ericsson
	Postponed
	WI 5G_CIoT

CAT B

Qingfen:

I have only one question: 

What is the different between existing event “REACHABILITY_REPORT” and newly defined “UE_REACHABILITY”.
Bruno:

Can you please clarify how the new UE Reachability event differs from the existing Reachability-Report event (e.g. what is the difference of behaviour for the AMF). 
What is the requirement for two different UE-Reachability subscribe/notify mechanisms at the AMF? The list of events specified in stage 2 does not show two different such events.

Jones:

The existing Reachability Report is used for internal Exposure which reflects the Reachability Status of the UE in AMF, i.e. the UE is reachable before the Reachability Time expires, event has previously been not responded to the Paging, or the UE is reachability only for regulatory. And the Event is not reported if the reachability status is not changed.
The UE Reachability event is implementing the Monitoring Event for external AFs, who are interested to deliver downlink data to the UE and what to be notified that the UE is becomes reachability for downlink traffic, e.g. when UE going CM-CONNECTED. 

One use case showing the difference: when an AF tried to deliver some traffic like one SMS to the UE but failed, e.g. due to UE not responding to paging, (be aware that the UE is still Reachable in AMF status), it subscribes to the UE Reachability event. When UE going CM-CONNECTED, the UE reachability event will be triggered (but the Reachability Report event will not be triggered because the UE is always Reachable in AMF).

In fact, when investigation, we have discussed this and we recommend to specific separate event for internal exposure and external exposure (MONTE) to avoid complex configuration of events.
There were also discussion in Last SA2 meeting
Open

	6.2.5
	CT aspects on enhancement of network slicing
	 HYPERLINK "docs/C4-2000%0d%0d.zip" 
	
	
	
	eNS

	
	
	2137
	CR 29.503 0392 Rel-16 Feature negotiation for NW slice specific authentication and authorization
	NEC
	Revised to C4-202484
	WI eNS

CAT B

Varini:
question for clarification for this CR:

The AMF which does not support NSSAA, will not be configured to be supporting corresponding S-NSSAI, nor will it advertise to AN/NRF that it supports corresponding S-NSSAI. Hence, the need for a feature negotiation should not arise?

Even if UDM provides such an S-NSSAI as part of subscription, AMF should not send it as allowed S-NSSAI?

Tsuyoshi:

>The AMF which does not support NSSAA, will not be configured to be supporting corresponding S-NSSAI, nor will it advertise to AN/NRF that it supports corresponding S-NSSAI. 
> Even if UDM provides such an S-NSSAI as part of subscription, AMF should not send it as allowed S-NSSAI? 

Yes. If that is technically and operationally possible then I guess we don't have any issue. 

However, in my view, given the fact Rel15 AMF does not support NSSAA and there is a potential interoperability gap, then we should not ignore. After all, the change is just to add another new feature value in an already existing feature negotiation. 
Varini:

On one hand, I feel, AMFs know the S-NSSAIs they support, this is part of their OAM configuration. Also AMF updates supported S-NSSAIs to gNB as part of N2 Connection Setup. I find below in 23.501:

The 5G-AN learns the S-NSSAIs per PLMN ID the AMFs it connects to support when the 5G-AN nodes establishes the N2 connection with the AMF or when the AMF updates the N2 connection with the 5G-AN
So, if a particular slice requires NSSAA, it should not be configured in AMF that doesn’t support NSSAA procedures.

On the other hand, I do find usefulness of your suggestion in Roaming scenarios where it may be cumbersome for an operator to a) probably have a separate S-NSSAI mapping for such slices, and b) manage different local configurations in only those AMFs that support NSSAA, per roaming partner. Better have, as much as possible, common configuration across AMFs and let UDM decide based on feature bit.

We are fine with the CR.

Zhijun:

Additional comments: The clause 6.1.8 is not from newest 29.503-g40.
Another common question to CT4 group:

I have confusion on defining this feature bit in 29.503. It is intended to indicate AMF capability, and it is defined in UDM interface / TS29.503. 

TS29.500 states that the supported-features can be associated to one resource. 

Then, when the AMF invokes UDM resources and provides it's supported-features, how to set other bits for those features only applicable to UDM?

Varini:

I used the latest spec. Thank you for pointing this out. 
About the "common question", I am not sure how to respond. It looks like there is some concern on API design. I would like to wait and see how others respond

Ulrich:
I think we need the "Applicability" column in 6.1.6.2.38 or 6.1.6.2.2 to indicate applicability to the new feature.

Varini:

Please find the draft revision in draft inbox
Revise, new tdoc number


	
	
	2484
	CR 29.503 0392 Rel-16 Feature negotiation for NW slice specific authentication and authorization
	NEC
	Agreed
	

	
	
	2138
	CR 29.518 0320 Rel-16 Pending NSSAI transferred when N2 handover procedure is triggered with AMF change
	NEC, ZTE
	Merged into 2178
	WI eNS

CAT B

CRs need to be merged in one CR.

Bruno prefers to merge all 3 CRs 2138, 2178m 2227.


	
	
	2178
	CR 29.518 0324 Rel-16 Authentication and Authorization status
	Huawei
	Revised to C4-202436
	WI eNS

CAT B

Zhijun:

This CR clashes with C4-202138(NEC,ZTE), C4-202227(Samsung).
In existing MmContext, the allowedNssai / nssaiMappingList include those S-NSSAIs which had been authenticated and authorized, if authentication/authorization to a S-NSSAI is needed.

So, the remaining thing is how to transfer those S-NSSAIs which are under ongoing NSSAA procedures, when HO procedure happens.

There are at least two approach seen:

1) define pendingNssai to include those S-NSSAIs which are under NSSAA procedure, as per C4-202138 proposed.

2) define nssaaStatusList to indicate the result for those S-NSSAIs which are objected to NSSAA procedure, as per C4-202178/202227.

 

For alt 2, at least the NSSAA status for an S-NSSAI should have “PENDING” status, which is missing from C4-202179. In addition, “SUCESS” status of an S-NSSAI has implicitly indicated by the “allowedNssai”.

I am open to choose alt 1 or alt 2.
Tsuyoshi:

I have a question and revision proposal for the companion CR(C4-202179).
1. Before getting into detail, I would like to confirm the intention of the CR. 

The intention is by AMF maintaining the NSSAA status, the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.

2. Now then, I would like to clarify the scope of this CR. 

The reason for changes refers to the SA2 requirement as follows:

------------
After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.
  ------------  

So, the scope of this CR is for either allowed NSSAI or rejected NSSAI. Correct?

If so then, the objective of this CR may be a bit different from  C4-202138(NEC,ZTE), C4-202227(Samsung). 

3. If so, then I would like to understand why we need a new attribute("nssaaStatusList") in Mmcontext (Table 6.1.6.2.34-1). 

I think instead of introducing a new attribute, we can re-use "allowed NSSAI" attribute. 

And to suffice the SA2 requirement of "previously authorized", we can enhance data type "Snssai" to include boolean i.e., previously authorized or not(does not mean failed because failed means rejected NSSAI).

Please see the revision proposal in the draft box. 

Basically, I believe we need a CR for TS29.571 (C4-202179) , but  we don't need a CR for TS29.518(C4-202178). 

4. No need for EAP failure status

Now, some may ask what happens to EAP failure case. When EAP is failed, it means the S-NSSAI's status is rejected NSSAI. And neither UE nor NW will invoke any NSSAA related function for rejected NSSAI; hence, in relation to NSSAA we don't need to consider the case of when EAP is failed. 

After all, as it is stated in the beginning, what we want is a mechanism so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN. If we follow the principle that AMF will not execute NSSAA for rejected NSSAI anyway, we don't need any additional status for EAP failure. 

Caixia:

Your understanding on the intention of the CR is correct, we focus on the requirement from SA2 to avoid signaling cost on performing the NSSA after the change of AMF during mobility procedure, the objective is a little bit different with the issue covered by C4-202138(NEC,ZTE), C4-202227(Samsung).
I propose to sending the status including EAP-success and EAP-Failure to the target AMF, may be the EAP-Pending can also be supported in the status.

With the following requirement from 23.501:

After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.
And in TS 23.502

Table 5.2.2.2.2-1: UE Context in AMF

Extend the SNSSAI in 29.571 may not be a good way forward, as this IE is reused by so many specification, but the status may only needed between AMFs, we shall try to avoid the impact to other specifications.
And for the S-NSSAI with EAP-Failure, I think the rejected S-NSSAIs is not equal to S-NSSAI with EAP-Failure, the source AMF may reject the S-NSSAI with local policy not related to the EAP-success, EAP-Failure.

Varini:

IMO, “Allowed NSSAI” only indicates the list of NSSAIs in the last Tracking Area of the UE. It may or may not contain the slice which was successfully authenticated in previous AMF. If previous AMF supports multiple TAs, a slice may have been authenticated in one TA but still not allowed in another TA.

From that point of view, I think we should be transferring nssaaStatus to new AMF as suggested in Huawei/Samsung’s CRs.

I agree there is no need to transfer “failed” status. A UE may get correct credentials and re-initiate authentication. If network stores failed status, it will never go to AAA server again.

Kundan:

As indicated during the conf. call yesterday, I am fine having your CR as baseline. Samsung wants to co-sign the CR
Caixia:

I am preparing the revision to merge the changes from 2138 and 2227, will send out later.

Draft merged  revision v1 is available
Zhijun:

Thanks for doing the merge. Some comments:
1) In 3.2 abbreviations, “NSSAA” should be placed prior to the "NSSAI". And remove the unnecessary space from "Network Slice- Specific Authentication and Authorization"

2) In 6.1.6.1, text improvement: "Subscribed S-NSSAI subject to NSSAA procedure and the status". Same to 6.1.6.2.4

Would you intend to incorporate the "pendingNssaiMappingList" from C4-202138?

Caixia:

Thank you for your comments, I have updated the contribution accordingly, please check V2 in the draft inbox.
Regarding to the pendingNssaiMappingList, I do not see the need of this mapping Info, as the NSSAA procedure is performed for the subscribed S-NSSAI, and the target AMF will know the mapping between the subscribed S-NSSAI and the S-NSSAI in visited network locally.

Tsoyoshi:

Thank you for this effort. 
For the description of nssaaStatusList, it says "See 3GPP TS 23.502 [3] clause 5.2.2.2.2." The sub-clause only mentions the "result" of NSSAA and the pending requirement is captured in other sub-clause in SA2 spec. If not necessary,  "See 3GPP TS 23.502 [3] clause 5.2.2.2.2." can be removed. 

Now following is not directly related to the CR and may be trivial. But I need to ask this because I don't fully understand the logic when TS24.501 and TS29.518 touch the same element of the same feature. Please bear with me. 


1. Let's say there is an S-NSSAI#1, subject to NSSAA. After NSSAA is succeeded, S-NSSAI#1 is maintained as allowed NSSAI and also nssaaStatusList contains(mark) S-NSSAI#1 with "EAP_SUCCESS". 


2. At some point, for some reason (e.g., configuration change), S-NSSAI#1 becomes not available at the location where UE is at. NW includes S-NSSAI#1 in rejected NSSAI and sends (e.g., UE configuration update) it to the UE. Then UE stores the S-NSSAI#1 in rejected NSSAI. 

Here now both AMF and UE maintain the S-NSSAI#1 as rejected NSSAI. 
The question: is there any impact for the S-NSSAI#1 included in nssaaStatusList? Will nssaaStatusList keep the S-NSSAI#1 as S-NSSAI with "EAP_SUCCESS"?

3. Some time later, NW again for some reason changes its configuration so S-NSSAI#1 becomes available. NW includes S-NSSAI#1 in allowed NSSAI and sends it to the UE. 

4. When the UE requests the S-NSSAI#1, AMF can skip NSSAA because the NSSAA status of S-NSSAI#1 is "EAP_SUCCESS" in nssaaStatusList. 

After all, the decision of skipping NSSAI is upto AMF, so I am not trying to clarify whether or not AMF skip the NSSA in the scenario above. What I am not sure is whether or not nssaaStatusList is feeding "right" status to the AMF (i.e., the S-NSSAI is once rejected but because the NSSAA status is kept as "EAP_SUCCESS", AMF skips the NSSAA). "Right" means if we have common consensus (i.e., requirement). If not, do we need any impact analysis (scenario investigation at SA2) in relation to nssaaStatusList and NSSAI list (allowed NSSAI, rejected NSSAI and pending NSSAI)? 

Caixia:

Thank you for your comments, the description of  nssaaStatusList is updated to cover the requirement for Pending status as below:

This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and the status. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.

Please check the V2 version.

Zhijun:

have no strong opinion of this pendingNssaiMappingList, but just need clarification: "the target AMF will know the mapping between the subscribed S-NSSAI and the S-NSSAI in visited network locally."
Does it mean that the target AMF may perform another NSSF query for mapping the S-NSSAI? 

Actually, my thinking is, in some case, this additional NSSF query might be needed, if the allowed S-NSSAI is different per TA(s).

Tsuyoshi:

Just a quick clarification for the mapping list. 
Let's say there is  an S-NSSAI A, which is already authenticated and in allowed NSSAI. UE at VPLMN requests S-NSSAI B which is mapped to S-NSSAI A. 

According to the CR, what AMF maintains is S-NSSAI A only (subscribed S-NSSAI). Correct?

If so, how can AMF avoid re-doing NSSAA for S-NSSAI B ? 

FYI, pending NSSAI syntax is the same as allowed NSSAI according to TS24.501 i.e., consists of serving PLMN(either VPLMN or HPLMN) S-NSSAI and mapped NSSAI. 

Caixia:

Mapping for the allowed S-NSSAIs have already supported between AMF.
For pending S-NSSAIs, if the mapping list is sending to the UE, I see the benefit sending between AMF, the target AMF can update the pending list in the UE based on the mapping information received from the source AMF.

I will add the information in the revision

Caixia:
Thank you for your comments, the description of  nssaaStatusList is updated to cover the requirement for Pending status as below:
 

This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and the status. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.
 

Please check the V2 version 

 

And for the scenario you listed, the S-NSSAI sending to the UE may be changed from allowed S-NSSAI to rejected S-NSSAI, or vice versa based on the policy in the AMF. But it will not impact the NSSAA status of the subscribed S-NSSAI, i.e. if the NSSAA status is EAP-SUCCESS, the AMF will keep the status not changed, unless network trigged the NSSAA procedure to challenge or revoke the status.

We do not need to combine the allowed S-NSSAI, rejected S-NSSAI together with the NSSAA status, NSSAA status is only relevant to the slicing secondary authentication and authorization result.

Tsuyoshi

I am OK with decoupling nssaaStatusList and NSSAI list. 
After further analysis I have another question. 

NSSAA is access independent. But MmContext is access dependent. So, 6.1.6.2.25 Type: UeContext may be the one NSSAA status should belong to. 

what do you think?

Caixia

In TS 23.502 the information is added in: For each access type level context within the UE access and mobility context:
Please check clause 5.2.2.2.2 in TS 23.502.

And multiple access information will be exist in the AMF only for the UE with dual registration (3GPP and non 3GPP) to the network, and the same AMF is selected.

I propose to accept the current definition in MMContext

Tsuyoshi:

Thank you. OK. Let's go with MM context for this meeting. 
-------------------------

To respond to your comment:

Yes. Indeed. The reason "S-NSSAIs subject to Network Slice-Specific Authentication and Authorization" is included there is because it is the "result" of NSSAA. "Result" of NSSAA means Allowed NSSAI. And Allowed NSSAI is access dependent. That's why it is added in "For each access type level context within the UE access and mobility context". However, now we are also defining acces independent resources i.e., pending NSSAI together. And the requirement for pending NSSAI is NOT captured in 5.2.2.2.2 in TS 23.502, but another section.

So, here is the current situation. 

In AMF:

- pending NSSAI is maintained in access independent.  

- NSSAI status list(inc pending status) is maintained in access dependent. 

In UE:

- pending NSSAI is maintained in access independent.

BTW,  there is a discussion about pending NSSAI (to make access dependent in UE side but access independent in NW side) happening in CT1, which may have an impact on this.  

Draft Revision to beprovided



	
	
	2526
	CR 29.518 0324 Rel-16 Authentication and Authorization status
	Huawei, NEC, ZTE, Samsung
	Agreed
	

	
	
	2436
	CR 29.518 0324 Rel-16 Authentication and Authorization status
	Huawei, NEC, ZTE, Samsung
	Revised to C4-202526
	Bruno

A few questions for clarification. The CR specifies: 
nssaaStatusList/ This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and the status. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.
Let’s assume that the subscription includes, among others, a subscribed S-NSSAI, subject to NSSAA but for which the NSSAA procedure has not been attempted yet (e.g. UE did not request to register or establish PDU session to this S-NSSAI yet). The current text suggests it shall be included in the list (but there is no status value defined for such a case). If you intend to not include the subscribed S-NSSAI at all in this case, then the above description needs to be enhanced to reflect that it includes S-NSSAI subject to NSSAA and for which a status information is available. 
What is also signalled if an NSSAA procedure has been run successfully (EAP Success), but later on, the authorization has been revoked. Is “EAP Failure” sent in this case ?  

Caixia:

For the above scenario, the EAP failure will be sent to the target AMF, source AMF will overwrite the status with EAP Failure after authorization has been revoked
Also do I get it right that in roaming scenarios, the list above contains the H-PLMN S-NSSAI ? can this be clarified ?

On the following:

pendingNssaiMappingList/ This IE shall be present if available. When present, this IE shall contain the mapping of the pending NSSAI for the UE
Is there no need to also include the mapping of the S-NSSAI for which EAP has failed? (current CR passes S-NSSAI with EAP Failure status, but not their mapping)
Caixia: For the pending S-NSSAI, the mapping between H-PLMN SNSSAI and VPLMN SNSSAI is sent to the UE, but for the S-NSSAI with EAP Failure, the S-NSSAI is included in the rejected S-NSSAI to the UE.
And for the rejected S-NSSAI in NAS to UE, the coding only allows to send one S-NSSAI, either S-NSSAI in VPLMN or S-NSSAI in HPLMN, in this CT1 meeting, there has contribution to clarify, the rejected S-NSSAI shall include the home S-NSSAI.

So there is no need to sending the mapping to the target AMF at this stage.

Last but not least, isn’t there a need to convey the time when an earlier NSSAA procedure was done successfully (e.g. to trigger a new one after some time)?

Caixia not sure about the usage of the timer, for the status with EAP-SUCCESS and EAP-Failure, the target may no need to trigger the NSSAA again, and the AAA can trigger the revoke.
And for the PENDING, it is means the NSSAA is ongoing, the target AMF shall trigger the NSSAA again, as the response procedure in source AMF may not be notified to the target AMF – this is not very clear, shall base on the function or procedure definition with the new NF on authenticaion.

Caixia:

For the subscribed S-NSSAI, subject to NSSAA, but the NSSAA procedure has not been performed, the subscribed S-NSSAI is not sent to the target AMF, as the target AMF will obtain the subscribed with NSSAA from the UDM.
And based on the current NssaaStatus IE definition TS 29.571, it is impossible to only include the subscribed S-NSSAI.

I will update the text as below:

When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and for which a status information is available.
What is also signalled if an NSSAA procedure has been run successfully (EAP Success), but later on, the authorization has been revoked. Is “EAP Failure” sent in this case ?  
For the above scenario, the EAP failure will be sent to the target AMF, source AMF will overwrite the status with EAP Failure after authorization has been revoked.
Bruno

Thanks Caixia. I am fine with your answers and proposed text update.
Can you please also respond/address my other earlier comment:

Also do I get it right that in roaming scenarios, the list above contains the H-PLMN S-NSSAI ? can this be clarified ?

Caixia:
Your understanding is correct, the subscribed S-NSSAI shall be the S-NSSAI in home PLMN.
Tsuyoshi
I am neither requesting any change nor objecting anything, but I just thought the clarification raised by Bruno is very important i.e., not get confused with the attribute naming, because according to SA2 and CT1 terminology, in my understanding, whenever you say "mapping" it means HPLMN S-NSSAI.
Caixia

The question from Bruno is related to nssaaStatusList, there is no mapping issue.
And for the mapping parameters, we already supported the mapping for allowed S-NSSAI in TS 29.518 as below, and for the NssaiMapping, H S-NSSAI and V S-NSSAI are both of mandatory IEs included.
nssaiMappingList: This IE shall be present if available. When present, this IE shall contain the mapping of the allowed NSSAI for the UE.
Tsuyoshi

Yes :) I am fine with the CR. 
# I just wanted to say that use of the word "mapping" is slightly different from SA2 and CT1, but technically suffice the requirement. So, I am supporting the CR.

Revise see green highlighted text

	
	
	2227
	CR 29.518 0336 Rel-16 Handling of NSSAA during N2 handover procedure
	Samsung/Kundan
	Merged into 2178
	WI eNS

CAT F

Zhijun:

Clash with C4-202138, and C4-202178. Should be discussed together.
Further comment to this CR:

- The target AMF can get the AccessAndMobilitySubscriptionData from UDM, including the additionalSnssaiData which indicating whether an S-NSSAI is object to NSSAA procedure. So no need to transfer “NssaiSubjectToNssaa” in MmContext.

Tsuyoshi:

NOTE that this is the same comment that I provided privately. 
I have few quick questions for clarification if I may.

1. NssaiSubjectToNssaa
If I understand correctly, the purpose of this is so that AMF can understand which S-NSSAI is subject to NSSAA. To my understanding, according to the current CT4 spec, AMF does this based on Type:AdditionalSnssaiData(TS23.503) retrieved from UDM. So, it is already specified. 
2. nssaaStatusList
Do we have a data type definition for "nssaaStatusList"? If not, then to make it complete, I guess the CR needs a companion CR in TS29.571. 
3. Do you have any specific reason for "nssaaStatusList"
If we look at allowed status, CT1 and CT4 uses resource naming as allowedNSSAI and mappedNSSAI. This seems to be consistent resource representation. 
For pending status, SA2 and CT1 define the resources as pending NSSAI. Now, what could  be the CT4 decision? 

And as you know I have a proposal for using "pending" in C4-202138.

Bruno:

6.1.6.2.34: Presence and Cardinality info are missing.
OpenAPI is missing.
It should be merged with Huawei and NEC/ZTE CRs

Kundan:

Yes, agree with your comments and having offline discussion with NEC/ZTE for merger

	
	
	2179
	CR 29.571 0202 Rel-16 Authentication and Authorization status
	Huawei
	Revised to C4-202437
	WI eNS

CAT B

Tsuyoshi:

Revision proposal see 2178

Caixia:

Draft revision provided
Kundan:

I support this CR, as indicated during the conf. call we need “Pending” definition in the value of NSSAA status
Caixia:

I add the PENDING value in AuthStatus, the description part has the following statement:
The NSSAA status is Pending

To cover the scenario the SSSAA of the S-NSSAI is pending, and UE moves from source AMF to target AMF.

I am fine to reword the description or definition, do you have any suggestion?

Kundan:

Thanks for putting this change. This change is fine to me. Samsung would like to co-sign the CR.

Caixia:

Thank you for your support, the paper is updated based on the comments from Zhijun as below:

AuthStatus is updated to “M”, and the description of "PENDING" in AuthStatus is updated to including i.e. the NSSAA procedure is ongoing.

Zhijun:

Thanks for doing the merge. Quick comments:
1) In the 5.4.4.x, the AuthStatus in the NssaaStatus structure is marked as "Optional". Then what does it mean if this status-AuthStatus is not provisioned in the NssaaStatus?

    Should we mark the AuthStatus as "M" ?

2) I would extend the description for this "PENDING" - "The NSSAA status is PENDING, i.e. the NSSAA procedure is ongoing" something like that.

Tsuyoshi:

Thank you for this effort

I confirm that "pending" status is included in. 
Caixia:

Thank you, I made the changes accordingly, AuthStatus is changed to M, and the description for PENDING status is updated, please check the V2 in the draft inbox.

Caixia:

Thank you, 2179 is updated to v2 with the following changes:

AuthStatus is updated to “M”, and the description of "PENDING" in AuthStatus is updated to including i.e. the NSSAA procedure is ongoing.

Caixia:

Thank you for your support, the paper is updated based on the comments from Zhijun as below:

AuthStatus is updated to “M”, and the description of "PENDING" in AuthStatus is updated to including i.e. the NSSAA procedure is ongoing.

Kundan

Thanks a lot for your effort to incorporating all the comments.  I was looking the latest version (v3). I think we need one more value for the case when the NSSAA status is not performed for S-NSSAI which is subject to NSSAA?

5.4.3.a         Enumeration: AuthStatus
Kondan:

“NSSAA status is not performed” = NSSAA till now NSSAA is not initiated for a S-NSSAI which is subject to NSSAA e.g. the UE haven’t included this in the Requested NSSAI and therefore AMF never initiated any NSSAA procedure for this S-NSSAI.

Caixia:

We do not need to send the S-NSSAI which is subject to NSSAA, but the NSSAI has not been happened to the target AMF.

As the target AMF will obtain the subscribed DATA with S-NSSAI from the UDM.

Open

Revise, new tdoc number


	
	
	2437
	CR 29.571 0202 Rel-16 Authentication and Authorization status
	Huawei, NEC, ZTE, Samsung
	Agreed
	

	
	
	2180
	CR 29.531 0064 Rel-16 Restricted Snssai for roaming users
	Huawei
	Revised to C4-202438
	WI eNS

CAT B

Bruno:

Incorrect WI code. This does not relate to eNS-CT.

Reason for change: "If the S-NSSAI is restricted for all the users in this TA, NSSF shall return all of the PLMNs including roaming and non roaming networks." This is not correct. An S-NSSAI that is restricted for all users is simply not returned at all in the supportedSnssaiList.  restrictedSnssaiList in 6.2.6.2.4 should just be clarified to say that if it is absent, the S-NSSAIs indicated in supportedSnssaiList are not restricted in this TA for any PLMN.

6.2.6.2.5: This IE shall be set to an empty string if the roamingRestriction is set to "true". This is not correct. PlmnId is not defined as a string, but as an object with mandatory attributes.

A.3: there is an extra space between default and false.

Caixia:

I Have updated the contribution with the following changes:
1. WI code is changed to TEI16;
2. Update the description for the S-NSSAI restricted to all the users accordingly.
3. Propose to set the PlmnId to Null value.
4. Remove the extra space in the OpenAPI.
Please find the revision in the Draft Inbox.
Jesus

Regarding this change:
> Propose to set the PlmnId to Null value.
The definition of PlmnId does not allow to set the value to null.
Caixia

Thank you, so the better way I can find is ignoring the PlmnId by the receiver, hope this is fine.

" This IE shall contain the home PLMN ID of the PLMN with which the serving network has roaming agreement.
This IE shall be ignored if the roamingRestriction is set to "true"."
Open, draft revision to be provided

	
	
	2438
	CR 29.531 0064 Rel-16 Restricted Snssai for roaming users
	Huawei
	Agreed
	

	
	
	2210
	CR 29.509 0089 Rel-16 NSSAA Service
	ZTE
	Postponed
	WI eNS

CAT B

Caixia

As I know, whether a new NF shall be defined to support the function, or the AUSF will be used to support the function is still being discussed in SA3.
So I think the paper shall rely on the decision from SA3.

Zhijun;

Yes, I also got information that some company questioned the AUSF role for third party authentication.  Refer to draft LS S3-200785, however it is not approved yet, and we will get the result in this week.
Aussume that SA3 will finally follow SA2 decision, this CR can give an initial input for people to check. We still have time to wait for SA3 outcome.

And, if SA3 decides to go another way not align with SA2, then SA2 needs to revise their specs.

Caixia:

My SA3 colleague told me, SA3 decides to define a new NF for slicing authentication, so the changes to AUSF are not needed.

Please double check, and same comments to 2211.

Zhijun:

Thanks for this information. Now we have to wait for SA2 decision. 

If SA2 agrees so, it means we have to start a new TS and change the WID.
Depends on SA3 reply time is very limited.

Kundan  in SA3 the discussion is in final phase

	
	
	2211
	CR 29.510 0332 Rel-16 Service Name for NSSAA Service
	ZTE
	Postponed
	WI eNS

CAT B

Jesus:

Similarly to the comments raised by Huawei on C4-202210 (which are shared by E///), the same handling should be applied to this CR, and we should wait until SA2/SA3 finish the definition of this functionality.

Bruno:

Other comments on the cover page: this also affects NF Discovery API.

Caixia: see C4-202010

Delegates are asked  to check and provide commnets offline.

	
	
	2212
	CR 29.518 0334 Rel-16 Transfer AUSF Instance ID during N2 handover with AMF change
	ZTE
	Postponed
	WI eNS

CAT B

Varini:

A question for clarification for this CR:

My understanding is – when Pending S-NSSAIs are transferred from source AMF to target AMF, target is going to restart the NSSAA procedure afresh. Hence, it can perform fresh AUSF-Instance discovery and proceed?
Zhijun:

Not sure if it can work that target AMF selects another AUSF. 
But as per TS23.502 procedures, the AUSF acts as EAP proxy and it may hold some context for the NSSAA procedure, because it translates the NAS EAP to third party protocol.

For example, there might be some application layer connection between the AUSF and the AAA-P/AAA-S, which means the AAA-P/AAA-S normally sends back the EAP result to the previous AUSF.

So, my understanding is, it is better to let the target AMF find the original AUSF. Otherwise, the target AMF may have to trigger another NSSAA procedure.
Yue:

Though I lack the knowledge to tell whether a new AUSF can be selected... suppose the old AUSF will be used, then:
1. Is it possible that one UE concurrently has several ongoing NSSAA procedures?

2. If yes, is it possible that different NSSAA procedures invoke different AUSFs?  
Zhijun:

I would say it should be rare case that multiple NSSAA procedures are happened together while the HO is ongoing...
In addition, we dont' see the need for selecting different AUSF for different NSSAA procedure of the SAME UE. 

Even if one NSSAA procedure starts after another, the AMF knows the previous AUSF selected, so it can directly use that AUSF

Jesus:

From E///, we share the same view as indicated in the first mail from Samsung, and we believe that there is no need for selecting the same previous AUSF.
In our view, the mechanism to transfer AUSF ID across serving nodes should only be introduced under the condition that the original AUSF MUST be used; otherwise, if the new AMF is free to select a new AUSF, then it should be ok to do so.

Zhijun:

Just as I mentioned, the AUSF may hold some application layer context for translating NAS EAP message to third party protocol messages.
If a new AUSF can easily do this translation, it is fine to select a new AUSF. But would it be good that target AMF gets the previous AUSF, otherwise the previous NSSAA may be broken? 

Varini:

Zhijun thanks for the response. I agree with your comments on Yue’s questions.
I don’t have any strong objection to your CR, but have a follow up question for clarification:

>> For example, there might be some application layer connection between the AUSF and the AAA-P/AAA-S, which means the AAA-P/AAA-S normally sends back the EAP result to the previous AUSF.
I am not sure old AUSF will have a way to reach new AMF, if it receives EAP result after UE has moved. It will simply send it to old AMF, and get an error response. Do you propose old AUSF store the result until new AMF reaches out to it? 

Zhijun:

Varinin, this issue you pointed out is just like forwading DL traffic to new UPF during HO procedure. In HO procedure, we have direct/indirect forwarding mechanism to solve this problem.
But in NSSAA procedure, we cann't assume that we define a complex way for this. So it might be better to let the AUSF stores the EAP result, and wait for the new AMF reaches to it.

If it still doesn't work, I think the target AMF has to initiate new NSSAA procedure the AUSF.

Varini:

Thanks. Understand your point of view. Whereas I still feel NSSAA procedure needs to restart in new AMF for a simpler solution, I think we need to keep decision on this one open given SA2/SA3 are yet to finalize on role of AUSF in NSSAA?
Kundan:

As discussed during the conf. call, the simple way is that after N2 handover procedure is successful the target AMF re-initiate NSSAA procedure. The reason behind is SA3 agreed a CR to remove AUSF from NSSAA procedure please see the attachments. Delegates please check with your SA3 colleagues. So my proposal is to re-initiate slice specific re-auth. (S3-200785 and S3-2000658)
Bruno:

ENS in capital letter. We should also clarify in the Feature Negotiation section the precise scope of this new feature (since the current text could suggest that an AMF may not support network slicing, which is wrong). So we should speak about Enhanced Network Slicing and provide description of what this means.

Is there any call flow describing the interaction of this NSSAA and Handover? how does AUSF know for instance that AMF has changed?

Zhijun:

The only call flow in clause 4.2.9.2 of TS23.502 is for NSSAA, but not together with handover. 
Regarding to your question on how the AUSF knows the new AMF, I should assume that it will be based on the new AMF contact the AUSF. There is no detail information in SA2 specification on this.

i

Jesus:

I don't like the idea of introducing new protocol mechanisms based on a mild assumption that "the AUSF may hold application-layer context".
We should make that crystal-clear. Is the AUSF required to hold state after finishing NSSAA procedure, or not? If it is required, this should be documented, and know exactly what kind of state needs to be kept. To my understanding, an EAP proxy should normally not be required to hold state after finishing an EAP authentication; but, if it is required for NSSAA, let's see why, and what it needs to do.

Otherwise, the general approach should be to select a new NF instance for a new traffic transaction, as we usually do in SBA.

Zhijun:

A whole NSSAA procedure requires twice interactions between the AMF and the AUSF, as specified in 4.2.9.2. The HO may happen after any step of the NSSAA procedure. 
The worst case is, if target AMF select new AUSF, the previous ongoing NSSAA procedure may fail and the target AMF has to initiate new NSSAA procedure. 

This is why I think it is better to find the previous AUSF. The remaining issue is how does the AUSF knows target AMF, and it can be solved by the target AMF reaches the AUSF after HO.

Open, draft revision to be provided

	
	
	2228
	CR 29.503 0405 Rel-16 Handling of NSSAA when the UE is switched off
	Samsung/Kundan
	Withdrawn
	WI eNS

CAT F

Jesus:

We don't believe that this CR is needed.
The Nudm_UECM_Get service operation already includes indication that an appropriate error code is provided in case of failure, so we do not need to add specific considerations or descriptions for NSSAA-related use cases in these sections.

Zhijun

ZTE also don't think this CR is needed, furthermore the text relating to AUSF perform NSSAA procedure is not align with the SA3 proposal.
Hence, we proposes to set this CR as "noted".

Open

	
	
	2229
	CR 29.509 0090 Rel-16 Handling of NSSAA when the UE is switched off
	Samsung/Kundan
	Withdrawn
	WI eNS

CAT F

	
	
	2230
	discussion   Rel-16 Handling of NSSAA during mobility between AMFs supporting NSSAA and non supporting.
	Samsung/Kundan
	Withdrawn
	

	
	
	2231
	CR 29.518 0337 Rel-16 Handling of NSSAA during mobility between AMFs supporting NSSAA and non supporting
	Samsung/Kundan
	Withdrawn
	WI eNS

CAT F

	
	
	2232
	CR 29.503 0406 Rel-16 Handling of NSSAA during mobility between AMFs supporting NSSAA and non supporting
	Samsung/Kundan
	Postpone
	WI eNS

CAT F

Tsuyoshi:

I have few questions for clarification. 
1. The summary of change mentions "AmfNon3GppAccessRegistration Information Retrieval"

To my understanding, the resource is consumed by either NEF or NWDAF, not by AMF. Please correct me if I am wrong. 

[Kundan] This function can be used by NF as per the definition of the service operation. Please see below.  NEF is an example

5.3.2.5.2              Amf3GppAccessRegistration Information Retrieval

Figure 5.3.2.5.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve the UE's Amf3GppAccessRegistration Information. The request contains the UE's identity (/{ueId}) which shall be a GPSI or SUPI, the type of the requested information (/registration/amf-3gpp-access) and query parameters (supported-features).
[Tsuyoshi]   Subclause 5.3.2.1 describes when the service is used. And it says "It is also used by consumer NFs (NEF, NWDAF) to retrieve registration information from the UDM by means of the Get service operation." So, I thought that is the situation, but I would like to hear what others say. 
2. Do we have a data type definition for nssaaStatusList?

Meaning what is the status included in? 

[Kundan] I was checking and it seems not but Huawei brought 2 CRs 2178/79 covering this part

[Tsuyoshi] Ok, so it depends on other CR. I understood. Thanx. 

3. The summary of change says "When the AMF determines that the target node (e.g. AMF/MME/SGSN) does not support NSSAA"

I would like to understand how the source AMF determines that? 

[Kundan] The source AMF knows always what feature target AMF supports based on O&M

[Tsuyoshi] Ok, so it depends on other CR. I understood. Thanks.  
4. pending NSSAI is access independent but Amf3GppAccessRegistration and AmfNon3GppAccessRegistration are two different data types. 

How does the AMF update/create data in UDM (PUT twice?)? or maybe I am misunderstanding something. 

[Kundan] I mean to say AMF can use any of these API to retrieve
[Tsuyoshi]  But your CR says "AMF stores the NSSAA status in UDM".  Please correct me if I am misunderstanding
[Kundan] I mean to say after NSSAA procedure is successful the AMF update the NSSAA status to the UDM. In case of transition 5GS to EPS, or AMF (supporting NSSAA) -> AMF (not supporting NSSAA)-> AMF supporting NSSAA, When the UE goes back AMF supporting NSSAA, the AMF supporting NSSAA will retrieve NSSAA status from the UDM. In this way the new NSSAA status is maintained during inter AMF mobility or 5GS to EPS mobility. The AMF need not run the NSSAA procedure every time.

Ulrich:

- in table 6.2.6.2.2-1: new Data type should probably be array(NssaaStatus); P column and Cardinality are missing.
- also in table 6.1.6.2.3-1

- Isn’t it so that also the types Amf3GppAccessRegistrationModification and AmfNon3GppAccessRegistrationModification are impacted?

- in table 6.1.6.2.4-1: why do we need NssaiSubjectToNssaa? Isn’t that covered by AdditionalSnssaiData?

- modifications to A.3 are missing

Kundan:

Thanks Ulrich, for your comments. I agree with these comments and I will incorporate these in the revision
Zhijun:

Is the solution in this CR aligned with SA2 specification? I think such solution was not specified in stage 2 specification.
Furthermore, the AccessAndMobilitySubscriptionData is not a dynamic data and shall not contain any dynamic things such as NSSAA status.

Kundan:

checked SA2 but there is no such text. SA2 rel-16 is frozen. So I think it is better to discuss in CT4 and IHMO stage 3 (CT1 and CT4) can also work on some scenarios independently from SA2. SA2 defines all successful cases the race condition or abnormal cases belongs to stage 3. 

Regarding the API, I found it best API used to store and retrieve it. I will check if other API suits this case or do you have any suggestion?

Jesus:

A question from my side: in your proposal, as mentioned in the cover sheet, the AMF uses the UECM_Registration service operation to store the NSAA status in UDM but, isn't it so that the NSSAA procedure is run after the AMF registration in UDM takes place?
Kundan:

Thanks for your response. I have checked the definition of UECM_Registration definition. The specification says it is used to update the related UE Context Management information in UDM. Please see below quote from 29.503. that is why I have used this service. I have checked other service operation and I found it most suitable. Do you have any suggestion for service operation used in this case?
5.3.2.2         Registration

5.3.2.2.1              General

The Registration service operation is invoked by a NF that has been selected to provide service to the UE to store related UE Context Management information in UDM.

Kundan

Based on comments received, I have modified the CR and draft v1 is available in the draft folder. Please let me know if you are fine with the revision
Ulrich

- please add a line 
*********** NEXT CHANGE **************

before A.3.

- please correct on the cover page Clauses affected

- do we have a CR to 29.571 defining the type NssaaStatus?

Kundan: Huawei C4-202179 is defining this NssaaStatus.
Kundan:

Thanks for Ulrichs comments. Yes will do the changes as per your comments. 
Kundan:

Incorporated all your comments. V2 provided
Zhijun (on V1)
I still have doubt on the whole mechanism, why do you think that IMS / SRVCC service will cause such problem? 
My understanding is, the IMS service is whole controlled by operators, even there are some IMS AS as third party, but the interaction happens at IMS layer.

The slice serving the IMS should also be considered as whole controlled by operators. So I don't see the strong NSSAA requirement for IMS/SRVCC.

And, I double confirmed with my SA2 colleague, and got the information that there is no such NSSAA requirement for IMS / SRVCC service.

Instead of rushing into the solution, I would like to suggest that we should make such requirement clear, at least confirmation from SA2 is needed.

So I would propose that we take more time to check the requirement and investigate the solution.
Kundan

I am afraid that you misunderstood the scenario I am taking about. I agree that IMS related slice will not be subject NSSAA in general. What I am taking about is following scenario. In the following scenario if an operator does not deploy IMS service in 5GS (which is very true case in Initial deployment scenario of 5S, IMS may not be deployed), the system will perform EPS fallback as described below to establish IMS call. After the IMS call is finished the UE will come back to 5GS, in step 6a below the NSSAA status is lost as EPS can not store NSSAA status. When the UE will come back to the 5GS as the NSSAA status is lost the network will again perform NSSAA procedure again. IMS voice call is very frequent and a lot of user will make. So you can consider millions of unnecessary NSSAA procedure will congest the network and degrade the performance. 
4.13.6     Support of IMS Voice

4.13.6.1        EPS fallback for IMS voice

Figure 4.13.6.1-1 describes the EPS fallback procedure for IMS voice.
When the UE is served by the 5G System, the UE has one or more ongoing PDU Sessions each including one or more QoS Flows. The serving PLMN AMF has sent an indication towards the UE during the Registration procedure that IMS voice over PS session is supported, see clause 5.16.3.10 in TS 23.501 [2] and the UE has registered in the IMS. If N26 is not supported, the serving PLMN AMF sends an indication towards the UE during the Registration procedure that interworking without N26 is supported, see clause 5.17.2.3.1 in TS 23.501 [2].

See figure Figure 4.13.6.1-1: EPS Fallback for IMS voice
Zhijun:

When handover back from EPS to 5GS, the most important thing is to restore the previous PDU sessions.
The target AMF can retrieves the SMF context from the UDM, within which there is S-NSSAI exists. If an S-NSSAI is used by previous PDU, should it be regarded that the S-NSSAI is NSSAA authenticated, if NSSAA to this S-NSSAI is needed? Then if the UE requests new PDU using new S-NSSAI, the target AMF can still trigger another NSSAA procedure, right?

Even from this point of view, I see alternatives other than store the NSSAA status in the UDM. 

Should we take more time to investigate this mechanism, rather than rushing into the conclusion?

Jesus

From E/// side, we support storing the NSSAA status in UDM, as a solution that can work fine.
We don't dispute the fact that there might be other solutions, as you say, but this should not be a reason to not agree the proposed solution in this meeting.

This agreement can always be challenged in next meeting in May, if we have on the table other alternative solution to compare to, and that is shown to be better.

Zhijun

What I mean is, rather than rushing into this solution, we should take more time to investigate it and leave door to other possibilities.
If finally we found this issue is really very offen, and the indicated solution is better, of course we are happy to adopt it.
Caixia

For this IWK with 4G when the AMF supports the NSSAA issue, I may support the suggestion from Zhijun, we also need more time to think about the solution.
Notify the Status to the UDM may be the better solution finally, but we want to think about other alternative solutions. e.g. transferred on N26 interface.
Kundan

I am not sure, we can fetch such PDU session from the UDM. Upon 5GS to EPS handover the PDU session related to NSSAA is released in the UE and network side. This is a well know procedure. I am not aware of such case. storing NSSAA status at the UDM is cleaner solution. 
I am not rushing to the solution, you can always bring solution in next meeting. I agree with Jesus that this is the only solution on table now. BTW, June is the deadline to freeze the rel-16. So it is better to agree this solution and if you find alternative solution you can bring in the next meeting. We need  to save progress of this meeting as well as June is the deadline to freeze the rel-16. We have only meeting left.

Hope  this is acceptable to you
Kundan

I have a humble and fair request to you agree the baseline CR. It will provide the base to discuss this in the next meeting and next meeting is the last meeting before we freeze rel-16 CRs.  We will save a lot of next meeting time. You are most welcomed to bring alternatives to the next meeting. If your solution is better I will withdraw my CR. Please consider these aspects.
CC 22nd 

Kundan: incorporated comments received

Zhijun: concerns may be other solution, would like more time to investigate alternative

Kundan:

Proposes to agree on this solutiomn and if there is better solution we can come back in next meeting and revert the agreement.

Caixia: also propose to delay the decisson on this solution.

Jesus we should not delay the decisosn on this solution we should agree on this and if we find better solution in next meeting we can revert the decision.

Caixia:

I think we shall consider the following issues, please correct me if my understanding is incorrect.
1. During the interworking with 4G, if the UE moves to 4G, the UDMHSS will invokes Nudm_UECM_DeregistrationNotification to notify the AMF associated with 3GPP access with reason as 5GS to EPS Mobility.

The UDM will remove the AMF registration information including the NSSAA Status.

The HSS+UDM invokes Nudm_UECM_DeregistrationNotification to notify the AMF associated with 3GPP access with reason as 5GS to EPS Mobility.
Jesus> I guess you meant the HSS above. In that case, the UDM will not delete the AMF registration context. Instead, it will simply set the purgeFlag to true, but keep the rest on the context.
See TS 29.503 clause 5.3.2.9.2.
A correction… the HSS will invoke the Nudm_UECM AMF-Deregistration service operation, and then the UDM invokes Nudm_UECM_DeregistrationNotificat.

Regardless, what I said about UDM just setting the purgeFlag in the AMF registration context still applies.
[Kundan]: I have same understanding as Jesus, the AMF context will be deleted if the AMF context is purged. So the context will stay there
2. In your solution, when the UE moves from 4G to 5G, the AMF supports NSSAA shall use  GET Amf3GppAccessRegistration Information Retrieval to retrieve the AMF registration information.

This has procedure impact, how the target AMF know there is NSSAA status stored in the UDM, is it means the target AMF shall always perform the GET Amf3GppAccessRegistration Information Retrieval?

And in the procedure level, The AMF shall registration into the UDM, which one shall performed firstly?

[Kundan]: When the AMF moves to 5G, the AMF will receives Requested NSSAI if the Requested NSSAI contains any S-NSSAI subject to NSSAA then AMF will fetch it otherwise it will not fetch  it.
3. The NSSAA Status will be revoked by the AAA, the information stored in the UDM may be invalid, if the target AMF trust the status received from the UDM, there will be problem.
[Kundan]: revocation will always have higher priority than anything stored in the UDM, it will override the status fetched from UDM. BTW, revocation always comes after the AMF fetches the NSSAA status. During the registration procedure, the AMF will fetch the NSSAA status from UDM as explained in the question 2 above. Once the registration is successful the revoke message will be routed to correct AMF. Any downlink message to AMF cannot be routed until the registration is completed successfully and proper AMF ID is registered in the UDM.
Zhijun:

Before we can make conclusion, I think further check to the solution is needed. There is one question raised by Caixia, that the UDM may trigger AMF to deregister from UDM after 5GS to EPS handover. Then, after hadover back from EPS to 5GS, it seems no AMF registration context can be retrieved? 
Caixia:

Thank you Jesus for pointing the problem out, seems I have different understanding on the UDM when the UE moves to 4G.
But Kundan, for the issue in 2, would you mean the target AMF will register itself into the UDM and obtain the subscription data from UDM, then if the subscribed S-NSSAI indicates NSSAA needed, the target AMF obtains the AMF registration from UDM?

I think it is not work, if the target AMF performs the registration to the UDM,  the Amf3GppAccessRegistration Information in the UDM will be overwrite by the target AMF, it is the PUT method with UE ID, I do think the UDM will keep the registration information from the old AMF.

For issue3, consider the scenario, the UE moves from AMF supports NSSAA to the AMF does not support the NSSAA/  to the 4G MME, AAA triggers the  Network Slice-Specific Re-authentication and Re-authorization procedure to revoke the status of the S-NSSAI, it is not clear how the AAA perform the procedure, and how the status in the UDM can be revoked.

My SA2 colleague indicates the issue has been discussed in last SA2 meeting and it is not agreed, it SA2 does not agree the issue to be solved and the related solution in R16, I do not think we can agree it in CT4 directly.

Kundan

SA2 cited the reason that this is not FASMO and S2 has frozen the release 16. This is very common practice that the stage 3 works for race conditions or error scenarios which cannot be discussed in SA2 because SA2 has frozen the release. That’s why stage 3 freezes after SA2 freezes to accommodate the race condition/error scenario. This cannot be an argument to not handle the contribution in CT4. 
I will come back to you with my response to your technical question shortly.
Zhijun

If we check the HO from EPS to 5GS, we will find that the AMF maybe reselected. The initial AMF may reselect the target AMF. Not sure whether the initial AMF will also perform AMF registration to the UDM, as well as the target AMF does. But it is true that the new AMF registration to UDM will replace the previous stored AMF registration. Then which AMF will do the retrieval procedure, and before or after AMF registration?
And, for another point of view, in the clause 4.11.1.2.2 of TS23.502, the intial AMF can always get the (PDU Session ID, S-NSSAI, SMF ID) information through the interaction to the PGW-C+SMF. Wouldn't these S-NSSAI be regarded as NAASS authenticated, and then not to trigger new NSSAA procedure for these S-NSSAIs? If later UE requests new PDU session with new S-NSSAIs, the target AMF can trigger NSSAA procedure for those S-NSSAI. Using this mechanism, I see a simple way of simple logic and nearly no interface impacts to solve the potential problem. 

Your solution might be a good one (with some improvements), but we really need time to investigate it, at least we should have a clear understanding of the whole procedure
 Kundan:

Thanks a lot for your comments. We are fine to postponed this CR. Let’s discuss this in next meeting.
Zhijun

We are happy to continue discussion on this topic by offline / in next meeting.

	
	
	2233
	CR 29.518 0338 Rel-16 NSSAA during derergisteration procedure
	Samsung/Kundan
	Withdrawn
	WI eNS

CAT F

	
	
	2318
	CR 29.502 0342 Rel-16 Implicit PDU Session Release
	Motorola Mobility, Lenovo
	Revised to C4-202486
	WI eNS

CAT F

Bruno:

WI code is incorrect. Not related to eNS-CT.
I don’t see the need for a new cause. Update SM Context Request already contains a "release" attribute (see clause 6.1.6.2.4). And the description of this attribute already says "in clause 5.2.2.3.12 during AMF requested PDU Session Release due to slice not available".

Existing clause 5.2.2.3.12 also already covers the case. No need for 5.2.2.3.X.

5.2.2.4.1: no need for this change. Release SM Context Request always results in a release w/o N1/N2 signalling.

5.2.2.3.1: no need for this change, already covered by bullet above

Roozbeh:

What would the WI code if the CR goes forward?
The CR implements a new cause so the AMF signals SMF without requiring the SMF to perform any NAS SM PDU Session release procedure. IMO, the existing one that you pointed out, requires that the SMF to perform the NAS SM PDU Session release procedure. Any advice?

Zhijun:

Maybe the WI can be set to TEI16, 5GS_Ph1-CT.
One question from my side: The UE may be able to locally release the PDU session context. But who will trigger the RAN to release the resources?
Roozbeh

Thanks for the advice for the WI. 
As stage 2 in 23.502 points out 

"If one or more of the S-NSSAIs used in the old Registration Area cannot be served in the target Registration Area, the new AMF determines which PDU Session cannot be supported in the new Registration Area. The new AMF invokes the Namf_Communication_RegistrationStatusUpdate service operation including the rejected PDU Session ID towards the old AMF. Then the new AMF modifies the PDU Session Status correspondingly. The old AMF informs the corresponding SMF(s) to locally release the UE's SM context by invoking the Nsmf_PDUSession_ReleaseSMContext service operation."

After the transfer the new AMF modifies and PDU session status including those rejected ones. It also informs the old AMF about the rejected PDU sessions. The old AMF then tells the SMF to locally remove the UE SM context. So this cause value should NOT trigger that the SMF to perform the NAS SM PDU Session release procedure. In our understanding there is no cause value today doing so and therefore the CR creates a new one. Any advice?
 revision to be provided

	
	
	2486
	CR 29.502 0342 Rel-16 Implicit PDU Session Release
	Motorola Mobility, Lenovo
	Revised to C4-202551
	Bruno
1) WI code should be "TEI16, 5GS_Ph1-CT".

2) Reason for Change

The following is described in step 10 of the registration procedure (sub-clause 4.2.2.2.2) in TS23.502:
"If one or more of the S-NSSAIs used in the old Registration Area cannot be served in the target Registration Area, the new AMF determines which PDU Session cannot be supported in the new Registration Area. The new AMF invokes the Namf_Communication_RegistrationStatusUpdate service operation including the rejected PDU Session ID towards the old AMF. Then the new AMF modifies the PDU Session Status correspondingly. The old AMF informs the corresponding SMF(s) to locally release the UE's SM context by invoking the Nsmf_PDUSession_ReleaseSMContext service operation."
As shown in the highlighted text, the AMF may initiate release of the SM context without requiring the SMF to perform NAS SM PDU Session release procedure.  Currently, due to unavailable network slice the AMF can use the Cause value "REL_DUE_TO_SLICE_NOT_AVAILABLE" in the ReleaseSMContext / Release service operation to indicate that the network slice is no longer available. It seems there is no indication available to tell the SMF that the PDU Session release is implicit.
Hence, it is proposed to introduce new Cause value, e.g. "LCL_REL_DUE_TO_SLICE_NOT_AVAILABLE", based on the above consideration.

There are two ways to release an SM context: 

· Update SM Context Request with the ‘release’ attribute, when the SMF still needs to trigger N1/N2 signalling towards the UE/AN to release the PDU session

· Release SM Context Request, when the SMF needs to release the PDU session w/o triggering N1/N2 signalling towards the UE. 

29.502 already covers both cases, when a network slice becomes not available: 

- clause 5.2.2.3.1  (Update SM context) : 

“AMF requested PDU session release due to a change of the set of network slices for a UE where a network slice instance is no longer available (see clause 4.3.4.2 of 3GPP TS 23.502 [3]);” in Up

- clause 5.2.2.4.1 (Release SM context) : 

“Network requested PDU session release (see clause 4.3.4.2 of 3GPP TS 23.502 [3]), e.g. AMF initiated release when:

-    there is a change of the set of network slices for a UE where a network slice instance is no longer available (as described in 3GPP TS 23.501 [2], clause 5.15.5.2.2) and the PDU session is not activated”

The Release SM Context / Release service operations result in the SMF immediately releasing the SM context / PDU session context, also implying there cannot be any further signalling towards the AN or the UE. So there is no need for a new cause in these requests saying “local release”. Note also that “local” release is not really correct as there is signalling e.g. over N4 to release resources in UPF, or over N16 / N16a to release the PDU session in the H-SMF/I-SMF. 

We can add a general statement reflecting the above, applicable to all use cases, e.g. as follows:

5.2.2.4.1              General

The Release SM Context service operation shall be used to release the SM Context of a given PDU session, in the SMF, in the V-SMF for HR roaming scenarios, or in the I-SMF for a PDU session with an I-SMF, in the following procedures:
-    UE initiated Deregistration (see clause 4.2.2.3.2 of 3GPP TS 23.502 [3]);

…

-    FN-RG Deregistration via W-5GAN (see clause 7.2.1.4 of 3GPP TS 23.316 [36]).

The SMF shall release the SM context without sending any signalling towards the 5G-AN and the UE.

And a similar one in 

5.2.2.9.1            General

The SMF shall release the PDU session context without triggering any signalling towards the 5G-AN and the UE.

3) 5.2.2.3.1 : no need for the new bullet

-    AMF requested PDU session release due to a change of the set of network slices for a UE where a network slice instance is no longer available (see clause 4.3.4.2 of 3GPP TS 23.502 [3]);

-    AMF requested PDU session local release due to a change of the set of network slices for a UE where a network slice instance is no longer available (see clause 4.2.2.2.2 of 3GPP TS 23.502 [3]);
This section is for Update SM Context Request. If a local release is required, Release SM Context shall be used, as quoted from the stage 2 reqts in the Reason for Change. So please revert this change.

4) 5.2.2.4.1 : revert this change (no longer needed with comment 2)

On the other hand, you may extend the reference to stage 2 in the existing text as follows: 

‘

-             there is a change of the set of network slices for a UE where a network slice instance is no longer available (as described in 3GPP TS 23.501 [2], clauses 5.15.5.2.2 and 4.2.2.2.2) and the PDU session is not activated,
‘

5) 5.2.2.3.X : I do not agree with this change: 

It is redundant with the existing clause 5.2.2.3.12           AMF requested PDU Session Release due to slice not available

And 5.2.2.3.x relates to the Update SM Context procedure, whereas the reason for change and rest of the CR speaks about using the Release SM Context. It is incorrect to use an Update SM Context request when intending to do a release w/o N1/N2 signalling. Please revert this new clause.
6) 6.1.6.2.4: please revert your change (text in blue below) that is redundant with existing text (yellow) and that refers to a non-existing clause (5.2.2.3.x).

Extract from table:

This IE shall be present and set as specified in clause 5.2.2.3.10 during P-CSCF restoration procedure, in clause 5.2.2.3.11 during AMF requested PDU Session Release due to duplicated PDU Session Id, in clause 5.2.2.3.12 during AMF requested PDU Session Release due to slice not available, in clause 5.2.2.3.17 during AMF requested PDU Session Release due to Network Slice-Specific Authentication and Authorization failure or revocation, and in clause 5.2.2.3.X during AMF requested local PDU Session Release due to unavailability of a slice.

7) 6.1.6.3.8: revert this change
8) A.2: revert this change

Open, revise

	CC?
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	Bruno: if all comments are captured he would be OK to agreed



	
	
	2341
	Discussion eNS – way forward for indefinite wait for NSSAA
	InterDigital
	Noted
	Atle:

The point with this paper has been to secure that the SA2, SA3 and CT4 parts of NSSAA has to be specified and aligned before CT1 is able to refer to relevant text on indefinite waiting for completion of NSSAA. It is my understanding that SA3 has come to some agreement, but this must be confirmed / aligned with SA2 before CT4 can do the relevant stage-3 work.

I would be happy to get this either confirmed or further clarified.

I expect this paper to be Noted.
The paper is also submitted to CT1 as C1-202589

Zhijun:

Yes, SA3 is still drafting the LS to SA2/CT3/CT4 on the new NF for NSSAA, and they E-meeting is ongoing.
Suppose that SA3 will finally aprrove the LS, and SA2 will aceept the idea of SA3, then at least I see the following actions needed:

- CT1/CT4/CT3: Update the eNS WID, to add new TS;

- CT4: Start new TS for NSSAAF.

- SA2: Update 23.501/502.

All these things are expected to be done within May meeting, although the time is very limited.

For now, what we can do is wait. But we will keep the interested companies involved if there is any action we can do.
Kundan

My opinion on this. According to my SA3 colleagues. A new NF NSSAAF replaced AUSF. The consensus has been made but the CR is not agreed yet but hopefully it will be agreed. I am hoping that this will be agreed in SA2 as well because the CR is co-signed by Ericsson, Huawei, Nokia, China telecom and lot more companies. So IMO, we should stop working for any NSSAA scenario involving AUSF
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	6.2.7
	CT aspects on wireless and wireline convergence for the 5G system architecture
	
	
	
	
	5WWC

	
	
	2094
	CR 29.571 0197 Rel-16 User Location for W-5GBAN
	Nokia, Nokia Shanghai Bell
	Revised to C4-202470
	WI 5WWC

CAT F

Caixia:

I forget to send the comment on 2094, Just one comment, Table 5.4.3.x-1: Enumeration TrafficProfile, the Table name is incorrect, shall be LineType

Bruno:

I have uploaded v2

	
	
	2470
	CR 29.571 0197 Rel-16 User Location for W-5GBAN
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2181
	CR 23.003 0580 Rel-16 Removal of the Editor's Notes
	Huawei
	Revised to C4-202439
	WI 5WWC

CAT F

Jones:

The NAI contains the 5G-GUTI used to select the same AMF as step 4 of 4.12b.2 of TS 23.502, as specified in 2.10 of 23.003.
The proposed format in the CR is actually for GUTI for MME: 

mnc<MNC>.mcc<MCC>.groupid<MME Group ID>.code< MME Code >.tmsi<M-TMSI>
Caixia:

Sorry about this, it shall be the 5G-GUTI for AMF, I will correct the format.
Jones:

Furthermore, TS 23.502 doesn’t require N5CW devices always register via 3GPP access before accessing via TWIF. The proposal needs to be raised and agreed at Stage 2 first.
Bruno:

We do not agree with the reason for change and proposed changes. 
Clause 4.2.8.5 of 23.501 specifies that an N5CW device may be capable to operate as a 5G UE over NG-RAN, meaning also that it may not. 

23.501 reads: 

…..

6.3.12a.2 : The N5CW device selects the HPLMN if the N5CW device has a USIM or is pre-configured with an HPLMN, if the HPLMN is included in the list of available PLMNs. Otherwise, the N5CW device selects an E-HPLMN (Equivalent HPLMN), if an E-HPLMN is included in the list of available PLMNs. If the list of available PLMNs does not include the HPLMN and does not include an E-HPLMN, the N5CW device stops the access network selection procedure.

The “if the N5CW device has a USIM” means that it is possible it has none. 

We note here that there is some inconsistency with the SA3 specification, and we will take action in SA3 to resolve it. 

Also same clause says: 

When a N5CW device performs an EAP-based access authentication procedure to connect to a trusted WLAN access network, the N5CW device may simultaneously be registered to a 5GC of a PLMN.  

meaning that the N5CW device may not necessarily be registered to NG-RAN, as opposed to what the cover page says.

So we do not agree to delete the existing text in bullet a)

The proposed format for 5G-GUTI NAI is also weird as it refers to an (EPC) GUTI rather than a 5G GUTI (<5G-GUTI> = <GUAMI><5G-TMSI>,

              where <GUAMI> = <MCC><MNC><AMF Identifier>

              and <AMF Identifier> = <AMF Region ID><AMF Set ID><AMF Pointer>)

There is also a clash with a C4-202317. 

Clash with C4-202315
Bruno: there are contradicting requirements from SA2 and SA3
Editor:s note with USIM shall be kept
Bruno: Do we need to send LS to SA2, SA3?
We wait for companies to contribute.
Caixa:

Based on the discussion during the conference call, I updated the paper with following changes: 
1. Merge the changes from 2317;
2. Revert the changes on second Editor’s note and the existing text in bullet a);
3. Define the 5G-GUTI
Draft revision provided
Roozbeh:

Comments:
1- Merging CRs are ok

2- This is good that it is in a new subclause called NAI format for 5G-GUTI

3- IMO 5G-TMSI is 32 bits? Therefore it should be 10 decimal figures?
Caixia: 5G-TMSI is 32 bits long, 1 digit includes 4 bits, so need 8 digits.
4- What is amfi? Isn’t it AMF identifier? Shouldn’t it be defined in the text and in the example?
Caixia: amfi is removed in the V2, which is AMF ID, but not needed.
5- The format of the NAI for N5CW device is 

5G_device_unique_identity>@nai.5gc-nn.mnc<MNC>.mcc<MCC>.3gppnetwork.org and should not be mixed up with <any_non_null_string>@nai.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org (in 28.7.6). N5WC device does not support NAS and they are using a specific PLMN, see TS 24.403 Annex H. So please do not remove “-nn” is the realm in 28.7.7.
Caixia: OK, will revert the change

6- In the original example, the username was first exemplified for 5G-GUTI and then added sentence to show how the NAI would look like if the realm was for N5CW devices via trusted non-3GPP access. I think that logic is much better, since NAI with 5G-GUTI can look different depending what realm is used. So please first identify the username and then exemplify the NAI if the realm is for N5CW devices via trusted non-3GPP access by referencing to tat subclause. The way I originally did.

Caixia: Please check the revision in the draft inbox, the original example is covered

7- The final answer should be something likt "tmsi0123456789.pt12.set001.region48.amfi@5gc-nn.mnc012.mcc345.3gppnetwork.org". The yellow highlight is because I am not sure what this is.
Caixia: Changed to tmsi06666666.pt12.set001.region48@nai.5gc-nn.mnc012.mcc345.3gppnetwork.org
Caixia:

And I updated the contribution to V2, which was uploaded into the draft inbox, please check whether you have other comments
Roozbeh

Thanks you for your responses. The draft looks good. Couple of comments/questions
1- True 32 bits is 8 hexadecimal numbers vs. my original intention was decimal numbers. So,  I did not pay attention to the text. So I am fine with it.

2- If I am not mistaking GUTI includes also AMF identifier, however, I do not see it in this revision. Could you please advise why it is omitted?

Caixia:

AMF Identifier including the AMF Region ID, AMF Set ID and AMF Pointer based on the following definition in TS 23.003, clause 2.10.1.
<5G-GUTI> = <GUAMI><5G-TMSI>,

      where <GUAMI> = <MCC><MNC><AMF Identifier>

         and <AMF Identifier> = <AMF Region ID><AMF Set ID><AMF Pointer>
So we do not need to define the AMF identifier, as AMF Region ID, AMF Set ID and AMF Pointer have been defined in the format.
Roozbeh:

I am fine with the CR.

Jones:

The V2 version is fine for me.
Bruno:

The first paragraph of clause 28.7.X speaks about Network Specific Identifier, which is incorrect/irrelevant for a 5G-GUTI.
The text is also confusing wrt the presence or not of a realm. 

28.7.X    NAI format for 5G-GUTI

When the 5G-GUTI is defined as a Network Specific Identifier, the 5G-GUTI shall take the form of a Network Access Identifier (NAI). In this case, the NAI format of the 5G-GUTI shall have the form username@realm as specified in clause 2.2 of IETF RFC 7542 [126], where the realm part shall be identical to the realm part of the Network Specific Identifier.
The 5G-GUTI in NAI format have the form username without a realm part as specified in clause 2.2 of IETF RFC 7542 [126].

The username part of the NAI shall take the following form:

tmsi<5G-TMSI>.pt<AMF Pointer>.set<AMF Set Id>.region<AMF Region Id>

Caixia:

Thank you, I will correct the Network Specific Identifier in the revision, and for the second comment on example without realm, it is based on the comments from Roozbeh as below:
In the original example, the username was first exemplified for 5G-GUTI and then added sentence to show how the NAI would look like if the realm was for N5CW devices via trusted non-3GPP access. I think that logic is much better, since NAI with 5G-GUTI can look different depending what realm is used. So please first identify the username and then exemplify the NAI if the realm is for N5CW devices via trusted non-3GPP access by referencing to tat subclause. The way I originally did.
Bruno:

The statements in blue are contradicting each other. So the text needs to be made consistent.
When the 5G-GUTI is defined as a Network Specific Identifier, the 5G-GUTI shall take the form of a Network Access Identifier (NAI). In this case, the NAI format of the 5G-GUTI shall have the form username@realm as specified in clause 2.2 of IETF RFC 7542 [126], where the realm part shall be identical to the realm part of the Network Specific Identifier.
The 5G-GUTI in NAI format have the form username without a realm part as specified in clause 2.2 of IETF RFC 7542 [126].

Caixia:

Sorry about this,  I will remove the sentence: The 5G-GUTI in NAI format have the form username without a realm part as specified in clause 2.2 of IETF RFC 7542 [126]
Roozbeh:

The removing that phrase is a good suggestion
draft revision to be provided

Open



	
	
	2439
	CR 23.003 0580 Rel-16 Removal of the Editor's Notes
	Huawei, Motorola Mobility, Lenovo
	Agreed
	

	
	
	2182
	CR 23.008 0581 Rel-16 Subscriber data for wireline access devices
	Huawei
	Agreed
	WI 5WWC

CAT F

	
	
	2183
	CR 29.502 0332 Rel-16 Stage 2 procedures for wireline access
	Huawei
	Revised to C4-202440
	WI 5WWC

CAT F

Bruno:

You add the following procedure for the Create SM Context Request:
-    Handover between 3GPP access/5GC and W-5GAN access (see clause 7.6.3 of 3GPP TS 23.316 [36]).

Can you please develop the scenario/use case where this can occur

Caixia:

It is the PDU session establishment procedure when handover to target access:
2.      The 5G-RG performs PDU Session Establishment procedure in W-5GAN access with the PDU Session ID of the PDU Session to be moved as specified in clause 7.3.1.
As in clause 7.6.3, the PDU session establishment procedure as part of the Handover procedures between 3GPP access / 5GC and W-5GAN access, so I also add the procedure into Create SM Context Request.
Bruno:

Isn’t the same AMF used for both accesses? if so, handover between these accesses will use Update SM Context procedure, not Create SM Context procedure.
Caixia:

I have misunderstanding on the service operation used for IWK with non 3GPP access, now, I think the procedure is similar as the handover between 3GPP and untrusted non 3GPP access (N3IWF), which we already defined in the specification.
Which means for the same AMF selected, the Update SM Context will be used, I will move the procedure to Update SM Context service operation
Yildirim:

This CR, C4-202183, intends to complete the list of applicable 5WWC Stage-2 procedures in TS 29.502.  
Similar to my comment provided for C4-202184, for completeness of the CR, it will be good if the CR updates the same impacted subclauses based on TS 23.316 clause 4.10a, too.

Caixia:

v1 in the draft inbox 

Caixia

New draft v2 provided (see 2184)

Yildirim

As responded in another email thread, I am fine with the V2 of the CR stored in the draft folder. 
Thanks again for taking the comments into consideration


	
	
	2440
	CR 29.502 0332 Rel-16 Stage 2 procedures for wireline access
	Huawei, CableLabs, Charter Communications
	Agreed
	

	
	
	2184
	CR 29.518 0325 Rel-16 Stage 2 procedures for wireline access
	Huawei
	Revised to C4-202441
	WI 5WWC

CAT F

Yildirim:

Thank you for completing the list with the applicable 5WWC Stage-2 procedures.  Following procedures should also be added to the list.  A proposed text is as follows but any rewording suggestions is welcome.
“PDU Session establishment, modification and release procedures for non-5G capable device behind 5G-CRG and FN-CRG (see clause 4.10a of 3GPP TS 23.316 [x])    “

Caixia:

Thank you for your comments.
4.10a in TS 23.316 only define the procedure 5GC registration of Non-5GC device, and does not mention the PDU Session establishment, modification and release procedures.

Is there any other clause cover the procedures? 

Bernie:

I noticed the following text in section 4.10a of TS23.316 related to PDU sessions:
7.   The AMF sends Registration Accept message to W-AGF.

      Once the registration procedure is completed, the W-AGF requests the establishment of a PDU Session on behalf of the N5GC device. Only one PDU session per N5GC device is supported. The procedure is the same as the PDU Session establishment procedure specified in clause 7.3.4 with the difference as below:

-     FN-RG is replaced by N5GC device.

The W-AGF shall request the release of the NGAP connection for each N5GC device served by a CRG whose NGAP connection has been released.

Based upon this text after step 7 and Registration Accept within section 4.10a of TS23.316, I think Yildirim’s proposal makes sense and would be helpful to include. 

Thank you very much for your time and contributions to complete the 5WWC specifications.
Yildirim:

Thank you for your reply.  I hope Bernie’s response addresses Caixia's question
Caixia:

v1 in the draft inbox 

Yildirim

Thank you so much for taking the comment into the consideration and sharing the draft.
Bernie and I have discussed offline. We think that, in addition to PDU session establishment procedure, the PDU session release and modification procedures should also be made applicable.  I understand that 23.316 may not be very clear but when a W-AGF activates a PDU session for a non-3GPP capable device, it should also be able to manage (i.e., release and modify) the PDU session for the device.   This is similar to how W-AGF handles the AM and SM procedures on behalf of FN-RG.

Bernie will share updated draft versions for tdoc x2184 (and also x2183) later today for your consideration.   

If it is fine with you, Charter Communications would also like to cosign the contributions.  

Bernie

Thank you very much for considering our comments and for providing the updated draft. CableLabs certainly appreciates your work and support of 5WWC requirements. 
As Yildirim explains in his email below, CableLabs and Charter would like to offer additional updates to these CRs for your consideration. I have uploaded proposed changes in the CT4 directory. Please see the following files under the 6.2.7 agenda item:

· C4-202183_V1_5WWC 29.502-stage2 procedures for wireline access CableLabs

· C4-202184_V1_5WWC 29.518-stage2 procedures for wireline access CableLabs

CableLabs is pleased to cosign these contributions. 

Caixia:

Draft v2 provided

Bernie

Thank you for completing the updates to 2183 and 2184 as shown in V02, which look great. CableLabs agrees and supports these CRs. Thank you very much for your timely consideration of our comments, and for helping to complete 5WWC requirements
Yildirim

I am fine with V2 of the CRs.  Thank you for taking our comments into consideration



	
	
	2441
	CR 29.518 0325 Rel-16 Stage 2 procedures for wireline access
	Huawei, CableLabs, Charter Communications
	Agreed
	

	
	
	2185
	CR 29.518 0326 Rel-16 TWAP ID change reporting
	Huawei
	Revised to C4-202442
	WI 5WWC

CAT F

Bruno:

The CR category (F) and Other comments ("new features") are inconsistent

Open, draft revision to be provided

	
	
	2442
	CR 29.518 0326 Rel-16 TWAP ID change reporting
	Huawei
	Agreed
	

	
	
	2186
	CR 29.571 0203 Rel-16 User Location of TWAP ID or TNAP ID
	Huawei
	Revised to C4-202443
	WI 5WWC

CAT F

Bruno:

5.4.4.x: ssid is defined as a Mandatory UE but description says "if the UE is accessing the 5GC via a trusted WLAN access network". TNAN may not be a WLAN access network.

bssid is defined as C but with a description w/o any condition. Ditto for civicAddress.

5.4.4.z: similar comments, but here the access can only be an WLAN access network.

OpenAPI: ssid cannot be required for TnapId (TNAN may not be a WLAN access network).

Please use an AllOf construct for the xxxRm attribite instead of duplicating the full set of attributes

Caixia:

Draft revision provided
Bruno:

Stage 2 says: 
      When the UE uses WLAN based on IEEE 802.11 technology to reach the TNGF, the TNAP Identifier shall include the SSID of the access point to which the UE is attached. The TNAP Identifier shall include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:

-    the BSSID (see IEEE Std 802.11-2012 [106]);

-    civic address information of the TNAP to which the UE is attached.
Accordingly, in 5.4.4.x, one cannot mandate the presence of bssid: “This IE shall be present if the UE is accessing the 5GC via a trusted WLAN access network”. So you may add “if available”.

What is the format of the civic address? (“Bytes” does not suffice to encode the attribute).

Cover page: inconsistency:  CAT F and new feature.

Caixia:

Thank you, I will incorporate your comments into the revision, and for the format of civic address, I may need more time to check the format.
At least I have no idea currently.

Bruno:

The allOf constructs shall also be corrected as follows:
from

    TwapIdRm:
      allOf:
        - $ref: '#/components/schemas/TwapId'
      nullable: true
to

    TwapIdRm:
      allOf:
        - $ref: '#/components/schemas/TwapId'
        - $ref: '#/components/schemas/NullValue'
Jesus:

This has to be an "anyOf":
    TwapIdRm:
      anyOf:
        - $ref: '#/components/schemas/TwapId'
        - $ref: '#/components/schemas/NullValue'
(With allOf, it won't work, since the value cannot be null and non-null at the same time).
Caixia:

I will correct the OpenAPI accordingly

Draft revision to be provided,


	
	
	2443
	CR 29.571 0203 Rel-16 User Location of TWAP ID or TNAP ID
	Huawei
	Agreed
	

	
	Moved from 6.1.10
	2206
	CR 29.518 0333 Rel-16 UEContextTransfer – WAGF/TNGF Address
	ZTE
	merged into 2204
	WI 5WWC

CAT B

Cover page shows  different WIC
Draft v1 provided

Jones:

Typo in table  WAagfInfo

Zhijun:

Thanks for spotting this. This update is reflected in the 2204(which merges 2206) v3 uploaded to /Inbox/Drafts/6.1.10. (it was originally submitted to agenda 6.1.10)
Bruno:

WI code : 5WWC
WagfInfo and TngfInfo contain N3 addresses. Here we need to pass an identifier of the W-AGF or TNGF. We should reuse the W-AGF ID and TNGF ID defined in NGAP (R3-201445). And extend the GlobalRANNodeID of 29.571.

Zhijun:

Thanks for your comments. So, it means we need a new CR to TS29.571. 
I will ask Peter/Kimmo whether it is OK to request new CR for TS29.571. 

If it is fine, I will generate new revision for the merge CR of 2204+2206, and new CR for TS29.571.


	
	
	
	
	
	
	

	
	
	2349
	CR 29.571 CR#0209, Rel-16 Extend GlobalRanNodeId to Support W-AGF and TNGF
	ZTE
	Rervised to C4-202537
	Provided in draft inbox

Zhijun:

New draft revision provided
Caixia:

For 2349, the following description shall be updated to cover the TNGF, not the N3IWF:

This IE shall be included if the RAN node belongs to non 3GPP access (i.e a N3IWF). When present, this IE shall contain the identifier of the TNGF.

Zhijun:

Thanks for spotting the error, sorry I forgot to correct them. 
The changes are reflected to "2204+2206 v6" and "draft 2349 v1", which are uploaded to /Inbox/Drafts/6.2.

Bruno:

In clause 5.4.4.28, can you please correct “RAN” by “AN” (“RAN” infers an 3GPP access). Ditto for N3IWF.
Other comments on cover page need to list the impacted APIs.

Zhijun:


I have corrected the description  in V1:  - /Inbox/Drafts/6.2.7
All the impacted OpenAPI files are listed in the coversheet.

Zhijun

I corrected the "RAN node" to "AN node" for N3IWF/W-AGF/TNGF in 5.4.4.28 (pointed by Bruno) which I forgot

revise

	
	
	2537
	CR 29.571 CR#0209, Rel-16 Extend GlobalRanNodeId to Support W-AGF and TNGF
	ZTE
	Agreed
	

	
	
	2315
	CR 23.003 0584 Rel-16 NAI format for 5G-GUTI
	Motorola Mobility, Lenovo
	Merged into 2181
	WI 5WWC

CAT F

Caixia:

Our paper 2181 clashes with 2315, Can I use 2181 as baseline to merge the changes from 2315, and add Motorola Mobility, Lenovo as co-source?
Bruno:

Cover page: revision number has not been filled with "-" (now it will be revision 1).

<AMF Identifier> = <AMF Region ID><AMF Set ID><AMF Pointer> (see 23.003 clause 2.10.1), so please strike "amf-id<AMF Identifier>."

We can reuse part of the AMF Instance FQDN definition in 28.3.2.8 of 23.003:
pt<AMF Pointer>.set<AMF Set Id>.region<AMF Region Id>.amfi, 

and prepend with 5g-tmsi<5G-TMSI>

We need to provide reqts on how to set the different labels. Including how to encode the 5G-TMSI (32 bits).

How does "5G-TMSI=0123456789" map 32 bits?? We should encode this as 8 hexadecimal characters.



	
	
	2317
	CR 23.003 0585 Rel-16 Removal of editor's note in subclause 28.7.7
	Motorola Mobility, Lenovo
	Postponed to next meeting
	WI 5WWC

CAT F

Clash with C4-202181 removes as well second editor's note

Caixia:

Same to the comment for 2315, as our papers are clashed, can I use 2181 as baseline to merge the changes from 2317, and add Motorola Mobility, Lenovo as co-source?

Roozbeh:

Do you have a CR for this? If not I do not agree to incorporate this one into C4-202181. They have different concepts. Please let me know
Caixia:

Contribution 2181 proposes to remove both of the Editor's Notes left in clause 28.7.7, including: Editor's note:
It is assumed that an N5CW device has a USIM. Whether the N5CW device has a USIM or not is FFS.
That's why clash with 2315 and 2317 from your side, and I propose to merge both of the CRs into 2181.

However during discussion, we think the second Editor's note cannot be removed in this meeting, it shall be further clarified in SA2 or SA3, so 2181 is revised to only remove the first Editor's note.

In summary, the revision of 2181 will only clash with 2315, and I think 2317 can be postponed to the next meeting.
Bruno:

Reason for change: we spotted an inconsistency between SA2 and SA3 specifications. 
Clause 4.2.8.5 of 23.501 specifies that an N5CW device may be capable to operate as a 5G UE over NG-RAN, meaning also that it may not. 

23.501 reads: 

…..

6.3.12a.2 : The N5CW device selects the HPLMN if the N5CW device has a USIM or is pre-configured with an HPLMN, if the HPLMN is included in the list of available PLMNs. Otherwise, the N5CW device selects an E-HPLMN (Equivalent HPLMN), if an E-HPLMN is included in the list of available PLMNs. If the list of available PLMNs does not include the HPLMN and does not include an E-HPLMN, the N5CW device stops the access network selection procedure.

The “if the N5CW device has a USIM” means that it is possible it has none. 

Whereas the SA3 spec has the statement that you quote. We will contribute there to resolve the inconsistency.

The above needs to be sorted out before we can remove the editor’s note. You may consider sending an LS to SA2/SA3.

Revision nb on cover page should have been “-“.

Roozbeh:

Those N5CW devices are able to authenticate to the network with 3GPP credentials and register with the help of an interworking function (TWIF) that provides the 5GC NAS protocol stack towards the AMF.
means the same as it can have USIM. However if it not clear, then I am fine to wait for your action to be taken first before we go forward with any agreement in CT4

The CR just removes  the second editor's note during discussion on C4-202181 we agrred that the editor's note shall not be deleted and  thisCR only  deletes  the Editor's note. How  to mark the CR?

Roozbeh:

Obviously this will not go forward in this meeting. However, it would be good to coordinate the effort for the next meeting. Could you keep in touch for the next meeting?
Roozbeh:

I think that editor note should be removed with a separate CR and that is why I drafted a separate one for it. I am still not convinced why it cannot be removed with the justification, I presented on the cover page. The Editor's note was added by me since neither SA2 specification nor  SA3 specification included that the N5CW device could  have a USIM and the time I added those wording to TS 23.003. However, I am fine with if CT4 wants to send an LS to SA3. Could you please advise if any LS has been drafted or is to be drafted?

Caixia:

We have discussed during the conference call, whether a LS shall be sent to SA2/SA3, the conclusion is companies can submit contributions to SA2 and SA3 directly to solve the misalignment between SA2 and SA3.
You can check S2-2003001 from Huawei in this SA2 meeting, and the draft version: https://www.3gpp.org/ftp/tsg_sa/WG2_Arch/TSGS2_138e_Electronic/Inbox/Revisions/S2-2003001r01.zip
And Nokia will submit contribution to SA3.

Based on the conclusion from SA2 and SA3, we can decide how to move forward
Roozbeh

Unfortunately CT4 calls are very early for my time i.e. 5AM US west coast

	6.2.8
	CT aspects of architecture enhancements for 3GPP support of advanced V2X services 
	
	
	
	
	eV2XARC

	
	
	2148
	CR 23.008 0580 Rel-16 Subscription data for NR V2X
	HUAWEI
	Agreed
	WI eV2XARC

CAT B

	
	
	2149
	CR 29.230 0681 Rel-16 Authorized PLMNs and RATs for V2X
	HUAWEI
	Agreed
	WI eV2XARC

CAT B

	
	
	2150
	CR 29.230 0682 Rel-16 Subscribed PC5 QoS Parameters for NR V2X
	HUAWEI
	Agreed
	WI eV2XARC

CAT B

	
	
	2151
	CR 29.272 0817 Rel-16 Subscribed PC5 QoS Parameters for NR V2X
	HUAWEI
	Revised to C4-202410
	WI eV2XARC

CAT B

Ulrich:

reference to 23.501 (see 7.3.xyx) is missing in clause 2.
Qingfen:

Thank you for your comment, I revised my CR based on your it, and draft v1 was uploaded in Inbox / Drafts / [6.2.7]
Revise, new tdoc number


	
	
	2410
	CR 29.272 0817 Rel-16 Subscribed PC5 QoS Parameters for NR V2X
	HUAWEI
	Agreed
	

	
	
	2152
	CR 29.388 0004 Rel-16 Authorized PLMNs and RATs for V2X
	HUAWEI
	Agreed
	WI eV2XARC

CAT B

	
	
	2153
	CR 29.389 0005 Rel-16 Authorized PLMNs and RATs for V2X
	HUAWEI
	Agreed
	WI eV2XARC

CAT B

	
	
	2187
	CR 29.274 1985 Rel-16 V2X Context between MME and AMF
	Huawei
	Agreed
	WI eV2XARC

CAT F

	6.2.9
	CT aspects of application layer support for V2X services
	
	
	
	
	V2XAPP

	
	
	
	
	
	
	

	6.2.10
	CT aspects on 5GS Transfer of Policies for Background Data
	
	
	
	
	xBDT

	
	
	
	
	
	
	

	6.2.11
	CT aspects on Enhancement of 3GPP Northbound APIs
	
	
	
	
	eNAPIs

	
	
	
	
	
	
	

	6.3
	AoB for Rel-16
	
	
	
	
	TEI16

	6.3.1
	IPUPS
	
	
	
	
	UPGF

	
	
	2294
	LS in   Rel-16 reply-LS on UP gateway function on the N9 interface
	SA3
	Noted
	S3-200482

To: SA2

CC: CT4, SA

Contact: Ericsson

SA3 thanks SA2 for their reply LS on UP gateway function on the N9 interface. In this LS, SA2 asks the following question to SA3:

Question from SA2: [I]t is unclear to SA2 what information a UPF that supports the IPUPS functionality needs from SMF to achieve this “GTP-u packet filtering”.

To the above question, SA3 would like to provide the following answer:

Answer from SA3: A UPF that supports the IPUPS functionality needs to receive the following information from the SMF: 

1. PDU session establishment: Request to allocate destination IP address and TEID of a GTP-U tunnel for the PDU Session.

2. PDU session release: Information that the GTP-U tunnel is to be released.

3. During PDU Session lifetime: Request to allocate or release destination IP address and TEID in case the destination IP address and TEID for some reason need to change.

SA3 foresees that only information that is currently sent on N4 from SMF to UPF will need to be sent from SMF to UPF with IPUPS functionality. That means, in release 16, the sent information between SMF and UPF with IPUPS functionality will be a subset of current N4. However, additions in future releases are not precluded. 

LS clarifies no new requirements on N4 from SA3 with regard to IPUPS.
No action to CT4.
Postponed to 6.3.1

Proposed treatment:

To be noted.

	
	
	2007
	CR 29.510 0317 Rel-16 Support of IPUPS functionality
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	WI UPGF

CAT B

	
	
	2008
	CR 29.244 0389 Rel-16 Support of IPUPS Functionality
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Revised to C4-202363
	WI UPGF

CAT B
-Unbreakable space.

-an PFCP should be a PFCP.
Zhijun:

I have a few comments on this CR:
- In 5.X, the NOTE says “Any UPF can support the IPUPS functionality.” Such statements cause mis-leading. At least, an UPF supports IPUPS requires it to support such feature and shall be configured to support IPUPS. Could you clarify you intention here, or can you rewording such statement?

- In 7.4.1.1.1, instead of define new bit in IE “PFCPASReq-Flags”, would it be better to simply define a new feature bit for UPF, i.e extending the “UP Function Features“? Same comments to 7.4.4.2
Frank:

We haven’t identified any “new” UPF function to deserve a UP feature. So it is assumed all UPF can support IPUPS function, but some UPF may be configured to be used for IPUPS, if so it shall indicate so in the PFCP association procedure
Giorgi:

Point is, IPUPS functionality is a subset of UPF functionality, i.e. there is nothing on top of that. That’s what the statement tries to clarify. But, an UPF needs to be configured to act as IPUPS. UPF that is configured to act as IPUPS may be either IPUPs-only, or IPUPS+normal UPF.
The flag simply indicated this UPF is configured to act as IPUPS.

Hope, this clarifies your points.

Zhijun:

Thanks for your clarification
Giorgi:

Editorials:
· Spec version shall be 16.3.1

During an PFCP Association Setup

Open, draft revision to be provided

	
	
	2363
	CR 29.244 0389 Rel-16 Support of IPUPS Functionality
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	

	
	
	
	
	
	
	

	6.3.2
	PFCP, N4, CUPS
	
	
	
	
	TEI16

	
	
	2009
	CR 29.244 0356 Rel-16 Activating a predefined FAR/URR/QER
	Ericsson, Nokia, Nokia Shanghai Bell, Huawei
	Agreed
	WI TEI16

CAT F

	
	
	2015
	discussion 29.244  Rel-16 Activate Predefined Rules IE vs. FAR ID
	Huawei
	Noted
	Can be  noted, covered by CR 0356

	
	
	2016
	CR 29.244 0390 Rel-16 Miscellaneous small correction on Figures
	HuaWei Technologies Co., Ltd
	Agreed
	WI TEI16

CAT F

	
	
	2096
	CR 29.244 0395 Rel-16 New S-NSSAI IE
	Nokia, Nokia Shanghai Bell, China Mobile
	Revised to C4-202471
	WI TEI16

CAT F

Varini:

This CR is similar to Samsung CR# C4-202139. We are addressing similar issue and presenting same solution (My CR is missing one change).

I think we can merge our CRs? 
Bruno:

Yes. There are also the following small issues in your CR (C4-202139):

· cover page: Source to TSG should indicate CT4

· Missing clause titles in the CR.

· Missing impact to clause 8.1.2

Do you agree to use C4-202096 as baseline for merging the CRs? I would add Samsung as co-source in the revision.
Varini:

Thanks. Agree, let’s use C4-202096 as baseline
Caixia:

2189 from us also define the S-NSSAI IE, which is clashed.
As I discussed with Varini, I will update 2189 to remove the definition, and just reuse the IE defined in 2096.
draft revision to be provided

	
	
	2471
	CR 29.244 0395 Rel-16 New S-NSSAI IE
	Nokia, Nokia Shanghai Bell, China Mobile
	Agreed
	

	
	
	2126
	CR 29.244 0396 Rel-16 Inconsistent description for the use of Activation/Deactivation time
	Ericsson
	Agreed
	WI TEI16

CAT F

	
	
	2130
	CR 29.244 0397 Rel-16 F-TEID allocation cleanup
	Ericsson
	Agreed
	WI TEI16

CAT F

	
	
	2134
	CR 29.244 0398 Rel-16 Encoding of the Remote GTP-U Peer IE
	Ericsson
	Agreed
	WI TEI16

CAT F

	
	
	2139
	CR 29.244 0399 Rel-16 S-NSSAI Info in PFCP Session Establishment Request
	Samsung
	Merged into C4-202096
	WI TEI16

CAT B

	
	
	2188
	CR 29.244 0403 Rel-16 UE IP address allocation
	Huawei
	Agreed
	WI TEI16

CAT F

	
	
	2189
	CR 29.244 0404 Rel-16 UE IP address pool based on S-NSSAI
	Huawei
	Revised to C4-202444
	WI TEI16

CAT F

Varini:

In principle we are file with this CR. I have one comment: 

Encoding of S-NSSAI IE clashes with definition in C4-202139 and C4-202096, where S-NSSAI IE is fixed-length. Do you foresee a need to keep the IE as variable length?
Caixia:

We can discuss how to avoid the clashing, reuse the S-NSSAI defined in 2139 or 2096 is fine for me.

Regarding to the variable length, I think the SD cannot be included, similar as the definition already supported in other interfaces, e.g. N2 interface.

But I have no strong opinion on this, fixed length is also fine.
Yue

I have a different question: does the IP address pool have to be per (network instance AND S-NSSAI AND IP version)?   I suppose the intention is not, but the text is not clear.

Caixia:

It does not exclude the possibility to configure the IP address pool based on network instance ID, S-NSSAI and IP version, e.g. the IP pool can be dedicated to DNN+S-NSSAI+IP version.
The new added parameters are optional.
Yue:

Actually my problem is not about whether it is possible to configure IP address pool based on DNN+NSSAI+IP version, rather, the text reads to me like it has to be ALWAYS based on  DNN+NSSAI+IP version, and that is why I think it is unclear.
Bruno:

Table 7.4.4.1-3: typo: identities. 
Add that "Several IEs with the same IE type may be present to … "

S-NSSAI IE type is also defined in Nokia/China Mobile CR and Samsung CR. Could you revert the new S-NSSAI IE type from your CR (and indicate on cover page, in Other comments, that S-NSSAI IE type is introduced in our CR)?

Caixia:

Draft revision provided


	
	
	2444
	CR 29.244 0404 Rel-16 UE IP address pool based on S-NSSAI
	Huawei
	Agreed
	

	
	
	2209
	CR 29.244 0406 Rel-16 Report Trigger for Quota Validity Time Expiry
	ZTE
	Revised to C4-202392
	WI TEI16, CUPS

CAT B

Bruno:

For naming consistency, I propose to rename QVT to  QUVTI  (like we have QUHTI for Quota Holding Time).

Zhijun:

Got. Thanks.  V1 will be uploaded later to /Inbox/Drafts/6.3.2

	
	
	2392
	CR 29.244 0406 Rel-16 Report Trigger for Quota Validity Time Expiry
	ZTE
	Agreed
	

	
	
	2260
	CR 29.244 0410 Rel-16 Essential correction for User Plane IP Resource Information IE
	Mavenir
	Withdrawn
	WI CUPS-CT

CAT F

CR not available 

	
	
	2270
	CR 29.244 0411 Rel-16 Clarification on Partial Failure of UP
	Mavenir
	Revised to C4-202539
	WI CUPS-CT

CAT F

Bruno:

WI code is wrong -> TEI16, CUPS-CT
Source to TSG: CT4
Clauses affected is empty
Other specs affected is empty
The new note has an incorrect style. UP -> UP function
Frank:

In addition, I think the change should not be in clause 5.18.1, you can have some text in clause 5.18.2, to address such partial failure, e.g.
5.18.2   UP Function Initiated PFCP Session Release
When the UP function needs delete a PFCP sesssion, e.g. during the Enhanced PFCP Association Release as described in clause 5.18.1 or when it detects an errror, or a partial failure takes place in the UP function, the UP function shall:
 

Though I think the existing text is generic, has already covered the use case.
Abhishek:

Thanks for highlighting it. 
I have changed the work item to CUPS. Also I have mentioned Clause affected (15.8.1) and impacts on other specifications (as no impacts X). Also in the Note I have modified UP to UP Function.

Frank, the reason for mentioning the partial failure note in section 15.8.1 was that, the entire discussion of Enhanced PFCP Association Release incorporated the TEBUR functionality and no where it was mentioned that TEBUR can also be used without releasing the Node Association.

Hence, to handle the Usage reporting during partial failure of UP Function it is good to have the note in this section 15.8.1 itself as proposed.
Coverpage needs some correction

-WI: TEI16, CUPS-CT

-Clauses effected

Frank:

As I have commented, clause 5.18.2 is the place to document the partial failure without releasing entire PFCP Association. 
The style of Note is incorrect.

Abhishek:

I have updated the document in the section 5.18.2 as suggested. Also the format of the Note is corrected.
 The updated file (V4) is in drafts folder and its file name is "C4-202270_V4_Clarification on Partial Failure of UPFunction.zip"

Latest draft is V5

Abhishek
If there are no further comments on the  V5 of the document then kindly let me know, so that I can request a new TDoc number for the same.
Peter

-WI code for should be:  TEI16, CUPS-CT
-The note shall be in style NO 

-For the added text I would propose  to change it to "or in the case of partial failure"

Frank:

Thanks for the revision.
I suggest you remove "in case of " "... when it detects an error or in case of partial failure..."

I don’t feel the note is needed. If you really want to keep it, please correct style of NOTE, there is no need to name it as NOTE 1. 

And please consider to reword it:

NOTE 1: The UP Function can release one or more PFCP Sessions (without tearing down the entire PFCP Association) when there is a partial failure in the UP Function.
Since the change is on 5.18.2, you should not copy 5.18.1....

Coverpage:

Change online to E-Meeting
Proposed change affects
WI code: TEI16, CUPS-CT

Abhishek:

Thanks for your suggestions. I have updated the CR as suggested and uploaded it as version V6 in the drafts folder.
Please have a look and let me know if I can get a new TDoc number.

Replace Online by E-Meeting
revise

	
	
	2539
	CR 29.244 0411 Rel-16 Clarification on Partial Failure of UP
	Mavenir
	Agreed
	

	
	
	2309
	CR 29.244 0413 Rel-16 Node level vs PFCP entity level procedures
	Huawei
	Revised to C4-202397
	WI CUPS-CT

CAT F

Yue:
May I ask a question:
If all the other procedures are node level, then what is the point to have an entity level heartbeat?
Giorgi:

I think this is similar to GTP Echo. Echo/heartbeat both probe a path, which has IP address + UDP port number granularity. A node may have multiple IP interfaces, right?
Hope, this answers your question
Bruno:

6.2.1: editorial: “ either node level, or PFCP entity level related”: please remove the comma


7.4.1: ditto . "see clauses 6.2.2.1-6.2.9.1" -> see clause 6.2.  (otherwise your references will become incomplete when we add new 6.2.x clauses)

It is not clear why we need NODE ID in PFD Management procedure. PFD Management procedures provision PFDs that are applicable UPF wide, for any CP function.

Giorgi:

Thanks for the comments. I’ll fix editorials in v2.
Concerning the main question, let me quote clause 6.2.5.1:

· The UP function shall store the PFDs provisioned per Application Identifier. These PFDs shall apply to all the PFCP session established in the UP function, for all the controlling CP functions, i.e. the scope of a PFD is not limited to the PFCP sessions established by the CP function which provisioned the PFD.

I understood, the statement refers to the SMFs in the same set. So, either Node ID or SMF Set ID should be present.

In addition to the above, the procedure itself is a node level one and therefore Node ID should be present as in any other node level procedure. This is useful for e.g. troubleshooting if something goes wrong.

Frank:

In my view, I think the change in clause 3.1 is not really needed, don’t really see any point.
I don’t think we should define Node Id as conditional IE, it will leads make backwards incompatible to the legacy. We should define it as optional IE, but use the table note to strength the condition
Giorgi:

Concerning 3.1, one should intuitively understand what’s a node, but the essence of the CR to tell PFCP entity level procedures from node level procedures. So, specifying the difference between node vs PFCP entity makes sense to me.
I agree with your proposal to making Node Id optional and adding explanations to the table notes.
Frank:

Isn’t the current definitions in clause 3.1 does already differentiate Node, PFCP entity?
Giorgi:

I uploaded v1 of the CR in 2309 into Drafts/6.3.2.
Summary:

· Added Ericsson as a supporting company

· Replaced C with O in the Node ID presence column and clarified the matter in the table notes

· Frank kindly agreed to keeping Node definition in 3.1 
Draft V2 provided
Frank

TS 29.244 has already specified that PFD procedure can only be invoked in an existing/established PFCP Association, since Rel-14/15. 
See below:

5.8.2      Behaviour with an Established PFCP Association
When a PFCP Association is established with a UP function, the CP function:
-    shall provision node related parameters (i.e. parameters that apply to all PFCP sessions) in the UP function, if any, e.g. PFDs;
-    shall provision the UP function with the list of features (affecting the UP function behaviour) the CP function supports, if any, e.g. support of load and/or overload control;

-    shall check the responsiveness of the UP function using the Heartbeat procedure as specified in clause 6.2.2;

-    may establish PFCP sessions on that UP function;

-    shall refrain from attempting to establish new PFCP sessions on the UP function, if the UP function has indicated it will shut down gracefully.
Open

	
	
	2397
	CR 29.244 0413 Rel-16 Node level vs PFCP entity level procedures
	Huawei
	Revised to C4-202517
	Bruno:

I am fine with introducing a new optional NODE ID IE in the PFCP PFD Management Request/Response. But I disagree with the table note, and the description of the IE shall set that “When present, it shall contain …”. Cover page needs to be updated accordingly
Giorgi
I’ll reword the IE condition to “When present…”. Concerning the note, do you believe it is not necessary at all?


	
	
	2517
	CR 29.244 0413 Rel-16 Node level vs PFCP entity level procedures
	Huawei
	Agreed
	

	6.3.3
	GTP 
	
	
	
	
	TEI16

	
	
	2014
	CR 29.274 1983 Rel-16 Clarification to Cause "Invalid Reply from remote peer"
	Huawei
	Agreed
	WI TEI16

CAT F

	
	
	2147
	CR 29.274 1984 Rel-16 Support of inter-RAT HO from NR SA to EN-DC
	NTT DOCOMO
	Revised to C4-202482
	WI TEI16

CAT F

Yvette:

I think you are referencing to the wrong TS. It should be TS 23.502 [83]. The reference number is missing as well. 
But regarding the note below could you please simplify the sentence a bit? It is a bit hard to understand.

NOTE:   As specified in clause 4.11.1.2.1 of 3GPP TS 23.501, NRSRNA can be provided when via N26 for the purpose of AMF to indicate to MME during handover from 5GC to EPC in order to allow MME to make appropriate handling, e.g. SGW selection based on access restriction, or whether or not to allocate resources for secondary RAT during inter RAT handover.

Bruno:

The reference in the new Note needs to be corrected: 3GPP TS 23.501 [x]. 
The text does not read well either: 

"can be provided when via N26 for the purpose of AMF to indicate to MME during handover from 5GC to EPC in order to allow MME "
Can you please enhance the wording..

Hiroshi:

I have drafted the revision on the draft folder, based on your comments.

I tried to make the change simpler.

# Excuse me for appending the file name “v1” at the end instead of after the tdoc number itself.

If this version is fine, I will take away the unnecessary changes over changes and the coversheet in the final version
Open, draft revision provided

Bruno:

Your revision is fine by me, just two small edits: 
 
· “in order to allow the MME ..”
· All notes need to be renumbered in this clause.
 
draft revision v2 provided

	
	
	2482
	CR 29.274 1984 Rel-16 Support of inter-RAT HO from NR SA to EN-DC
	NTT DOCOMO
	Agreed
	

	
	
	2237
	CR 29.274 1987 Rel-16 Wrong figure reference
	Qualcomm Incorporated
	Agreed
	WI TEI16

CAT F

	
	
	2238
	CR 29.274 1988 Rel-16 Update of RAT restrictions
	Qualcomm Incorporated
	Withdrawn
	WI TEI16

CAT F

Hiroshi:

The cover sheet indicates that there is a dependency on another CR in TS 29.272 without the CR number.
I assume it is to the CR in C4-202236, but is there really a dependency here?

In any case, either to include the CR number for dependency, or deleting the dependency is needed

Bruno:

The cover page indicates a dependency to another CR, in Other specs, but the: 29.272 CR nb is missing. 
The existing text says: "NRUSRNA (New Radio Unlicensed as Secondary RAT Not Allowed)". How does the proposed change differ from this text ?

Waqar:

>> The existing text says: "NRUSRNA (New Radio Unlicensed as Secondary RAT Not Allowed)". How does the proposed change differ from this text ?
You are right, this makes the proposed change redundant. I’ll withdraw the CR. Thanks for the feedback
Giorgi:

Editorial: By far we did copy-paste the whole clause in the CR, however long it may be. The only exception from this rule are OpenAPI annexes. 
This CR and also the other one in 2237 adopt OpenAPI style, which is something I’d support, because when a small change is applied to a long clause, it is pretty challenging to locate the actual change.

Dear Kimmo, rapporteurs, could we adopt this way of handling long clauses in future?

	
	
	
	
	
	
	

	6.3.4
	Diameter
	
	
	
	
	TEI16

	
	
	2017
	CR 29.272 0815 Rel-16 Alignments on definitions
	HuaWei Technologies Co., Ltd
	Agreed
	WI TEI16

CAT F

	
	
	2084
	CR 29.336 0162 Rel-16 CIR-Flags
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2086
	CR 29.336 0163 Rel-16 User-Name in NIDD-Authorization-Update
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2087
	CR 29.272 0816 Rel-16 Supported Monitoring Events
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2190
	CR 29.272 0818 Rel-16 Error cause handling
	Huawei
	Agreed
	WI TEI16

CAT F

	
	
	2236
	CR 29.272 0819 Rel-16 Update of RAT restrictions
	Qualcomm Incorporated
	Revised to C4-202462
	WI TEI16, 5GS_Ph1-CT

CAT F

Hiroshi:

The cover sheet indicates that there is a dependency on another CR in TS 29.274 without the CR number.
I assume it is to the CR in C4-202238, but is there really a dependency here?

In any case, either to include the CR number for dependency, or deleting the dependency is needed.

Waqar:

Updated draft with fixed cover sheet available.

Hiroshi:

OK
Revise, new tdoc number


	
	
	2462
	CR 29.272 0819 Rel-16 Update of RAT restrictions
	Qualcomm Incorporated
	Agreed
	

	
	
	2310
	CR 29.336 0166 Rel-16 Event-Handling in Group-Report-Item
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	6.3.5
	AMF
	
	
	
	
	TEI16

	
	
	2035
	CR 29.518 0307 Rel-16 Storage of YAML files in ETSI Forge
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2044
	CR 29.518 0309 Rel-16 N1N2Transfer Failure Notification for UEs in RRC Inactive state
	Nokia, Nokia Shanghai Bell
	Revised to C4-202472
	WI TEI16, 5GS_Ph1-CT

CAT F
Caixia:

I agree with the paper, but can we define only one format clearly? Either "http:" or "/dummy" is fine for me.

Bruno:

This is fine by me. I will prepare a revision with the former



	
	
	2472
	CR 29.518 0309 Rel-16 N1N2Transfer Failure Notification for UEs in RRC Inactive state
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2052
	CR 29.518 0311 Rel-16 Supported Headers Tables for Response codes 2xx and 3xx
	T-Mobile USA
	Revised to C4-202380
	WI TEI16

CAT F

Editorial: Cover sheet must be replaced with a correct one.

	
	
	2380
	CR 29.518 0311 Rel-16 Supported Headers Tables for Response codes 2xx and 3xx
	T-Mobile USA
	Agreed
	

	
	
	2058
	CR 29.518 0312 Rel-16 Binary Data Types Table
	T-Mobile USA
	Revised to C4-202362
	WI TEI16

CAT F

Editorial: Cover sheet must be replaced with a correct one. 

	
	
	2362
	CR 29.518 0312 Rel-16 Binary Data Types Table
	T-Mobile USA
	Agreed
	

	
	
	2064
	CR 29.518 0314 Rel-16 Add new Notifications Overview Tables
	T-Mobile USA
	Revised to C4-202384
	WI TEI16

CAT F

Editorial: Cover sheet must be replaced with a correct one.

	
	
	2384
	CR 29.518 0314 Rel-16 Add new Notifications Overview Tables
	T-Mobile USA
	Agreed
	

	
	
	2091
	CR 29.518 0315 Rel-16 subscriptionId in AmfCreatedEventSubscription and AmfEventReport
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F



	
	
	2100
	CR 29.518 0316 Rel-16 Non-delivery of N1 message to UE due to Xn/N2 handover
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	2125
	CR 29.518 0318 Rel-16 Reference Corrections
	Ericsson
	Agreed
	WI TEI16

CAT F

	
	
	2248
	CR 29.518 0339 Rel-16 Binary IE Encoding
	Ericsson
	Revised to C4-202493
	WI TEI16

CAT F

Bruno:

We do not agree with the proposed changes. The existing text suggest a different interpretation than the changes you propose, e.g. they refer to NAS or GTP IE figures that include IE type and length. 
The attributes then just JSON encode the full NAS and GTP IE, including IE type and length, as Bytes, which allows the API to then deliver a full GTP/NAS IE.

We propose to clarify in the opposite manner

Jones:

We are OK on both ways, the importance is to clarify a common understanding to avoid interoperability issue.
 
Just a reminder, if we go this way to encode complete IEs, there are two types in 29.571 shall also be adapted to keep the consistence in all specifications. We will bring CR on next meeting to fix it.
Jones:

As agreed, suggest encoding complete IDs (start from octet 1) for NAS and GTP. Please find the V1
Bruno:

Thanks. Beyond updating the cover page, can you please also apply a similar correction to the following data type:
 DrxParameter

There is also one small typo in summary of change (F-TEID)
Jones:

V2 uploaded to FTP. 
 
Changes:
· DrxParameter is also addressed
· Move the clarification after references for better readability
· Typo in cover page
· Fixed some Unbreakable spaces


	
	
	2493
	CR 29.518 0339 Rel-16 Binary IE Encoding
	Ericsson
	Agreed
	

	
	
	2249
	CR 29.518 0340 Rel-16 Broadcast Empty Area List
	Ericsson, One2Many
	Revised to C4-202494
	WI TEI16

CAT B

Bruno:

This is not a new feature but a correction. 

Editorials: 

"has received PWS-CANCEL-RESPONSE from RAN node(s) without including the Broadcast Cancelled Area List IE": 

"without" -> "not"


"has responded PWS-CANCEL-RESPONSE without ": has responsed with a ... or, that has sent a ...

6.1.6.4.3.3: 

"the AMF may transfer the ASN.1 (re-)encoded the Message Type, Message Identifier, Serial Number, the (aggregated) Broadcast Cancelled Area List IE and "bcEmptyAreaList" attribute Broadcast Empty Area List in the N2 Info Container in the N2InfoNotify."

This text is confusing / ambiguous as it could be interpreted as suggesting that this is sent in the binary N2 payload, when the CR actually intends to convey this as a separate JSON attribute.

Jones

Please find updated V1 in the Draft box:
Revise, new tdoc number


	
	
	2494
	CR 29.518 0340 Rel-16 Broadcast Empty Area List
	Ericsson, One2Many
	agreed
	Peter Sanders.

OK with this version



	
	
	2256
	CR 29.518 0347 Rel-16 PWS Message Transfer Precedence
	Ericsson
	Revised to C4-202498
	WI TEI16

CAT F

Bruno:

The principle of the CR is fine. But the new text does not require any longer the RAT selector to be present, when TAI list is present and includes TAIs common to 4G and 5G cells. This should be corrected.

Peter Sanders:

If the TAI List contains TAIs common to 4G and 5G cells then the RAT Selector is most needed. The AMF shall use the RAT Selector to forward the request to either ng-eNBs or gNBs, but not to both of them. 
Perhaps you remember that we "invented" the RAT Selector, because we had not specified how the AMF shall aggregate BCALs where part of the cell IDs are 28 bit IDs and part are 36 bit IDs. Instead of fixing that (with all backwards compatibility issues that would arise) we came up with the RAT Selector.

The CBCF will have to send separate requests for broadcast via E-UTRAN and via NR. The CBC already does that for GERAN, UTRAN and LTE-E-UTRAN.

For the above reason we think that the RAT Selector is needed. Agreed?
Bruno:

This is exactly my point. But while the existing text is very clear on this, the new one is not: 
1.           Same as step 1 of Figure 5.2.2.4.1.1-1, the request body shall include the N2 Message Container and optionally the ratSelector IE, the taiList IE, globalRanNodeList IE, omcId IE, or sendRanResponse IE

It just now says that the ratSelector is optional
Jones:

The motivation to make Rat-Selector optional is considering that the Rat selector is not needed if GlobalRanNodeList IE is present (Actually only contain one Ran Node ID as stated by Peter). When GlobalRanNodeListIE is not present, then Rat Selector is needed.
So you prefer that the Rat-selector shall anyway be carried (i.e. when GlobalRanNodeList is present, the Rat selector IE is just ignored)? If so, I revert the change on this

Bruno:

I am fine with the changes, but we need to take my earlier comment on board
Peter Sanders:

In 29.518, in the N2InformationTransferReqData, the Rat-Selector is conditional and in the YAML code it is not a mandatory element. So, if we revert the change in the CR and make the Rat-Selector mandatory again then we have an inconsistent spec. 
Hence, a backward compatible change would be to keep the change as proposed by Jones (make the Rat-Selector optional in clause 5.2.2.4.1.3) in the CR. Then we at least have a consistent specification. Then we need to make clear that the Rat-Selector is always to be included with the exception when the Global RAN Node ID is present.

Good idea?
Jones

I think we now have aligned view.
How about to clarify the different presence scenarios with a list like below:

1.   Same as step 1 of Figure 5.2.2.4.1.1-1, the request body shall include the N2 Message Container and:

      - globalRanNodeList IE, or;

      - the taiList IE and the ratSelector IE, or;

      - the ratSelector IE.

      The request body may additionally include the omcId IE and/or the sendRanResponse IE.

Bruno:
This is fine by me

Jones;

The draft V1 is upload into Inbox

Peter Sanders:

The CR is now technically correct, including the new note. However, the note is not realistic. A Write-Replace-Warning-Request that contains a GlobalRANNodeList IE is a result of a Restart Indication and the likelihood that more than 1 RAN Node send a Restart Indication to the CBCF, and the CBCF aggregates those Restart Indications and sends a Write-Replace-Warning-Request that contains a GlobalRANNodeList IE with more than 1 RAN Node ID is highly unlikely. The CBCF more likely processes each Restart Indication individually and the Write-Replace-Warning-Request then contains a GlobalRANNodeList IE with only a single Global RAN  Node ID.

Even though the note is not needed, the GlobalRANNodeList IE is a list item, and the note is technically correct. So, I'm fine with the CR now.

Jones

Yes, we realized as you have mentioned this during the offline mail discussion before the meeting. The NOTE is added just in case to avoid confusion for people that may be not familiar with PWS as you are.


	
	
	2498
	CR 29.518 0347 Rel-16 PWS Message Transfer Precedence
	Ericsson
	Agreed
	

	
	
	2266
	CR 29.518 0348 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202421
	WI TEI16

CAT F

Coverpage Online- E-meeting

	
	
	2421
	CR 29.518 0348 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2273
	CR 29.518 0349 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202452
	WI TEI16

CAT F

Coverpage Online- E-meeting

	
	
	2452
	CR 29.518 0349 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.6
	SMF
	
	
	
	
	TEI16

	
	
	2034
	CR 29.502 0320 Rel-16 Storage of YAML files in ETSI Forge
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2050
	CR 29.502 0323 Rel-16 Supported Headers Tables for Response types 2xx and 3xx
	T-Mobile USA
	Revised to C4-202378
	WI TEI16

CAT F

Giorgi:

Tdoc 2050 is for SMF and it has a cousin AMF CR in 2052. Major comments apply to both CRs.
I understood header support is captured in 29.500 and 29.501 and these apply to all APIs. I wonder if we need to replicate that in every API, or simply to refer to 29.500-501?

Farni:

Yes, for completeness I think they need to be captured in a table for all headers that are supported for response types 2xx and 3xx.  Only a subset of the headers listed in 29.500 (if any) are captured in the Yaml.  In the text part of the spec, the supported header(s) are described but it would be good to capture them in a table (for quality and optimized parsing).   
For consistency across all specifications, I have already submitted CR’s in all other impacted specifications.  So, unless they are incorrectly captured, I would suggest to keep them.

First lines in cover page bulletlist, online to be corrected.

revise

	
	
	2378
	CR 29.502 0323 Rel-16 Supported Headers Tables for Response types 2xx and 3xx
	T-Mobile USA
	Agreed
	

	
	
	2057
	CR 29.502 0324 Rel-16 Binary Data Types Table
	T-Mobile USA
	Revised to C4-202361
	WI TEI16

CAT F

Giorgi:

Editorial: Cover sheet must be replaced with a correct one. Same applies to the sister CR in 2058.

revise

	
	
	2361
	CR 29.502 0324 Rel-16 Binary Data Types Table
	T-Mobile USA
	Agreed
	

	
	
	2128
	CR 29.502 0326 Rel-16 RAN Initiated QoS Flow Mobility failure scenario
	Ericsson
	Revised to C4-202369
	WI TEI16

CAT F

Bruno:

Clash with C4-202165, CRs should be merged.

this CR overlaps with C4-202165 (which I have just commented – both CRs address the same issues, but are allocated in different agenda items).

N2SmInfoType in 6.1.6.3.12 needs to be expanded. And the OpenAPI specification file updated accordingly.

Frank:

A question, should we make the change also for Rel-15?
Is it OK to use Ericsson CR 2128 as baseline? 

Caixia:

I am fine to take Ericsson CR as baseline, and please consider the comment from Yue:
A minor thing, could you please also align the existing NGAP messages by using all capital letters? (tip: select all the text and type "Shift+F3"
Frank:

Yes, will take care of Yue’s comment to capitalize NGAP message. And thanks for the tip, it works.
Any feedback on the proposal to map the CR to Rel-15?

Bruno: 

the existing 29.502 text is incorrect and inconsistent with 38.413. On the other hand, I don’t think this qualifies it as a FASMO CR (at the end, 38.413 prevails here)

WI code?

Rel-15 correction?

Open, draft revision to be provided

	
	
	2369
	CR 29.502 0326 Rel-16 RAN Initiated QoS Flow Mobility failure scenario
	Ericsson
	Agreed
	

	
	
	2241
	CR 29.502 0335 Rel-16 Binary IE Encoding
	Ericsson
	Revised to C4-202489
	WI TEI16

CAT F

Bruno:

We do not agree with the proposed changes. The existing text suggest a different interpretation than the changes you propose, e.g. they refer to NAS or GTP IE figures that include IE type and length. 
The attributes then just JSON encode the full NAS and GTP IE, including IE type and length, as Bytes, which allows the API to then deliver a full GTP/NAS IE.

We propose to clarify in the opposite manner.

Jones:

As agreed, now suggest to encode the complete IEs (starting from octet 1) as you proposed.
The draft V2 is uploaded
Bruno:

Thanks. Beyond updating the cover page, I also propose to update the following text as follows as it does not read well to split the text ‘FTEID for Control Plane’.

In the table
This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface.

When present, it shall contain Base64-encoded characters, encoding the PGW S8 F-TEID (starting from octet 1) for Control Plane as specified in Figure 8.22-1 of 3GPP TS 29.274 [16] (starting from octet 1), received from the MME.

Ditto for pgwS8uFteid in 6.1.6.2.32, and forwardingFTeid (whereever all these IEs appear).
Jones:

Thanks for the comments. I found it really increasing readability by putting the change after the reference so adapted all the changes.
 
Please find V3 draft in the FTP, with cover page also updated.



	
	
	2489
	CR 29.502 0335 Rel-16 Binary IE Encoding
	Ericsson
	Agreed
	

	
	
	2261
	CR 29.502 0338 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202416
	WI TEI16

CAT F

Replace online by E-Meeting

	
	
	2416
	CR 29.502 0338 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2316
	CR 29.502 0341 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202449
	WI TEI16

CAT F 

Replace online by E-Meeting

	
	
	2449
	CR 29.502 0341 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.7
	UDM
	
	
	
	
	TEI16

	
	
	2053
	CR 29.503 0384 Rel-16 Supported Headers Tables for Request and Response codes
	T-Mobile USA
	Revised to C4-202377
	WI TEI16

CAT F 

Replace online by E-Meeting

	
	
	2377
	CR 29.503 0384 Rel-16 Supported Headers Tables for Request and Response codes
	T-Mobile USA
	Agreed
	

	
	
	2063
	CR 29.503 0385 Rel-16 Add new Notifications Overview Tables
	T-Mobile USA
	Revised to C4-202383
	WI TEI16

CAT F 

Replace online by E-Meeting

	
	
	2383
	CR 29.503 0385 Rel-16 Add new Notifications Overview Tables
	T-Mobile USA
	Agreed
	

	
	
	2135
	CR 29.503 0390 Rel-16 Clarification on nfInstanceId in AuthEvent in Nudm_UEAuthentication
	Samsung
	Revised to C4-202354
	WI TEI16

CAT D

Wrong Category: CR is not editorial

Yue:

1. I don't think highlighting 'AUSF' is needed since the convention is to make the description more general
2. I would rather remove the text in the brackets since possible values are listed in AuthType definition

Varini:

Thanks. Understand and agree with your comment. Would you be ok if I change the description to:

Identifier of the NF instance where the authentication occurred (e.g. AUSF)
Yue:

Fine by me.

Varini:

draft revision provided



	
	
	2354
	CR 29.503 0390 Rel-16 Clarification on nfInstanceId in AuthEvent in Nudm_UEAuthentication
	Samsung
	Revised to C4-202538
	

	
	
	2538
	CR 29.503 0390 Rel-16 Clarification on nfInstanceId in AuthEvent in Nudm_UEAuthentication
	Samsung
	Agreed
	

	
	
	2136
	CR 29.503 0391 Rel-16 Old AMF-ID in Nudm_UECM_Registration
	Samsung
	Withdrawn
	WI TEI16

CAT B

Yue:

During the initial regsitration the AMF is not able to know the "old AMF", then should the UDM deny the request?
[Varini] No, in initial registration case, the UE would have been authenticated, so UDM doesn’t need to suspect authenticity of the request. 
Yue: I don't follow, why authenticating UE can help UDM to determine whether an AMF is rogue?
The parameter we introduce is optional.
Yue: When receiving a message w/o the new parameter, how could the UDM identify the absence is due to rogue AMF or simply because the "good" AMF does not want to include it?

Shouldn't protection from rogue NF be achieved by e.g. Oauth2, TLS... ?

[Varini] That is my first impression too, however SA3 still expected such a scenario to happen as mentioned in LS C4-200391. This CR introduces a different solution then what was recommended by SA3.
Varini:

Thanks. My understanding is, UDM keeps a time check as to when the UE was authenticated last in a serving network. Within that window, the UE may move across AMFs (within the serving network) and UDM will typically accept UECM request from those AMFs without forcing re-authentication. This is the window for rogue AMFs to send fraudulent UECM request. 

My idea was that when a UE moves to new amf using proper context transfer, the new AMF can tell UDM that it received the UE from which old-amf. Upon verification, UDM can decide that there is no need to authenticate the UE again. In case of initial registration, AMF goes to UDM after authentication, hence even if old-amf id is not included, UDM knows the serving-network has a recently authenticated UE and hence won’t reject UECM request.

But I do agree with your second point. What if good amf doesn’t include this info. This may force unnecessary re-authentication. And, making inclusion mandatory is not trivial. 

I think I will need to put additional thought around this. I would like to withdraw the CR for now.



	
	
	2146
	CR 29.503 0396 Rel-16 Support of inter-RAT HO from NR SA to EN-DC
	NTT DOCOMO
	Revised to C4-202481
	WI TEI16

CAT F

Ulrich:

Clauses affected on cover page should be 6.1.6.2.

Hiroshi:

I have drafted the revision on the draft folder.

# Excuse me for appending the file name “v1” at the end instead of after the tdoc number itself.

If this version is fine, I will take away the unnecessary changes on the coversheet in the final version.

Draft revision provided.

Ulrich 

Revision is fine

	
	
	2481
	CR 29.503 0396 Rel-16 Support of inter-RAT HO from NR SA to EN-DC
	NTT DOCOMO
	Agreed
	

	
	
	2262
	CR 29.503 0410 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202417
	WI TEI16

CAT F

Replace online by E-Meeting

	
	
	2417
	CR 29.503 0410 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2271
	CR 29.503 0411 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202450
	WI TEI16

CAT F

Replace online by E-Meeting

	
	
	2450
	CR 29.503 0411 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.8
	NRF
	
	
	
	
	TEI16

	
	
	2054
	CR 29.510 0322 Rel-16 Supported Headers and Links Tables
	T-Mobile USA
	Revised to C4-202351
	WI TEI16

CAT F

Bruno:

All IETF references need to be corrected with their cross-references “[x]”.

Farni:

Thank you Bruno for your feedback.  I have made the changes as requested (attached).  Please let me know if ok
Bruno:

Thanks. This is OK, but using x and y in the new references (rapporteur replaces x and y by actual nbs when implementing all the CRs), and w/o revision marks on cover page.
[x]      IETF RFC 7231: “Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content”
[y]      IETF RFC 7694: “Hypertext Transfer Protocol (HTTP) Client-Initiated Content-Encoding”

Farni:

OK, draft revision provided

	
	
	2351
	CR 29.510 0322 Rel-16 Supported Headers and Links Tables
	T-Mobile USA
	Revised to C4-202477
	

	
	
	2477
	CR 29.510 0322 Rel-16 Supported Headers and Links Tables
	T-Mobile USA
	Agreed
	

	
	
	2092
	CR 29.510 0324 Rel-16 Requester-snssais
	Nokia, Nokia Shanghai Bell
	Revised to C4-202473
	WI TEI16

CAT F

Hiroshi:

May I ask whether if this CR intends to change the behavior of NRF, or simply intends to clarify?
With the change, it seems to limit the possible candidate to be provided, and may not be totally the same as before the change.

As the change is made towards only Release 16, it sounded as if Release 15 NRF can have different behavior.

Bruno:

The CR intends to clarify the NRF behaviour. The change does not limit the candidate NF profiles returned, instead the clarification says that NRF can return NF profiles matching at least one requester’s S-NSSAI.
Hiroshi:

Just to double check, in the reason for change it mentions: 
“it is ambiguous whether the NRF shall return only NF profiles supporting all the requester's S-NSSAIs or 
NF profiles supporting at least one requester's S-NSSAI”

Could Rel15 NRF behave in the former way, if we change only in Rel16, i.e. the ambiguity can remain in Rel15?

Bruno:

I would be fine with introducing the CR from Rel-15 onwards, if this is agreeable to CT4. 

If not, the Rel-16 spec can be consulted to see how to properly interpret the Rel-15 text (as we often do when a CR is not deemed FASMO).
Open Rel-15?

Depending on the scenario it is FASMO

Agreed to start with Rel-15.

Bruno:

Draft revision provided

	
	
	2473
	CR 29.510 0324 Rel-16 Requester-snssais
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2358
	CR 29.510 0339 Rel-15 Requester-snssais
	Nokia, Nokia Shanghai Bell
	Agreed
	Bruno:

Draft revision provided
Hiroshi:

Thank you for the new CR from Rel-15, and it looks fine from my side.

	
	
	2264
	CR 29.510 0336 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202419
	WI TEI16

CAT F 

Replace online by E-Meeting

	
	
	2419
	CR 29.510 0336 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	6.3.9
	NSSF
	
	
	
	
	TEI16

	
	
	2036
	CR 29.531 0059 Rel-16 Storage of YAML files in ETSI Forge
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2056
	CR 29.531 0060 Rel-16 Supported Headers Tables for Request and Response codes
	T-Mobile USA
	Revised to C4-202352
	WI TEI16

CAT F

Bruno:

All IETF references need to be corrected with their cross-references “[x]”.

Farni

Draft v1 provided


	
	
	2352
	CR 29.531 0060 Rel-16 Supported Headers Tables for Request and Response codes
	T-Mobile USA
	Revised to C4-202478
	

	
	
	2478
	CR 29.531 0060 Rel-16 Supported Headers Tables for Request and Response codes
	T-Mobile USA
	Revised to C4-202552
	IETF RFC 7231 [x] Unbreakable space to be used

Revise

	CC?
	
	2552
	CR 29.531 0060 Rel-16 Supported Headers Tables for Request and Response codes
	T-Mobile USA
	Agreed
	

	
	
	2065
	CR 29.531 0061 Rel-16 Add a new Notifications Overview Table
	T-Mobile USA
	Revised to C4-202385
	WI TEI16

CAT F 

Replace online by E-Meeting

	
	
	2385
	CR 29.531 0061 Rel-16 Add a new Notifications Overview Table
	T-Mobile USA
	Agreed
	

	
	
	2267
	CR 29.531 0066 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202424
	WI TEI16

CAT F 

Replace online by E-Meeting

	
	
	2424
	CR 29.531 0066 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2312
	CR 29.531 0067 Rel-16 mappingOfNssai IE in SliceInfoForRegistration
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	6.3.10
	SMSF
	
	
	
	
	TEI16

	
	
	2055
	CR 29.540 0046 Rel-16 Supported Headers table for response code 201
	T-Mobile USA
	Revised to C4-202381
	WI TEI16

CAT F
Replace online by E-Meeting, remove bullet list in first lines on coverpage

	
	
	2381
	CR 29.540 0046 Rel-16 Supported Headers table for response code 201
	T-Mobile USA
	Agreed
	

	
	
	2062
	CR 29.540 0047 Rel-16 Binary Data Types Table
	T-Mobile USA
	Revised to C4-202382
	WI TEI16

CAT F 

Replace online by E-Meeting, remove bullet list in first lines on coverpage

	
	
	2382
	CR 29.540 0047 Rel-16 Binary Data Types Table
	T-Mobile USA
	Agreed
	

	
	
	2199
	CR 29.540 0048 Rel-16 Correct the Data Type Descriptions
	ZTE
	Revised to C4-202485
	WI TEI16, 5GS_Ph1-CT

CAT F
WI 5GS_Ph1-CT

CAT A

	
	
	2485
	CR 29.540 0048 Rel-16 Correct the Data Type Descriptions
	ZTE
	Agreed
	

	
	
	2200
	CR 29.540 0049 Rel-15 Correct the Data Type Descriptions
	ZTE
	Revised to C4-202483
	WI TEI16, 5GS_Ph1-CT

CAT F
Ulrich:

why would this be FASMO?

Zhijun:

It is because the description "accessType" in SmsRecordData is totally wrong. It says the IE shall be present, while it is not. The description is against the P column
Ulrich:

I agree, current text is wrong and not aligned with P-column and OpenAPI (which anyway takes preference)

Zhijun:

Thanks for your confirm. I should say sorry that I did not find this error in previous time
WI 5GS_Ph1-CT

CAT F


	
	
	2483
	CR 29.540 0049 Rel-15 Correct the Data Type Descriptions
	ZTE
	Agreed
	

	
	
	2268
	CR 29.540 0051 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202428
	WI TEI16

CAT F 

Replace online by E-Meeting, 

	
	
	2428
	CR 29.540 0051 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2274
	CR 29.540 0052 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202453
	WI TEI16

CAT F 

Replace online by E-Meeting, 

	
	
	2453
	CR 29.540 0052 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.11
	LMF
	
	
	
	
	TEI16

	
	
	2066
	CR 29.572 0056 Rel-16 Add a new Notifications Overview Table
	T-Mobile USA
	Revised to C4-202357
	WI TEI16

CAT F

Yvette:
Please use the right template. 

Farni:

Please clarify.  I used the CR cover template that was provided when the CR was created.  Is there something on the cover that needs to be corrected?
e-Meeting  not online meeting

draft revision to be provided

	
	
	2357
	CR 29.572 0056 Rel-16 Add a new Notifications Overview Table
	T-Mobile USA
	Agreed
	

	
	
	2275
	CR 29.572 0057 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202359
	WI TEI16

CAT F

Yvette:
Please use the right template. 
e-Meeting  not online meeting

, draft revision to be provided

	
	
	2359
	CR 29.572 0057 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.12
	N32
	
	
	
	
	TEI16

	
	
	2103
	CR 29.573 0036 Rel-16 Storage of YAML files in ETSI Forge
	Nokia, Nokia Shanghai Bell
	Agreed
	WI TEI16

CAT F

	
	
	2269
	CR 29.573 0037 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202448
	WI TEI16

CAT F

e-Meeting  not online meeting



	
	
	2448
	CR 29.573 0037 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2276
	CR 29.573 0038 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202458
	WI TEI16

CAT F

e-Meeting  not online meeting



	
	
	2458
	CR 29.573 0038 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.13
	DNS
	
	
	
	
	TEI16

	
	
	2077
	CR 23.003 0578 Rel-16 DNS subdomain for operator usage in 5GC
	Ericsson
	Revised to C4-202365
	WI TEI16

CAT F
Hiroshi:

May I ask why this CR is addressed only to Release 16?
The proposed restriction seems better to be addressed from Release 15, thus wondered why we need to introduce only from Release 16

Frank:

It is fine for me to have the CR from Rel-15, it is also our preference. 

If there is no objection, I will ask tdoc number for Rel-15, change WI to 5GS_Ph1_CT. 

Bruno:

I don’t think we need a Rel-15 CR. As soon as 3GPP CT4 agrees on the Rel-16 CR, operators can safely use the  node.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org subdomain in their deployments  without “concern about future 3GPP standards encroaching on the DNS names within this zone.”
Hiroshi:

I see your point, but this would imply that for operators looking only into Rel-15 specs for their deployment to check Rel-16 (and future) specs to make sure the correct assignments are used. As I do not see the harm for any existing implementation in Rel-15 if this is changed, I would be keen on having this changed from Rel-15 for clarity.

Yue:

I am in line with Hiroshi

Bruno: we should really have only FASMO CRs for frozen releases

Operators have a preference to correct this from Rel-15.

We reached consensus to do this from Rel-15 onwards.

Open


	
	
	2364
	CR 23.003 0586 DNS subdomain for operator usage in 5GC
	Ericsson
	Revised to C4-202518
	5GS_Ph1-CT

Bruno:

-TS version on cover page is incorrect for this Rel-15 CR.
-Small typo in CoNA: “servious problem”

Frank

Thanks for spotting the error, will correct it. (revised in C4-202518)


	
	
	2518
	CR 23.003 0586 Rel-15 DNS subdomain for operator usage in 5GC
	Ericsson
	Agreed
	

	
	
	2365
	CR 23.003 0578 Rel-16 DNS subdomain for operator usage in 5GC
	Ericsson
	Agreed
	

	
	
	2192
	CR 29.303 0127 Rel-16 Service parameter for SGW
	Huawei
	Agreed
	WI TEI16

CAT F

Hiroshi:

May I ask why this CR is addressed only to Release 16?
The proposal is straight forward and I agree, but it is also not correct in Release 15.

Bruno:

this does not qualify as FASMO. The error is obvious (there is no such service parameter existing in 23.003).

	6.3.14
	AUSF
	
	
	
	
	TEI16

	
	
	2051
	CR 29.509 0086 Rel-16 Supported Headers Tables for Response code 201
	T-Mobile USA
	Revised to C4-202379
	WI TEI16

CAT F

	
	
	2379
	CR 29.509 0086 Rel-16 Supported Headers Tables for Response code 201
	T-Mobile USA
	Agreed
	

	
	
	2201
	CR 29.509 0088 Rel-16 Error Correction
	ZTE
	Revised to C4-202386
	WI TEI16, 5GS_Ph1-CT

CAT F
Caixia:

I think the name shall be UEAuthentication.

Zhijun:

, I will fix it
Ulrich:

- you may want to replace “error” with “editorial error” in Reason for change, Summary of change and Consequences if not approved.
- the correct name of the service is Nausf_UEAuthentication

Zhijun:

Thanks for your suggestion. I will further revise it to v2, and upload it later.

Ulrich:

v2 still has the wrong service name.
Correct service name is Nausf_UEAuthentication.

Zhijun:

I have corrected it in the formal C4-202386 (revsion of 2201), which is just uploaded to /Inbox.
One question, 29.509 have similar sections for other services which doesn't have "Nausf_" for its service name, do we correct them together?
Ulrich

we should

Zhijun

I will produce new revision later, to cover other sections.



	
	
	2386
	CR 29.509 0088 Rel-16 Error Correction
	ZTE
	Revised to C4-202502
	Zhijun:

I have did similar changes to add "Nausf_" prefix to clause 6.2.3.1 / 6.3.3.1.
Now C4-202386 v1 is uploaded to: /Inbox/Drafts/6.3.14



	
	
	2502
	CR 29.509 0088 Rel-16 Error Correction
	ZTE
	Agreed
	

	
	
	2263
	CR 29.509 0091 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202418
	WI TEI16

CAT F 

e-Meeting  not online meeting



	
	
	2418
	CR 29.509 0091 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	
	
	2272
	CR 29.509 0092 Rel-16 Add custom operation Name
	T-Mobile USA
	Revised to C4-202451
	WI TEI16

CAT F

e-Meeting  not online meeting



	
	
	2451
	CR 29.509 0092 Rel-16 Add custom operation Name
	T-Mobile USA
	Agreed
	

	6.3.15
	EIR
	
	
	
	
	TEI16

	
	
	2265
	CR 29.511 0032 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Revised to C4-202420
	WI TEI16

CAT F

e-Meeting  not online meeting



	
	
	2420
	CR 29.511 0032 Rel-16 Data type column in Resource URI variables Table
	T-Mobile USA
	Agreed
	

	6.3.16
	PWS
	
	
	
	
	TEI16

	
	
	2240
	CR 29.168 0074 Rel-16 Essential Corrections on PWS Procedures for 5GC
	Ericsson, One2Many
	Revised to C4-202488
	WI TEI16

CAT F

Bruno:

Just one small editorial: 
4.3.3E.2: "or via or two AMFs "

Jones:

The editorial fixed in V1 and uploaded to draft box: 
Peter Sanders:

there are changes over changes (something strange happened (multiple times) with the reference [7]. => you moved the reference to inside the brackets
draft  revision to be provided.

	
	
	2488
	CR 29.168 0074 Rel-16 Essential Corrections on PWS Procedures for 5GC
	Ericsson, One2Many
	Agreed
	

	6.3.17
	Common Data
	
	
	
	
	TEI16

	
	
	2132
	CR 29.571 0200 Rel-16 UserLocation for Secondary RAT
	Ericsson
	Withdrawn
	WI TEI16

CAT F

Bruno:

we are not keen on proceeding with this change for Rel-16, since:
· stage 2 requires the opposite (see excerpt below), 

· we are not aware so far of any service requirement that would need this information, 

· SA2 has not studied which interfaces would benefit from having this information available

· this could cause significant extra signalling in the 5GC if this is misused, i.e. without proper stage 2 reqts controlling how this is used.

23.501, 5.6.2: 

"In the case of 3GPP access: Cell-Id. The AMF includes only the Primary Cell-Id even if it had received also the Cell-Id of the Primary cell in the Secondary RAN node from NG-RAN."

This may be added in a later release, once stage 2 requires so.

Open

	
	
	2133
	CR 29.571 0201 Rel-16 Clarification of NF Instance ID encoding
	Ericsson
	Revised to C4-202371
	WI TEI16

CAT F

Bruno
We support the principle of the CR (now in line with our comments from the last meeting) and we can co-sign. 
I suggest to clarify the NOTE to state that an NF shall be able to receive any UUID format.

Frank:

Thanks for the comments and support. 
So you want to reword the note positively, e.g.

“The NF shall be able to receive a NF Instance Id in any UUID format”

Bruno:

Yes, thanks.
draft revision to be provided

	
	
	2371
	CR 29.571 0201 Rel-16 Clarification of NF Instance ID encoding
	Ericsson, Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	2258
	CR 29.571 0204 Rel-16 Binary IE Encoding
	Ericsson
	withdrawn
	WI TEI16

CAT F

	
	
	2259
	CR 29.571 0205 Rel-16 Correction on unsigned integer types
	Ericsson
	Revised to C4-202499
	WI TEI16

CAT F

Bruno:

The changes are fine, but we don’t need the new table note in clause 5.2.2. Please revert it.

Jones

The updated V1 version is uploaded to FTP, with the table note reverted.
Bruno:

You have reverted the note, but omitted to also revert the cross-references “(NOTE)” in corresponding table entries
Jones:

Thanks a lot! V2 is uploaded in [6.3.17], please check.
 
If it is OK, I will revise it to new TDoc.
Revise, new tdoc number

	
	
	2499
	CR 29.571 0205 Rel-16 Correction on unsigned integer types
	Ericsson
	Agreed
	

	6.3.18
	MDT
	
	
	
	
	TEI16

	
	
	2070
	CR 29.503 0387 Rel-16 MDT user consent
	HUAWEI
	Revised to C4-202398
	WI 5GMDT

CAT B

	
	
	2398
	CR 29.503 0387 Rel-16 MDT user consent
	HUAWEI
	Agreed
	

	
	
	2071
	CR 29.571 0196 Rel-16 MDT Configuration data for 5G
	HUAWEI
	Revised to C4-202399
	WI 5GMDT

CAT B

Ulrich:

- Other Comments should list the impacted APIs from 29.503 and 29.518
- there are two occurrences of “arrary”; should be “array”

Qingfen:

Thank you for your comments, a new revision of 2071 revised based on your comments was uploaded in Inbox / Drafts / [6.3.18]


	
	
	2399
	CR 29.571 0196 Rel-16 MDT Configuration data for 5G
	HUAWEI
	Agreed
	

	
	
	2169
	CR 29.518 0322 Rel-16 MDT Configuration
	Huawei
	Revised to C4-202445
	WI SBIProtoc16

CAT B

Bruno

WI code should be TEI16, 5GMDT.

Table 6.1.6.1-2 needs to be extended with the new data types defined in and reused from 29.571.

6.1.6.2.x: mdtAllowedPlmnIdList should be defined as 1..16 (reverting min and max in description).

6.1.6.2.x: measurementPeriodLte: definition to be corrected ("contain the collection period ").

Caixia:

I have updated the contribution, and draft version V1 has been uploaded into [6.3.18].
With the changes:
1. Correct the WI code;
2. Define the reused data types in the Table;
3. Update the description for the maximum items of PLMN ID;
4. Correct the description of the measurementPeriodLte.
Bruno:

6.1.6.2.x: mdtAllowedPlmnIdList should be defined as 1..16 instead of 1..N. You can then remove the text “Maximum of 16 PLMNs can be contained.”
Revise new tdoc 



	
	
	2445
	CR 29.518 0322 Rel-16 MDT Configuration
	Huawei
	Revised to C4-202540
	Brunos last comment not captured

	
	
	2540
	CR 29.518 0322 Rel-16 MDT Configuration
	Huawei
	Agreed
	

	
	
	2191
	CR 29.274 1986 Rel-16 Correct the reference for MDT
	Huawei
	Agreed
	WI TEI16

CAT F

	
	
	2331
	CR 29.503 0419 Rel-16 MDT Configuration data for 5G
	HUAWEI
	withdrawn
	WI TEI16, 5GMDT

CAT B

	
	
	2333
	CR 29.503 0421 Rel-16 MDT Configuration data for 5G
	HUAWEI
	Revised to C4-202400
	WI TEI16, 5GMDT

CAT B
Ulrich:

- the changes to clauses 5.2.2.2.3 and 5.2.2.5.2 are not needed. No need to mention specific attributes of AccessAndMobilitySubscriptionData.
- not modified text between 

(… text not shown for clarity …)
-*************************The end of changes*************************
in A.2 should be removed.

Qingfen:

Thank you for your comments, I’m fine with your comments ,and the new version of the CR was updated based on your comment.
Draft V1 was uploaded in Inbox / Drafts / [6.3.18
Ulrich:

I spotted another issue: The reference (see clause 4.1.2.17 of 3GPP TS 32.422 [23]) should be [xx] and is missing from clause 2
Qingfen
solve in new revision.
Draft V2 was uploaded in  Inbox / Drafts / [6.3.18]

Ulrich:

v2 looks good.

revise, new tdoc number.



	
	
	2400
	CR 29.503 0421 Rel-16 MDT Configuration data for 5G
	HUAWEI
	Agreed
	

	
	
	2401
	CR 29.503 0421 Rel-16 MDT Configuration data for 5G
	HUAWEI
	Withdraw
	

	6.3.19
	Direct data forwarding
	
	
	
	
	Direct_data_fw_NR-Core

	
	
	2295
	CR 29.274 1989 Rel-16 Inter-system handover with direct data forwarding
	Nokia, Nokia Shanghai Bell
	Agreed
	WI Direct_data_fw_NR-Core, TEI16

CAT B

	
	
	2296
	CR 29.502 0339 Rel-16 Inter-system handover with direct data forwarding
	Nokia, Nokia Shanghai Bell
	Revised to C4-202474
	WI Direct_data_fw_NR-Core, TEI16

CAT B

Jones:

We support this CR.
Just few editorials: 

5.2.2.2.3:

-             hoState attribute set to PREPARING and N2 SM information to request the target 5G-AN to assign resources to the PDU session, as specified in step 2 of Figure 5.2.2.3.4.2-1, including an indication that a direct forwarding path is available if the SMF was indicated that direct data forwarding is applicable;
The last sentence is slightly hard to read. Maybe rephrase to something like:

-              hoState attribute set to PREPARING and N2 SM information to request the target 5G-AN to assign resources to the PDU session, as specified in step 2 of Figure 5.2.2.3.4.2-1. If the SMF was indicated in step 1 that direct data forwarding is applicable, the SMF shall include an indication that a direct forwarding path is available in the N2 SM information;

5.2.2.3.9:

The SMF shall return a 200 OK response including the following information:

-     N2 SM information (see Handover Command Transfer IE in clause 9.3.4.10 of 3GPP TS 38.413 [9]) containing DL forwarding tunnel information to be sent to the source 5G-AN by the AMF if direct or indirect data forwarding applies (see step 11f of clause 4.9.1.3.2 of 3GPP TS 23.502 [3]). 

If direct data forwarding applies, the DL forwarding tunnel information shall contain the E-UTRAN tunnel info for data forwarding per EPS bearer received from the MME. 

If indirect data forwarding applies, the DL forwarding tunnel information shall contain the CN transport layer address and tunnel endpoint (i.e. UPF's GTP-U F-TEID) for Data Forwarding and the QoS flows for Data Forwarding for this PDU session.
These two paragraphs should also be style B2, as they are describing the DL forwarding tunnel information in the bullet.

Bruno:

I have uploaded v1 updated with your comments
Jones:

The V1 version is fine for me. 
Revise, new tdoc number

	
	
	2474
	CR 29.502 0339 Rel-16 Inter-system handover with direct data forwarding
	Nokia, Nokia Shanghai Bell, Ericsson
	Agreed
	

	
	
	2297
	CR 29.244 0412 Rel-16 Inter-system handover with direct data forwarding
	Nokia, Nokia Shanghai Bell
	Revised to C4-202475
	WI Direct_data_fw_NR-Core, TEI16

CAT B

Frank:

In this CR, you add some text ”Downlink data may be forwarded during an inter-system handover between 5GS and EPS using direct or indirect data forwarding. ” while the existing text doesn’t say downlink or uplink, then question may be raised what about Uplinnk data.  We could add a note, that Uplink data is not forwarded during an inter-system handover between 5GS and EPS in this release of specification.
We would like to support the CR.

Bruno:

Right, RAN specs say that Uplink data is not forwarded during an inter-system handover between 5GS and EPS. I can add a note.
Thanks for your support

Giorgi:

Editorial: No need to add 'Indirect' to the title of 5.17.3, because the clause addresses both direct and indirect forwarding mechanisms
Bruno:

I have uploaded v1 in draft inbox updated with your comments
Revise, new tdoc number 



	
	
	2475
	CR 29.244 0412 Rel-16 Inter-system handover with direct data forwarding
	Nokia, Nokia Shanghai Bell, Ericsson
	Agreed
	

	
	
	
	
	
	
	

	6.3.20
	AoB
	
	
	
	
	TEI16

	
	
	2127
	CR 29.501 0076 Rel-16 Correction of the method used for Notifications
	Ericsson
	Agreed
	WI TEI16

CAT F

	
	
	2145
	CR 23.008 0579 Rel-16 Support of inter-RAT HO from NR SA to EN-DC
	NTT DOCOMO
	Revised to C4-202480
	WI TEI16

CAT F

Bruno:

Just a small edit: 3GPP TS 23.501 [x]

Yvette:

The referenced TS is wrong. It should be TS 23.502
Hiroshi:

I have drafted the revision on the draft folder, and it should be TS 23.502..
# Excuse me for appending the file name “v1” at the end instead of after the tdoc number itself.

If this version is fine, I will take away the unnecessary changes over changes and the coversheet in the final version.

Bruno

Your draft revision is fine by me
Revise, new tdoc number 



	
	
	2480
	CR 23.008 0579 Rel-16 Support of inter-RAT HO from NR SA to EN-DC
	NTT DOCOMO
	Agreed
	

	
	
	2334
	CR 29.500 0122 Rel-16 Failure detection on idle HTTP connections by NFs acting as HTTP/2 server
	Oracle Corporation
	revised to C4-202336
	Revision of C4-202336

WI 5GS_Ph1-CT

CAT D

	
	
	2336
	CR 29.500 0122 Rel-16 Failure detection on idle HTTP connections by NFs acting as HTTP/2 server
	Oracle Corporation
	Revised to C4-202413
	WI 5GS_Ph1-CT

CAT F

 WI code should be TEI16 as well

Caixia:

is better to reword the sentences below, to avoid referring the same clause and same RFC three times in one paragraph:
An NF acting as an HTTP/2 client shall support testing whether a connection is still active by sending a PING frame as specified in clause 6.7 of IETF RFC 7540 [7]. An NF acting as an HTTP/2 server may test whether a connection is still active by sending a PING frame as specified in clause 6.7 of IETF RFC 7540 [7]. An NF acting as an HTTP/2 client or server shall respond to received PING frames as specified in clause 6.7 of IETF RFC 7540 [7].

Bruno;

WI code needs to be corrected to “TEI16, 5GS_Ph1-CT”.

Virendra:

Agreed, I will update the WI

Jones:

One question: What is the expected behavior if an HTTP server detected that the connection from the client is not available?

.
Virendra

When HTTP server detects the connection failure, it shall follow connection error handling as defined in clause 5.4.1.  Connection Error Handling of RFC 7540. 
Do we need to explicitly mention as clause 5.2.1 of TS 29.500 defines to follow RFC7540?
5.2.1      General
HTTP/2 as described in IETF RFC 7540 [7] shall be used in Service based interface.

Jones:

I asked the question because if an HTTP client detects a connection failure, the HTTP client as NF consumer/producer will perform some actions specified in 3GPP, e.g. to setup another parallel connection, or e.g. select another HTTP server if all connections between the peers are dead can cannot be establishment. As these actions are not applicable for HTTP server and the server only will only perform HTTP level handling, the additional texts introduced in this CR seems not as essential as the existing HTTP client side requirements.
But I am not against to add the texts.

Giorgi:

Editorial: in the fourth paragraph now we have three references to the very same clause 6.7 of IETF RFC 7540 [7]. I’d propose to remove the first two and keep only the last one.

Virendra

Thanks Giorgi, Bruno, Jones and Caixia for comments. Draft v2 has been uploaded in Inbox/Drafts with below updates:
· Removed first two reference of RFC7540 and kept the last one. 

· WI code needs to be corrected to “TEI16, 5GS_Ph1-CT”.

Added text for http2 connection error handling



	
	
	2413
	CR 29.500 0122 Rel-16 Failure detection on idle HTTP connections by NFs acting as HTTP/2 server
	Oracle Corporation
	Agreed
	

	
	
	
	
	
	
	

	7
	Release 15
	
	
	
	
	

	7.1
	CT4 Led WIs
	
	
	
	
	

	7.1.1
	EPC enhancements to support 5G New Radio via Dual Connectivity, CT aspects
	
	
	
	
	EDCE5-CT

	
	
	
	
	
	
	

	7.1.2
	CT aspects of unlicensed spectrum offloading system enhancements
	
	
	
	
	USOS-CT

	
	
	
	
	
	
	

	7.1.3
	CT aspects of 5G Trace management
	
	
	
	
	NETSLICE-5GTRACE-CT

	
	
	
	
	
	
	

	7.2
	CT4 Supported WIs
	
	
	
	
	

	7.2.1
	CT aspects on 5G System - Phase 1
	
	
	
	
	5GS_Ph1-CT

	7.2.1.1
	Contributions to TS 29.500
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.2
	Contributions to TS 29.501
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.3
	Contributions to TS 29.502
	
	
	
	
	5GS_Ph1-CT

	
	
	2029
	CR 29.502 0315 Rel-15 Integrity protection maximum data rate in Create Request/Response
	Nokia, Nokia Shanghai Bell
	Revised to C4-202541
	WI 5GS_Ph1-CT

CAT F

Mirror CR in C4-202030, is not an exact mirror

	
	
	2541
	CR 29.502 0315 Rel-15 Integrity protection maximum data rate in Create Request/Response
	Nokia, Nokia Shanghai Bell
	Agreed
	

	
	
	
	
	
	
	

	7.2.1.4
	Contributions to TS 29.503
	
	
	
	
	5GS_Ph1-CT

	
	
	2282
	CR 29.503 0273 Rel-15 Correct absence of 4G SRVCC support indication when registering with 5GS
	BlackBerry UK Ltd.
	Withdrawn
	WI 5GS_Ph1-CT

CAT F

Many

I think that C4-202281, C4-202282 and C4-202283 are all CT1’s call, or? We in CT4 should wait for the outcome of the corresponding CRs in CT1 to 24.301 before agreeing them, I believe
CC 21st:

We are dependent on CT1 if we  do not have time to  align this set of CRs need to be postponed to next CT4  meeting

See 2281

Open

	
	
	2283
	CR 29.503 0274 Rel-16 Correct absence of 4G SRVCC support indication when registering with 5GS
	BlackBerry UK Ltd.
	Withdrawn
	WI 5GS_Ph1-CT

CAT A

Many

I think that C4-202281, C4-202282 and C4-202283 are all CT1’s call, or? We in CT4 should wait for the outcome of the corresponding CRs in CT1 to 24.301 before agreeing them, I believe
See 2281

Open

	
	
	2306
	CR 29.503 0414 Rel-15 Network Slicing Subscription Change
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5GS_Ph1-CT

CAT F

Rel-16 CR C4-193581 agreed in CT4#93



	
	
	2305
	CR 29.503 0413 Rel-15 Remove NSI-based SUPISUCI in TS29.503(R15)
	China Telecom
	Postponed
	WI 5GS_Ph1-CT

CAT A

Should be category F

What about Rel-16?
Ulrich:

why is NSI-based SUPI/SUCI an invalid case in Rel-15?
Reason for change says “Either IMSI or NSI is present in same USIM application”.

This does not mean that NSI cannot be present.
LiuLiu

The next sentence in Reason for change is
In Rel15, EF NSI is removed to comply to SA3 LS S3-194455
Ulrich:

yes that is the next sentence; but what does it mean? What is EF? Where (in which specification) is EF NSI removed?
Where is the misalignment between different specifications?

23.501 v15.9.0 still has:

The SUPI may contain:
-    an IMSI as defined in TS 23.003 [19], or

-    a network-specific identifier, used for private networks as defined in TS 22.261 [2].

I do not see justification to remove the NSI based SUPI.

Marco:

CR it says in both examples
These components shall be formatted as follows:

(…)

3)     Routing Indicator, consisting of 1 to 4 decimal digits formatted as a string of 1 to 4 characters (UTF-8 0x30 to 0x39). 

4)  Protection Scheme Identifier, consisting in a value in the range of 0 to 15, representing a single hexadecimal digit, formatted as a single UTF-8 character (UTF-8 0x30 to 0x39, or 0x41 to 0x46, or 0x61 to 0x66).

(…) 

EXAMPLES:

(…)

Routing Identifier: 012

Protection Scheme: 0 (NULL scheme)

Please clarify,

Is it Indicator or Identifier and …Scheme or …Scheme Identifier?

CC 22nd 

Ulrich cannot agree to the CR

Open

	7.2.1.5
	Contributions to TS 29.504
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.6
	Contributions to TS 29.505
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.7
	Contributions to TS 29.509
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.8
	Contributions to TS 29.510
	
	
	
	
	5GS_Ph1-CT

	
	Moved from 6.1.10
	2109
	discussion 29.510  Rel-16 Misalignment between Discovery Service and Subs/Notif Service in NRF
	Ericsson
	noted
	Discussion paper C4-202343 is related to this CR

Varini:
I have a question for clarification for Alternative 1: With the change, you propose to return full NF profile to the consumer.
I think it should be profile at least filtered as per what NF consumer is authorized to consume?

Jesus:

NF Instances are authorized (at least for some of their services) to be invoked by the consumer.
However, the consumer might not be allowed to invoke ALL the services defined by the NF Instance. Still, the NF Profile returned by NRF will be the full NFProfile, as registered by the producer, because otherwise the notifications sent by the subs/notif operations will be based on a resource representation that is not known by the consumer.



	
	Moved from 6.1.10
	2343
	Discussion Rel-16 Misalignment between Discovery and Subscription/Notification services in NRF
	Nokia, Nokia Shanghai Bell
	noted
	Related  to CR in C4-202109
Comparing Alernative 1 and 2 alternative 1 is preferred.

We need a solution for Rel-15

Rel-16 solution may differ from Rel-15.

Jesus: a Solution which allows subscription filtering may be useful.

Jesus: may also allow some filtering by the NRF this is not in the discussion paper.

Bruno: One possibly is to have alternative 3 in Rel-15 with extensions of alternative 2 in Rel-16.

Bruno: Alternative 3 just changing and array to a map

We should continue the discussion via email and should come back next week possibly on Wednesday in the CC..

Ravi

We discussed this issue internally and here is our final position/comment :
1) Technically Alternative #3 is the best solution but it is too disruptive for R15. We are too late to bring such a big change in R15.

2) Alternative #1 is good and less disruptive but we see an issue in sending allowedXYZ attributes. allowedXYZ  is used internally by NRF to perform authorization of all service requests. So sharing it with external elements like any consumer NF is a security risk. 

Bruno:

Alt. 1 w/o newly passing the authorization parameters in the NF Discovery Response (and w/o OAuth2 extensions in Rel-16) would NOT be acceptable to NOKIA, as this would result in consumers accessing/using services that they are not allowed to discover/use, e.g. eMBB consumer starting to consume URLLC services that it is not allowed to use.
Alt.3 requires a straightforward format change (and the solution allows step wise introduction of the correction in the network, since interoperability is guaranteed between existing and upgraded NFs). It preserves the full functionality of the NRF and existing NRF and NRF’s consumers’ behaviour, so also a better solution in long term.

ALt. 1 requires extensions to NFDiscovery APIs, with new checks to do in NRF consumers, narrows down significantly what an NRF can do currently, and will also require OAuth2 extensions in Rel-16 to ensure that no NRF consumer abuses services (intentionally or not) services they are not allowed to access. ALt. 1 is more disruptive than ALt.3 in our view, implementation wise and system (functional)-wise.

Yue:

Please let me raise following questions for my better understanding of the situation:
1. 29.510 has specified if the "service-names" query parameter is not included in the NFDiscovery request, then the NRF shall reture all the services registered to the NRF. In this case, should the NF consumer (comply with existing version of specifications) question whether all the services can satisfy the requirement? If yes, how about the authorization parameters?
2. Suppose one NF provides two services, say Service-a and Serivce-b, Service-a can satisfy requirements of certain NF consumer while service-b cannot. Is the authorization parameter the only reason causing such difference (for the time being)?
3. A question more to the operators, is it a normal deployment option to have different authorization policies for different services within the same NF?
Yvette

After internal discussion DT came to their preference to Alt#1 to solve the misalignement. I am listing  here some of the reasons expressed during our discussion:
· If the NRF starts offering to potentially each requester a different view of the NF profile data, it will also need to keep track of that in order to provide proper notification of changes as perceived from each individual view. This is a complexity nightmare.

· Plus, each view will have an independent expiration time of the returned results

· Returning the full profiles is cleaner. Anyway, not every single query triggers a NRF request. That is why there is an expiration time

· That the requester needs to check the returned NF profiles is not really a problem. It anyway has to do that...

· That an NF profile may contain NF services a given requester has no right to access is not a problem (basically other slices besides the ones it is allowed to use).

· That you can “see” it does not mean that you can use it. There are authorization mechanisms for that
· If a deployment needs full segmentation, then just use a separate NF instance for a given slice and not a shared one

CC 22nd 

Discussion is about Release 15 and Release 16.

Yvette how filtering is done query parameters or ..

Jesus

Bruno

Today it is possible to  filter out not  alloed services. This should not be change.

Providing  not authorized  services lead to  unneccesary signlling this shall be avoided.

Ravi: we should  not  send  complete profile and leave it to the consumer to filter.
Is there a preference for one solution?

At the moment delegates raised slide preference to alt1.

Yue:

Abdessamad:

Purpose of service  set?

Actual position of the companies

Actual  positions:

-Alt1: China Mobile, Ericsson, Cisco, Huawei, ZTE, Deutsche Telekom(?)
-Alt2: -

-Alt3: Nokia, Orange, Vodafone, HPe, Oracle

Nokia only one solution, we should not have different solutions in different releases

Alt1 means we need to add possibility of filtering of allowed services
Cisco Rel-15 preference for Alt1 but for later releases Alt3 is acceptable.

China mobile cannot accept Alt3 for Rel-15.

Nokia cannot accept Alt1 without additions. Nokia want the capability to filter authorized services.

Yue sending authorized service parameter does not realy harm.

Ericsson can accept Alt3 to make progress.

Yvette needs further internal discussion. 

Some companies can agreed different solutions for Rel-15 and Rel-16 and some want only one solution.

We need to have final decisson on CRs in our  next meeting

Companies are asked to analyse the problem and on a way forward and the side effects if we agree on a solution in Q3 or Q4 in 2020.

Conference call to be scheduled in about 3 weeks (Action to Chairman), Companies are asked to preare  documents, Jesus volunteered to draft a CR for Rel-15 for Alt1 including ammendments.
CC 23rd 
Jesus got indication  from operators that no changes to the consumer NFs by the chosen solution.

This would rule out all 3 alternatives

We need alternative 4 for Rel-15 (workaround)

Bruno: we could than investigate Alt3

Jesus will share alternative 4 via email

Thes solutions neeed to be discussed at our conference call.


	
	
	2360
	CR 29.510 0339 Rel-15Requester-snssais
	Nokia, Nokia Shanghai Bell
	withdrawn
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.9
	Contributions to TS 29.511
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.10
	Contributions to TS 29.518
	
	
	
	
	5GS_Ph1-CT

	
	
	2193
	CR 29.518 0327 Rel-15 Periodic reporting
	Huawei
	not  pursued
	WI 5GS_Ph1-CT

CAT F

Yue

How can a service consumer identify whether the target AMF supports this feature? Since the CR is marked as "correction" thus will not encrease the API minor version.
Bruno:

The principle is fine, but this does not seem to cover a FASMO. Workaround exists in Rel-15, e.g. continuous reporting.

Does it make sense to enable periodic reporting for all the events, e.g. Communication-Failure-Report, Loss-of-Connectivity?

Cannot expiry and maxReports also possibly apply with periodic reporting? this seems excluded in 6.2.6.3.4.

6.2.6.2.6: "When present, this IE describes the periodic time for the event reports." -> period

5.3.1: NOTE 3 should be extended to also apply to periodic reporting. Also all cross-references to NOTE 2 and NOTE 3 are wrong (there is even a cross-reference to a NOTE 4 which does not exist but which it meant to refer to NOTE 3). Can you please also correct this.
Caixia:

The function is now started from Rel-16, Rel-15 CR is not needed.
Not seen as FASMO



	
	
	2194
	CR 29.518 0328 Rel-16 Periodic reporting
	Huawei
	Revised to C4-202446
	WI 5GS_Ph1-CT

CAT A

Bruno:

The same comments apply to this mirror CR. Additionally, does it make sense to enable periodic reporting to Availability-after-DDN-failure?

Caixia: 

Thanks, the draft version V1 is uploaded into [7.2]:

1. Type A is changed to type F
2. Restrict the periodic reporting to Location-Reporting and UEs-In-Area;
3. Add NOTE2, for the location report, the last known location will be reported for the UE in ECM-IDLE state, to avoid paging signaling cost;
4. Correct the cross-reference of the NOTES;
5. Update the definition, the expiry time and maximum number of reports are also suitable for periodic reporting;
6. Correct the typo periodic.
Jones:

This CR cannot be qualified as FASMO.
Some comments:

· Periodically reporting is not suitable for most of the AMF events (most of the events are just triggered when changed). The only events that I see might fit are:

· Location-Reporting (For current location, not for last known location)

· UEs-In-Area

· Please clarify the expected behavior of periodically reporting when applies to the event, e.g. how Location Report with current location works, will AMF/RAN expect to paging UE to get the current location per interval?

· Periodically reporting can still working together with max number of reports, and even potentially expiry. Why requires explicit unsubscribe?

· Periodically reporting should be limited to subscription to single UE. Periodically reporting for big group of UE may create traffic peak (e.g. to paging the UEs to get the current location of the UE) and shall be avoided

Caixia:

I am fine to start from Rel-16, and the draft version V1 is uploaded into [7.2]:
7. Restrict the periodic reporting to Location-Reporting and UEs-In-Area

8. Add NOTE2, for the location report, the last known location will be reported for the UE in ECM-IDLE state, to avoid paging signaling cost;

9. Update the definition, the expiry time and maximum number of reports are also suitable for periodic reporting;

10. Periodic reporting is applicable for single UE or group UE in 4G and also in event exposure in SMF, propose to keep alignment, and as the last known location is reported, signaling cost can be avoid.

Caixia:

I am OK to start from Rel-16, and will update the paper according to your comments.

I am fine to start from Rel-16, and will update the Rel-16 CR accordingly.
Cat: F

WI: TEI16, 5GS_Ph1-CT

Jones

Some small comments:
1. NOTE 2: For Periodic Report, UE Last Known Location is reported if the UE is in CM-IDLE state when the report is being generated.

2. What is the meaning to apply the repetition period per individual UE? I understood that the max number of reports shall be applied per UE, as the remaining number might differ due to different number of reports generated per UE. But for repetition period, shouldn’t it be identical always for any UE in the group? Please clarify.

This IE shall be present if the trigger is set to "PERIODIC". When present, this IE describes the period time for the event reports. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group.
Caixia:

Thank you, I will update the text you proposed in NOTE2.
And for the second comments, you understanding is correct, any UE in the group has the identical value of the period, the added text just wants to indicate that all the UEs shall be reported based on the period
revision to be provided

	
	
	2446
	CR 29.518 0328 Rel-16 Periodic reporting
	Huawei
	Revised to C4-202527
	Bruno:

In clause 5.3.1, your first change to NOTE 1 is not correct. NOTE 1 should keep the existing text, should not add One-Time Report (for which no specific concern should exist), and we can also add Periodic Report.
The rest looks fine

Caixia:

Thank you, the text is changed as below, and the draft V1 version is also uploaded onto the Draft inbox of [7.2]

      Report Type: One-Time Report, Continuous Report (See NOTE 1), Periodic Report (See NOTE 1 and 2)

      Input: UE-ID(s), Optionally Filters: TAI, Cell-ID, N3IWF, UE-IP, UDP-PORT, TNAP ID, Global Line Id

      Notification; UE-ID, filtered updated location (TAI, Cell-ID for 3GPP access, most recent N3IWF node, UE local IP address and UDP source port number for non-3GPP access, TNAP ID, Global Line Id).

NOTE 1:   Support of Continuous Report or Periodic Report should be controlled by operator policy.
NOTE 2:   For Periodic Report, UE Last Known Location is reported if the UE is in CM-IDLE state when the report is being generated
New revision

	
	
	2527
	CR 29.518 0328 Rel-16 Periodic reporting
	Huawei
	Agreed
	

	
	
	2195
	CR 29.518 0329 Rel-15 Reasons for loss of connectivity
	Huawei
	Not pursued
	WI 5GS_Ph1-CT

CAT F

Bruno:

It does not seem to correct a FASMO.

Attribute name lossOfConnectRsn should be renamed to "lossOfConnectReason". 


In the description of the attribute, propose to say "should" instead of "shall".

6.2.6.3.x: 
- DEREGISTERED
"Indicates the maximum detection timer is expired.": not clear to what this refers to. => Mobile Reachable timer expires in the AMF

Not seen as FASMO



	
	
	2196
	CR 29.518 0330 Rel-16 Reasons for loss of connectivity
	Huawei
	Revised to C4-202447
	WI 5GS_Ph1-CT

CAT A

Bruno:

The same comments apply to this mirror CR.

Caixia:

I am fine to start from Rel-16, the draft v1 is uploaded into [7.2]:
 
WI code changed to TEI16, with category F;
Update the name to lossOfConnectReason;
Shall change to should;
DEREGISTER change to DEREGISTERED;
Clearly indicates the Mobile Reachable timer.
Jones:

This IE is not mandated as specified in TS 29.122: If "monitoringType" is "LOSS_OF_CONNECTIVITY", this parameter shall be included if available to identify the reason why loss of connectivity is reported. It definitely not qualified as FASMO.
Additionally, TS 29.122 is re-using the integer value defined in 29.336:

8.4.58    Loss-Of-Connectivity-Reason
The Loss-Of Connectivity-Reason AVP is of type Unsigned32 and shall identify the reason why loss of connectivity is reported. The following values are defined:
UE_DETACHED_MME (0)

UE_DETACHED_SGSN (1)

MAX_DETECTION_TIME_EXPIRED_MME (2)

MAX_DETECTION_TIME_EXPIRED_SGSN (3)

UE_PURGED_MME (4)

UE_PURGED_SGSN (5)

If AMF provided these reasons to NEF, how will this be reported via N33?

Caixia:

We already submitted CRs C3-202133/2134 to TS 29.522 to extend the lossOfConnecReason and adding 6-8 which is only for 5G, (the CRs took mistake to use value 5 for 5G, but will change to 6-8).
The proposal will be started from Rel-16, please check the draft version V1 in the [7.2].
Jones:

Some small comments:
1. The attribute lossOfConnectReason is not corrected in OpenAPI.

2.  Please add the CR to 29.522 in other comments field, just as reference

Caixia:

I revise the paper to draft V2 based on the comments from your side, please check the paper in Inbox of [7.2].
Jones:

The V2 version is fine for me.
revise new tdoc number


	
	
	2447
	CR 29.518 0330 Rel-16 Reasons for loss of connectivity
	Huawei
	Agreed
	

	7.2.1.11
	Contributions to TS 23.527
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.12
	Contributions to TS 29.531
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.13
	Contributions to TS 29.540
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.14
	Contributions to TS 29.571
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.15
	Contributions to TS 29.572
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.16
	Contributions to TS 29.573
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.17
	Contributions to TS 29.524
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.18
	Impacted Specifications
	
	
	
	
	5GS_Ph1-CT

	
	
	2279
	CR 23.003 0581 Rel-15 Correcting Visited Country FQDN for N3AN node
	BlackBerry UK Ltd.
	withdrawn
	WI 5GS_Ph1-CT

CAT F

Bruno:

1) Reason for change / use case

A visited country may not have deployed LI-enabled N3IWF. 
“an LI enabled N3IWF” is an incorrect wording as there is no LI in N3IWF (which is an AN) (there is no LI in NG RAN); this is the fundamental distinction between an ePDG  and N3IWF. LI is a topic for AMF and SMF.

So is the use case that a VPLMN may not deploy N3IWF but only ePDG, and that this operator wants that a UE trying to select the 5GC via an non-3GPP access selects an ePDG in its own VPLMN (for LI), as opposed to letting the UE select an N3IWF in its HPLMN (i.e. with no LI in VPLMN)? 

2) If so, I agree that the current specs seem to not allow this behaviour/use case.

A roaming UE trying to access the 5GC via a non-3GPP access, and performing a DNS query with the visited country FQDN for N3IWF  cannot figure out currently whether the VPLMN requires to use an ePDG (=> to access EPC), when the VPLMN would not have deployed N3IWF.

Assuming that a UE in this VPLMN tries to access the 5GC, TS 23.003 currently specifies: 

28.3.2.2.5            Replacement field used in DNS-based Discovery of regulatory requirements
If the visited country mandates the selection of an N3IWF in this country, the NAPTR record(s) associated to the Visited Country FQDN shall be provisioned with the replacement field containing the identity of the PLMN(s) in the visited country which may be used for N3IWF selection.
The replacement field shall take the form of an Operator Identifier based N3IWF FQDN as specified in clause 28.3.2.2.2.

For countries with multiple MCC, the NAPTR records returned by the DNS may contain a different MCC than the MCC indicated in the Visited Country FQDN.

As an example, the NAPTR records associated to the Visited Country FQDN for MCC 345, and for MNC 012, 013 and 014, are provisioned in the DNS as:
n3iwf.5gc.mcc345.visited-country.pub.3gppnetwork.org

; IN NAPTR     order       pref. flag service    regexp    replacement

IN NAPTR     100  999  ""    "" n3iwf.5gc.mnc012.mcc345.pub.3gppnetwork.org

IN NAPTR     100  999  ""    "" n3iwf.5gc.mnc013.mcc345.pub.3gppnetwork.org

IN NAPTR     100  999  ""    "" n3iwf.5gc.mnc014.mcc345.pub.3gppnetwork.org
So in the use case where no N3IWF is deployed in the VPLMN, no N3IWF record can be returned to the UE. UE should not however assume in your use case that it can proceed with accessing the 5GC in the HPLMN bypassing the VPLMN.

So I understand that your proposal would result in returning NAPTR records for ePDG in this case.

        IN NAPTR     100  999  ""     ""        epdg.epc.mnc014.mcc345.pub.3gppnetwork.org

which would force the UE to select the ePDG from the VPLMN and access EPC.

On the other hand, the proposed change does not seem backward compatible for legacy Rel-15 UE that would encode the visited country FQDN as currently specified. Or do you assume that the visited country would need to provision DNS with visited country records with both existing and new formats ??

Could a possible alternative be to keep the current Visited country FQDN for N3IWF, but enable the replacement fields in the response to encode epg records in your use case? (but would this be ignored by legacy UEs w/o any misbehaviour?)

Also I do not know how this interacts with the visited country FQDN for ePDG that was specified in earlier releases. We need to see the progress of the discussion in CT1 of the related CRs.

28.3.2.2.5 would need corresponding updates.

28.3.2.2.1 too, which says: "The Visited Country FQDN for N3IWF is used by a roaming UE to determine whether the visited country mandates the selection of an N3IWF in this country. The Visited Country FQDN for N3IWF shall be constructed as specified in clause 28.3.2.2.4. The Replacement field used in DNS-based Discovery of regulatory requirements shall be constructed as specified in clause 28.3.2.2.5."

Open, draft revision to be provided?

	
	
	2280
	CR 23.003 0582 Rel-16 Correcting Visited Country FQDN for N3AN node
	BlackBerry UK Ltd.
	withdrawn
	WI 5GS_Ph1-CT

CAT A

Open, draft  revision to be provided?

	
	
	2304
	CR 23.003 0583 Rel-15 Remove NSI-based SUPI/SUCI in TS23.003(R15)
	China Telecom
	Postponed
	5GS_Ph1-CT

WI 5GS_Ph1-CT

CAT A

Category is wrong should be F 

What about Rel-16 mirror

Open, draft  revision to be provided

	
	
	
	
	
	
	

	7.2.1.19
	AoB for 5GS_Ph1
	
	
	
	
	5GS_Ph1-CT

	
	
	2218
	CR 23.527 0022 Rel-16 Support of "Location Information Confirmed in UDR"
	NTT DOCOMO
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	2219
	CR 29.510 0333 Rel-16 Support of "Location Information Confirmed in UDR"
	NTT DOCOMO
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	2220
	CR 29.518 0335 Rel-16 Support of "Location Information Confirmed in UDR"
	NTT DOCOMO
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	2221
	CR 29.540 0050 Rel-16 Support of "Location Information Confirmed in UDR"
	NTT DOCOMO
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	2222
	discussion   Rel-16 Discussion on Support of "Location Information Confirmed in UDR"
	NTT DOCOMO
	withdrawn
	

	
	
	2223
	LS out   Rel-16 Draft LS on Support of "Location Information Confirmed in UDR"
	NTT DOCOMO
	withdrawn
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	CT aspects of Northbound APIs for SCEF – SCS/AS Interworking
	
	
	
	
	NAPS-CT
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	CT aspects of support of voice services over WLAN Access
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	CT aspects on enhanced VoLTE performance
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	7.2.6
	Increasing the number of EPS bearers (stage 3)
	
	
	
	
	INOBEAR-CT

	
	
	
	
	
	
	

	7.3
	AoB for Rel-15
	
	
	
	
	TEI15

	7.3.1
	Diameter based Interfaces
	
	
	
	
	TEI15

	
	
	2121
	CR 29.336 0164 Rel-15 Update of Suggested Network Configuration
	Ericsson
	Agreed
	WI TEI15

CAT F

	
	
	2122
	CR 29.336 0165 Rel-16 Update of Suggested Network Configuration
	Ericsson
	Agreed
	WI TEI15

CAT A
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	Release 14 and Earlier
	
	
	
	
	

	8.1
	GTP and PMIP
	
	
	
	
	TEI8, TEI9, TEI10, TEI11, TEI12, TEI13, TEI14

	
	
	
	
	
	
	

	8.2
	Diameter based Interfaces (29.272, 29.173)
	
	
	
	
	TEI8, TEI9, TEI10, TEI11, TEI12, TEI13, TEI14
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	CUPS
	
	
	
	
	CUPS-CT
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	Any other Business
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	Update of the Work Plan
	
	
	
	
	

	
	
	
	Work Plan    Work Plan
	CT4 Chairman
	
	Reminder to analyse outcome of SA2/SA3 meeting check outstanding issues.

To complete Rel-16 in next VT4 meeting
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	AoB
	
	
	
	
	

	
	
	
	
	
	
	

	11
	Future meetings
	
	
	
	
	

	
	
	
	
	
	
	CT4#98e      2020-06-02 - 2020-06-11/12 Electronic meeting
11th ~16:00h CEST is deadline  for comments

12th 16:00h CEST is deadline  for providing final versions of the documents
CT4#98bis 2020-07-13 - 2020-07-17 open, Potential meeting
one week after plenary, proposed to be canceled  (end of SA plenary would be tdoc submission deadline)
Travelrestriction of MCC until 30th of August
Means no MCC and IT support for meetings  until 30th of August. 

CT4#99 potential E-Meeting 

	12
	Check of Approved Output Documents
	
	
	
	
	

	
	
	2555
	other    Output Documents
	CT4 Chairman
	Noted
	

	
	
	
	
	
	
	

	13
	Closing of the Meeting 

(16:00 Thursday)
	
	
	
	
	

	
	
	
	
	
	
	


Procedure for CT#88 Plenary:
1. Rapporteurs will implement the CRs agreed in the CTx meetings handled in the Plenary cycle in both main body and OpenAPI specification. Changes will be identified with the CR number. Rapporteurs will also generate the yaml file by using a proper text editor (e.g. NotePad++)
2. Rapporteurs will store by Wednesday 17th June, 17:00 CEST the updated TSs in a zip file that will contain the yaml file in the following directories:
a. CT3: ftp://ftp.3gpp.org/Email_Discussions/CT3/CT88/Draft
b. CT4: ftp://ftp.3gpp.org/Email_Discussions/CT4/CT88/Draft
Use EOL account to get access to the repository.
Rapporteurs will indicate in the CTx reflector when the file is available and will also upload the yaml files in ETSI Forge.

The stored version will also include corrections on the topics identified by the rapporteur in the implementation process.

3. All syntax errors identified by the rapporteur or any other delegate after the 3GPP meeting will be solved by bringing company CRs to the CT Plenary.
4. Rapporteurs will provide the updated TS version and yaml file by Friday 19th June, 17:00 CEST in the following directories:
a. CT3: ftp://ftp.3gpp.org/Email_Discussions/CT3/CT88/Stable 
b. CT4: ftp://ftp.3gpp.org/Email_Discussions/CT4/CT88/Stable 
5. After the Plenary, rapporteurs will prepare the final TS version, including yaml file, ensuring that all the approved CRs are implemented and will store them under:
a. ftp://ftp.3gpp.org/Email_Discussions/CT3/CT88/Final 
b. ftp://ftp.3gpp.org/Email_Discussions/CT4/CT88/Final 
6. MCC will ensure that all CRs are correctly implemented and will share the draft TSs by the end of the week after the Plenary.
Rapporteurs & delegates are encouraged to check that all CRs are properly implemented and to use ETSI Forge tool for that purpose.

Reminder:

29.501 Annex B (informative): Backward Incompatible Changes

This Annex provides information about the changes in the API that are considered as backwards compatible and those that are considered as backwards incompatible. This list is to be considered informative and it may be expanded in future releases, when necessary.

Backward compatible changes are additions or changes in the API that do not break the existing Service Consumer behaviour. Examples of backward compatible changes include:

-
Adding a new, optional child resource/URI;
-
Supporting a new HTTP method;
-
Adding new elements to a resource representation;

-
Changing the order of fields in a resource representation;

-
Addition of a new status code:

NOTE 1:
When a NF / NF Service receives a HTTP status code that it cannot recognize it will treat it as the corresponding x00 status code as specified in subclause 5.2.7.3 of 3GPP TS 29.500 [2].
-
Corrections of obvious errors in an OpenAPI file required to enable a correct parsing of the file such as misspelled references;

-
Corrections that only relate to smaller and optional parts of the functionality (e.g. a supported feature, see 3GPP TS 29.500 [2] subclause 6.6.2), even if the changes are backward incompatible with respect to that part of the functionality; and

NOTE 2:
It is recommended to only apply corrections which are also backward compatible with respect to such smaller and optional parts of the functionality. If this is not possible a new supported feature can be introduced to enable a negotiation of the support of the correction, and the old corresponding supported feature can be marked as "withdrawn" in the table defining the supported features of an API.
-
Backward-compatible changes related to the semantics (i.e. functional behaviour) specified for an API.

Backward incompatible changes are additions or changes in the API that break the existing Service Consumer behaviour. Here is a list of backward incompatible changes that shall require incrementing the 1st field (MAJOR) of the API version number unless they only relate to smaller and optional parts of the functionality (see above):

-
Removing a resource/URI:
-
Removing support for an HTTP method;

-
Renaming a field in a resource representation;
-
Adding mandatory parameters to a resource URI or resource representation;

-
Attribute data type changes;

-
Cardinality changes (NOTE 3); and

NOTE 3:
Whether attribute cardinality changes are backward compatible depend on the type of change. Examples of non-backward compatibility changes include decreasing the upper bound of a cardinality range for attributes sent by the NF service consumer, changing the meaning of the default behavior associated to the absence of an attribute of cardinality 0..N, etc.
-
Backward incompatible changes related to the semantics (i.e. functional behaviour) specified for an API.
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