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****************************** First Change **********************************
[bookmark: _Toc21711491][bookmark: _Toc22625756][bookmark: _Toc24759204][bookmark: _Toc26199092][bookmark: _Toc34738682][bookmark: _Toc34738742][bookmark: _Toc34739372][bookmark: _Toc34739430][bookmark: _Toc34749384][bookmark: _Toc35936188][bookmark: _Toc36462447]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 29.503: "Unified Data Management Services".
[15]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[16]	3GPP TS 31.115: "Secured packet structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications".
[17]	3GPP TS 29.509: "Authentication Server Services; Stage 3".
[xx]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)"



****************************** Next Change **********************************
[bookmark: _Toc11338340][bookmark: _Toc21711497][bookmark: _Toc22625762][bookmark: _Toc24759210][bookmark: _Toc26199098][bookmark: _Toc34738688][bookmark: _Toc34738748][bookmark: _Toc34739378][bookmark: _Toc34739436][bookmark: _Toc34749390][bookmark: _Toc35936194][bookmark: _Toc36462453]4.1	Introduction
Within the 5GC, the SP-AF offers services to the UDM and to the SOR-AF via the Nspaf service based interface.
The UDM or SOR-AF shall make use of the SP-AF services when it needs to protect UE parameters for which the final consumer is the USIM (see 3GPP TS 33.501 [8] clause 6.15.2.1).
Figure 4.1-1 provides the reference model with focus on the SP-AF. 
NOTE:	The generation of the secured packet and the definition of the storage and handling of OTA keys or other sensitive data are out of scope of this document. For more details, refer to 3GPP TS 23.040 [xx] and 3GPP TS 31.115 [16].



Figure 4.1-1: Reference model – SP-AF


****************************** Next Change **********************************

[bookmark: _Toc21711525][bookmark: _Toc22625790][bookmark: _Toc24759238][bookmark: _Toc26199126][bookmark: _Toc34738716][bookmark: _Toc34738776][bookmark: _Toc34739406][bookmark: _Toc34739464][bookmark: _Toc34749418][bookmark: _Toc35936222][bookmark: _Toc36462481]6.1.3.2.4.2.1	Description
[bookmark: _GoBack]This custom operation is used by the NF service consumer (e.g. UDM) to request a secured packet for the SUPI containing the presented UICC configuration parameter. For details see 3GPP TS 31.115 [16]. The returned secure packet shall be constructed as an SMS-Deliver as specified in 3GPP TS 23.040 [xx] and protected as specified in 3GPP TS 31.115 [16].
****************************** End of Change **********************************
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