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	Reason for change:
	As mentioned in RFC7540 clause 8.1.4, PING frames can be sent from any endpoint for failure detection on idle HTTP connections. 

Clause 5.2.6 of 3GPP TS29.510 specification specifies following

An NF acting as an HTTP/2 client shall support testing whether a connection is still active by sending a PING frame as specified in clause 6.7 of IETF RFC 7540 [7]. When and how often a PING frame may be sent is implementation specific but shall be configurable by operator policy.

Above text needs to specify that PING frames can be initiated by NF acting as HTTP/2 server as well. 

	
	

	Summary of change:
	Updated clause 5.2.6 to specify that NF acting as HTTP/2 server can initiate PING frames and NF acting as HTTP/2 client shall acknowledge. 

	
	

	Consequences if not approved:
	It reduces 5G Network resiliency. 

	
	

	Clauses affected:
	5.2.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	1. Rev0: C4-202334
2. Rev1: C4-202336 



Page 1

[bookmark: _GoBack]
[bookmark: _Toc525372362]First Change 

[bookmark: _Toc19708948][bookmark: _Toc27745023][bookmark: _Toc29803176][bookmark: _Toc35969927][bookmark: _Toc36050721]5.2.6	HTTP/2 connection management
The HTTP request / response exchange mechanism as specified in clause 8.1 of IETF RFC 7540 [7] shall be supported between the 3GPP NFs. An HTTP/2 endpoint shall support establishing multiple HTTP/2 connections (at least two) towards a peer HTTP/2 endpoint. The peer HTTP/2 endpoint is identified by host and port pair where the host is derived from the target URI (see clause 6.1.1).
NOTE 1:	HTTP/2 connection redundancy allows transporting messages through diverse IP paths and improve 5GC resiliency.
As per clause 8.1 of IETF RFC 7540 [7] a HTTP request / response exchange fully consumes a single stream. When the HTTP/2 Stream IDs on a given HTTP/2connection is exhausted, an HTTP/2 endpoint, shall establish another HTTP/2connection towards that peer HTTP/2 endpoints.
NOTE 2: As per IETF RFC 7540 [7], a stream ID once closed cannot be reused on the same HTTP/2 connection.
The 3GPP NF shall take care to avoid simultaneous stream ID exhaustion on all the available HTTP/2 connections towards each peer.
An NF acting as an HTTP/2 client shall support testing whether a connection is still active by sending a PING frame as specified in clause 6.7 of IETF RFC 7540 [7]. An NF acting as an HTTP/2 server may test whether a connection is still active by sending a PING frame. An NF acting as an HTTP/2 client or server shall respond to received PING frames as specified in clause 6.7 of IETF RFC 7540 [7]. When and how often a PING frame may be sent is implementation specific but shall be configurable by operator policy. When HTTP server detects the connection failure, it shall follow connection error handling as defined in clause 5.4.1 of RFC 7540 [7].
NOTE x: The above requirement also applies to network entities such as SCP and SEPP.
A PING frame shall not be sent more often than every 60 s on each path.
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