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*************************The start of changes*************************
[bookmark: _Toc36457000][bookmark: _Toc27585047][bookmark: _Toc11338432]5.5.2.2.2	Subscription to Notification of event occurrence
Figure 5.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to notifications of event occurrence (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 1). The request contains a callback URI, the type of event that is monitored and additional information e.g. event filters and reporting options.


Figure 5.5.2.2.2-1: NF service consumer subscribes to notifications
1.	The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../{ueIdentity}/ee-subscriptions), to create a subscription as present in message body. The values ueIdentity shall take are specified in Table 6.4.3.2.2-1. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating notifications, and may contain an Notification Correlation ID indicating the correlation identity to be carried in the event notifications generated by the subscription.
2a.	On success, the UDM responds with "201 Created" with the message body containing a representation of the created subscription. The Location HTTP header shall contain the URI of the created subscription. If the event subscription was for a group of UEs:
-	The "maxNumOfReports" in the "reportingOptions" IE shall be applicable to each UE in the group;
-	The UDM shall return the number of UEs in that group in the "numberOfUes" IE. 
The NF service consumer shall keep track of the maximum number of reports reported for each UE in the event report and when "maxNumOfReports*numberOfUes" limit is reached, the NF service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2). 
The response, based on operator policy, may contain the expiry time, as determined by the UDM, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the UDM. The NF Service Producer shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall not associate an expiry time for the subscription.
2b.	If the user does not exist, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
2c.	If there is no valid subscription data for the UE, i.e. based on the UE's subscription information monitoring of the requested EventType is not allowed, or the requested EventType is not supported, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
*************************Next change*************************
[bookmark: _Toc36457007][bookmark: _Toc27585054][bookmark: _Toc11338439]5.5.2.4.2	Event Occurrence Notification
Figure 5.5.2.4.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive such notification) about occurrence of an event (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 4a). The request contains the callbackReference URI as previously received in the EeSubscription (see clause 6.4.6.2.2).


Figure 5.5.2.4.2-1: Event Occurrence Notification
1.	The UDM sends a POST request to the callbackReference as provided by the NF service consumer during the subscription and the notification correlation ID if it was provided by the NF service consumer at the time of event subscription.
2.	The NF Service Consumer responds with "204 No Content". 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
*************************Next change*************************
[bookmark: _Toc36457494][bookmark: _Toc27585488][bookmark: _Toc11338784]6.4.6.2.2	Type: EeSubscription
Table 6.4.6.2.2-1: Definition of type EeSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	callbackReference
	Uri
	M
	1
	URI provided by the NF service consumer to receive notifications

	monitoringConfigurations
	map(MonitoringConfiguration)
	M
	1..N
	A map (list of key-value pairs where referenceId converted from integer to string serves as key; see clause 6.4.6.3.2) of MonitoringConfigurations;
see clause 6.4.6.2.3

	reportingOptions
	ReportingOptions
	O
	0..1
	This IE may be included if the NF service consumer wants to describe how the reports of the event to be generated.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See clause 6.4.8

	subscriptionId
	string
	C
	0..1
	This attribute shall be present if the EeSubscription is sent in a GET response message on Nudr. It identifies the individual EeSubscription stored in the UDR and may be used by the UDM to delete an EeSubscription.

	notifyCorrelationId
	string
	O
	0..1
	When present, this IE shall contain the notification correlation ID. The UDM shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.



*************************Next change*************************
[bookmark: _Toc36457496][bookmark: _Toc27585490][bookmark: _Toc11338786]6.4.6.2.4	Type: MonitoringReport
Table 6.4.6.2.4-1: Definition of type MonitoringReport
	Attribute name
	Data type
	P
	Cardinality
	Description

	referenceId
	ReferenceId
	M
	1
	

	eventType
	EventType
	M
	1
	String; see clause 6.4.6.3.3
only the following values are allowed:
"UE_REACHABILITY_FOR_SMS"
"CHANGE_OF_SUPI_PEI_ASSOCIATION"
"ROAMING_STATUS"
"CN_TYPE_CHANGE"
"UE_CONNECTION_MANAGEMENT_STATE"

	report
	Report
	C
	0..1
	Shall be present if eventType is "CHANGE_OF_SUPI_PEI_ASSOCIATION" or "ROAMING_STATUS"
"CN_TYPE_CHANGE"
"UE_CONNECTION_MANAGEMENT_STATE"

	reachabilityForSmsReport
	ReachabilityForSmsReport
	C
	0..1
	Should be present if eventType is "UE_REACHABILITY_FOR_SMS"

	gpsi
	Gpsi
	C
	0..1
	shall be present if the report is associated to exposure subscriptions for a group of UEs or any UE.

	timeStamp
	DateTime
	M
	1
	Point in time at which the event occured

	notifyCorrelationId
	string
	C
	0..1
	When present, this IE shall indicate the notification correlation Id provided by the NF service consumer during event subscription. This parameter can be useful if the NF service consumer uses a common call-back URI for multiple subscriptions.



*************************Next change*************************
[bookmark: _Toc36457665][bookmark: _Toc27585642][bookmark: _Toc11338881]A.5	Nudm_EE API
openapi: 3.0.0

(… text not shown for clarity …)
# COMPLEX TYPES:

    CreatedEeSubscription:
      type: object
      required:
        - eeSubscription
      properties:
        eeSubscription:
            $ref: '#/components/schemas/EeSubscription'
        numberOfUes:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        eventReports:
            type: array
            items:
              $ref: '#/components/schemas/MonitoringReport'
            minItems: 1

    EeSubscription:
      type: object
      required:
        - callbackReference
        - monitoringConfigurations
      properties:
        callbackReference:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        monitoringConfigurations:
          description: A map (list of key-value pairs where ReferenceId serves as key) of MonitoringConfigurations
          type: object
          additionalProperties:
            $ref: '#/components/schemas/MonitoringConfiguration'
          minProperties: 1  
        reportingOptions:
          $ref: '#/components/schemas/ReportingOptions'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        subscriptionId:
          type: string
        notifyCorrelationId:
          type: string


    MonitoringConfiguration:
      type: object
      required:
        - eventType
      properties:
        eventType:
          $ref: '#/components/schemas/EventType'
        immediateFlag:
          type: boolean
        locationReportingConfiguration:
          $ref: '#/components/schemas/LocationReportingConfiguration'
        associationType:
          $ref: '#/components/schemas/AssociationType'
        datalinkReportCfg:
          $ref: '#/components/schemas/DatalinkReportingConfiguration'

    LocationReportingConfiguration:
      type: object
      required:
        - currentLocation
      properties:
        currentLocation:
          type: boolean
        oneTime:
          type: boolean
        accuracy:
          $ref: '#/components/schemas/LocationAccuracy'
        n3gppAccuracy:
          $ref: '#/components/schemas/LocationAccuracy'

    ReportingOptions:
      type: object
      properties:
        reportMode:
          $ref: '#/components/schemas/EventReportMode'
        maxNumOfReports:
          $ref: '#/components/schemas/MaxNumOfReports'
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        samplingRatio:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SamplingRatio'
        guardTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        reportPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'

    MonitoringReport:
      type: object
      required:
        - referenceId
        - eventType
        - timeStamp
      properties:
        referenceId:
          $ref: '#/components/schemas/ReferenceId'
        eventType:
          $ref: '#/components/schemas/EventType'
        report:
          $ref: '#/components/schemas/Report'
        reachabilityForSmsReport:
          $ref: '#/components/schemas/ReachabilityForSmsReport'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        eventType:
          $ref: '#/components/schemas/EventType'

    Report:
      oneOf:
        - $ref: '#/components/schemas/ChangeOfSupiPeiAssociationReport'
        - $ref: '#/components/schemas/RoamingStatusReport'
        - $ref: '#/components/schemas/CnTypeChangeReport'
        - $ref: '#/components/schemas/CmInfoReport'

    ReachabilityForSmsReport:
      type: object
      required:
        - smsfAccessType
      properties:
        smsfAccessType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'

    ChangeOfSupiPeiAssociationReport:
      type: object
      required:
        - newPei
      properties:
        newPei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

    RoamingStatusReport:
      type: object
      required:
        - roaming
        - newServingPlmn
      properties:
        roaming:
          type:
            boolean
        newServingPlmn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'

    CnTypeChangeReport:
      type: object
      required:
        - newCnType
      properties:
        newCnType:
          $ref: '#/components/schemas/CnType'
        oldCnType:
          $ref: '#/components/schemas/CnType'

    DatalinkReportingConfiguration:
      type: object
      properties:
        dddTrafficDes:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/DddTrafficDescriptor'
          minItems: 1
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        slice:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        dddStatusList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/DlDataDeliveryStatus'
          minItems: 1

    CmInfoReport:
      type: object
      properties:
        oldCmInfoList:
          type: array
          items:
            $ref: 'TS29518_Namf_EventExposure.yaml#/components/schemas/CmInfo'
          minItems: 1
          maxItems: 2
        newCmInfoList:
          type: array
          items:
            $ref: 'TS29518_Namf_EventExposure.yaml#/components/schemas/CmInfo'
          minItems: 1
          maxItems: 2
      required:
        - newCmInfoList


(… text not shown for clarity …)
*************************The end of changes*************************
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