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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *
[bookmark: _Toc35969919][bookmark: _Toc35969914]5.2.3.2.9	3gpp-Sbi-Oci
The header contains the Overload Control Information (OCI). See clause 6.4.3.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Oci =	"3gpp-Sbi-Oci:" SP timestamp SP validityPeriod SP olcMetric SP olcScope
timestamp	=	"Timestamp:" SP date-time ";"
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11]. It indicates the timestamp at which the overload control information was generated.
validityPeriod =	"Period-of-Validity:" SP 1*DIGIT "s"";"
Mandatory parameter. Period of validity is a timer that is measured in seconds. Once the timer expires, the OCI becomes invalid.
olcMetric =	"Overload-Reduction-Metric:" SP (1*2DIGIT / "100") "%" ";"
Mandatory parameter. Overload-Reduction-Metric up to 3 digits long decimal string and the value range shall be from 0 to 100.
olcScope =	ociScope OWS [dnn] OWS [sNssai]Mandatory structured parameter, which in the actual header is replaced by its sub-parameters.
ociScope =	("NF-Instance=" nfinst) / ("NF-Set=" nfset) / "(NF-Service-Instance=" nfservinst) / ("NF-Service-Set=" nfserviceset) ";"
scpScope = 	("SCP-FQDN:" RWS fqdn)
Mandatory structured parameter, which in the actual header is replaced by only one of its sub-parameters, either an NF-Instance (nfinst), an NF-Set (nfset), an NF-Service-Instance (nfservinst), or an NF-Service-Set (nfserviceset). The nfinst, nfset, nfservinst and nfserviceset parameters are defined in clause 5.2.3.2.5. fqdn shall encode an FQDN.
Editor's note: the scopes supported for OCI sent by a NF consumer are FFS.
dnn = "DNN:" SP *tchar ";"
Optional parameter. Refers to a specific DNN. DNN format is defined in 3GPP TS 23.003 [15]. When present, the parameter indicates the overload conditions for the DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set.
Editor's note: It is FFS whether multiple DNNs may be included in the OCI header and if multiple OCI headers may be sent with a single DNN parameter.
sNssai= "S-NSSAI:" SP 1*(snssai ";" SP)
Optional parameter. OCI is for a specific S-NSSAI. When present, the parameter indicates the same overload conditions apply to the S-NSSAIs in either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set.
Editor's note: It is FFS whether one or multiple S-NSSAIs may be included in the OCI header, and if multiple OCI headers may be sent with a single S-NSSAI.
snssai = *tchar
S-NSSAI format is defined in clause 5.4.4.2 of 3GPP TS 29.571 [13].
EXAMPLE 1:	Overload Control Information for an NF Instance:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 75s; Overload-Reduction-Metric: 50%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8
EXAMPLE 2:	Overload Control Information for an NF Service Set:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 120s; Overload-Reduction-Metric: 50%; NF-Service-Set = setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345
EXAMPLE 3:	Overload Control Information for an SMF instance related to a particular DNN:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 600s; Overload-Reduction-Metric: 50%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; DNN: internet.mnc012.mcc345.gprs
EXAMPLE 4:	Overload Control Information for an SMF instance related to a particular S-NSSAI:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 240s; Overload-Reduction-Metric: 50%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-NSSAI: {"sst": 1, "sd": "A08923"}
EXAMPLE Y:	Overload Control Information sent by an SCP:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 120s; Overload-Reduction-Metric: 25%; SCP-FQDN: scp1.example.com 

* * * Next Change * * * *
[bookmark: _Toc35969920]5.2.3.2.10	3gpp-Sbi-Lci
The header contains the Load Control Information (LCI). See clause 6.3.3.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Lci =	"3gpp-Sbi-Lci:" SP RWS timestamp ";" SP RWS lcMetric ";" SP RWS lcScope
timestamp	=	"Timestamp:" SP date-time ";"
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11]. It indicates the timestamp associated with the load control information.
lcMetric =	"Load-Metric:" SP RWS (1*2DIGIT / "100") "%" ";"
Mandatory parameter. Load-Metric is up to 3 digits long decimal string and the value range shall be from 0 to 100.
lcScope =	lciScope OWS [dnn] OWS [sNssai]nfProducerScope / scpScope
Mandatory structured parameter, which in the actual header is replaced by its sub-parameters.
[bookmark: _GoBack]nfProducerScopelciScope =	(("NF-Instance:=" RWS nfinst) 
/ ("NF-Set:=" RWS nfset) 
/ "(NF-Service-Instance:=" RWS nfservinst) 
/ ("NF-Service-Set:=" RWS nfserviceset)) ";" [; RWS sNssai ";" RWS dnn; RWS relativeCapacity]
scpScope = 	("SCP-FQDN:" RWS fqdn)
Mandatory structured parameter, which in the actual header is replaced by only one of its sub-parameters, either an NF-Instance (nfinst), an NF-Set (nfset), an NF-Service-Instance (nfservinst), or an NF-Service-Set (nfserviceset). See clause 6.3.3.4.4. The nfinst, nfset, nfservinst and nfserviceset parameters are defined in clause 5.2.3.2.5. fqdn shall encode an FQDN.
dnn = "DNN:" SP *tchar ";"
Optional parameter. Refers to a specific DNN. DNN format is defined in 3GPP TS 23.003 [15]. When present, the parameter indicates the load conditions towards the DNN from the perspective of either the NF-Instance, or NF-Set, or NF-Service-Instance, or NF-Service-Set.
Editor's note: It is FFS if multiple DNNs may be included in the LCI header and if multiple LCI headers may be sent with a single DNN parameter.
sNssai= "S-NSSAI:" SP 1*(snssai ";" SP)
Optional parameter. Indicates that LCI is for a specific S-NSSAI (network slice). When present, the parameter indicates the same load conditions apply to the S-NSSAIs in either the NF-Instance, or NF-Set, or NF-Service-Instance, or NF-Service-Set.
Editor's note: It is FFS whether only one or multiple S-NSSAIs may be included in the LCI header, and if multiple LCI headers may be sent with a single S-NSSAI.
snssai = *tchar
S-NSSAI format is defined in clause 5.4.4.2 of 3GPP TS 29.571 [13].
EXAMPLE 1:	Load Control Information for an NF Instance:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Instance:= 54804518-4191-46b3-955c-ac631f953ed8
EXAMPLE 2:	Load Control Information for an NF Service Set:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Service-Set =: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345
EXAMPLE 3:	Load Control Information for an SMF instance related to a particular DNN:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Instance=: 54804518-4191-46b3-955c-ac631f953ed8; DNN: internet.mnc012.mcc345.gprs
EXAMPLE 4:	Load Control Information for an SMF instance related to a particular S-NSSAI:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Instance=: 54804518-4191-46b3-955c-ac631f953ed8; S-Nssai: {"sst": 1, "sd": "A08923"}
EXAMPLE X:	Load Control Information for SCP:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; SCP-FQDN: scp1.example.com

* * * Next Change * * * *
[bookmark: _Toc35969955][bookmark: _Toc35969978]6.3.3	Load Control based on LCI Header
[bookmark: _Toc35969956]6.3.3.1	General
This clause specifies details of the Load Control based on LCI Header solution (LC-H). The solution extends the Load Control based on load signalled via the NRF solution by enabling a direct exchange of the LCI between the NF Service Producer and NF Service Consumer.
Support for the LC-H solution is optional, but if the feature is supported, the requirements specified in thefollowing clauses shall apply.
NOTE 1:	Load control and overload control can be supported and activated independently in the network, based on operator policy.
An NF Service Producer that supports the LC-H feature shall signal its load information as further specified in this clause. An NF Service Consumer supporting the LC-H feature shall utilize the load information, for a given scope, that is received with the most recent timestamp from the NRF or from the NF Service Producer via direct signalling, to adaptively balance the load across the candidate NF Service Producers according to their effective load e.g. when creating a resource at an NF Service Producer.
NOTE 2:	An NF Service Consumer supporting the LC-H feature can receive the load information without a timestamp from the NRF and an LCI (with a timestamp) from the NF Service Producer. It is an implementation matter how the NF Service Consumer determines which of these contains the most recent load information.
An SCP that supports the LC-H feature may additionally piggyback its LCI with a scope set to the SCP FQDN, in HTTP request or response messages, as further specified in this clause. An HTTP client supporting the LC-H feature shall utilize the load information of the SCP, which is received with the most recent timestamp, to adaptively balance the load across the available SCPs to reach the HTTP server.   

* * * Next Change * * * *
[bookmark: _Toc35969957]6.3.3.2	Conveyance of Load Control Information
LCI shall be conveyed within the 3gpp-Sbi-Lci HTTP header. When conditions for generating an LCI are met, an NF Service Producer or SCP shall include the 3gpp-Sbi-Lci header, or LCI header, see clause 5.2.3.2.10) to its peer entities (NF Service Consumers). The LCI header shall be piggybacked on a signalling message that is sent to the NF Service Consumer.
The NF Service Producer or SCP shall send the 3gpp-Sbi-Lci header, regardless of whether the peer NF Service Consumer supports the feature (see clause 6.3.3.6). The header is ignored by the NF Service Consumer if the latter does not support the LC-H feature.

* * * Next Change * * * *
[bookmark: _Toc35969959]6.3.3.4	Load Control Information
[bookmark: _Toc35969960]6.3.3.4.1	General Description
A NF Service Producer may include one LCI header in a service response or in a notification/callback request message sent to a NF Service Consumer.
An SCP may additionally include one LCI in a service request or response, or in a notification request or response, sent towards a NF Service Consumer or NF Service Producer.
Editor's Note: it is FFS whether multiple LCI headers may be included in one message, with different scope information (e.g. load information of an NF service instance and of a NF instance).
The LCI information shall always include the Timestamp, Load Metric and Scope parameters (see clause 5.2.3.2.10 for the complete list of parameters).

* * * Next Change * * * *
[bookmark: _Toc35969961][bookmark: _Toc36050755]6.3.3.4.2	Load Control Timestamp
The Timestamp parameter indicates the time when the LCI was generated. It shall be used by the receiver of the LCI to properly collate out-of-order LCI, e.g. due to HTTP/2 stream multiplexing, prioritization and flow control, and to determine whether the newly received load control information has changed compared to load control information previously received for the same scope.
The receiver shall overwrite any stored load control information of a peer NF, NF set, NF service, or NF service set or SCP (according to the scope of the new received LCI) with the newly received load control information, if the new load control information is more recent than the stored information.
If the newly received LCI has the same or an older Timestamp as the previously received LCI for the same scope (e.g. from the same NF, NF Set, NF Service, or NF Service Set or SCP), then the receiver shall discard the newly received LCI whilst continuing to apply the load control procedures according to the previously stored value.
NOTE:	An NF Service Consumer can receive LCI for the same target scope from different NF service producers, when the scope of of the LCI corresponds to an NF set or NF service set.

* * * Next Change * * * *
[bookmark: _Toc35969963]6.3.3.4.4	Scope of LCI
[bookmark: _Toc35969964]6.3.3.4.4.1	Introduction
The scope of LCI indicates the applicability of the LCI, i.e. it identifies the components of the OCI sender to which the LCI relates to.
The lcScope structured parameter, which in the actual header is replaced by its sub-parameters determines the scope of the information carried in LCI header.
The following clauses provide a detailed description of the parameters that define the scope of the LCI header.
[bookmark: _Toc35969965]6.3.3.4.4.2	Scope of LCI signalled by an NF Service ProducerlciScope
6.3.3.4.4.2.1	General
The lciScope is a structured parameter, which in the actual header is replaced by only one of its sub-parameters:The LCI sent by an NF Service Producer shall include one of the parameters defined in Table 6.3.3.4.2.2.1-1.
Table 6.3.3.4.2.2.1-1: Supported scopes for LCI signalled by an NF Service Producer
	Parameter
	Value
	LCI scope (i.e. LCI applies to) 
	Examples

	NF-Instance
	NF Instance ID
	All services of the NF instance identified by the NF Instance ID.
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8

	NF-Set
	NF Set ID
	All services of all NF instances of the NF set identified by the NF Set ID.
	NF-Set:  set1.udmset.5gc.mnc012.mcc345

	NF-Service-Instance
	NF Service Instance ID
	The service instance identified by the NF Service Instance ID.
	NF-Service-Instance: serv1.smf1

	NF-Service-Set
	NF Service Set ID
	All service instances of the NF service set identified by the NF service set ID.
	NF-Service-Set: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345



-	NF-Instance: load information that applies to all services of an NF instance identified by its NF Instance ID.
-	NF-Set: load information that applies to all services of all NF instances of an NF set, identified by its NF Set ID;
-	NF-Service: load information that applies to a specific service instance, identified by the NF service ID;
-	NF-Service-Set: load information that applies to all service instances of a NF service set identified by its NF service set ID.
If an NF Service Consumer receives more than one LCI with overlapping scopes, i.e. one with NF (service) instance scope and another with NF (service) Set scope, the NF Service Consumer should perform load balancing considering the LCI received with the finer scope for each candidate NF instance or NF service instance (i.e. in this example the load of the NF (service) instance).
6.3.3.4.4.2.2	Additional scope parameters for S-NSSAI/DNN based load control by SMF
[bookmark: _Toc35969966]6.3.3.4.4.3	dnn
The LCI may additionally include the "DNN" parameter to indicate that the LCI is for a specific DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.3.3.4.4.2).
[bookmark: _Toc35969967]6.3.3.4.4.4	sNssai
The LCI may additionally include the sNssai parameter to indicate that the LCI is for a specific S-NSSAI from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.3.3.4.4.2).
Editor's Note:	It is FFS how LCI is produced/updated by a service producer and how LCI is handled by the service consumer when lcScope includes a dnn and/or a sNssai. For example, whether a service producer is allowed to carry multiple LCI header with each of them having different LCI metric and different dnn/nssai; which NF service producers are applicable for dnn/nssai, only SMF; how to handle the update of LCI for a dnn/nssai; relation between dnn and n-sssai, e.g. when both are present.
6.3.3.4.4.3	Scope of LCI signalled by an SCP
The LCI sent by an SCP shall include one of the parameters defined in Table 6.3.3.4.4.3-1. 
Table 6.3.3.4.4.3-1: Supported scopes for LCI signalled by an SCP
	Parameter
	Value
	LCI scope (i.e. LCI applies to)
	Examples

	SCP-FQDN
	SCP FQDN
	SCP identified by the SCP FQDN

	SCP-FQDN: scp1.example.com



* * * Next Change * * * *
[bookmark: _Toc35969971][bookmark: _Toc36050765]6.4	Overload Control
[bookmark: _Toc19708972][bookmark: _Toc27745050][bookmark: _Toc29803203][bookmark: _Toc35969972][bookmark: _Toc36050766]6.4.1	General
Service Based Interfaces use HTTP/2 over TCP for communication between the NF Services. TCP provides transport level congestion control mechanisms as specified in IETF RFC 5681 [16], which may be used for congestion control between two TCP endpoints (i.e., hop by hop). HTTP/2 also provides flow control mechanisms and limitation of stream concurrency that may be configured for connection level congestion control, as specified in IETF RFC 7540 [7].
In addition to TCP and HTTP/2 congestion control mechanisms, the following end to end application-level overload control mechanisms are defined.
Overload control enables an NF Service Producer, or an NF Service Consumer or an SCP becoming or being overloaded to gracefully reduce its incoming signalling load, by instructing NF Service Consumers to reduce sending service requests or by instructing NF Service Producers to reduce sending notification requests respectively, according to its available signalling capacity to successfully process the requests. An NF Service Producer, or an NF Service Consumer or SCP is in overload when it operates over its signalling capacity.
Overload control aims at shedding the incoming traffic as close to the traffic source as possible generally when an overload has occurred (reactive action), so to avoid spreading the problem inside the network and to avoid using resources of intermediate entities in the network for signalling that cannot anyhow be served by the overloaded entity.
Overload control should continue to allow for preferential treatment of priority users (e.g. MPS) and emergency services.
Overload control may be performed based on HTTP status codes returned in HTTP responses (as defined in clause 6.4.2) or based on Overload Control Information (OCI) signalled in HTTP request or response (as defined in clause 6.4.2).

* * * Next Change * * * *
6.4.3	Overload Control based on OCI Header
[bookmark: _Toc35969979]6.4.3.1	General
This clause specifies details of the Overload Control based on OCI Header (OLC-H) solution. The solution is independent from the Overload Control based on HTTP status codes solution.
Support of OLC-H is optional, but if the feature is supported, the requirements specified in the following clauses shall apply.
Overload conditions are detected by an NF Service Producer/Consumer when the number of incoming service requests exceeds the maximum number of messages supported by the receiving entity, e.g. when the internally available resources of the NF Service Producer/Consumer, such as processing power or memory, are not sufficient to serve the number of incoming requests. How an NF Service Producer/Consumer identifies that it is overloaded is implementation specific.
When an NF Service Producer/Consumer reaches an implementation dependent overload threshold, the NF Service Producer/Consumer shall convey the Overload Control Information (OCI, see clause 6.4.3.4) to its peer entity (Consumer or Producer, respectively). Based on the received OCI, the peer shall adjust the signaling it sends to the overloaded entity according to the OCI as specified in clause 6.4.3.5. The OCI is piggybacked in HTTP request or response messages such that the exchange of the OCI does not trigger extra signaling.
An SCP experiencing an overload may additionally piggyback OCI with a scope set to the SCP FQDN in HTTP request or response messages, so as to adapt the signaling traffic sent towards the SCP.   
NOTE :	Overload control and load control can be supported and activated independently in the network, based on operator policy.

* * * Next Change * * * *
[bookmark: _Toc35969980]6.4.3.2	Conveyance of Overload Control Information
OCI shall be conveyed within the 3gpp-Sbi-Oci HTTP header. When an NF Service Producer/Consumer/SCP detects overload conditions, it shall send OCI within the 3gpp-Sbi-Oci HTTP header (i.e. OCI header, see clause 5.2.3.2.9) to the peer entity (Consumer or Producer, respectively). The OCI header shall be piggybacked on a signalling message that is sent to the peer.
The NF Service Producer/Consumer/SCP shall send the "3gpp-Sbi-Oci" header, regardless of whether the peer supports the feature (see clause 6.4.3.6). The header is ignored by the receiver if the latter does not support the OLC-H feature.

* * * Next Change * * * *
[bookmark: _Toc35969982]6.4.3.4	Overload Control Information
[bookmark: _Toc35969983]6.4.3.4.1	General Description
A NF Service Producer may include one OCI header in a service response with any HTTP status code (e.g. 2xx, 3xx, 4xx), or in a notification request message sent to a NF Service Consumer.
A NF Service Consumer may include one OCI header in a notification response sent with any HTTP status code (e.g. 2xx, 3xx, 4xx), or in a service request sent to a NF Service Producer.
An SCP may additionally include one OCI in any service request or response, or notification request or response, sent towards a NF Service Consumer or NF Service Producer.
Editor's Note: it is FFS whether multiple OCI headers may be included in one message, with different scope information.
Editor's Note: if is FFS whether the OCIs populated from an NF Service Producer may change the OCI scope in subsequent updates of OCI, e.g. OCI is populated with NF set scope, and then change to NF instance.
Editor's Note: if is FFS if OLC for indirect communications will require additional changes.
The OCI shall always include the Overload Timestamp, Overload Reduction Metric, OCI Period of Validity and Scope parameters (see clause 6.4.3.4.2 for the complete list of parameters).

* * * Next Change * * * *
[bookmark: _Toc35969984][bookmark: _Toc36050778]6.4.3.4.2	Overload Control Timestamp
The Timestamp parameter indicates the time when the OCI was generated. It shall be used by the receiver of the OCI to properly collate out-of-order OCI headers, e.g. due to HTTP/2 stream multiplexing, prioritization and flow control, and to determine whether the newly received OCI has changed compared to the OCI previously received for the same scope.
The receiver shall overwrite any stored OCI of a peer NF, NF set, NF service, NF service set or SCP (according to the scope of the new received OCI) with the newly received OCI, if the new OCI is more recent than the stored information
If the newly received OCI has the same or an older Timestamp than the previously received OCI for the same scope (e.g. from the same NF, NF Set, NF Service, NF Service Set or SCP), then the receiver shall discard the newly received OCI and continue to apply the overload control procedures based on the latest received OCI values.
NOTE:	An NF Service Consumer can receive OCI for the same target scope from different NF service producers, when the scope of of the OCI corresponds to an NF set or NF service set.
An entity generating an OCI shall update the Overload Control Timestamp whenever it modifies some information in the OCI or whenever it wants to extend the period of validity of the OCI. The Overload Control Timestamp shall not be updated otherwise.

* * * Next Change * * * *
[bookmark: _Toc35969986]6.4.3.4.4	Overload Control Period of Validity
The Period of Validity parameter is a timer, which shall indicate the length of time during which the overload condition specified by the OCI header shall be considered as valid (unless overridden by subsequent new OCI).
An overload condition shall be considered as valid from the time the OCI is received until the Overload Control Period of Validity expires or until another OCI with a new set of information (identified by a more recent Timestamp) is received for the same scope. The timer corresponding to the Period of Validity shall be restarted each time an OCI with a new set of information is received for the same scope. When this timer expires, the last received OCI shall be considered outdated and obsolete (i.e. any associated overload condition shall be considered to have ceased) and the overload control enforcement shall be stopped.
The Period of Validity parameter achieves the following:
-	it avoids the need for the overloaded NF Service Producer/Consumer/SCP to convey the OCI frequently to its peers when the overload state does not change. Therefore, this minimizes the processing required at the overloaded NF Service Producer/Consumer/SCP and its peers upon sending/receiving HTTP/2 signalling;
-	it allows to reset the overload condition after some time the NF Service Consumer/Producer having received an overload indication from the overloaded peer, e.g. if no signalling traffic takes place between these HTTP peers for some time due to overload mitigation actions. This also removes the need for the overloaded NF Service Producer/Consumer/SCP to remember the list of its peers to which it has sent a non-null overload reduction percentage and to which it would subsequently need to convey when the overload condition ceases.

* * * Next Change * * * *
[bookmark: _Toc35969987]6.4.3.4.5	Scope of OCI
6.4.3.4.5.x	Scope of OCI signalled by an SCP
The OCI sent by an SCP shall include one and only one of the parameters defined in Table 6.4.3.4.5.x-1. 
Table 6.4.3.4.5.x-1: Supported scopes for OCI signalled by an SCP
	Parameter
	Value
	OCI scope (i.e. OCI applies to)
	Examples

	SCP-FQDN
	SCP FQDN
	All requests towards the SCP identified by the SCP FQDN.

	SCP-FQDN: scp1.example.com




* * * Next Change * * * *
[bookmark: _Toc35969993]6.4.3.5.2	Loss Algorithm
An overloaded NF Service Producer/Consumer/SCP shall ask its peers to reduce the number of HTTP requests they would otherwise send by conveying in the OCI header the requested traffic reduction percentage within the Overload Reduction Metric parameter, as specified in clause 6.4.3.4.3.
The recipients of the Overload Reduction Metric shall reduce the number of request messages by that percentage, either by redirecting them to an alternate destination if possible (e.g. an HTTP POST request for the Nsmf_PDUSession_CreateSMContext service operation can be sent to an alternate SMF in the same SMF set, if the olcScope is at the NF instance level and the binding indication of the service resource is for an SMF set), or by failing the request and treating it as if it was rejected by the destination entity.
NOTE:	For example, if an NF Service Producer/Consumer/SCP requests a peer to reduce the traffic by 10%, then that peer throttles 10% of the traffic that would have otherwise been sent to this NF Service Producer/Consumer/SCP.


* * * End of Changes * * * *
