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	Reason for change:
	QoS differentiation in SNPN is supported when UE access to PLMN services via SNPN as described in TS23.501 clause 5.30.2.7. See below:
NOTE:	QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
	To support QoS differentiation in the SNPN with network-initiated QoS, the mapping rules between the SNPN and the PLMN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the PLMN and is expected to be provided by the SNPN, and 2) N3IWF IP address(es) in the PLMN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the SNPN can be based on the N3IWF IP address and the DSCP markings on NWu.
	To support QoS differentiation in the SNPN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the SNPN as the 5QI provided by the PLMN. It is assumed that UE-requested QoS is used only when the 5QIs used by the PLMN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.”
For network-initiated QoS which highlighted as above, there is no clear description about how to trigger the PDU Session modification to support QoS differentiation in SNPN.

Similar issue exists in the scenario when UE access to SNPN services via PLMN.

It is proposed to support the scenario defined in clause 5.30.2.7 and 5.30.2.8 of TS 23.501:
UPF shall send Usage report to SMF based on event of application detection. Namely, when UPF detect specific DSCP in DL traffic, UPF shall send Usage report to SMF based on URR.
SMF may trigger PFCP Session modification procedure to modify QER(s) to meet the QoS requirement during PDU Session modification procedure as result of the communication with PCF or locally trigger the PDU Session modification.
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	Summary of change:
	Add a new clause to describe the QoS differentiation for NPN.

	
	

	Consequences if not approved:
	QoS differentiation in SNPN/PLMN as specified in TS23.501 can’t be supported.
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	3.2, 5.4.XX(New clause)
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* * * * Begin of Change * * * *
[bookmark: _Toc19717056][bookmark: _Toc27490513][bookmark: _Toc27556806][bookmark: _Toc27723723]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADC	Application Detection and Control
ATSSS	Access Traffic Steering, Switching, Splitting
ATSSS-LL	ATSSS Low Layer
BAR	Buffering Action Rule
BP	Branching Point
CP	Control Plane
DDoS	Distributed Denial of Service
DEI	Drop Eligible Indicator
DNAI	Data Network Access Identifier
DSCP	Differentiated Services Code Point
DS-TT	Device-Side TSN Translator
eMPS	enhanced Multimedia Priority Service
FAR	Forwarding Action Rule
F-SEID	Fully Qualified SEID
F-TEID	Fully Qualified TEID
IP	Internet Protocol
IPv4	Internet Protocol version 4
IPv6	Internet Protocol version 6
I-SMF	Intermediate SMF
LMISF	LI Mirror IMS State Function
MA	Multi-Access
MAR	Multi-Access Rule
MPTCP	Multi-Path TCP Protocol
NPN	Non-Public Network
NR	New Radio
NW-TT	Network-side TSN Translator
PCC	Policy and Charging Control
PCP	Priority Code Point
PCEF	Policy and Charging Enforcement Function
PCRF	Policy and Charging Rule Function
PDI	Packet Detection Information
PDR	Packet Detection Rule
PFCP	Packet Forwarding Control Protocol
PFD	Packet Flow Description
PGW	PDN Gateway
PGW-C	PDN Gateway Control plane function
PGW-U	PDN Gateway User plane function
PMF	Performance Measurement Function
PSA	PDU Session Anchor
PTP	Precision Time Protocol
QER	QoS Enforcement Rule
S8HR	S8 Home Routed
SDF	Service Data Flow
SEID	Session Endpoint Identifier
SGW	Serving Gateway
SGW-C	Serving Gateway Control plane function
SGW-U	Serving Gateway User plane function
SMF	Session Management Function
SNPN	Stand-alone Non-Public Network
SRR	Session Reporting Rule
SX3LIF	Split X3 LI Interworking Function
TDF	Traffic Detection Function
TDF-C	Traffic Detection Function Control plane function
TDF-U	Traffic Detection Function User plane function
ToS	Type of Service
TSC	Time Sensitive Communication
TSSF	Traffic Steering Support Function
UDP	User Datagram Protocol
UL CL	Uplink Classifier
UP	User Plane
UPF	User Plane Function
URR	Usage Reporting Rule
VID	VLAN Identifier

* * * * Next Change * * * *
5.4.XX	QoS differentiation for Stand-alone Non-Public Network (SNPN)
For the UE access to PLMN service via SNPN, QoS differentiation in the SNPN with network-initiated QoS is performed in the SMF as specified in clause 5.30.2.7 of 3GPP TS 23.501 [28]. The SMF shall provide PDR and URR to the UPF, based on the mapping rules including the mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS requirement of the PLMN.
The PDR may include specific DSCP and N3IWF IP address to enable UPF to detect the DL traffic that may require QoS differentiation in the SNPN. The URR may include the Reporting trigger which contains the applicable event to enable the UPF sending Usage report to the SMF upon detection of the DL traffic with such DSCP and N3IWF IP address.
Similarly, for the UE access to SNPN service via PLMN, QoS differentiation in the PLMN with network-initiated QoS is performed in the SMF as specified in clause 5.30.2.8 of 3GPP TS 23.501 [28]. The SMF shall provide PDR and URR to the UPF, based on the mapping rules including the mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS requirement of the SNPN.
The PDR may include specific DSCP and N3IWF IP address to enable UPF to detect the DL traffic that may require QoS differentiation in the PLMN. The URR may include the Reporting trigger which contains the applicable event to enable the UPF sending Usage report to the SMF upon detection of the DL traffic with such DSCP and N3IWF IP address.
After receiving the Usage report from UPF, the SMF may trigger the PDU Session modification procedure to modify the QoS in the UPF for the corresponding PDU session.

* * * * End of Change * * * *

