	
3GPP TSG-CT WG4 Meeting #96e	C4-200834
E-Meeting, 17th – 28th February 2020

Source:	Huawei
Title:	Pseudo-CR on Additional requirements for Transport Protocol
Spec:	3GPP TR 29.893 v1.2.0
Agenda item:	6.1.3
Document for:	Decision

1. Introduction
<Introduction part (optional)>
2. Reason for Change
The additional requirements of a suitable transport protocol for SBI are added for QUIC protocol evaluation. Note currently the work of evaluation of the new protocol is based on the condition that http(s) over TCP had been selected for early deployment of 5GC, the decision of selecting and migrating to a new protocol should take into account any relative dependencies of current situation.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.893.

* * * First Change * * * *
[bookmark: _Toc12529739]5.2	Requirements from Transport Protocol for 3GPP 5GC SBI
The following are the key requirements from transport layer protocols for the 3GPP 5GC service based interfaces. The 3GPP 5GC service based interfaces use HTTP/2 as the application layer protocol. As of 3GPP Release 15, TCP is used as the transport protocol for the 5GC service based interfaces. TCP suffers from Head of Line blocking issues and any new transport protocol that is considered as a replacement to TCP for the 3GPP 5GC service based interfaces shall not have the same limitation.
REQ#1:	The transport layer protocol shall support reliable message delivery.
REQ#2:	The transport layer protocol shall support flow control and congestion control mechanisms.
REQ#3:	The transport layer protocol shall support connection semantics as required by IETF RFC 7540 [13].
REQ#4:	The failure to deliver one message shall not block subsequent messages.
REQ#5:	The transport layer protocol shall have mechanisms to allow authentication of the peer transport endpoint and shall have mechanisms for the secure transfer of application layer messages.
REQ#6:	The transport layer protocol shall have mechanisms to allow processing of the HTTP/2 messages over it by intermediaries (e.g. proxies like SCP).
REQ#7:	The security aspects of the transport layer protocol (e.g. TLS encryption) should be configurable to support message trace and parse in the middlebox for the scenarios of testing, monitoring, troubleshooting and etc.
REQ#8:	The transport layer protocol, along with the upper layer HTTP/2 protocol shall support the distributed architecture for PNFs and VNFs, e.g. the front-end load-balancer and back-end service process-units architecture.
REQ#9:	The performance and resource efficiency (i.e. CPU, Memory and other processing requirements) to implement the new features like multiplexing, security and congestion control from the transport layer protocol shall be equitable.
REQ#10:	The complexity and cost of development and deployment of the transport layer protocol shall be considered to avoid too may protocol options.
REQ#11:	The transport layer protocol shall be mature enough for adoption of the protocol in the 5GC, e.g. fully standardized and has mature open source support in multi-vendor environment, not only for the QUIC protocol, but also the full stack of HTTP/3 protocols.
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