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1. Introduction
This pCR targets the SOR-AF API defined in 3GPP°TS°29.550.
2. Reason for Change
The objective of this pCR is to provide the data model parts for the Nsoraf_SOR service of the Steering Of Roaming Application Function specification.
3. Conclusions
N/A
4. Proposal
It is proposed to agree the following changes to 3GPP°TS°29.550 (V0.1.0).

* * * First Change * * * *
[bookmark: _Toc510696579]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[y]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[xx]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

* * * Next Change * * * *
6.1.6	Data Model
[bookmark: _Toc510696633]6.1.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.1.6.1-1 specifies the data types defined for the N<NFsoraf> service based interface protocol.

Table 6.1.6.1-1: N<sorafNF> specific Data Types
	Data type
	Section defined
	Description
	Applicability

	
	
	
	

	SorInformation
	6.1.6.2.2
	Contains the SoR information to be conveyed to the UE.
	

	SorAckInfo
	6.1.6.3.3
	Contains an indication of the reception status of the acknowledgment of successful reception of SoR Information by the UE.
	

	
	
	
	



Table 6.1.6.1-2 specifies data types re-used by the N<NF>soraf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF>soraf service based interface. 
Table 6.1.6.1-2: N<NF>soraf re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [xx]
	Access type (e.g. 3GPP)
	

	
	
	
	

	PlmnId
	3GPP TS 29.571 [xx]
	PLMN Identity
	

	ProblemDetails
	3GPP TS 29.571 [xx]
	Common data type used in response bodies
	

	RatType
	3GPP TS 29.571 [xx]
	Radio Access Technology Type
	

	SupportedFeatures
	3GPP TS 29.571 [xx]
	see 3GPP TS 29.500 [4] clause 6.6
	

	SteeringContainer
	3GPP°TS°29.503 [y]
	Contains the SoR Information
	

	Supi
	3GPP TS 29.571 [xx]
	Contains the SUPI information.
	

	
	
	
	



[bookmark: _Toc510696634]6.1.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc510696635]6.1.6.2.1	Introduction
This clause defines the structures to be used in resource representations. 
[bookmark: _Toc510696636]6.1.6.2.2	Type: <TypeName 1>SorInformation
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements..
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.1.6.2.2-1: Definition of type <TypeName 1>SorInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	steeringContainer
	SteeringContainer
	C
	0..1
	When present (i.e. sorInfoChangeIndication attribute is set to "True"), this attribute contains the information needed to update the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE, either as an array of preferred PLMN/Access Technologies combinations in priority order (with the first entry in the array indicating the highest priority and the last entry indicating the lowest) or a secured packet.
If no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed (sorInfoChangeIndication attribute is set to "False"), then this attribute shall be absent.
	

	sorAckIndication
	Boolean
	M
	1
	This attribute indicates to the NF consumer (e.g. UDM) whether an Acknowledgment of successful reception of SoR information shall be requested to the UE (when set to “True”) or not (when set to “False”).
	

	sorInfoChangeIndication
	Boolean
	M
	1
	This attribute is set to either:
· A value "True" when the SOR-AF returns an updated list of preferred PLMN/AccessTechnologies combinations, i.e. a change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM is needed.
· A value "False" when the SOR-AF does not return an updated list of preferred PLMN/AccessTechnologies combinations, i.e. no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM is needed.
This attribute shall always be set to “True” when present in a notification request (i.e. Nsoraf_SOR_Notify service operation).
	



[bookmark: _Toc510696637]6.1.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	



[bookmark: _Toc510696638]6.1.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696639]6.1.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696640]6.1.6.3.2	Simple data types 
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	n/a
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc510696641]6.1.6.3.3	Enumeration: SorAckInfo<EnumType1>
The enumeration SorAckInfo<EnumType1> represents an indication to the SOR-AF on whether the acknowledgment of successful reception of SoR information was received from the UE<something>. It shall comply with the provisions defined in table 6.1.56.3.3-1.
Table 6.1.6.3.3-1: Enumeration SorAckInfo< EnumType1>
	Enumeration value
	Description
	Applicability

	"ACK_SUCCESSFUL"
	Indicates to the SOR-AF that the acknowledgment of successful reception of SoR information was received from the UE and the integrity check was successful.
	

	"ACK_NOT_RECEIVED"
	Indicates to the SOR-AF that the acknowledgment of successful reception of SoR information was NOT received from the UE.
	

	"ACK_NOT_SUCCESSFUL"
	Indicates to the SOR-AF that the acknowledgment of successful reception of SoR information was received from the UE and the integrity check was NOT successful.
	



[bookmark: _Toc510696642]6.1.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc510696643]6.1.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644]6.1.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.1.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc510696645]6.1.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc510696646]6.1.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

* * * Next Change * * * *
[bookmark: _Toc510696647]6.1.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.1.3. and 6.1.4. 
6.1.7.1	General
For the <API Name>Nsoraf_SOR API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nsoraf_SOR<API Name> API.
6.1.7.2	Protocol Errors
No specific procedures for the Nsoraf_SOR<API name> service are specified.
Or add specific information for the API if applicable.
6.1.7.3	Application Errors
The application errors defined for the Nsoraf_SOR<API name>  service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	

	USER_NOT_FOUND
	404 Not Found
	The user does not exist
This error is applicable to all Nsoraf_SOR operations.

	
	
	



* * * Next Change * * * *
[bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc508285804][bookmark: _Toc508287269][bookmark: _Toc510696648]6.1.8	Feature negotiation
The optional features in table 6.1.8-1 are defined for the Nsoraf_SOR<API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	n/a
	
	



* * * Next Change * * * *
[bookmark: _Toc532994477][bookmark: _Hlk525137310]6.1.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nsoraf_SOR <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <Nsoraf_SORAPI Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nsoraf_SOR<API Name> service.
[bookmark: _Hlk530142087]The Nsoraf_SOR <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.

* * * Next Change * * * *
6.2	< Service 2> Service API 
And so on if there are more than two services supported by the NF. Same structure as in clause 6.1.

* * * End of Changes * * * *

