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1. Introduction
<Introduction part (optional)>
2. Reason for Change
The UDSF record is comprised of meta and zero or more blocks that are transferred using HTTP multipart messages. 
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.598 V0.1.0.

* * * First Change * * * *
[bookmark: _Toc22187526][bookmark: _Toc22630748][bookmark: _Toc24568556][bookmark: _Toc22187530][bookmark: _Toc22630752][bookmark: _Toc24568560][bookmark: _Toc25156267][bookmark: _Toc27591097]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[y1]	IETF RFC 2387: "The MIME Multipart/Related Content-type".

* * * Next Change * * * *

3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
Abbreviation format (EW)
MIME	Multipurpose Internet Mail Extensions
UDSF	Unstructured Data Storage Function

* * * Next Change * * * *

6.1.2.4	HTTP multipart messages
HTTP multipart messages shall be supported to transfer the opaque Record and Block Information in the following service operations (and HTTP messages):
-	Record (PUT/GET/DELETE)
-	BlockCollection (GET)
Depending on the resource, the HTTP multipart messages may start by zero or one RecordMeta body part followed by zero or more Block parts.
For the Record, the RecordMeta part is the root (first) part, and is mandatory. It shall include a Content-ID header set to "meta", the Content-Type (see IETF RFC 2387 [y1]) header set to "application/json" and include applicable JSON content for the RecordMeta.
Zero or more Block parts may follow the RecordMeta Part. For each Block part in the HTTP multipart message, the Block part shall include a Content-ID header identifying the Block with a value that shall not be "meta", a Content-Type header indicating the MIME type of the Block (any value), e.g. application/octet-stream, application/json or another applicable MIME type, Content-Transfer-Encoding with a value of binary and the Content-Length indicating the length in bytes of the payload.
For the BlockCollection, zero or more Block parts may be included. The first block is the root part. For each Block part in the HTTP multipart message, the Block part shall include a Content-ID header identifying the Block with a value that shall not be "meta", and a Content-Type header indicating the MIME type of the Block (any value) e.g. application/octet-stream, application/json or another applicable MIME type Content-Transfer-Encoding with a value of binary and the Content-Length indicating the length in bytes of the payload.
Table 6.1.2.4-1 describes what head is applicable with what part. Any other header may be ignored by the UDSF.
Table 6.1.2.4-1: HTTP Multipart headers
	Part
	Content-ID
	Content-Type
	Content-Transfer-Encoding
	Content-Length

	RecordMeta
	"meta"
	application/json
	n/a
	n/a

	Block
	any value (except "meta")
	any value
	binary
	Length of the payload.
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Annex x1 (informative):
HTTP Multipart Examples
[bookmark: _Toc25074014][bookmark: _Toc27584654]x1.1	General
This clause provides an example of the HTTP multipart message. The example does not aim to be a complete representation of the HTTP message, e.g. additional information or headers can be included.
This Annex is informative and the normative descriptions in this specification prevail over the description in this Annex if there is any difference.
x1.2	Example HTTP multipart Record
Content-Type: multipart/related; boundary=partboundary 

--partboundary
content-id: meta
Content-Type: application/json; charset=UTF-8
[bookmark: _GoBack]
{"tags":  { "ueId" : ["455345"], "supi" : ["imsi-999559807001001"] } }
--partboundary

content-id: user
Content-Type: application/json; charset=UTF-8
Content-Transfer-Encoding: binary
Content-Length: 43

{ "firstName": "John", "lastName": "Doe"}
--partboundary

Content-id: picture
Content-Type: image/png
Content-Transfer-Encoding: binary
Content-Length: 1936

<binary representation of png>

--partboundary--'
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