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	2
	Allocation of Documents to Agenda Items
	
	
	
	
	

	
	
	0300
	agenda    Draft Agenda
	CT4 Chairman
	Noted
	

	
	
	0301
	agenda    Detailed agenda & time plan for CT4 meeting: status at document deadline
	CT4 Chairman
	Noted
	

	
	
	0302
	agenda    Detailed agenda & time plan for CT4 meeting: status on eve of meeting
	CT4 Chairman
	Approved
	

	
	
	0303
	agenda    Proposed allocation of documents to agenda items for CT4 meeting: status at document deadline
	CT4 Chairman
	Noted
	

	
	
	0304
	agenda    Proposed allocation of documents to agenda items for CT4 meeting: status on eve of meeting
	CT4 Chairman
	Approved
	

	
	
	
	
	
	
	Handling of documents without any comments On Thursday 27th during conference call (block approval).

Deadline for comments on contributions on the reflector Friday at 14:00CET

Final versions  of  documents have to  be provided by the end of the meeting at 18:00CET
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	Meeting Reports
	
	
	
	
	

	
	
	0305
	report    CT & SA Status Report
	CT4 Chairman
	Noted
	

	
	
	0306
	report    Previous CT4 meeting report
	MCC
	Approved
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	Input Liaison Statements
	
	
	
	
	

	
	
	0365
	LS in   Rel-16 LS on GUTI allocation for MT-EDT in 5G CIoT
	CT1
	Postponed to 6.2.4
	C1-199005

To: SA2, RAN2, RAN3

CC: SA3, CT4

Contact: Huawei
Mandatory 5G-GUTI re-allocation at MT-EDT for CP CIoT 5GS optimization and UP CIoT 5GS optimization implies that a dedicated NAS procedure is executed in 5GMM-CONNECTED mode.
No action for CT4 can be noted
Proposed treatment: note 
Postponed  to 6.2.4

	
	
	0366
	LS in   Rel-16 Reply LS on RRC Connection Reestablishment for CP for NB-IoT connected to 5GC
	SA2
	Postponed  to 6.2.4
	S2-1910789

To: RAN WG2, CT WG4, SA WG3

CC: CT WG1, RAN WG3

Contact  Huawei

S2-1910789

. Overall Description:

SA WG2 would like to thank SA WG3 for their LS.

SA WG2 has further discussed and agreed to introduce RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC (see attached CR).
SA WG2 also agreed the following definition of Truncated 5G S-TMSI:

The Truncated 5G-S-TMSI is a 40 bit UE identifier constructed from the 5G-S-TMSI. It is used in RRC Connection Re-Establishment for the control plane for NB-IoT as described in TS 36.300.

· <Truncated 5G-S-TMSI> := <Truncated AMF set ID><Truncated AMF Pointer><Truncated 5G-TMSI>.

· <Truncated AMF set ID> = :n LSBs of AMF Set ID, where n is no greater than 10 bits.

· <Truncated AMF Pointer> := m LSBs of AMF Pointer, where m is no greater than 6 bits.

· <Truncated 5G-TMSI> := (40-n-m) LSBs of 5G-TMSI.

The values n and m are configurable based on network deployment. The value n+m shall be larger or equal to 8 bits.

NOTE: 
Depending on network deployment it is up to operator configuration to ensure that Truncated AMF Set ID and Truncated AMF Pointer identify the AMF uniquely, and that Truncated 5G-TMSI identifies the UE uniquely within the serving AMF. 

The NG-RAN is configured with the values n and m, and it is configured with how to recreate AMF Set ID from Truncated AMF Set ID, AMF Pointer from Truncated AMF Pointer, and 5G-TMSI from Truncated 5G-TMSI.  The configuration of these parameters are specific to each PLMN.

The NG-RAN configures the UE with n and m during RRC connection reconfiguration as described in TS 36.331. The configuration applies only to the registered PLMN.  
2. Actions:
To CT WG4:

ACTION: 
SA WG2 kindly asks CT WG4 to introduce in TS 23.003 the definition of truncated 5G S-TMSI as described above.
Proposed treatment: provide  CR to 23.003
Postponed  to 6.2.4

	
	
	0367
	LS in   Rel-16 LS on missing cause code mapping
	CT3
	Postponed to next meeting
	C3-195374

To: CT4

CC: CT1

Contact : Orange

CT3 has defined in TS 29.512 v16.2.0 the VALIDATION_CONDITION_NOT_MET application error sent by the PCF to the SMF. This error is returned with a 403 Forbidden HTTP response if the validation condition of a background data transfer policy (i.e. Time Window and/or Location Criteria) is not satisfied. The UE attempts for PDU session establishment or modification are rejected until the validation condition is satisfied.

It is CT3 understanding that this error code shall be mapped by the SMF to the 5GSM cause value #29 “User authentication or authorization failed”.

CT3 has noticed that there is no Rel-16 version of TS 29.524.

2. Actions:

To CT4 group.

ACTION: 
CT3 kindly asks CT4 to consider the above description and to update TS 29.524 accordingly.
Proposed treatment: CR to 29.524 requested 
WI code en5GPccSer, 
Orange volunteered to provide  a CR 
Postponed to next meeting?

Abdessamad wants to check with Julien

	
	
	0368
	LS in   Rel-17 LS on Proposal to transfer the study on service-based support for SMS in 5GC to CT WGs
	TSG CT
	Noted
	CP-193301

To: SA

CC: SA2, CT1, CT4

Contact: Orange
In reference to the GSMA 5GJA LS (CP-193242/SP-190959) to 3GPP SA and SA2 to request the completion of the service-based interface for SMS in 5GC (SP-190184) to meet the operators’ requirements for supporting the inter-PLMN security framework based on the SEPP and the use of the secured N32 interface, CT discussed the proposal (CP-193255) to transfer this work to CT WGs to complete the work in Release 17 timeframe. 

While some stage 2 work is needed, this work could be led by CT if it is agreeable to SA to offload from SA2 the work on Service Based Interfaces for SMS in 5GC to CT. 

CT would like to inform SA of the possibility of doing the study and the relative stage 2 and stage 3 normative work in the relevant CT WGs in Rel-17 with necessary coordination with SA2.

No action to CT4 can be noted. See reply from SA in C4-200369

Proposed treatment:  Note

	
	
	0369
	LS in   Rel-17 Reply LS to Transfer the study on service-based support for SMS in 5GC to CT WGs
	TSG SA
	Noted
	SP-191362

To: CT

CC: SA2, SA3, CT1, CT4

Contact: Orange 
SA would like to thank CT for the LS on Proposal to transfer the study on service-based support for SMS in 5GC to CT WGs (SP-191281/CP-193301). 

In reference to the proposal from CT on the way forward in this LS, SA agrees with the CT’s proposal to transfer the work on the definition of service-based interfaces for SMS in 5GC to CT WGs. It is SA’s understanding that the work in CT on this topic will have no or minimal impact on the foreseen SA2 workload for Release 17.

Proposed treatment:

CT has to decide which group should take the lead CT1 or CT4. Interested companies have to prepare a SID. At the moment for information to CT4. Note.

Orange plan to  provide something to next CT4 meeting



	
	
	0370
	LS in   Rel-16 Reply LS on NID structure and length
	R2
	Postponed to 6.2.3
	R2-1916344

To: CT4

CC: CT, RAN3, CT1, CT3, SA2

Contact: Ericsson 
RAN2 thanks CT4 for the LS on "NID structure and length". Regarding the agreed NID length of 52 bits, RAN2 would prefer if the NID length can be reduced to limit the amount of information that is broadcasted in SIB1. RAN2 has agreed to broadcast up to 12 NIDs in SIB1.

ACTION: 
RAN2 respectfully asks CT4 to take the information above into account to reduce the NID length if feasible.

Agenda item 6.2.3

Proposed treatment:  

-Check if we need to consider the restriction of up to 12NIDS and the length of 52bits.
-Provide CR and reply LS if needed

	
	
	0371
	LS in   Rel-16 Reply LS on sequence number on redundant transmission
	RAN3
	noted
	R3-197538

To: CT4

CC: SA2

Contact : Huawei 
RAN3 has agreed to add the sequence number per QoS flow in the PDU session user plane protocol as specified in TS 38.415 for the duplicated transmission of specific QoS flows. The NG-RAN or the UPF can eliminate or add the sequence numbers for those duplicated user plane packets corresponding to these specific QoS flows.

ACTION: 
RAN3 kindly requests CT4 to take the above information into account, and to provide feedback if needed. 
Covered by CRs to this meeting to 29.244 no impact to 29.281

	
	
	0372
	LS in   Rel-15 Reply LS on NSI requirements
	SA1
	Postponed to agenda item 6.2.3
	S1-193596

To: CT

CC: SA, SA2, SA3, CT1, CT4, CT

Contact: Qualcomm 
Question 2 (to SA1): Is there any stage 1 requirement to support having 2 subscriber identities (IMSI and NSI) on the same USIM application, and if so in which release?

Based on current SA1 specifications, there is no stage 1 requirement to support multiple subscription identities on the same USIM application.
Work Item:
Vertical_LAN, 5GS_Ph1-CT
Propost treatment:

CT4 can note as there is no requirement to have more than one subscriber identity and no action defined. See also SA2 reply in S2-1912417.

	
	
	0373
	LS in   Rel-15 Reply LS on SMSF change
	SA2
	Noted
	S2-1912294

To: CT4

Contact: Nokia 
a)  “Q1: Can the SMSF serving the UE may be changed during the inter-AMF mobility procedure?”
SA2 answer: When SMSF has been selected for the serving PLMN, there is no need to change it. 

Assuming the subscription and the UE registration for SMS service require it, the AMF shall re-use the already selected SMSF for the serving PLMN if one exists. If no SMSF has been selected for the AMF already, then the AMF shall perform SMSF selection. This could occur e.g. in the following cases: 

- First time registration to SMS service

- after inter-PLMN mobility, if no SMSF is already registered in the target PLMN

- after the SMSF has been de-registered

a) “Q2: Whether there are other scenarios where the SMSF may be reselected?”
SA2 answer: There is no requirement for re-selecting SMSF to replace an already selected SMSF for the serving PLMN. However, inter-PLMN mobility and SMSF de-registration procedure can lead to situation where there is no selected SMSF in the current serving PLMN at all. In such case, SMSF selection is needed in order to enable SMS service. 

SA2 has agreed the attached CR to TS 23.501 to clarify this via referring to already existing requirements.

ACTION: 
SA2 kindly asks CT4 to note this answer and align their specifications with these principles.

Agenda item 7.2.1.13?

Proposed treatment:  take information into account about SMSF reselection and note the LS.

	
	
	0374
	LS in   Rel-16 Reply LS on SUCI computation from an NSI
	SA2
	Postponed to 6.2.3
	S2-1912417

To: CT, SA1, SA3, CT1, CT6

CC: CT4, SA

Contact: Qualcomm

CT question 1 (to SA2): Are there use cases in which there needs to be both an IMSI and an NSI provisioned on the same USIM application, and if so in which release?
SA2 reply: SA2 is not aware of scenarios requiring storage of both an IMSI and NSI on the same USIM application for Rel-16 and earlier.

No action to CT4, CT4 can note.

Postponed to agenda item 6.2.3.

	
	
	0375
	LS in   Rel-16 Reply LS on interface selection of GERAN, UTRAN and EUTRAN access
	SA2
	Noted
	S2-1912509

To: CT3

CC: CT4

Contact: Cisco

S2-1912509
Regarding the questions that CT3 asks, please find the following responses from SA2:
Question 1: 
If the UE performs the initial attach procedure from EUTRAN, then it could perform mobility from EUTRAN to GERAN/UTRAN and also from EUTRAN to NR. Which mobility cases can be supported among GERAN/UTRAN, EUTRAN and NR? 

Only mobility between EPC/E-UTRAN and 5GS is supported. Mobility to/from GERAN/UTRAN and 5GS or UE anchored on SMF+PGW-C and UPF+PGW-U from EPC/E-UTRAN is not supported.

Question 2: 
Could the SMF/PGW-C contain the PCEF, whereby the SMF/PGW-C supports the PCEF functionality under 3GPP-EPS IP-CAN type? 

The PCEF functionality required of the SMF+PGW-C is captured in TS 23.503 and does not include all the PCEF functionalities under 3GPP-EPS IP-CAN type. 

Question 3: 
Should the N7 interface be extended to support the GERAN/UTRAN RAT type? If the N7 interface is extended to support the GERAN/UTRAN RAT type, what is the impact on the Npcf from SA2 view?
In Rel-16, N7 interface does not support GERAN/UTRAN RAT type. 

For information to CT4, 

Proposed treatment note

	
	
	0376
	LS in   Rel-16 LS on Version ID and Vendor ID
	SA2
	Postponed to  agenda item  6.1.11
	S2-1912521

To: CT4

CC: Contact: Nokia 
SA2 would like to inform CT4 they have continued the discussion on the granularity of the UE Radio Capability IDs for RACS and concluded that the format of the Manufacturer Assigned UE Radio Capability ID shall include a Vendor ID and not the TAC+SV of the UE model.  

SA2 has also considered a UCMF may change the PLMN Assigned UE Radio Capability ID assignment algorithm or a new UCMF is deployed to swap it out. This may create the existence of overlapping PLMN assigned IDs in the system and thus malfunctions. Hence SA2 has agreed the attached CR 23.501 CR in S2-1912519 to include a Version ID in the format of the PLMN assigned IDs to detect outdated PLMN assigned UE Radio Capability IDs. 
SA2 would politely request CT4 to update the format of the UE radio capability ID in TS 23.003 to reflect the above changes. 

ACTION: SA2 kindly requests to take the above into account and add a Version ID to the PLMN assigned UE Radio Capability ID format and a Vendor ID to replace the TAC+SV in the Manufacturer assigned UE radio capability ID format in TS 23.003.
Proposed treatment:  CR to 23.003 needed, CR provided in C4-200340

Postponed to  agenda item  6.1.11

	
	
	0377
	LS in   Rel-16 LS Response on Binding indication for subscribe/notify
	SA2
	Postponed to  agenda item 6.1.4
	S2-1912651

To: CT4

CC: CT3

Contact Huawei 
SA2 thanks CT4 for their LS on Binding indication for subscribe/notify.

SA2 agreed that binding should also be supported for subscribe/notify service operations.

SA2 has agreed the attached related CRs.
Proposed treatment:-Binding indication (service name) to be added to replies to notification requests and subscription requests to be checked if this is already covered in CT4 specifications. See C4-200523
Postponed to  agenda item 6.1.4

	
	
	0378
	LS in   Rel-16 LS reply on Support of Network Address Translation in the User Plane function
	SA2
	Noted
	S2-191276

To: CT4

CC: CT3

Contact: Huawei 
S2-1912762
SA2 thanks CT4 for the LS on Support of Network Address Translation in the User Plane function.

SA2 answer:
SA2 has discussed this issue and agreed that how to support NAT functionality in 5GS is not specified in Rel-16. And so, SA2 adds no requirements on N4/Sxb.

A note is added to 23.501 that An operator can deploy NAT functionality in the network; the support of NAT is not specified in this release of the specification (Rel-16).
Proposed treatment: 

No requirements on N4/Sxb with regard to NAT.

Note the LS.

	
	
	0379
	LS in   Rel-16 Reply LS on clarification on the requirement for steering of roaming
	SA2
	Noted
	S2-1912764

To: CT1, CT4

CC: CT6, SA3

Contact: NTT DOCOMO
SA2 thanks CT1 for the LS on clarification on the requirement for steering of roaming, asking SA2 to consider the case where the AMF needs to inform the UDM, so that the UDM can provide the UE with valid Steering of Roaming (SoR) information.

SA2 has discussed the requests from CT1 and agreed the attached CR.

ACTION: 
SA2 kindly ask CT4 to take this information into account.

Proposed treatment 

Do we need any enhancements on Nudm_SDM_Get to retrieve? 

Note.

	
	
	0380
	LS in   Rel-15 LS on proposed reflective QoS update
	SA2
	Postponed to  agenda item 6.3.1
	S2-191276

To: CT4

Contact: Huawei 
SA2 has discussed the SMF and UPF functionality for the support of Reflective QoS. During the discussion it was recognized that there is no description about how the UL PDR for the reflected traffic is generated and installed at the UPF. Furthermore, regarding the UPF behavior when Reflective QoS is deactivated, some companies believe that it would be better to make the SMF responsible for the removal of the UL PDR for the reflected traffic of the SDF after an operator configurable time.
The attached CR (S2-1912053, which was noted (i.e. not approved) during SA2#136) shows the changes and clarifications that would be necessary for making the SMF responsible for the removal of the UL PDR for the reflected traffic of the SDF).

SA2 would like to solicit CT4 to discuss this issue and provide feedback on the attached CR, especially with regard to:

a) making the SMF responsible for the removal of the UL PDR for reflected traffic of the SDF, and

b) applying the changes from Rel-15 onwards.
ACTION: 
SA2 invites CT4 to provide feedback on the attached CR.
Proposed treatment: In 29.244 the RQI flag is added to QER it is up to the SMF when to set and reset the flag within a QER related to a PDR. Provide response to SA2.

Discussion paper in C4-200750, proposed reply C4-200799, related CR C4-200752
Postponed to  agenda item 6.3.1

	
	
	0381
	LS in   Rel-16 LS on Further clarifications on GLI/GCI and Line ID/ HFC_Identifier
	SA2
	Postponed to 6.2.7
	S2-1912767

To: BBF, CableLabs, CT4

CC: SA3

Contact: Nokia

S2-1912767
SA2 have discussed the usage of GLI/GCI (Global Line Identifier / Global Cable Identifier) as defined in the attached agreed CR.

SA2 wants to further clarify following points:

1. SA2 has removed the definition of the Line ID from 23.316 as this identifier should be defined by BBF. Likewise the GLI (and GCI) are expected to be defined by BBF (by CableLabs). This includes the definition and coding of the identifier of the Line ID source, of the HFC Node ID and of the HFC_Identifier.

2.   SA2 kindly asks to clarify whether the deployment scenario where the operator that is owning Wireline or Cable subscriptions cannot be identified by a PLMN ID is an actual scenario, for example when the 5G Core is deployed by a wireline or Cable only operator. 

3. The overall format of SUPI / SUCI / ULI used to support RG connection to 5GC should be specified in TS 23.003 with references to BBF and CableLabs specifications where applicable (e.g. for the Line ID, Line ID source, HFC Node ID and HFC_Identifier).
SA2 may further revise the definition of these identifiers based on the feedback from CT4, BBF or from CableLabs.
ACTION: 
SA2 kindly asks BBF, CableLabs and CT4 to take the above information into account 
Proposed  treatment:

Global Cable Identifier should be defined in 23.003, CR C4-200700 to introduce definition for GCI is needed. Provide response

Postponed to 6.2.7

	
	
	0382
	LS in   Rel-16 Reply LS on 5G-S-TMSI Truncation Procedure
	SA2
	Postponed to agenda item 6.2.4
	S2-2001248

To: SA3, RAN2, CT1

Cc: CT4

Contact: Qualcomm

Given SA3's recommendation to send the 5G-S-TMSI component sizes (n and m) in a protected message, SA2 has decided that AMF provides the UE with the 5G-S-TMSI component sizes. SA2 has also agreed related CRs to TS 23.501 and TS 23.502 (see attachments).

Proposed  treatment:

For  information to CT4 no action required, note

Postponed to agenda item 6.2.4

	
	
	0383
	LS in   Rel-16 Reply LS on Enhanced coverage restriction
	SA2
	Postponed to agenda item 6.2.4
	S2-2001251

To: CT4

CC: CT3

Contact: Intel

S2-2001251
SA2 agrees with CT4 to use separate services as already defined for UDM i.e., SDM service to retrieve UE subscription data and PP service for provision of UE subscription data. SA2 has agreed the attached CR to reflect the same.

ACTION: 
SA2 kindly asks CT4 to take above information into account.
Proposed  treatment:

CT4 can note the LS as SA2 agrees with CT4.

Postponed to agenda item 6.2.4

	
	
	0384
	LS in   Rel-16 Reply LS on NIDD service modelling on N29
	SA2
	Postponed to agenda item 6.2.4
	S2-2001270

To: CT4

CC: 

Contact: Ericsson

S2-2001270
SA2 has discussed the service operations on N29 interface between NEF and SMF, and agreed the attached CR.

ACTION: 
SA2 kindly asks CT4 to take this information into consideration.
Proposed  treatment:

SA2 has agreed to CT4 proposal.

CT4 can note  the LS

Postponed to agenda item 6.2.4

	
	
	0385
	LS in   Rel-16 Reply LS on Using HTTP redirection response for modification on the resource URI
	SA2
	Postponed to agenda item 6.1.4
	S2-2001312

To: CT4

Contact: Ericsson

SA WG2 would like to thank CT WG4 for the LS on using HTTP redirection response for modification on the resource URI. SA WG 2 has discussed the issue and agree that it is ok to use HTTP permanent redirection response to update the resource URI, with the NF service consumer re-sending then its request towards the new target URI and NF service Producer providing updated binding information in the reply message.
ACTION: 
SA WG2 asks CT WG4 group to take the above information into account.
Proposed  treatment:

SA2 has agreed to CT4 proposed alternative 2 described in CT4 LS.

CT4 can note the LS

Postponed to agenda item 6.1.4

	
	
	0386
	LS in   Rel-16 LS on Small Data Rate Control and APN Rate Control
	SA2
	Postponed to agenda item 6.2.4
	S2-2001573

To: CT4

Contact: Nokia
SA2 thanks CT4 for their comments on rate control issues and gives the following answers to CT4 questions and comments. 

Q1: Requirement to include Small Data Rate Control Status in Step 3a of clause 4.3.4.3 of TS 23.502 must be removed as the Rate Control Status parameter is not present in Nsmf_PDUSession_Update service operation any longer. 

SA2 Answer: SA2 agrees with CT4 comment and removes the incorrect text in the attached CR.

Q2: The requirements in TS 23.502 clause 4.11.1.1 and 4.11.1.2.1 do not allow the AMF to retrieve the rate control status from the H-SMF (or SMF for a PDU session with an I-SMF). New signalling interactions are required between the V-SMF and H-SMF, to enable the V-SMF (or I-SMF) to retrieve the rate control status from the H-SMF (or SMF).


Note: TS 29.502 supports a RetrieveSmContext service operation over N11 to support the above "Nsmf_PDUSession_Context Request", but no similar service operation is supported over N16. 

SA2 Answer: In home-routed case, the SMF must know whether Small Data Rate Control applies. If it does, and PDU session is moved to EPC, the V-SMF must fetch Small Data Rate Control Status from H-SMF in order to pass it on to the AMF. The attached CR corrects clauses 4.3.2.2.2 and 4.11.1.2.1 accordingly. 
Q3: CT4 assumption has been that UPF does not know what is exception data and simply counts any packets exceeding the normal small data rate control rate as "exception data". 

SA2 Answer: This assumption is partially correct. The UPF cannot distinguish exception data packets and normal data packets based on the data packets, so this is indicated via N4 signalling. Once the UPF has received the "MO exception data" indication, it counts all subsequent packets as MO exception data until it receives non "MO exception data" indication. 
Q4: Why is an "MO Exception Data Counter" sent to UPF? What is the UPF expected to do with this counter?

SA2 Answer: SA2 has noticed that since UPF does not generate charging data, it is sufficient for the SMF to receive the "MO Exception Data Counter" to be included in charging information. After receiving "MO Exception Data Counter" from the AMF, the SMF sends "MO exception data" indication to UPF in order to inform it that subsequent packets are considered as MO exception data in terms of rate control. Stage 2 specifications have been corrected in this respect. 

Upon receiving "MO exception data" indication, the UPF uses a 'maximum allowed rate' (see TS 23.501 clause 5.31.14.3) of 'number of packets allowed per time unit' + 'number of additional allowed exception report packets per time unit' until it receives non "MO exception data" indication when it returns to using a 'maximum allowed rate' of 'number of packets allowed per time unit'. 
Q5: If "MO Exception Data Counter" is intended for the UPF to differentiate "normal data" from "exception data", what does happen if the control plane signalling from AMF to (V-)SMF (to H-SMF) to UPF takes more time than user plane packets (exception data)? The Exception data may get assimilated to "normal data" in this case and get dropped by the UPF even when the data rate for exception data is not exceeded.

SA2 Answer: Such race condition can cause the UPF to incorrectly drop exception data packets as part of Small Data Rate Control enforcement before the UPF receives an indication to raise the rate control limit for exception data. SA2 has addressed this in the attached CR by delaying the user data transmission until the MO exception data indication has reached the UPF. 
ACTION: 
SA2 kindly asks CT4 to take the above information into account and to align their specifications with the attached CRs. 
Proposed treatment:

Check if CRs are needed to align with stage 2.

CR C4-200587?

Postponed to agenda item 6.2.4 

	
	
	0387
	LS in   Rel-16 Reply LS to LS on Routing of HTTP signalling between NFs and SEPP (C4-195375)
	SA3
	Postponed to  agenda item 6.1.4
	S3-19445

To: CT4

CC: 

Contact: Nokia
SA3 thanks CT4 for the LS (C4-195375/S3-194437) on use of 3gpp-Sbi-Target-apiRoot header in HTTP requests for routing of HTTP signalling from NFs to SEPP.

SA3 analysed the proposal and concludes that it does not see any security issue with the use of 3gpp-Sbi-Target-apiRoot header to convey target resource information in HTTP requests towards SEPP. SA3 recommends that CT4 specify the SEPP behaviour when a (potentially malicious) Network Function includes the 3gpp-Sbi-Target-apiRoot header when communicating with the SEPP using a telescopic FQDN, i.e. which routing information takes precedence. 

The attached CR S3-194518 specifies changes to TS 33.501 to support TLS protection based on 3gpp-Sbi-Target-apiRoot HTTP header.

ACTION: 
SA3 kindly asks CT4 to take the information above into account.

Proposed treatment:

Check if CT4 specification is inline with SA3 recommendation.

Postponed to  agenda item 6.1.4

	
	
	0388
	LS in    Reply LS to LS on usage of IMSI during 3GPP based authentication (C4-195574)
	SA3
	Noted
	S3-194454

To: CT4

CC: SA2, CT3

Contact: Nokia

SA3 thanks CT4 for the LS (C4-195574/S3-194440) on usage of IMSI during 3GPP based authentication of a 5G UE to obtain IP connectivity during an untrusted non-3GPP access to 5GC.

SA3 would like to inform CT4 that sending IMSI in clear text violates subscriber privacy in 5G. As stated in TS 33.501 (c.f., step 1 of clause 7.2.1), how the UE connects to untrusted non-3GPP access network is outside the scope of 3GPP specification. Therefore, SA3 would recommend CT4 not to specify this procedure in 5G specifications.

Proposed treatment:

Take into account the recommendation of SA3, when discussing solutions.
Postponed to 7.2.1.18

	
	
	0389
	LS in   Rel-16 Reply LS to SA2 on 5G-S-TMSI Truncation Procedure
	SA3
	Postponed to agenda item 6.2.4.
	S3-194482

To: SA2

CC: RAN2, CT4, CT1, RAN3

Contact: Huawei
SA3 thank SA2 for the LS on 5G-S-TMSI Truncation Procedure.

For the UE using CP CIoT 5GS Optimisation, since AS security is not activated, n and m are not protected. In that case, SA3 recommend to send the n and the m in a protected message. 
Proposed treatment:

For information to CT4 can be noted.

Postponed to agenda item 6.2.4.

	
	
	0390
	LS in   Rel-15 Reply LS on SUCI computation from an NSI
	SA3
	Postponed to agenda item 6.2.3.
	S3-194548

To: CT, SA1, SA2, CT1, CT6, CT4

CC: SA

Contact: Qualcomm

 S3-194548
SA3 thanks CT for the LS on SUCI computation from an NSI and would like to provide the following response.
CT Question 3 (to SA3): Are there any security concerns with having 2 subscriber identities (IMSI and NSI) on the same USIM application?
SA3 Response: 
In Rel-15, USIM is required to store the subscription credential(s) within the UE. In Rel-16, if the SNPN chooses to use AKA based authentication method for registration to SNPN, then the subscription credential(s) for AKA is required to be stored on the USIM.
As supported in the existing security mechanisms specified by SA3, both IMSI and NSI can be used to identify subscription based on operator configuration, but only either IMSI or NSI can be present on the same USIM application.

It is SA3 understanding that if IMSI based subscription identifier is needed in NAI format (e.g., NSI for registering with SNPN), the ME can derive the NAI from the IMSI stored on the USIM. It is up to CT1/CT4 groups to specify how the ME derives NSI from IMSI stored on the USIM. It is also SA3 view that it shall be possible, as indicated by the USIM, whether the ME or the USIM performs SUCI calculation when the SUPI is in NAI format. It is for further study in SA3 to determine whether some changes are required to perform such a SUCI calculation.
ACTION: 
SA3 kindly requests CT, SA1, SA2, CT1, CT4, CT6 to take the above into account.
Proposed treatment:

See also S1-193596 and S2-1912417 no requirement on having 2 subscriber identities (IMSI and NSI) on the same USIM application.

Postponed to agenda item 6.2.3.

	
	
	0391
	LS in    LS on removing the invalid authentication result in UDM
	SA3
	Postponed to agenda item 6.1.10
	S3-194674

To: CT4

CC: 

Contact: Huawei

S3-194674
TS 33.501 specifies that the authentication result stored in the UDM can be used to prevent certain types of fraudulent attacks. 

SA3 has been studying in TR 33.809 Key Issue #3.1: Key issue on fraudulent attack due to expired authentication result in the UDM. SA3 identifies that the authentication result in UDM will become invalid when:
· the UE deregisters from the network; or

· in the registration procedure the NAS SMC fails followed by authentication.

The invalid authentication result shall be removed in these scenarios, otherwise, certain types of fraudulent attacks may not be prevented.

Therefore, SA3 kindly asks CT4 to take this information into account and remove the authentication result stored in the UDM in the above scenarios.

ACTION: 
SA3 kindly asks the CT4 group to take the above information into account and remove the authentication result in the UDM in the above scenarios.
Proposed treatment:

Check if a CR is needed for the request from SA3. See C4-200837
Postponed to agenda item 6.1.10.

	
	
	0392
	LS in   Rel-15 LS on Addition of AVP code definitions
	SA5
	Postponed to agenda item 7.3.1.
	S5-197696

To: CT4

CC: CT3

Contact: Nokia
SA5 would like to inform CT4 about the following AVPs defined in TS 32.299, for incorporation into corresponding TS 29.230: 

Proposed treatment:

Prepare CRs to 29.230 for Rel-15 and Rel-16 for the new AVPs. See C4-200341 and C4-200342.
Postponed to agenda item 7.3.1.

	
	
	0393
	LS in   Rel-16 LS on CAG definition
	SA5
	Noted
	S5-197806

To: SA2, RAN2

CC: RAN3, CT4

Contact: Huawei
S5-197806
3GPP SA5 discussed management support for CAG Identifiers and CAG list i.e. a list of CAG Identifiers the UE is allowed to access.

A Closed Access Group (CAG) identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID, see clause 5.30.3.2 of TS 23.501.

According to clause 4.3.1 of TR 28.807 [1], for the scenario of NPN supported by network slice instance of a PLMN, the management system of public network integrated NPN takes charge of management of CAG Identifiers. To provide management support for CAG Identifiers and CAG list, the definition of CAG and other related aspects needs to be defined clearly.

To facilitate the management work for CAG, SA5 would like to ask the following questions to SA2:

a)
Is definition of CAG-identifier ready in SA2 or other WGs? If so, in which specification?

b)
What is the max length of a CAG list?

c)
To support network and cell (re-)selection and access control for CAG, SA5 understanding is that AMF and NG-RAN nodes supporting CAG need to be configured with CAG-identifiers by OAM. Are there any other 5GC core functions need to be configured by OAM for such CAG-identifiers?

To facilitate the management work for CAG, SA5 would like to ask the following questions to RAN2:

a)
How many CAG-identifiers need to be supported by an NG-RAN node supporting CAG? Is it possible for such an NG-RAN node to support more than one CAG list at the same time?

b)
Can an NG-RAN node own CAG cell(s) and normal PLMN cell(s) at the same time?

Proposed treatment:

For information to CT4. Note.

	
	
	0644
	LS in   Rel-16 Reply LS on Service on I-NEF Event Exposure
	SA2
	Postponed to agenda item 6.2.4
	S2-2001575

To: CT3

CC: CT4

Contact: Huawei
SA2 thanks CT3 for the LS on Service on I-NEF Event Exposure.

Stage 2 specifications show NEF and I-NEF as separate entities, since I-NEF always resides in VPLMN for monitoring purposes, and the NEF is always in HPLMN. TS 23.501 does not restrict deployments of the I-NEF with other NFs, see the NOTE in clause 6.2.5a, that reads “Deployments can choose to co-locate I-NEF with another NF”. Consequently, deployments combining the I-NEF role and NEF role are possible. 

SA2 leaves it for CT3 to determine whether the functionality of I-NEF Event Exposure can be implemented by re-using the Nnef_EventExposure service, and the SA2 modelling of separate service operations for NEF and I-NEF does not prevent that decision. 

But, SA2 would also like to remind CT3 that the following differences between Ninef_EventExposure service and Nnef_EventExposure service should be taken into account when working on stage 3 details: 

· NEF service operations are designed for northbound traffic, AMF and SMF reside within 3GPP system. Consequently, NEF services address a target UE by Public identity (GPSI) or External Group Identifier, while I-NEF services address target UEs by SUPI or 3GPP internal group identifier. If Nnef_EventExposure service is used to implement the functionality of I-NEF Event Exposure, then the use of SUPI and Internal Group Identifier must be restricted to use cases when the service operation is used inside the 3GPP system (i.e. the use of these internal identifiers is not allowed in N33 / T8). 

· NEF Event Exposure is designed for the consumer to subscribe to notifications. But via I-NEF Event Exposure, AMF or SMF is not subscribing to receive I-NEF notifications but configuring a routing address for sending its own notifications by means of subscription on behalf of third party NF (i.e. the NEF). This implies that the I-NEF processing for NEF Event Exposure differs from NEF processing of the same service operation. 

Proposed treatment:

No action required from CT4, Note.

Postponed to agenda item 6.2.4

	
	
	0645
	LS in   Rel-16 Forwarding LS on definition of GLI
	SA2
	Postponed to agenda item 6.2.7
	S2-2001617

To: CT4, RAN3

CC: BBF

Contact: Huawei

SA2 has defined Global Line Identifier (GLI) in clause 4.7.8 in TS23.316.

SA2 received LS (S2-200028) from BBF about the definition of GLI. SA2 believes that the concatenation of Line ID source and Line ID is the functional equivalent of the Global Line Identifier (GLI). 

GLI is used to build the SUPI/SUCI for FN-BRG as described in clause 4.7.3 in TS23.316. PLMN ID is encoded as per current 3GPP practice and how the PLMN ID and the GLI (combination of Line ID source/Line ID) is encoded in a SUPI/SUCI is assumed to be specified by 3GPP.

User Location Information (ULI) may correspond to GLI in case of W-5GBAN access as defined in clause 10.1 in TS23.316.
ACTION: 
SA2 asks CT4 group to take the forwarded LS into account for the definition of GLI, GLI-based SUPI/SUCI and GLI-based ULI.
Proposed treatment:

CR to 23.003 needed to define GLI. See C4-200700

Postponed to agenda item 6.2.7

	
	
	0646
	LS in   Rel-16 Reply LS to LS S3-194452 on UP gateway function on the N9 interface
	SA2
	Noted
	S2-2001727

To: SA3

CC: CT4, TSG SA

Contact: Nokia
SA2 thanks SA3 for their Reply LS on UP gateway function on the N9 interface in S3-194452.

SA2 agreed to the attached CR.

When referring to SA3 TS 33.501, requirements for User Plane Gateway Function (UPGF) include:

“-
The UPGF shall only forward valid GTP-U packets on the N9 interface to the concerned UPF.”

The above requirement bullet indicates that the IPUPS functionality (called UPGF in current SA3 spec) supports “GTP-u packet filtering”.
However, it is unclear to SA2 what information a UPF that supports the IPUPS functionality needs from SMF to achieve this “GTP-u packet filtering”.

Proposed treatment:

For information to CT4, Note.

	
	
	0911
	LS in    GCI and HFC_Identifier
	Cablelabs
	Postponed to Agenda item 6.2.7
	LS reply to SA2 5WWC IDs Jan 2020

To: SA2

CC: CT4

Contact cablelabs 
LS reply to SA2 5WWC IDs Jan 2020
1. SA2 has removed the definition of the Line ID from 23.316 as this identifier should be defined by BBF. Likewise the GLI (and GCI) are expected to be defined by BBF (by CableLabs). This includes the definition and coding of the identifier of the Line ID source, of the HFC Node ID and of the HFC_Identifier.

ACTION: 
SA2 kindly asks BBF, CableLabs and CT4 to take the above information into account.

CableLabs response: CableLabs will take this into account and will update CableLabs released documentation to include the definitions of GCI, HFC Node ID and HFC_Identifier.

2. SA2 kindly asks to clarify whether the deployment scenario where the operator that is owning Wireline or Cable subscriptions cannot be identified by a PLMN ID is an actual scenario, for example when the 5G Core is deployed by a wireline or Cable only operator. 

ACTION: 
SA2 kindly asks BBF and CableLabs to answer to the Question in the bullet 2 above.

CableLabs response: The deployment scenario where the operator that is owning Cable subscriptions and cannot be identified by as assigned and registered PLMN ID is an actual scenario in future deployments. For example, an operator owning cable subscriptions may deploy access technologies for the specific use of an enterprise or vertical customer. As convergence features increase, operators may increasingly select a 5G core to support a variety of non-3GPP access networks. In these cases, the operator of the 5G core may not be associated with an assigned PLMN ID. 

Operators that do not have a registered PLMN ID may select to use MCC = 999 per ITU recommendations in certain scenarios.  

3. The overall format of SUPI / SUCI / ULI used to support RG connection to 5GC should be specified in TS 23.003 with references to BBF and CableLabs specifications where applicable (e.g. for the Line ID, Line ID source, HFC Node ID and HFC_Identifier).

ACTION: 
SA2 kindly asks BBF and CableLabs to provide the requested definitions (as mentioned in the items 1 and 3) above in their specifications.

CableLabs response: CableLabs will include the requested definitions, as mentioned in the items 1 and 3 above, in updated formally released documentation. The HFC_Identifier is an octet string and may contain a cable modem MAC address or an overall HFC account identifier, as defined by CableLabs in DOCSIS MULPI. The HFC_Identifier is unique within an operator’s domain. The encoding of the HFC_Identifier for the purposes of 5WWC is the data type MacAddr48 which is presently used in 29.571. As noted in section 4.7.4 of 23.316, if the SUPI contains an HFC_Identifier, the SUPI also needs to contain an identifier of the operator administrating the HFC_Identifier value. An example with the HFC_Identifier with the operator ID is shown below:

       00-00-5E-00-53-00@operator.com
       HFC Identifier            Operator Identifier
The HFC Node ID, which is used to build location information, is provisioned by the operator and encoded as a string of up to six characters in length. 

 Agenda item 6.2.7

All definition are done in cablelabs specification see reply from  SA2 in C4-200381, CT4 can note.
Proposed treatment:  note

	
	
	0912
	LS in   Rel-16 LS on Non-UE N2 Message Services Operations
	SA2
	Noted
	S2-2001340

To: CT1

CC: CT4

Contact: Cisco
S2-2001340
SA2 have discussed how to document Non-UE N2 Message Service operations - NonUeN2MessageTransfer, NonUeN2InfoSubscribe, NonUeN2InfoUnSubscribe, NonUeN2InfoNotify belonging to Namf_Communication service. 

The service operations were earlier documented in TS 23.041. But now, multiple service consumers (AMF, LMF, CBCF, PWS-IWF) are using this Non-UE N2 Message Service operations and SA2 agreed that  

TS 23.502 will document these service operations. 

Since the service operations will be documented in TS 23.502, SA2 propose to avoid having duplicate description of generic aspects of the service operations in TS 23.041 and only document applicable PWS specific aspects in TS 23.041.

The agreed CR is attached and provides more information.

Proposed treatment:

No action requested from CT4, CT4 can note the LS.



	
	
	0913
	LS in   Rel-16 LS reply on CAG definition
	SA2
	Noted
	S2-2001401

To: SA5

CC: RAN2, RAN3, CT4

Contact: Huawei
S2-2001401
3GPP SA2 thanks SA5 for their LS on Sending CAG definition.
SA2 would like to provide answers to the following questions asked by SA5:
a)
Is definition of CAG-identifier ready in SA2 or other WGs? If so, in which specification?

b)
What is the max length of a CAG list?

c)
To support network and cell (re-)selection and access control for CAG, SA5 understanding is that AMF and NG-RAN nodes supporting CAG need to be configured with CAG-identifiers by OAM. Are there any other 5GC core functions need to be configured by OAM for such CAG-identifiers?

SA2 answer: CAG-identifier is already defined in CT4 specification TS 23.003. According to current SA2 specification, CAG ID is stored in UE subscription in UDM (as in TS 23.502 clause 5.2.3.3.1), and the AMF receives CAG information from the UDM during registration procedure.

Proposed treatment:

Send in copy to CT4, no action required from CT4. Note.

	
	
	1002
	LS in LS on new AVPs in TS 29.214
	CT3
	Noted
	To: CT4

Contact: Ericsson

CR provided in C4-200807
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	0613
	WID new    New WID on Best Practice of PFCP
	China Mobile, China Mobile, China Telecom, China Unicom, ZTE, CATT
	Postponed to next meeting
	REl-17 WIDs will not be addressed in CT#87-e
Proposed to be postponed  to the next meeting as it  will not be handled at plenary in March
Bruno:

I have uploaded our comments and proposed updates in the draft inbox. With these updates, Nokia and Nokia Shanghai Bell support the WID

	
	
	0615
	WID new    New WID on SBIProtoc17
	China Mobile
	Postponed to next meeting
	REl-17 WIDs will not be addressed in CT#87-e Distributed on CT3 and CT4 reflector for comments
Proposed to be postponed  to the next meeting
as it  will not be handled at plenary in March

Bruno

All the guidance text needs to be deleted.


	
	
	0653
	WID revised   Rel-16 Load and Overload Control of 5GC Service Based Interfaces
	Huawei
	
	We should try to  cover all topics in Rel-16 we should not move  things to  release 17 t this stage

	
	
	0812
	WID revised   Rel-16 Revised WID on CT aspects of Cellular IoT support and evolution for the 5G System
	Qualcomm Incorporated
	
	

	
	
	0816
	WID revised   Rel-16 Revised WID on CT aspects of optimisations on UE radio capability signalling
	Qualcomm Incorporated
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	0834
	pCR 29.893  Rel-16 Additional requirements for Transport Protocol
	Huawei
	
	Jones
Please find our comments as following:
REQ#7: The security aspects of the transport layer protocol (e.g. TLS encryption) should be configurable to support message trace and parse in the middlebox for the scenarios of testing, monitoring, troubleshooting and etc.

We believe the CORE network will still be a QoS protected networking and there will be very few middleboxes where monitoring is required and in a cloud environment the troubleshooting is done in a different level then transport. Hence we don’t support this requirement.

Caixia: TLS is optional in HTTP/2+TCP, which may be choose by operator in their network, and to allow the middlebox for testing, monitoring and troubleshooting, shall be considered by QUIC
REQ#8: The transport layer protocol, along with the upper layer HTTP/2 application protocol shall support the distributed architecture for PNFs and VNFs, e.g. the front-end load-balancer and back-end service process-units architecture.

The requirement is both on transport protocol and application protocol, the statement of HTTP/2 is not right, e.g. HTTP/3 over QUIC.

Caixia: I will correct this.
REQ#9: The performance and resource efficiency (i.e. CPU, Memory and other processing requirements) to implement the new features like multiplexing, security and congestion control from the transport layer protocol shall be equitable.

Not really needed. Define a requirement without a clear baseline for evaluation is not helpful. If we just want to indicate the importance, in the FS it is already stated that implementation aspects are important.

Caixia: We can use current SBI protocol as base, just indicate the performance and resource efficiency between QUIC and TCP/TLS shall be equitable.
REQ#10: The complexity and cost of development and deployment of the transport layer protocol shall be considered to avoid too may protocol options.

Please clarify the “to avoid too many protocol option” part.

Caixia: Avoid several protocols allowed in the network, finally, vendor shall support all of the protocols options
REQ#11: The transport layer protocol shall be mature enough for adoption of the protocol in the 5GC, e.g. fully standardized and has mature open source support in multi-vendor environment?, not only for the QUIC protocol, but also the full stack of HTTP/3 protocols.

The stack needs to show some KPI as implementation maturity for sure. But relay on opensource deployment in multi-vendor environment is not necessary as requirement for multi-vendor environment from Telecom CN is another grade compare to other industrials. We cannot rely too much on others to prove it.
Caixia: We want to see the successful implementation in other industries between several vendors. But No problem, I can remove the in multi-vendor environment.
Draft revision 1 provided


	
	
	0835
	pCR 29.893  Rel-16 Update of QUIC features
	Huawei
	
	Jones
Our comments as following:
5.3.1:

“Comparing to TCP” is not a fair comparison. As QUIC integrates TLS, it should be compared to TLS over TCP. So essentially it is comparison of the cost of security/privacy enforcement to the needs of security needs. The main aspect here is that encryption cannot be turned off on QUIC (while TCP can be used without TLS). However, there are probably very few environment where encryption is really not needed, especially we consider the distributed deployment and infrastructure. If there are cases where there is already encryption on other layers then these layers might be simplified when using QUIC.

Also, this paragraphs should be some placed somewhere in the conclusion chapter.
Caixia: Within the security domain, e.g. In the PLMN within operator, operator can choose not deploy TLS, which is the current agreement. Encryption can not be turned off in QUIC, this may be the problem for the PLMN without TLS deployment.
And for the PLMN already supports TLS, we shall consider the additional features intruduced by QUIC, the cost and complexity shall be evaluated. e.g. for the features described in clause 5.3, which is different with TCP+TLS.
We will update other clauses in the following meetings

5.3.2:
“…, as the TCP segments are delivered in sequence and not allowed to bundle with other segments,”  “…, as TCP only provides one stream and all data therefore are delivered in order, ”

Caixia: Ok with this
“Streams can be long-lived, even during the lifetime of a connection to increase the reusability and limit the cost of opening stream.” What is the meaning of this?

Caixia:  In clause 2 of IETF draft-ietf-quic-transport-25, Streams can also be long-lived and can last the entire duration of a connection
“… as the streams in QUIC are independent with of each other” Editorial. Actually we think it is not really needed, as it just repeat the meaning of first half of the sentence. 

Caixia: OK, I will revert the change
5.3.3:

“Each ACK Frame in QUIC contains up to 256 blocks of SACK, which helps to ease network throughputs in case of sending packets frequently.” 

· SACK is not QUIC terminology, should use “ACK range”.
Caixia: I agree, will change the terminology to ACK range
· Could you please clarify where does the 256 come from? 

Caixia: Based on the following description in RFC, there is no dedicated number for the ACK range, I will update the description to:
Variable number of ACK ranges is allowed in QUIC, up to 62 bits as specified in 19.3 of IETF draft-ietf-quic-transport.
From RFC: ACK Range Count: A variable-length integer specifying the number of Gap and ACK Range fields in the frame.

What do you mean by “helps to ease network throughputs in case of sending packets frequently”. This mainly help when you have high loss, however, if loss is high congestion control will still throttle throughput. On congestion control, there is not different between TCP and QUIC. TCP congestion control is also pluggable and configurable on a per connection basis. The only difference is that is might be slightly easier to implement a new congestion control in user space than in the kernel, just because some deployed systems maybe not have the rights to patch the kernel. However, implementation-wise it would be the same effort.
5.3.4:

“QUIC uses TLS 1.3 (See IETF draft-ietf-quic-tls [6], IETF RFC 8446 [12]), for key establishment, QUIC integrates the TLS 1.3 as[SP]its own encryption and integrity layer that protects the QUIC packets, but the security capability of HTTP/3 over QUIC/UDP is consistent with HTTP/2 over TLS1.3/TCP.” The whole sentence is hard to read/understand. Please clarify.

“The encryption and integrity protection help provide confidentiality, privacy and source authenticity for the user of QUIC.” Please also add this editorial into this clause.

draft-ietf-quic-spin-exp is not a current draft anymore as the spin bit has been integrated into the draft-ietf-quic-transport (as well as draft-ietf-quic-managability). Also in the reference clause.

5.3.6:

“A server accepts 0-RTT data on a connection needs more processing and computation cost.” Please explain what is the cost?
5.3.7:

Reset text colour to normal.

“…, which will not cause the packet loss”  “ without any interruption in the transmission.””

Draft revision 1 provided
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	0377
	LS in   Rel-16 LS Response on Binding indication for subscribe/notify
	SA2
	Noted
	S2-1912651

To: CT4

CC: CT3

Contact Huawei 
SA2 thanks CT4 for their LS on Binding indication for subscribe/notify.

SA2 agreed that binding should also be supported for subscribe/notify service operations.

SA2 has agreed the attached related CRs.
Proposed treatment:-Binding indication (service name) to be added to replies to notification requests and subscription requests to be checked if this is already covered in CT4 specifications. See C4-200523
Postponed to  agenda item 6.1.4

	
	
	0385
	LS in   Rel-16 Reply LS on Using HTTP redirection response for modification on the resource URI
	SA2
	Noted
	S2-2001312

To: CT4

Contact: Ericsson

SA WG2 would like to thank CT WG4 for the LS on using HTTP redirection response for modification on the resource URI. SA WG 2 has discussed the issue and agree that it is ok to use HTTP permanent redirection response to update the resource URI, with the NF service consumer re-sending then its request towards the new target URI and NF service Producer providing updated binding information in the reply message.
ACTION: 
SA WG2 asks CT WG4 group to take the above information into account.
Proposed  treatment:

SA2 has agreed to CT4 proposed alternative 2 described in CT4 LS.

CT4 can note the LS

Postponed to agenda item 6.1.4

	
	
	0387
	LS in   Rel-16 Reply LS to LS on Routing of HTTP signalling between NFs and SEPP (C4-195375)
	SA3
	Noted
	S3-19445

To: CT4

CC: 

Contact: Nokia
SA3 thanks CT4 for the LS (C4-195375/S3-194437) on use of 3gpp-Sbi-Target-apiRoot header in HTTP requests for routing of HTTP signalling from NFs to SEPP.

SA3 analysed the proposal and concludes that it does not see any security issue with the use of 3gpp-Sbi-Target-apiRoot header to convey target resource information in HTTP requests towards SEPP. SA3 recommends that CT4 specify the SEPP behaviour when a (potentially malicious) Network Function includes the 3gpp-Sbi-Target-apiRoot header when communicating with the SEPP using a telescopic FQDN, i.e. which routing information takes precedence. 

The attached CR S3-194518 specifies changes to TS 33.501 to support TLS protection based on 3gpp-Sbi-Target-apiRoot HTTP header.

ACTION: 
SA3 kindly asks CT4 to take the information above into account.

Proposed treatment:

Check if CT4 specification is inline with SA3 recommendation.

Postponed to  agenda item 6.1.4

	
	
	0347
	CR 29.500 0085 Rel-16 Security requirements for Indirect Communication
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0348
	CR 29.500 0086 Rel-16 Corrections to routing mechanism with TLS between NF and SCP
	Nokia, Nokia Shanghai Bell, Ericsson, Oracle
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0349
	CR 29.500 0087 Rel-16 Binding procedures
	Nokia, Nokia Shanghai Bell, Cisco
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0350
	CR 29.500 0088 Rel-16 Notifications sent with indirect communication
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0351
	CR 29.500 0089 Rel-16 Handling of Discovery headers not supported by the SCP
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0352
	CR 29.510 0276 Rel-16 Authorization to access services of an NF Set
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA

CAT B

	
	
	0353
	CR 29.510 0277 Rel-16 Service Discovery in a different PLMN using 3gpp-Sbi-Target-apiRoot
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0354
	CR 29.573 0028 Rel-16 Inter-PLMN communication using 3gpp-Sbi-Target-apiRoot
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0355
	CR 29.502 0248 Rel-16 PCF Set ID and PCF Group ID
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA, TEI16, 5GS_Ph1

CAT F

	
	
	0505
	CR 29.244 0354 Rel-16 Provision alternative SMF IP addresses of PFCP entities pertaining to the same SMF
	Ericsson
	Revised to C4-200947
	WI 5G_eSBA

CAT F

Zhijun:
- If I remember correctly, in the early discussions, people said that using the NodeID of SMF, the UPF can query the DNS server to retrieve other IP addresses of that SMF, right? If so, what’s the difference to explicitly provide the alternative IP address of the same SMF here?
Frank:
The IP address of SMF in DNS is kind of frontend IP address, which is used by peer node to send establish session request; once the session is established, normally another IP address (backend) will be allocated.  Here we need a list of alternative IP address can handle the existing sessions

Bruno:

In clause 7.4.4.1 and following clauses, it would be clearer to specify that the Alternative SMF IP Address IE shall contain an IP@ of an alternative SMF (SSET feature) or of an alternative PFCP entity in the same SMF (MPAS feature).

Frank:

For SSET, this IE should contain an IP address of an alternative SMF or an alternative PFCP entity in the same SMF when SSET feature is used.
Is it fine with the following highlighted wording ?
When present, this IE shall contain an IP address of an alternative SMF or an alternative PFCP entity in the same SMF when SSET feature is used, or  an alternative PFCP entity in the same SMF when MPAS feature is used.
Bruno:

yes the proposed text looks fine.

Revision provided
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Abdessamad:

One small comment regarding this CR. I think that whenever we refer to “NF service instance” in this CR (and in general in clause 6.10), we need to rather refer to either “NF instance” or “NF service instance” to cover both possible cases. One solution, as described in C4-200784 is to use the wording “NF (service) instance”. Please let me know if it is OK for you.

Bruno

I have uploaded a v1 in the draft inbox, with the following updates: 
· Verizon has been added as co-source

· For consistency with the changes proposed in 0898, in clause 6.10.2.4, 

· I have reverted the deletion of “IP address” in the description of the authority pseudo-header (for the request sent to SCP)

· I have reverted the paragraph describing that the NF is configured with the SCP FQFN and apiPrefix (already described in 0898).

@Abdessamad, I don’t see any problem with the terminology “NF service instance” in this CR. A request is always sent to a service instance of an NF instance.

Alignment with 0898 

Draft Revision 1 provided
Giorgi

0898 to v3 covering “authority” related issue in clause 6.10.2.4 in 0522.

Abdessamad

Regarding your comment: 
>> I don’t see any problem with the terminology “NF service instance” in this CR. A request is always sent to a service instance of an NF instance.

My understanding is that a request can be targeted either to a NF instance or NF service instance within that NF instance even if it is always targeting a specific service. It depends on whether or not the producer “allows” visibility to its NF service instances. 
On additional comment, I have noticed that there is no mention anymore to the fact that the SCP has to remove the 3gpp-Sbi-Target-apiRoot when forwarding a request to a NF producer. Was it done intentionally ?
Bruno> this is already specified though …
When forwarding a request to the HTTP server, the SCP shall replace the apiRoot of the SCP received in the request URI of the incoming request by the apiRoot of the target NF service instance. If the 3gpp-Sbi-Target-apiRoot header was received in the request, the SCP shall use it as the apiRoot of the target NF service instance, if the SCP does not (re)select a different HTTP server, and regardless shall remove it from the forwarded request. The SCP shall set the pseudo-headers as specified in clause 6.1, with the following additions: 
Abdessamad

Thanks for the clarifications regarding the removal of the header. I missed that sentence for some reason !
Regarding the first point, I agree that the producer always exhibits the services it supports and that a service request is always targeting a service, but not necessarily the exact service instance that is handling the service. My point is that the NF consumer does not necessarily have visibility on NF service instances within a NF instance. It may only see the available NF instances with the services they expose, but without knowing the exact target service instances that are exposing services. The NF consumer / SCP will target its request to a NF instance and the latter will know where to forward it internally to the right NF service instance(s).

For example, clause 6.10.3.1 of TS 29.500 states: “This clause specifies the requirements that shall apply when the discovery and associated selection of NF instances or NF service instances is delegated to an SCP (see clause 6.3 and Model D in Annex E of 3GPP TS 23.501 [3])”. Therefore in my opinion, a service request is targeting a service but can either be pointing to a NF instance that is exposing this service or directly to a NF service instance that is in charge of handling the service within a NF instance. That is why I am proposing to have both options in order to be consistent with what was defined in other clauses.
Bruno: replied, Don't agree with Abdessamad

Bruno the CR is only for SCP, a request is always send to a service, SCP always select a service instance.

Bruno

Our CR adds two occurences of “NF service Instance”: 
When forwarding a request to the HTTP server, the SCP shall replace the apiRoot of the SCP received in the request URI of the incoming request by the apiRoot of the target NF service instance. If the 3gpp-Sbi-Target-apiRoot header was received in the request, the SCP shall use it as the apiRoot of the target NF service instance, if the SCP does not (re)select a different HTTP server, and regardless shall remove it from the forwarded request. The SCP shall set the pseudo-headers as specified in clause 6.1, with the following additions: 
The SCP will always know the service instance towards which it sends the service request. The proposed text is correct.

Abdessamad

Following the discussion we had during the conf. call this afternoon, I am now OK with this wording and with the last version of the CR. Thank you for the clarifications

Time to assign new tdoc number?

	
	
	1046
	CR 29.500 0086 Rel-16 Corrections to routing mechanism with TLS between NF and SCP
	Nokia, Nokia Shanghai Bell, Ericsson, Oracle, Mavenir, Verizon
	
	

	
	
	0523
	CR 29.500 0087 Rel-16 Binding procedures
	Nokia, Nokia Shanghai Bell, Cisco
	Revised to C4-201047
	WI 5G_eSBA

CAT F

Giorgi uploaded draft revision 1

Draft Revision 1 provided
Frank:

1. I think we should allow the service name be a custom service, e.g. in 5.2.3.2.5, indicates the name of a service, as defined in 3GPP TS 29.510 [8], or a custom service that handles a notification or a callback request;
2. There is a note in SA2 CR (S2-201889), “NOTE z3:  Request messages can contain both the Binding Indications for services and for notifications., and in addition, the Routing Binding Indication.”, I would assume, in this case, there will be one 3gpp-Sbi-Routing-Binding, two 3gpp-Sbi-Binding http heads in the request message. This should be documented in the CR.

3. Then in the example 7, for two binding indications, it seems missing one “3gpp-Sbi-Binding:” in front of second “bl”, see below:
3gpp-Sbi-Binding: bl=nfinstance; nfinst=54804518-4191-46b3-955c-ac631f953ed8; nfset=set1.smfset.5gc.mnc012.mcc345; servname=nsmf-pdusession  this is for callback

3gpp-Sbi-Binding: bl=nfinstance; nfinst=54804518-4191-46b3-955c-ac631f953ed8; nfset=set1.smfset.5gc.mnc012.mcc345; scope=other-service; servname=nsmf-event-exposure   this is for when consuming event exposure service in the future
4. For example 8, even if binding is NFinstance level and all service can be applicable for callback and other service, should in this case, there are also two binding indication, 2 http headers? 

Bruno

Please find my replies inline. Giorgi, I have answered to your comments within C4-200523_v1_29500_xxxx_-hw(+bruno) in the draft inbox. 
I have uploaded a v2 version in the draft inbox. 

Note: Giorgi, you used the filename _v1_ xxx-hw for comments against the original version (v0); better please to only let the authors of the CRs increment the version. => thus why I have uploaded a v2 (after having uploaded the same file as v1 and realized then that you had also incremented the version).

Draft Revision 2 provided
Giorgi

5.2.3.2.5. We believe servname may also be present in a Binding indication in a subscription request. The reason is, servname may be included whenever 3gpp-Sbi-Binding header is sent, so why to exclude this in a subscription req?
Bruno> I already replied that I agree that a servname can be present in a Binding Indication in a subscription request and that this is already captured in the CR in clause 5.2.3.2.6: 

“
- servname (service name): indicates the name of a service, as defined in 3GPP TS 29.510 [8], i.e.: 

- the name of the service that handles a notification or a callback request, when present in a Binding Indication for a subscription or a callback, i.e. with a scope parameter absent or set to "callback"; or 

“

But clause 5.2.3.2.5 that you are commenting is about Routing Binding Indication, so it is not appropriate to speak in this paragraph about requirements that apply to Binding Indication that are defined in the next clause.
5.2.3.2.6. Example 7.

The first binding: 3gpp-Sbi-Binding: bl=nfinstance; nfinst=54804518-4191-46b3-955c-ac631f953ed8; nfset=set1.smfset.5gc.mnc012.mcc345; servname=nsmf-pdusession. 

This is without the scope. Is this for an explicit or for implicit sub/notify service?
Bruno> quoting the CR: “The absence of the scope parameter in a Binding Indication in a service request shall be interpreted as "callback".” This corresponds to service requests for an API defining “callbacks” (that can be notification or other types of callbacks e.g. H-SMF initiated Update request), including explicit subscription requests or implicit subscription requests (e.g. Create SM Context request that implicitly creates a subscription for “Notify SM Context”).
The second binding: bl=nfinstance; nfinst=54804518-4191-46b3-955c-ac631f953ed8; nfset=set1.smfset.5gc.mnc012.mcc345; scope=other-service; servname=nsmf-event-exposure.

This is with the scope. Nsmf-event-exposure service is sub/notify service per TS 29. 508. As the scope parameter is other-service, the binding information applies to other service(s) that the NF Service Consumer may later on provide as an NF Service Producer (see clause 6.12.3). So is this binding for Req/Res operation?  If yes, then this is not aligned with this service (other-service). 

Bruno> ANY service request (including subscription request) may contain a binding for ANY other services (including services supporting the creation of subscriptions) that the consumer may provide later as a producer. As I already replied, the example illustrates the following use case: I-SMF sends a Create request to SMF to establish the PDU session (with a Binding Indication for subsequent callback requests e.g. SMF initiated Update Request or Notify Status towards I-SMF), and at the same time, provides a Binding Indication for the SMF event exposure that it can provide to the SMF.

There is no and shall not be any restriction to provide a Binding Indication for any other services, including services supporting the creation of subscriptions, as in the provided example.
6.12.1. Concerning “same service request may convey more than one Binding Indication” example “to provide bindings for notification or callback and for other services that the NF service consumer can provide later as a NF Service Producer”, could you elaborate on the use case when an explicit subscription and a Request can be done at the same time?

Bruno>  AGAIN, there is no and shall be no restriction on the binding framework we define. ANY service request (including subscription request) may contain a binding for ANY other services. Binding for notifications can be created as part of explicit subscription or implicit subscription as commented above.
Possible examples of explicit / implicit subscription request including a binding for notifications and for other services: 

· A consumer NF subscribes to AMF status change, providing a callback for corresponding notification and a binding indication for other services the NF can provide
· AMF sends a Create SM context request to SMF, creating an implicit subscription to Notify SM Context, providing a callback for corresponding notifications and a binding indication for other services the AMF can provide.

Abdessamad

In clause 5.2.3.2.6:
- the name of the other service(s) for which the binding applies, when present in a Binding Indication in a service request for the other services the NF Service Consumer can provide later on as an NF Service Producer, i.e. with the scope parameter set to "other-service". More than one servname parameter may be present to represent multiple such services. The absence of this parameter in a Binding Indication with the scope parameter set to "other-service" shall be interpreted as binding information appliesying to all the services that the NF Service Consumer may provide later as an NF Service Producer. 

- the definition and encoding of the blvalue and other parameters shall be as defined for the 3gpp-Sbi-Routering-Binding in clause 5.2.3.2.5.

In clause 6.12.1:

A Binding Indication for an NF Service Resource may be provided to an NF Service Consumer of the resource as part of the Direct or Indirection Communication procedures, to be used in subsequent related service requests. This allows the NF Service Resource owner to indicate that the NF Service Consumer, for a particular resource, should be bound to an NF service instance, NF instance, NF service set or NF set. See clause 6.3.1.0 of 3GPP TS 23.501 [3] and clause 4.17.12 of 3GPP TS 23.502 [4].
The scope parameter in a Binding Indication in a service request identifies the applicability of (i.e. scenario associated with) of the binding information.
In clause 6.12.x:

6.12.x    Binding for service requests creating a callback resource
In addition to this, this clause 6.12.x should maybe rather be under 6.12.3 in my opinion. They both cover the case where binding is created as part of a service request. It may hence be better to divide clause 6.12.3 to 2 subclauses, one “General” subclause with the current text of clause 6.12.3 and one subclause with the content of 6.12.x. I would be more clear in my opinion, what do you think ?

In clause 6.12.4:

· optionally, the scope parameter indicating "callback" if the binding information is applicable to notifications and callback requests; the absence of this parameter shall also be interpreted as binding information is applicable to callback (i.e. notification) requests; 

The NF Service Producer shall store the Binding Indication received from the NF Service Consumer and include it in a 3gpp-Sbi-Routing-Binding header in subsequent notification requests it sends to the NF Service Consumer (that acts as an HTTP server) related to this subscription. The NF Service Producer or the SCP shall use this information for selecting or reselecting an NF Service Consumer (HTTP server) which has access to the original consumer's NF Service Resource context, for direct or indirect communication respectively, as specified in clause 6.3.1.0 of 3GPP TS 23.501 [3]. If the notification endpoint provided in the subscription is not reachable, the NF Service Producer or SCP shall look up for an alternative notification endpoint address at the service level (i.e. NF Service registered in NRF) if the Binding Indication contains a service name, or at the NF instance level (i.e. NF Profile registered in NRF) if the Binding Indication does not contain a service name. The NF Service Producer or SCP shall exchange the authority part of the notification URI (or callback URI) with the new notification endpoint address and shall use that URI in subsequent notifications. 
Draft revision 3 provided

Fenqin

Ok, I see the use case of example 7. I agree with your point.  For the explicit subscription combining with the REQ/RES case, I am still wondering on whether we do have that usecase like this?  If you have a good example, it is better. But I can live with it. 
Some other small issue. 

A) Clause 5.2.3.2.6, 

1) "callback": the binding information applies to notification or a callback requests (see clauses 6.12.4 and 6.12.x).    Here the AND or   and  6.12.5 6.12.X.
Bruno> ok
2) example 6,  servname=nudm-ee  I guess  you want to say servname== Nudm_EventExposure.  So it should be change to that. 

Bruno> servname indicates the name of a service as defined in 3GPP TS 29.510 (see below) or a custom service: 
Table 6.1.6.3.11-1: Enumeration ServiceName

So “servname=nudm-ee” is correct in the example 6.
B) Clause 6.12.1 

NOTE:  An HTTP request can contain for instance one 3gpp-Sbi-Binding header containing two Binding Indications for other services and for notification, and one 3gpp-Sbi-Routing-Binding header conveying a Routing Binding Indication. 
Here I think we should use the callback to align the previous value defined in the scope parameter. 
Bruno> ok, fine by me
C) Clause 6.12.4 title,  “Binding for explicit or implicit subscription requests”.  Here the confusion is that this part include the implicit subscription but later we have another new clause, “Binding for service request creating a callback resource”. Indeed the new clause also talk about the implicit subscription. 

One possible to different two clause is whether remove the implicit in clause 6.12.4 title, i.e. “Binding for explicit subscription requests”.  
Bruno> 6.12.x addresses callbacks other than notifications. While 6.12.4 addresses subscriptions/notifications (for implicit/explict subscriptions) – corresponding to stage 2 reqts of clause 4.17.12.4 “Binding for subscription requests” of 23.502 that address implicit and explicit subscriptions. Reqts about how to route the notifications apply independently from whether the subscription is implicit or explicit. In any case, 6.12.x refers to 6.12.4 so the reqts are the same. 
Draft revision 4 provided

Giorgi Fine with  v4
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Partly clash with 0707

Proposal remove clashing part with 0707

Bruno

uploaded v1 in draft inbox, just removing changes in clause 6.5.3.2 that were overlapping with similar changes in CR 29.500 #0096
Draft revision 1 provided
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Zhijun:
Agree that the SCP shall forward discovery parameters to NRF even it doesn’t understand this discovery parameter. 
But I have a question for this text : “based on operator policy, the SCP may alternatively reject the request and return a 400 Bad Request response to the NF service consumer with an "INVALID_DISCOVERY_PARAM" error”

 

For my understanding, a discovery parameter not known by the SCP doesn’t mean it is an invalid parameter to the NRF. The SCP can push all discovery parameters to NRF and rely on the outcome of the NRF. If SCP doesn’t recognize the discovery parameter, and the operator policy is set to return failure to NF service consumer, it actually breaks the procedure which is expected to be successful.

 

So, could you please clarify what is the usage scenario for this alternative?

Abdessamad:

My understanding is that this alternative covers the case where the SCP is configured to fulfill the discovery procedure without interacting with the NRF: “It is also possible for the SCP to be internally configured to fulfil these service discovery tasks without interacting with the NRF.” [clause 6.10.3.2 of 3GPP TS 29.500]
Abdessamad

Regarding this CR, I have one small comment with regards to the last change you are proposing. I would prefer to have it in a dedicated paragraph that comes after the last paragraph of the clause (6.10.3.2) mainly in order to avoid confusions. Please see hereinafter.
What you have proposed:

6.10.3.2 Conveyance of NF Discovery Factors
When the NF service consumer is configured to use delegated service discovery, it shall include in the HTTP/2 request message the necessary NF service discovery factors to be used by the SCP to perform NF service discovery procedures on behalf of the NF service consumer. The latter shall convey these NF service discovery factors using the"3gpp-Sbi-Discovery-*" request headers. How to set the values of these "3gpp-Sbi-Discovery-*" request headers is detailed in clause 5.2.3.2.7.
When receiving from the NF service consumer a service request containing "3gpp-Sbi-Discovery-*" request headers, and the SCP is to invoke NF service discovery towards the NRF to fulfil this task, then it shall take into account all the NF service discovery factors contained in the "3gpp-Sbi-Discovery-*" request headers; if the service request contains unsupported "3gpp-Sbi-Discovery-*" request header(s), the SCP should include corresponding query parameters in the discovery request to the NRF; based on operator policy, the SCP may alternatively reject the request and return a 400 Bad Request response to the NF service consumer with an "INVALID_DISCOVERY_PARAM" error. It is also possible for the SCP to be internally configured to fulfil these service discovery tasks without interacting with the NRF.
What I propose:

6.10.3.2 Conveyance of NF Discovery Factors
When the NF service consumer is configured to use delegated service discovery, it shall include in the HTTP/2 request message the necessary NF service discovery factors to be used by the SCP to perform NF service discovery procedures on behalf of the NF service consumer. The latter shall convey these NF service discovery factors using the"3gpp-Sbi-Discovery-*" request headers. How to set the values of these "3gpp-Sbi-Discovery-*" request headers is detailed in clause 5.2.3.2.7.
When receiving from the NF service consumer a service request containing "3gpp-Sbi-Discovery-*" request headers, and the SCP is to invoke NF service discovery towards the NRF to fulfil this task, then it shall take into account all the NF service discovery factors contained in the "3gpp-Sbi-Discovery-*" request headers. It is also possible for the SCP to be internally configured to fulfil these service discovery tasks without interacting with the NRF.
If the service request contains unsupported "3gpp-Sbi-Discovery-*" request header(s) that are not supported by the SCP, the SCPlatter should include the corresponding query parameters in the discovery request to the NRF;. Based on operator policy, the SCP may alternatively reject the request and return a response with status code "400 Bad Request" response to the NF service consumer with an "INVALID_DISCOVERY_PARAM" error.

Please let me know if it is OK for you

Zhijun:

It is because these two alternatives are following the text "When receiving from the NF service consumer a service request containing "3gpp-Sbi-Discovery-*" request headers, and the SCP is to invoke NF service discovery towards the NRF to fulfil this task, then it shall take into account all the NF service discovery factors contained in the "3gpp-Sbi-Discovery-*" request headers". Such text gives me hints that the alternative I pointed out is also used for SCP delegated discovery with NRF interaction.
If possible, text improvement is preferred to ease this misleading
Abdessamad

I agree with you that it is confusing, I had the same impression as well. That’s why I proposed to move the text to another paragraph in a separate email. Let me put it again hereinafter in order to merge the two email discussions:

Bruno 
I have uploaded v1 in the drax inbox with the text reworded as proposed by Abdessamad. 

The alternative to reject the request is an option left to operators who would prefer the SCP to comprehend and control all discovery headers received in incoming requests; this could be used too e.g. if certain parameters not comprehended by the SCP and blindly forwarded to the NRF were causing problems towards the NRF
Open

Draft revision 1 provided.

Abdessamad: revision is OK
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Clash with C4-200658

Conference call: Orange and Ericsson prefer extending the existing procedure.

-Any off means NF type or NF set, .. but not combination of.

Proposed to be merged with C4-200658, baseline is C4-200658
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Bruno:

Clash with C4-200526.
Differences: 

- Nokia CR also adds text to clause 5.4.2.2.1 (description of the procedure).

- new attribute name in Access Token Request: "targetNfSetId" (Huawei) or nfSetId (Nokia). I am OK to retain "targetNfSetId". 

- 6.3.5.2.4: AccessTokenClaims: Nokia CR extends the existing audience parameter, Huawei CR adds a new attribute. 

Both CRs need to correct reference for NF Set ID to clause 28.12 of 23.003 in clause 6.3.5.1.

We need to merge our CRs and we may revise either CR, depending on whether CT4 prefers to extend the audience or to define a new attribute in the access token claims. I don’t see a problem with extending the existing audience (as we propose), that fits to the new information we need to add.

Proposed to  be merged with C4-200551, add Nokia  as co source

Caixia: 

1. Add the text to clause 5.4.2.2.1 from Nokia’s paper;
2. Change the clause to 28.12 of TS 23.003;
3. Add Nokia and Nokia Shanghai Bell as co-source
Draft revision 1 provided
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Abdessamad

Just one question regarding this CR, should we consider the case where the communication between the NRF and the SEPP goes through an SCP? In this case, the NRF would not necessarily need to be configured with the SEPP FQDN.
This is covered in clause 6.1.4.3 of TS 29.500, but I might be not clear enough here.

Bruno

I have uploaded v1 in the draft inbox capturing your comment, i.e. that the communication between the NRF and SEPP may go through an SCP.

Draft revision 1 provided
Abdessamad

OK for me
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Abdessamad:

One small comment on this CR. I think that it would be better for clarification reasons to append “3gpp-Sbi-Target-apiRoot” each time it is employed in the CR with the word “header” or “custom header”.

Draft revision 1 provided:
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Caixia:

1. Why the pcfGroupId is only applicable for the non roaming and HR roaming scenario, how about the LBO scenario?
This IE may be present in non-roaming and HR roaming scenarios. 

Bruno: 
in the LBO roaming case, the AMF provides info to the SMF about the V-PCF. A PCF group is a group of one or more PCF instances managing a specific set of SUPIs, this applies to subscribers of your own PLMN
2. pcfId in PduSessionCreateData relies on the DTSSA feature, shall the new added pcfGroupId and pcfSetId also rely on the DTSSA?
Bruno:
 no, because pcfGroupId and pcfSetId also apply to HR PDU sessions (in which case this is independent from ETSUN)
Yue:

For my clarification, is it possible that both of the new attributes are present?  If so, what is the corresponding handling?
Bruno:

In principle, stage 2 does not preclude the co-existence of groups and sets. A group may map to 1 set, or a group may contain multiple sets, with the caveat described in 23.501:

NOTE 2:  If one AUSF/PCF/UDR/UDM group consists of multiple AUSF/PCF/UDR/UDM Sets, AUSF/PCF/UDR/UDM instance from different Set may be selected to serve the same UE. The temporary data which is not shared across different Sets may be lost, e.g. the event subscriptions stored at one UDM instance are lost if another UDM instance from different Set is selected and no data shared across the UDM Sets.

So sets are possibly finer than groups, and prevail over groups when (re)selecting an NF instance.

Yue

Regarding the granularity I have the same understanding (I recall that we have discussed this via email before), but my question is about the corresponding behaviour. I mean, if the SMF receives Group Id (only), then it should discovery PCF with group id as an input parameter; if SMF receives set ID (only) then it should discovery PCF with set id as an input parameter. 
But what if SMF receives both? Should SMF stick to the same PCF set or it may discovery another PCF set belongs to the same group? 
IMO, this should be described.
Bruno:

I would rather expect any such clarification to be defined in stage 2. Stage 2 specifies that PCF Set and PCF Group can be used for selection, what the CR implements.
I would expect the SMF to use the SMF set if both parameters were provided

Caixia

Just one comments, for the highlighted description, it shall be clearly indicated the NF set ID of the V-PCF in LBO case.
When present, it shall contain the NF Set ID of the H-PCF (for a HR PDU session) or PCF (for a PDU session with an I-SMF) serving the UE for Access and Mobility Policy and/or UE Policy.
Bruno

You quote/comment the description of the pcfSetId of the Create Request, which does not apply to LBO roaming.

The description of the pcfSetID of the Create SM Context Request already contains specific text referring to V-PCF for LBO

Caixia

In LBO roaming, if the I-SMF is involved, I think the V-PCF ID shall be sent from the AMF to I-SMF, and I-SMF to the SMF in Create Request.

Bruno

you are right. I have uploaded a v1 in the draft inbox updating the description of the pcfSetId in the Create message along your comment
Draft revision 1 provided

	
	
	1052
	CR 29.502 0248 Rel-16 PCF Set ID and PCF Group ID
	Nokia, Nokia Shanghai Bell
	
	

	
	
	0551
	CR 29.510 0284 Rel-16 CHF Group ID
	Nokia, Nokia Shanghai Bell
	Revised to C4-201053
	WI 5G_eSBA, TEI16

CAT B

Clash with C4-200657

add Huawei as co source

Draft Revision 1 provided

	
	
	1053
	CR 29.510 0284 Rel-16 CHF Group ID
	Nokia, Nokia Shanghai Bell, Huawei
	
	

	
	
	0612
	CR 29.500 0093 Rel-16 Handling ENs on eSBA
	China Mobile
	Withdrawn
	WI 5G_eSBA

CAT F

Bruno:

The CR is written against a wrong baseline. TS 29.500 v16.2.1 does not have any clause 6.10.7 (MCC implementation error). Accordingly, the CR is no longer required 😊  
 CR title and WI code are not correct

CR not needed, withdrawn

	
	
	0614
	CR 29.500 0094 Rel-16 Wrong reference
	China Mobile
	Withdrawn
	WI 5G_eSBA

CAT F

	
	
	0616
	CR 29.510 0294 Rel-16 Wrong reference
	China Mobile
	
	WI 5G_eSBA

CAT F

Bruno:

The WI code needs to be corrected to 5G_eSBA.
NF Service Set ID is defined in clause 28.13 of TS 23.003. Corresponding references in TS 29.510 need also to be corrected, e.g. NfServiceSetId in Table 6.1.6.1-2

Draft revision 1 provided


	
	
	0637
	CR 29.503 0336 Rel-16 SMF Set ID in SMF Registration
	ZTE
	Revised to C4-201031
	WI 5G_eSBA

CAT B

Ulrich:

Other Comments on cover page should indicate that also Nudr_DataRepository API is impacted.

Draft revision 1 provided

	
	
	1031
	CR 29.503 0336 Rel-16 SMF Set ID in SMF Registration
	ZTE
	
	

	
	
	0638
	CR 29.503 0337 Rel-16 SMSF Set ID in SMSF Registration
	ZTE
	Revised to C4-201032
	WI 5G_eSBA

CAT B

Ulrich:

1/Other Coments on cover page should indicate that also Nudr_DataRepository API is impacted.
2/new attribute in table 6.2.6.2.6-1 should have name smsfSetId

Draft revision 1 provided

	
	
	1032
	CR 29.503 0337 Rel-16 SMSF Set ID in SMSF Registration
	ZTE
	
	

	
	
	0650
	CR 29.500 0095 Rel-16 Indirect Communication Configuration Fixes With or Without TLS
	Mavenir
	revised to C4-200898
	Revision of C4-200898

WI 5G_eSBA

CAT F

	
	
	0898
	CR 29.500 0095 Rel-16 Indirect Communication Configuration Fixes With or Without TLS
	Mavenir, Nokia, Nokia Shanghai Bell
	Revised to C4-201057
	WI 5G_eSBA

CAT F

Giorgi

We have the following concern on C4-200898, which may be related to the change in C4-200522.
Let me start with C4-200522. The change in clause 6.10.2.4 is correct, because IP address cannot be used in TLS SNI. 

Problem is with C4-200898, the change the scope of the parent clause 6.10.2 from “SCP with TLS between NFs” to effectively this one “SCP with or without TLS between NFs”. This is a huge change and btw makes also the said change in C4-200522 incorrect. We propose to reject 6.10.2 title change for the time being and double check for the implications. We will also try to identify other implications.

Another problematic point in C4-200898 is similar in nature. In clause 6.10.1 new statements once again omits IP address option, quote: “If the SCP is known to the NF, the NF shall be configured with an FQDN and optionally a deployment-specific prefix of the SCP”. It is not clear why IP address option is omitted. We propose to add IP address option to FQDN in this statement: “…FQDN, IP address and optionally a deployment-specific prefix of the SCP”.

Bruno

I agree that with the changes proposed by C4-200898, a small change is required in  6.10.2.4 of C4-200522 to still enable to use an SCP IP address when TLS is not used. I can fix this easily in C4-200522, if we proceed with C4-200898.
Giorgi:

Let me double check 6.10.2, so that the change of its scope does not backfire otherwise.

Peter McCann

We would be ok continuing to allow raw IP address of the SCP for the case that TLS is not used.  I think the text can be easily updated to accommodate this.
Our main concern is that it should be allowed to use the 3gpp-Sbi-Target-apiRoot header even when TLS is not used.  This will enable a unified approach to implementing NF consumers that can then easily be configured to turn on / off the TLS protection on the first hop without a radical change in behavior.

Please let me know if you see any other problems and hopefully we can fix them.

Draft Revision 2 provided which clarifies that the configured SCP information includes a scheme which is either http or https, and that raw IP addresses are allowed if the scheme is http.
Note we also support the adoption of C4-200522 and if we proceed with both 522 and 898 we will need to do a merge
.
Abdessamad

I am fine with the new v2 and overall on the proposed changes in 0898 and 0522. I just would like to point out that some of the changes proposed in 0898 are clashing with some changes that we propose in 0784:
· In clause 6.10.2.2, 0784 proposes some changes in parts of the first paragraph that 0898 proposes to remove. Therefore, if 0898 is agreed, I can revert these changes in 0784.

· Same situation in 6.10.2A.3 in the paragraph starting with “if delegated discovery is used …”. Therefore, if 0898 is agreed, I can revert these changes in 0784.

· Same situation in 6.10.5.1 in the bullet starting with “the 3gpp-Sbi-Target-apiRoot header set to …”. Therefore, if 0898 is agreed, I can revert these changes in 0784.

· In the following bullet of the same clause (6.10.5.1), both CRs propose the same change: “the identifyidentity of”. Therefore, I propose to revert this change in 0898 and keep it in 0784 if it is OK for you?

Proposal to merge 0522  and 0898.
Bruno

We don’t need to merge 522 and 898. There is one paragraph in 0522 about NF configuration of SCP FQDN/prefix that becomes redundant with similar text in 0898, and that I will remove from 0522 if 00898 is agreeable
Giorgi
I believe the easiest way forward would be merging 898 and 522 to see the full picture. If this happens, then we should have the following combined amendments:
6.10.1. As in 898 v2, but please also add to “If the scheme is “https” then the authority shall contain an FQDN and not a literal IP address” this “If the scheme is “http” then the authority shall contain either an FQDN or an IP address”.

6.10.2. Title change as in 898 v2.

6.10.2.4. As in 898 v2, but with the following modification: ":authority" set to the FQDN or IP address (if the scheme is http), or to the FQDN of the SCP (if the scheme is https);

@Peter, there is also a need for an editorial fix. You need to use “straight quotes”, not “curly quotes”. I’m afraid I forgot which box in the Word settings needs to be checked for this, but Bruno or Abdessamad may remember.

Bruno

I do NOT agree with merging these CRs as they deal with different aspects, in other words, I don’t want 0522 outcome to be linked to 0898 outcome if there was any pb with the latter

Pete

As Bruno said, the redundant paragraph in 522 should be removed if we proceed with 898.

Pete

Draft Revision 3 provided
Changes in this version:
1. Added “If the scheme is “http” then the authority shall contain either an FQDN or an IP address” to 6.10.1 as suggested by Giorgi.

2. Modified 6.10.2.4: “":authority" set to the FQDN or IP address of the SCP (if the scheme is "http"), or to the FQDN of the SCP (if the scheme is "https");” as suggested by Giorgi

3. Reverted the change of “identify” to “identity” back to “identify” as suggested by Abdessamad.

4. Fixed the curly quotes accidentally introduced in v2.

I will remove the changes-on-changes-on-changes when we allocate a new tdoc number, assuming this version is agreeable.

Abdessamad

V3 is Ok for me
Giorgi

V3 Ok  for us.


	
	
	1057
	CR 29.500 0095 Rel-16 Indirect Communication Configuration Fixes With or Without TLS
	Mavenir, Nokia, Nokia Shanghai Bell
	
	

	
	
	0657
	CR 29.510 0301 Rel-16 CHF Group ID
	Huawei
	Merged with C4-200551
	WI 5G_eSBA

CAT B

Clash with C4-200551

Bruno:

Our CR is a superset of C4-200657: it also extends the NfGroupCond to support the subscription to CHF status change from a CHF Group.

Besides, in "Other comments" on Cover page, ; C4-200657 misses to indicate that the CR also impacts the  Nnrf_NFDiscovery API. 

Would you agree to mark your CR as merged into Nokia CR (revised to add Huawei as co-source)?

Proposed to  be merged with C4-200551

	
	
	0707
	CR 29.500 0096 Rel-16 Stateless Network Functions
	Huawei
	Revised to C4-201006
	WI 5G_eSBA

CAT B

Partly clash with C4-200524

Bruno:

The text in clause 6.5.3.2 overlaps with the text in 6.5.3.2 of Nokia CR (C4-200524). 
Subscription is necessarily based on a shared context data (by definition of NF set). 

We need to strike the editor's note.

I would be fine with removing the changes in 6.5.3.2 of Nokia CR (C4-200524) and to revise your CR (adding us as co-source), but I also prefer a bit the wording of our text in 6.5.3.2, so we need to combine the proposed changes. 

Yue:
1. "If the explicit subscription is created, the NF service consumer may send a subscription update request including the new Notification URI to the NF service producer"
 I am not 100% sure but is there any subscribe-notify API which does not define a procedure for updating the notification?
Caixia: 
I have not checked all of the specifications, may be there some subscribe/notify APIs do not define a procedure for updating the notification. And I will add another option to unsubscribe/re-subscribe again if updating is not allowed
2. "If the implicit subscription is created, the new Notification URI is carried in a service update request message"
what is a "service update request message"?
Caixia: 
For example, AMF subscribes the SMF status notification, notification URI is included in the createSMContext. What we want to indicate is for this kind of implicit subscription, the AMF can update the notification URI during UE’s signaling, i.e. update the notification URI in the UpdateSMContext
3. "When the NF service producer changed, the new NF service producer knows a peer NF consumer has subscribed to notification regarding to the shared context data, the new NF service producer may update the Subscription Correlation ID by sending the notification to the NF service consumer"
If the new producer can be aware of the subscription by shared context data, why shouldn't it know the original subscription correlation ID, I mean why should the producer update that ID?
Caixia: 
It is not mandatory, I think this is depends on implementation, if the correlation ID is assigned/unique per NF, then the correlation ID shall be updated if the NF is changed; otherwise, if it is unique per NF set, the above function is not needed
4. "The new NF service producer may generate a new resource URI and return to the NF service consumer upon receiving a service request related to the resource from the NF service consumer, e.g. the new NF service producer may reply with an HTTP 3xx redirect pointing to the new location of the resource"
This reads to me somehow similar to the binding update, is it talking about the same thing?
Caixia：
It is different, binding update is used to update the binding indication, this is used to update the resource URI.
Caixia:

I will revise the paper and let’s discuss how to rewording the text in 6.5.3.2.
Caixia

incorporate the following changes into v1:
1. Update 6.5.3.2, add some description from your paper;

2. Add Nokia and Nokia Shanghai Bell as co-source.

adding Nokia as co source

Draft revision 1 provided
Abdessamad

In clause 6.5.3.2:
6.  When the NF service consumer is changed, and the new NF service consumer does not support handling the notifications as specified in bullet 5, the new NF service consumer should update NF service producers with the new Notification URI. For explicit subscriptions, the NF service consumer should update the subscription or create a new subscription with the new callback URI, dependenting on the NF service producer's API. For implicit subscriptions, the new Notification URI is carried in a service update request message.
67.  Each NF within the NF set shall be prepared to receive notifications from the NF service producer, by either handling the notifications to the Notification URI constructed according to bullet 5 with the own address as authority part, or by handling the notifications to the Notification URI notified in bullet 6, or by replying with an HTTP 3xx redirect pointing to a new NF, or by replying with another HTTP error.
In clause 6.5.3.3:

6.  When the NF service producer changesd, the new NF service producer may update the Subscription Correlation ID by sending thea notification to the NF service consumer. The new NF service producer may generate a new resource URI and return it to the NF service consumer upon receivingreception of a service request related to the resource from theat NF service consumer, e.g. the new NF service producer may reply with an HTTP 3xx redirect status code pointing to the new location of the resource.

67.  Each NF service producer within the NF set shall be prepared to receive updates for resources from the NF service consumer, by either handling the updates to the resource URIs constructed according to step 5 with the own address as authority part, or by handling the updates to the resource URIs notified in stetp 6, or by replying with an HTTP 3xx redirect pointing to a new NF, or by replying with another HTTP error.

Bruno

V1 looks OK

Draft revision 2 provided
Abdessamad

V2 is ok for me

	
	
	1006
	CR 29.500 0096 Rel-16 Stateless Network Functions
	Huawei, Nokia, Nokia Shanghai Bell
	
	

	
	
	0778
	CR 29.510 0308 Rel-16 API versions supported for default notification subscriptions
	Nokia, Nokia Shanghai Bell
	
	WI 5G_eSBA, TEI16

CAT F

	
	
	0784
	CR 29.500 0097 Rel-16 NF set / NF service set usage in Indirect Communication models
	Orange
	
	WI 5G_eSBA

CAT F

Partly clashing with C4-200522

Bruno:

3.1: we should add a reference to the definitions in 23.501.
[Abdessamad] To which ones you are referring? The NF set and NF service set definitions? 
How do you propose to add them? 
Maybe by adding such modification:
“For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], 3GPP TS 23.501 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].”

6.10.2.4: editorial changes to last but one bullet in this clause clash with changes of C4-200522 which strikes the bullet. Besides, an SCP may receive a request from another SCP, so better not to add "in the request from the client". I suggest to revert those changes.

[Abdessamad] OK, no problem. I agree to remove all the changes on that bullet as it is removed in another CR.

6.10.2.5: ditto - editorial changes in very last bullet clash with changes of C4-200522 which replace the two last bullets by a reference to clause 6.10.2.4. I suggest to revert those changes. 

[Abdessamad] OK, no problem. I agree to remove all the changes on that bullet as it is removed in another CR.

6.10.5.1: "or by interacting with the NRF" : this text looks weird as even if the discovery header is received with a NF (Service) Set ID, the SCP may need to interact with the NRF.

[Abdessamad] OK, to remove it then. It does not bring any added value indeed.
Proposal to remove  the clashes  with C4-200522
Abdessamad

the following changes have been made:
· All the comments from Bruno have been incorporated as described below. The reference to 23.501 for the definitions part has also been added.

· The changes clashing with 0898 have been reverted:

· In clause 6.10.2.2, 0784 proposes some changes in parts of the first paragraph that 0898 proposes to remove.

· Same situation in 6.10.2A.3 in the paragraph starting with “if delegated discovery is used …”. 

· Same situation in 6.10.5.1 in the bullet starting with “the 3gpp-Sbi-Target-apiRoot header set to …”.

· Following our discussion during the conf. call of this afternoon on the wording NF service instance vs NF (service) instance, I have reverted some of the associated changes.

Draft revision 1 provided

	
	
	0788
	discussion 29.500  Rel-16 Corrections to routing mechanism for indirect communication via SCP
	Cisco Systems
	withdrawn
	

	
	
	0789
	CR 29.500 0099 Rel-16 Corrections to routing mechanism for indirect communication via SCP
	Cisco Systems
	withdrawn
	WI 5G_eSBA

CAT C

	
	
	0872
	CR 29.500 0100 Rel-16 Complement to 3gpp-Sbi-Callback Types in Annex B
	CATT
	
	WI 5G_eSBA

CAT F

	
	
	0875
	CR 29.500 0101 Rel-16 Adding description in Feature negotiation clause
	CATT
	withdrawn
	WI 5G_eSBA

CAT F

	
	
	0902
	CR 29.500 0102 Rel-16 Clarification on client/server/proxy handling priority issues
	CATT
	withdrawn
	WI 5G_eSBA

CAT B

	
	
	0916
	CR 29.510 0315 Rel-16 NFType for SCP
	Huawei
	Revised to C4-201007
	WI 5G_eSBA

CAT B

Abdessamad:

Regarding this CR, I am not really comfortable with considering the SCP as a NF. Stage 2 clearly says that the SCP and SEPP are “network entities” (cf. extract from TS 23.501 below). I am hence wondering if the change proposed here is really mandatory for things to work correctly? 
The 5G System architecture also comprises the following network entities:

-     Service Communication Proxy (SCP)

-     Security Edge Protection Proxy (SEPP)

How to  set NF type when interacting with SCP.

 Yue: How to  solve  issue in future do we need to  define always  an NF type for a service node 
Abdessamad

Just to provide more clearly my comments on this topic. I am not against the proposed change, I just think that we should refer to the SCP and SEPP as “Network Entities” and not “Network Functions” in order to be aligned with what was defined in stage 2. Therefore, I propose the following change
Change network Function  by Network Entity in the table

Caixia ok with this change

Yvette:

But the table lists the enumeration values of NF Type. My  understanding  is that  SCP (or  SEPP)  is a network entity.

Caixia

Following is the definition of network function in TS 23.501, under this definition, I think both SEPP and SCP can be identified as NF.
Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.
NOTE 1:   A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
But as Abdessamad indicated, they also distinguish the network functions and network entities, SEPP and SCP belongs to network entities.

However the definition in stage2 is incomplete, without definition for SMSF, LMF, GMLC, BSF, PCSCF, CBCF, UCMF and HSS, identified as NF or NE?

N3IWF is also identified as network entity.

Actually, to me, the differences between NF and NE in stage2  are not very clear.

As we already us the NFType for all of the NFs/NEs, I propose to continue using the attribute. And I can change the N3IWF, SEPP and SCP to network entity in the description if this is better and align with stage2

Yvette 

That is what I was looking for in Stage 2. So I agree with your explanation
Abdessamad

I am also in line with your analysis. Your proposal is OK for me.

Draft revision 1 provided

Abdessamad

This v1 is now OK for me

Open


	
	
	1007
	CR 29.510 0315 Rel-16 NFType for SCP
	Huawei
	
	

	6.1.5
	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks
	
	
	
	
	ETSUN

	Thursday
	
	0446
	CR 29.518 0276 Rel-16 SMF change indication during Inter-AMF registration
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ETSUN

CAT F

	
	
	0447
	CR 29.502 0253 Rel-16 Editor's note related to change of PSA
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ETSUN

CAT F

	
	
	0448
	CR 29.502 0254 Rel-16 Handover between ePDG/EPS to 5GS with I-SMF insertion or removal
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ETSUN

CAT F

	
	
	0449
	CR 29.502 0255 Rel-16 Missing DTSSA applicability
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ETSUN

CAT F

	
	
	0507
	CR 29.244 0355 Rel-16 Transferring N4 messages over N16a
	Ericsson
	Revised to C4-200948
	WI ETSUN

CAT B

Bruno:

I have uploaded my comments and proposed updates in the draft inbox  -> ‘C4-200507_transferring N4 messages over N16a(+bruno)’

Draft revision 1 provided

	
	
	0948
	CR 29.244 0355 Rel-16 Transferring N4 messages over N16a
	Ericsson
	
	

	
	
	0512
	CR 29.502 0263 Rel-16 Corrections on the descriptions for the data types related to I-SMF
	Ericsson
	Revised to C4-200951
	WI ETSUN

CAT B

Zhijun:

As the coversheet mentioned, the original requirement of cnTunnelInfo was later removed by SA2. Could you please provide the CR info in the reason for change, so as to help people track the history.

Frank:

3GPP TSG-CT WG4 Meeting #93, C4-193572, Wroclaw, Poland; 26th – 30th August 2019
Reason for change:

The SMF responds to the I-SMF with Nsmf_PDUSession_Update Response. If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value (this is addressed by this CR)
Summary of change:
New CN Tunnel Info IE added to HsmfUpdatedData structure
But checking 4.23.9.1    Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF of 23.502: 

6.   The SMF provides I-SMF with N4 information for the PSA and for the UL CL with a SMF initiated Nsmf_PDUSession_Update Request (set of (N4 information, involved DNAI), Indication of no DNAI change, Indication of no local PSA change)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in TS 23.501 [2] clause 5.34.6. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s). If the rule is applied to the local PSA, the N4 information includes the associated DNAI.
      If the "Indication of application relocation possibility" or "UE IP address preservation indication" attributes are included in the PCC rule, the SMF includes the corresponding Indication of no DNAI change and Indication no local PSA change respectively.

      If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
      The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.

Caixia

Question from my side, it is not introduced by your CR.
We use the H-SMF in the specification, and H-SMF can communicate with I-SMF/V-SMF, but in stage2 H-SMF is dedicated to the SMF in the home network, do we need to update the naming?

And: Clauses affected 5.2.3.2.1 is missed.

Frank

At least I can update my changes so to make H-SMF/SMF corresponding to V-SMF/I-SMF if applicable.
Will update the affected clause.

Open

Draft revision 1 provided

	
	
	0951
	CR 29.502 0263 Rel-16 Corrections on the descriptions for the data types related to I-SMF
	Ericsson
	
	

	
	
	0543
	CR 29.518 0276 Rel-16 SMF change indication during Inter-AMF registration
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN

CAT F

Jones:

The motivation of the CR is agreeable, but the SMF Change should be indicated at PDU Session Level, instead of UE level. 0760 / 0868 both addressing the issue with different approach, this CR needs to be adapted according to the agreed one.

Peter Sanders

I think C4-200767 also addresses the same issue.
Peter Sanders

- at the very end of the second "fist change" is a dangling "yes" that doesn't belong to the text of the TS nor to the text of the CR.
- you have removed the column header of table 6.1.6.1-1. (You removed the title "Applicability", but left the empty column in place). I hope this removal doesn't mess up with Farni's script.
Draft revision 1 provided

with the following updates: 
· changes have been reverted in 5.2.2.3.6.2 (that were overlapping with C4-2000670)
· the revision defines an smfChangeInfoList attribute to enable to transfer the smfChangeInfo per PDU session
· dependency added on the cover page to TS 29.518 CR 0288 that defines the SmfChangeInfo data type.


	
	
	0544
	CR 29.502 0253 Rel-16 Editor's note related to change of PSA
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN

CAT F

	
	
	0545
	CR 29.502 0254 Rel-16 Handover between ePDG/EPS to 5GS with I-SMF insertion or removal
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN

CAT F

	
	
	0546
	CR 29.502 0255 Rel-16 Missing DTSSA applicability
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN

CAT F

	
	
	0547
	CR 29.502 0256 Rel-16 Feature negotiation extension to support change of AMF, V-SMF or I-SMF
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN, TEI16

CAT F

Caixia

I am fine with this contribution, just one comment,
the supportedFeatures IE in the response, if the supportedFeatures IE was received in the request and at least one optional feature defined in clause 6.1.8 is supported by the updated SM context resource
Can we change the updated SM context resource to NF service consumer?

I think this is the capability of the NF service consumer, not relevant to the updated SM context resource.

And there are several similar descriptions in the paper.

Bruno

I am fine replacing: 
and at least one optional feature defined in clause 6.1.8 is supported by the updated resource.

By

and at least one optional feature defined in clause 6.1.8 is supported by the updated SM context resource.

But what is returned in the update SM context response is the features supported by the resources (i.e. features supported by both the client and server), according to the feature negotiation procedure defined in 29.500. 

29.500

The HTTP server shall determine the supported features for the corresponding resource by comparing the supported features indicated by the client with the supported features the HTTP server supports. Features that are supported both by the client and the server are supported for that resource.

29.502

The SMF shall determine the supported features for the created SM context or PDU session resource as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in the representation of the SM context or PDU session resource it returns in the HTTP response confirming the creation of the resource.

Caixia

I am fine with your proposal.

I have misunderstanding on the supported feature, I think it is the capability of the node, but seems it is related to node and the resource.

Draft revision  1 provided


	
	
	0565
	CR 29.502 0261 Rel-16 Home Provided Charging ID and Roaming Charging Profile
	Nokia, Nokia Shanghai Bell
	
	WI 5GIEPC_CH, ETSUN, TEI16

CAT B

Jones:

1/ 6.1.6.2.7 the description says “This IE shall be present when the new V-SMF requests the old V-SMF to transfer an SM context during an inter-PLMN V-SMF change….”. Does this implies that the new V-SMF already knew this is inter-PLMN V-SMF change? If yes, then a boolean attribute indicating that ChargingInfo and RoamingChargingProfile should be included is better.
2/ The usage of new attributes should be described in service procedure, especially the SM Context Retrieval procedure for identifying intra/inter PLMN V-SMF change and provide charging information accordingly.
Bruno

The new V-SMF cannot actually know whether the old V-SMF pertains to the same PLMN or not (only available info is the apiRoot of the old SMF context, but I don’t think we should use this for such determination). I have modified a bit the condition for including the serving network in the retrieve sm context request to not make it dependent on the PLMN ID of the old V-SMF. 
I have also updated the service procedure, as per your comment.
Draft revison 1 provided

Jones

V1 looks Ok.


	
	
	0662
	CR 29.502 0269 Rel-16 DNAI list
	Huawei
	Revised to C4-201008
	WI ETSUN

CAT B

Bruno

The CR is fine, but the exact scenario is: "Xn based handover and Inter NG-RAN node N2 based handover with I-SMF change" (in both clauses).
Draft Revision 1 provided

	
	
	1008
	CR 29.502 0269 Rel-16 DNAI list
	Huawei
	
	

	
	
	0663
	CR 29.502 0270 Rel-16 End Marker Indication
	Huawei
	Revised to C4-201009
	WI ETSUN

CAT B

Bruno:

In clause 6.1.6.2.11: endMarkerIndication: 
-  "with I-UPF/V-UPF change"(2 occurrences)

- is the attribute then only applicable to DTSSA, if this applies to V-SMF? 

- how does this interwork between VPLMN and HPLMN complying with different releases (if the H-SMF is expected to send end marker when V-SMF requests so, but e.g. V-SMF complies with Rel-15 and does never send this indication)? 

Example: Rel-16 H-SMF with a Rel-15 V-SMF; V-SMF change is not supported in Rel-15, but Rel-15 V-SMF may still change the V-UPF, in which case it signals the change of visited CN tunnel info w/o an ender marker indication. Rel-16 H-SMF is assumed to trigger end markers when receiving a corresponding request from V-SMF; but since Rel-15 V-SMF will never do this, H-SMF needs also to send an end marker when V-UPF is changed; so what is the benefit of this new “send an end marker” indication from V-SMF to H-SMF then ?
Caixia:

The change also apply to V-SMF, so it is not only applicable to DTSSA.
 
For roaming scenario, especially for the without V-SMF change case, the H-SMF shall base on the change of the visited CN tunnel info or base on the end marker indication, either of this is included, the H-SMF shall send the end marker indication, in order to support the scenario the V-SMF may be the legacy one.
Bruno

So since the H-SMF still needs to trigger by its own an end marker when it gets a new CN tunnel info from the V-SMF (as both of us agree), what is the use/benefit of the new “send an end marker” indication over N16?

Caixia

The purpose of the contribution is to align with the definition in stage2, but if you think we do not need to impact the non DTSSA case, and H-SMF follows the behavior in Rel-15, based on the change of  the visited CN tunnel info to send the end marker indication.

We are fine with the proposal, and I can revert the change related to V-SMF

Bruno

Yes, I see no benefit with this new “send end marker” indication over N16. Now the question is why is it needed for PDU session with an I-SMF? why cannot the SMF issue an end marker on its own, like the H-SMF? 
At this stage, I support reverting the changes for HR PDU sessions

Caixia

I have revert the change for V-SMF and H-SMF
Draft Revision 1 provided
Frank

I have the same doubt as Bruno, why SMF can’t issue End Marker on its own, based on the information if vcn tunnel or icn tunnel is changed. In general, if receiving GTP-u tunnel has been changed, the sending node should always send end marker to indicate there are no more data to send on the old path. Without such End marker indication between SMFs, it seems will make the logic in H-SMF/SMF even simpler.
Could you please explain why such end marker indication is needed?

BTW, in the cover page, there are a few typos, e.g. “market”, also “For home routed roaming case, the end marker indication will not be sent to the H-SMF, so the H-SMF shall based on the change of the vcnTunnelInfo to send the end marker to V-SMF.” Should be the old V-upf tunnel.

And do we have PSA SMF concept?

Caixia

Actually the requirement is coming from stage2, as I indicated in the coversheet, and we already supported sending of end marker indication in part of the procedures.
I do not have strong opinion on this, if you all think the end marker indication is not useful, I can revise the paper to remove the attribute in the specification.

Just rely on the change of tunnel information to send the end marker indication is fine for me, SMF only needs to implement the same and only one solution as H-SMF.

Could you please check and provide your preference?

I will correct the typo, and I think we only have the I-SMF, V-SMF, H-SMF and SMF terminologies in stage2

Frank

Our preference is to rely on the change of tunnel information to enable the SMF to request the PSA UPF to send end marker(s) on the old user plane path, the SMF just only needs to implement the same and only one solution as H-SMF.
Bruno

Same views from my side. You may also consider drafting an LS to SA2 to report CT4 agreement to not use the new indication over N16/N16a (assuming we all agree on this) so that they can align stage 2.

Caixia

Thank you for your reply and suggestion, I will revise the CR and draft the LS.

Open

Draft an LS to be provided

Draft Revision 2 provided
Caixia

I think the indication may be useful for the following case:
If the I-SMF/I-UPF has the downlink data buffered, the I-SMF sets this indication in the message to the SMF, e.g. for MT data triggered Service request.

Otherwise, the I-SMF does not need to set this indication even the I-UPF tunnel is changed, e.g. for MO service request.

The SMF/UPF sending the end marker to the old I-UPF based on the indication, which can avoid the unused end marker from PSA UPF to the old I-UPF

Frank

Yes, when there is no DL data to be sent from the PSA UPF, end marker is not really needed even if there is a tunnel switching; this is not only valid for a Service Request procedure, but also it is true in general;
However, is there any problem, if the PSA UPA sends one or more “extra” end marker? 

To me, the UPF would be simpler if just follow the rule that sending one or more end marker when there is a tunnel switching.

Caixia

Yes, when there is no DL data to be sent from the PSA UPF, end marker is not really needed even if there is a tunnel switching; this is not only valid for a Service Request procedure, but also it is true in general;
However, is there any problem, if the PSA UPA sends one or more “extra” end marker? 

To me, the UPF would be simpler if just follow the rule that sending one or more end marker when there is a tunnel switching

Draft revision 3 provided



	
	
	1009
	CR 29.502 0270 Rel-16 End Marker Indication
	Huawei
	
	

	
	
	1037
	LS out LS on End Marker Indication
	Huawei (Caixia)
	
	To: SA2

Bruno:

I don’t think we need to attach the 29.502 CR. 
We can expand a bit the text to indicate that 

1) there is no need for a new “send end marker” indication over N16/N16a; the (H-)SMF/UPF can send an end marker every time there is a change of N9 tunnel address.

2) the addition of the new “send end marker” indication over N16 would be problematic in terms of backward compatibility, e.g. Rel-15 V-SMF changing the V-UPF with a Rel-16 H-SMF; the Rel-15 V-SMF would never send the indication over N16 while the Rel-16 H-SMF would wait for this indication to send the end marker.

3) it is desirable to keep the SMF/H-SMG (i.e. N16a/N16) behaviour aligned.

I recommend we make it clear that our discussion applies to N16 and N16a.


	
	
	0664
	CR 29.502 0271 Rel-16 hoCompleteIndication in 5GS to EPS handover
	Huawei
	
	WI ETSUN

CAT B

Frank

Could you please explain the usage for hoCompleteIndication, what I-SMF/V-SMF should deal with this indication ?
Would Cause data type and vsmfReleaseOnly/ismfReleaseOnly be sufficient for the I-SMF/V-SMF

Caixia

My understanding: after receiving the indication from the AMF, the I-SMF/V-SMF will remove the SM context after expiry of the timer, as there will be indirect data ongoing. Without this indication, the I-SMF/V-SMF can remove the SM context immediately (e.g. Xn based handover)
Jones

I can understand that HO Complete indication is sent to Target SMF to indicate the handover is successful. But stage 2 doesn’t relate SM Context release timer with this indication, as specified in 4.23.7 of TS 23.502 (regardless whether this indication is passed or not, the Source I-SMF initiates a timer to release the SM Context of the PDU Session):
Case: I-SMF change, step 3 is skipped for I-SMF insertion. 

3a. S-AMF to Source I-SMF: Nsmf_PDUSession_ReleaseSMContext Request (I-SMF only indication). 

After received N2 handover notify from T-AMF, if indication of I-SMF change/removal has been received, the S-AMF invokes Nsmf_PDUSession_ReleaseSMContext Request to inform the Source I-SMF to release the SM context of the PDU Session. The I-SMF only indication is used to inform the Source I-SMF not to invoke resource release in SMF. The Source I-SMF initiates a timer to release the SM Context of the PDU Session. 

3b. Source I-SMF to S-AMF: Nsmf_PDUSession_ReleaseSMContext Response.

-> I-SMF removal:

11a. S-AMF to Source I-SMF: Nsmf_PDUSession_ReleaseSMContext Request (Handover Complete indication, I-SMF only indication). 

After received N2 handover notify from T-AMF, if indication of I-SMF change/removal has been received, the S-AMF invokes Nsmf_PDUSession_ReleaseSMContext Request to inform the Source I-SMF to release the SM context of the PDU Session. I-SMF only indication is used to inform the Source I-SMF not to invoke resource release in SMF. The Source I-SMF initiates a timer to release the SM Context of the PDU Session.

My understanding the source I-SMF initiate a timer to release the SM Context of PDU Session mainly based on whether indirect forwarding tunnel is established during preparation phase. Relay on additional information is not really helpful, just increase complexity and potential interoperability issue.
I suggest we remove the hoCompleteIndication from ReleaseSMContext instead.
Bruno

CR S2-2001038 agreed at last SA2 meeting

The stage 2 CR strikes in step 11a of clause 4.23.7.3.3, the Handover Complete Indication from the ReleaseSMContext Request from S-AMF to Source I-SMF, that I understand had been the justification for the definition of the corresponding parameter in 29.502 in August last year (C4-193828). 

The Nsmf_PDUSession_ReleaseSMContext service operation in clause 5.2.8.2.7 does not list the Handover Complete Indication either.

Stage 2 does not define any relationship between the timer run by the source I-SMF and this parameter.

So I agree with Jones that we should consider revising the CR to remove the hoCompleteIndication attribute from the SmContextReleaseData data type.
Draft revision to be provided

	
	
	0665
	CR 29.502 0272 Rel-16 Notify Ipv6MultiHomingInd during I-SMF change procedure
	Huawei
	
	WI ETSUN

CAT B

	
	
	0666
	CR 29.502 0273 Rel-16 Linked EPS Bearer ID
	Huawei
	Revised to C4-201010
	WI ETSUN

CAT B

Jones:

The motivation of the CR is OK, and we regards this should be FASMO.
For the proposal, we propose other options:

1/ Instead of introduce new explicit indication, add normative text in description of epsBearerInfo IE, to enforce the default Bearer Info shall always be put at the top of the array. This could be better backward compatible for the following considerations:

· There is no change on OpenAPI level

· For most of the PDU session, the default flow is created as the first one and should naturally be listed at the top of the array even when other QoS Flows created later.

2/ If an explicit indication is preferred by CT4, we recommend to add the “LBI” in the EpsPdnCnxInfo Data type with alignment to the 29.274 definition.

We propose option 1 as the way forward.

Bruno:

I agree with the proposed changes, but this is not specific to ETSUN and this is a Cat F CR (not B). Also it seems to me that the CR should be agreed from Rel-15 onwards (FASMO). 
"Other comments" on cover page needs to be corrected (-> correction, not new feature). 

6.1.6.2.32: "the PDU session moved to EPS" -> "PDN connection".

Bruno:

I am not sure that your proposal works when we consider H-SMF initiated Update Request where not all EPS bearers are transferred (only the modified ones): 

Within the table
This IE shall be present if the PDU session may be moved to EPS during its lifetime and the ePSBearerInfo has changed.

When present, it shall only include epsBearerInfo IE(s) for new EBI or for EBIs for which the epsBearerInfo has changed. The complete epsBearerInfo shall be provided for an EBI that is included (i.e. the epsBearerInfo newly received for a given EBI replaces any epsBearerInfo previously received for this EBI).

Jones

If a PDU Session may be moved to EPS, the Complete EpsBearerInfo list (including the EBI assigned to the default QoS Flow, and the EBI for the default QoS flow will not change during the life time.) shall be returned by H-SMF to V-SMF. The V-SMF shall then maintain the complete list stored in SM Context and can be transferred between SMFs for during SMF change.
For H-SMF/SMF initiated update, only the modified EpsBearerInfo(s) will be provided to V-/I-SMF which will update the information Complete EpsBearerInfo List stored in SM Context, but will not impact the EBI assigned to the default QoS Flow, i.e. the Linked EBI should always be at the top of the Complete EpsBearerInfo List.

If at worst case, the EBI assigned to Default QoS is revoked, then the PDU session will not be possible to move to EPS any longer. So this is out of the scope of the problem.

Caixia

As the EBI is allocated by the AMF based on the ARP, AMF has no idea on which EBI is assigned to the default QoS Flow, the worst case is AMF may revoke the EBI and assign to other QoS Flow with high priority (ARP).
And we do not have any procedure or description on the behavior on H/SMF, if the EBI for the default QoS Flow is revoked, will the H/SMF triggers the procedure to remove all the mapped EPS bears of the PDN session in the V-SMF/I-SMF?

Rely on the order of the epsBearerInfo IE may cause errors in the I-SMF/V-SMF, that’s why I prefer to clear indicate which one is the default bearer.

I can add the “LBI” in the EpsPdnCnxInfo Data type, would be fine with you?

Jones

If an explicit indication is preferred, we are OK to go for alternative with “LBI” in the EpsPdnCnxInfo Data type.
Rel-15 change
WI code to be changed 5GS_Ph1-CT
Draft revision to be provided



	
	
	1010
	CR 29.502 0273 Rel-16 Linked EPS Bearer ID
	Huawei
	
	

	
	
	0667
	CR 29.502 0274 Rel-16 qosRules in SM Context
	Huawei
	Revised to C4-201011
	WI ETSUN

CAT B

Zhijun:
A quick question to people in CT4:
Instead of make restrictive description on a Mandatory IE to force it be empty, could it be possible to change it to Conditional?

Bruno:

I think it is preferable to keep the attribute mandatory (rather than making it conditional but having then to specify that it shall be present in scenarios x and y), but it would be clearer IMO to specify the proposed changes in the description of the qosFlowsList attribute of the SmContext data type (clause 6.1.6.2.39), e.g. as follows: 
"This IE shall contain the set of QoS flow(s) established for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule. The qosRule attribute of each QosFlowSetupItem shall be set to an empty string".

Draft revision 1 provided



	
	
	1011
	CR 29.502 0274 Rel-16 qosRules in SM Context
	Huawei
	
	

	
	
	0668
	CR 29.502 0275 Rel-16 Definition of smContextRef and Target ID
	Huawei
	Revised to C4-201012
	WI ETSUN

CAT B

Jones:

The “identifier” in existing text should be changed to “URI”, e.g. in table line smContextRef 
Draft revision 1 provided.
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	CR 29.502 0275 Rel-16 Definition of smContextRef and Target ID
	Huawei
	
	

	
	
	0669
	CR 29.510 0298 Rel-16 Supported DNN of the I-SMF
	Huawei
	Revised to C4-201013
	WI ETSUN

CAT B

Zhijun:

We don’t see the strong need for this wildcard DNN. 
Yes, DNN is not used for I-SMF selection. But it doesn’t mean that the I-SMF shall not have DNN associated. Normally I-SMF is selected from a regular SMF serving the indicated area, so it should be registered with DNN.
Caixia:

If the I-SMF is not selected by DNN, what’s the usage to make the DNN associations in the I-SMF and registered into the NRF?
Without this CR, we mandate the I-SMF to provide the DNN list, what’s not align with stage2

Zhijun

What I mentioned is, the I-SMF is normally selected from a normal SMF. Of course this normal SMF has its DNN associated.
Does operator really wants to deploy a SMF only supports I-SMF functionality? I have doubt on this
Bruno

I have similar comments as Zhijun. 

Also your CR forces an I-SMF to register a wildcard DNN, which I don’t agree with (NF Discovery request does not contain a dnn query parameter when looking up for an I-SMF, so what DNNs the I-SMF registers does not matter).

Caixia:
I-SMF and SMF are different logic NFs in the network, we cannot image or limit the deployment of operator’s network.
They can deploy separate I-SMF and SMF, the I-SMF only have the I-SMF functionality for sure.

If you select the I-SMF without the DNN, but I-SMF only supports some of the DNNs, how to handle the PDU session in the I-SMF, if the DNN is not the associated one?

Caixia:

Can we update the text to allow the I-SMF provide wildcard DNN? Just avoid the configuration of the DNN in the I-SMF

Caixia: Can we make it optional.

Zhijun: CR not necessary

Bruno: For the selection of I-SMF DNN is not needed.

Caixia

I make the wildcard DNN as optional, is it acceptable? 
-List of parameters supported by the SMF per DNN or list of parameters may be supported by the I-SMF based on the Wildcard DNN
- NOTE:       The dnn attribute contains the value of the Wildcard DNN ("*") may be registered by the I-SMF. 

Zhijun

my opinion to how to fill the DNN for a I-SMF:
- If a normal SMF acts as the I-SMF, the normal SMF has its own DNN registered to NRF;

  I believe it is rare case that the selected I-SMF is a pure I-SMF which supports nothing other than the I-SMF related functionality.

- If a SMF only supports I-SMF functionality, it may register to NRF using either any meaningless DNN string (such as "NODNN"), or any other thing (possibly wildcard DNN).

  A meaningless DNN string means that you cannot construct a valid FQDN using this meaningless DNN string.

- If a wildcard DNN in filled in, does it mean that I-SMF support every DNN? However, it is not true, as there is no DNN related functionality required to an I-SMF.

Basically, I think it should be based on operator policy on how to fill the DNN for a pure I-SMF. We should not force any specific action to an operator.

So, if we really need to address something regarding to the DNN for I-SMF, I would like to see the following:

- No need to change clause “6.1.6.2.29 Type: SnssaiSmfInfoItem”.

- Instead, a note to 6.1.6.2.30 is sufficient. Like this:

NOTE:  For a SMF which only supports I-SMF related functionalities, it is up to the operator on how to register the DNN info, e.g. either a wildcard DNN or a meaningless DNN string.
Caixia:

I revert the change on clause 6.1.6.2.29, and change the 6.1.6.2.30 as below

Added note to the rable:

NOTE: For a SMF which only supports the I-SMF related functionalities, the dnn attribute may be a Wildcard DNN ("*") or an invalid DNN, depending on operator's local policy
Zhijun.

Proposed text is ok.
Frank:

I think it is better to keep only one option that defining an invalid DNN based on the operator’s policy.

So the note may be:

NOTE:   For a SMF which only supports the I-SMF related functionalities, the dnn attribute may be a Wildcard DNN ("*") or an invalid DNN according to, depending on operator's local policy

Using wildcard DNN is not so good, e.g. when a AMF select a SMF using a valid DNN, a I-SMF with wildcard DNN may be returned, which it shouldn’t.
Caixia

I think you are right, I have changed the NOTE to: For a SMF which only supports the I-SMF related functionalities, the dnn attribute may be an invalid DNN according to operator's local policy.
And revert the change on the OpenAPI.

Draft revision 1 provided
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	CR 29.510 0298 Rel-16 Supported DNN of the I-SMF
	Huawei
	
	

	
	
	0670
	CR 29.518 0288 Rel-16 Granularity of the SMF change Indication
	Huawei
	Revised to C4-201014
	WI ETSUN

CAT B

Clash with C4-200868

Bruno:

C4-200670 overlaps with C4-200868. I have a small preference for Huawei CR that is more future proof if more SMF related info needs to be passed in future.
6.1.6.2.x: description of pduSessionIdList: "PDU Session ID(s) for which the smfChangeInd applies"

There is also a small clash with C4-200767 for the description of the smfChangeInd in 6.1.6.2.14. The change in our CR can be added to the description of the new smfChangeInfoList, and this change can then be reverted from the Nokia CR.

The E/// CR adds one bullet in step 2 of clause 5.2.2.3.6.2 that can also be taken on board.

Caixia:
@ Jones Would you please accept to merge your CR into ours?
I will do the revision based on the comments from Bruno

Jones

Ok to  merge
Open
Add  Ericsson as Co-source

Caixia
I update the paper with the following changes, please check the v1 in the draft inbox:
1. Typo: applies
2. Update the description on 6.1.6.2.14 based on the change in Nokia’s paper C4-200767;

3. add the bullet in step 2 of clause 5.2.2.3.6.2 based on the change in Ericsson’s paper C4-200868;

4. Add Ericsson, Nokia and Nokia Shanghai Bell as supporting companies.

Bruno, are you ok to be the co-source of the paper?

Bruno yes we support the CR

Draft revision 1 provided

Bruno

In clause 5.2.2.3.6.2, I propose to reword the text as follows: 

“

· the smfChangeInfoList attribute including the UE's PDU Session ID(s) for which the I-SMF or V-SMF has been changed or removed, if any, with for each such PDU session, the related smfChangeIndication attribute set to "CHANGED" or "REMOVED", if the I-SMF is changed or removed respectively, or set to "CHANGED" if the V-SMF is changed.

“

and in step 2:

“

· If the smfChangeInfoList attribute was received in the request, the source AMF shall release the SM context at the I-SMF or V-SMF only, for all the PDU sessions listed in the smfChangeInfoList attribute with the smfChangeIndication attribute set to "CHANGED" or "REMOVED".

Draft revision 2 provided



	
	
	1014
	CR 29.518 0288 Rel-16 Granularity of the SMF change Indication
	Huawei
	
	

	
	
	0868
	CR 29.518 0304 Rel-16 SMF Change Indication
	Ericsson
	merged into 0670
	WI ETSUN

CAT F

Clash with C4-200670 

Bruno

small preference for Huawei CR that is more future proof if more SMF related info needs to be passed in future

Open
How to solve  the clash, preferred solution, merge?

Proposed to be merged into 0670



	
	
	0681
	CR 29.502 0280 Rel-16 DNAI list
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0682
	CR 29.502 0281 Rel-16 End Marker Indication
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0683
	CR 29.502 0282 Rel-16 hoCompleteIndication in 5GS to EPS handover
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0684
	CR 29.502 0283 Rel-16 Notify Ipv6MultiHomingInd during I-SMF change procedure
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0685
	CR 29.502 0284 Rel-16 Linked EPS Bearer ID
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0686
	CR 29.502 0285 Rel-16 qosRules in SM Context
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0687
	CR 29.502 0286 Rel-16 Definition of smContextRef and Target ID
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0688
	CR 29.510 0303 Rel-16 Supported DNN of the I-SMF
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0689
	CR 29.518 0291 Rel-16 Granularity of the SMF change Indication
	Huawei
	withdrawn
	WI ETSUN

CAT B

	
	
	0708
	CR 29.502 0290 Rel-16 UPF Instance ID
	Huawei
	
	WI ETSUN

CAT B

Bruno:

we need to agree first on whether the I-SMF needs to report the UPF ID for the local PSA and/or ULCL/BP. We assume UPF ID of both UPFs may need to be reported.

Frank

Should UPF instance ids be reported as JSON data type or as an IE in the N4 messages included in the binary? 
UPF instance id is essentially used for charging function, related to the usage reporting. 

Such SMF behaviour, i.e. handle the usage reports and request credit/creating CDR, together with UPF instance id, is already implemented in N4. 

It seems slightly better to include it in the N4 messages (PFCP Session Establishment Response messages) transferred over N16a, to the SMF.

Caixia

Please see the procedure flows listed in the Figure:
[image: image1.emf]I-SMF PSA-UPF 1 H-SMF

1. N4 session establishment

CHF

2. Nsmf_PDUSession_Update (UPF Instance ID)

3. Charging data request (UPF Instance ID)

4. Charging data response (UPF Instance ID: Charging information)

5. Nsmf_PDUSession_Update request (N4: PFCP 

session establishment request (PDR, FAR, URR))

6. Nsmf_PDUSession_Update response (N4: PFCP 

session establishment response)


We propose to send UPF instance ID in step 2, H-SMF will communicate the CHF to obtain the charging information for the new UPF instance, and generate the related URR, which will be sent to the I-SMF in Step 5.

If we send the UPF instance together with the N4 PFCP session establishment response in Step6 to the H-SMF, I see the following problems:

1. URR sends to I-SMF in Step 5 is not related to the PSA-UPF1;

2. H-SMF shall trigger another PFCP session modification procedure after step 6, after communicate with CHF to update the URR;

3. The downlink path to transfer the traffic data is established before the PSA-UPF1 receive the charging information.

Frank CR is Ok

Bruno: UPF ID and the uplink clasifier. need to be provided, no requirents up to  now from SA5. to be provide Info on email.

Bruno

It is currently possible to grant quota per UPF.
As far as I understand, the scenario with I-SMF controlling two different UPFs (1 supporting UL CL/BP and another one local PSA2), we may have several possibilities for SMF to grant quota:

· Quota to local PSA2 via I-SMF (for offloaded traffic to the local DNAI) => UPF ID of local PSA2 needed

· Quota to UPF (UL) via I-SMF (either for the whole traffic differentiated between offloaded and not-offloaded by dedicated Rating groups, or for not-offloaded only) => UPF ID of UPF (UL) needed

· Quota to UPF (PSA1) controlled by SMF for not-offloaded

Based on these different variants/combinations, if my understanding is correct, I would say the I-SMF should be able to report both to SMF: UPF ID of UPF (UL) and UPF ID of local PSA2 (and more if more PSA corresponding to different DNAIs) 

Draft revision to be provided



	
	
	0718
	CR 29.502 0292 Rel-16 Handover Cancel
	Ericsson
	
	WI ETSUN

CAT F

Bruno

with our comments below:
5.2.1: no need for this change

5.2.2.3.13A: first paragraph: "shall use this procedure to remove". Step 2a: 'if successful …return a 204 No Content response".

5.2.2.3.8.4: the V-SMF shall cancel …

5.2.2.8.2.x: in step 1, strike 'H-SMF' (2 occurences)

6.1.6.2.9, 6.1.6.2.11: true/false definitions need to be aligned accordingly

Draft revision 1 provided

	
	
	0766
	CR 29.502 0304 Rel-16 V-SMF insertion or removal
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN

CAT F

	
	
	0767
	CR 29.518 0297 Rel-16 V-SMF insertion or removal
	Nokia, Nokia Shanghai Bell
	
	WI ETSUN

CAT F

Bruno: 

reverting the changes in clause 6.1.6.2.14 that were overlapping with C4-200670

Draft revision 1 provided


	
	
	0906
	CR 29.502 0310 Rel-16 Clarification to N4Information type
	Huawei
	
	WI ETSUN

CAT F

	
	
	0907
	CR 29.244 0388 Rel-16 Clarification to N4 information
	Huawei
	
	WI ETSUN

CAT F

	
	
	0908
	discussion   Rel-16 Discussion paper on UL CL, BP and PSA
	Huawei
	Noted
	Giorgi proposed to note

	6.1.6
	CT aspects of Enhancement to the 5GC LoCation Services
	
	
	
	
	5G_eLCS

	Friday
	
	0725
	pCR 29.515  Rel-16 Correction on Attributes of Data Types and Clearance
	Ericsson
	
	Scott

The following IEs are needed in LocUpdateNotifcation: 
(1) PseudonymOfUE
(2) serviceIdentity
(3) externalClientIdentification
Jones

These IEs are not needed because the Location Update Notification is sent to NEF for AFs. Please find the definition of the Service Operation in 23.273:
8.4.2.6  Ngmlc_Location_LocationUpdateNotify service operation

Service operation name: Ngmlc_Location_LocationUpdateNotify
Description: Provides UE location information to the consumer NF.
Input, Required: UE identifier (GPSI or SUPI), identity of the AF, event causing the location estimate (5GC-MO-LR), location estimate, age of location estimate, accuracy indication, LCS QoS class.

Input, Optional: None.
Output, Required: Success/Failure indication.

Output, Optional: Failure Cause (in the case of failure indication provided).

See clause 6.2 for example of usage of this service operation.
Scott
This is the reason:
1. PseudonymOfUE: (H)GMLC should transfer the SUPI into PseudoymOfUE accordiong to PseudoymOfUE and include in notification message.

If the pseudonym indicator is included in the MO-LR Location Information, the HGMLC assigns a pseudonym to the UE.

2. serviceIdentity: service identify should be included to be used by AF

the AF handles the location estimate according to the Service Identity

3. externalClientIdentification: if it is not included, how does NEF identify the target LCS client?
Scott

Sorry, externalClientIdentification is not needed.
Jones

I’ve further checked with my colleague and our understanding is that the Pseudonym and service identity are not intended for AF but just the legacy LCS Client (to have feature parity between 4G and 5G GMLC). This is reflected in 23.273 that both Pseudonym and service identity only present in LocationUpdate service but not other service operations (see clause 8.4 of TS 23.273).
I suggest we agree the CRs aligned with existing Stage 2 specification. If CT4 still regards Pseudonym and service identity are needed on SBI for AF, we could raise an LS to SA2 for clarification and confirmation.



	
	
	0726
	pCR 29.515  Rel-16 Location Update and Notification
	Ericsson
	
	1. Qingfen

2. In clause 5.2.2.3.1， “The LocationUpdate enables the NF consumer (e.g. AMF) to to update UE location information towards the GMLC. See Figure 5.2.2.3.1-1.”， there are redundant “to”.
Jones: Corrected
3. 5.2.2.x.1,for “2b.     On failure, one of the HTTP status code listed in Table 6.1.4.x.3.2-2 may be returned. For a 4xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.4.x.3.2-2.”, they are wrong references.
Jones: Corrected
4. 6.1.5.2.5, there is no revision in this clause, why is it showed in the CR.
Jones: Removed
5. In Table 6.1.4.x.3.1-2,why may application errors “UNKOWN_EXTERNAL_CLIENT_OR_AF”, “UNREACHABLE_EXTERNAL_CLIENT_OR_AF” return? If the external client/AF does not exist or UNREACHABLE,  there will be no response from my understanding.
Jones: The LocationUpdateNotify is sent to NEF instead of AF. If NEF detected the AF is not valid or the AF is not reachable, the NEF responds to (H-)GMLC with the cause. This is specified as step 10b-2 in Figure 6.2-1: 5GC-MO-LR Procedure of 23.273.
Jones

Thanks for the comments. I will implement your comments in v1 draft.
For the application errors, I will further check with my colleague for more information
Draft revision 1 provided


	
	
	0727
	pCR 29.515  Rel-16 Security
	Ericsson
	
	

	
	
	0831
	pCR 29.515  Rel-16 Miscellaneous corrections
	CATT
	withdrawn
	

	
	
	0832
	pCR 29.515  Rel-16 Miscellaneous corrections
	CATT/Scott
	Merged with 0853
	Clashing with C4-200853



	
	
	0848
	CR 29.503 0360 Rel-16 UE Location Privacy Profile Update
	CATT/Scott
	
	WI 5G_eLCS

CAT B

Jones

To allow the wanted changes, all resource structure in 6.1.3 shall be updated accordingly.
Besides, in the OpenAPI, the description of ueID still says “SUPI of the UE”.

Ulrich 

Yes, and then please make sure not to clash with the principles from 0783.
Open

Draft revision to be provided

	
	
	0849
	CR 29.503 0361 Rel-16 UE-initiated Location Privacy Setting
	CATT/Scott
	Merged into 0857
	WI 5G_eLCS

CAT B

Clash with 0857

Jones

1/ Other comments field should be filled.
2/ As the LPI is part of the pp-data and pp-data is proposed to change under /{ueid}, clause 5.6.2.2.2 needs to be updated to reflect the change

3/ 5.6.2.2.w can make a reference to updated 5.6.2.2.2 and only state explicit difference in step 1 that AMF shall use SUPI for the use case. Or this can be just stated in 5.6.2.2.2 directly then 5.6.2.2.w is not needed.

Ulrich

PpData:

      type: object

      properties:

        communicationCharacteristics:

          $ref: '#/components/schemas/CommunicationCharacteristics'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        expectedUeBehaviourParameters:

          $ref: '#/components/schemas/ExpectedUeBehaviour'

        ecRestriction:

          $ref: '#/components/schemas/EcRestriction'

        acsInfo:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AcsInfoRm'
        lpi:

          $ref: '#/components/schemas/Lpi
Should read

        lpi:

          $ref: 'TS29503_SDM.yaml#/components/schemas/Lpi'
Open

Draft revision to be provided

	
	
	0850
	CR 29.503 0362 Rel-16 corrections on LCS related Data Type
	CATT/Scott
	
	WI 5G_eLCS

CAT F

Ulrich

1/ 6.1.3.23.2: instead of defining the pattern her, reference to 29.571 should be added. See 0783 clause 6.1.3.12.2 for an example.
2/ what is the change in 6.1.6.2.42?

3/ Array should be array in 6.1.6.2.y1 and in …y4

4/ in A.2 where Supi is replaced with VarUeId:  the d has no revision mark

5/ A.2: modification in UnrelatedClass: needs correction, should eventually read

    UnrelatedClass:

      type: object
      required:
        - nonExternalUnrelatedClass:
          $ref: '#/components/schemas/NonExternalUnrelatedClass'
      properties:

        nonExternalUnrelatedClass:
          $ref: '#/components/schemas/NonExternalUnrelatedClass'
        externalUnrelatedClass:

            $ref: '#/components/schemas/ExternalUnrelatedClass'
        serviceTypeUnrelatedClasses:

          type: array
          items:

            $ref: '#/components/schemas/'ServiceTypeUnrelatedClass'

          minItems: 1
6/6.1.6.2.45: Cardinality should be 1, not 0..1

7/ A.2:  wrong indentation in lines staring with $ref: in definition of NonExternalUnrelatedClass and ExternalUnrelatedClass

8/ A.2: in definition of LcsClientNonExternal: replace – LcsClientId with lcsClientId; lcsClientId is missing under properties;  property privacyCheckRelatedAction appears twice, properties lcsClientId and allowedGeographicArea are missing

9/ A.2 similar problems as 8/ in AfNonExternal

10/ A.2: AfExternal: afId missing in properties; wrong indentation of first $ref line

11/A.2: LcsClientGroupExternal: wrong indentation of first $ref line

12/ A.2: ServiceTypeUnrelatedClass: serviceType missing in properties;

13/ other comments on cover page is missing

Jones

1/ Other comments should be filled.
2/ No change find in 6.1.6.2.42

3/ Reference to TS 22.071 [mm]  3GPP TS 22.071 [mm]

4/ Problems in OpenAPI (indent, mandatory properties not defined.)

    NonExternalUnrelatedClass:

      properties:

        lcsClientNonExternals:
          type: array

          items:

          $ref: '#/components/schemas/LcsClientNonExternal'
          minItems: 1
        afNonExternals:
          type: array

          items:

          $ref: #/components/schemas/AfNonExternal'
          minItems: 1
    LcsClientNonExternal:
      type: object

      required:
        - LcsClientId
      properties:

        privacyCheckRelatedAction:
          type: array

          items:

          $ref: '#/components/schemas/GeographicArea'
          minItems: 1
        privacyCheckRelatedAction:
          $ref: '#/components/schemas/PrivacyCheckRelatedAction'

        codeWordInd:        
          $ref: '#/components/schemas/CodeWordInd'

        validTimePeriod:
          $ref: '#/components/schemas/ValidTimePeriod'
    AfNonExternal:
      type: object

      required:
        - afId
      properties:

        privacyCheckRelatedAction:
          type: array

          items:

          $ref: '#/components/schemas/GeographicArea'
          minItems: 1
        privacyCheckRelatedAction:
          $ref: '#/components/schemas/PrivacyCheckRelatedAction'

        codeWordInd:
          $ref: '#/components/schemas/CodeWordInd'

        validTimePeriod:
          $ref: '#/components/schemas/ValidTimePeriod'
    ExternalUnrelatedClass:

      properties:

        lcsClientExternals:
          type: array

          items:

          $ref: '#/components/schemas/LcsClientExternal'
          minItems: 1
        afExternals:
          type: array

          items:

          $ref: #/components/schemas/AfExternal'
          minItems: 1
        lcsClientGroupExternals:
          type: array

          items:

          $ref: #/components/schemas/LcsClientGroupExternal'
          minItems: 1
    AfExternal:
      type: object

      required:
        - afId
      properties:

        allowedGeographicArea:
          type: array

          items:

          $ref: '#/components/schemas/GeographicArea'
          minItems: 1
        privacyCheckRelatedAction:
          $ref: '#/components/schemas/PrivacyCheckRelatedAction'

        validTimePeriod:
          $ref: '#/components/schemas/ValidTimePeriod'
    LcsClientExternal:
      type: object

      required:
        - lcsClientId
      properties:

        allowedGeographicArea:
          type: array

          items:

          $ref: '#/components/schemas/GeographicArea'
          minItems: 1
        privacyCheckRelatedAction:
          $ref: '#/components/schemas/PrivacyCheckRelatedAction'

        validTimePeriod:
          $ref: '#/components/schemas/ValidTimePeriod'
    LcsClientGroupExternal:
      type: object

      required:
        - lcsClientGroupId
      properties:

        allowedGeographicArea:
          type: array

          items:

          $ref: '#/components/schemas/GeographicArea'
          minItems: 1
        privacyCheckRelatedAction:
          $ref: '#/components/schemas/PrivacyCheckRelatedAction'

        validTimePeriod:
          $ref: '#/components/schemas/ValidTimePeriod'
    ServiceTypeUnrelatedClass:
      type: object

      required:
        - serviceType
      properties:

        allowedGeographicArea:
          type: array

          items:

          $ref: '#/components/schemas/GeographicArea'
          minItems: 1
        privacyCheckRelatedAction:
          $ref: '#/components/schemas/PrivacyCheckRelatedAction'
        codeWordInd:
          $ref: '#/components/schemas/CodeWordInd'
        validTimePeriod:
          $ref: '#/components/schemas/ValidTimePeriod'
Open

Draft revision to be provided

	
	
	0851
	CR 29.503 0363 Rel-16 Location information retrieval for GMLC
	CATT/Scott
	
	WI 5G_eLCS

CAT B

Ulrich

1/ other comments on cover page are missing
2/A.3: why is gpsi of type IpAddress? Should be Gpsi as defined in 29.571

3/ 6.2.6.2.z2: replace Array with array

4/ A.3: in AccessLocationInfo: replace vgmlcInstanceID with vgmlcInstanceId; replace tab with blank; replace accessType with accessTypeList; replace amfInstanceID with amfInstanceId; 

5/ For the new event type 

          - UE_CONNECTION_MANAGEMENT_STATE
I think protocol extensions are needed to allow the UDM (after interation with AMF?) to report the CM state to the GMLC

Open
Merge with 0856? Which is the baseline
Draft revision to be provided

	
	
	0852
	pCR 29.515  Rel-16 Correction
	Huawei
	Revised to C4-200993
	Scott

The externalClientType should be mandatory. 
TS 23.273: 

Input, Required: UE identifier (GPSI or SUPI, Client Type).

Qingfen: OK will took comments on board
Open

Draft revision 1 provided

	
	
	0993
	pCR 29.515  Rel-16 Correction
	Huawei
	
	

	
	
	0853
	pCR 29.515  Rel-16 Group identifier for Bulk Operation
	Huawei
	Postponed to next meeting 
	Clashing with C4-200832
Scott

(1) Wording: a group of target UE
(2) 29.571 reference number is wrong

(3) Is Successtype really needed, I think the problemdetail should indicate the complete or partial rejection result and cause
Jones

Clashing with C4-200832, should be merged.
Difference:

C4-200832: Missing reference to procedure description and missing partial rejection support

C4-200853: Internal Group ID is not needed

Qingfen

removed Internal Group ID in the definitions
@Scott 0853 clashed with your 0832, would you mind merge them?
Draft revision 1 provided
Add CATT as co-signing company

Draft revision 2 provided
Jones

Overall, the bulk operation at Stage 2 are still under discussion and there are some key issues still needs to be sort out, i.e. should the NEF always translate the external group ID into UE IDs on SBI; how the Location Request for group UE to be responded (e.g. the location response only support location from one UE, responding to non-deferred location request also with notification requires big change on the service procedure). There are CRs on ongoing SA2 meeting trying to clarify the procedure, there may or may not be a final confirmation to be made on this SA2 meeting.
 
Based on the current situation for the bulk operation at Stage 2, Could we agree to postpone this CR to next meeting for more stable and clear stage 2 definition before we agree on stage 3?
Qingfen

I checked it with my S2 colleague, and the situation is indeed like you said. I agreed to postpone 0853.
But I don’t know Scott’s opinion. @Scott, what’s your opinion？
Postponed  to next meeting

	
	
	0994
	pCR 29.515  Rel-16 Group identifier for Bulk Operation
	Huawei
	Withdrawn
	

	
	
	0999
	pCR 29.515  Rel-16 Group identifier for Bulk Operation
	Huawei
	Withdrawn
	

	
	
	0854
	pCR 29.515  Rel-16 LCS service authorization
	Huawei
	Revised to C4-200995
	Scott

The more important thing is that Type: UEPrivacyReqirements should be changed completely. The following information should be specified:
The following info should be included in UE privacy requirement sent to VGMLC

-    One of the following mutually exclusive options:

-    Location allowed without notification (default case)

-    Location allowed with notification

-    Location with notification and privacy verification; location allowed if no response

-    Location with notification and privacy verification; location restricted if no response
-     Notification only

-     Notification and privacy verification only

-    Time period when positioning is allowed

-    Geographical area where positioning is allowed

-    Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

Draft revision 1 provided
Jones

The pCR is not complete, the reference to LcsServcieAuth to 29.571 and the OpenAPI changes are missing.

Qingfen

Wrong version  uploaded

New version accepts 

Draft revision 2 provided


	
	
	0995
	pCR 29.515  Rel-16 LCS service authorization
	Huawei
	
	

	
	
	0855
	pCR 29.515  Rel-16 SIP-URI or a TEL
	Huawei
	postponed
	Jones

For this pCR and C4-200859, I share the same view of Ulrich that the SIP/TEL URI translation is only intended for IMS interworking (IMS-HSS/LCS Client), but not really intended for SBI/UDM/NEF.
At least for now, we are not supporting this CR. If there are clear use cases for SBI on IMS, we can added it when needed

Open

	
	
	0856
	CR 29.503 0364 Rel-16 AMF Registration information retrieval
	Huawei
	
	WI 5G_eLCS

CAT B

Ulrich

wouldn’t it be better not to change the resource structure, but to add the possibility of retrieving both AMF registrations by sending GET to …/registrations with with query parameters allowing to filter so that only the needed registrations are returned?
Qingfen

I pasted the overview of Resource URI structure of the Nudm_UECM API as below for better discussion and finding a better way to define the new resource.
[image: image2.emf]//{apiRoot}/nudm-uecm/v1

/{ueId}

/registrations

/amf-3gpp-access

/amf-non-3gpp-access

/smf-registrations

/{pduSessionId}

/smsf-3gpp-access

/smsf-non-3gpp-access


From the overview of the Resource of the Nudm_UECM API, we can find only one resource defined for SMF registration, two for AMF registration, two for SMSF registration. Let me assume to define the new resource like you mentioned “add the possibility of retrieving both AMF registrations by sending GET to …/registrations with with query parameters allowing to filter so that only the needed registrations are returned”, there may be two issues：
1．It will have the same problem of changing the resource structure because for SMF registration, the current definition for SMF registration is “/{ueId}/registrations/smf-registrations” but not “GET to …/registrations with query parameters allowing to filter. 

2．As far there is only requirement that amf registration data need to be retrieved, should I define the indication in query parameters as Mandatory？If yes, it will be hard to extend to retrieve other information （e.g. smsf registration）,if not, what would be returned back without the indication?

Based on the information, I prefer to define a new resource /{ueId}/registrations/amf-registrations to retrieve the amf registration data.

Look forward to your opinions
Scott

0856/0860/0851 are overlapped. HGMLC retrieves UE’s registration information for further location request. I think AMF address, VGMLC address and access type(s) should be stored in one location resource in order to be retrieved be (H)GMLC
For UE’s registration seneraio, there are multiple possibility:
(AMF1 3GPP, AMF2 non 3GPP)

(AMF 3GPP) (AMF non3GPP)

(AMF 3GPP and non3GPP) 

And AMF is in HPLMN or VPLMN, and VGMLC is associated with AMF.

So I propose the definition of the new location related registration info data type is based on the definition in 0851
Qinfen

I check the 0856/0860/0851, and I agreed 0851 and 0856 clashes, but 0860 doesn’t clash with 0851. 0860 is for that AMF registers the VGMLC address information when AMF registers to UDM in order that HGMLC can retrieve the UE registered AMF info and AMF related VGLMC info.
Both 0851 and 0856 are ok for me,  0851 merging 0856 or 0856 merging 0851 are both ok for me too. Therefore which one is chosen can depends on the discussion on online meeting tonight.

Which is the baseline.
Draft revision to be provided

	
	
	0857
	CR 29.503 0365 Rel-16 Provision of UE LCS privacy profile
	Huawei
	Revised to C4-200996
	WI 5G_eLCS

CAT B

Ulrich

1/ clash with 0849.
2/ It seems that the additional information (supi and gpsi in LcsPrivacy) is not needed as the UE is identified by the supi/gpsi in the resource URI.

3/ some $refs are wrong:

# COMPLEX TYPES:

    PpData:

      type: object

      properties:

        communicationCharacteristics:

          $ref: '#/components/schemas/CommunicationCharacteristics'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        expectedUeBehaviourParameters:

          $ref: '#/components/schemas/ExpectedUeBehaviour'

        ecRestriction:
          $ref: '#/components/schemas/EcRestriction'

        acsInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AcsInfoRm'

        lcsPrivacy:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/LcsPrivacy'

(… text not shown for clarity …)
    PpDlPacketCountExt:

      type: object

      required:

        - afInstanceId

        - referenceId

      properties:

        afInstanceId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        referenceId:

          $ref: '#/components/schemas/ReferenceId'

        validityTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

      nullable: true

    LcsPrivacy:

      type: object

      properties:

        afInstanceId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        referenceId:

          $ref: '#/components/schemas/ReferenceId'

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        lpi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Lpi'

Qingfen

Thank you for you comments, and I revision the CR base on 2,3 of your comment.
Draft V1 was uploaded in Inbox/Drafts/[6.1.6-5G_eLCS]

For comment 1, I’ll discuss it with CATT and see whether then can be merged.
Draft Revision 1 is provided
Scott

(1) Since NEF and AMF can change lpi, the gpsi should be changed into ueId in the resource path. The resource structure also should be changed. 
Qingfen: done
(2) Lcsprivacy is not needed, only lpi is included in ppdata. 
Qingfen: Lcsprivacy is a newly defined data model, only lpi of LCS privacy is included in this data model, other attributes in this data model are to record the information of NF who initiates the provision
If possible, please merge 0849 into this paper. Or it can be merged to 0849 if you are preferable. 

0849 merged into this

Draft Revision 2 is provided
Scott

Not like the callback message, it is a request/response process, the HTTP can maintain the logic between sender and receiver. So afid and afcorrelation ID is not needed here

Qingfen

The afInstanceId and referenceId are only for maintenance purpose not for LCS service purpose like provision other parameters (e.g. CommunicationCharacteristics etc.)

Draft Revision 3 to be  provided?

Scott

What is maintenance meaning of afInstanceId and referenceId? Is it really needed? For other attribute in ppdata, there is no such information
Qingfen

Yes, for provisioning other parameters in PpData, afInstanceId and referenceId are also needed you can open deeper layer of the data type to check
Scott: Ok

	
	
	0996
	CR 29.503 0365r1 Rel-16 Provision of UE LCS privacy profile
	Huawei
	
	

	
	
	1000
	CR 29.503 0365r2 Rel-16 Provision of UE LCS privacy profile
	Huawei
	withdrawn
	

	
	
	0858
	CR 29.503 0366 Rel-16 Translation of Group Id to UE identifier list
	Huawei
	
	WI 5G_eLCS

CAT B

	
	
	0859
	CR 29.503 0367 Rel-16 User SIP-URI or a TEL-URL translation
	Huawei
	Postponed
	WI 5G_eLCS

CAT B

Ulrich

23.273 does not have this strict requirement for the UDM. Should be limited to IMS-HSS.
Qingfen

I pasted the information from 23.273 as below. From the highlighted text, we can see that there is a requirement to translate SIP-URI/TEL-URL to SUPI for UDM.
5.8       Interworking with the IMS
When the location service request is initiated by the LCS Client / AF for the location estimation of a target UE in an IMS session, a SIP-URI or a TEL-URL maybe included in the request to identify the target UE. In that case, the H-GMLC of the UE shall be able to convert the SIP-URI/TEL-URL into SUPI of the target UE.
NOTE 1:  The H-GMLC may query IMS-HSS or UDM to retrieve the SUPI of the target UE based on its SIP-URI/TEL-URL.
NOTE 2:  If multiple SUPIs are resolved for the SIP-URI/TEL-URL, the H-GMLC behaviour is out of scope of this specification

Ulrich

exactly. NOTE 1 is a note, no strict requirement. We should limit this functionality to the IMS-HSS
Jones

I am sharing the view with Ulrich that IMS interworking is limited to IMS-HSS.
IMS identities are only aware by IMS related NFs. If an AF is involved in IMS session, then it is an IMS-AS then it should use 29.562 procedures (SBI IMS). Retrieving of location information for IMS-AS is using imsUeId as resource identity, as described in C4-200579 on 29.562.

This comment also applies to C4-200855, which also related fetch location information for IMS UE identity (described in separate mail to C4-200855).
Draft revision to be provided

	
	
	0860
	CR 29.503 0368 Rel-16 VGMLC address registration
	Huawei
	Revised to C4-200997
	WI 5G_eLCS

CAT B

Ulrich

1/Other Comments: also Nudr is impacted

Qingfen: add the impact on Nudr in Other comments: of cover sheet
2/ in A.3: lots of drFlags???

        vgmlcAddressIpv4:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DualRegistrationFlag'

        vgmlcAddressIpv6:

        drFlag  $ref: 'TS29571_CommonData.yaml#/components/schemas/DualRegistrationFlag'

        drFlag:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/DualRegistrationFlag'
Qingfen: They are errors, and I corrected them in new version
3/can these new attributes be modified by the AMF after registration? i.e. is 

    Amf3GppAccessRegistrationModification:

And

    AmfNon3GppAccessRegistrationModification:

Impacted?

Qingfen: They can be modified because the vgmlc may change if amf change. And I added the attributes related with vglmc in Amf3GppAccessRegistrationModification, AmfNon3GppAccessRegistrationModification too in new version
Ulrich:

However the question actually is whether the new attributes can be modified by the AMF although no AMF change occurred?
Draft revision 1 provided

Qingfen

I don’t think VGMLC can change if AMF changed except for redeployment. So should I revoke the revision in Amf3GppAccessRegistrationModification, AmfNon3GppAccessRegistrationModification, right?

Ulrich

please undo those revisions
Draft revision to be provided



	
	
	0997
	CR 29.503 0368 Rel-16 VGMLC address registration
	Huawei
	
	

	
	
	0861
	CR 29.505 0269 Rel-16 Translation of Group Id to UE identifier list
	Huawei
	
	WI 5G_eLCS

CAT B

	
	
	0862
	CR 29.510 0312 Rel-16 LMF selection
	Huawei
	
	WI 5G_eLCS

CAT B

Jones

In general, we agree additional for LMF selection is helpful. But we also think the information put into NRF should be more static / simple data. By this regards, the Location QoS in LMF Profile is not like a good idea because these are quite dynamic and complex information that are not expected to be handled by NRF, e.g. how can NRF handle a query with Accuracy requirement (the Accuracy is derived according to complex algorithm, and differed for different shapes).
We suggest that we remove the LocationQoS and it query parameter from the CR.

Open

Draft revision 1 to be provided

	
	
	0863
	CR 29.518 0303 Rel-16 LCS service authorization
	Huawei
	
	WI 5G_eLCS

CAT B

	
	
	0864
	CR 29.571 0192 Rel-16 LCS service authorization
	Huawei
	
	WI 5G_eLCS

CAT B

	
	
	0865
	CR 29.572 0052 Rel-16 Connectivity state per access type
	Huawei
	
	WI 5G_eLCS

CAT B

Jones

According to TS 23.273:
2.   The LMF determines the positioning access type and the positioning method based on the UE/network positioning capability, the QoS requirement and UE connectivity state per access type received from the AMF and the locally configured operator policy. The LMF may also determine the access type for transmission of an LPP message to the UE (e.g. in order to ensure the UE will be in a connected state for the selected positioning access type).

      When the LPP protocol in TS 36.355 [20] is determined to be used to obtain location information from the UE and the UE has both 3GPP and non-3GPP access, the AMF shall decide which access type should be used to transmit the location information if the LMF did not select an access type. For example, if the UE is in CM-IDLE state in 3GPP access and in CM-CONNECTED state in Non-3GPP access, AMF may prefer to select the N3IWF/TNGF/W-AGF to relay positioning signalling to UE, rather than performing paging procedures via the 3GPP access.

According to Stage 2 definition, the LMF may explicitly specify the access type for transmission of the LPP message for purpose e.g. ensure the UE is connected for 3GPP access for certain positioning mothed related to cell or radio characteristics, not based on the connectivity status of the UE. If the LMF has no explicit requirement on the access type, the it may allow AMF to select the access type on its preference which is already supported.

In my understanding, this CR is not needed.

Jones

After further checking, we acknowledge that the CR is correct. I withdraw my below comments. Sorry for the misinformation
Qingfen

@Scott CM state for each access type is transferred from AMF to LMF when UE connect network with both access types for LMF may use them to determine which access (3gpp or non-3gpp) to transmit the positioning messages by LMF, and it is not used as the factor to select LMF in 0865.

@Jones BTW,
I pasted the description related to dual connectivity which was copied from 37.340.

4.1.3       MR-DC with the 5GC
4.1.3.1         E-UTRA-NR Dual Connectivity

NG-RAN supports NG-RAN E-UTRA-NR Dual Connectivity (NGEN-DC), in which a UE is connected to one ng-eNB that acts as a MN and one gNB that acts as a SN.
4.1.3.2         NR-E-UTRA Dual Connectivity

NG-RAN supports NR-E-UTRA Dual Connectivity (NE-DC), in which a UE is connected to one gNB that acts as a MN and one ng-eNB that acts as a SN.
4.1.3.3         NR-NR Dual Connectivity

NG-RAN supports NR-NR Dual Connectivity (NR-DC), in which a UE is connected to one gNB that acts as a MN and another gNB that acts as a SN. In addition, NR-DC can also be used when a UE is connected to two gNB-DUs, one serving the MCG and the other serving the SCG, connected to the same gNB-CU, acting both as a MN and as a SN.

Scott

I didn’t find any evidence that CM state is used as the factor to select LMF. CM state is only used to select access type for location.
Open

	
	
	0866
	CR 29.572 0053 Rel-16 Primary Cell in the Secondary RAN node
	Huawei
	
	WI 5G_eLCS

CAT B

Jones

The motivation of the CR is fine. But isn’t it better reusing the ecgi and ncgi IE and add new IE indicating the primary RAT type? Anyway, the Primary and secondary RANs CANNOT be both NR or E-URTAN, right?
Qingfen

The Primary node and secondary node can be both NRs or E-URTANs or one is on NR node and the other is on  NR or E-URTAN node. I think my definition can cover all these scenarios

Jones

Fine with the CR



	
	
	0867
	CR 29.572 0054 Rel-16 Request Type and embedded LPP message
	Huawei
	Revised to C4-200998
	WI 5G_eLCS

CAT B

Jones

The motivation of the CR is fine.
Some comments:

1/ Instead of updating on 5.2.2.2.2, please add a new clause 5.2.2.2.x for MO LR procedure by referring to 5.2.2.2.2 with differences. The clause will become hard to maintain if fitting too many scenarios in one clause.

Qingfen: 5.2.2.2.2 doesn’t limit the scenarios, and for 5GC-MO-LR scenario or for UE LCS Capability is received in the request indicating LPP is supported by the UE scenario, a separate clause to define the procedure may be a little strange.
/Jones (to v1): I still regards a separate clause for MO LR procedure is preferred for a better readability.

Clause 5.2.2.2.2 it is more as a general clause for common Retrieve UE Location operation which could fit the very most of the common traffics (MT-LR use cases). And LPP support indication is also a common aspects, which will affect the applicability of positioning methods.

But for MO LR, there are something specific, e.g..

· An MO LR, the request SHALL include an indication received from UE whether a location estimate (and whether update to the LCS Client/AF), or location assistance data.
· a LPP message from UE MAY (but only for MO LR) be embedded directly in the request
To have a separate clause describing MO LR makes readability much better. We can discuss this on the conference tomorrow.
2/ “RequestType” is too generic and may cause misleading. Suggest change it to something more specific, e.g. “UeLocationServiceInd”.

Qingfen:Done
Draft revision 1 provided
Open

Draft revision to be provided


	
	
	0998
	CR 29.572 0054 Rel-16 Request Type and embedded LPP message
	Huawei
	
	

	
	
	0915
	CR 29.518 0305 Rel-16 Cm state exposure 
	CATT/Scott
	
	WI 5G_eLCS

CAT B

Bruno

The change to the AmfEventType enumeration value is not backward compatible and shall be reverted.
“Other comments” on cover page is empty.

Jones

Do we really need this CR?

Open

Draft revision  to be provided?

	6.1.7
	CT Aspects of Media Handling for RAN Delay Budget Reporting in MTSI
	
	
	
	
	E2E_DELAY

	
	
	
	
	
	
	

	6.1.8
	User data interworking, Coexistence and Migration
	
	
	
	
	UDICOM

	Wednesday
	
	0358
	CR 29.503 0244 Rel-16 AMF Deregistration
	Nokia, Nokia Shanghai Bell, Ericsson
	
	WI UDICOM

CAT B

	
	
	0395
	CR 23.632 0001 Rel-16 HSS can be consumer of Nudr
	Nokia, Nokia Shanghai Bell
	
	WI UDICOM

CAT F

	
	
	0396
	CR 23.632 0002 Rel-16 UserState retrieval
	Nokia, Nokia Shanghai Bell
	
	WI UDICOM

CAT F

	
	
	0397
	CR 23.632 0003 Rel-16 SMS
	Nokia, Nokia Shanghai Bell
	Postponed to next meeting
	WI UDICOM

CAT F

Ulrich: Clash with C4-200810, 0811

How to proceed
Draft revision to be provided?

Postponed to next meeting?

	
	
	0810
	CR 23.632 0009 Rel-16 SMSF Registration Flag
	Ericsson
	Postponed to next meeting
	WI UDICOM

CAT F

Clash with C4-200397
Ulrich:

The main difference is that 0397 does not require an new monitoring on SMSF registration as the monitoring on Reachability for SMS includes this, i.e. when an SMSF registers this already results in a notification indicating that the UE is reachable for SMS (Also, when the UE gets into radio contact but no SMSF is registered this shall not result in a notification on UE reachability for SMS) . There is no need for a separate monitoring on SMSF registration.

How to proceed?

Which CR we should use as baseline?

Draft revision to be provided or merge?

Postponed to next meeting?

	
	
	0811
	CR 23.632 0010 Rel-16 Correction on UE Reachability flag
	Ericsson
	Postponed to next meeting
	WI UDICOM

CAT F

Ulrich: clash with 0397.
Ulrich:

When the HSS detects unssuccessful SMS delivery in 5G (step 1 in figure 5.5.3-1), it shall subscribe to notifications on UE-Reachability for SMS at the UDM. There is no need for two different subscriptions (UE-Reachability and SMSF registration).

Also note that notifications on UE reachability would go directly from AMF to HSS bypassing the UDM.

How to proceed?

Postponed to next meeting?

	
	
	0399
	CR 29.503 0318 Rel-16 Nudm_MT service completion
	Nokia, Nokia Shanghai Bell
	
	WI UDICOM

CAT B

Clash with C4-200411 
Jesus:

· This CR clashes with 0411
· The proposed operation (GET) does not seem suitable to perform a retrieval of User Location, especially for the case where current location retrieval is requested

· 0411 proposes to use POST instead, and it passes a number of parameters in the request body, which are absent in the GET proposed in 0399

· Adding query parameters to include such missing "input data" does not seem like a good approach, especially for the "current location retrieval", since a query parameter should be data that helps to identify a given resource that is not sufficiently identified by the path component of the URI, and it should NOT be a request to trigger an action

Therefore, our suggestion is to proceed with 0411, that covers user location only, and to remove from 0399 the User Location part.

Ulrich:

I’m ok to remove the User Location part from 0399. See v1 in the draft inbox
Draft revision 1 provided



	
	
	0411
	CR 29.503 0319 Rel-16 Nudm_MT_ProvideLocationInfo service operation
	Ericsson
	
	WI UDICOM

CAT B

Clash with C4-200399
Ulrich:

0399 proposes a more general way with a single Service Operation (Get) that is enhanced to allow retrieval of several fields (TadsInfo, UserState, UserLocation) as opposed to having a separate service operation for each field.
This also allows retrieval of more than one field (e.g. UserState and UserLocation) with a single operation
Ulrich:

I was wondering if this is needed at all as we already have the Nudm_EE_Subscribe service operation that can be used by the HSS to retrieve (one time, immediate response) the User location from the UDM.
Of course this requires to change 23.632 figure 5.4.3-1. 

There is actually no need to implement two different ways to retrieve the user location from the UDM.

Jesus:

I disagree with the principle:
· There is actually no need to implement two different ways to retrieve the user location from the UDM.

The whole MONTE framework and later EventExposure framework was mainly about exposing _existing_ capabilities in the network towards other entities so, basically everything that can be done with MONTE / EventExposure can also be done by other means.
In addition, I have checked a bit of the history of UDICOM, and in CT4 August'19 (Wroclaw), Nokia proposed to use Nudm_MT service for both UserLocation and UserState, and E/// suggested to consider using Nudm_EE for that; our proposal was not accepted. Now, at this point (+6 months later), we would like to stick to the approved stage-2 TS.

Ulrich removes the clash with 399

If no comments this version can be agreed.

	
	
	0410
	CR 23.632 0004 Rel-16 PGW-C+SMF Information Notification Procedure
	Ericsson
	
	WI UDICOM

CAT B

Ulrich:

1/It seems that direction or arrows in figure 5.3.4-5 is wrong
2/When a change of AMF occurs and the new AMF subscribes to notifications at the UDM (e.g. step 6 in figure 5.3.4-4) this should not result in a subscribe towards the HSS (step 7) if such subscription already exists. Similarly when the old AMF unsubscribes (step 1 in 5.3.4-3) this should not result in an unsubscribe towards the HSS (step 3) if the new AMF has already subscribed

Jesus

Addressed in V2

Draft revision 2 provided

Merged  0746 into  this CR

Draft revision 3 provided



	
	
	0441
	CR 23.632 0005 Rel-16 STN-SR Update
	Nokia, Nokia Shanghai Bell
	Merged into 0480
	WI UDICOM

CAT B

Anders

- 0441 clashes with 0480 (under 5G SRVCC, 6.1.12).
- 0441 does not cover the Get STN-SR from 5G use case

Open

How to  solve the clash with 480? Proposed to be merged into 0480


	
	
	0442
	CR 29.503 0324 Rel-16 STN-SR
	Nokia, Nokia Shanghai Bell
	
	WI UDICOM

CAT B

	
	
	0475
	pCR 29.563  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200964
	Draft revison 1 provided

	
	
	0964
	pCR 29.563  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0745
	discussion   Rel-16 Missing Interaction between HSS and UDM for UE connection to both 3GPP and non-3GPP access
	Cisco Systems
	
	

	
	
	0746
	CR 23.632 0007 Rel-16 Missing UDM-HSS Interaction for Interworking
	Cisco Systems
	Merged into 0410
	WI UDICOM

CAT F

Clash with 0410
Ulrich

Can we merge  041 v2 and 0746
Jesus

Yes, after some off-list discussions with Cisco, we agreed on merging both contributions, by taking E///'s CR as base and incorporating some additional changes from Cisco's CR.

We are also working on enhancing the corresponding stage-3 CR (0808) to include the changes needed as a result of Cisco's stage-2 CR.


	
	
	0808
	pCR 29.563  Rel-16 PGW Notification
	Ericsson
	
	Yue:
1. Optionality of ProblemDetails
2. {apiVersion} should use angle brackets

3. pattern missing ^ and $

Draft revision 1 provided
Yue

And this reminders me that Ulrich may still have an entry on his to-do list, i.e. to update the TS template.


	
	
	0809
	CR 23.632 0008 Rel-16 Reference Points
	Ericsson
	
	WI UDICOM

CAT F

	
	
	0874
	CR 23.632 0011 Rel-16 IMEI retrieval
	Ericsson
	
	WI UDICOM

CAT B

Ulrich:

1/HSS should use the existing Nudm_EE_Subscribe service to retrieve the PEI from the UDM and to get notified on changes of SUPI-PEI association.
2/Why would the UDM need to be updated by the HSS when the HSS detects a new IMEI?

Jesus

The objective is to keep IMEI/PEI in-sync in both HSS and UDM.

If we don't keep them in-sync, then if a UE is camping in 4G and the IMEI changes, the UDM is not aware of it; then, when the UE shows up in 5G, the UDM will believe that there was a change of IMEI, and therefore will send a notification to HSS, which is pointless since HSS already has the new IMEI.

Does the UDM needs to know all 4G data stored in the HSS e.g. 4G IMEI. 
Ulrich

the notification may be pointless (in this case), but does not harm; also as you say this in not expected to happen frequently. But reuse of an existing service safes us from implementing a new service operation. Would it be acceptable to allow reuse of Nudm_EE as an option for this case?
Jesus

Using Nudm_EE to keep HSS updated with latest IMEI, when the UDM detects a change of PEI, is indeed technically possible (not my preference, but possible).
I understand by that comment that you agree, then, that keeping the PEI/IMEI updated in both CN "sides" is something desirable.

In any case, let me add another consequence of not keeping both "sides" updated:

1. An AF subscribes (via NEF) to get notified to PEI/IMEI changes of a given UE

2. The UE is camping on 4G, and changes terminal, therefore updating IMEI

3. The UE stays on 4G for 1 month, and then comes back to 5G

Isn't it more logical that the AF is notified when the IMEI actually changed (which is what it requested), rather than getting the notification 1 month later, when the UE comes back to 5G ?  Isn't it logical that the UE's IMEI/PEI, which is obviously unique for a given UE, is kept stored with the _right_ value system-wide ?

If you agree, then we can discuss which is the best interaction to get HSS or UDM updated with latest IMEI/PEI.

We tried to argue in the cover sheet of the CR that the easiest way is simply to use a "push"/"write" approach to update the other "peer". On the other hand, overloading EvenExposure APIs to simulate "read" or "write" operations, via a "fake subscription" is, in our view, not a good approach.

Ulrich

I can now accept the principle from 0874.
(we may need to look also at other information that needs to be in sync e.g. roaming status, but this would be a different CR)

Jesus

Exactly; that's also our view: roaming status is the main other event that deserves similar handling, and we are fine addressing this separately later on.
Thanks for accepting the principle proposal; we are also fine with generalizing the stage-3 definitions of the "update" operations, if that is still a concern (as expressed by Yue).

 Keep the 2 system in sync with  regard to  IMEI

Use commeon naming proposal from Yue.

Draft revision to be provided.


	
	
	0880
	pCR 29.563  Rel-16 IMEI update
	Ericsson
	
	Yue:

1. The service operation in this CR is called "ImeiUpdate", while in 0874 it is called "Update". Then we need to discuss whether to model it as a general update operation, or define update operation for each information if needed. I have a preference on the general one.
Jesus:

Just to be clear on your suggestion. You are fine with keeping the current HTTP operation (POST), and use it to update (in the future) any other parameter?
I tend to think that having a too generic operation name may be confusing because it can be seen as a method to update "anything". For example, currently there is only one operation defined in this API: "deregister-mme"; people might think: isn't it an MME deregistration just an "update" of the stored MME name (to delete it) ? So, could we use "update" operation to deregister an MME ?

If the problem is the misalignment with the stage-2 CR, I can call the operation in 0874 "IMEI Update", that's no problem.

Yue:
The significant thing is not the misalignment of naming, the point is do we really want to define a dedicated custom operation each time we identify an information that can be updated?
Jesus:

Yes, I understand that.
My comment was mainly to say that I acknowledge your concern, and that we (E///) did consider both approaches, but opted for defining a specific custom-op just to for that, so that would be our preference.
However, it is true that the service name misalignment is not desirable (still, not such a big-deal, i.m.o., since stage-2 service operations are not usually aligned with resource names anyway…), and proposed to align stage-2 with the naming proposed in stage-3.
Yue:

I also understand your concern as you explained, however considering future extension I still prefer an extendable API modelling. We can work on the naming
Ulrich:

This CR is not needed as the HSS can use the existing Nudm_EE_Subscribe service operation to retrieve PEI and subscribe to PEI changes.
Open

Draft revision to be provided.


	
	
	0881
	CR 29.503 0369 Rel-16 PEI update
	Ericsson
	
	WI UDICOM

CAT B

Yue:
Why not just use the already defined PATCH method?
Jesus:

The reason is that using PATCH would require the HSS to know the identity of the AMF registered in UDM (once again, as a consequence of using Merge Patch on the Nudm APIs).
There was a similar discussion for the CR that proposed to use PATCH for the de-registration of the AMF (triggered from HSS), and that was the reason for sending back the CR to CT4 in the last plenary.

Yue:

Then is it time for defining JSON patch for Nudm?  ( I am serious )
Ulrich
The CR is not needed because the UDM does not need to know the latest PEI from HSS

Jesus

Well, we believe that it _does_ need to know (see my reply to the thread on tdoc 0874).
 
Or at the very least, if it useful, and better, if it knows it, and kept in sync with what the HSS knows
Open



	
	
	0882
	CR 23.632 0012 Rel-16 Support of SMSoIP
	Ericsson
	
	WI UDICOM

CAT B

Ulrich

This CR seems to add the requirement for the UDM to support MAP and/or Diameter.

This is not covered by the UDICOM WID.
Jesus

Such requirement exists as of today, per TS 23.501, Figure 4.4.2.1-1 and Figure 4.4.2.1-2:
NOTE 2:  UDM may be connected to the SMS-GMSC/IWMSC/SMS Router via one of the standardized interfaces as shown in TS 23.040 [5].

It's not a new UDICOM requirement, and therefore there is no need to mention it explicitly in the WID.

Yue:

Figure 5.5.X.2-1, I really doubt the SMS-GMSC will query UDM for SMS routing information. Why shouldn't SMS-GMSC directly ask HSS (please note that IMS-HSS is just part of HSS) ?
UDM needs to support MAP and Diameter.

This was the case for Rel-15 does this change with UDICOM in Rel-16?

Ulrich this is a decision in CT4 as the owner of the stage 2.
Jesus:

That's the whole issue here. In a 5G-only deployment, should the operator be forced to deploy HSS/HLR for 2G/3G/4G accesses (that he doesn't have), just to support SMS?
The proposal is that, such operator can offer SMSoIP by deploying just the IMS functionality of the HSS, with no need to deploy 2G/3G/4G-access HSS/HLR.

Also, see my reply to Ulrich where I indicated how 23.501/23.040 as of today assume Diameter/MAP support in UDM to interface the SMS-related entities.

Action send LS to SA2, CT1



	
	
	1045
	LS out LS on SMS and UDM
	HPe (Anders
	
	To: SA2, CT1

Draft version provided

	
	
	0883
	CR 29.503 0370 Rel-16 Support of SMSoIP
	Ericsson
	
	WI UDICOM

CAT B

	
	
	0884
	CR 29.505 0270 Rel-16 Support of SMSoIP
	Ericsson
	
	WI UDICOM

CAT B

	
	
	0885
	CR 29.504 0081 Rel-16 Support of SMSoIP
	Ericsson
	
	WI UDICOM

CAT B

	
	
	0917
	pCR 29.563  Rel-16 Cleanup
	Ericsson
	
	

	6.1.9
	Study on Nudsf Service based Interface
	
	
	
	
	FS_NUDSF

	
	
	
	
	
	
	

	6.1.10
	Service based Interface protocol improvements
	
	
	
	
	SBIProtoc16

	
	
	0391
	LS in    LS on removing the invalid authentication result in UDM
	SA3
	
	S3-194674

To: CT4

CC: 

Contact: Huawei

S3-194674
TS 33.501 specifies that the authentication result stored in the UDM can be used to prevent certain types of fraudulent attacks. 

SA3 has been studying in TR 33.809 Key Issue #3.1: Key issue on fraudulent attack due to expired authentication result in the UDM. SA3 identifies that the authentication result in UDM will become invalid when:
· the UE deregisters from the network; or

· in the registration procedure the NAS SMC fails followed by authentication.

The invalid authentication result shall be removed in these scenarios, otherwise, certain types of fraudulent attacks may not be prevented.

Therefore, SA3 kindly asks CT4 to take this information into account and remove the authentication result stored in the UDM in the above scenarios.

ACTION: 
SA3 kindly asks the CT4 group to take the above information into account and remove the authentication result in the UDM in the above scenarios.
Proposed treatment:

Check if a CR is needed for the request from SA3. See C4-200837
Ulrich: what does UE deregistration from a network means.

Caixia: Do we need further clarification  from SA3

Ulrich we should start with  the solution which  is clear e.g. purge (0429) change of network (xx)  authentication can be removed. Other scenarios are open.
Postponed to agenda item 6.1.10.

	
	
	0343
	CR 29.503 0313 Rel-16 Copyright Note
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

	
	
	0344
	CR 29.503 0314 Rel-16 References
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

	
	
	0345
	CR 29.503 0315 Rel-16 Eps Interworking Info
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

Yue:
Is this kind of change FASMO, i.e. do we need also a R15 CR?
Table 6.2.6.1-1 should be updated accordingly
Ulrich:

1.This is not FASMO. The proposed changes in A.3 (OpenAPI) are fully compatible with Rel-15 and do not modify the protocol. But they are needed in order of being able to align OpenAPI with the corrected tables 6.2.6.2.2-1 and 6.2.6.2.7-1. 
2. I agree to update table 6.2.6.1-1 accordingly.

Draft Revision 1 provided.


	
	
	0398
	CR 29.503 0317 Rel-16 Presence condition of monitoredResourceUris in SdmSubsModification
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

	
	
	0402
	CR 29.510 0278 Rel-16 Data Type Descriptions
	Ericsson
	
	WI SBIProtoc16

CAT B

Bruno:

Just one small editorial in Table 6.1.6.1-1, WAgfInfo attribute: “Information of the W-AGF endpoints.”
Draft revision 1 provided.

Draft revision 2 provided.

	
	
	0403
	CR 29.510 0279 Rel-16 Editorial corrections in clause headings
	Ericsson
	
	WI SBIProtoc16

CAT D

	
	
	0404
	CR 29.500 0090 Rel-16 Failover cause
	Ericsson
	
	WI SBIProtoc16

CAT B

Yue:

I am not aware of we have defined error response explicitly requiring the peer to perform failover for other interface/protocol. But at least for SBI, the consumer and producer are expected to have relatively loose relationship, thus IMO the producer should NOT require the consumer to perform failover, instead the producer just indicate there is an error and may additionally indicate the duration in Retry-After header. Whether or not to perform failover should depend on the consumer.
Jesus:

In fact, we also considered as a first option the usage of Retry-After, but we discarded due to the reason that the RFC seems to document the usage of Retry-After with either
1) status codes 503 Server Unavailable (in RFC 7231)

2) 3xx Redirect (in RFC 7231)

3) 429 Too Many Requests (in RFC 6585)

For other status codes, there is no clear documentation (i.e. it might not be forbidden to use it, but the usage with other codes is VERY unusual).

[Yue] Couldn't we document 500 + Retry-After in our specification?   ( To my understanding, 500 response with ProblemDetails set to "Failover" is even more unusual from the view of outside world of 3GPP)
[Jesus] That's exactly the point. I would very much prefer to NOT use standard headers for non-standard behavior. On the other hand, Cause element of ProblemDetails is, by definition, 3GPP-specific. ProblemDetails in indeed defined in an RFC, but the Cause parameter is added by 3GPP.

[Yue] I don't see it as non-standard behaviour. The semantics of Retry-After header is not changed, i.e. "I will be back in xx seconds"; to include Retry-After header in 500 response does not break any RFC. (FYI. for SIP 500 response, Retry-After header can be perfectly used. I know SIP is a different protocol but it is minimizing HTTP to some extend on the response codes)
So, for the use case we indicate in the cover sheet, where the producer is aware that it cannot serve further requests, but not necessarily during a fixed time frame, we though it was useful to send an explicit indication to the consumer hinting that it makes no sense to retry again on the same producer.

In the scenario we describe, over time, the failed producer most likely would end up being marked as not operative in NRF, and the consumer would eventually learn that, either by refreshing its discovery cache, or by getting a notification from NRF (if it was subscribed). But this takes a lot of time. The net effect of our CR is basically the same, but instantaneous for the consumer. The consumer is ready to select a different producer, by direct indication from it.

The point I really could not understand form your comment is when you mentioned the "loose relationship between producer and consumer". How does it make the relationship more or less loose, depending on whether the producer sends "503 + Retry-After" vs. "500 + Cause=Failover" (or whatever other Cause name that could suit better) ?

[Yue] The difference is:  


"503+Retry-After" only tells the peer that "I am not functional now, and I may be back after xx seconds", full stop, no requirement on the peer here.  


"500 + cause=failover" (to some extend) requires the peer side to do something.

[Jesus] Well, I kind of see your point, although it is an extremely fine line, in my view. Do you really have a strong view against going forward with this? At least we (E///) have found that it is a very useful mechanism with no drawbacks that we could identify.

[Yue] Would existing application error code + Retry-After header (suppose we can use it as such) achieve the same purpose?
Marco:
Named CR requests to use the „500 internal server error“ in overload situations and introduces two failover answers to consumer.
I wonder why not use the already defined 503 service unavailable “NF_congestion”?

There is, as an addition to this “NF_congestion”, the “Retry-After” available optionally. In case the service is overloaded, this timer should be set to a high value.

The NF experiences congestion and performs overload control, which does not allow the request to be processed. (NOTE 4)

NOTE 4: If the reason for rejection is a temporary overload, the NF may include in the response a Retry-After header field to indicate how long the service is expected to be unavailable.

By not introducing the new failover answers, the number of possible replies to consumer stays low, the action requested “change NF service” is related to a more fitting response (congestion).

Jesus:

In a previous comment from Yue/CMCC, he also suggested to use Retry-After, but he suggested to use it along with status code "500 Server Unavailable", which I did not like very much because Retry-After is never (to my knowledge) used along with 500, but rather with 503 as you say.
 
The issue is that the scenario that we want to address is not necessarily bound to overload or congestion. The scenario we describe is where the producer knows that it is in a state where it cannot go on with any service request (e.g. because it simply cannot communicate with a certain subsystem that it absolutely needs to perform all its business logic).
 
As commented in my reply to Yue, normally an NF in such state would end up being de-registered from NRF and taken "out of traffic". However, the consumer will only detect that after a long time. What we want is to let the producer inform _immediately_ of such circumstance, so the consumer can react asap and select a different producer.
 
Giorgi:

I understood the use case is not necessarily based on the overload, but the end result looks exactly the same: the producer cannot handle additional requests from the consumer. Therefore, why not to make use of the OCI header, instead of specifying new status code? 
Jesus:

Your suggestion forces that both consumer and producer support the OCI functionality, which should not be required to address this use case.
 It is true that maybe using OCI header to just indicate "total unavailability" is not a big deal (it's just a header after all), but it would be quite awkward in my opinion to use a header for which consumer or producer maybe don't offer full support, and only use partially, and for purposes not related to load/overload.
Giorgi:

Ok, maybe you want to add the explanation to the cover sheet to make things clear. I agree not every producer/consumer will support OLC, while all newer ones shall support the new cause, as it looks a mandatory feature. Legacy ones can’t be helped
Jesus:

Well, I need to convince Yue and Marco first 😊
At least, my stand point so far is this:

· I think we need to focus on status code 500, and set aside 503 since this is not necessarily an overload/congestion scenario

· Now, how to "enhance" a raw status 500 ? With a status code, or with a Retry-After header?

· A status code is very much in line with the approach we have taken in 3GPP so far, when it comes to extending error response messages with new 3GPP-specific functionality

· A Retry-After header, along with 500, is 1) very awkward (in the scope of HTTP at least) and 2) it forces the producer to come up with an estimate of when the unavailability might be solved

As a reference, I can provide this page of when to use Retry-After:

https://developer.mozilla.org/en-US/docs/Web/HTTP/Headers/Retry-After
Agreed, it's not an RFC, but IMO it's a very good source for "best practices".

Giorgi:

No strong preference

Marco:

In that case instead of 500 a 504 could be used, if we defined the “certain subsystem that it absolutely” needed as a upstream server.

504 Gateway Timeout

The server, while acting as a gateway or proxy, did not receive a timely response from the upstream server specified by the URI (e.g. HTTP, FTP, LDAP) or some other auxiliary server (e.g. DNS) it needed to access in attempting to complete the request.

Reason: In case of problems, operations wants to have counters on problems on systems. The 500 is rather unspecific and doesn’t help in finding the root cause.

The 503 would fit to help in finding but doesn’t fit well to the situation you describe.

Let’s see what others (Yue)  say,

Jesus:

"504 Gateway Timeout" also does not fit the scenario in a generic enough way. The producer may be unavailable, not necessarily because it acts as a gateway towards other NFs or upstream servers. The failure can be due because an internal component of the NF is down, and the server simply cannot work normally.
 
There is a big difference for the consumer, in this case: if the upstream server fails, normally it does not help to reselect another producer that might end up going to the same upstream server. On the other hand, in the problem is internal to the NF Instance, letting the client re-select another one as fast as possible, will help A LOT.
I can think on a lot of scenarios, in real life where this might happen, but a most typical example (for NFs that maintain state) is where an internal database goes down. In such scenario, the absolutely most typical error to return is 500 Server Unavailable. But then, letting the client to simply retry in 5 seconds is just a waste of time. If the producer knows that a critical component has gone down, and it won't be able to convey any more service requests, why not indicate so to the consumer?
Yue:
still would like to see more detailed  description of the receiver.

Discussion Yue Jesus

Marco:

500 seems to be the most fitting response, please consider my questions answered
Draft revision 2 provided



	
	
	0407
	CR 29.571 0170 Rel-16 Enumerations and "nullable" keyword
	Ericsson
	
	WI SBIProtoc16

CAT F

Yue:

Not sure whether I understood the whole thing correctly, but take one data type this CR proposes to modify as example:
    PduSessionTypeRm:

      anyOf:

        - type: string
          enum:
            - IPV4
            - IPV6
            - IPV4V6
            - UNSTRUCTURED

            - ETHERNET

        - type: string
      nullable: true

 To my understanding, PduSessionTypeRm is still of type "string", and the "enum" keyword only puts constrain on the possible values, thus nullable: true should be able to apply to this data type.
Jesus:

As the authors of this discussion put it, in the OpenAPI forums, the issue is that "nullable: true" was introduced in the OpenAPI language as a very artificial keyword that totally deviates the fundamentals of JSON Schema.
In JSON Schema, the philosophy is that a schema definition is a collections of constraints. But "nullable: true" does not really adds constraints, but relaxes them.

In summary, they say that "nullable: true" was a mistake, and since they cannot remove it, they try to "fix it" with the lowest possible damage to the OpenAPI 3.0.x specs.

Then, regarding the solution they propose, they said that "nullable: true", rather than saying "take whatever schema and add null as a possible value", the went in a different direction: they said that "nullable: true" should be interpreted as a modifier to an existing "type:" constraint.

So, in the data type below, "nullable: true" goes along anyOf (whatever goes into the anyOf does not really matter). "nullable: true" is only "legal" if you put it along "type: xxxx", nothing else.

Yue:
I haven't seen any real functional problem caused by this issue yet, according to our lab testing and in field trial. 
Jesus: The reason is because most people tend to interpret the "nullable: true" keyword as "take whatever you have, and allow null on top of it". However, that's not the only interpretation. Another correct interpretation could be "take the set of values of enum, and since null is not there, then null is not allowed in the type".
The approach decided by the OpenAPI authors has been to stick with the 2nd approach, with is the most compliant with JSON Schema.

Maybe there is some problem from the pure semantics point of view (somewhat academic to me), but IMO people can easily have a common understanding on nullable:ture, i.e. there can be nothing here no matter how this data type is defined. One of my main concern is nullable:true is spreaded everywhere in our specifications, making this kind of change will have HUGE impact on them. 
So, 

question-1: is this problem really breaking anything?
Jesus: Yes. If we don't change anything, the correct interpretation of the "xxxxRm" enum types is that they don't allow null value, therefore defeating completely the purpose of defining those "xxxxRm" types
question-2: if yes, is it possible to figure out a way forward with minimum impact?

Jesus: The change only affects "xxxxRm" enums. All other "xxxxRm" types that are e.g. objects, are fine. Then, the "xxxxRm" types are only used in those APIs using the "Merge Patch" format which, luckily, are only just a few of the current APIs. If we were using only JSON Patch, we would not have this problem at all 😊
Yue: this should be done systematically in all specs. Similar issues like this should be covered in future from the beginning.

Up to now no comments to change something.



	
	
	0408
	CR 23.003 0566 Rel-16 EUI-64 Format of PEI
	Ericsson
	
	WI SBIProtoc16

CAT B

Bruno: overlap with C4-200535

Both CRs are very similar. Our CR expands the EUI-64 acronym in the text (which is a bit clearer IMO). 
The clauses affected of your CR (cover page) would need to be corrected.

Jesus:

Yes, it's fine taking C4-200535 as basis and adding E/// as co-source.
A small observation, though. Does the WI code need to be 5WWC? When I discussed this with my CT1 colleagues, I got the impression that the reason for adding EUI-64 is wider than just due to 5WWC.
Bruno:

add SBIProtoc16

Proposed to be merged into C4-200535 and adding Ericsson as co-source and  add SBIProtoc16 as second WI code


	
	
	0409
	CR 29.571 0171 Rel-16 EUI-64 Format of PEI
	Ericsson
	merged into C4-200538
	WI SBIProtoc16

CAT B

Bruno: clash with C4-200538

Our changes are very similar. A few differences: our CR
· defines the EUI abbreviation and references the IEEE spec. 

· also contains further changes. 

· uses a bulleted list for the description of the PEI, which is easier to read.

Both CRs also contain similar corrections to the mac address pattern (although not defined exactly in the same way, but with the same result).

Proposed to be merged into C4-200538 and adding Ericsson as co-source?

Acceptable?

	
	
	0413
	CR 29.510 0280 Rel-16 Service Names
	Ericsson
	
	WI SBIProtoc16

CAT B

Yue clash with 0647

Nokia, Nokia Shanghai Bell, Verizon to be added as co-source. Confirmation from Verizon outstanding.
Draft revision 1 provided
Draft revision 2 provided
Draft revision 3 provided


	
	
	0647
	CR 29.510 0296 Rel-16 UDR GroupIDmap service
	Nokia, Nokia Shanghai Bell, Verizon
	Merged into revision  of  0413
	WI SBIProtoc16

CAT B

Yue: CR clash with C4-200413

Ulrich:

I’m fine to merge 0647 into a revision of 0413.


	
	
	0414
	CR 29.503 0321 Rel-16 Clarification on SM-Data Retrieval
	Ericsson
	
	WI SBIProtoc16

CAT F

	
	
	0416
	CR 29.509 0076 Rel-16 Reference to Data Type SteeringInfo
	Ericsson
	
	WI SBIProtoc16

CAT F

	
	
	0417
	CR 29.504 0075 Rel-16 Storage of Vendor-Specific Attributes
	Ericsson
	
	WI SBIProtoc16

CAT B

Ulrich

The principle was already discussed at CT4#93 and was not agreeable.
Things did not change since.

Why should vendor A (UDR) be forced to offer his resources to vendor B?

Jesus

Yes, a similar CR was discussed at CT4#93, and I got the following comments:
1) The UDR should not be required to store data of any size, without restriction, to avoid NFs flooding the UDR.

2) Requiring the UDR to store IEs (attributes) of unknown structure it technically challenging

3) How should the UDR handle a subscription to a resource that contains VS-attributes?

For 1), I have added text indicating that the general constraints included in 29.500 for size and structure of JSON request/response bodies, could be much more strict (as operator's discretion) in the case of an UDR.

For 2), I have checked internally with our UDR folks, and they confirmed that storing VS-attributes in UDR can be achieved by simply storing them as UTF-8 strings (so the only check you would do is to ensure that the received payload is valid JSON). There is nothing inherently difficult in storing these data in UDR.

For 3), the problem scenario is when a VS-attribute changes, and then the UDR needs to send a notification detailing the changes on such resource. This is not really a big problem, since it is perfectly possible to determine the "delta" between old and new content of the VS-attribute without knowing in advance its internal structure. However, if we really want to make this trivial for the UDR, we (E///) would be fine by letting the UDR notify a change on a VS-attribute by simply handling such attribute as a whole (i.e., indicating that the VS-attribute has changed, and including its new content, as a whole); this would be absolutely trivial for the UDR to support.

I can also mention that Nokia suggested, in CT4#93, to consider relaxing the requirement of "UDR shall store VS-attributes…." and use a less demanding requirement. We (E///) believe that using "may store…" for example, would be a bit pointless, because that's almost the same as saying nothing at all. A middle point might be using "UDR should store…" with the meaning that, if a given UDR vendor, or operator, decides to NOT use this capability for good reasons, that would be fine. But in theory, if an operator decides to use the feature, an UDR should be prepared to support it, in our view.

Finally, with the regards to this comment:

· Why should vendor A (UDR) be forced to offer his resources to vendor B?

Maybe to provide a better service, and enhanced functionality, to the operator that bought equipment from vendor A and B ?  😊  As commented in previous discussion, this is not a feature that benefits just E///, it benefits all vendors, and all operators (e.g., Nokia's UDM/PCF/NEF storing/reading their own VS-attributes, from E///'s UDR).

Now, seriously, a nearly identical feature was introduced in NRF in Rel-15, and nobody had the slightest problem with it. The NRF today is required to store VS-attributes in the NF profile, when it registers it, and to make those VS-attributes available when such NF Profile is discovered by other NFs.

Now, this is the exact equivalent function, but for the only other case in the network that is required: in UDR.

Without it, the whole mechanism for Vendor-Specific extensions is severely limited.

Anders does this open the interface to be non standardise function, should we standardise those function.
Ulrich these should be operator specific enhancements.

Ulrich storage should be related to agreements with the operator.

Anders  we should not open the interface to be  a non standardised/proprietary one

Draft revision  to be provided


	
	
	0429
	CR 29.505 0266 Rel-16 AuthEvent deletion
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

Caixia

1. Two scenarios indicated in the LS, deregistration and NAS SMC failure, the proposal only cover the deregistration with purge case, cannot cover the NAS SMC failure case, we want to see a solution can cover both of the cases;
2. AuthEvent was created by the AUSF and the AUSF NF instance ID is included in the IE. We shall rely on the AUSF to remove it, otherwise, any NF can remove the AuthEvent, and the AMF may in visited PLMN, we shall consider the security issue.
Ulrich

0429 is about Nudr to remove the authentication status from the UDR. I think this is needed anyway, no matter how the UDM detects the need for deleting the authentication status.

Caixia

Actually I want to make common understanding on the scenarios and the whole solution firstly, except for the deregistration procedure, we may have different opinion, uses the AMF deregistration to remove the authevent or the AUSF triggered solution, what’s your opinion on the NAS SMC failure case, is it OK with the proposal from ours?

Ulrich: This CR covers Nudr, CRs which trigger the deletion is covered by other CRs e.g. Huawei CR covers Nudm and other interfaces.



	
	
	0430
	CR 29.503 0322 Rel-16 NF deregistrations
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT B

Yue: 

This issue (how to identify the sender of the request) also applies to some other APIs, thus we may consider to use User-Agent header. In R15 we specified this header shall contain the NF type of the sender, here we can extend it by including the NF instance ID.

Zhijun:

We support the idea of including NF instance ID in NF Deregistration message, either using the query parameters or including it in the User-Agent (as pointed by Yue).

One question is, should we take into account of Deregistration from another NF within the same NF Set? 

Normally, multiple NFs within same NF Set share the context of a UE. And the common understanding is, if the UDM receives NF Deregistration from other NF within the same NF Set of the registered NF, the UDM shall accept the NF Deregistration request. 

Based on this consideration, it is better to also include the NF Set ID in NF Deregistration message. Otherwise the UDM will reject the Deregistration from another NF within the same NF Set.

Ulrich: can agree with Zhijun.

Jesus: 

Yue: there may be scenario's where a deregistration is send by error.

Ulrich; Jesus: OAUT could be used to verify. 

Jesus: sender can be identified by OAUT or TLS.

Zhijun: OAUT or TLS may be not enough for the NF set scenario.

Jesus: SA3 is also working on this

Ulrich:

as agreed during today’s confcall I have revised 0430. For SMF and SMSF deregistrations the NfSetId is conveyed as query parameter so that the UDM can check whether the SMF/SMSF sending the deregistration request belongs to the same NF Set as the registered SMF/SMSF.
Draft revision 1 is provided 
Zhijun:

V1 looks Ok



	
	
	0431
	CR 29.503 0323 Rel-16 Supported Features in PATCH
	Nokia, Nokia Shanghai Bell, Hewlett Packard Enterprise
	
	WI SBIProtoc16

CAT F

	
	
	0457
	CR 29.531 0051 Rel-16 Optimized NSSAI Availability Data encoding
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI SBIProtoc16

CAT B

	
	
	0458
	CR 29.510 0285 Rel-16 S-NSSAIs of an NF Service
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI SBIProtoc16, 5G_eSBA

CAT B

	
	
	0459
	CR 29.531 0052 Rel-16 AMF Service Set ID in Nnssf_NSSelection response
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI SBIProtoc16, 5G_eSBA

CAT B

	
	
	0470
	CR 29.510 0289 Rel-16 Registering the AccessToken service in another NRF
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI SBIProtoc16

CAT F

	
	
	0554
	CR 29.531 0051 Rel-16 Optimized NSSAI Availability Data encoding
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT B

	
	
	0555
	CR 29.510 0285 Rel-16 S-NSSAIs of an NF Service
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16, 5G_eSBA

CAT B

Caixia:

In the NFService, the allowedNssais is already defined, and NOTE5 indicates If this attribute is present in the NFService and in the NF profile, the attribute from the NFService shall prevail.
My question is, what’s the relationship between the new added sNssais and the allowedNssais in NFService?

Bruno> allowedNssais represent the slices allowed to access the NF service. The new sNssais attribute represent the S-NSSAIs supported by the NF service. They should typically contain the same set of S-NSSAIs. Key point is that allowedNssais is never returned in a Discovery response. The allowedNssais is used to filter the contents of the NF Discovery response to only contain NF (services) allowed to be accessed by the requester, when the Discovery request includes the requester-snssais parameter (with the S-NSSAIs of the NF Service Consumer). As explained in the Reason for change, the existing parameter does not allow to discover specific service instances (service set) of a target NF supporting a specific slice in some scenarios (e.g. AMF relocation).
Zhijun:

Is it need to mention that the sNssais / perPlmnSnssaList configured in NF Service Profile have precedence than those configured in NF Profile?
Open Questions

Jones:

The constraint “shall be present” here should not be added. Absence of these two IEs means the NF profile can serve any Slices, which are actually always a superset of any slices indicated by the NF service(s). If we add this constraint, then we cannot fulfil certain scenario: Certain Service(s)/Service Set support specific slices, while other service(s) support all Slices.
Bruno: 

draft revision 1 provided.

with the following updates: 
· slightly rewording the text commented below to not preclude the possibility to have no sNSSAIs or perPlmnSnssaiList at all in the NF profile.

· Clarifying that sNssais / perPlmnSnssaList provisioned in NF Service Profile have precedence over those in NF Profile

Zhijun

V1 is fine for me

	
	
	0556
	CR 29.531 0052 Rel-16 AMF Service Set ID in Nnssf_NSSelection response
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16, 5G_eSBA

CAT B

Caixia:

The NOTE1 shall also be updated :
NOTE 1:  The NF Service Consumer uses the PLMN ID, AMF Region and AMF Set to perform a NF Discovery to the NRF.

Draft revision 1 provided

Caixa

V1  looks fine

	
	
	0562
	CR 29.502 0260 Rel-16 DNN encoding in SMF PDUSession API
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16, TEI16

CAT F 
Caixia: clash with C4-200709
Proposal add Huawei as Co-Source
Draft revision 1 provided

Caixia: fine with the version

	
	
	0709
	CR 29.502 0291 Rel-16 DNN includes DNN NI and OI
	Huawei
	merged into C4-200562
	WI SBIProtoc16

CAT F

Caixia: clash with C4-200562

Bruno:

We do not agree to mandate a full DNN for non-roaming and LBO scenario (non-backward compatible).
In Rel-15, the SMF API enables to encode a full DNN (i.e. with both the Network Identifier and Operator Identifier) or only the Network Identifier e.g. in non-roaming and LBO scenarios. No recommendation nor restriction have been defined on the DNN format. The changes you propose in your CR are not backward compatible.

Can you accept to merge your CR into ours (and revise ours to add Huawei as co-source)?

to be merged into C4-200562

	
	
	0563
	CR 29.518 0277 Rel-16 DNN encoding in Namf_Communication API
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16, TEI16

CAT F

Peter Sanders: CR clash with C4-200712

Proposal add Huawei as Co-Source
Draft revision 1 provided

Caixia: fine with the version

Peter sanders. Fine with  v1

	
	
	0564
	CR 29.510 0287 Rel-16 DNN encoding in NRF APIs
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16, TEI16

CAT F

Caixia: clash with C4-200711

Proposal add Huawei as Co-Source
Draft revision 1 provided

Caixia: fine with the version

	
	
	0567
	CR 29.510 0289 Rel-16 Registering the AccessToken service in another NRF
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

	
	
	0603
	CR 29.503 0334 Rel-16 29503 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Ulrich

cardinality is still 1 but should be 0..1 in all the tables

Draft revision 1 provided

	
	
	0604
	CR 29.505 0268 Rel-16 29505 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Draft revision 1 provided

	
	
	0605
	CR 29.510 0293 Rel-16 29510 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Giorgi:

Question on the set of CRs on optionality of ProblemDetails: are there any backward compatibility issues with changing data types/attributes from mandatory to optional?

Yue

Actually I also raised this question when I brought the discussion to the meeting. To make it short, the meeting agreed to go along the way as proposed in this set of CRs. And the same thing has already been done for several of the specs, these CRs are just completing the work
Yvette:

I agree with Yue. We decided at some point of time to make ProblemDetails optional. I don’t recall exactly the reason but we also agreed to extend  ProblemDetails for API Backward Compatibility as per TS 29.501 :

For a service operation that returns "ProblemDetails" in error responses in current release, if in a later release it is required to provide additional application specific information in the error responses (e.g. AMF MT service additionally returning the Estimated Maximum Waiting time to SMF with Extending Buffering support), it should return an Extended-ProblemDetails data type by reusing the "ProblemDetails" common data type, as specified in subclause 5.3.17, to keep the API backward compatibility.
Giorgi:

the change is backward incompatible, but as there is no backward compatible fix, people agree to this, right?
Draft revision 1 provided

	
	
	0606
	CR 29.511 0029 Rel-16 29511 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Draft revision 1 provided

	
	
	0607
	CR 29.518 0286 Rel-16 29518 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Peter Sanders:
The modification that is proposed throughout the CR is to make the attribute ProblemDetails that is mandatory to become optional in various tables. That seems okay to me.
However, the Cardinality for an optional element cannot be "1" but should be "0..1".

Open issue to 603 to 611.
Draft revision 1 provided
Peter Sanders

The CR in 607 looks fine for me. When you request a tdoc number for the revision then don't forget to enter that in the header. The current header reads "C4-200"



	
	
	0608
	CR 29.531 0055 Rel-16 29531 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Draft revision 1 provided

	
	
	0609
	CR 29.540 0044 Rel-16 29540 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Draft revision 1 provided

	
	
	0610
	CR 29.509 0079 Rel-16 29509 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Draft revision 1 provided

	
	
	0611
	CR 29.573 0033 Rel-16 29573 CR optionality of ProblemDetails
	China Mobile
	
	WI SBIProtoc16

CAT B

Draft revision 1 provided

	
	
	0639
	CR 29.503 0338 Rel-16 SMF Registration Retrieval
	ZTE
	
	WI SBIProtoc16

CAT B

	
	
	0640
	CR 29.510 0295 Rel-16 Subscription Condition for UPF
	ZTE
	Revised to C4-201033
	WI SBIProtoc16

CAT B

Bruno:

In clause 6.1.6.2.35, I propose to reword the text as follows:
"Subscription to a set of NF Instances (UPFs), able to serve a certain service area (i.e. SMF serving area or TAI list). 

In clause 6.1.6.2.xx: correct the cardinality to 1..N. Also attributes are define as conditional w/o any condition.

Zhijun:

I have correct the description, cardinality. Also add the condition to say: "This IE shall be present if the monitored granularity is SMF service area (TAI list)".

Draft Revision 1 provided
Remove the clash with C4-200436.
Draft Revision 2 provided


	
	
	1033
	CR 29.510 0295 Rel-16 Subscription Condition for UPF
	ZTE
	
	

	
	
	0649
	CR 29.503 0340 Rel-16 SMF registration time
	Nokia, Nokia Shanghai Bell
	
	WI SBIProtoc16

CAT F

Yue: 

Does the same logic apply to other kind of NF registrations, e.g. AMF and SMSF?
Ulrich:

Yes, same logic applies. For AMF this is already covered by 29.503 CR 0276 (C4-195094).
If people agree I shall update 0649 to also cover SMSF.

Zhijun:
comments on coversheet:
- other comments: It says the Nudr interface, while the changes is to the UDM interface. 

- Reason for change: it says "SMF registration time is not stored in the UDR". Is it UDM?
Please clarify what kind of race condition would happen?

Ulrich:

the CR in 0649, although it is to 29.503, has no impact on Nudm. 

29.505 reuses the type SmfRegistration from 29.503 for use on Nudr, and only in that case i.e. on Nudr the new attribute registrationTime is applicable.

Jones:

1/ Could you please clarify what kind of race condition may have for SMF registration?

Ulrich: 1/ the use case is when the UDM receives a PUT request from SMF to update (replace)  a stored SMF registration for same pduSessionId. As the UDM stores SMF registrations in the UDR, the UDM needs to update the UDR. However the UDR update should be rejected (and in consequence the PUT from SMF to UDM shall be rejected) if the stored registration in the UDR is more recent than the actually handled SMF registration. The UDM receives within the “3gpp-Sbi-Sender-Timestamp” the time of registration but currently cannot store it in the UDR and therefore cannot retrieve the time of the already stored registration and cannot compare it with the time of the ongoing registration.
2/ Instead of explicitly introduce new IE to identify race condition, it may be better to use HTTP header for the purpose, e.g. using “Date” header, or the “3gpp-Sbi-Sender-Timestamp” if competitors of race condition are really close…

Ulrich: on Nudr the time in “3gpp-Sbi-Sender-Timestamp” would be the time when the UDM sends the request to the UDR  but what we need to store in the UDR is the time at which the SMF sent the request to the UDM.
Zhijun: does this apply to other registrations .
Ulrich: AMF registration is already covered

SMSF registration  may be covered as well.
Ulrich: 
as agreed during today’s confcall, I have also added registrationTime to SmsfRegistration.

draft revision 1 provided

Zhijun:

did some correction/update to the coversheet, e.g. CR title, summary of change

draft revision 2 provided by Zhijun

Ulrich V2  looks good

	
	
	0655
	CR 29.503 0341 Rel-16 Patch Result for partial PATCH
	Hewlett-Packard Enterprise
	
	WI SBIProtoc16

CAT F

Yue:

Query parameter name "Supported-features" should use small 's'.
Jones

This CR is category F but other comments says “This CR introduces backwards compatible additions to…”. Is this a Category B CR or we introduce compatible corrections to OpenAPI file?
Should be changed to category B?

Draft revision 1 provided
Anders:

This was introduced to some APIs in 29.503 in an earlier version, but the Nudm_SDM and Nudm_PP APIs were not updated at that time.
Based on this, I suggest that the CR should be a category B CR and I have added a new version (v2) of the CR reflecting this in the drafts folder

Draft revision 2 provided


	
	
	0676
	CR 29.502 0277 Rel-16 Support 504 error code in retrieve SM Context service operation
	Huawei
	Revised to C4-201015
	WI SBIProtoc16

CAT F

Bruno:

- Table 6.1.3.3.4.4.2-2 needs to be updated too.
- A new application error could also be created in Table 6.1.7.3-1, e.g. UPF_NOT_RESPONDING.

- 2nd paragraph in Reason for change is confusing and not consistent with recent decision that TEID allocation is only performed by UPF. Please remove this paragraph.

Caixia:

V1 has been uploaded into the draft inbox with the following changes:
1. 6.1.3.3.4.4.2-2 is updated to include the 504 error code;
Application error table is extended to add the new code UPF_NOT RESPONDING
Draft revision 1provided

	
	
	1015
	CR 29.502 0277 Rel-16 Support 504 error code in retrieve SM Context service operation
	Huawei
	
	

	
	
	0677
	CR 29.502 0278 Rel-16 Support PDN type Ethernet at 5GS to EPS mobility with N26
	Huawei
	Revised to C4-201016
	WI SBIProtoc16

CAT B

Bruno:

The 2nd paragrapgh of Step 2a of clause 5.2.2.6.1 needs to be updated accordingly.
Caixia:

I propose the following updates to step2a, please kindly check whether acceptable for you.
If this is a request for the UE EPS PDN connection, the target MME capabilities were provided in the request parameters. If the target MME does not support Ethernet but supports the non-IP PDN type, the SMF shall return, for a PDU session with PDU session type "Ethernet", an EPS bearer context with the "non-IP" PDN type. If the target MME supports the non-IP PDN type, the SMF shall return, for a PDU session with PDU session type "Unstructured", an EPS bearer context with the "non-IP" PDN type.
Draft revision to be provided.


	
	
	1016
	CR 29.502 0278 Rel-16 Support PDN type Ethernet at 5GS to EPS mobility with N26
	Huawei
	
	

	
	
	0678
	CR 29.503 0342 Rel-16 EpsIwkPgw for EPS interworking
	Huawei
	
	WI SBIProtoc16

CAT F

	
	
	0695
	CR 29.502 0288 Rel-16 Support 504 error code in retrieve SM Context service operation
	Huawei
	withdrawn
	WI SBIProtoc16

CAT F

	
	
	0696
	CR 29.502 0289 Rel-16 Support PDN type Ethernet at 5GS to EPS mobility with N26
	Huawei
	withdrawn
	WI SBIProtoc16

CAT B

	
	
	0697
	CR 29.503 0343 Rel-16 EpsIwkPgw for EPS interworking
	Huawei
	withdrawn
	WI SBIProtoc16

CAT F

	
	
	0710
	CR 29.503 0346 Rel-16 DNN includes DNN NI
	Huawei
	
	WI SBIProtoc16

CAT F

	
	
	0711
	CR 29.510 0306 Rel-16 DNN includes DNN NI
	Huawei
	merged into C4-200564
	WI SBIProtoc16

CAT F 

Caixia: clash with C4-200564

Bruno:

We do not agree to preclude the option to include the NI+OI in the DNN, in the NFProfile and query parameter.
In Rel-15, the NRF API enables to encode a full DNN (i.e. with both the Network Identifier and Operator Identifier) or only the Network Identifier. No recommendation nor restriction have been defined on the DNN format. The changes you propose in your CR are not backward compatible.

Can you accept to merge your CR into ours (and revise ours to add Huawei as co-source)?

to be merged into C4-200564

	
	
	0712
	CR 29.518 0293 Rel-16 DNN includes DNN NI and OI
	Huawei
	merged into C4-200563
	WI SBIProtoc16

CAT F

Peter Sanders: CR clash with C4-200563
Bruno:

We do not agree to mandate a full DNN for non-roaming and LBO scenario (non-backward compatible).
In Rel-15, the AMF API enables to encode a full DNN (i.e. with both the Network Identifier and Operator Identifier) or only the Network Identifier e.g. in non-roaming and LBO scenarios. No recommendation nor restriction have been defined on the DNN format. The changes you propose in your CR are not backward compatible.

Can you accept to merge your CR into ours (and revise ours to add Huawei as co-source)?

to be merged into C4-200563

	
	
	0713
	CR 29.518 0294 Rel-16 Ongoing registration or handover during paging
	Huawei
	Revised to C4-201030
	WI SBIProtoc16

CAT B

Bruno:

In clause 6.1.3.2.4.3.2, why does an Xn handover affect the EBI allocation procedure? Isn’t it so that EBI assignment request may be rejected only during an inter-AMF mobility procedure? 
In clause 6.1.7.3: editorial: "or the EBI assignment fails"

A.2: 409 status code needs to be added to assign EBI service operation.

Caixia:

I have removed the Xn handover, sorry about that, just copy from the paging procedure…
And change the editorial issue in clause 6.1.7.3.
OpenAPI is updated to include the 409 conflict status code.
 
Draft revision 1 provided
Bruno V1 is ok.



	
	
	1030
	CR 29.518 0294 Rel-16 Ongoing registration or handover during paging
	Huawei
	
	

	
	
	0760
	CR 29.502 0303 Rel-16 EBI list not to be transferred
	Huawei
	Revised to C4-201017
	WI SBIProtoc16

CAT B

Zhijun:
I would like to discuss whether the AMF indicates EBI list to be transferred or indicates the EBI list no to be transferred.
Understand that the cited text in coversheet is from S2-2001680 (agreed in SA2#136ah) which says the AMF indicates the EBI list not to be transferred to SMF. But to be noted that the CR also has an “other comments” says: The final semantics of the " EBI list not to be transferred " is up to CT4 to define.

Our preference is to use “EBI list to be transferred”. Assume that, A (e.g. AMF) wants something from B (e.g. SMF), it normally says “please give me #1 and #2”, but doesn't’ say “please don’t give me #1 and #2, but give me all the others”.

So from semantics point of view, providing “EBI list not to be transferred” looks a bit weird than providing “EBI list to be transferred”.

Caixia:
My opinion is the default behavior in the SMF shall be all the EBIs can be transferred to the 4G, same as the current behavior.
In case of 15 EBIs not supported by the MME, and the current total number of EBIs in 5G exceeds, the AMF selects some EBIs and indicates not to be transferred to the SMF.

If we change to “EBI list to be transferred”, it means in the scenario that the MME supports 15 EBIs, or not support but the total number does not exceeds, the SMF shall rely on AMF to indicate the EBIs can be used for IWK.

The default behavior in the SMF is impacted, changed to all the EBIs is not allowed to be transferred to 4G, and the AMF shall always indicate the EBI list to be transferred to the SMF.

I try to avoid such impact in the SMF, so prefer to define the "EBI list not to be transferred"
Zhijun:
OK, it sounds reasonable

Then, in clause 6.1.6.2.7, can you describe the condition a bit more detail, like:
"This IE shall be present if the AMF determines EPS bearers not to be transferred to 4G during 5GS to EPS mobility procedure, as specified in clause 4.11.1 of 3GPP TS23.502 [x]. When present, it shall contain the EBI list not to be transferred".
I think such kind of text will help people to understand the usage of this IE.

Bruno:

In clause 5.3.2.x.1, a Figure heading is missing after the new figure.
There is one typo in step 2 of 5.3.2.x.1: strike the "s" in "includes"

"Other comments" are missing on cover page.

Jones:

Please also add minItems: 1 in OpenAPI, when change cardinality. Thanks
Draft Revision 1 provided

Zhijun:

The condition description looks a bit strange: "This IE shall be present if the AMF determines EPS bearers not to be transferred to EPS during 5GS to EPS mobility procedure, and if the smContextType is absent in the request or is present and set to EPS_PDN_CONNECTION, as specified in clause 4.11.1 of 3GPP TS 23.502 [3]. When present, it shall contain the EBI list not to be transferred."
It looks the red highlighted text breaks the original means. The "as specified in clause 4.11.1 of 3GPP TS 23.502 [3]" is used to provide reference to "during 5GS to EPS mobility procedure", while it now looks to be used for the "smContextType". Furthermore, I think "the smContextType is absent in the request or is present and set to EPS_PDN_CONNECTION" is not the cause of setting "notTransferredEbiList", but is the effect if setting this "notTransferredEbiList". 

I don't see the strong need to add the text to address how to set the smContextType IE. But even if needed, the wordind improvement should be considered.

For example:

"When present, it shall contain the EBI list not to be transferred.
This IE shall be present if the AMF determines EPS bearers not to be transferred to EPS during 5GS to EPS mobil ity procedure, as specified in clause 4.11.1 of 3GPP TS 23.502 [3]. 
If this IE is present, the smContextType IE shall either be absent or present and set to EPS_PDN_CONNECTION."
Caixia:
The description is updated as below, you can also check the v2 in the draft inbox J.
This IE shall be present if the AMF determines EPS bearers not to be transferred to EPS during 5GS to EPS mobility procedure, as specified in clause 4.11.1 of 3GPP TS 23.502 [3]. When present, it shall contain the EBI list not to be transferred.

If this IE is present, the smContextType shall be absent or present and set to EPS_PDN_CONNECTION.
Draft Revision 2 provided



	
	
	1017
	CR 29.502 0303 Rel-16 EBI list not to be transferred
	Huawei
	
	

	
	
	0785
	CR 29.500 0098 Rel-16 Usage of compression for HTTP responses
	Orange
	
	WI SBIProtoc16

CAT B

	
	
	0786
	CR 29.531 0056 Rel-16 Modifications in the API of Nnssf_NSSAIAvailability service for the support of compression
	Orange
	
	WI SBIProtoc16

CAT F

	
	
	0787
	CR 29.531 0057 Rel-16 Corrections in the NSSF specification
	Orange
	Revised to C4-201001
	WI SBIProtoc16

CAT F

Bruno:

In clause 5.3.2.x.1, a Figure heading is missing after the new figure.
There is one typo in step 2 of 5.3.2.x.1: strike the "s" in "includes"

"Other comments" are missing on cover page.

Draft revision 1 provided


	
	
	1001
	CR 29.531 0057 Rel-16 Corrections in the NSSF specification
	Orange
	
	

	
	
	0791
	CR 29.510 0310 Rel-16 Modifications in the API of Nnrf_NFManagement service for the support of compression
	Orange
	
	WI SBIProtoc16

CAT F



	
	
	0806
	CR 29.510 0311 Rel-16 Vendor ID in NF Profile
	Ericsson
	
	WI SBIProtoc16

CAT B

Yue:

1) map(array(VendorSpecificFeatures)),  I am not sure whether this amazing data type is covered by the TS template... But could you consider to define "array(VendorSpecificFeatures)" with a new data type?
[Jesus] I saw this amazing construct in Anders' UDSF specs (for the "meta" attribute) and I thought the same as you did. But then, when I tried to make it as a separate data type for "array(xxxx)", I found that we don't have any way to do that (in the currently agreed templates). The reason is that every time we define an array, we do it "inline" in the table definition; and if you want to put it in a separate table, we only have them for objects, which forces to have an "attribute" column. All in all, I was convinced that Anders' syntax was fine, and I used the same
2) How to interpret the case where both two new attributes are present with different vendor ID, for instance:

"vendorId" : "000001"
"supportedVendorSpecificFeatures": {"000001":<something>, "000002":<something different>}
[Jesus] That's a perfectly valid case. In your example the vendor of the NF Service (00001) supports a set of features defined by itself (most obvious case), and it also supports (understands) features defined by other vendors. Most typical example is when the "vendor" concept is used to mean not only manufacturer, but also operators, or even other SDO's. Example: Manufacturer Ericsson could have an entry in the "supportedVendorSpecificFeatures" map for E///-specific features, defined unilaterally by E///, and also another entry for CMCC features, using CMCC's vendorID as key.
3) Have you considered to encode the vendor ID into the feature name?

[Jesus] We considered it but found that there was no need. Once you put the feature names into the "address space" of the vendor ID (in the map), it does not matter if the feature names clash with other feature names from other vendor. Obviously, if a consumer wants to do a selection of a specific producer supporting a given feature, it must be done by searching the pair [VendorId, FeatureName] in the producer's profile.

Yue:

I can see your point, then could you please also submit a 29.501 CR to explicitly describe map(array()) and maybe array(map()) as well?
Jesus:

I agree that the descriptions in 29.501 can be enhanced to make this more explicit. However, given that there is nothing "incorrect" in the approach we suggested in this CR, I'd suggest to separate both discussions (the current CR vs. potential enhancements of another TS).

Marco:
I understand that by this feature, the vendor specific feature of one vendor could be called by an entity of another vendor.
I derive from this, a unified list exists and shall be agreed upon.

Furthermore, it has to be ensure that the feature x of Vendor x stays the same, i.e. doesn’t get any upgrades once released. Otherwise Vendor y refers to feature x of Vendor x but as this was updated or upgraded, a different (or enhanced) but generally unexpected result is returned.

Finally, – if such an inter-Vendor Vendor-specific  feature calling shall be possible – an interworking has to be ensured and formalised.

I object therefore such a broad and open approach.

Jesus:

The scenario in which vendors invoke and use features of other vendors have been used in other protocols since almost forever. In EPC protocols (e.g. RADIUS, Diameter), for example, it is used A LOT when an operator wants vendor A to understand and use proprietary features of vendor B.
In fact, E/// proposed in a previous meeting a slightly different version of this CR, where we proposed to let an NF advertise which other "Vendor IDs" it supported; we were told that, while the feature was useful, people suggested to not use the Vendor ID as the element to advertise, but instead to advertise which _vendor-specific features_ were supported; so all we have done is to follow these suggestions.

With regard to this:

· a unified list exists and shall be agreed upon.

It is not needed, really, since all the features are listed under the entry of a given vendor ID (managed by IANA). So, a consumer will never use a feature name individually. It will search for a certain feature name under the name space of a given vendor.
And also:

· it has to be ensure that the feature x of Vendor x stays the same, i.e. doesn’t get any upgrades once released
Absolutely! But this is managed by each vendor or operator. For example, a vendor can advertise "FEATURE_ABC_V1", and then use whatever version strategy it prefers ("_V2", …). This is totally internal to a vendor ID.
So, at the end, rest assured that features will never be invoked wildly; when "vendor A" indicates that it supports a given feature of "vendor B", in most cases this is due to an operator requesting vendors A and B to implement support for a certain common feature. Also, very frequently, the "vendor ID" will be set to the operator's Vendor ID, rather than the manufacturer's Vendor ID, as I commented in previous mails.

So, at the end, the net effect of this CR is to help the consumer during the selection of a given producer. Without this CR, the consumer will anyway include in their service requests towards the producer any number of vendor-specific IEs he needs to (usually as a request by an operator), not knowing whether they will be understood/supported by the producer; with this CR, the consumer may select an NF by knowing in advance whether it will understand those vendor-specific IEs.
Marco:

I guess I phrased wrongly. The idea behind the CR I understand and the need for this is rather obvious.
The scenario in which vendors invoke and use features of other vendors have been used in other protocols since almost forever. 
This was not what I meant. Let me try again, sorry for this.

Let’s assume:

Vendor x has features x.1, x.2 and x.3; Vendor y supports some of them.

Vendor y calls x.2 as this was in the past “the proper feature”. In the meantime, Vendor x ‘messed up’ the list of functions, e.g. by swapping a feature and re-using the name. 

OR

Vendor y wants to call x.1 but the feature was labelled deprecated by X and thus is removed in X feature list.

How will this be covered if this is not a “unified and commonly agreed” list?

I see the problem that Vendor y is providing a function and totally relying on x, while x – in good faith – is changing something causing y to fail. Finding the root cause and correcting it might cause more than headache – imagine y doesn’t support the NE anymore but it is still in use.

when "vendor A" indicates that it supports a given feature of "vendor B", in most cases this is due to an operator requesting vendors A and B to implement support for a certain common feature. 
If this is the case, the  “The value of each entry of the map shall be a list (array) of VendorSpecificFeatures (strings).” on A’s and B’s system have to be identical at least for the functions to be called, if not advertised.

supportedVendorSpecificFeatures
map(array(VendorSpecificFeature))

O

1..N

Map of Vendor-Specific features, where the key of the map is the IANA-assigned "SMI Network Management Private Enterprise Codes" [xx].

The value of each entry of the map shall be a list (array) of VendorSpecificFeatures (strings).

(NOTE x)

If this list is VendorSpecific, how will it be ensured that these lists are under control?

Maybe a Version Number could be added to the “list (array) of VendorSpecificFeatures”.

In the example above: “Vendor y is providing a function and totally relying on x, while x – in good faith – is changing something causing y to fail.”

With the suggested version number: 

Y would call X’s function and also request a specific version (instead of only the feature)

By this, at least the interworking in general could be ensured (as the same version of a feature is called) but still, a vendorSpecificList sounds like closed-source.

Bruno:

While vendors’ extensions are supported by CN protocols, it is not common and we are not favourable to select NFs based on vendor id,  which goes against promoting an open eco-system (targeted by 3GPP) and can cause side effects in the 5G system such as unbalanced load across the NFs. Features of general interest and to be supported by multiple vendors should rather be specified and properly maintained in 3GPP standards. 
The changes you propose to discover/handle proprietary extensions can also be defined as proprietary extensions. 

Jesus:

I'm a bit puzzled by this comment, given that during previous discussions on this CR (well, an earlier version of it), it was Nokia (might have been you or Ulrich, not sure), that the handling of vendor-specific extensions was desirable, but the information that should be advertised should be based on "vendor-specific features" rather than "vendor IDs".
Also, using vendor's extension is indeed very common. Just see how Marco/VFE has put it: "The idea behind the CR I understand and the need for this is rather obvious", and I'm totally sure that you also know first-hand about many other cases where operator's deploy custom features and require vendors to support them.

One point that I agree with you, though, is that we should not be promoting "islands of vendors", and that's the reason why we, on purpose, did not put this into the discovery request. We agree that, once a consumer has discovered a set of producers, it should use all of them as long as it is possible as per the standard 3GPP flows, and do not discriminate "by vendor". I can agree to rewrite (or remove) the NOTE I've put in the tables, to not mention that this feature could affect the "NF selection" process.

However, knowing which NFs (from the discovered set) support which VS-features is still useful, since the consumer may tailor the service request to make use of capabilities that it knows the producer will support (or not). All that should never affect the standard behavior of the service interactions, as defined by 3GPP.

Bruno:

we agree that using vendor’s extensions is common (e.g. in GTP-C, PFCP, Diameter, etc) but our concerns are about selecting NFs from specific vendors  – which is not common, not desirable and not supported by other CN protocols. So please kindly rewrite the note to reflect so.
Jesus

It adds version information along to each feature name (as requested by Marco), and it clarifies in the NOTE of NFService data type that this is used to tailor service requests towards service producers, rather than affecting the selection process (as requested by Bruno).
The comment from Yue, to enhance 29.501 template to accommodate "maps of arrays", I'd suggest to do it at next meeting, to not overload even more this meeting

Draft revision 1 provided


	
	
	0837
	CR 29.509 0083 Rel-16 AUSF service update for the authentication result removing
	Huawei
	
	WI SBIProtoc16

CAT F

Ulrich

Same issues as with 0838

draft revision to  be provided



	
	
	0838
	CR 29.503 0358 Rel-16 UDM service update for the authentication result removing
	Huawei
	
	WI SBIProtoc16

CAT F

Ulrich:

as a general comment we should not base our protocol solutions on requirements expressed in LSs, rather this should be based on stable normative  stage 2 in 33.501 which I do not see at the moment.
Caixia: the issue was started from the SA3 # 95 meeting (May 2019), which has been fully discussed at SA3. SA3 considered their specification do not need relevant content and reached the conclusion in the LS, to ask CT4 supporting the authentication result removal function
Furthermore the LS from SA3 is not too clear. Even in the referenced TR 33.809 there is no such key issue #3.1.

Caixia: actually, the TR in the LS is incorrect, the reference shall be the Key Issue #3.1 of TR 33.846 : “Key issue on fraudulent attack due to expired authentication result in the UDM”

I would say, if we need stable normative in stage 33.501, I am OK to send an LS to SA3 ask them to complete the work in SA3 firstly

I could understand the requirement to delete successful authentication results stored in the UDM (or UDR) when the UDM receives a deregistration request (purge) from the AMF (see C4-200429). 

But a UE’s deregistration from the network does not (and should not) necessarily result in signalling between AMF and UDM. Similarly a subsequent UE’s initial registration in the same network (e.g. at the same AMF) does not result in a new Authentication Vector retrieval.  Deregistration followed by registration in the same network does not make the existing security contexts invalid and should not result in deletion at the UDM.

Caixia: they are two scenarios in the LS, deregistration and NAS SMC failure, we cannot live with the proposal in C4-200429 based on the following reasons:

1. The proposal only cover the deregistration with purge from AMF case, cannot cover the NAS SMF failure case, we want to see a solution can cover both of the cases;
2. AuthEvent was created by the AUSF and the AUSF NF instance ID is included in the IE. We shall rely on the AUSF to remove it, otherwise, any NF can remove the AuthEvent, and the AMF may in visited PLMN, we shall consider the security issue. 
Ulrich

thank you for pointing to TR 33.846 (which is at version 0.5.0, not approved, and has no conclusion in clause 7 yet).
My main concern is with the wording   …when the UE deregisters from the network….

And I’m wondering if we have a common understanding. 

Does this only cover purge cases and network change cases (deregisters from one network because it registers with another network), or also UE detach cases?

For the later my understanding was that a subsequent initial registration in the same network at the same AMF does not result in a new  vector retrieval, and there would be no point in deleting the authentication result in the UDM

Caixia

Regarding to the  …when the UE deregisters from the network…., I agree with you, if the AMF is not changed and before the timer for purge is expired, may not need to remove the Authevent.
For the deregistration and NAS SMC failure, same solution is needed or the whole picture on how to cover all of the use cases is needed.

Our solution can cover both of the cases.

For the comment:

We probably want to update in UDM that the serving network no longer has the authenticated UE.

Do you mean the AMF->AUSF->UDM, to notify the serving network no longer has the authenticated UE, without send the authRemovalInd?
Varini

We are fine to use AMF->AUSF->UDM path in SMC failure case, with authRemovalInd.

I also have a question : In case of purge, do we intend to send two messages:

a) AMF -> UDM : to clear AMF Registration in UDM

b) AMF -> AUSF -> UDM : to clear UE Authenticated status in UDM

Shouldn’t UDM be clearing both based on receiving either of them?

Ulrich prefers  to  use delete instead of overwriting.

Open:
Do we need to send an LS to SA3

	
	
	0840
	CR 29.504 0078 Rel-16 Supported feature of application data change notification
	Huawei
	
	WI SBIProtoc16

CAT B

	
	
	0842
	CR 29.571 0191 Rel-16 Pattern of Ipv4AddrMask
	Huawei
	Revised to C4-200992
	WI SBIProtoc16

CAT F

Bruno:

Ipv4AddrMaskRm also needs to be updated in the normative annex.

Qingfen: OK
Draft revision 1 provided


	
	
	0992
	CR 29.571 0191 Rel-16 Pattern of Ipv4AddrMask
	Huawei
	
	

	
	
	0870
	CR 29.504 0079 Rel-16 Mute Notifications
	Ericsson
	
	WI SBIProtoc16

CAT B

	
	
	0871
	CR 29.504 0080 Rel-16 Definition of ConditionalSubscription and NotificationResourceFragment features
	Ericsson
	
	WI SBIProtoc16

CAT B

	
	
	0886
	CR 29.505 0271 Rel-16 GET Method to subscriptions
	Hewlett-Packard Enterprise
	
	WI SBIProtoc16

CAT F

	
	
	0889
	CR 29.505 0272 Rel-16 Add SMFRegistration to ContextDataSet
	Hewlett-Packard Enterprise
	
	WI SBIProtoc16

CAT F

	
	
	0891
	CR 29.510 0314 Rel-16 Security Settings
	Ericsson
	
	WI SBIProtoc16

CAT B

Bruno:

We don’t see the need for a separate parameter for mTLS in the NFProfile since this capability already exists in TLS handshake. During TLS handshake the producer (TLS server) asks for client certificate from the consumer (TLS client) if mTLS is provisioned. Besides, with indirect communication models, mTLS would anyway be hop-by-hop and so this would require clarifications as this parameter would be of no use then for the NF service consumer. Also, if OAuth2 is used, it is mandated for both ends to setup a mutually authenticated TLS connection (by OAuth2.0 and access-token RFCs). We propose to revert this parameter.
Having a parameter to control the use of OAuth2 is agreeable to us, but you assume that “oauth2Required” applies to all network slices as well as to both intra- and inter- PLMN communications of the NF, whereas different policies for OAuth2 could possibly be desired for a given NF depending on the specific slices the NF supports and possibly per PLMN. So shouldn’t we consider the possibilities to configure different OAuth2 policies per slice or PLMN? Besides, it should be clarified that OAuth2 may still be used in absence of this parameter in the NF profile, based on local policy. 

There is one typo in 6.1.6.2.3 : Oauth2 -> OAuth2.0

Jesus:

For the mTLS parameter, the benefit of the proposal is that the consumer gets to know whether the producer will be asking for a client cert, _before_ it enters into the TLS handshake. So, for example, if the consumer has not been configured with a client cert, and the producer is known to require mTLS, then there is no point for the producer to even try to contact the producer, because the handshake will never succeed.
Regarding this:

· Also, if OAuth2 is used, it is mandated for both ends to setup a mutually authenticated TLS connection (by OAuth2.0 and access-token RFCs).
What do you mean by "both ends"? mTLS is mandated only between the consumer and the NRF, but not between consumer and producer.
For the Oauth2 parameter, it is defined in the CR as a per-NFService setting, so we can fulfill the scenario you described by having a given service instance serving certain slices and requiring Oauth2 authorization, while you can have another service instance (of the same NF Instance), serving different slices, and not requiring Oauth2.

Do you expect to be necessary that a _same service instance_ might require support, or not-support, of Oauth2 on a per-slice level? To me it seems quite far-fetched requirement.

Bruno
the proposal for the mTLS parameter is over-engineering in our view (how likely is it that a consumer would not be configured with certificate in an SBA configured to use mTLS ?), adds complexity to the HTTP client (new parameter would need to be used for direct communication, ignored otherwise) and might in the worst case contradict what is requested during the TLS handshake. We prefer to revert this change.
Dedicated service sets per slice with different OAuth2 authorization setting can be a solution, but sharing the same set among different slices is also a realistic use case, and the usage of OAuth2 may differ in different slices. But I am fine to proceed for the time being with your parameter as currently proposed.

Jesus

I am fine with not introducing the mTLS parameter for the time being.
I am still not sure if the assumption mentioned by Bruno, by which all NFs are expected to be configured with client certificates, is really so true, especially when hearing from some operators that they might not do that, at least initially, and instead rely on NDS / physical security to fulfil the security requirements as mentioned in TS 33.501. To me, it seems possible that, in huge networks, maybe some, but not all NFs, are configured with client certificates and, in such case, those NFs not having such client certificate simply cannot setup service requests towards producers that require client authentication (note that those NFs can still run TLS just fine, but they won't work if the producer asks them to authenticate with a client cert.).

But I'm still discussing this with my SA3 colleagues, internally, and in order to progress step by step, I'm fine withdrawing the parameter for now.

Regarding the oauth2 parameter and indirect communication with delegated discovery, our view is that the parameter is still usable by the network entity that eventually needs to determine whether an access token needs to be presented to the producer, no matter is such entity is the service consumer (as with direct communication) or the SCP.

In any case, I suggest to go on with the proposal and, after SA3 has finalized their work on this topic, we can enhance the text describing, if needed, any specific behavior/requirement with regards to Option D.

If such way forward is agreeable, I will upload a v1 revision of the CR with the mTLS parameter removed.

Abdessamad

I agree with Bruno that the mTLS parameter is not really needed as these matters are handled in general by configuration. I can clearly see the intention behind, but I am not really convinced it brings considerable added value. 
Regarding the “oauth2Required” parameter, I just have one question on how this is supposed to work in case of Indirect Communication with delegated discovery ? I know that SA3 is still working on this topic (impacts on OAuth procedures for Option D case), so maybe we should wait for their feedback on this topic

Abdessamad

I agree with the proposed way forward.
Draft revision 1 provided
Abdessamad

Agreed with v1

Bruno

In clause 6.1.6.2.3, the description “The NF Service Instance requires Oauth2-based  authorization.” seems limitative (it suggests the attribute is only set when value true; the attribute actually allows to indicate whether Oauth2-based  authorization is required or not. Ditto for the description clause 6.2.6.2.4.
Also I would prefer to have text in clause 6.1.6.2.3 on what the absence of this attribute mean, i.e. “The absence of this IE means that the NF Service Producer has not provided any indication about its usage of Oauth2 for authorization”. 

In clause 6.2.6.2.4, I suggest to use a singular in the following text  “The NF Instance requires Oauth2-based  authorization to access their NF Service Instances” since this is a parameter provisioned per service instance.

Draft revision 2 provided
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	0376
	LS in   Rel-16 LS on Version ID and Vendor ID
	SA2
	Noted
	S2-1912521

To: CT4

CC: Contact: Nokia 
SA2 would like to inform CT4 they have continued the discussion on the granularity of the UE Radio Capability IDs for RACS and concluded that the format of the Manufacturer Assigned UE Radio Capability ID shall include a Vendor ID and not the TAC+SV of the UE model.  

SA2 has also considered a UCMF may change the PLMN Assigned UE Radio Capability ID assignment algorithm or a new UCMF is deployed to swap it out. This may create the existence of overlapping PLMN assigned IDs in the system and thus malfunctions. Hence SA2 has agreed the attached CR 23.501 CR in S2-1912519 to include a Version ID in the format of the PLMN assigned IDs to detect outdated PLMN assigned UE Radio Capability IDs. 
SA2 would politely request CT4 to update the format of the UE radio capability ID in TS 23.003 to reflect the above changes. 

ACTION: SA2 kindly requests to take the above into account and add a Version ID to the PLMN assigned UE Radio Capability ID format and a Vendor ID to replace the TAC+SV in the Manufacturer assigned UE radio capability ID format in TS 23.003.
Proposed treatment:  CR to 23.003 needed, CR provided in C4-200340

Postponed to  agenda item  6.1.11

	
	
	0340
	CR 23.003 0564 Rel-16 UE Radio Capability ID
	Nokia, Nokia Shanghai Bell, Qualcomm Incorporated
	
	WI RACS

CAT C

Varini:

· Is the total length of RAC-ID different for PLMN-Assigned case and Manufacturer-Assigned case?

· If Yes, we would prefer a fixed length RAC ID. 

· If Not, does the 8 digits used for “Vendor-Id” in Manufacturer-Assigned case, get re-used for “Version-ID+RCI” in PLMN-Assigned case, making RCI ID 19 digits long?

· In this case, RCI ID will be 13 digits long in Manufacturer Assigned case.

Ulrich:

no, the CR as it stands proposes a total length of 20 hexdigits for  manufacturer assigned UE radio capability IDs and a total length of 14 hexdigits for network-assigned UE radio capability IDs.
What is the rational for a common fixed length?

Please note that various protocols already allow variable length of UE radio capability ID (see  e.g. 24.501, 29.673, 29.674, see also 29.571).

Varini:

My preference is to use fixed-length to get larger ID space. This allows implementation-specific hierarchical organization of ID space.

I think if general consensus is to use variable length, I am fine

Ulrich

my understanding from S2-1912520 is that there is a single valid version ID (the one currently configured) in the UCMF and all RAC-IDs with a different version ID value become immediately stale and deleted from the UCMF. Once the AMF receives a new version ID in any RAC-ID from the UCMF, it detects that all RAC-IDs with different version-IDs are stale.
I have revised 0340 to say that  version IDs are incremented by 1:

A value different from the recently used values (recently used value incremented by 1 modulo 256) shall be configured in the UCMF whenever the Database of network-assigned UE Radio Capability IDs needs changing or is populated from scratch (e.g. change of Algorithm, change of UCMF).

Draft revision 1 provided
Frank: to make a proposal  regard ing new and old version ID on the reflector


	
	
	0445
	CR 23.007 0366 Rel-16 UCMF restart
	Nokia, Nokia Shanghai Bell
	
	WI RACS

CAT B

Varini:

#1. I think following text should be re-worded as per SA2 CR’s reason for change. 
“When a UCMF restarts after failure and has lost all or parts of its data…..” 

When we discussed this issue in CT4 #94 (C4-194100), I think we had an understanding that NFs are not expected to lose data upon failovers?

Do you think we can change it to: “When a UCMF restarts, e.g. after change of RAC-ID assignment algorithm, or Vendor swap, it shall update……..”

#2. I also want to suggest changes to following comment:

If a UCMF receives a request to retrieve UE Radio Capability Information and the request contains a stale UE Radio Capability ID (i.e. the Version ID within the received UE Radio Capability ID is not up to date), the UCMF shall return an appropriate error response that contains the current value of the Version ID.
IMO, the part in blue should be modified to : “the UCMF shall return an appropriate error response which triggers fresh assignment of RAC-ID”.

Frank: 

Overlaps with C4-200877 to certain extent.

I have similar view as Varini. 
In addition, I am wondering How does AMF/MME detect that a cached network-assigned UE Radio Capability IDs is stale?
In my view, the MME/AMF should not handle “version id” in the UE Radio Capability ID, the version ID is used by the UCMF. 

At receiving an unknown RACS ID, probably just version id is different, the MME/AMF shall retrieve the UE radio capability information from UCMF, and the UCMF determine to return the corresponding UE Radio Capability Information.

Needs to be clarified  how to  solve partly clash with C4-200877

draft revision 1 provided.
Varini:

Draft Revision 1 is  ok
Frank:

1. “the UCMF shall return an appropriate error response which triggers fresh assignment of the UE Radio Capability ID.” How to use error response which can trigger fresh assignment of UE Radio Capability ID. I am wondering at receiving a query of staled UE Radio Capability ID, whether you consider that the UCMF should still have the corresponding UE Radio capability information for this stale UE radio capability; or you consider the UCMF has lost the corresponding UE radio capability information, and send error, e.g. UE Radio Capability ID unknown to request AMF/MME to retrieve the whole UE radio capability information, and then assign a new one? Please make it clear.  
[Varini] In my opinion, it’s the second case : UE Radio Capability ID is unknown to UCMF, UCMF does not have corresponding UE Radio capabilities, and hence an error makes AMF/MME to retrieve the whole UE radio capability information, and then assign a new one.

[Ulrich] I agree with Varini. And this is covered in the CR by 
“If a UCMF receives a request to retrieve UE Radio Capability Information and the request contains a stale UE Radio Capability ID (i.e. the Version ID within the received UE Radio Capability ID is not up to date), the UCMF shall return an appropriate error response which triggers fresh assignment of the UE Radio Capability ID.”

[Frank] It was assumed the UCMF is connected to a persistent database, the mapping between the UE Radio Capability Information and UE capability ID can’t be lost, though during the restart, the UCMF may allocate a new ID for the same UE radio capability. 
[Varini] Say, in Vendor swap case, new UCMF won’t know old IDs assigned, as it may be having a new DB altogether. But it needs to make sure that older IDs are removed from the network.

2. How the AMF/MME to determine if UE Radio Capability ID is staled?  
[Varini] When UCMF assigns any RAC ID with a new Version number, that should act as trigger as per Stage-2

[Ulrich] I agree with Varini. To make it clearer in the CR I propose to extend the existing sentence:
“When the AMF/MME detects that a cached network-assigned UE Radio Capability IDs is stale (i.e. the cached network-assigned UE Radio Capability ID has a version number different from a recently received network-assigned UE Radio Capability ID), it shall…”
[Frank] Could you please find corresponding SA2 requirement? The following is the only SA2 requirement regarding to Version ID. I am not sure how it should be interpreted.
· UEs, AMFs and RAN nodes which support RACS learn the current value of the Version ID when a new PLMN assigned UE Radio Capability ID is received from the UCMF and the Version ID it contains is different from the ones in their PLMN Assigned UE Radio Capability ID cache. PLMN assigned UE Radio Capability IDs related to old values of the Version ID can be removed from cache with priority.
[Varini] I was referring to same requirement. I agree, interpretation needs to be confirmed.
3. “it shall delete the stale network-assigned UE Radio Capability ID from its cache and may request a fresh network-assigned UE Radio Capability ID from the UCMF” how this should be done? 
[Varini] I think  when AMF detects that UCMF has assigned a UE Radio Capability ID with a new Version number, it should mark in all UE contexts that RAC-ID is stale. Whenever there is an activity from a UE with old RAC-ID, AMF should request assignment of new RAC-ID for the stored RAC Information, and send it across to UE along with indication to delete all old PLMN assigned RAC IDs. 

[Ulrich] I agree
[Frank] How AMF/MME detects there is a new ID available in UCMF; if it receives a new one, the MME/AMF may do as you say given CT1 spec supports. I doubt that since SA2 didn’t define a procedure to change PLMN assigned ID.
[Varini] Are you saying even UCMF subscriptions by AMFs would have been lost during Vendor swap, hence AMF/MME has no way to detect automatically? I agree this is something which will need to be fixed.

If AMF maintains a separate cache containing RAC-ID and RAC information (which may not be associated with any UE contexts), that should be cleared
Lena

Regarding your comment that “the MME/AMF should not handle “version id” in the UE Radio Capability ID, the version ID is used by the UCMF”, the stage 2 does contain the following text which implies that the MME, the AMF and the UE are expected to check the version id value, see the following in approved CR 1936 to TS 23.501 (S2-1912520):
· UEs, AMFs and RAN nodes which support RACS learn the current value of the Version ID when a new PLMN assigned UE Radio Capability ID is received from the UCMF and the Version ID it contains is different from the ones in their PLMN Assigned UE Radio Capability ID cache. PLMN assigned UE Radio Capability IDs related to old values of the Version ID can be removed from cache with priority.
and the following in approved CR 3561 to TS 23.401 (S2-1912519):
· UEs, MMEs and RAN nodes which support RACS learn the current value of the Version ID when a new PLMN assigned UE Radio Capability ID is received from the UCMF and the Version ID it contains is different from the ones in their PLMN Assigned UE Radio Capability ID cache. PLMN assigned UE Radio Capability IDs related to old values of the Version ID and can be removed from cache with priority
Frank:

The confusion is coming from the current definition in another Nokia’s for Version ID:
The Version ID is the current Version ID configured in the UCMF. This field is present only if the Type Field is set to 1. Its length is 2 hexadecimal digits. A different value from recently used values (if any) shall be configured in the UCMF whenever the Database of network-assigned UE Radio Capability IDs needs changing or is populated from scratch (e.g. change of Algorithm, change of UCMF).

It doesn’t say how version ID is allocated, e.g. incremented or not, this leads AMF/MME is unable to determine if it is a new or staled; this leads my confusion, need to be clarified. 

[Lena] To me it makes sense to increment it

Another question, whether we assume UE Radio Capability IDs with different Version IDs are corresponding to the SAME UE RADIO Capability Information? Need to be clarified.

[Lena] Yes: if UE radio capability ID with Version ID x is associated with UE radio capability information 1, upon a Version ID increment, then a new UE radio capability ID with Version ID x+1 should be allocated with UE radio capability information 1 (and the “old” UE radio capability ID with Version ID x is no longer valid).

Let’s assume if it is allocated with incremented:

1. AMF/MME has an older version of RACS ID and corresponding UE Radio Capability, how does it knows there are new version of UE Radio Capability ID available and be required to change? Need to be described.

2. If the AMF receives from a UE with a RACS ID with a newer version ID, regardless if the MME has a “stale” ID or not, the MME has to retrieve the UE Radio Capability, right? Or if we are assuming RACS IDs with the different version are corresponding to the same UE radio capability, the AMF/MME can simply overwrite the existing “staled” one without contacting the UCMF.

[Lena] I think the AMF/MME should retrieve the UE radio capability in this case
3. If the AMF/MME has already newer version RACS ID, while UE has a staled one, can the AMF/MME direct update the UE with new one, does CT1 spec support this?

[Lena] Yes. If the UE signals a UE radio capability ID to the AMF/MME,  and then receives a new UE radio capability ID from the AMF/MME for the same UE radio configuration, then the UE shall associate the UE radio configuration to the new ID and shall delete the old ID, see for instance the following text in TS 24.501 Annex C.1:
There shall be only one network-assigned UE radio capability ID stored for a given combination of PLMN identity and UE radio configuration and any existing UE radio capability ID shall be deleted when a new UE radio capability ID is added for the same combination of PLMN identity and UE radio configuration.
@Lena, I knew there are a couple of unclear SA2 wording, however, we need make it clear in stage 3.

Frank:

Copy some of questions (with renumbering) here:

1. Another question, whether we assume UE Radio Capability IDs with different Version IDs are corresponding to the SAME UE RADIO Capability Information? àNeed to be clarified.
[Lena] Yes: if UE radio capability ID with Version ID x is associated with UE radio capability information 1, upon a Version ID increment, then a new UE radio capability ID with Version ID x+1 should be allocated with UE radio capability information 1 (and the “old” UE radio capability ID with Version ID x is no longer valid).
2. If the AMF receives from a UE with a RACS ID with a newer version ID, regardless if the MME has a “stale” ID or not, the MME has to retrieve the UE Radio Capability, right? Or if we are assuming RACS IDs with the different version are corresponding to the same UE radio capability, the AMF/MME can simply overwrite the existing “staled” one without contacting the UCMF.
[Lena] I think the AMF/MME should retrieve the UE radio capability in this case.
3. If the AMF/MME has already newer version RACS ID, while UE has a staled one, can the AMF/MME direct update the UE with new one, does CT1 spec support this?

[Lena] Yes. If the UE signals a UE radio capability ID to the AMF/MME,  and then receives a new UE radio capability ID from the AMF/MME for the same UE radio configuration, then the UE shall associate the UE radio configuration to the new ID and shall delete the old ID, see for instance the following text in TS 24.501 Annex C.1:
There shall be only one network-assigned UE radio capability ID stored for a given combination of PLMN identity and UE radio configuration and any existing UE radio capability ID shall be deleted when a new UE radio capability ID is added for the same combination of PLMN identity and UE radio configuration.

With your answer to 
-Question 1.) the RAC-ID with different versions have the same UE Radio Capability Information (BTW, this needs be specified). 
-For question 2, then the AMF/MME need NOT retrieve the UE Radio Capability Information from the UCMF, just update its cache with newer version of RAC-ID. 

-For question 3, the AMF/MME need NOT to retrieve UE radio Capability information from the UCMF.

All these aspects need to be documented somewhere preferably in SA2.

Lena:

I am all in favor of documenting the AMF/MME and UCMF behavior without any ambiguity. However, since this is about restoration procedures, why does SA2 need to be involved? I thought restoration procedures was within the remit of CT4.

Frank will  provide  a summary of his concerns via email.

Ulrich

my understanding from S2-1912520 is that there is a single valid version ID (the one currently configured) in the UCMF and all RAC-IDs with a different version ID value become immediately stale and deleted from the UCMF. Once the AMF receives a new version ID in any RAC-ID from the UCMF, it detects that all RAC-IDs with different version-IDs are stale.
I have revised 0340 to say that  version IDs are incremented by 1:

A value different from the recently used values (recently used value incremented by 1 modulo 256) shall be configured in the UCMF whenever the Database of network-assigned UE Radio Capability IDs needs changing or is populated from scratch (e.g. change of Algorithm, change of UCMF).

Frank:

I don’t get you point; for a UE Radio Capability ID, the AMF/MME may have only one RAC-ID with staled version, and a new one; the RAC-ID with newer version will replace the old one (delete and use the new one). We need document in 23.003 CR, that the RAC-ID with either staled version or  newer version is corresponding to the same UE Radio Capability information. 
Do you have any comment to what I commented?

Varini

2.a The UCMF, if determining to allocate one or more UE Radio Capability ID with a new version, it shall use Nucmf Notify, to notify the AMF/MME to REPLACE the UE Radio Capability ID with a lower version, with a newer version; so that the AMF/MME can instruct the UE to use new PLMN assigned UE radio capability ID…
[Varini] My understanding is, when UCMF Vendor changes, new UCMF may not have a “pre-assigned” set of new RAC-IDs against every old RAC-ID. It will probably have to start afresh, and assign new RAC-IDs one-by-one, when AMFs request to assign/resolve IDs. From this point of view, I am not sure if UCMF can send a notification. In fact, mostly the new UCMF won’t even have old subscriptions; it is for the AMF, upon learning that version-id has changed, to re-subscribe to notifications. 

Also, I do not think UCMF will allocate  UE Radio Capability ID with a new version for “one or more” IDs. It will be for ALL the IDs, right? 
Frank

I am not sure how Version ID is used.  There is no clear requirement in SA2.

What does mean a UCMF Vendor change? Where is defined and described?  

Probably we should first agree on what is UCMF restart?

Should a UCMF is considered as a front-end function, so that when it has restarted, all dictionary information and subscription should be kept; 

Or a UCMF may restart, and lose everything including dictionary information and subscription; in such case, the MME/AMF will learn UCMF restart via Recovery Time Stamp, the AMF/MME has to consume “assign” service operation by provision UE radio capability information together with TAC, so the only thing the UCMF can do is to rebuild its database, how version id can be used in such scenario? What are the benefit? 

In my view, the UCMF should be considered as a front-end, the data will not be lost, I thought it is also the common view of CT4, therefore, the whole “Version ID” idea is a mechanism to enable the UCMF notify the AMF/MME that one or more RAC-ID with older version need to be replaced by the ones with new versions; the UCMF need to create a new version due to different reasons. 

“One or more” à for an individual RAC-ID, or a subset of RAC-ID, or the whole RAC-ID …

Frank

There is one question (I sent on 18th of Feb.) not answered yet, “AMF/MME has an older version of RACS ID and corresponding UE Radio Capability, how does it knows there are new version of UE Radio Capability ID available and be required to change? àNeed to be described.”

Let me summarize our discussion and suggest the following:

1. For 23.003 CR, C4-200340, we need clearly document:

a. The version id should allocated in an incremental manner;

b. The PLMN Assigned RAC-ID with different versions shall be mapped to the same UE Radio Capability Information.

2. The use of version ID should not be connected to the UCMF Restart.  The following shall be specified, though it would be preferably specified in SA2. 

a. The UCMF, if determining to allocate one or more UE Radio Capability ID with a new version, it shall use Nucmf Notify, to notify the AMF/MME to REPLACE the UE Radio Capability ID with a lower version, with a newer version; so that the AMF/MME can instruct the UE to use new PLMN assigned UE radio capability ID (with new version id;  it is similar what has been specified, that, when operator wants to switch to use Manufacturer ID, the UCMF will provision a list of UE Radio Capability IDs (in Manufacturer assigned operation requested list) to request AMF to instruct UE to remove PLMN assigned UE radio Capability ID; ( I assume this is the only way to my question above);

b. If the AMF receives from a UE or another AMF, with a RACS ID with a newer version ID, and if the AMF has already a “stale” ID together with the dictionary information, the AMF shall update its dictionary entry with RAC-ID with newer version;

c. If the AMF/MME has already newer version RACS ID, while UE has a staled one, the AMF/MME shall instruct the UE to replace with new one.

Waqar

To your question:
>> I am not sure how Version ID is used.  

And on your related proposed UCMF notification mechanism for updating one or more UE Radio Capability IDs:
We discussed this issue in emails on 19th Feb below: S2-1912520 lays down the requirements on the version id quite clearly in this block of text: “PLMN assigned UE Radio Capability IDs related to old values of the Version ID can be removed from cache with priority.” This requirement is clearly implying that all PLMN assigned UE Radio Capability IDs in the “cache” are invalid upon reception of a new PLMN assigned UE Radio Capability ID from the UCMF; 

Frank: Yes, I agree; once a RAC-ID with newer version is received, it shall replace the one with older version 

[Wagar] it is not about “the one” RAC ID, it applies to all RAC IDs in cache with older versions.
“all” because the requirement does not restrict this action to only some UE Radio Capability IDs with some specific version. 

Frank: I am assuming this is for RAC-IDs for the same UE Radio Capability Information. NOT for all UE Radio Capability Information, right? If so, we have the same understanding.

[Wagar] Please see above, this is based on my understanding.
The “cache” in this sentence is defined in the sentence before: it is all the PLMN Assigned UE Radio Capability ID data cached by any RACS supporting UEs, AMFs and RAN nodes in the PLMN. So this concise block of text makes it quite clear that upon reception of a new PLMN assigned UE Radio Capability ID from the UCMF, all (and not one or more) PLMN assigned UE Radio Capability IDs are to be considered stale. 

Frank: see above.
This situation now makes the proposed implementation in C4-200445 needed. These SA2 requirements are however not commenting on the reasons of this happening (restart or something else).

Frank

The key question is how to interpret the SA2 requirement ““PLMN assigned UE Radio Capability IDs related to old values of the Version ID can be removed from cache with priority.”” 
· Whether ALL PLMN assigned UE Radio Capability IDs (corresponding to different UE Radio Capability information) with the SAME older version stored in AMF/MME shall be replaced by PLMN assigned UE Radio Capability IDs with newer version?
[Wagar] the requirement reads “old values of the Version ID”, and as before, since it is not restricting to some specific old values, it implies that it is a requirement on all old values of the Version ID

[Frank] If as you understand, how could “OLD VALUES of the Version ID), there is ONLY one VERSION ID! Again how does AMF/MME know there is new Version ID available?

[Wagar] To review: SA2 requirement is that there is only one valid version ID in the PLMN at a given time. As I see below, Ulrich shared the same understanding in his email below on 21st Feb. The way to implement this in the being discussed CR is that UCMF increments this version ID. Based on this implementation, as soon as a RACS capable node (e.g. AMF) sees an incremented version of the version ID, it concludes that any other smaller version is now invalid in the PLMN and also in its own cache.
  Or Just Removed? 

[Wagar] I hope this is already clarified in the above.
· Whether AMF/MME can have PLMN assigned RAC-IDs with only ONE version at certain point of time?

[Wagar] The way the requirements are setup, its not just about AMF/MME; it applies to any of the RACS supporting nodes: UEs, AMFs and RAN nodes. And it also implies by above, that exactly one version ID shall be considered valid at any given instance of time, all other versions in the caches of these nodes are considered invalid.
· Is there any scenarios, only some of UE RAC-IDs need to update the version?

[Wagar] No, not based on my read.
In my understanding, when UCMF determine to change “the version ID” for one RAC-ID or more RAC ids, it just notify the AMF/MME to replace.

Could you please explain how Version ID would work otherwise?

[Wagar] Please see above.
Open
Text improvements needed?

In addition open:  how to  solve partly clash with C4-200877

draft revision 2 provided
Frank: How to synchronise Network and UE?

How to guaranty that the actual version in network is the same as the actual version in the UE.

Ulrich: we have a requirement that there should be a version inside the radio capability

At the moment only 23.003 is clear.

2 posibilities:

We propose solution to SA2

We ask SA2 for solution

Send LS

How to handle old and new version of radio capabilities.

Frank proposes a notification based solution.

Frank should make a proposal on the reflector.

If we can not reac consensus, postponed  to next meeting
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	0622
	pCR 29.673  Rel-16 UcmfNotification for deletion
	Ericsson
	
	Varini:

I have a question for clarification on this pCR:
Table 6.2.6.2.9-1 (below): Is the UCMF is expected to provide the complete list of PLMN Assigned RAC IDs or TACs every time even if a single entry was added? I think over a long run, the lists will keep getting longer at UCMF. Should we explore ways to provide the list in incremental manner? 

As an implementation option, a notification containing entire list can probably be sent to AMF when it first subscribes to events from AMF.

NOTE 1:   Either plmnAssiUeRadioCapId or typeAllocationCode shall be present, not for both.

One minor comment: I think there is a typo, the red part in Note 1 should be “but not both”.
Frank:

I have been thinking of this, and this can be done by adding a few more IEs, e.g. “Added TAC in Manufacturer Assigned operation requested list", "Removed TAC from Manufacturer Assigned operation requested list", "Removed UE Radio Capability ID from Manufacturer Assigned operation requested list”, “Added UE Radio Capability ID in Manufacturer Assigned operation requested list”.

I just felt such optimisation is really necessary, considering such operation may not that often.

Varini 

fine with the clarification



	
	
	0623
	pCR 29.673  Rel-16 Other alignment with stage 2 requirements and cleanup
	Ericsson
	
	

	
	
	0624
	pCR 29.674  Rel-16 Event Notification for Deletion
	Ericsson
	
	

	
	
	0625
	pCR 29.674  Rel-16 Other alignment with stage 2 requirements and cleanup
	Ericsson
	
	

	
	
	0651
	CR 23.003 0574 Rel-16 DNS identifiers for UCMF
	Samsung, Ericsson
	
	WI RACS

CAT B

	
	
	0652
	CR 29.303 0126 Rel-16 UCMF Selection by MMEs
	Samsung, Ericsson
	
	WI RACS

CAT B

	
	
	0741
	CR 29.571 0188 Rel-16 Remove the common data type Software Version Number
	Ericsson
	
	WI RACS

CAT B

Ulrich

Other Comments: I cannot find SwVersionNumber in 29.518.
Open

	
	
	0814
	discussion   Rel-16 RACS CT work plan
	Qualcomm Incorporated
	
	

	
	
	0815
	CR 23.008 0578 Rel-16 Addition of UE radio capability ID to subscriber data
	Qualcomm Incorporated
	
	WI RACS

CAT B

	
	
	0877
	CR 23.007 0371 Rel-16 URCMP based restart procedures
	Ericsson
	
	WI RACS

CAT B

Frank: overlap to certain extent with C4-200445

Needs to be clarified how to solve partly clash with C4-200445.

	6.1.12
	CT aspect of single radio voice continuity from 5GS to 3G
	
	
	
	
	5G_SRVCC

	Thursday
	
	0479
	CR 23.008 0575 Rel-16 Introduce support for 5G SRVCC in PS Network Access Mode Data (5GS)
	BlackBerry UK Limited, Hewlett Packard Enterprise
	
	WI 5G_SRVCC

CAT B

Many

Table 5.2B-1 UE SRVCC Capability should be changed to UE 5G SRVCC Capability, since the UE indicates "5G SRVCC from NG-RAN to UTRAN" in 5GS NAS according to 23.501.

John Luc

The field UE SRVCC Capability is described in clause 2.21.2 according to the table 5.2B-1:
2.21.2    UE SRVCC Capability

This information element indicates the SRVCC capability of the UE and is described in 3GPP TS 23.237 [87].
The UE SRVCC Capability is temporary data conditionally stored in the UDM, HSS, AMF, MME and SGSN.
The highlighted texts are added in the CR.

It is true that the capability, whether it is for 5G or 4G/3G, is described in 23.237. 

I think for the purposes of this TS we can keep the name of the capability as is? Even for 4G/3G capability 23.401/23.216 wasn’t referred to?
Many

The updated table is
5.2B    PS Network Access Mode Data (5GS)
So, it is consistent to indicate then that the SRVCC capability is the 5G SRVCC. Otherwise, we are creating a mess in TS 23.008, since the same information is also listed in table 

5.2A    PS Network Access Mode Storage (EPS)
ANd in particular, this related text does not mention AMF:

2.21.2     UE SRVCC Capability
This information element indicates the SRVCC capability of the UE and is described in 3GPP TS 23.237 [87].
The UE SRVCC Capability is temporary data conditionally stored in the HSS, MME and SGSN.

For the sake of clarity, and to avoid a messy spec, I suggest to add a new clause for 5GS related data, similar to 2.21.2, as follows:

2.21.X    UE 5G SRVCC Capability
This information element indicates the 5G SRVCC capability of the UE and is described in 3GPP TS 23.237 [87].
The UE 5G SRVCC Capability is temporary data conditionally stored in the UDM and AMF.
Open

Draft revision to be provided?

	
	
	0480
	CR 23.632 0006 Rel-16 Introduce 5G SRVCC support
	BlackBerry UK Limited, Hewlett Packard Enterprise
	Revised to C4-200933
	WI 5G_SRVCC

CAT B

Clashes with C4-200441, 0580

Zhijun:

- For an operator who supports SRVCC, it may configure SRVCC parameters both in 4G HSS and 5G UDM, separately. In this case, there is no need for the HSS to interact with UDM to retrieve SRVCC parameters from UDM.
- 5.4.X1, step 3 says the HSS determines the need to query UDM based on the awareness of 5G subscription. It introduces strong requirement to operator on 4G HSS checking 5G UDM subscription, however it may not need at all. Operator may have local policy, e.g. a simple switch parameter, to trigger doing so. Hence, ZTE would like to revise the text to say “the HSS, based on operator policy, may query UDM to retrieve SRVCC parameters….”.

- 5.4.x2, we don't’ think it is a good idea to introduce Nudr support to HSS, as we have UDICOM mechanism. So, ZTE propose not introduce 5.4.X2 mechanism.
Inline with Existing parts of the spec
John Luc

Is it fair to state that if the HSS doesn’t interact with the UDM for SCVCC parameters, this particular HSS simply doesn’t support “User Data Interworking, Coexistence and Migration within the 5G System” for the SRVCC parameters?
[Zhijun] I am not against the HSS interact with UDM for SRVCC parameters. What I mean is, the HSS may or may not do that, which might be controlled by the operator using some switch parameters.
What I don't like is the statement makes the HSS has to check the UDM without any operator condition.

The scope of this TS is “User Data Interworking, Coexistence and Migration within the 5G System”.

In my opinion, that means your points 1 and 2 do not apply in the context of this TS?
[Zhijun] The UDICOM specification addresses any potential interaction between HSS and UDM, but it doesn't mean an operator has to follow every procedure in that TS. This is always the common principle

Ulrich:

1/ the Tdoc number is C4-200480, not C4-200490
2/ I’m fine to take this CR as basis and merge 0441

3/ Instead of defining a new service operation (Nudm_MT_Update) I prefer to reuse the existing Nudm_PP_Update

Many:

About this statement:
- if the UE SRVCC Capability from the HSS and the UE SRVCC Capability from the UDM indicates UE SRVCC not supported, the HSS indicates "UE-SRVCC-CAPABILITY-NOT-SUPPORTED" to the IMS AS. The HSS indicates "UE-SRVCC-CAPABILITY -SUPPORTED" otherwise, unless the UE SRVCC capability is not available (see 3GPP TS 29.328 [zz]).

It the UE registered in IMS over NG-RAN/5GC and it does not support 5G-SRVCC, why should we indicate the SCC-AS that UE supports SRVCC just because it supports it for EUTRAN->GERAN/UTRAN?? When the UE initiates a voice call over NR, will SRVCC be allowed by SCC-AS in such case?
See parallel discussion on C4-200580

John Luc

> “When the UE initiates a voice call over NR, will SRVCC be allowed by SCC-AS in such case?”
For this UE, while the voice call is on NR, the NG-RAN will not initiate SRVCC. The NG-RAN “knows” the UE “does not support 5G-SRVCC”.

I note you do not question the need to provide STN-SR which follows the same logic?

-     if the STN-SR from the HSS or the STN-SR from the UDM is empty, it indicates the user is not subscribed to (5G) SRVCC. If the HSS and the UDM indicate the user is not subscribed to (5G) SRVCC, the HSS indicates an empty STN-SR to the SCC AS. The HSS indicates a non-empty STN-SR, otherwise; and
Many

· if the STN-SR from the HSS or the STN-SR from the UDM is empty
Shouldn’t they be the same? Initially, they will be provisioned, and then after that they’ll be overwritten at the first IMS registration by the ATCF->SCC-AS->HSS->UDM (this last step is provided that this meeting we agree on the UDICOM aspect, hopefully) Or do you have in mind that a user might be provisioned with an STN-SR in HSS (meaning that 4G SRVCC is subscribed/allowed for the UE) and no STN-SR provisioned in UDM? It should not be like that, or? Either the UE is allowed to use SRVCC or not but, the way I see it, and specially after the very first IMS registration by the UE, the STN-SR/ATCF should be the same in both HSS/UDM?

I see the need of updating STN-SR from HSS->UDM, but the need of retrieving the STN-SR from UDM if HSS has already an STN-SR is not clear to me. Same as for C-MSISDN: if the basic MSISDN in CS domain exists in HSS, why should we retrieve the C-MSISDN from UDM? Shouldn´t they be the same since the CS domain to “correlate” the MSISDN is unique?

BTW, I agree with the editor’s note about CS->PS SRVCC in our CR. Sorry I forgot to mention it. Too many mails flying ☹
Many

1) I can modify Ericsson CR and provide a single/merged capability to align with HP/Blackberry CRs (I’ll sort out how we can make it in an proper way just in case we need to extend it)
2) I can put an editor’s note indicating that a single SRVCC capability needs to be confirmed by SA2.

3) We can send an LS to SA2 and ask them to clarify the meaning of “usable” in TS 24.237, including this text below and questioning whether it’d be worth for SCC-AS to update ATCF (with ATU-STI), to update the STN-SR in HSS (and possibly UDM and AMF) when the UE is camping on NG-RAN, it registers in IMS and it does not support 5G-SRVCC.

The SCC AS shall determine that PS to CS SRVCC is usable for the UE if the UE PS to CS SRVCC Capability (see 3GPP TS 29.328 [6]) of the UE has value UE-SRVCC-CAPABILITY-SUPPORTED and if the private user identity of the UE has associated STN-SR (see 3GPP TS 29.328 [6]).
If SCC AS supports CS to PS SRVCC, the SCC AS shall also determine whether the CS to PS SRVCC is usable for the private user identity of the UE as described in subclause 6.3.4.

When the SCC AS becomes aware of a new contact address (or new registration flow, if multiple registration mechanism is used) that fulfils the above criteria and:

- PS to CS SRVCC is usable for the UE; or

- the SCC AS supports CS to PS SRVCC and CS to PS SRVCC is usable for the UE;

the SCC AS shall perform actions as described in subclause 6.3.3 with the related ATCF.
Many

After internal discussions with our CT1 colleagues, and reviewing the current text in TS 24.237, I think we don’t need an LS to SA2 after all, since it is decided in TS 23.216 that the two SRVCC capabilities are separate and indicating different things, with different clauses when it comes to procedures for EUTRAN to UTRAN/GERAN and NG-RAN to UTRAN. As I said in previous mails: we don’t see the reason to merge them at some point in the network since they are different UE capabilities in SA2.
Given that it is not up to us to decide what is the usage of such information by any entity (including SCC-AS) which can use any means or local policy to ignore it or use it, but instead our task is to simply convey the exact and accurate information about what the UE supports, this is our proposal:

1) Keep our CR for SRVCC-data in eIMS as it is, that is, returning the two capabilities (legacy SRVCC and 5G-SRVCC)

2) If we are to re-use the new data type you are defining in your CR, and given that 29.571 is used as common data for current and future APIs, extend your proposed UeSrvccCapability to convey the two separate capabilities, or create a new one e.g. SrvccCapability5g in addition to your data type UeSrvccCapability (that would be our preference)

3) Ericsson can bring a CR for next meeting, to align Sh interface by extending the UE srvcc capability to additionally add 5G SRVCC support

4) Also, CT1 TS 24.237 needs to be aligned with the Sh updates, so we can bring up both CRs to CT1 and CT4 together.

I think this is the proper way to design the interfaces and APIs, since from the very beginning 5G SRVCC was decided to be different to legacy SRVCC. If we merge them, not only we’d loose information in the core and service layer network, but we’d be exposed to potential issues in the future just because at some point in the network we decided to merge two different UE capabilities.

Does this approach sound reasonable to you?

Chi
Thanks a lot for your hard work and sorry for jumping in the discussion so late.
To our understanding, 5G-SRVCC and (4G)SRVCC require different network architectures and UE capabilities, so we also do not see the necessity and benefit to keep only one mixed set of subscription data for both kinds of SRVCC. From our perspective, even if we deploy 5G-SRVCC and (4G)SRVCC simultaneously, it is simpler and more clear for us to manage the subscription data respectively in HSS and UDM.

How do you think? Please let me know if I miss anything regarding the discussion. :)
Many

· BlackBerry maintains that the stage 2 for the proposal to return two capabilities is missing
We still believe that there is no stage 2 text stating or suggesting that strictly one generic UE capability of the two UE capabilities defined in stage 2 (TS 23.216) and in stage 3 (TS 24.301 and 24.501) should be returned by HSS. Stage 2 decided to create 5G-SRVCC to differentiate it from 4G-SRVCC, and we think that CT4 is perfectly entitled to maintain the exact same UE capabilities across the core network unless there is a recommendation to not do it or potential issues when doing it.

I still have doubts about the benefits and future proof-aspects of merging two UE capabilities having different meaning and requiring different support in the network into just one generic. Ericsson is not in the position to ensure that no SCC-AS vendor is (or will be) interested in distinguishing between the two UE capabilities to, e.g. apply operator policies, statistics, KPIs, etc.

If there are no other views, we have no problem to postpone the CR and bring the three stage 3 CRs for next meeting, but we wonder about the advantage of that when compared to agreeing the present document, submitting for this meeting (next week) a CR to align Sh, and fix the CT1 spec for next meeting. Alternatively, we can also simply update the CR with an editor’s note indicating that the use of two capabilities is under investigation?

John Luc

BlackBerry are fine with adding an editor note as suggested below.
merge 441 into this add Nokia as co-source

add also WI code for UDICOM
draft revision 1 provided 

John Luc

BlackBerry is fine to remove the procedures on consolidation of the 5G-SRVCC and (4G)SRVCC UE capabilities from the BlackBerry CRs, in order to make progress.
BlackBerry will prepare a V2 of the impacted CRs and provide them by day’s end.

However:

> “Keep our CR for SRVCC-data in eIMS as it is, that is, returning the two capabilities (legacy SRVCC and 5G-SRVCC)”

I would prefer that CT4 at this meeting also doesn’t progress “returning the two capabilities”. BlackBerry maintains that the stage 2 for the proposal to return two capabilities is missing. Also the procedures in 24.237 are missing. Furthermore, the corresponding changes to Sh are not submitted to this meeting.

Draft revision 1 provided
Revision provided in 0933

	
	
	0933
	CR 23.632 0006 Rel-16 Introduce 5G SRVCC support
	BlackBerry UK Limited, Hewlett Packard Enterprise
	Revised to C4-201041
	WI 5G_SRVCC

CAT B

John Luc

It merges 441 (I like Nokia to confirm if the merged came out as expected)
It makes various procedures conditional to operator policy, as requested by ZTE

It replaces the consolidation of the 5G-SRVCC and (4G)SRVCC UE capabilities with an editor note.

Draft revision 1 provided
Zhijun
Thanks for the update. I am fine to the changes.
With this statement, it is fair to operators either who wants to seperate the 4G SRVCC configuration and 5G SRVCC configuration or who wants to binding them together
Many

1) Step 6 in 5.4.x1. There is an editor’s note, but the text still reads single SRVCC capability. The editor’s note should not address how to obtain the SRVCC capability (it is obvious that UDM needs to be contacted), but how to convey such information towards SCC-AS. Here is a suggestion:
6.          The HSS provides a single C‑MSISDN, a single STN-SR and a single UE SRVCC Capability data to the IMS-AS, as follows: 

- if the C‑MSISDN from the HSS and the C‑MSISDN from the UDM are empty, the HSS indicates an empty C‑MSISDN to the SCC AS. The HSS indicates a non-empty C‑MSISDN, otherwise;

- if the STN-SR from the HSS or the STN-SR from the UDM is empty, it indicates the user is not subscribed to (5G) SRVCC. If the HSS and the UDM indicate the user is not subscribed to (5G) SRVCC, the HSS indicates an empty STN-SR to the SCC AS. The HSS indicates a non-empty STN-SR, otherwise.

Editor's note: procedures for obtaining the UE SRVCC Capability/ies and returning them to SCC-AS are FFS.

2) Same comment applies for step 4 in 5.4.x2

And a general comment: it is very confusing when we mention UE SRVCC capability (instead of 5G SRVCC capability) retrieval from UDM or from 5GS-UDR. A new reader might understand that we are  retrieving the same capability from EPS-UDR and from 5GS-UDR; when that is not true, right? We are retrieving two different capabilities, indicated separately by the UE, and stored in different types of UDR (EPS and 5GS). My suggestion, for the sake of clarity, would be to append the “5G” for the UE SRVCC capability retrieved from UDM/5GS-UDR.

Open

Draft revision to be provided?

	
	
	1041
	CR 23.632 0006 Rel-16 Introduce 5G SRVCC support
	BlackBerry UK Limited, Hewlett Packard Enterprise
	
	

	
	
	0481
	CR 29.328 0631 Rel-16 Introduce support for accessing 5G SRVCC data via Sh
	BlackBerry UK Limited, Hewlett Packard Enterprise
	Revised to C4-201042
	WI 5G_SRVCC

CAT B

Zhijun:

- Sh interface is only used between AS and HSS. We should not touch so much detailed HSS-UDM interaction behind the Sh interface. Instead of saying “if no STN-SR in HSS, or no STN-SR in UDM, the HSS …”, we can simply add a NOTE somewhere to say the HSS may interact UDM to retrieve SRVCC parameters, based on operator policy, and then we can refer to TS23.632 in that NOTE

Many:

If the UE SRVCC capability in the UDM or the HSS indicates the capability is available, the UE SRVCC capability shall be indicated as available.
See response for 480

[John Luc] the requirement as phrased above is inline with stage 2. Furthermore, no SCC AS behaviour is defined for more granular “US SRVCC capability” information. However, we intent to align this CR with the outcome of 480 discussion.
If the user is SRVCC subscribed or the user is 5G-SRVCC subscribed, an STN-SR shall be indicated.

The presence of a (provisioned) STN-SR indicates that SRVCC is allowed, or we can say that it implicitly indicates that SRVCC is subscribed. It is not the other way around. There is no “SRVCC subscription” as such to be provisioned, but an STN-SR number to be provisioned.

From TS 29.228:

NOTE 7: If there is no available STN-SR in the HSS, it indicates that the user is not SRVCC subscribed, as described in 3GPP TS 23.008 [27].
[John Luc] the requirement has been removed to reduce duplication in response to ZTE’s comment.
Draft revision 1 provided 

Zhijun: can the description be simplified in this spec. e.g. reference  to..

Draft revision  2 provided
Zhijun

- 6.1.1, NOTE8 --> NOTE7, NOTE9-->NOTE8
John Luc

will be fixed in C4-201042

	
	
	1042
	CR 29.328 0631 Rel-16 Introduce support for accessing 5G SRVCC data via Sh
	BlackBerry UK Limited, Hewlett Packard Enterprise
	
	

	
	
	0656
	CR 29.274 1979 Rel-16 5G-SRVCC Procedure for Emergency Session
	ZTE, China Unicom
	
	WI 5G_SRVCC

CAT B

Bruno

the proposed solution looks ugly to me (overloading an existing IE with new semantic and requiring local cfg). I definitely favour defining a proper emergency indication flag.  
Zhijun

OK, then we go to option #2 described in the coversheet. Now I defined new bit flag - "EMCI" in "Indication Flags" for indicating the UE has emergency PDU session.
The v1 is uploaded to /inbox/drafts/[6.1.12-5G_SRVCC] folder. Your comments are welcome
Draft revision 1 provided


	
	
	0887
	CR 29.571 0193 Rel-16 Introducing ueSrvccCapability
	BlackBerry UK Limited
	Revised to C4-201043
	WI 5G_SRVCC

CAT B

Zhijun:

Currently TS29.503 defines th ueSrvccCapability as a simple boolean type. I think other interfaces can also simply define the ueSrvccCapability attribute of type boolean.
Then it seems no strong need to define a common data type in TS29.571. 
Bruno:

Small edits: 

· UESrvccCapability -> UeSrvccCapability (to comply with naming conventions from 29.501)

· "The enumeration UESrvccCapability defines allows …"

Draft revision  1 provided
Draft revision 2 provided
Draft revision 3 provided

	
	
	1043
	CR 29.571 0193 Rel-16 Introducing ueSrvccCapability
	BlackBerry UK Limited
	
	

	
	
	0890
	CR 29.503 0371 Rel-16 Correcting ueSrvccCapability
	BlackBerry UK Limited
	Revised to C4-201044
	WI 5G_SRVCC

CAT F

Zhijun:

As I commented to C4-200887, we don’t see the strong need to change the type to Enum. Current Boolean type already meets the need

Ulrich:

1/ impacts to APIs missing in “other comments” on cover page
2/ This CR replaces boolean with enum; but description column in table 6.2.6.2.2-1 still says “true:……false:….”

3/ in Amf3GppAccessRegistrationModification: new type UESrvccCapabilityRm is required and nullable: true must be removed
Draft revision 1 provided

Draft revision 2 provided
Zhijun

You changed the data type name to "UeSrvccCapability" in TS29.571, but it remains "UESrvccCapability" in TS29.503
John Luc

will be fixed in C4-201044


	
	
	1044
	CR 29.503 0371 Rel-16 Correcting ueSrvccCapability
	BlackBerry UK Limited
	
	

	
	
	0897
	CR 29.272 0811 Rel-16 Update UE SRVCC capability description
	BlackBerry UK Ltd.
	withdrawn
	WI 5G_SRVCC

CAT B

	6.1.13
	CT Aspects of 5G URLLC
	
	
	
	
	5G_URLLC

	Wednesday
	
	0571
	CR 29.244 0364 Rel-16 Ethernet PDU Session Anchor Relocation
	Nokia, Nokia Shanghai Bell
	
	WI 5G_URLLC

CAT B

	
	
	0680
	CR 29.510 0300 Rel-16 UPF selection for redundant transmission
	Huawei
	Revised to C4-201018
	WI 5G_URLLC

CAT B

Bruno:

Support of redundant transport path should be specified per network slice (as dependent on the transport network and not only the UPF capability itself).
Caixia: Do you mean the redundant transmission capability for redundant transport path shall be registered based on the S-NSSAI in UPF?

Bruno> yes

It might be clearer to rename “RedundantTansCap” to “RedundantTransmCap”, and “redundant-capability” to “redundantTransmCap”. 

Caixia: I am fine with others, but for the query parameter “redundant-capability” in the NF discovery service, all other query paras are defined as lower-with-hyphen, is it acceptable to define this para as lowerCamel?

Bruno> yes, what about redundant-transm ? (if you don’t like it, you can keep your parameter name)
Draft revision 1 provided


	
	
	1018
	CR 29.510 0300 Rel-16 UPF selection for redundant transmission
	Huawei
	
	

	
	
	0699
	CR 29.510 0305 Rel-16 UPF selection for redundant transmission
	Huawei
	withdrawn
	WI 5G_URLLC

CAT B

	
	
	0715
	CR 29.244 0375 Rel-16 Support of Redundant Transmission
	Huawei
	Revised to C4-201019
	WI 5G_URLLC

CAT B

Bruno

1) Redundant packets can be sent via a different network instance.
cf 23.501: “the SMF or PSA UPF should provide different routing information in the tunnel information (e.g. different IP addresses or different Network Instances).” 
So not only the Local F-TEID but also the Network Instance may differ for the redundant tunnel, in the PDI IE or Traffic Endpoint.

Ditto for sending DL packets using two tunnels using different network instances.

2) I don't see the need for an ADD flag to request the UPF to set the same sequence nb. When being instructed to duplicate packets for redundant transmission (with the new flag in Apply-Action), the UPF knows that it shall use the same sequence nb when duplicating packets.
3) Likewise, I don't see the need for a DPD flag. We can define a new flag in Apply-Action to request elimination of duplicate packets. We cannot use the DROP flag for duplicated packets.
4) In 5.24.2, it would be clearer to start by describing how the SMF requests the allocation of the redundant tunnel (even before describing how to request duplication of packets or elimination of redundant packets).
5) How the UPF detects duplicate packets is implementation specific (i.e. we do not need the last but one paragraph of 5.24.2).
6) Table 7.5.2.2-5:; no need for Sequence NB. But need for Nerwork Instance
7) 7.5.2.3: cannot we reuse the existing duplication functionality (for LI)? missing "x" for N4 and "-" for other interfaces.
8) Table 7.5.2.3-4: do we need the Destination Interface? in which scenario? Missing Network Instance.
9) Table 7.5.3.2-1: we can simply directly report the "Local F-TEID for Redundant Transmission".

10) 7.5.3.5: ditto
11) 7.5.4.3: missing "x" for N4 and "-" for other interfaces.

12) 8.2.26: DFRN -> DFRT. Nok with the very last statement (DROP).

Frank:

I have one question to your comments:
1) How the UPF detects duplicate packets is implementation specific (i.e. we do not need the last but one paragraph of 5.24.2).

Isn’t it according to C4-200371,  RAN3 has agreed to add the sequence number per QoS flow in the PDU session user plane protocol as specified in TS 38.415 for the duplicated transmission of specific QoS flows. The NG-RAN or the UPF can eliminate or add the sequence numbers for those duplicated user plane packets corresponding to these specific QoS flows.
Why you say it is implementation specific?
Bruno:

Yes, this shall rely on the sequence number as you say (and this should be specified explicitly in the spec). The text I ask to revert is: 
For the PDR with two local F-TEID, the PSA UPF shall match the received uplink packet to either of the F-TEID. With the DPD flag received in the Sequence Number IE, the PSA UPF shall eliminate the duplicated uplink packets by including the sequence number received in the original uplink packet in the matched PDR, if the same value of the sequence number is not already existed in the PDR. And the PSA UPF shall remove the sequence number of the received duplicated uplink packet in the matched PDR, if the same value of the sequence number is already existed in the PDR.
Caixia revise the paper, mainly with the following changes: 
1. Add network instance in the Redundant Transmission Parameters;
2. Revert the new added sequence number IE;
3. Explicitly specified the UPF shall add the same sequence number for the redundant transmission packets based on TS 38.415;
4. Replacing the using of DROP in apply action with ETDP to eliminate the duplicated packets in the UPF;
5. Add paragraphs on how to setup two independent tunnels on N3/N9;
6. Not reuse the existing duplication functionality, as the Destination Interface is mandatory;
7. From UPF to SMF, use Local F-TEID for Redundant Transmission directly;
Draft revision 1 provided
Bruno: uploaded my comments/updates to your version v1 in the draft inbox

Frank

I have uploaded a new revision on top of Bruno’s with a few changes, mainly in 5.24.2.
Draft revision 2 provided


	
	
	1019
	CR 29.244 0375 Rel-16 Support of Redundant Transmission
	Huawei
	
	

	
	
	0765
	Work Plan    5G_URLLC work plan
	Huawei
	Noted
	

	6.1.14
	SBA interactions between IMS and 5GC
	
	
	
	
	eIMS5G_SBA

	Thursday
	
	0336
	pCR 29.562  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200963
	Draft revison 1 provided

	
	
	0963
	pCR 29.562  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0572
	pCR 29.562  Rel-16 General clauses
	Ericsson
	
	

	
	
	0573
	pCR 29.562  Rel-16 IMS Registration Status
	Ericsson
	
	Ulrich

query parameter supported-features is missing in 
      parameters:

        - name: imsUeId

          in: path

          description: IMS Identity

          required: true

          schema:

            $ref: '#/components/schemas/ImsUeId'

Bill

Table 6.2.6.1-1 Clause defined 6.2.6.2.x => 6.2.6.3.x
Table 6.2.6.2.x1-1: Definition of type ImsRegistrationStatus => the reference to 3GPP TS 29.328 is missing in clause 2 and some hard spaces is missing.

"NOTE:     See clause 3.1 for more details on the IMS registration states and terms." in Table 6.2.6.3.x-1: Enumeration ImsRegistrationState => now, the clause 3.1 is empty.

One question for " NOTE:         In addition, common data structures as listed in table xx are supported." in Table 6.2.3.x.3.1-3, what are the common data structures?

This kind of NOTE is used in many places in TS 29.562.

Many
"NOTE:     See clause 3.1 for more details on the IMS registration states and terms." in Table 6.2.6.3.x-1: Enumeration ImsRegistrationState => now, the clause 3.1 is empty.
It is completed in CR #572 (General Chapters)

One question for " NOTE:         In addition, common data structures as listed in table xx are supported." in Table 6.2.3.x.3.1-3, what are the common data structures?

This kind of NOTE is used in many places in TS 29.562.

Thanks for bringing up this issue. I noticed that in some other TS's (e.g. UDM), a similar text exists in those tables, and I saw that it usually refers to non-existent tables, so not sure what to do...

I’d suggest to remove them and introduce them when the time comes (if we see the real need). What do you think?
Draft revision 1 provided


	
	
	0574
	pCR 29.562  Rel-16 Priority
	Ericsson
	
	Ulrich

1/ query parameter is missing in 
      parameters:

        - name: imsUeId

          in: path

          description: IMS Identity

          required: true

          schema:

            $ref: '#/components/schemas/ImsUeId'

2/ typo in table 6.2.6.1-1: “allows” should read “allowed”

3/ new references in table 6.2.6.3.2-1 are mixed: replace [xx] with [yy] and [yy] with [xx]

Bill

In step 1 in clause 5.3.2.2.x, the UE's charging information => the UE's service priority level
Draft revision 1 provided

	
	
	0575
	pCR 29.562  Rel-16 SDM IFCs
	Ericsson
	
	Yvette
-Figure 5.3.2.2.7-1: IMS Initial Filter Criteria Retrieval ::Wrong numbering , please delete the comment in the Figure 
-Table 6.2.6.2.x4-1: Definition of type Spts :: Misspelling in the description on the 3rd line (Initites the type of registration)
-Table 6.2.6.2.x7-1: Definition of type ApplicationServer:: Misspelling in the description on the 3rd line(Iindicates a list of  )

Ulrich:

1/ 6.2.6.2.x1: both attributes are conditional, not optional; cardinality should be 1..N
2/ table 6.2.6.2.x3-1: remove change over change; why is the table note needed?
3/ heading of table 6.2.6.2.x4-1: Spts should be Spt

4/ table 6.2.6.2.x4-1: some attributes are conditional, not optional, see note 2; cardinality of regType should be 1..2

5/ 6.2.6.3.x4: where does “INCLUDE_IMSI” come from? Cannot find it in 29.228

6/ query param missing in OpenAPI

7/ table 6.2.6.3.x2-1: in values replace – with _

Many

5/ 6.2.6.3.x4: where does “INCLUDE_IMSI” come from? Cannot find it in 29.228
It comes from this statement:

One optional instance of the ServiceInfo attribute. The ServiceInfo attribute allows to download to S-CSCF information that is to be transferred transparently to an Application Server when the trigger points of a filter criterion are satisfied. ServiceInfo is a string conveying that information. See  TS 23.218 [6] for a description of the use of this information element.

Which is not aligned with this from TS 23.218:

- optional Service Information that shall be added to the message body before it is sent to the Application Server (as an example this may include the IMSI for the IM-SSF). 

It is not transparent, since the S-CSCF needs to know it, right? This is supposed to assist legacy IN-SSFs which co-exist for SIP-based and CAMEL-based services (with no Sh interface), I guess?

Ericsson decided to correct it and keep it in SBI, but perhaps this is the time to get rid of it, since the IMSI can be fetched via nhss_SDM… or that is what I claimed internally 😊 What do you think?

As for the other comments, thanks for spotting them, Ulrich. We’ll do the task of getting the CRs fixed before next week
Ulrich

My preference is to align Nhss_ims as much as possible with the existing Cx stage3.
Many

· To remove the INCLUDE_IMSI option
· To get rid of current serviceinfo in Cx (transparent data) to be passed to AS, since this can be done by other means (e.g. using URI parameters in the AS URI, as operator actually do in deployments)

Draft revision 1 provided
Many

The most relevant change is the removal of the IMSI inclusion in service info, as agreed with Ulrich. The Service info is now used to include register request and response only. No specific info for transparent data is supported to be included by S-CSCF (actually, it was not specified before how to convey such info, e.g. in a SIP header?)

	
	
	0576
	pCR 29.562  Rel-16 Server Name
	Ericsson
	
	Bill

1) query parameter supported-features is missing in 
      parameters:

        - name: imsUeId

          in: path

          description: IMS Identity

          required: true

          schema:

            $ref: '#/components/schemas/ImsUeId'

2) new reference for RFC 3261 in clause: replace [16] with [xx]

3) in the first paragraph of clause 5.3.2.2.x: …Server Name (S-CSCF name) associated to the UE. The request contains the UE's identity… (A period is missing.)
Draft revision 1 provided

	
	
	0577
	pCR 29.562  Rel-16 Trace
	Ericsson
	
	Bill

1) in the first paragraph of the clause 5.3.2.2.x: …sends a request to the HSS to receive the Charging Information associated to the UE The request contains the… => …sends a request to the HSS to receive the service level trace information associated to the UE. The request contains the…
2) Table 6.2.6.2.x1-1: Definition of type ImsProfileDataChargingInfo => Definition of type serviceLevelTraceInfo
3) query parameter supported-features is missing in 

      parameters:
        - name: imsUeId

          in: path

          description: IMS Identity

          required: true

          schema:

            $ref: '#/components/schemas/ImsUeId'

Draft revision to be provided

	
	
	0578
	pCR 29.562  Rel-16 Charging Information
	Ericsson
	
	Bill

After checking with our SA5 delegate, the selection of CHF based on NRF has not been specified for some of the IMS nodes (MRFC, AS, IMS-GWF).
IMO, these IMS nodes can also configure the CHF address locally.

So now, can we not remove the charging information resource from the IMS profile data?

After the SA5 completes the specification (i.e. the selection of CHF for some of the IMS nodes ), then we do the change proposed in C4-200578 in CT4.

Regarding the change to remove "Core Network Authorization", since it is only presented in example statement, we are fine with that.

Just let you know, we are considering whether the statement “Also, Core Network Authorization is removed, since it is considered to be performed by PCRF and PCF in 4G and 5G networks respectively” is correct.

i.e. We are considering whether a “Core Network Service Authorization" resource is needed for IMS profile data

Many

I’ll come back to you shortly about your proposal for charging information, but it seems to me that if NRF is optional in deployments, and given that SA5 is supposed to complete the work (hopefully soon), keeping diameter-based charging for that single reason is not sufficient?

Bill: Thanks. We are fine with your proposal.
As for the Core Network authorization, we decided to remove it since currently is supposed to be a media profile id which points a pre-configured/static sort of “PCC rules” in S-CSCF, or? Do you want to keep it to assist those deployments without PCRF/PCF? For Voice over IP, PCF/PRF are mandatory, so we don’t see the need to enforce authorization on the SDP body in SIP requests by S-CSCF…

Bill: Thanks. I checked your understanding internally. We are on the same page.
Many

I just checked with our SA5 colleagues, and they confirmed that CHF based IMS charging should be completed in Rel-16. Hence, does it add any value to keep just the charging information mentioned in the TS (with no OpenAPI support to convey the diameter URIs) in the TS? I propose to keep our CR as it is and, if we see the need of having diameter-based charging (there should not be any), then a CR can be brought later with the full charging information support (including OpenAPI/JSON updates)

Bill: we can keep the CR as it  is.



	
	
	0579
	pCR 29.562  Rel-16 Location Data
	Ericsson
	
	Bill

1) UtraLocation and GeraLocation are not exist in TS 29.571.
2) In clause 6.1.6.3.x, It shall comply with the provisions defined in table 6.1.6.3.3-1. => It shall comply with the provisions defined in table 6.1.6.3.x-1.

One question for Table 6.1.6.3.x-1: Enumeration RequestedNode, according to the clause 6.3.7A in TS 29.329, the “3GPP-AAA-SERVER-TWAN” is missing, do you have any consideration?

Many

Thanks Bill! No, it was just accidentally missed. I’ll add it to the enumeration.

I’ll also tackle the other editorial comments you sent

Draft Revision 1 provided 
Many

I just uploaded a revised version of the pCR, including the TWAN location information. While updating the paper, I spotted that CSG information for PS/CS was not completed, so I also did some changes.
Also, the cardinality of some IEs was not correct.

As for the references to 29.571, please check C4-200802, which includes the data types referenced here

Let me know whether it is acceptable now. Thanks!

Bill

V1  is OK



	
	
	0580
	pCR 29.562  Rel-16 SRVCC Data
	Ericsson
	
	John luc:

[question for clarification]
5.3.2.2.x has the AS include “query parameters (e.g. supported-features)” for “srvcc-data”. I am not sure what this could be. It seems there is no equivalent of these parameter in Sh? Can you clarify? (this question may show my relative inexperience with the SBA APIs …)

Many: There is a simple reason for that. Most of the GET operations/method include an optional supported-features, even though it might not be required for the specific query. This is to advertise/negotiate the features supported by the NF service consumer (IMS-AS) and the NF service producer (HSS) at the first interaction, even though the interaction itself does not require it (such is this SRVCC case). You can anyway check TS 29.500, clause 6.6.4 for more information
John Luc: It seems that not all the GET operations include “optional supported-features”. It is sure that for these SRVCC operations it is not needed to be included. In my opinion it would be fine not to include the “optional supported-features”
[comment1]

24.237 defines SRVCC information as:

“SRVCC-related information: Information required by the ATCF to perform PS to CS SRVCC transfer or CS to PS SRVCC transfer or both. It is provided in the MIME body as defined in clause D.3.”

1. While CS to PS SRVCC (where PS is supported by 5GCN) is not in scope, the ATCF would still need to obtain the information for a UE capable of registering with IMS via 5G, and subsequently transferring to EPS. Likely this is a UE that supports dual NAS registrations. I believe the CS to PS information should be added or perhaps an editor note could be added to cover the need to study whether to provide CS to PS SRVCC information.

2. The C-MSISDN is omitted in step 2a. The ATCF needs the C-MSISDN. The SCC AS would have to obtain it from the HSS in my understanding. How is the C-MSISDN made available to the SCC AS? If not via this flow, perhaps a NOTE would be useful?

Many: The C-MSISDN is retrieved by querying the resource …/identities/msisdns, since although used for SRVCC, it is still an identity, right? As indicated in 23.003:
The C-MSISDN is equal to the MSISDN or the basic MSISDN if multinumbering option is used (see 3GPP TS 23.008 [2], clause 2.1.3) of the CS access.

Hence, this is provided in the response to the retrieval of MSISDN identities (see from TS 29.562): Table 6.2.6.2.8-1: Definition of type MsisdnList

I can agree though that it would be good to have a NOTE in the SRVCC data resource as you stated, since C-MSISDN is also required for SRVCC to work. I’ll revise the CR accordingly.
John Luc: [JL2] I agree the note would be useful. Thanks for offering to add it.
John Luc: The original question also questioned the absence of the PS to CS SRVCC information. I had a look at 24.237 and found the following requirements (paraphrasing): The SCC AS detects “CS to PS SRVCC is usable” for the UE: “CS to PS SRVCC is usable for UE” depends e.g. on the private user identity of the UE having a CS to PS SRVCC allowed indication in the subscription data. If CS to PS SRVCC is determined to be usable for a UE that is SIP registering, the SCC AS informs the ATCF and the MSC.

The scenario: UE registered with IMS over NG-RAN. The UE transfers to EPS. The UE has a CS call and performs CS to PS SRVCC. This “CS to PS SRVCC” procedure can fail when the MSC hasn’t been informed of SRVCC data by the SCC AS when the UE registered over NG-RAN.

My question: does the pCR enable the SCC AS to determine whether the UE has a “CS to PS SRVCC allowed indication” in its subscription data?
[comment2]

The CR includes an array:

There are no procedures at the SCC AS for differentiating between 5G SRVCC and legacy SRVCC. Furthermore, Sh only provides one SRVCC capability today. There are no CRs AFAIK updating Sh so it supports providing multiple capabilities. Is it too early to provide an array with capabilities given that procedures and stage 2 for it is missing?

Comment would also apply to 6.2.6.3.x
Finally, please note the CR in C4-200887, defining a common type for UEsrvcccapability.

Many: 

As I understand, the UE may provide two different SRVCC capabilities. When in S1 mode, it can provide “SRVCC E-UTRAN to GERAN/UTRAN” capability, whereas in N1 mode, it can provide “5G-SRVCC from NG-RAN to UTRAN supported". Also TS 23.216 states that the UE SRVCC capabilities are different. E// assumption is that the SCC-AS, at some point, should be able to retrieve that information regardless of  the UE using a PDU session or an EPS bearer for IMS.
I can agree anyway that it might be too early to introduce the 5G SRVCC capability, but I wonder what is the current meaning of SRVCC UE capability over Sh? Is it the capability of 4G SRVCC if the UE is accessing via EPC? Or is it 5G SRVCC capability if the UE is accessing via 5GC? In any case, it should be then clarified somewhere that the SRVCC capability is then related to the S1/N1 mode used by the UE at the time of registering in IMS, right? With our proposal, we are not missing any info that it’s already provided over Sh and, in SBI, we should allow IMS-AS to subscribe to UE SRVCC capability changes. Do we think it is better to notify the capability based on the S1/N1 mode of the UE? Or we should rather provide the complete information to SCC-AS?

John Luc: 

Addressing “I wonder what is the current meaning of SRVCC UE capability over Sh”. The SRVCC capability for the UE (over Sh) indicates (prior to 5G-SRVCC): “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN”. The later (“SRVCC UTRAN to GERAN”) may be academic. But the point is that IMS doesn’t care whether the UE supports “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN” or a combination thereof. BlackBerry’s understanding of 23.237/216 is that, equally, the IMS doesn’t care whether the UE supports “5G SRVCC NG-RAN to UTRAN”, “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN” or a combination thereof.
Thus our understanding is that, instead of an array, only one indication is needed per UE. Fundamentally, the procedures at the IMS are independent of whether the UE supports one or more of “5G SRVCC NG-RAN to UTRAN”, “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN”.

Last, I agree that, whatever the choice is, we can define the data type in 29.571 as you propose but, since it is common and potentially to be reused by any API/service, I find more reasons to include both capabilities (4G/5G SRVCC) in the data type perhaps?

John Luc: 

About including a finer granularity of SRVCC capabilities: at the moment our view is that the IMS doesn’t care whether the UE supports “5G SRVCC NG-RAN to UTRAN”, “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN” or a combination thereof? This interpretation is inline with the current definition of Sh. So at the moment we don’t see the need to include a finer granularity of SRVCC capabilities.
Many:

From TS 24.237
The SCC AS shall determine that PS to CS SRVCC is usable for the UE if the UE PS to CS SRVCC Capability (see 3GPP TS 29.328 [6]) of the UE has value UE-SRVCC-CAPABILITY-SUPPORTED and if the private user identity of the UE has associated STN-SR (see 3GPP TS 29.328 [6]).

If my understanding is correct, if the UE is registered in IMS via NG-RAN, and it does not support SRVCC NG-RAN -> UTRAN, SCC-AS should know that SRVCC is not usable at that moment, or? What you are stating is that HSS should return the UE SRVCC capability indicated over the RAT/access the UE is currently camping on, or? Otherwise, how does the SCC-AS know that it is equally valid when access to IMS is via E-UTRAN or NG-RAN (and the SCC-AS knows the access based on PANI, right?). If we want to keep the unique UE-SRVCC capability as it is now, it should be clear that it refers to either 3GPP-NR access or to E-UTRAN access, but the capability returned to SCC-AS should be for the current RAT type. I think that before 3GPP-NR access, there was not such dilemma as you indicated, since the source access leg was only E-UTRAN? Now we have to different source access legs, and I wonder whether the SCC-AS is entitled to know the PANI and the 4G-SRVCC/5G-SRVCC to determine whether SRVCC is usable or not?

About the question: does the pCR enable the SCC AS to determine whether the UE has a “CS to PS SRVCC allowed indication” in its subscription data?
Do you think we should include it at this early stage?
John Luc

Bottom up:
First:

About the question: does the pCR enable the SCC AS to determine whether the UE has a “CS to PS SRVCC allowed indication” in its subscription data?
Do you think we should include it at this early stage?
If we don’t include a “CS to PS SRVCC allowed indication”, I think we should add an editor’s note to ensure we don’t forget about considering it at a later stage?

Next:

> “SCC-AS should know that SRVCC is not usable at that moment”. No, assuming I understand what you mean with “at that moment”:

Remember that SRVCC is driven by the RAN. If the RAN determines HO is possible, the UE is SRVCC capable and the SRVCC subscription is in place: 

1. The RAN will trigger PS to CS SRVCC handover to CS access. 

2. Next, the MSC server initiates the transfer with the STN-SR by sending an INVITE to e.g. the ATCF. 
3. The ATCF updates the ATGW by replacing the existing PS access leg media path information with the new CS access leg media path information, by sending a Configure ATGW message to ATGW

4. …

The SCC AS doesn’t care whether SRVCC is useable at a particular moment. The SCC AS simply configures the ATCF when the SRVCC capable UE performs SIP registration. And the ATCF configures the ATGW when a SIP voice call is initiated/terminated by that UE. SRVCC itself is not initiated by the SCC AS; it is initiated by the RAN. Thus if the SIP voice call is transferred from NG-RAN to E-UTRAN and the E-UTRAN supports SRVCC, the E-UTRAN knows the UE supports legacy SRVCC, and the MME has informed the RAN that the UE has an E-UTRAN subscription, the E-UTRAN triggers SRVCC in step 1 above of the SIP voice session, even if it was initially initiated via NG-RAN.

> “If we want to keep the unique UE-SRVCC capability as it is now”

I don’t think we keep a unique SRVCC capability today as the SRVCC capability today represents two capabilities without giving the SCC AS the ability yto differentiate between them “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN”. Furthermore, as argued above, the SCC AS doesn’t have to differentiate between them.
Many

· The SCC AS doesn’t care whether SRVCC is useable at a particular moment
Are you stating that the text I quoted below from 24.237 is not correct? The SCC-AS fetches the SRVCC capability at initial registration, right? (most of SCC-AS vendor perform the Sh-Pull for this data reference). What is the use for that then?

· I don’t think we keep a unique SRVCC capability today as the SRVCC capability today represents two capabilities without giving the SCC AS the ability to differentiate between them “SRVCC E-UTRAN to GERAN or UTRAN” or “SRVCC UTRAN to GERAN”
Well, actually, there is no differentiation between them because there is no differention from the UE in first place. See from TS 24.008, which uses a single bit set to indicate the support for both:
<SRVCC to GERAN/UTRAN capability: bit>

And yes, of course RAN is initiating the HO, but SCC-AS, as anchoring point between the source and target leg should also be able to authorize or even disable a given type of SRVCC. That’s what the network does when it comes to some other types of SRVCC: if the UE did not advertise the support (over SIP via feature tags) for, e.g. srvcc-pre-alerting, the SCC-AS is also entitled (not only ATCF) to do the check, as we do with some other features (e.g. core network restrictions/CN redirection), where checks are done in RAN firstly, but at the same time is also enforced in MME/AMF and also HSS/UDM as central points.
All in all, what we are stating is that now we have two types of SRVCC signaled by the UE: the 5G SRVCC and the EUTRAN to GERAN/UTRAN SRVCC. Given that in your CR to 29.328 you are retrieving from UDM the 5G SRVCC capability, and given that they are completely different indications from the UE over S1 or N1 (different IEs over different accesses), and given that they are related to the UE capability to perform HO from a give source access, and given that 23.216 distinguishes both capabilties as well as separate. Does it help to SCC-AS, as central anchoring point, to have a more accurate information about the type of SRVCC the UE supports? In other words: are we breaking something by passing the two of them to SCC-AS so it can make more granular or smarter checks? The way I see it, passing the two of them simply relies on the SCC-AS to merge or not both supports (similar to what you propose to do, but in HSS, which has no knowledge at all about the access used for IMS registration, or about ongoing Voice over NR call or VoLTE call)

John Luc

I am sorry for not being clear. The SCC AS does care whether SRVCC is usable per your and other evidence.
The SCC AS shall determine that PS to CS SRVCC is usable for the UE if the UE PS to CS SRVCC Capability (see 3GPP TS 29.328 [6]) of the UE has value UE-SRVCC-CAPABILITY-SUPPORTED and if the private user identity of the UE has associated STN-SR (see 3GPP TS 29.328 [6]).
Addressing your point more precisely:

“If my understanding is correct, if the UE is registered in IMS via NG-RAN, and it does not support SRVCC NG-RAN -> UTRAN, SCC-AS should know that SRVCC is not usable at that moment, or?”

Assume the UE attaches to EPS first and indicates it has the SRVCC capability to the MME. Subsequently the UE transfers to 5GS and the UE registers using SIP with the IMS. Then the HSS would indicate that the UE supports SRVCC capability to the SCC AS, no?

The SCC AS doesn’t need to know whether the UE supports legacy SRVCC or 5G SRVCC. For the SCC AS it is sufficient to know that the UE supports “SRVCC”.
All in all, what we are stating is that now we have two types of SRVCC signaled by the UE: the 5G SRVCC and the EUTRAN to GERAN/UTRAN SRVCC. Given that in your CR to 29.328 you are retrieving from UDM the 5G SRVCC capability, and given that they are completely different indications from the UE over S1 or N1 (different IEs over different accesses), and given that they are related to the UE capability to perform HO from a give source access, and given that 23.216 distinguishes both capabilties as well as separate. Does it help to SCC-AS, as central anchoring point, to have a more accurate information about the type of SRVCC the UE supports? In other words: are we breaking something by passing the two of them to SCC-AS so it can make more granular or smarter checks? The way I see it, passing the two of them simply relies on the SCC-AS to merge or not both supports (similar to what you propose to do, but in HSS, which has no knowledge at all about the access used for IMS registration, or about ongoing Voice over NR call or VoLTE call)
You ask “do we break something”. I think this is more a stage 2 question. Stage 3 is mainly concerned with the protocols. Neither 23.216 nor 23.237 consider the advantages of receiving separate indications for 5G SRVCC capability and legacy SRVCC capability at the SCC AS. 

At this point BlackBerry prefers to align to stage 2 and provide one indication to SCC AS, an indication that is agnostic. However, if stage 2 changes, we can align again?

Perhaps add an editor note pointing out that in the future the indication may be changed into an array due to possible stage 2 decisions?
Bill

1) “ueid” in the first paragraph of clause 5.3.2.x.2 and Figure 5.3.2.x.2.1 should be “imsUeId”

2) “PUT” in the last paragraph of clause 5.3.2.x.2 should be “PATCH”

3) “srvccData” Table 6.2.6.1-1: Nhss_imsSDM specific Data Types should be “SrvccData”

4) The description “A response body containing the service priority information (priority namespaces and associated levels) allowed for the user shall be returned.” in Table 6.2.3.x.3.1-3: Data structures supported by the GET Response Body on this resource is not correct

5) The second “UE is 4G SRVCC capable” should be “UE is 5G SRVCC capable”

Draft revision 1 provided
John luc: fine with v1

Draft revision 2 provided

	
	
	0581
	pCR 29.562  Rel-16 Service Data
	Ericsson
	
	Yvette

Table 6.2.3.2.3.2-2: Data structures supported by the PATCH Request Body on this resource=> Table Numbering  should be x instead of 2
Table 6.2.3.x.3.2-3: Data structures supported by the PATCH Response Body on this resource -=> ProblemDetails should be optional and cardinality 0..1

ExternalDocs Version should be 16.0.0

API Version should be 1.0.0

By the way the clause numbering (changed/new ones) is not consecutive in most of your pCRs. But who is the rapporteur? Jesus has to take care.
Bill

1) the Tdoc num in the coversheet is not correct, C4-200578 => C4-200581
2) the last paragraph in clause 5.3.2.2.x is not complete

3) the “ueId” in clause 5.3.2.x.2 should be “imsUeId”

4) the “put” in the last paragraph in clause 5.3.2.x.2 should be “PATCH”

5) change on change in Table 6.2.3.x.3.1-3

6) the numbering of Table 6.2.6.3.4-1 is not correct

Open

Draft revision to be provided

	
	
	0582
	pCR 29.562  Rel-16 Authentication Schemes
	Ericsson
	
	

	
	
	0583
	pCR 29.562  Rel-16 Repository Data
	Ericsson
	
	Bill

1) the “ueId” in clause 5.3.2.x.2 and clause 5.3.2.x.3 should be “imsUeId”
2) the “PUT” in last paragraph in clause 5.3.2.x.3 should be “DELETE”

3) the numbering of Table 6.2.3.2.3.1-2 => Table 6.2.3.x.3.1-2

4) the numbering of Table 6.2.3.2.3.2-2 in clause 6.2.3.x.3.2 => Table 6.2.3.x.3.2-2; and the PUT request body of this table is missing

5) the numbering of Table 6.2.3.2.3.2-2 in clause 6.2.3.x.3.3 => Table 6.2.3.x.3.3-2

Open

Draft revision to be provided

	
	
	0801
	pCR 29.562  Rel-16 Shared Data
	Ericsson
	
	Bill

1) the “AMF” in clause 5.3.2.2.x should be “S-CSCF”
2) the “nudm-sdm” in clause 6.2.3.x.2 should be “nhss-ims-sdm”

3) the “6.1.1” in Table 6.2.3.x.2-1 should be “6.2.1”

4) the change (i.e. PatchReport) in “Table 6.2.8-1: Supported Features” looks strange, there is no any reference in this pCR

Many

About your last comment below, I agree that this pCR is not the proper place to include the feature. Since I revised 581 (which contained a PATCH method), I’ve added the feature in that pCR, removing it from this. I’ve stored the corresponding versions in the draft folder
Draft revision 1 provided

	
	
	0802
	CR 29.571 0190 Rel-16 Utra/Gera Location
	Ericsson
	
	WI eIMS5G_SBA

CAT B

	
	
	0803
	pCR 29.562  Rel-16 Cleanup
	Ericsson
	
	

	
	
	0804
	pCR 29.562  Rel-16 SDM Errors
	Ericsson
	
	

	
	
	0805
	pCR 29.562  Rel-16 SDM Subscriptions
	Ericsson
	
	Bill

1) the “ModificationNotification” is not specified in the pCR

[Jesus] Agreed. I have added it to the list of re-used data types in Table 6.2.6.1-2
2) in clause 6.2.3.x.2, Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/subscriptions => Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/sdm-subscriptions
3) in clause 6.2.3.y.2, Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/subscriptions/{subscriptionId} => Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/sdm-subscriptions/{subscriptionId}
[Jesus] Applies to 2) and 3) : This naming was intentional from our side; given that the resource path already refers to "nhss-ims-sdm", the subscriptions created under that resource path do not need to be named again with an "sdm-" prefix. It is ok for you to keep the resource named as proposed, i.e. "subscriptions" ?
4) in Table 6.2.3.zz.3.2-3: Data structures supported by the PATCH Response Body on this resource, the “sdmSubscription” in Description should be “ImsSdmSubscription”

[Jesus] Fixed. Thanks!
5) there are 2 “$ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/ModificationNotification'”, it looks strange, could we refer to 29.571 directly (i.e. not using Matryoshka doll technology)?

[Jesus] The problem is that ModificationNotification does not exist, as of today, in 29.571; if eventually, such data type (which is currently defined in 29.503) is moved to 29.571, we could then update both 29.503 and 29.562 to point to 29.571. Given that it's only a matter of where to put the type definition (i.e. it does not affect the payloads of the protocol), we can do that at any time, without the risk of backwards incompatibilities. So, I'd suggest to consider such change in a subsequent meeting, given that it requires the creation of several other new CRs
Bill 

- Fine with the replies

- One more thing, the “sdm-subscriptions” in Figure 6.2.3.1-1: Resource URI structure of the Nhss_imsSDM API needs to be changed accordingly

0824 is proposed to be merged in this CR, Huawei to be added as co-source. 
Draft revision 2 provided

	
	
	0824
	pCR 29.562  Rel-16 Nhss_ImsSDM Subscribe and Unsubscribe service operations
	Huawei, HiSilicon / Bill
	Merged into C4-200805
	Bill

I would like to propose merge this pCR to [C4-200805] and co-sign it (including revisions).
The major reason is that this pCR only cover Subscribe and Unsubscribe aspects. 

The Modify and Notification aspects which are specified by [C4-200805] is not included in this pCR.

Jesus

It's fine merging 0824 into 0805, and adding Huawei as co-source.
I'll address the comments you sent on 0805, and provide a v1 version later on today.
Open

Proposed to be merge into C4-200805


	
	
	0825
	pCR 29.562  Rel-16 Nhss_ImsUECM RestorationInfoGet and RestorationInfoUpdate service operations
	Huawei, HiSilicon / Bill
	Revised to C4-200977
	Bill

1) the data type of “initialCSeqSequenceNumber” specified in 6.1.6.2.B should be Uint32
2) the change to the A.2 Nhss_imsUECM API is missing

Many

We have another comment on this pCR: it is not clear for us how we want to convey the restoration info stored per IMPI. Should it be included in all cases? You indicated “M” in the IE, but the explanation reas “when available”. It should always be available at the S-CSCF when it comes to update rest-info, or?

Also, we may want to review the attributes naming (e.g. callIDSIPHeader, instead of callIdSipHeader)

Since the pCR is a good basis to work on this (incomplete) part in the TS, Ericsson is happy to co-sign the paper. We can complete the UECM API when the principles are (hopefully) agreed

Bill
Will add Ericsson as co-signer.
Open

Draft revision 1 provided.

	
	
	0977
	pCR 29.562  Rel-16 Nhss_ImsUECM RestorationInfoGet and RestorationInfoUpdate service operations
	Huawei, HiSilicon / Bill
	
	

	
	
	0892
	pCR 29.562  Rel-16 S-CSCF Registration
	Ericsson
	Revised to C4-200926
	Bill

1) the data type for response code 204 in Table 6.1.3.2.3.1-3 should be n/a
One question for the data type for response code 404 in Table 6.1.3.2.3.1-3, since the application error is USER_NOT_FOUND, could the HSS can include a cscfServerName in ScscfRegistrationError?

2) the heading of second clause 6.1.6.3.x is not correct

3) the HTTP method used in 6.1.3.2.3.1 is PUT, but in the A.2 Nhss_imsUECM API, POST is used

4) the numbering of Table 6.1.6.2.3-1 in first clause 6.1.6.2.x, the numbering of Table 6.1.6.2.3-1 in first clause 6.1.6.2.x, the numbering of Table 6.1.6.3.x2-1 in first clause 6.1.6.3.x and the numbering of Table 6.1.6.3.x2-1 in second clause 6.1.6.3.x are not correct

Are these comments coverer in the revision
Many

Thanks Bill. I think you are not looking at the revised CR. This CR was revised last week to C4-200926, where your major concern (ScscfRegistrationError in 404) is addressed, we believe. 
We’ll double check whether the rest of comments apply, but It’d be good to know your comments about the ScscfRegistrationError in particular (which is now disappeared)
Bill
The change to “ScscfRegistrationError in 404” is fine for me.
Draft revision 1 provided 



	
	
	0926
	pCR 29.562  Rel-16 S-CSCF Registration
	Ericsson
	
	Table heading in 6.1.6.3.x1 is not correct
Many

The most substantial change is the fix in the OpenAPI to align with the text (i.e. replace POST by PUT in the resource operations)

Draft revision 1 provided 



	
	
	0893
	pCR 29.562  Rel-16 S-CSCF Deregistration
	Ericsson
	Revised to C4-200927
	

	
	
	0927
	pCR 29.562  Rel-16 S-CSCF Deregistration
	Ericsson
	
	

	
	
	0894
	pCR 29.562  Rel-16 S-CSCF Deregistration Notification
	Ericsson
	Revised to C4-20928
	

	
	
	0928
	pCR 29.562  Rel-16 S-CSCF Deregistration Notification
	Ericsson
	
	Bill

1) in Table 6.1.6.3.x-1: Enumeration DeregistrationReasonCode, the reason code “SERVER_CHANGE” which is specified in 29.228 clause 6.1.3.1 is missing
Many

Actually, in the non-revised version of this pCR, Ericsson kept this reason “SERVER_CHANGE” together with “NEW_SERVER_ASSIGNED”, but then we considered that with just one reason was enough to indicated that the identities have been moved to a new S-CSCF. The difference (if I recall correctly) in Cx is that the SERVER_CHANGE affects the IMPIs not involved in the registration, but they are anyway moved. We don’t see the need to distinguish both cases since, when it comes to network counters and statistics, a single reason indicating S-CSCF reallocation seems to be enough.
Bill

We would like to keep this reason “SERVER_CHANGE” separate with “NEW_SERVER_ASSIGNED”, the reason is that the requested behavior in the S-CSCF is different.
- NEW_SERVER_ASSIGNED: The HSS indicates to the S-CSCF that a new S-CSCF has been allocated to the IMS Subscription e.g. because the previous assigned S-CSCF was unavailable during a registration procedure. The S-CSCF shall remove all information for all of the Public Identities indicated in the request.
-     SERVER_CHANGE: The HSS indicates to the S-CSCF that the de-registration is requested to force the selection of new S-CSCF to assign to the IMS Subscription (e.g. when the S-CSCF capabilities are changed in the HSS or when the S-CSCF indicates that it has not enough memory for the updated User Profile). The HSS shall set the registration state to "Not Registered" and clear the S-CSCF name for all of the Public Identities affected by the request. If the S-CSCF does not indicate in the response all the Private Identities that were in the request, the HSS shall repeat this request for each of the remaining Private Identities in the IMS Subscription that are known to the S-CSCF. The S-CSCF should start the network initiated de-registration towards the user, i.e. all registrations within the IMS Subscription are de-registered and the user is asked to re-register to all existing registrations.

And, we find a CR N4-021513 which was proposed in 2002, it also can explain the difference between “SERVER_CHANGE” and “NEW_SERVER_ASSIGNED”.
Many

I see your point and the potential benefits for the S-CSCF. We’ll re-introduce the reason SERVER_CHANGE in a revised version of the CR

Draft revision to be provided


	
	
	0895
	pCR 29.562  Rel-16 HSS IMS UECM Error Handling
	Ericsson
	Revised to C4-200929
	

	
	
	0929
	pCR 29.562  Rel-16 HSS IMS UECM Error Handling
	Ericsson
	
	

	
	
	0896
	pCR 29.562  Rel-16 IMS Profile Data
	Ericsson
	
	

	6.1.15
	Load and Overload Control of 5GC Service Based Interfaces
	
	
	
	
	LOLC

	Monday
	
	0307
	discussion 29.500  Rel-16 3GPP Rel-16 LOLC solution
	Huawei
	Noted
	Bruno: LOLC solution for indirect communications should be complete LOLC normative work for 3GPP Rel-16 and not moved to REl-17.  Regarding several editors notes LOLC work shall be completed in Rel-16 extension to Q2 is needed.
Giorgi: Thought this was an agreement in the conference  call on LOLC, but  we can come back on this at the end of the e-meeting.

Chairman: Open issues should be discussed when discussing exception sheets. 



	
	
	0308
	CR 29.500 0073 Rel-16 Adjustments to 3GPP Rel-15 OLC solution description
	Huawei
	Merged
	WI LOLC

CAT F

	
	
	0309
	CR 29.500 0074 Rel-16 Description of the 3GPP Rel-16 OLC - Producer side
	Huawei
	Revised
	WI LOLC

CAT B

	
	
	0310
	CR 29.500 0075 Rel-16 Description of the 3GPP Rel-16 OLC - Scope
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0311
	CR 29.500 0076 Rel-16 Description of the 3GPP Rel-16 OLC - Consumer side
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0312
	CR 29.500 0077 Rel-16 Description of the 3GPP Rel-16 OLC - Prioritization
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0313
	CR 29.500 0078 Rel-16 Description of the 3GPP Rel-16 OLC - Header
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0314
	CR 29.500 0079 Rel-16 3GPP Rel-16 LOLC support
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0315
	CR 29.500 0080 Rel-16 Adjustments to 3GPP Rel-15 LC solution description
	Huawei
	Merged
	WI LOLC

CAT F

	
	
	0316
	CR 29.500 0081 Rel-16 Dynamic Load Control - Producer side
	Huawei
	revised
	WI LOLC

CAT B

	
	
	0317
	CR 29.500 0082 Rel-16 Description of the 3GPP Rel-16 LC - Consumer side
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0318
	CR 29.500 0083 Rel-16 Description of the 3GPP Rel-16 LC - Prioritization
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0319
	CR 29.500 0084 Rel-16 Description of the 3GPP Rel-16 LC - Header
	Huawei
	Merged
	WI LOLC

CAT B

	
	
	0320
	CR 29.510 0274 Rel-16 3GPP Rel-16 LOLC implications on Nnrf service
	Huawei, AT&T, Ericsson, Nokia
	
	WI LOLC

CAT B

	
	
	0400
	CR 29.500 0074 Rel-16 Description of the 3GPP Rel-16 OLC
	Huawei, AT&T, Ericsson, Nokia, Nokia Shanghai Bell, NTT Docomo
	Revised to C4-200921
	WI LOLC

CAT B

Bruno has provided comments in draft inbox, main comments are related to OCI sent by an NF service consumer, that requires really more analysis and discussion and that we should postpone to Q2.

Giorgi: A comment to {callback-uri = scheme ":" host [ ":" port ]} reads: You define here an authority, not a callback URI. 
· Now, 29.501 reads: “The callback URI shall be in the form of an absolute URI as defined in clause 4.3 of IETF RFC 3986 [9], including an authority, and excluding any query component, any fragment component and any userinfo subcomponent”, which leaves us with {scheme ":" host [ ":" port ]}, right?

A comment to NF-instance/Consumer ID reads: “We have 95 5GC APIs defined currently. Many (most) existing APIs (subscription request service operations) do not support sending a "Consumer ID". We need a generic solution that works for all APIs”.

· General question is, if we add a new parameter to a custom header and define its syntax in the respective clause, why would this impact APIs, if this parameter is never sent with API operations? In other words, can’t we have custom header specific parameters?

Bruno: 

My concerns with OCI sent by the NF service consumer is that we rush defining temptative scopes w/o having had any proper discussion on what are the possible scenarios for an NF service consumer being overloaded (that may affect one service (custom or not) or the entire NF), how this may be realized technically and how this may also relate to binding information provided when creating the subscription. I see callback URI scope that is not defined as a callback but as an authority, Consumer ID that is not supported by many existing APIs (for service requests creating a subscription) that you now propose to define in a new custom header that might be one possible option but for which we may also consider the binding indication. And I see nowhere any description to what these scopes would affect, i.e. how the OCI receiver should behave for these different scopes – which should be the starting point i.e. how we want the OCI receiver to behave in the different use cases of an overloaded consumer.
Frank: 

Just to clarify “the entity that receives OCI may perform NRF/DNS procedure to determine overload scope”…

For example, if an AMF receive an OCI from a SMF indicating SMF NF instance is overloaded, in order to redirect to another SMF in the same SMF set, it need to perform NRF procedure to find alternative SMF within the same SET if the resource is bounded with the SMF set?

 Giorgi will provide new  draft version
Giorgi: Minor, easier to tackle issue is the timestamp syntax. In which RFC is UTC format defined? Does this contain the date? If not, I believe this will be/is a drawback, because overload may last for some time. Please comment.
Bigger open issue how to tackle OCIs with different scope granularity. In principle, these may be received either with several messages or with several OCIs in a single message. As Bruno suggested for LC, also during the OLC throttling decision making, the receiver should first look into the finest granularity OCI (NF Service instance) and only after that check coarser granularity OCIs. Please comment.

Giorgi: draft revision 2  provided

Bruno:

Thanks. v2 looks good. Please add also the following changes to v2: 
Strike the very end of ociScope:

ociScope =         ("NF-Instance=" nfinst) / ("NF-Set=" nfset) / "(NF-Service-Instance=" nfservinst) / ("NF-Service-Set=" nfserviceset) / ("Callback URI=" callback-uri) ";"
Add one editor's note: potential additional reqts for overload control for indirect communications are FFS.

Giorgi: 

Draft Revision 3  provided.
Date time to be used.

Draft revision 4 provided.



	
	
	0921
	CR 29.500 0074 Rel-16 Description of the 3GPP Rel-16 OLC
	Huawei, AT&T, Ericsson, Nokia, Nokia Shanghai Bell, NTT Docomo
	Revised to C4-201055
	Peter  Monnes

Please change “(eMPS)” to “(e.g. MPS)” in clause 6.4.1. 
eMPS was the name of a Release 10 work item. The correct term MPS is defined inline in TS 29.500, clause 6.8.4.

I also suggest adding MPS in clause 6.4.2.1 as follows:

Depending on regional/national requirements and network operator policy, requests related to priority traffic (e.g. MPS) and emergency shall be the last to be throttled by the client, and shall be exempted from throttling due to overload control up to the point where the required traffic reduction cannot be achieved without throttling the priority requests.

Draft revision 1 provided



	
	
	1055
	CR 29.500 0074 Rel-16 Description of the 3GPP Rel-16 OLC
	Huawei, AT&T, Ericsson, Nokia, Nokia Shanghai Bell, NTT Docomo
	
	

	
	
	0401
	CR 29.500 0081 Rel-16 Dynamic Load Control
	Huawei, AT&T, Ericsson, Nokia, Nokia Shanghai Bell
	Revised to C4-200925
	WI LOLC

CAT B

Comments Frank and Giorgi,  Bruno

Giorgi draft v2

I uploaded v2 of 0401 (LC) into the Drafts folder. The CR was cleaned up by accepting all changes in v1 and correcting a typo.
I also added a statement on different scope handling to clause 6.3.z.4.4.2. Please comment.

There was also NRF related comment, which I didn’t capture properly. Sorry for that. Please add the point to this mail.

NRF interaction in case of redirection to be added to draft2.

Bruno:

In clause 6.3.x: 

An NF Service Consumer that supports load control should utilize the load information for a given scope received with the most recent timestamp , either received from the NRF, or from the service producer via direct signalling, to adaptively balance the load across the candidate NF Service Producers according to their effective load e.g. when creating a resource at an NF Service Producer.

Correct the font of the text “the most recent timestamp”.
We need to clarify how to handle load info from NRF received w/o timestamp. 

Giorgi: load info without a timestamp may come from NRF that does not support the feature (Rel-15 or Rel-16). But, LCI coming directly from a producer will always have a timestamp. Therefore, it is safe to assume that LCI with a timestamp is the most recent one, because the NF, which decides to update the NRF will naturally also update the direct peer. So, I propose to add the following statement: “If the NF Service Consumer supporting the LC-H feature receives the load information without a timestamp from the NRF, then the NF Service Consumer shall assume the LCI with a timestamp received from its peer is the most recent one”. I also believe we should move the whole paragraph from 6.3.x to 6.3.z.1.

6.3.z.1: 

The solution extends the Load Control based on load signalled via the NRF solution to also address by enabling direct exchange of the LCI between the NF Service Producer and NF Service Consumer.

Giorgi: ok
6.3.z.4.4.2 : temptative text
If an NF Service Consumer instance receives more than one LCI with different overlapping scopes granularity, i.e. (e.g. one with NF (service) instance scope and another with NF (service) Set scope), the NGNF Service Consumer instance should performshall firstly consider applying load balancing considering based on the LCI received with thea finer scope granularity for each candidate NF instance or NF service instance (i.e. in this example the load of the to NF (service) instance).

Giorgi: ok

Giorgi: 

Draft Revision 3 provided, Apart from Bruno’s comment I moved one paragraph and updated it and that’s highlighted with inline comments

Frank:

I think the following recommendation is too strong, “If the NF Service Consumer supporting the LC-H feature receives the load information without a timestamp from the NRF, then the NF Service Consumer shall assume the LCI with a timestamp received from its peer is the most recent one”. I also believe we should move the whole paragraph from 6.3.x to 6.3.z.1.
”, it really depends, if the age of LCI with a timestamp received from its peer is larger than period to send heartbeat message, then the one from NRF may be newer. However, in Rel-15, it is not so clear how often the service producer will report its load.  

So the sentence could be changed to “then the NF Service Consumer MAY assume the LCI with a timestamp received from its peer is the most recent one”.
Giorgi:

I changed subject line to ‘v3’. I think ‘may’ would be too loose, if we aim at specifying certain preferred handling. What about ‘should’? 
In any case, it is up to the peer (producer) that supports LC-H feature to make sure it won’t update NRF more often than it updates its peer consumer. I’d replace ‘shall’ with ‘should’ if you don’t mind.

Can I assume you are ok with the other change, moving the paragraph from 6.3.x to 6.3.z.1?

Frank:

“In any case, it is up to the peer (producer) that supports LC-H feature to make sure it won’t update NRF more often than it updates its peer consumer.”
The service producer may not be able to update its LCI if there is no direct signalling😊
I think using “may” is better. 

Alternatively, we can leave it as implementation specific, as the load information received from NRF will have a timestamp from Rel-16 onwards and if LOLC is used in the network, such case (without timestamp) happens only in the migration phase. 

Giorgi:

The use case I was trying to cover is this: NRF does not sent timestamp (Rel-15 or not supporting CR in 888), but the producer does support LC-H and sends LCI directly to the consumer. 
In other words, I’m not covering the use case when the producer does not support LC-H, because in this case no LCI will be sent directly and there is nothing to compare NRF message with.

So, for the use case in question, when the consumer supporting the LC-H feature receives the load information without a timestamp from the NRF and also an LCI with a timestamp directly from the producer, why shouldn’t the consumer assume that the timestamp in LCI is the most recent?

Giorgi:

Maybe rewording like this is better:
· If the NF Service Consumer supporting the LC-H feature receives the load information without a timestamp from the NRF and LCI (with a timestamp) from the NF Service Producer, then the NF Service Consumer should assume the LCI contains the most recent load information.

Would you agree?

Draft Revision 4 provided

Bruno supports Franks view regarding using "may".

Note to be added regarding the "may"

Giorgi:

As agreed on the telco, I reworded the controversial statement and added this as a note.
NOTE: NF Service Consumer supporting the LC-H feature can receive the load information without a timestamp from the NRF and an LCI (with a timestamp) from the NF Service Producer. It is an implementation matter how the NF Service Consumer determines which of these contains the most recent load information.

Draft Revision 5 is provided


	
	
	0925
	CR 29.500 0081 Rel-16 Dynamic Load Control
	Huawei, AT&T, Ericsson, Nokia, Nokia Shanghai Bell
	
	

	
	
	0888
	CR 29.510 0313 Rel-16 Load Time Stamp
	Ericsson
	
	WI SBIProtoc16

CAT B

Giorgi:

I support your CR in C4-200888, but wonder if the WI should rather be LOLC, SBIProtoc16, or simply LOLC. The CR became necessary because of the Rel-16 LC feature, right?

Yue:

For my clarification, if the NF didn't include the time stamp when updating the NRF, is NRF allowed to include time stamp in the NF discovery response, with a value set to when the NRF received the update?
[Jesus] Yes, that's also my understanding. I can write clearly such behavior in a revision of the CR.
Giorgi: 

the WI should rather be LOLC 

Jesus:

I agree, I will change the WI code to LOLC in a revision of the CR, if nobody has a problem with that.

Bruno:

The timestamp should be defined as the time at which the load info was generated (as opposed to the time at which it was sent to the NRF). 

WI code on the cover page should also list LOLC.

In “Other Comments”, the text should say that this adds new backward compatible features (i.e. text needs to differentiate “correction” vs. “new features” as API versions are incremented differently in the two cases).

Jesus:

- Change WI code to LOLC
- Add a clarification to the timestamp, saying that if the NF does not include it, the NRF will use the time in which the message was received at the NRF
 
Re: your comment, I'm fine with it; I'll clarify that the timestamp (when provided by the NF) is the instant in which the load information is determined by the NF
Bruno:

I am also ok with the other comments

Draft revision 1 is provided, WI code changed to LOLC agreed CR should go into the package of LOLC CRs

Giorgi:

Huawei would like to co-sign the CR
Draft revision 2 to be provided
Should be moved to agenda item 6.1.15.

	
	
	
	
	
	
	

	6.1.16
	5GS Enhanced support of OTA mechanism for configuration parameter update
	
	
	
	
	5GS_OTAF

	Wednesday
	
	0335
	pCR 29.544  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200962
	Abdessamad

Just as a reminder, if there is no opposition on the proposition in 0909 and 0910, then this CR needs to be revised with the new name of OTAF, i.e. SP-AF.

Open 

Draft revision 1 provided

	
	
	0962
	pCR 29.544  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0394
	pCR 29.544  Rel-16 SOR
	Nokia, Nokia Shanghai Bell
	
	Hiroshi:

I have rather an editorial comment on C4-200394, pCR to TS 29.544.
Under clause 5.2, there are couple places where example of NF Consumers as mentioned as either:

With a comma :    (e.g. UDM, SOR-AF)

With a “or” :         (e.g. UDM or SOR-AF)

Can we try to align either way, perhaps in the former one considering any future addition?

Abdessamad:

I agree with Hiroshi. It is also the case for “(e.g. Routing Indicator or Steering of Roaming information)”, I think a comma would be more appropriate here as well : “(e.g. Routing Indicator, Steering of Roaming information)”.
On top of my previous comment, I was wondering if this pCR should be considered in NSORAF WI or 5GS_OTAF WI. The change is mainly related to SOR-AF introduction and 5G SoR procedure in general, I would hence assume that using the WI NSORAF would be more appropriate. What is your opinion on this?
Ulrich

Wrt to WI, does this have any relevance other than discussing the pCR under another agenda Item? The pCR does not have a work item code on its cover.

For the editorial on “or” vs “,” my preference is to use “or” consistently. I do not see any issues with future additions. I also briefly checked how this is done in other specs and found both alternatives:

29.518: (e.g. CBCF or PWS-IWF), (e.g. LPP or UPDP), (e.g. SMSF, SMF), (e.g. NGAP or 5GS NAS information), (e.g. SM, NRPPa, PWS)

29.540: (e.g. SMS message or Ack), (e.g. SMS message, CP Ack, etc.), (e.g. TAI and CGI).

Draft revision 1 provided
Abdessamad

Thank you for this v1. Regarding the WI, we can indeed keep it as is. There is no strong need to change it, my comment was just to say that this CR is triggered by the introduction of this new SOR-AF NF and it would be preferable to assign it to the related WI, i.e. NSORAF.
Otherwise, I am OK to stick with “or” instead of “,”. 

One additional remark, I think that the word “USIM” should be replaced by “UE” in the description part of table 6.1.6.2.2 in order to cover both cases, SoR information stored in the ME and SoR information stored in the USIM. My understanding is that the steeringContainer can either contain a list (destined to the ME) or a secured packet (destined to the USIM).
Ulrich

On your additional remark:

I think USIM is correct here. If the info goes to the ME then there is no need to contact the OTAF for SecuredPacket calculation.

Draft revision 2  provided
Ulrich alignment with 0910

	
	
	0443
	pCR 29.544  Rel-16 Clean Up
	Nokia, Nokia Shanghai Bell
	merged into C4-200910
	Clash with C4-200910

Abdessamad:

Just to highlight the changes proposed in this CR are all covered in our CR C4-200910 which globally addresses OTAF NF name change. Let’s first see if the main proposition (OTAF NF name change) in the latter is agreed and then consider merging both if it is OK for you of course

Proposed to be merged into C4-200910
Ulrich

ok with me to merge in 0910

	
	
	0648
	CR 29.510 0297 Rel-16 OTAF
	Nokia, Nokia Shanghai Bell
	
	WI 5GS_OTAF

CAT B

Abdessamad

Just as a reminder, if there is no opposition on the proposition in 0909 and 0910, then this CR needs to be revised with the new name of OTAF, i.e. SP-AF.

Open
Draft revision to be provided? 

	
	
	0909
	discussion 29.544  Rel-16 DISC paper on OTAF NF name change
	Orange
	Noted
	Hiroshi:

May ask for question for clarification discussed in C4-200909, regarding the change of name of OTAF?
If I remember correctly, there was a request when this WI was created where the OTA server can send the secure packet either by legacy means (i.e. via SMS through EPC or earlier system) or with the new NAS based delivery via 5GS, while OTA server will maintain a single status of the delivery, e.g. OTA counter, etc..

So it was my understanding that the OTAF is equivalent to OTA server, where we are newly specifying the HTTP API in this WI/spec.

But based on your discussion, I understand this is not (and should not?) be the same application logic in the end.

Does this mean, and with this clarification, that synchronization of secure packet delivered by different means (i.e. SMS or NAS) cannot be maintained? Do we need a completely new thing in the end to send secure packet depending on how they are sent?

Abdessamad
The intention is clearly not to change all what you have described, the OTA server can maintain a single status of delivery and be used for legacy systems and 5G. What we are trying to say in this discussion paper is that the new OTAF NF is somehow just the API front end of this OTA server for 5G related procedures, i.e. it will not implement any OTA business logic (e.g. storage of security keys, generation of secured packets, etc.), and in this sense it should not be mixed with the OTA server that is behind. This is also the intention behind the LS from SA3. Therefore, the fact of having this new NF named “OTAF” in a very similar way as “OTA server”, which is specified in ETSI and not in 3GPP, could lead to unwanted confusions where some people may think that this OTAF NF is intended to replace the OTA server in 5G, which is of course not the case and not the intention.
Therefore, in order to avoid such confusions, we propose to change the naming of this NF from “OTAF” to “SP-AF”, which is more adapted to how it is used in 5G. The engine behind (OTA server) stays however the same.

Hiroshi:
I understood now that the intention is to avoid implying the replacement of the exiting OTA server to new one when introducing 5GC.
Perhaps this could also apply to SOR-AF discussion, but if this is the case, it looks as though we should clearly mention that the actual “functional” logic is behind this NF and that this is simply the front end?

As I believe neither OTAF (as of now) nor SOR-AF is very clear in stage2 spec, it might help be useful to describe this.

# Perhaps SOR-AF may be clarified in TS 23.122, have not checked.

Abdessamad
Thanks for your reply. The main difference for me between SoR platform case and OTA server case is that the latter is specified and managed in ETSI, whereas SoR platform is mainly based on proprietary solutions (at least as far as I know). This is why it is important in my opinion not to imply that OTAF is there to replace OTA server mainly with regards to the security configuration and business logic that has wider range than generating secured packets for UPU and SoR use cases in 5G.
For SOR-AF and SoR platform, it was also clarified during the WID phase that this new NF was intended to be the API front end and not implement any SoR platform business logic. We can however address it either in stage 2 or stage 3 (in SOR-AF API) via a NOTE. What is your preference?
Hiroshi:

I do not have an immediate proposal for the note, in any case I would prefer to have a note that would help avoid questions like I had in the future, for both OTA and SOR.
I am not sure where Stage2 for OTA is described, so perhaps we could clarify both in stage3.

Abdessamad:
For OTAF case, I have already proposed a NOTE in C4-200910:
NOTE:
The generation of the secured packet and the definition of the storage and handling of OTA keys or other sensitive data are out of scope of this document. For more details, refer to 3GPP TS 31.115 [16].

For SOR-AF case, I can propose to add a similar NOTE as follows in C4-200841 (clause 4.1). Please let me know if it is OK for you.

NOTE:
The tygeneration and calculation of the SoR information and associated roaming business logic are out of scope of this document.

Open
This may have interaction with NRF other CRs are effected.

OTA server new mechanism and legacy mechanism would this the same entity/ synchronisation?

Open

	
	
	0910
	pCR 29.544  Rel-16 Pseudo-CR on the necessary modifications to change OTAF NF name to SP-AF
	Orange
	Revised to C4-20xxxx
	See discussion on 0909 
Yvette

Do we have already a common agreement how to proceed wrt. DISC paper on OTAF NF name change in 0909 ( to change OTAF NF name to SP-AF)?
[Abdessamad] Let’s say that there were no oppositions so far
[Yvette] if it is ok for every one, I can accept.
Just some thoughts from my side:

OTA (Over The Air) platform is specified in ETSI, not in 3GPP, and is used for several purposes that go beyond the simple generation of secured packets… 

We are trying to define a subset of these services, that is a secured packet service, which should define an SB Interface to the OTA server.  We shoudn’t make the confusion between server (as plattform) and function/service  here. These are 2 completly different things. 
[Abdessamad] I agree with you, but the problem is actually that some people may make such confusions and consider that 5G OTAF NF is the 5G evolution of OTA server/platform, which is not the case. The intention ist to avoid such misunderstandings especially given that OTA platform is specified in ETSI.

[Yvette] As I said it should  not be a confusion since we are defining SB interface/API. What happens on the plattform is out of scope. 
 But it comes to my mind if OTA plaform is specified in ETSI: why is it CT4 to define OTAF services? But it is too late for this discussion now 
Abdessamad:

I think that this is actually a good argument in favor of changing the naming. As far as CT4 is concerned, the main job of OTAF is to provide the API front for secured packet generation by OTA platform, the other features/responsibilities of the OTA platform are defined in ETSI. This is why calling it SP-AF makes more sense with regards to the scope that falls under CT4’s responsibility. Calling it OTAF may mistakenly lead to thinking that OTAF is to hold all the OTA logic for 5G, which is not what we want.
The confusion could actually come from people that are not familiar with 3GPP, which is to be avoided. This has for example created (internally on our side) huge confusions for our ETSI colleagues that are working on OTA platform aspects.
TS 29.544 defines OTAF services and  secured packet service is one of them. So Notaf_SecuredPacket Service is for me clear. From my simple view in reading the specs I don’t see the need to change to SP-AF
[Abdessamad] As explained above, the main issue that we foresee is for this naming to lead to confusions between OTA platform and OTAF NF and the distinct roles of each one oft them. This is also outlined in the LS from SA3 and the proposition here is to change this potentially confusing naming to avoid such issues.

[Yvette]  May be the confusion is in SA3 ? For CT4 it should be clear
Draft revision to be provided?
Is partly  clashing with C4-200443

Hiroshi

It synchronisation between the platforms is needed this is subject of the platforms and not a 3GPP issue.

Abdessamd:

This CR has  impact on other CRs!

Naming shall be taken into  account

Up to now no changes on this CR.

It is agreed to merge 0443 in this CR

CR has to  be revised to add Nokia, Nokia Shanghai Bell as co-signing company.

	
	
	xxxx
	pCR 29.544  Rel-16 Pseudo-CR on the necessary modifications to change OTAF NF name to SP-AF
	Orange, Nokia, Nokia Shanghai Bell
	Agreed
	

	6.1.17
	CT aspects of support for integrated access and backhaul
	
	
	
	
	IABARC-CT

	Monday
	
	0790
	discussion   Rel-16 IABARC CT work plan
	Qualcomm Incorporated
	Noted
	

	
	
	0792
	CR 23.008 0576 Rel-16 Addition of IAB-Operation Allowed indication to subscriber data
	Qualcomm Incorporated
	Revised to C4-200979
	WI IABARC

CAT B

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page
Draft revison 1 provided
Draft revison 2 provided

	
	
	0979
	CR 23.008 0576 Rel-16 Addition of IAB-Operation Allowed indication to subscriber data
	Qualcomm Incorporated
	
	

	
	
	0793
	CR 29.002 1251 Rel-16 Addition of IAB operation permission to subscriber data
	Qualcomm Incorporated, Nokia, Nokia Shanghai Bell
	Revised to C4-200980
	WI IABARC

CAT B

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page 
Draft revison 2 provided

	
	
	0980
	CR 29.002 1251 Rel-16 Addition of IAB operation permission to subscriber data
	Qualcomm Incorporated, Nokia, Nokia Shanghai Bell
	
	

	
	
	0794
	CR 29.230 0677 Rel-16 Addition of AVP code for IAB-Node-Information AVP
	Qualcomm Incorporated, Nokia, Nokia Shanghai Bell
	Revised to C4-200981
	WI IABARC

CAT B

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page 
Draft revison 2 provided

	
	
	0981
	CR 29.230 0677 Rel-16 Addition of AVP code for IAB-Node-Information AVP
	Qualcomm Incorporated, Nokia, Nokia Shanghai Bell
	
	

	
	
	0795
	CR 29.272 0813 Rel-16 Addition of IAB-Operation-Permission to subscriber data
	Qualcomm Incorporated, Nokia, Nokia Shanghai Bell
	Revised to C4-200982
	WI IABARC

CAT B

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page 
Draft revison 2 provided

	
	
	0982
	CR 29.272 0813 Rel-16 Addition of IAB-Operation-Permission to subscriber data
	Qualcomm Incorporated, Nokia, Nokia Shanghai Bell
	
	

	
	
	0796
	CR 29.274 1982 Rel-16 Addition of IAB-Operation Allowed indication to subscriber data
	Qualcomm Incorporated
	withdrawn
	WI IABARC

CAT B

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page
Frank: 

why the IAB-Operation Allowed indication need to be transferred between MMEs and AMFs, considering the target MME/AMF will anyway receive the information from HSS/UDM.
Same question applies to 0798

Waqar: 

The IAB operation allowed information transfer in the following is needed because this concerns a parameter that applies to both 5GS and EPS. So for example, the MME first receives the old context from AMF before contacting the HSS. If it only applied to EPS the MME gets the data from HSS as you mention. Conversely, when UE moves from EPS to 5GS, AMF retrieves the UE context from MME (if the UE does not have native 5G-GUTI). Hope this clarifies.
Frank: 

I don’t really get your point; considering the 5GC to EPC mobility, assuming that the target MME doesn’t get this IAB-Operation Allowed indication, what would be the problem?
Waqar:

>> assuming that the target MME doesn’t get this IAB-Operation Allowed indication, what would be the problem?
For this please refer to the agreed SA2 CRs referred to by these documents: CR 3555 to TS 23.401 (S2-1910282) and CR 3570 to TS 23.401 (S2-1911918). For example, from S2-1911918:

"The Subscription Data may contain the IAB-Operation Allowed indication the IAB operation. The MME shall use the IAB-Operation Allowed indication to authorize the UE's IAB operation."

So the above mentioned CRs should clarify the need of IAB-Operation Allowed indication at the MME,

Frank: 
what are the problems if not signalled.

Waqar: mainly  needed for interworking 4G to 5G

Bruno: Does the information be send to the access network during HO or after HO?

The requirement needs to be checked
Same comment to  0798.

Open Question!

Waqar:

I have discussed these issues with my team and we agree that the IAB nodes are supposed to be configured in a quasi-static way anyway, so we withdraw the CRs in C4-200796 to TS 29.274 and C4-200798 to TS 29.518. Thanks for the review
Draft revison 1 provided

	
	
	0797
	CR 29.503 0354 Rel-16 Addition of IAB-Operation Allowed indication to AccessAndMobilitySubscriptionData
	Qualcomm Incorporated
	Revised to C4-200983
	WI IABARC

CAT B 

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page 
Draft revison 2 provided.



	
	
	0983
	CR 29.503 0354 Rel-16 Addition of IAB-Operation Allowed indication to AccessAndMobilitySubscriptionData
	Qualcomm Incorporated
	
	

	
	
	0798
	CR 29.518 0301 Rel-16 Authorization of IAB-node by AMF
	Qualcomm Incorporated
	Withdrawn
	WI IABARC

CAT B

Yvette:

don’t need brackets (<…>) in the CR# field on the cover page
See 796
Draft revison 1 provided


	6.1.18
	Nudsf Service Based Interface
	
	
	
	
	NUDSF

	
	
	0359
	pCR 29.598  Rel-16 Introduction Update
	Hewlett-Packard Enterprise
	
	Yvette:

I think a table describing the NF Services provided by UDSF showing the service names, the description and the possible consumer(s) as we did in the past  is helpful.
My  proposal as follows:

Table 5.1-2: NF Services provided by UDSF

Service name/ Description/ Consumer

Anders

I’ve checked a number of other APIs, and it is true that a table like that has been defined in a couple of APIs, but not in all.
I don’t really have a strong opinion, but since we are now also adding the new API Descriptions per Sprint’s suggestion to all APIs, is there much info to be gained in adding a second  table? The overview clause just after this one will anyhow have an illustration with applicable Consumers.
Open

	
	
	0360
	pCR 29.598  Rel-16 Overview
	Hewlett-Packard Enterprise
	
	

	
	
	0361
	pCR 29.598  Rel-16 Nudsf Service
	Hewlett-Packard Enterprise
	
	Yvette:

1- New „5.2.2 Service Operations” should be added to follow the template
2- Suggestion to list the supported procedures in each subclause „5.2.2.X.1 General „ Record Retrieval, Meta Retrieval, Blocks Retrieval, Block Retrieval, Search

3- Suggestion to list the supported procedures in „5.2.2.3.1 General „ 

Record Create

Block Create

4- Suggestion to list the supported procedures in „5.2.2.4.1 General“ 

Record Update

Block Update

Meta Update

5- …the same for „5.2.2.5.1 (delete) , 5.2.2.6.1 (Notify)…
6- For the Notify Service Operation UDSF notifies the NF service consumer of the „expired record“, could you please explain what is meant?Block Create
Anders: 

I have addressed them and uploaded C4-200361_v1.zip.

Draft revision 1 provided.

	
	
	0362
	pCR 29.598  Rel-16 Nudsf Resources
	Hewlett-Packard Enterprise
	
	Yue: 

- operation defined for /records  and /blocks, thus solid box should be used in figure 6.1.3.1-1 accordingly.

- {apiVersion} should be replaced with <apiVersion>, for instance in clause 6.1.3.2.2

- ProblemDetails as optional message body for error responses, and the description updated accordingly

- "Boolean" or "boolean"

- For the "filter" query parameter, is it possible to use "complex-query", since to my reading it is also providing a logical expression.

- For the GET operation on /blocks resource, why didn't you define a "filter" query parameter?
Anders agreed to not have complex  query

Shahram

1. To be consistent with other defined APIs, the {apiVersion} in resource URI (e.g. 6.1.3.1, 6.1.3.2.2,  6.1.3.3.2, etc) should be replaced with its value (e.g.“v1”).
2. In 6.1.3.1 diagram, remove “//” preceding {apiRoot}

3. /record & /blocks resources in 6.1.3.1 figure should be in a solid box

4. Table 6.1.3.1-1: “Resources and methods overview”, values for Resource URI column should show the absolute resource path (i.e. starting with {apiRoot})

5. Table 6.1.3.1-1: “Resources and methods overview”, values for Resource URI column is missing “/{storageId}” in the URI.

6. Resource definition subclauses (e.g. 6.1.3.2.2,  6.1.3.3.2, etc) missing “/{storageId}” in the URI

7. Table 6.1.3.3.3.2-3: Data structures supported by the PUT Response Body, states:

RecordBody: Upon successful update of a record, a response body containing the previous record value (if get-previous was indicated in the request, and if one exists) will be returned
The above behavior (with 200 OK status code) is not inline with the usage of PUT as per RFC 3271,  section 4.3.4 PUT: “…A successful PUT of a given representation would suggest that  subsequent GET on that same target resource will result in an equivalent representation being sent in a 200 (OK) response.”
One option instead would be for the Consumer NF to do a GET prior to sending a PUT if the previous record content is needed.

                                        

8. Table 6.1.3.4.3.2-2: Data structures supported by the PATCH Request missing “PatchItem” data type definitions in Object Model CR C4-200363

9. Table 6.1.3.4.3.2-3: Data structures supported by the PATCH Response Body missing “PatchResult” data type definitions in Object Model CR C4-200363

10. 6.1.3.6.2, Resource URI: {apiRoot}/nudsf-dr/{apiVersion}/{realmId}/records/{recordId} is wrong. 

It should use individual block resource URI of: Resource URI: {apiRoot}/nudsf-dr/{apiVersion}/{realmId}/records/{recordId}/blocks/{blockId}
                                                 

Table 6.1.3.3.3.2-3: Data structures supported by the PUT behavior upon return of 200 OK status code is not inline with RFC 3271 (ditto as comment in #7 above)

Anders
#1-#6, #8-#10, I will incorporate 

Re #7 & #11; the get-previous is also in the DELETE. Is your comment just for PUT or applies to DELETE as well?

I’m not sure I completely agree that the text you highlight from RFC 7231 negates the option to return the previous representation in the PUT 200 OK as the 200 OK referred to in the highlighted text refers to the 200 OK of the GET, not the PUT.

As this capability anyway is optional and parameter driven, I think it doesn’t hurt to have it as it can provide some level of transactional integrity for NFs if e.g. eTag isn’t suitable while minimizing the number of IOs between NF Consumer and the UDSF.

Shahram

Regarding #7 & #11, my read of PUT operation behavior as specified in RFC7231 (see copy/pasted below) is clear in that either the server would send a 204 with no response body or a 200 OK with the response body showing the updated resource representation after the PUT. Hence a subsequent GET should result in a response body equivalent to the PUT response body (I believe the highlighted portion refers to PUT response):
“ The PUT method requests that the state of the target resource be

   created or replaced with the state defined by the representation

   enclosed in the request message payload.  A successful PUT of a given

   representation would suggest that a subsequent GET on that same

   target resource will result in an equivalent representation being

   sent in a 200 (OK) response.”
My comment in #7 & #11 was only for PUT. As in regards to DELETE, I sort of convinced myself in that the “previous” representation sent back in a successful (200 OK) DELETE response (as per your CR), can be interpreted as the last representation of the deleted resource describing the “status” (see highlighted text from RFC7231 below ): 

“If a DELETE method is successfully applied, the origin server SHOULD

   send a 202 (Accepted) status code if the action will likely succeed

   but has not yet been enacted, a 204 (No Content) status code if the

   action has been enacted and no further information is to be supplied,

   or a 200 (OK) status code if the action has been enacted and the

   response message includes a representation describing the status.”
Anders

I agree that the highlighted text is a bit ambiguous whether it refers to the GET or the PUT.
But since a PUT may as well result in 201 Created or 204 No Content, to me it seems that the 200 OK in the text belongs to the GET, as a “successful PUT” (green highlight) implies 201, 204 as well as 200.

Shahram

In my humble view (which I believe that’s what RFC3271 intends to say), when PUT is used as an update operation, the server should have the result of the successful update in the response body if “200 OK” status code is used. 
Also, the above behavior goes well with the fact that PUT/update as an idempotent method then would result in returning the same updated resource representation in the response if executed multiple times (and not returning the old representation the first time and the current representation the 2nd time).

Having said that, it would be good to hear other CT4 colleagues’ views on this matter.

Farni

Minor changes for consistency with other specs, and to help the parser tool to navigate the document correctly.
6.1.3.2          Resource: RecordCollection (Collection)
6.1.3.3          Resource: Record (Document)
6.1.3.4          Resource: Meta (Document)
6.1.3.5          Resource: BlockCollection (Collection)
6.1.3.6          Resource: Block (Document)
Anders  I will Incorporate
Draft revision 1 to be provided

	
	
	0363
	pCR 29.598  Rel-16 Nudsf Data Model
	Hewlett-Packard Enterprise
	
	

	
	
	0364
	pCR 29.598  Rel-16 HTTP Multipart messages
	Hewlett-Packard Enterprise
	
	Jesus:
· It proposes to send a whole record, including all its blocks, in a single PUT request, where each block is sent in a different MIME body part. As commented in the UDSF telco, the formal specification in OpenAPI of this approach, was quite confusing. The specific problems will be sent separately as comments to C4-200904.

· On the same line, TS 29.500 mentions the usage of mulitpart in 3GPP APIs in the context of transmission of binary data. If this approach is eventually accepted for UDSF API, don't we need to update clause 5.4 of TS 29.500 ?

· Functionally, the same goal could be achieved if the whole record (including blocks) is sent in a single body part, in JSON. It was said during the telco that sending multiple body parts was more efficient. We don't have data to compare but, if the multipart approach cannot be specified in OpenAPI, the alleged performance gains do not make up for the lack of formal definition, in our view.

· We (E///) propose to remove the multipart approach in this version of the API, and introduce it in the future, once we figure out how to specify it properly in OpenAPI. It can be added seamlessly in a backwards-compatible manner, by defining the support for multipart/related media type in the PUT request as an additional media type, in a future API version.

Jesus has open a ticket at the gitlab/OpenAPI.

Jesus we should be careful with multipart as it is not fully specified.

Anders is working on a revision.

Anders

As discussed during the daily conf calls, I have updated the contribution to better describe the encoding of multipart/related and thus uploaded C4-200364_v1.zip in the NUDSF drafts folder.
Note that the OpenAPI pCR (0904) will also be revised to incorporate the new headers as well.

Re: On the same line, TS 29.500 mentions the usage of mulitpart in 3GPP APIs in the context of transmission of binary data. If this approach is eventually accepted for UDSF API, don't we need to update clause 5.4 of TS 29.500 ?

Clause 5.4 already states:

Use of multipart messages is documented in specific specifications.
I don’t see what  needs to change in 29.500 since it is already indicating that specific specs (like 29.598) need to define the multipart usage anyway.
Jesus

With regard to 29.500, the sentence you quoted is not really the part that worried me. It's the other sentence above it:
· For transmitting large parts of opaque binary data along with JSON format, multipart messages shall be supported using:
- A multipart/related media type;
- 3gpp vendor specific content subtype; and

- Cross-referencing from the JSON payload using the Content-ID field.

So, until now, the only usage of multipart in the 3GPP APIs was that one. Now,  the usage of multipart in the UDSF API is different: it is true that there is still one main JSON body part, but the rest of the body parts can also be JSON, or text, or anything, but their media types are not 3GPP vendor specific, and also there is not such cross-referencing of Content-ID between the main part and the "related" body parts.

I still think that it would be good to enhance that section; if we (CT4) prefer to go over such task at a next meeting, it's fine for me; we could simply minute that we agree on that such task is needed, and we can move on.

There is also a number of minor comments, that mainly came up while going over the (very useful) example you added in x1.2:

· The Content-ID values you have used in the example are "meta", "user", "picture". However, RFC 2045 requires:

   Like the Message-ID values, Content-ID values must be generated to be
   world-unique.

I understand that "user" and "picture" are simply examples. But you have the strict requirement to name the Content-ID of the root body part as "meta", which obviously is not world-unique. Do you think there might be an issue for not adhering to the requirement in RFC 2045 ? The RFC mentions an example use case for Content-ID to be world-unique, but not sure if there might be other consequences if they are not.

· The example should add the type="application/json" parameter in the first Content-Type line (the line with multipart/related), since it is a mandatory parameter

· I suggest to state clearly that the 1st body part SHALL be the root body part. RFC 2387 allows that any body part is the root body part.  Your current text says: "The first block is the root part", which kind of looks like there is no other option. You could even consider adding a description field somewhere in the OpenAPI to state clearly this requirement. Otherwise, implementors of the API simply could put such root anywhere in the message body (and use a "start" parameter).

Draft revision to be provided



	
	
	0438
	pCR 29.598  Rel-16 UDSF registration with NRF
	Cisco Systems
	withdrawn
	

	
	
	0584
	pCR 29.598  Rel-16 Feature Negotiation
	Hewlett-Packard Enterprise
	
	

	
	
	0585
	pCR 29.598  Rel-16 Error handling
	Hewlett-Packard Enterprise
	
	

	
	
	0586
	pCR 29.598  Rel-16 HTTP Standard Headers
	Hewlett-Packard Enterprise
	
	

	
	
	0654
	pCR 29.598  Rel-16 Security
	Hewlett-Packard Enterprise
	
	

	
	
	0740
	CR 29.510 0307 Rel-16 UDSF registration with NRF
	Cisco Systems, , Hewlett Packard Enterprise
	
	WI FS_NUDSF, NUDSF

CAT B

Varini: 

One comment on Table 6.1.6.3.11 : Service name should be in straight quotes instead of curly quotes.
Ravi) Good catch. I will correct this in the revised version
One question on Table 6.1.6.2.x : Do you think we should change data-type plmnId to an array of PLMN-IDs? It may be helpful in deployments where same operator holds multiple PLMN-IDs in different provinces of the country.

Ravi) The current assumption is that an UDSF instance will only serve one PLMN. Even within a given PLMN there is an option of deploying multiple UDSF.

Ulrich:

-the CR is not based on 29.510 version 16.2.0 (although the cover page says so); e.g. lmfInfo and other attributes missing from table 6.1.6.2.2-1.

-table 6.1.6.2.x:  attribute plmnId is not needed as plmnList is already within the NFProfile.

-the CR covers registration but not discovery; e.g. similar extensions of NFProfile in clause 6.2.6.2.3 and A.3 are needed
Draft Revision 1 provided
Varini

The changes are fine by me.
I have a follow up comment – nudsf service name needs to be defined in API as well?

Open



	
	
	0904
	pCR 29.598  Rel-16 OPenAPI annex for Nudsf
	Hewlett-Packard Enterprise
	
	Jesus:

Comments:
· A Block is defined simply with a description, but with no type, or any other restriction. Then, the media type for the PUT/GET operations on a block, is "*/*". So, basically, this means that anything with any format can be sent. From the telco, I got the impression that we reached the agreement to use the same mechanisms as in the rest of the 3GPP 5G SBI framework: JSON payloads with potentially specific binary parts. Having '*/*' allows to store/retrieve anything, from XML payloads, to image/jpg payloads, without any way to enforce any restrictions, being syntactical, semantical, structural, or in terms of size, or whatever. Everything is valid!
· A Record contains a property "blocks", which is an array of "Block" types. Then, when the encoding of this structure into a multipart/related request body is defined (RecordBody data type), you indicate that the "blocks" property is encoded with contentType: '*/*'. I tried to follow the rules in the OpenAPI spec that indicate how an array should be encoded in multipart bodies, and I think it's confusing and not very accurately defined. In particular, there are rules to indicate the default media type for certain "inner" types of the array (see the spec here). But the "inner" type is not defined (it is Block, which defines nothing). So, again, everything seems to be valid, since nothing can be enforced in terms of restrictions.

· Similarly, the "headers" property (for Content-Id header) under "blocks" is confusing; it should be clearly understood by the API description, that this header is different for each array element, i.e. for each body part. Again, OpenAPI spec does not seem to describe this scenario, or provide any examples that can guide us on how to express this.

· The callback expression:

      callbacks:

        recordExpired:

          '{$request.body#/meta/callbackReference}':

Refers to a certain request body, where a JSON body is expected. However, the request associated to such callback is a multipart body, so does the runtime expression need to refer somehow to the specific body part that contains the JSON structure ("Record" data type). This should be the first body part of the multipart/related body, but… is that understood by such runtime expression?

In other words, in the request body there won't be a JSON Pointer like '#/meta/callbackReference', but rather a body part whose Content-Id will be "meta".

Anders working on the  reply…
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Abdessamad: Ok with the CR

	
	
	0474
	CR 29.503 0325 Rel-16 SoR Info parameter Provisioning
	Nokia, Nokia Shanghai Bell
	
	WI NSORAF

CAT B

	
	
	0482
	CR 29.503 0326 Rel-16 Dynamic SOR subscription
	Nokia, Nokia Shanghai Bell
	Merged into 0749
	WI NSORAF

CAT F

Abdessamad: 

C4-200482 (Nokia) vs C4-200749
Both CRs provide solutions aiming at defining the indications in the AccessAndMobilitySubscriptionData on whether SoR information is to be retrieved by the AMF at every “INITIAL REGISTRATION” or “EMERGENCY REGISTRATION”. In my opinion, the solution from Huawei covers both cases, whereas the solution from Nokia covers only the first case, i.e. “INITIAL REGISTRATION”.
Two proposals are on the table C4-200482 and C4-200749 preferred solution?

Ulrich: I have revised 0482 to cover also emergency registration
Draft revision 1 is provided

Abdessamad:

Many thanks for updating your CR. However and maybe this is because my initial email was a bit confusing (apologies for that), I think that there should be 2 separate indications:
· One indication to enable the AMF to know if SoR information needs to be retrieved at every registration of type “INITIAL REGISTRATION”. This one is the most important one in my opinion.

· Another indication to enable the AMF to know if SoR information needs to be retrieved at every registration of type “EMERGENCY REGISTRATION”. This one does not really make sense for me because an operator would not really want to perform steering of roaming actions when one of its roaming out subscribers attempts to perform an emergency procedure, I would assume that this would always be false as the emergency situation takes precedence over any business matters. However, we can define it to be aligned with stage 2.

Therefore, an operator would in my opinion need to configure both indications separately. For example, set the first one to “True” and the second one to “False”. Any other combination should be possible. This is not captured in the latest version of your CR, and in order to capture it there is a need to define another attribute for the emergency registration use case. In the contrary, it is captured in Huawei’s solution in C4-200749 using only one attribute. What is your opinion on the latter? No strong preference on my side.

Varini:

With the introduction of variable “dynamicSor” in AM-Data, we are informing V-PLMN whether a USIM has been configured to expect SoR Information or not. Knowing this information, V-PLMN has liberty to block SoR information to USIMs that don’t expect it (so that they stay on this network). 

Stage-2 defines to use a separate variable called “SoR Update Indicator for Initial Registration” in AM-data. This variable tells AMF that it should download the information from UDM upon every initial registration. USIM “may or may not” be configured to mandatorily expect it. Without knowing for sure, AMF has-to download this data and send across to UE.

From this point of view, I felt we should have 2 separate variables, one for UDM’s local consumption, and one for sending to AMF, as defined in Huawei’s contribution in C4-200749?

Abdessamad:
Thanks for your comments. I agree with your analysis, but let me maybe clarify a bit more the situation with regards to these 2 CRs. The CR from Nokia initially aims at defining only the indications to be stored in am-data and used by the AMF to know if it needs to retrieve SoR information during registrations of type “INITIAL REGISTRATION” and/or for those of type “EMERGENCY REGISTRATION” when it already has retrieved am-data for the UE. The CR from Huawei contains both types of indications, i.e. the ones I have just described and the other one to be stored in am-data and used by the UDM to know if the UE is expecting to receive SoR information during initial registration. 
Therefore, the intention from my emails is to say that the 2 CRs clash on the first type of indications. The second type is of course mandatory as well, but let’s not discriminate Nokia’s proposal based on its absence because it was not in the initial scope of their CR. So basically, either we stick with Huawei’s CR that defines both or we choose to go for Nokia’s CR + Huawei’s CR where we remove the changes related to the first type of indications.

On our side, we have a small preference for Huawei’s CR in C4-200749 with regards to the first type of indications for the reasons mentioned in my last email below.

Draft revision 2 is provided

Abdessamad

Thanks for this new version. It is now OK for me as well. 

I think that merging both CRs, 0482 and  0749, should be now envisaged as they are more or less proposing the same solution. I think that the description of the parameter in Huawei’s CR is more detailed, but I let you first provide your comments.
Proposal to merge 0482 and 0749 which  should be baseline  version

Draft revision 3 is provided

V3 clashs  with 0822
Abdessamad

Can you please explain why you have changed to this solution? Is the intention to combine both indication types in one attribute (dynamicSor) in am-data instead of having one indication in am-data and the other one in SorInfo ? In this case, this CR is clashing with 0749 and 0822 and if we move forward with this solution, this means that both 0749 and 0822 are not needed anymore. Is my understanding correct ?

Ulrich:

Yes your understanding is correct.

Qingfen

I am a little confused by the new revision. I have several questions as below just for better understanding.
1. sorafRetrieval in DynamicSor means that whether to get the SoR information is not configured on UDM but stored in UDR?
Ulrich: Yes

2. Either sorInfo is sent to UE in the first time at which AMF get the AM data from Or it is sent to UE though AM data is already in AMF in required initial registration/emergency registration ? And what about the very initial registration scenario in a VPLMN (AMF hasn’t UE subscription data), sorInfo will be sent or not ,and dynamicSor will be sent or not?
Ulrich: I do not understand your question. Please clarify
3. How to indicate whether UE/USIM expects to receive the SOR information or not in subscription data?
Ulrich: If dynamicSor attribute is present in AccessAndMobilitySubscriptionData and registrationTypes contains INITIAL_REGISTRATION, this indicates to the AMF that the UE/USIM is configured to expect receiving SOR info at every initial registration. Similarly for emergency registrations

Merged into 0749
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Ulrich

1/Why is it proposed to enhance SorInfo with sorInfoExpectedInd when used on Nudr? 

2/Clash with C4-200482

Abdessamad

1/ As explained in a different email discussion (on 0482), the objective of enhancing SorInfo on Nudr is to define the indication on whether or not the ME / USIM is expected to receive SoR information at initial registration. This indication is only used by the UDM to know whether or not it needs to systematically send SoR information during initial registration, e.g. when it does not get a response from the SOR-AF. 
 

2/ As indicated in another email, I think you should consider merging both CRs as they are proposing similar solutions for the other type of indications.

Ulrich

ad 1/ this indication is already there (presence of dynamicSor attribute in 0482 or sorUpdateIndicatorList attribute in 0749 within AccessAndMobilitySubscriptionData ),  we don’t need it twice.

Ad 2/ both CRs should be merged
Hiroshi

1. I tend to agree with Ulrich’s comment that the SorInfo in 0749 is only repeating (partially) of what both 0482 and 0749 is adding in AccessAndMobilitySubscriptionData, as UDM should anyway interpret this attribute for the very purpose in addition to informing to AMF, therefore unless there is a need that I may have missed I believe this can be one.
2. If the CR will be merged and agreeable, NTT DOCOMO will also support the merged CR.
Abdessamad
Regarding point 1/ and if I understand correctly, you mean that both types of indications can be merged in one indication that should be enough, right?
For me, the 2 indications should remain separated for the reasons/use cases below. Let me first provide a reminder of the 2 types of indications.

Indication 1: Used by the UDM. Enables the UDM to know whether or not the UE is expecting to receive SoR information at initial registration. It is related to a similar indication configured in the UE. If the UE is configured to expect SoR information at initial registration, then UDM shall anyway return SoR information at initial registration. Otherwise, the UDM may not send SoR information at initial registration.  

Indication 2a: Used by the AMF. Enables the AMF to know if it has to retrieve SoR information from the UDM (which then retrieves it from the SOR-AF) each time there is a registration of type “INITIAL REGISTRATION” when it has already retrieved am-data during the very first registration.

Indication 2b: Used by the AMF. Enables the AMF to know if it has to retrieve SoR information from the UDM (which then retrieves it from the SOR-AF) each time there is a registration of type “EMERGENCY REGISTRATION” when it has already retrieved am-data during the very first registration.

To simplify, I will focus on indications 1 and 2a.

· If indication 1 is true and indication 2a is true, then there is no problem with regards to combining them. In addition to this, I don’t see a use case where indication 2a is false and indication 1 is true. 

· Now I think that there can be a scenario where indication 1 is false and indication 2a is true, i.e. the UDM is not obliged to send SoR information at initial registration to the UE as the latter is not expecting it (this can be a choice of the operator), but still the home operator wants to enable SoR information retrieval at every “subsequent” registration of type “INITIAL REGISTRATION”.

This is why I think that we need to keep both indications separated because there do not address the exact same need. The first one controls the 
ehaviour of the UDM and is bound to a configuration in the UE and the second one is there to control the 
ehaviour of the AMF.

Hiroshi

Thank for pointing out the two scenarios.
I agree to your analysis on the need for both cases as you described.

I believe first case (indication 1 + 2a both “true”) is clearly described in TS 23.122 (and 23.502), while the second case (1=”false” and 2a=”true”) is something for configuration not clearly indicated in stage2 but is still is valid case.

So I now support having two indications as you mention.

Abdessamad

Even if is a different counter for each UICC application, my understanding (I may be wrong of course) is that it is the same for all technologies (2G, 3G, 4G and now 5G), which makes it not uniquely bound to 5G SoR anyway. You can clearly see here that we are starting more and more to discuss aspects and elements that are out of scope as you said and we should not make any assumptions nor base any decision on such aspects. That’s why I insist on the UDM perspective (it only asks for SoR information retrieval and does not need to understand the business logic that is behind) and on SOR-AF perspective (receives a request for SoR information retrieval and provides an answer with the requested information), which should be the most important here. Any business logic that is out of scope should not be used in the discussion.

My point is that if we want to 
ehavi POST over GET based on some philosophical/preference basis, then we need to do it at a general level as it clearly does not only relate only to this case. Otherwise, I don’t see any technical problem to stick with a GET which is more adapted to the use case as pointed out by Yvette and in line with our API design principles.
Proposal to merge 0482 and 0749 which  should be baseline  version
Qingfen

How about merging 0482 into 0749? To put the indication on whether or not the ME / USIM is expected to receive SoR information at initial registration and the indication to enable the AMF to know if SoR information needs to be retrieved at every registration of type “INITIAL REGISTRATION / EMERGENCY REGISTRATION” in the one CR may make the whole solution more clear.
Abdessamad

This is because indications 2a and 2b are not yet in 23.122. They have only been introduced in 23.501 by SA2 for the moment. CT1 should introduce them soon as far as I know, the related CR (see C1ah-200214) was postponed during their last e-meeting last January. They are maybe going to agree on it during this e-meeting.
Therefore, I would support Qingfen’s proposal to merge the 2 CRs in 0749.

Open:

Draft revision to be provided

Abdessamad, Hiroshi prefers to have two indicator.

Ulrich: indicator should not be in SOR info (static), dynamic info should  be separated.

Qingfen: dynamic info in the AM info.

Ulrich should we  use 0749 as basis andmerge 0482 merged into 0749.

We need to take  care to  avboid the clash with 0822, 0822 merged into 749.
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Abdessamad:

Regarding this CR, the related use cases are: 
The AMF receives a registration request with registration type set to “INITIAL REGISTRATION” (or “EMERGENCY REGISTRATION”), the AMF already has the AccessAndMobilitySubscriptionData for the UE and this AccessAndMobilitySubscriptionData indicates that the SoR information is to be retrieved at every “INITIAL REGISTRATION” (or “EMERGENCY REGISTRATION”), then the AMF needs to request SoR information to the UDM. 

In order to summarize the situation for this AMF – UDM interactions, 3 possible solutions are proposed:

· Reuse Nudm_SDM_Info service operation with a new procedure implemented using a POST custom operation: this is what is proposed in C4-200483. 

· Some email discussions (subject “Re: [NSORAF WI] Discussion #2 on NSORAF Work Plan”) already occurred on this topic.

· We (Orange) are not in line with this solution. It reuses a service operation that is not intended for this purpose and there is in my opinion nothing that justifies the usage of a POST custom operation. It is also not in line with what was defined in stage 2. 

· Reuse Nudm_SDM_Get service operation (as defined in stage 2 in TS 23.502) and define a new procedure implemented using a GET standard method for this use case. 

· Solution proposed by Orange (shared on 14/02/2020 in a previous email discussion “RE: [NSORAF WI] Discussion #2 on NSORAF Work Plan”).

· Reuse Nudm_SDM_Get service operation (as defined in stage 2 in TS 23.502) and reuse the Get am-data procedure. 

· Solution proposed by Huawei. This is also fine for us (Orange).

During discussion  multiple  solutions but only one contribution submitted on Nokia proposal.
Ulrich: the message has trigger semantics it is not read only.

Anders: we  need to make sure to  use the correct method, secured method needed GET cannot be used.

Is the server and client synchronised?

Between AMF and  UDM we agreed to use Post method as we need to  use  a save method due to authentication.

Ulrich: 

from today’s confcall I understand that the principle of 0483 (i.e. to use POST) is accepted
Abdessamad:

Well, let’s say that if I am the only one opposing to the proposed solution, then I would agree to step back. Let’s see if there are any other comments/positions on this one in the coming days, otherwise we could consider it as agreed.
Just to summarize our position, there are 2 important points that go against this solution:

· The Nudm_SDM_Info service operation is not intended for such purpose. It is normally used to inform the UDM about something and not to be used to retrieve information from the UDM.

· Nothing justifies using a POST over a GET here. It is just a simple request to return the latest updated SoR information in a similar way to the very first registration procedure. Stage 2 also stipulates to use Nudm_SDM_Get service operation for this use case, which means that if we go forward with this solution, we would also need to update stage 2 specifications accordingly.

The alternative solution I propose is to reuse Nudm_SDM_Get and define a new procedure for SorInfo retrieval using a GET.

Yvette:

My understanding from the ConfCall today  is to apply GET but as compromise to delete subscribe/unsubscribe/notify from SOR-AF API. 
My position has not changed and Abdessamad has clearly explained the reason of using GET to which I fully agree. To move forward I can agree on the proposed alternative solution to reuse Nudm_SDM_Get and define a new procedure for SorInfo retrieval using a GET

Abdessamad:

Just to maybe clarify more: 
· The compromise that we reached today is regarding the definition of the Nsoraf_SOR service (for interactions between the UDM and the SOR-AF) and it was indeed agreed to keep the solution based on using GET for Nsoraf_SOR_Get service operation and remove the Nsoraf_SOR_Subscribe/Unsubscribe/Notify service operations (as they are anyway optional in stage 2 + the fact that now SoR information can be retrieved at every registration of type “initial registration”). This is one topic.

· The second topic is on how to implement the interaction between the AMF and the UDM that is necessary to enable the AMF (when it already has am-data of the UE) to retrieve SoR information during a registration procedure of type “initial registration”. For this use case, I expressed my opposition to the solution proposed by Nokia and based on using a POST custom operation. If I understand well, you are also in line with our position and would prefer a solution based on reusing Nudm_SDM_Get service operation via a new dedicated procedure for SorInfo retrieval using GET, is it correct?

Yvette:

You got my points right. 
What confused me in the discussion  is the fact that Stage 2 clearly states … If the AMF already has subscription data for the UE but the SoR Update Indicator in the UE context requires the AMF to retrieve SoR information depending on the NAS Registration Type ("Initial Registration" or "Emergency Registration") (see Annex C of TS 23.122 [22]), the AMF retrieves the Steering of Roaming information using Nudm_SDM_Get… There should be clear here and no discussion. 

Regarding the  second topic, just to understand  what is expected to be updated SoR Info? This was an argument for the usage of POST. I think update is not correct. So GET method  is simple and sufficient.

Hiroshi:

Please correct me if my understanding is wrong, 
regarding the topic on Nudm (i.e. between AMF and UDM), my understanding from yesterday’s call is that because the following information is always not the same, GET assuming the safe operation was not in line with the design concept, thus preference was shown on Nokia proposal.
· sorCounter and the integrity protection provided by AUSF (to prevent replay attach)

· In addition, if secure packet is used, the content of secure packet (which may be valid for some time depending on configuration) and OTA counter for secure packet itself

I may have missed your comment, Abdessamad, on how GET would work in this context, can you help me understand again?

[Abdessamad] Please find my comment hereinafter. Yesterday, I agreed to step back if I was the only one opposing to the solution from Nokia (that is based on POST custom operation by reusing Nudm_SDM_Info service operation), which is not the case now.
There are 2 important points that go against this solution:

- The Nudm_SDM_Info service operation is not intended for such purpose. It is normally used to inform the UDM about something and not to be used to retrieve information from the UDM.

- Nothing justifies using a POST over a GET here. It is just a simple request to return the latest updated SoR information in a similar way to the very first registration procedure. Stage 2 also stipulates to use Nudm_SDM_Get service operation for this use case, which means that if we go forward with this solution, we would also need to update stage 2 specifications accordingly.

The alternative solution I propose is to reuse Nudm_SDM_Get and define a new procedure for SorInfo retrieval using a GET.

I also understand, as highlighted by Yvette on the stage2 text, that this operation is used for the second (or any later) “initial” or “emergency” registration (by means of NAS), which is not the case for pure first “initial” registration in that PLMN, so my feeling is that we can ask for stage2 update if CT4 finds Nudm_SDM_GET this is not the suitable operation in this case. I understand this was only agreed in the last November meeting if I understand correctly, so I think we can still ask for update if we find the need.

[Abdessamad] For me, I prefer not having to go back to stage 2 again. But, we can do it if we reach consensus on the proposed solution.

BTW, I have another question/comment:

· If SOR-AF returns the preferred PLMN list in secure packet, every request will result in different responses at least for the OTA counter.
Does this mean Nsoraf will also need to consider whether secure packet is used to decide on the HTTP method, as safe/non-safe differs?

· So far, my understanding was that we focused on the case Nsoraf provides a plain PLMN list, thus we did not pay too much attention on the OTA counter.

[Abdessamad] For me, this is exactly the same case as for the indication that no change is needed. It is one possible value of SoR information that is at the end of the say exchanged between the UE (USIM or ME) and the SoR platform/OTA server in this case. This does not change anything to how we design the UDM – SOR-AF interactions. The UDM or AMF just need to retrieve this information and convey it to the UE. Otherwise, we are somehow trying to make them implement / be aware of the business logic, which is not desired in my opinion. We need to remember the main objective of this procedure, which is to make use of the mandatory 5G signalling procedures to piggyback SoR information to the UE (USIM or ME).
Ulrich:

Hiroshi, your understanding is correct.

The new message sent from AMF to UDM is to INFORM the UDM that a new integrity protection is required (so the UE does not detect a replay attack). 

It cannot be HTTP GET as it is not safe, it does not have read-only semantics as it updates the couterSor and the SoR-XMAC-Iue and it makes the UDM change its state to wait for UE ack. This is similar to authentication vector retrieval which also uses POST

Varini:

After going through all the arguments, we feel POST is the right method to use here.

Hiroshi:

At least on Nudm, given that interaction with AUSF for couterSor and the SoR-XMAC-Iue is based on POST,
I also tend to support the use of POST.
BTW, what happens for AMF retrieving for AccessAndMobilitySubscriptionData during the first “initial” registration, which currently use Nudm_SDM_Get, i.e. GET?

This also includes the SorInfo with couterSor and the SoR-XMAC-Iue, and with Ulrich’s explanation, it sounds POST is better even for this case. I would appreciate if there is something different between the two cases.

Up to now no comment to change the CR.
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Abdessamad: Ok with the CR
Ulrich

SOR Header is defined in 24.501 (see table 9.11.3.51.1).
It contains 

-SOR data type (must be set to 0 when used in SoRInfo)

-List indication (0=not provided i.e. no change, 1= provided)

-List type (0=secured packet, 1= in clear)

-ACK (1= ack requested,0= not requested)

All this information is actually already present in SorInfo:

ackInd corresponds to ACK

presence/absence of steeringContainer corresponds to List indication

Content of Steering Container is either secured packet or list of steering info in clear, and corresponds to List type.

There is no need to send the info twice, in existing JSON format and in 24.501 SOR Header format.

Also this is not new in Rel-16. 

Therefore the CR is not needed.

Qingfen

1. The current implementation is not consistent with stage 2 and CT1, we should keep consistent to avoid confusing.
2. SoR header has 8 bits, only 4 bits has been used, and another 4 bits are kept for extension in future, we should keep the same for future extension.

3. SoR information is signaled to UE in signaling channel, and we should keep encoding good enough for the radio resource efficiency. The encoding way as SoR header (only 8 bits for existing function and future extension) is better than the current implementation in 29.503 and 29.509.

4. “Content of Steering Container is either secured packet or list of steering info in clear, and corresponds to List type.” means that either clear packet or secured packet is permitted to transfer, but not means that there is an indication whether received information is clear packet or secured packet to UE. Actually UE need to guess it is clear packet or secured packet after UE received the sorInfo in current implementation.

Therefore, I think that SOR Header in the CR is needed.
Abdessamad

If I understand well, the SOR header is contained in the SOR transparent container sent on the NAS interface between the AMF and the UE. Therefore, the main requirement here is for the AMF to be able to construct this SOR header and SOR container based on the SoR information (ackInd, sorMacIausf, countersor, steeringContainer) received from the UDM. Let us hence detail all the possible cases:
· The AMF receives SoR information containing a steeringContainer:

· The AMF can set the flag “SOR data type” to value “0” (i.e. The SOR transparent container carries steering of roaming information) as SOR container is sent from the AMF to the UE in this case.

· If the ackInd is set to true, then the AMF should be able to set the related flag (ACK) of the SOR header to 1 (i.e. acknowledgement requested). If the ackInd is set to false, then the AMF is able to set the related flag (ACK) of the SOR header to 0 (i.e. acknowledgement not requested).

· Given that the received SoR information contains a steeringContainer, then it should be able to set the flag “List indication” of the SOR header to a value “1” (i.e. “list of preferred PLMN/access technology combinations is provided”).

· Now regarding the flag “List type”, I agree that it is not straightforward how the AMF will be able to set it based on the received steeringContainer. How can the AMF differentiate a steeringContainer that contains a list in clear format and a steeringContainer that contains a secured packet (i.e. list packaged as a secured packet)? This is the main question here in my opinion.

·  The AMF receives SoR information NOT containing a steeringContainer:

· The AMF can set the flag “SOR data type” to value “0” (i.e. The SOR transparent container carries steering of roaming information) as SOR container is sent from the AMF to the UE in this case.

· If the ackInd is set to true, then the AMF should be able to set the related flag (ACK) of the SOR header to 1 (i.e. acknowledgement requested). If the ackInd is set to false, then the AMF is able to set the related flag (ACK) of the SOR header to 0 (i.e. acknowledgement not requested).

· Given that the received SoR information does not contains a steeringContainer, then it should be able to set the flag “List indication” of the SOR header to a value “0” (i.e. “HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided'”).

· Now regarding the flag “List type”, it is not relevant in this case as of the value of the “List indication” flag.

Therefore, the main point for me here is to determine whether or not the AMF is able to differentiate the content of the steeringContainer (when received)? If it is the case, then there is no need to add this SorHeader attribute. Otherwise, I think that a simple indication on the list type needs to be defined on Nudm and Nsoraf, and should be provided by the SOR-AF. What is your view on the topic?

Refer to TS 24.501 (clause 9.11.3.51) 

Qingfen

IMHO,
1. SOR header is not constructed by AMF, and it should be constructed by UDM, UDM send this information to AUSF to be protected too. I copied the procedure in 33.501 clause 6.14.2.1
Ulrich>  the format is different but consistent.

Qingfen> I don’t agree they are consistent
2. AUSF protects the SoR header and use SoR header as one of input parameters of SoR-MAC-IAUSF generation function, and I copied it from A.17
Ulrich> JSON is also extensible

Qingfen > yes,JSON is alos extensible, but this is not the key point I mention this bullet here, my key point is that the extension way with JSON is not efficient enough for transferring in radio resource. The extension way with SoR header defined in 24.501 is more efficient for transferring in radio resource
3. SoR header shouldn’t be modified during transferring to UE by any intermediate NFs because it was protected. If SoR header was modified during transferring to UE, UE integrity check would fail.
Ulrich> Nudm and Nausf are not UE signaling channels

Qingfen > The information sent by UDM to Ausf for integrity protect will be transferred in radio resource. SoR header is the information that is integrity protected and sent to UE.
4.Encoding of SoR header in 24.501 is adapted in 33.501, we can get the information from clause 6.14.2.1, 6.14.2.2, and I pasted a text as blow which is copied from 33.501 clause 6.14.2.1

Ulrich> The definition is:
    SteeringContainer:

      oneOf:
        - type: array

          items:

            $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/SteeringInfo'

          minItems: 1
        - $ref: '#/components/schemas/SecuredPacket'

If the receiver cannot distinguish whether the SteeringContainer contains an array of SteeringInfo or a SecuredPacket, then we have a much bigger problem that is not solved with your CR

Qingfen> I didn’t get your point, there is an indication in SoR header to indicate the content in steeringContainer is clear text or securedpacket

[Abdessamad] If we add SOR header to SorInfo on Nudm and SorInformation on Nsoraf, I think that this problem is solved. The AMF will be able to distinguish between the 2 possible contents of the steeringContainer.
Therefore, there is actually a need to add this SorHeader attribute

Ulrich

I do not agree, see comments inline above

Open 

Abdessamad

Thanks Qingfen for the clarifications. Given that the SOR header needs to be sent on Nausf for integrity protection, I agree that it is needed. In this case, it needs to be provided by the SOR-AF via Nsoraf (i.e. needs to be added to SorInformatin in 0846).
Ulrich

I do not agree,
SOR header IS redundant information. The AUSF needs this information in SOR-Header Format, but it can simply construct that format from the other information that is conveyed.

The other point is:

When receiving

    SteeringContainer:
      oneOf:
        - type: array

          items:

            $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/SteeringInfo'

          minItems: 1
        - $ref: '#/components/schemas/SecuredPacket'

And the receiver cannot know whether steering container contains an array of SteeringInfo or a SecuredPacket, then the received info matches both alternatives, which is not allowed and results in error. Adding a flag outside steeringContainer does not help. But my understanding so far is that the receiver can detect whether the received info matches the first but not the second or the second but not the first alternative.



	
	
	0748
	CR 29.509 0080 Rel-16 SoR header
	Huawei
	
	WI NSORAF

CAT B

Abdessamad: Ok with the CR

Ulrich

also not needed. See my comments to 0747

Open 

How to proceed

	
	
	0759
	pCR 29.550  Rel-16 Nsoraf services, resources, data model
	Nokia, Nokia Shanghai Bell
	
	Abdessamad: See C4-200843 

	
	
	0822
	CR 29.503 0356 Rel-16 UDM handling of sorInfo from UDR when configured to use SOR-AF
	NTT DOCOMO INC., Orange
	Merged into 0749
	WI NSORAF

CAT B

Abdessamad: Ok with the CR

Ulrich

there is a clash with 0482 (which is now at v3).
My understanding was that the decision, whether or not a UE is subject to dynamic SOR is based on subscription information stored in the UDR and not based on UDM configuration.

Abdessamad

I think that the newly introduced change in 0482_v3 that clashes with 0822 needs to be reverted because the objective of both CRs is different and these matters needs to remain separated. 0822 provides a more clear description on how the UDM needs to behave when dynamic SoR is used. 
In 0482_v3, you are assuming that SorInfo is not sent on Nudr when dynamic SoR is used, which is not the case in my opinion. Even in dynamic SoR case, the UDM needs to retrieve SorInfo from the UDR as it contains some important indications such as ackInd and sorInfoExpectInd (cf. 0749). Also, this is not necessarily linked to dynamic SoR indicators that are used by the AMF. Therefore, the related proposal in 0482_v3 should be reverted and I would prefer to stick with what is defined in 0822
Abdessamad

Just a small correction in this sentence: “Even in dynamic SoR case, the UDM needs to retrieve SorInfo from the UDR as it contains some important indications such as ackInd and sorInfoExpectInd (cf. 0749)”. The ack indication is provided by the SOR-AF in case of dynamic SoR. Therefore, I think that the related provisioningTime attribute should also be changed to Conditional instead of Mandatory, what do you think?

Hiroshi

I agree with Abdessamad on his point about presence of sorInfo is not linked to dynamicSor, and that change to 0482v3 should be reverted

Abdessamad

In addition to my previous comments, I think that the attributes “ackInd” and “provisionningTime” need to be changed from “M” to “C” as the first one should not be conveyed on Nudr when dynamic SoR is used and the second one should not be used at all (both on Nudr and Nudm) when dynamic SoR is used. What is your opinion on the topic? This is mainly related to the fact that the ack indication is now conveyed by the SOR-AF to the UDM on Nsoraf and not anymore stored in the UDR as agreed during the NSORAF conf. calls.

Ulrich

making ackInd and provisioningTime conditional in SorInfo on Nudr is not the preferred way. Rather the proposal is not to send SorInf at all on Nudr when dynamicSor is used. ackInd, steeringContainer and provisioningTime will come from the SOR-AF, not from the UDR.

[Abdessamad] OK, now I understand well your proposal. I don’t think however that provisioningTime is needed for dynamic SoR.
Furthermore the proposal is to have the indicator “dynamicSor” outside SorInfo, i.e. if dynamicSor is true, then SorInfo must be absent

[Abdessamad] The problem here is that you are combining 2 different indications in this “dynamicSor” attribute, which is not a good idea in my opinion. Please see my comments below.
When the UDM retrieves AccessAndMobilitySubscriptionData from the UDR we have 3 cases:
1/ no SOR at all: SorInfo is absent and  dynamicSor is absent/false

[Abdessamad] OK, no problem here
2/static SOR (Rel15): SorInfo is present and dynamicSor is absent/false

[Abdessamad] If “dynamicSor” is absent, how the UDM is supposed to know whether or not the UE is expected to receive SoR information at initial registration, which is contained in “sorafRetrieval” attribute of “dynamicSor” ? That is why they need to be at least separated.
3/dynamic SOR: SorInfo is absent, dynamicSor is true. This results in retrieval of SorInfo from the SOR-AF
[Abdessamad] OK, no problem here
(dynamicSor=true and SorInfo present may be considered a misconfiguration in the UDR)

I still think 0482v3 should be ok.
[Abdessamad] I still prefer the solution combining 0749 and 0822 for the reasons detailed above. My view is that “registrationTypes” indication should be in am-data as it is mainly used by the AMF and “sorafRetrieval” should be in SorInfo as it is used only by the UDM

Ulrich

I should have written
sorafRetrieval =true (or absent/false) within DynamicSor

instead of

dynamicSor true (or absent/false)

in long:

1/ no SOR at all: SorInfo is absent and  dynamicSor is absent
2/static SOR (Rel15): SorInfo is present and dynamicSor is absent

3/dynamic SOR: SorInfo is absent, dynamicSor present with sorafretrieval=true. This results in retrieval of SorInfo from the SOR-AF

(dynamicSor present with sorafRetrieval=true and SorInfo present may be considered a misconfiguration in the UDR)

Abdessamad

This actually means that dynamicSor attribute should be present on Nudr (to convey sorafRetrieval) even when Rel-15 “static” SoR is used, which does not really make sense. This is also why it is preferable in my opinion to separate the 2 types of indications, they actually do not serve the same purpose


	
	
	0833
	pCR 29.550  Rel-16 Pseudo-CR on the scope part of SOR-AF API
	Orange
	
	

	
	
	0841
	pCR 29.550  Rel-16 Pseudo-CR on the overview part of SOR-AF API
	Orange
	
	

	
	
	0843
	pCR 29.550  Rel-16 Pseudo-CR on the definition of Nsoraf service
	Orange, Deutsche Telekom, Thales
	
	Abdessamad

Using GET standard method (solution #1 described in C4-200843 + C4-200844 + C4-200846 ) vs POST custom operation (solution #2 described in C4-200474 + C4-200759) for SoR information retrieval from the SOR-AF and other interactions between the UDM and the SOR-AF.

· Several email discussions already on this topic.

· Current status: Solution #1 is supported by Thales, Huawei, Deutsche Telekom and Orange ; Solution #2 is supported by Nokia.

For the following cases: The AMF receives a registration request with registration type set to “INITIAL REGISTRATION” (or “EMERGENCY REGISTRATION”), the AMF already has the AccessAndMobilitySubscriptionData for the UE and this AccessAndMobilitySubscriptionData indicates that the SoR information is to be retrieved at every “INITIAL REGISTRATION” (or “EMERGENCY REGISTRATION”), then the AMF needs to request SoR information to the UDM. For this AMF – UDM interactions, 3 possible solutions are proposed:

· Reuse Nudm_SDM_Info service operation with a new procedure implemented using a POST custom operation: C4-200483 – Solution proposed by Nokia. Deutsche Telekom and Orange are not in line with this solution. 

· Reuse Nudm_SDM_Get service operation (as defined in stage 2 in TS 23.502) and define a new procedure implemented using a GET standard method for this use case. Solution proposed by Orange (shared in a previous email discussion).

· Reuse Nudm_SDM_Get service operation (as defined in stage 2 in TS 23.502) and reuse the Get am-data procedure. Solution proposed by Huawei. This is also fine for us (Orange).

Counter proposals:

Solution #1:C4-200843 + C4-200844 + C4-200846  

solution #2: C4-200474 + C4-200759

Abdessamad: subscribe notify not needed.

Ulrich: if we left out subscribe notify GET only is ok.

Needs to be checked if we can remove  subscribe notify

Abdessamad:

Following the discussions we had on the below open point during the conf call earlier this afternoon and it was not possible to find a consensus on either one of the 2 solutions, it was agreed to attempt moving forward with solution #1 but without the optional subscribe/notify. Therefore the pCRs (C4-200843/C4-200844/C4-200846/C4-200847) related to solution #1 have been updated accordingly and are now available in the drafts folder.
1. Using GET standard method (solution #1 described in C4-200843 + C4-200844 + C4-200846 ) vs POST custom operation (solution #2 described in C4-200474 + C4-200759) for SoR information retrieval from the SOR-AF and other interactions between the UDM and the SOR-AF.

Please do not hesitate to provide your comments.

Varini:

Does the agreement to proceed without subscribe/notify mean that CT4 will not be supporting Annex C.3 of 23.122 (steering of UE in VPLMN after registration), at-least for now?
Abdessamad:

The answer is Yes, this would be a consequence. 
Now in my opinion and I am maybe wrong J, this use case described in Annex C.3 was initially introduced to enable the update of SoR information in the UE after the very first initial registration in a VPLMN, and it was mainly because it was not clearly considered at that time that SoR information can also be sent during subsequent registration procedures. Now that it was clarified that SoR information can (via an indication parameter stored in am-data) be retrieved and sent to the UE during every subsequent registration of type “INITIAL REGISTRATION” in the same VPLMN, this Annex C.3 use case is not anymore as useful as it was. 

Varini:

Talking to my CT1 colleague, this was not the Stage-2 understanding. The idea is to be able to deliver SoR Info to the UE anytime (similar to OTA). Hence supporting this post initial-registration is must. 
[Abdessamad] This is for me another discussion and another requirement (enable to send SoR info anytime, similar to what we currently do with OTA via “OTA campaigns”) because it also includes the case where the UE is in HPLMN and not roaming. This is not yet clarified in stage 2 as far as I know (especially this HPLMN case) and should hence not interfere with what we are defining here which is focused on the roaming case. This was also what was agreed during the first conf call on NSORAF WI a few weeks ago.
The reason SoR delivery during Initial registration was introduced was to resolve only one issue – that some VPLMN may chop-off the SOR information sent by HPLMN and the UE may never receive it. 
[Abdessamad] This is in my opinion one of the many issues of existing SoR mechanisms that was resolved here in 5G SoR. This is why this is main part of the procedure, not a side part as you are implying here.

However, this should not take away the dynamic nature of SoR delivery requirement.

[Abdessamad] The dynamicity aspect is not related to SoR information delivery but to SoR information itself, i.e. the fact that SoR information is dynamic and can change depending on several parameters (e.g. market shares, number of UE roaming in a VPLMN, roaming agreements, etc.) that are configured in the SoR platform that implements this logic.

IMO, if we are deciding to not support Annex C.3, we should send an LS to CT1 before making a decision.
[Abdessamad] I don’t mind to keep the subscribe/notify scheme in SOR-AF in order to be aligned with what was defined in stage 2, even if I think that it is not necessary now as explained in my last email. But as discussed yesterday, it seems that it was part of the agreement to move forward on this topic.
There have been extensive discussions on this topic in CT1, I don’t think this would be a good idea to go back to stage 2 on this specific aspect, especially knowing that the SOR-AF API can be extended later on if there is a strong need expressed from CT1 on this.

To summarize, I am not against sending an LS to CT1 on this, but I do not agree to make it a condition to agree the way forward that has been agreed yesterday
Varini:

While I agree that this shouldn’t be a condition to make progress, we also do not prefer to drop implementation of Annex C.3 in 23.122. 
Looking through the same in more detail, do you feel use of POST method on UDM->SORAF with implicit subscribe option could be an acceptable solution? That would mean a combination of Orange and Nokia solutions. 

Hiroshi:

I also agree that we should maintain to implementing Annex C.3 of TS 23.122.
# I believe there are other means, i.e. legacy OTA SMS, to achieve the registered case, but we prefer to have the NAS based solution for better reliability.

Regarding the use of GET / POST, may I ask once again for those supporting GET how the counter for secure packet is considered if SOR-AF generates the secure packet? Given other discussion on safe/non-safe operation, this counter would at least be one point which makes a non-safe operation, thus if this is not clarified I also tend to support POST.

I also believe the assumption here is that UDM is not aware whether SOR-AF would return SoR information in secure packet or plain list (which I think is the current agreement), so if this is not going to be the case and plain list is always assumed then I can reconsider on this aspect.

Yvette:

My view: retrieving data is never done with POST and in our case the retrieved data should not be changed. POST ist not idempotent (Idempotent by means that same request repeatedly producing the same result). But GET is. It is defined as safe and only intended for retrieving data. 
My question would be what is intended to be updated or changed in the SoR Information, as it is already dynamically configured in the SOR platform. Please correct me if I am wrong. 

Hiroshi:

My understanding is irrespective of the content, secure packet always comes with a (OTA) counter, which the OTA server and UICC needs to be synchronize with. This is used to make sure that the receiving side (i.e. UICC) can verify that the information is not malicious. (Note that this is not the counter AUSF use for integrity protection, so I understand technically two counters are sent to UE in the end if secure packet is used.)
Therefore, for every attempt to SOR-AF requesting for SoR information, if secure packet is used OTA server has to increment the counter, and UICC receiving this will increment also.

This looks more like an non-idempotent operation, so POST seems to fit better.

Please let me know if I am missing something in this context, or if not how the OTA counter issue for secure packet can be resolved using GET.

Abdessamad:

I feel that we are tending towards some philosophical discussions here as I still don’t see any strong technical justification to 
ehavi POST over GET for both use cases. Regarding the OTA counter and as mentioned in another discussion, this is not only linked to SoR as it is a global counter that is used to sequence all communications between OTA server and the UICC. Therefore, there is no SoR dependent sequencing here and there is no counter or sequence number stored and managed by the SOR-AF or the underlying SoR platform. This is the major difference between this case and the authentication vectors retrieval case where a sequence number is managed at the AUSF, that’s why using a POST to retrieve the authentication vector is more appropriate. 
From the UDM’s point of view, it just needs to request SoR information to the SOR-AF. Then it receives an answer with either a secured packet, a list in clear format or neither of them that it needs to convey to the UE through the AMF. Therefore and once again, there is nothing against using GET here. In the contrary, it is a simple data retrieval operation that should be implemented using GET if we want to be in line with our REST design principles ! If we want to start using POST everywhere from now on, this decision should be taken in a general way at CT4 level. Now saying that GET is not safe because there could be an interaction between the SOR-AF and the OTAF where the OTA server behind has a sequence number that is not only linked to SoR but to all OTA procedures (UPU, OTA SMS, etc.) for all technologies is something that is not technically viable for me. This does not make GET non idempotent neither by the way (please see the example below). As explained during the conf call, the UDM gets SoR information at the end of the day and it is not intended to understand it, it just needs to convey it to the UE. In this sense, I completely agree with Yvette.

UE performs the very first initial registration in VPLMN-1 in country-A (AMF does not have am-data): 

UE (USIM or ME) registration  AMF – GET am-data  UDM – GET SoR Information  SOR-AF

UE (USIM or ME)  am-data (including SorInformation-1) – UDM  SorInformation-1 – SOR-AF

UE performs a subsequent registration of type “initial registration” in the same VPLMN (VPLMN-1 in country-1) (AMF already has am-data): 

UE (USIM or ME) registration  AMF – GET sor-info  UDM – GET SoR Information  SOR-AF

UE (USIM or ME)  SorInformation-2 – UDM  SorInformation-2 – SOR-AF

UE performs the very first initial registration in VPLMN-2 in country-A (AMF does not have am-data) / UE performs the very first initial registration in VPLMN-2 in country-B (AMF does not have am-data): 

UE (USIM or ME) registration  AMF – GET am-data  UDM – GET SoR Information  SOR-AF

UE (USIM or ME)  am-data (including SorInformation-3) – UDM  SorInformation-3 – SOR-AF

Regarding the subscribe/notify scheme, I have no problem putting it back and revert the changes that were made, but again I don’t see any technical strong justification apart from the fact that it is to be aligned with stage 2. Just as a reminder, removing this part was a proposition from Nokia to reach consensus during the last conf call and I understood then that it was suitable for everybody. Now I see that this is not really acceptable for some companies, we need hence to re-discuss it again. 

With regards to the second topic on AMF – UDM interactions, the fact that the UDM is waiting for an Ack is not necessarily the case and does not justify using POST. For the very first registration, a GET is used as you have pointed out. If we want to use POST for this case then we need to change the initial GET am-data from a GET to a POST. We can go on like this for a lot of other cases if we want or we can stick with the design principles that we have used so far and continue using GET when relevant and POST when relevant. 

Hiroshi:

I somehow agree we are a bit in philosophical mode here, but I am purely trying to understand, so please bear with me.
Just on the point regarding the counter, my understanding is the counter can be unique per each UICC application, so it does not necessary be a global counter common among every UICC applications. Also, it must be incremented for every attempt from every method, i.e. via NAS and SMS.

In any case, as discussed in name change for OTAF, we cannot assume the exact 
ehaviour of how OTA secure packet is generated as it was indicated that this is outside the scope of 3GPP, so I was not sure if the rationale for this counter being different from other counters clarify why the status does not need to be considered.

Your explanation mentions is basically mentioned from UDM’s perspective, but I was not able to understand we can ensure why any state in application does not change, an example being OTA counter, but it could also be other “business logic” that is outside the scope here.

Draft revison 1 provided 
Ulrich

For my clarification

- why are query parameters access type and RAT type used? (I can understand PLMN-ID).
- Would use of theses query parameters result in filtering, i.e. only steering information relevant to the current access type/RAT-Type are retrieved? 

- I think this should not be so, as the UE can change Access type / RAT-Type without performing initial/emergency registration  and without the AMF contacting the UDM.

Abdessamad

Thanks for your comments. I have actually already answered these questions in a previous email related to 0844_v1. Let me put back my answer below:
First of all, these query parameters are there to be aligned with what was defined in stage 2 in TS 23.122 (cf. extract below). They can optionally be used to indicate to the SOR-AF which access and RAT the UE is using to access the 5G core. The intention is for these parameters to be used to filter the response that the SOR-AF will return. 

3b)         The HPLMN UDM to the SOR-AF: Nsoraf_SoR_Obtain request (VPLMN ID, SUPI of the UE, access type, RAT type). The VPLMN ID is the PLMN ID of the VPLMN where the UE is registering, as stored in the HPLMN UDM. The access type is the access type where the UE is registering, as stored in the HPLMN UDM. The RAT type is the RAT type where the UE is registering, as stored in the HPLMN UDM.

I have no example use case to provide however. For me, the most important information are indeed the SUPI and VPLMN ID. I propose though to keep these parameters as optional query parameters as defined in stage 2 in TS 23.122. I don’t remember well the discussions in CT1 that ended up with introducing these parameters.

Ulrich

sorry, I missed your earlier reply to 0844v1.
For me this looks like an obvious error in stage 2.

Having RAT type and access type as valid query parameters, to me this somehow implies that the UE needs to be provided with new steering information at every RAT type change / Access type change which is certainly not what we want.
Abdessamad

I really don’t see how the fact that the RAT type and access type are optional query parameters in the Nsoraf_SOR_Get request implies that the UE needs to be provided with new SoR information at every RAT type change / Access type change. For the latter to be possible, we need to define related indications, which is not requested here. Providing RAT type and access type can e.g. simply be used to filter/optimize the answer from SOR-AF or feed the business logic that is behind.
If you are not convinced with the relevance of these 2 parameters or you cannot see the associated use cases, I would propose to include a question to CT1 in the LS that we are going to send to them. But for the time being, I think that there is no harm having them.

Open: query parameters how they are used.

Ulrich: request SOR info per RAT type, what happens if RAT type is changed.

We should have  the interface in sync regarding the query parameters

Draft version to  be provided

	
	
	0844
	pCR 29.550  Rel-16 Pseudo-CR on the resources part of SOR-AF API
	Orange, Deutsche Telekom, Thales
	
	Varini:
question for clarification on clause 6.1.3 – Resources.

As I understand, SoR-AF is a node which calculates SoR Information based on :

Abdessamad: SOR-AF is just the API front end of the SoR platform. The node that holds the SoR business logic and performs calculation is the SoR platform, which is out of scope.
a) Individual SUPIs whose V-PLMN information was updated into it during UE registration procedure

b) Local configurations indicating what type of algorithm to use for, say, specific range of SUPIs; preferred V-PLMNs based on business requirements etc.

Abdessamad: Yes, among other possible parameters. But this is out of scope

Is the SoR-AF also expected to be pre-configured with information on each & every SUPI (with a roaming plan) that is present in the UDM?

Abdessamad: Yes. Here you are more talking about the SoR platform, it is indeed configured with SUPI information for all subscribers.

The reason I am asking this question is – we use following Get request for retrieving SoR information:

{apiRoot}/nsoraf-sor/{apiVersion}/{supi}/sor-information

This assumes that SUPI resource is already available in SoR-AF?

Abdessamad: Yes, this is also my understanding
Ulrich: 

I would like to learn more about the SoR platform. In which 3GPP spec is it defined?

Anyway, from today’s confcall I understand that Subscribe/Unsubscribe and Notify needs to be removed from the pCR.

Abdessamad:

As far as I know, SoR platform is not defined in 3GPP and is based on proprietary solutions.
Regarding your second point, I confirm that we agree to remove subscribe/unsubscribe/notify from SOR-AF API in order to reach consensus. I have just sent a dedicated email on this topic and the draft revised pCRs (v1 version) are available in the drafts folder. Please let me know if it is OK for you.

 Draft revision 1 provided.
Hiroshi:

Regarding the spec for SoR, my understanding is 3GPP defines how OPLMN list can be provided along with UE 
ehaviour apart from the how the platform works, while more is described in other forums.

Abdessamad:
Yes indeed. This is also my understanding.
Thanks for the additional inputs.

Ulrich:

for my clarification:
what is the purpose of the query parameters access-type and rat-type?

Is it so that only steering information related to the current access-type and RAT-type is retrieved?

Cannot the UE change access-type/RAT-type without performing Initial/Emergency registration? 

Abdessamad

First of all, these query parameters are there to be aligned with what was defined in stage 2 in TS 23.122 (cf. extract below). They are there to indicate to the SOR-AF which access and RAT the UE is using to access the 5G core. The intention is for these parameters to be used to filter the response that the SOR-AF will return. 
3b)         The HPLMN UDM to the SOR-AF: Nsoraf_SoR_Obtain request (VPLMN ID, SUPI of the UE, access type, RAT type). The VPLMN ID is the PLMN ID of the VPLMN where the UE is registering, as stored in the HPLMN UDM. The access type is the access type where the UE is registering, as stored in the HPLMN UDM. The RAT type is the RAT type where the UE is registering, as stored in the HPLMN UDM.
I don’t really understand your last question though, can you please clarify?

Draft revision 2 to be provided?

	
	
	0846
	pCR 29.550  Rel-16 Pseudo-CR on the data model aspects of SOR-AF API
	Orange, Deutsche Telekom, Thales
	
	Ulrich

Draft revision 1 provided

table 6.1.6.2.2-1: why is the attribute sorinfoChangeIndication needed?  This is redundant information as presence/absence of attribute steeringContainer serves the same purpose. (and it still talks about notification, which should no longer be part of the pCR)

Abdessamad
You are absolutely right, the attribute “sorinfoChangeIndication” is indeed not needed anymore as it is covered by the presence/absence of the steeringContainer. I have hence reverted this change and updated the description text of the attribute “steeringContainer” accordingly in v2 that I have just uploaded. There is also no mentions anymore to notifications

Draft revision 2 provided

Ulrich

You may also want to add provisioningTime to SorInformation and to the PUT request for the Ack, so that the SOR-AF can correlate a received ack with the previously sent SorInformation.
Abdessamad

I am not sure if this is really needed here. The ACK is mainly used by the UDM for integrity protection reasons. For the SOR-AF, this information will only be used to feed the underlying SoR platform logic. Therefore, I think that this correlation is not really useful. 
The dynamic aspect of SoR information makes the sending of a new list not bound to the reception of the ACK and the SOR-AF is not necessarily waiting for the reception of an ACK. If received, then it is fed to the underlying business logic. If not, then it is considered as if SoR information was not received. 

This provisioningTime parameter was needed in Rel-15 static SoR because SoR information was provisioned in the UDR in a static way, and there was a need to guarantee the correlation between the SoR information that is sent at a certain point in time and the associated ack
Ulrich we need this on the interface to  UDM to identify ack message and  alos for raise sceanrios it is useful.

Draft revision to be provided



	
	
	0847
	pCR 29.550  Rel-16 Pseudo-CR on the OpenAPI part of SOR-AF API
	Orange
	
	Draft revison 1 provided

	
	
	0918
	CR 29.503 0373 Rel-16 Definition of SoR retrieval Timer 
	Orange
	
	WI NSORAF

CAT B

Abdessamad: 

This CR is not yet submitted as there is a need to discuss whether or not this timer needs to be defined or left to implementation.

Provided Tuesday 18th .



	
	
	
	
	
	
	Only  use  GET  towards  SOR AF

No subscribe notify towards SOR-AF

=> check with SA2/CT1

AMF to UDM, NUDM use POST
Here it is not only a read operation, it is also write operation with regard to the counter in AUSF.
Question can a GET to UDM trigger a POST from UDM to the AUSF?

=>RESTFUL  design
Still open

We  need to  check with Rel-15


	
	
	1035
	LS out LS on subscribe/notify for 5G Steering of Roaming
	Abdessamad
	
	To: SA2, CT1
Draft provided
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	0764
	CR 29.518 0296 Rel-16 Event Exposure invoked by NWDAF
	Huawei
	Revised to C4-201020
	WI eNA

CAT B

Yue:
Please replace hyphen with underscore for "TYPE-ALLOCATION-CODE-REPORT" and "FREQUENT-MOBILITY-REGISTRATION-REPORT", to follow the existing convention.
Peter Sanders:

table 6.2.6.2.5-1 which has these new entries marked as optional.

The Description column contains conditional requirements ("... shall be present when ..."); hence the attributes are not Optional but Conditional
Bruno:

We should enhance the wording in clause 5.3.1, Event: Frequent-Mobility-Registration-Report, e.g. as follows:
"A NF subscribes to this event to receive the number of mobility registration during a period for a UE or a group of UEs."

In clause 6.2.6.2.6,  we cannot mandate the presence of the monitoringPeriod attribute for LOCATION_REPORT (that is defined from Rel-15 w/o this attribute):

"This IE shall be present in an event subscription request when the AMF event type is "FREQUENT-MOBILITY-REGISTRATION-REPORT" or "LOCATION_REPORT"."

In A.3, the following enumerations need to be corrected to use underscore: 

          - TYPE-ALLOCATION-CODE-REPORT

          - FREQUENT-MOBILITY-REGISTRATION-REPORT

Caixia:

Hyphen is replaced with underscore in v1 

I change the “O” to “C”, and correct the OpenAPI,
Draft revision 1 provided.

Bruno; v1 is  fine

Peter Sanders ok



	
	
	1020
	CR 29.518 0296 Rel-16 Event Exposure invoked by NWDAF
	Huawei
	
	

	6.2.2
	CT aspects of Access Traffic Steering, Switch and Splitting support in 5G system
	
	
	
	
	ATSSS

	Wednesday
	
	0346
	CR 29.503 0316 Rel-16 ATSSS Information
	Nokia, Nokia Shanghai Bell
	Merge with C4-200629
	WI ATSSS

CAT B

Clash with C4-200629
Zhijun:

Here I would like to bring a question: Is the ATSSS support indication per UE level (within SessionMangementSubscriptionData) or per DNN level (within DnnConfiguration)?
Our understanding is if you configure the ATSSS support indication at UE level, it means all DNNs configured to the UE shall be regarded as capable for MA-PDU. However, some DNNs e.g. related to public safety, may only be used for 3GPP access.

So, ZTE’s preference is to configure the ATSSS support indication at DNN level, i.e. within DnnConfiguration. How do you think?

By the way, instead of using "atsssInformation", I prefer other name like "atsssSupport" / "atsssAllowed". The word "information" normally give some hints that there are couple of attributes included in that information.
Ulrich:

I agree with your comments. Let’s take 0629 as basis for further discussion and mark 0346 as merged
Merge with C4-200629 

	
	
	0451
	CR 29.502 0257 Rel-16 Reporting that an access of a MA PDU session is unavailable
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ATSSS

CAT B

	
	
	0452
	CR 29.502 0258 Rel-16 Request Type parameter of a MA-PDU session
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ATSSS

CAT B

	
	
	0453
	CR 29.244 0351 Rel-16 PMF control information to enable/disable PMF RTT measurements
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI ATSSS

CAT F

	
	
	0548
	CR 29.502 0257 Rel-16 Reporting that an access of a MA PDU session is unavailable
	Nokia, Nokia Shanghai Bell
	
	WI ATSSS

CAT B

	
	
	0549
	CR 29.502 0258 Rel-16 Request Type parameter of a MA-PDU session
	Nokia, Nokia Shanghai Bell
	
	WI ATSSS

CAT B

Zhijun:

I agree that the AMF shall map the "MA PDU Request" Request Type in NAS to "maPduRequest" indication, after SA2 decided to change their original design and align with CT1 specification on “MA PDU Request” PDU request type. Regarding to the changes, I have some comment on the SMF identifies the initial PDU session. 
In the change in 5.2.2.1 / 5.2.2.7.1, it says “the maRequestInd IE is present in the request and the access type indicated in the request corresponds to the access type of the existing SM context.” It seems that this bullet talks about the case where the RequestType is not provided by the AMF, right?

I am thinking another possiblity: it is still possible for the AMF to correctly fill the RequestType IE to SMF, even it receives PDU request type - “MA PDU Request” from the UE.

During UE Registration procedure, the AMF can retrieve UE subscription together with SMF registration information from the UDM. And it can further subscribe the change of SMF registration information from the UDM. It means that, when the AMF receives “MA PDU Request” PDU session request from the UE, the AMF can check the SMF Registration information retrieved from the UDM, and make decision to correctly fill the RequestType IE when sending CreateSMContext / UpdateSMContext to the SMF.

 

Do you think it is a valid consideration? If so, should we find some place to describe the AMF behavior?
Frank:

1. You have proposed a Note “NOTE:          Clause 9.11.3.47 of 3GPP TS 24.501 [7] defines a specific Request type value in NAS PDUs for a MA PDU request. This shall be mapped to the maRequestInd attribute in the Create SM Context Request, Update SM Context Request, Create Request and Update Request. Accordingly, no corresponding value is defined in the RequestType enumeration.”. However it is not clear if the AMF should NOT include Request Type in this case; It would be good you can copy some text in the note in the 5.2.2.1, to clarify when receiving NAS Request Type IE set to MA PDU Session, the AMF’s behaviour;
2. A question to Zhijun, what is the benefit to require AMF to send Request Type IE, wouldn’t be sufficient for SMF with “maPduRequest”?
[Zhijun] In non-roaming scenario, or roaming when accessing 3GPP and N3GPP from same PLMN, the SMF/V-SMF can easily get the SM context to check how to interpret this "maRequestInd".
Asume the scenario shown in figure 4.2.10-3 of TS23.501, if UE first registers to HPLMN and requests MA-PDU session establishment. Then the UE registers to VPLMN via N3GPP and requests MA-PDU session. The problem here I see is: the AMF needs to find the correct H-SMF and tell the V-SMF. 

About the RequestType, table 6.1.6.2.2 describes "This IE shall be present if the request relates to an existing PDU session or an existing emergency PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. It may be present otherwise.". I think it is better for the AMF to fill correct RequestType so that the SMF can follow the regular logic.
Caixia:
I understand the problem and OK with the proposal in the CR, NAS uses the "MA PDU request" in request type, and AMF map to maRequestInd.
But I am not sure about the relationship between the added 3 bullets, it is better to make the following text more clear.

this is a request to establish a new PDU session, i.e.: 

- the RequestType IE is present in the request and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST; 

- the RequestType IE and the maRequestInd IE are both absent in the request; or

- the maRequestInd IE is present in the request and the access type indicated in the request corresponds to the access type of the existing SM context.
Bruno

It seems odd to me to require the AMF to derive by its own whether a MA-PDU session establishment request corresponds to a new or an existing PDU session, when such information should have been normally provided by the UE, if really necessary. It would have made sense IMO to get this indication from the UE, e.g. to require the AMF to select the same H-SMF for a UE request corresponding to an “existing PDU session”, or to help the SMF to handle collision cases with stale PDU session context to decide to overwrite stale context (if new PDU session) as opposed to possibly assuming this is the addition of a 2nd leg to the stale context
Asking the AMF to derive whether this is a new or an existing PDU session would possibly cause race conditions, e.g. UE establishes a new MA PDU session just after having torn down a previous PDU session (to same DNN, using same PDU session ID) and old SMF for any reason has not updated the UDM yet about release of PDU session. AMF would wrongly assume “existing PDU session” for the “new” MA PDU session. 

Also if there are hanging PDU session contexts in an SMF (and thus also likely in the UDM for this PDU session id), the SMF could then get a request for an “existing PDU session” (this is what AMF would infer if the SMF is still registered in UDM for this PDU session ID) with the same access type as the one stored in the stale PDU session context… which looks odd, and which would require the SMF to consider the existing context as a stale one => so at the end, we come back to my new proposed reqt:  

The POST request shall be considered as colliding with an existing SM context if:
- it includes the same SUPI, or PEI for an emergency registered UE without a UICC or without an authenticated SUPI, and the same PDU Session ID as for an existing SM context; and

- this is a request to establish a new PDU session, i.e.: 

- the RequestType IE is present in the request and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST; 

- the RequestType IE and the maRequestInd IE are both absent in the request; or

- the maRequestInd IE is present in the request and the access type indicated in the request corresponds to the access type of the existing SM context.
Whatever the solution, there is still one scenario that is not solved: 

· UE establishes a new MA PDU session when there is a stale PDU session context in SMF, and SMF receives then a new MA PDU req indication with access type different from access type from stale context. => SMF believes this is the establishment of the 2nd leg of the MA PDU session, when it should normally have overwritten the existing stale PDU session context. 

With Zhijun’s proposal: since stale context in SMF, the PDU session is likely still registered in UDM => AMF would send “existing PDU session” to SMF which does not help in this use case. If we had had an indication new/existing from the UE, the pb would not exist…
So in short, I don’t think it helps to require the AMF to derive whether this is a new or existing PDU session. If this information is required, it should be provided by the UE.

Draft revision 1 provided

Bruno: with the clarifications requested by Frank and Caixia

	
	
	0550
	CR 29.244 0351 Rel-16 PMF control information to enable/disable PMF RTT measurements
	Nokia, Nokia Shanghai Bell
	
	WI ATSSS

CAT F

Zhijun:

One small comment: below the new paragraph inserted, "bit 2 to 8" should be "bit 3 to 8".
Replace  2 by x below the new text.

Draft revision  to  be provided.

	
	
	0620
	CR 29.502 0264 Rel-16 maNwUpgradeInd in PduSessionCreateData
	Ericsson
	
	WI ATSSS

CAT F

	
	
	0621
	CR 29.502 0265 Rel-16 anType in TunnelInfo
	Ericsson
	
	WI ATSSS

CAT F

	
	
	0628
	CR 29.571 0182 Rel-16 Remove Unused MaPduCapbility Data Type
	ZTE
	
	WI ATSSS

CAT B

	
	
	0629
	CR 29.503 0335 Rel-16 ATSSS Support Indication in UE Subscription
	ZTE
	Revised to C4-201036
	WI ATSSS

CAT B

Clash with C4-200346
Ulrich:

please add
          default: false

after

        atsssAllowed:

          type: boolean

Zhijun:

I have revised c4-200629 to v1, correcting the default value of "atsssAllowed" in OpenAPI file and attribute description. Nokia is also added as co-source company
Add Nokia as co source.

Draft revision 1 provided

	
	
	1036
	CR 29.503 0335 Rel-16 ATSSS Support Indication in UE Subscription
	ZTE
	
	

	
	
	0630
	CR 29.518 0287 Rel-16 Additional Access Type in UE Context Transfer
	ZTE
	Revised to C4-201038
	WI ATSSS

CAT B

Peter Sandes:

630 has a typo in the new text:
"registeres" should be "registers".

Draft revision 1 provided

	
	
	1038
	CR 29.518 0287 Rel-16 Additional Access Type in UE Context Transfer
	ZTE
	
	

	
	
	0631
	CR 29.244 0367 Rel-16 Steering Mode Value
	ZTE
	
	WI ATSSS

CAT B

Clash with C4-200758

LG Electronics to be added as co-source
Draft revision 1 provided
Bruno:

C4-200631 clashes with C4-200758 from LGE.
Why does the MAR contain a 3GPP/Non-3GPP Access Forwarding Indication for an access that is No Standby? 

If we pursue this CR, NOTE 2 of Table 7.5.2.8-2 would also need to be updated accordingly.

Frank more text  should added to clarify.

Zhijun:

As per the discussion in yesterday CC, I further revised 0631 to v2 to allow the two alternatives.
1) In 7.5.2.8, the table note is reworded, to cover the both alternatives

NOTE:      For the "Active-Standby" steering mode, if network determines not define Standby access (as specified in clause 5.32.8 of 3GPP TS23.501 [28]), the SMF shall either set the Prority IE within 3GPP(Non3GPP) Access Forwarding Action Information IE to the value "No Standby", or not include the 3GPP(Non3GPP) Access Forwarding Action Information IE for that access not defined as Standby access.
2) In 8.2.127, more description is provided on the usage of the value "No Standby". 

The "No Standby" Priority value is used in the case when network determines not define Standby acces, to identify the access other than the Active access.
I also updated the coversheet to reflect these changes. 

Draft revision 2 provided

Myungjune
- In Table 7.5.2.8-1, 3GPP FAI & N3GPP FAI are conditional IEs and describe that they shall be present if UE is registered in that access.
This contradicts with the new NOTE because even if UE is registered on both accesses only one FAI can be exist.

- In Table 7.5.2.8-2, "Standby” should be "No Standby"?

Zhijun

I have add the exception to the condition and correct the error in table 7.5.2.8-2. Now the condition has exception as "except when steering mode is set to "Active-Standby"
Draft revision 3 provided

Myungjune
Just editorial comment: Prority -> Priority, Non3GPP -> Non-3GPP
Draft revision 4 provided



	
	
	0632
	CR 29.244 0368 Rel-16 Port Type of MPTCP Proxy and PMF
	ZTE
	
	WI ATSSS

CAT B

	
	
	0633
	CR 29.244 0369 Rel-16 Apply ATSSS-LL together with MPTCP
	ZTE
	
	WI ATSSS

CAT B

Bruno:

CR 23.501 #2032 specifies: 
The SMF determines the ATSSS capabilities supported for the MA PDU Session based on the ATSSS capabilities provided by the UE and per DNN configuration on SMF, as follows:

a)   If the UE includes in its ATSSS capabilities "MPTCP functionality with any steering mode and ATSSS-LL functionality with only Active-Standby steering mode" (as specified in clause 5.32.6.1) and the DNN configuration allows both MPTCP and ATSSS-LL with any steering mode, the MA PDU Session is capable of (1) MPTCP and ATSSS-LL with any steering mode in the downlink, and (2) MPTCP and ATSSS-LL with Active-Standby mode in the uplink.

NOTE 1: In this case, it is assumed that ATSSS-LL with "Smallest Delay" steering mode is selected for the downlink only when the UPF can measure RTT without using the PMF protocol, e.g. by using other means not defined by 3GPP such as using the RTT measurements of MPTCP.

The text of your CR would force to use the Active-Standby steering mode, which is not in line with the above stage 2 reqts. 

Zhijun

It seems your concern is reasonable. I need further consideration on this.
What I try to express is that, in some cases (as addressed in TS23.501), the SMF shall made MAR for non-MPTCP traffic and set the steering functionality to ATSSS-LL.

Maybe I can find some high-level description on this.

Zhijun

After some consideration, I have the following consideration on the case when a UE indicates its capability of both MPTCP and ATSSS-LL:
- If the network determines to apply both MPTCP functionality and ATSSS-LL functionality for that UE, then the SMF shall make at least two seperate DL PDR for the UE. One for MPTCP traffic, and the other for non-MPTCP traffic.

- Correspondingly, at least two seperate MARs shall be generated for the seperated DL PDRs. And, for the MAR associated with the DL PDR for non-MPTCP traffic, the steering functionality shall be set to ATSSS-LL.

So, I revised C4-200633 to reflect this consideration, and uploaded v1 to /inbox/drafts/[6.2.2-ATSSS].

If you have any other view, please kindly send your comments. Thanks

Draft revision to be provided?


	
	
	0634
	CR 29.244 0370 Rel-16 More Description for MPTCP Functionality
	ZTE
	
	WI ATSSS

CAT B

Bruno:

I don't understand the need for UL PDR matching the MPTCP traffic flow – see my comments to the DISC paper (C4-200636). Nor for the new indications in the UL PDR.
Besides, I understand from the following note of stage 2 that the UPF may (implementation choice) use other N6 @ than the IP@ of the MA-PDU session as source IP@ of traffic sent to N6, what your CR precludes.

NOTE 2: The act of the UPF performing translation on traffic associated with the "link-specific multipath" addresses to/from the MA PDU session IP address can lead to TCP port collision and exhaustion. The port collision can potentially occur because the UE also uses the MA PDU session IP address for non-MPTCP traffic, and this causes the port namespace of such address to be owned simultaneously by the UE and UPF. In addition, the port exhaustion can potentially occur when the UE creates a large number of flows, because multiple IP addresses used by the UE are mapped to a single MA PDU session IP address on the UPF. The UPF needs to consider these problems based on the UPF implementation, and avoid them by, for example, using additional N6-routable IP addresses for traffic associated to the link-specific multipath addresses/prefixes. How this is done is left to the implementation.
Other comments, and several typos: 

· In clause 5.20.2.1: 

· “if some traffic flow(s) are identified as MPTCP related” : how is this identified? Should we say “if MPTCP needs to be used for TCP traffic flows”.
· “The UPF(PSA) shall allocate resources for MPTCP steering functionality (e.g. MPTCP Proxy address, UE link-specific multipath IP addresses, etc.), .), and performs traffic steering, switching and splitting according to the instructions from the SMF”
· 5.20.2.x: typo in heading (Control …)

· “sets up a regular TCP connection towards the remote host using MA-PDU session IP address, if the remote host does not support Multipath TCP connection”

· 5.20.2.y: 

· “forwards”
The CR also contains a lot of descriptive instead or normative text.

Zhijun

We had a CC discussion in Wensday, and later have some email exchanges on the IP translation aspects.
Now the main issue is: whether explicit indication in PDR (or FAR) is needed. On this part, we still have time to discuss.

I think for the general procedure of supporting MPTCP, seems we have common agreement:

- The MPTCP Proxy controls the Multipath TCP connection setup, and shall store the MPTCP session entry;

- The UPF has to detect the MPTCP traffic and forward the MPTCP traffic to the MPTCP Proxy for IP translation;

- The MPTCP Proxy uses the stored MPTCP session entry to perform IP translation.

For these parts, I revised 200634 to try to address the related functionality more clear, taken into account of Bruno's comments.

I introduced an Annex, and moved the detailed procedure description to the Annex, and try to short the normal specification part.

Regarding to the issue of whether explicit indication in PDR or FAR is needed, I now put an editor's note there.  

Draft revision 1 provided



	
	
	0635
	CR 29.244 0371 Rel-16 IP Translation Instruction Applied to MPTCP Traffic Flow
	ZTE
	
	WI ATSSS

CAT B

Caixia:
As the MPTCP proxy information is sent by the network to the UE:
The network shall send MPTCP proxy information to UE, i.e. the IP address, a port number and the type of the MPTCP proxy.

The UPF can identify the MPTCP packet based on the MPTCP proxy information, and do the IP Translation, so needs more clarification on the issue, why the P Translation Instruction shall be sent by the SMF to the UPF?

Zhijun:

Yes, the UPF(including MPTCP Proxy) can detect this is MPTCP traffic flow. 
Assume that the UPF is deployed with multiple functional parts, e.g. one parts for UPF normal handling (e.g. PDR/FAR handling), one parts for MPTCP handling (which is MPTCP Proxy part). When the UPF normal part receiving UL traffic, it needs to compare the destination IP@ with the MPTCP Proxy IP@ at every IP packets, so that the UPF normal part can detect the MPTCP traffic from Non-MPTCP traffic and forwards that MPTCP traffic to MPTCP Proxy part. Such kind of check will typical reduce the efficiency of UPF normal part.

If the SMF clearly indicates this PDR is for UL MPTCP traffic, then the UPF normal part will not do additional check of comparing the MPTCP Proxy IP@. Such consideration is also helpful to DL MPTCP traffic, because it doesn't rely the checking of detail info in MAR.

Bruno:

In line with my earlier comments to the DISC paper (C4-200636), I don’t understand the need for the changes proposed by this CR
Bruno:

I made similar comments as Caixia. 

Isn’t it so that with your approach, the UPF would need for every uplink packets to check whether the UL packet corresponds to the UL PDR for MPTCP traffic. So how is this more performant than checking whether the destination IP@ corresponds to the MPTCP proxy address? Isn’t it so that the traffic pattern of the UL PDR may be more complex to check than simply checking the destination IP@.

Also for UL PMF messages, CT4 decided to not provision an UL PDR, UPF detecting itself that this is traffic targeting the PMF address. 

Frank

Your CR seems propose a new IE in FAR.

However, in another your CR, 0634, you say “" In addition, the uplink PDR may carry an indication to instruct the UPF(PSA) to perform IP translation for uplink MPTCP traffic”

Such indication seems be provisioned with an UL PDR.

In my view, it seems useful if the uplink PDR can have such indication indicating the application traffic identified by the PDR is applicable for MPTCP, therefore, the UP function need to take care of Source/Destination IP address translation

Frank

Just to clarify my proposal and thinking.

I am considering that a UPF may implement a separate entity to support MPTCP function(to perform PDR matching and MAR/FAR for the traffic applicable for MPTCP), and if so, the UPF need to know if UL PDR shall be installed in the MPTCP entity, or on non-MPTCP part. For DL PDR, as it is associated with a MAR, where the UPF knows if the traffic is applicable for MPTCP or not, while for UL PDR, there is no such information. So, my proposal is to add a new indication in the UL PDR to indicate the packets matched by the PDR is applicable for MPTCP.  Without such indication, the UPF need figure it out using DL PDR (find the corresponding UL PDR, not straight forward)

Take an example, if there are two applications authorized for the PDU session, app100 is based on TCP, and app101 is based on UDP;

Before we enable ATSSS:

Two UL PDRs are needed:

PDR 100, receiving UL traffic @F-TEID, app-id=100, and associating a FAR to send traffic to DN;

PDR 101, receiving UL traffic @F-TEID, app-id=101, and associating a FAR to send traffic to DN;

With ATSSS:

Still two UL PDRs are needed:

PDR 100, receiving UL traffic @F-TEID, app-id=100, and associating a FAR to send traffic to DN, new indication: MPTCP;  àThe PDR will be installed on the MPTCP part

PDR 101, receiving UL traffic @F-TEID, app-id=101, and associating a FAR to send traffic to DN;  à The PDR will be installed on the non-MPTCP part.

Zhijun:
Let me explain again our intention. Althrough I wrote in one CR that the SMF shall make UL PDR for every MPTCP traffic flow, I realized it does not need so. One UL PDR can be used for multiple MPTCP traffic flows Or, in another word, if the SMF identifies that this UL PDR is used for MPTCP traffic, the SMF can add a indication to that PDR, so that the UPF can quickly know it needs IP translation. Of course, the SMF may identify MPTCP traffic based on other information e.g. specific Application ID. Which is exactly Frank expressed. 
From vendor point of view, a UPF may have different units. Inside these unit only one specific Unit handles the Multipath TCP connection establishment and stores the MPTCP session entry. The dispatch unit in UPF detects the MPTCP traffic and then forwards the MPTCP traffic to the specific MPTCP Unit for IP translation. We may not expect too much additional checking to the dispatch unit, e.g. comparing the destination IP@, so a clear MPTCP indication in UL PDR will make it easy for the dispatch unit to quickly make decision to forward traffic to MPTCP unit.

AS the MPTCP traffic normally has large scale than PMF traffic, it is better to consider how to improve the efficency.

@Frank,

When I wrote the DP, I was thinking the indication in PDR. Then later when I wrote the CR, an idea jumped to my mind that it could be placed in the FAR.

However, put such indication in PDR is also OK.

Bruno:

@Frank Can you please clarify how this works when both MPTCP and non-MPTCP traffic is exchanged on a same PDU session. All the traffic would be received on the same local F-TEID. 

- PDR 100, receiving UL traffic @F-TEID, app-id=100, and associating a FAR to send traffic to DN, new indication: MPTCP;  àThe PDR will be installed on the MPTCP part

- PDR 101, receiving UL traffic @F-TEID, app-id=101, and associating a FAR to send traffic to DN;  à The PDR will be installed on the non-MPTCP part.

Ravi

I agree with Frank’s proposal but my only concern is that he is suggesting to have 2 different PDR set for MPTCP and non-MPTCP traffic. In my opinion the better approach would have been to introduce the  indication flag in FAR.

@ Zhijun, I think simply checking the destination IP for MPTCP Proxy at UPF is much simpler. I don’t see how the approach of checking UL packet for MPTCP PDR is more efficient. 

Zhijun

I agree that the way of comparing the destination IP@ of a UL MPTCP traffic works. But if there are multiple MPTCP Proxy IP@ allocated (not for one UE, maybe there are multiple MPTCP Proxy units deployed in the UPF), comparing the destination IP@ with a list of MPTCP Proxy IP@ might not be a efficient way.
From this point of view, a simple indication can help the UPF quickly distinguish this PDR/FAR is related to MPTCP traffic.
Open 

Draft revision to be provided?


	
	
	0636
	discussion   Rel-16 Discussion on IP Translation in UPF / MPTCP Proxy
	ZTE
	Noted
	Bruno:

The figure in section 3 is helpful to get an overview of how IP@s are used for MPTCP, we could consider specifying it in an informative annex of TS 29.244.
More importantly, in clause 4, it is not clear why we need 3) and 4), i.e. why the SMF would need to provision an UL PDR for every MPTCP traffic flow: 

3) For each MPTCP traffic flow, an UL PDR shall be created to filter out the uplink MPTCP traffic so that to let the MPTCP Proxy perform IP translation before sending out to DN."

4) Continue with 2), a new indication (e.g. named “UL-MPTCP” or “IP-TRANSLATION”) might be needed to figure out the traffic matching the UL PDR is MPTCP traffic, so that the UPF can know the correct action i.e. forwards the matching packets to MPTCP Proxy for IP translation.

Uplink packets will have the MPTCP proxy address as the destination address. So doesn’t this suffice for the UPF to know that these packets correspond to MPTCP flows and to perform IP address translation as necessary? This would be similar to uplink PMF packets for which no specific UL PDR is required either.

Zhijun:
1) It could be possible to catch some text and the figure in section 3 in informative annex.
2) Yes, the UPF(together with its internal MPTCP Proxy) knows the MPTCP Proxy IP@. 

But as I explained the consideration to Caixia's email, it is based on UPF efficiency consideration.

>>

Assume that the UPF is deployed with multiple functional parts, e.g. one parts for UPF normal handling (e.g. PDR/FAR handling), one parts for MPTCP handling (which is MPTCP Proxy part). When the UPF normal part receiving UL traffic, it needs to compare the destination IP@ with the MPTCP Proxy IP@ at every IP packets, so that the UPF normal part can detect the MPTCP traffic from Non-MPTCP traffic and forwards that MPTCP traffic to MPTCP Proxy part. Such kind of check will typical reduce the efficiency of UPF normal part.
If the SMF clearly indicates this PDR is for UL MPTCP traffic, then the UPF normal part will not do additional check of comparing the MPTCP Proxy IP@. Such consideration is also helpful to DL MPTCP traffic, because it doesn't rely the checking of detail info in MAR.
Hope this clarification can answer your question.
<<

Maybe for one UE for one PDU session, different MPTCP traffic flows can share one UL PDR. But still I think it's better to have some indication in that shared UL PDR to explicitly tell the UPF this is MPTCP related traffic. Otherwise, everytime receiving the UL traffic, the UPF needs to comparing the destination IP@ with the MPTCP Proxy IP@, this is addtional action than normal PDR check.

I am open to this point. 

Open
Frank CRs 0634 and 0635 are not aligned.

Caixia: we need to clarify the scenario and what are the benefits.

	
	
	0706
	CR 29.503 0345 Rel-16 Update on additionalSnssaiData
	Huawei
	
	WI ATSSS

CAT B

Zhijun:
- The referred S2-2000251 which was further revised to S2-2001022 was finally NOTED in SA2#136ah meeting.
- Although the attribute "support3Gpp" / "supportN3Gpp" was originally introduced for MA-PDU, the indication can be used for none MA-PDU scenario to identify whether an indicated slice is allowed from a specific access.

- Instead of simply remove the two attributes, we need SA2 clarification on whether there is requirement to limit a UE access a slice from a specific access, e.g. operator may require to only access from 3GPP to public safety related slices.

Caixia:
As I have indicated in the coversheet, based on the meeting minutes, SA2 thinks the contribution is technically correct, just noted because it is not non-FASMO for Rel-16 in stage2.
Whether slice applicable for non 3GPP access or 3GPP access shall not be UE level, AMF can learn this information from the N2 association information.

The information exist in the UE subscription data is unnecessary, and will introduce complexity to the network, if the slice information based on access type is updated in the operator’s network, all the UE’s subscription data will be impacted.

Open
Can we remove the attributes is there any stage 2 requirement?



	
	
	0758
	CR 29.244 0377 Rel-16 Clarification on MAR with Active-Standby mode
	LG Electronics
	Merged into C4-200631
	WI ATSSS

CAT F

Clash with C4-200631
Zhijun:

The issue needs to be solved is, when setting “Active-Standby” steering mode, we cannot restrict the traffic only through the active access using existing Steering Mode value, i.e. we cannot set one access as “Active” but the other as “Non-Standby”. 
 

ZTE’s C4-200631 provides a simpler way to this issue: introduce “Non-Standby” value to Steering Mode, which complies with in TS24.193. Then, the SMF still provides both “3GPP Access Forwarding Action Information” and “N3GPP Access Forwarding Action Information”, but set the Priority in “3GPP Access Forwarding Action Information” IE to “Active” while set the Priority in “N3GPP Access Forwarding Action Information” to “Non-Standby”.

 

Furthermore, a comment to LGE’s C4-200758. The proposed text "and steering mode is not set to "Active-Standby". (NOTE)" gives people some hint that if steering mode is set to "Active/Standby" mode, both 3GPP/N3GPP Access Forwarding Action Information shall not be included. However, it is not correct.

Hence, we propose to take the simpler way and use ZTE’s C4-200631 as basis. And it would be great if LGE is happy to merge C4-200758 to C4-200631.

Myungjune
We're fine to merge our CR into C4-200631 and want to co-sign
Bruno:

C4-200758 clashes with C4-2000631 from ZTE. 
I am fine with the description of the cover page – and enabling the MAR to only contain Forwarding Action Information for the active access when using Active-Standby with “No Standby”, but the actual changes proposed in the CR are not correct since they would preclude including 3GPP/Non-3GPP Forwarding Action Information when using Active Standby (e.g. with an access really used as standby); also the note contradicts the reqts added to the IEs when using ‘No Standby’. 

Frank:

I also agree with the intention of CR, to me, 0758 approach by adding note seems better. There is no need to introduce a new value “No Standby”. 

However, I am wondering whether we need extend the condition for 3GPP/non-3GPP Access Forwarding Action Information, saying “and steering mode is not set to "Active-Standby"”

Bruno:

I also think  that we do not need to add a new value “No Standby”. But the actual changes in the LGE CR need to be corrected

Merged into C4-200631

	
	
	0769
	CR 29.244 0381 Rel-16 Signalling to the UPF that an access of a MA PDU session is unavailable
	Nokia, Nokia Shanghai Bell
	
	WI ATSSS

CAT B

Zhijun:
1) As defined in TS29.244 clause 8.2.153, the Access Availability Information IE can either indicate one access becomes unavailable or becomes available. 
Does the IE here also covers the case that one access becomes available from previous unavailable?

2) Whether there are scenarios that both accesses become temporarily unavailable, or one access becomes unavailable while the other access becomes available?

If so, do we need multiple Access Availability Information IEs here?

Frank: 

Draft revision 1 provided.

Zhijun: 

Ok with v1



	6.2.3
	CT aspects of 5GS enhanced support of vertical and LAN services
	
	
	
	
	Vertical_LAN

	Tuesday
	
	0370
	LS in   Rel-16 Reply LS on NID structure and length
	R2
	
	R2-1916344

To: CT4

CC: CT, RAN3, CT1, CT3, SA2

Contact: Ericsson 
RAN2 thanks CT4 for the LS on "NID structure and length". Regarding the agreed NID length of 52 bits, RAN2 would prefer if the NID length can be reduced to limit the amount of information that is broadcasted in SIB1. RAN2 has agreed to broadcast up to 12 NIDs in SIB1.

ACTION: 
RAN2 respectfully asks CT4 to take the information above into account to reduce the NID length if feasible.

Agenda item 6.2.3

Proposed treatment:  

-Check if we need to consider the restriction of up to 12NIDS and the length of 52bits.
-Provide CR and reply LS if needed

Related  CR in 0337

	
	
	0372
	LS in   Rel-15 Reply LS on NSI requirements
	SA1
	Noted
	S1-193596

To: CT

CC: SA, SA2, SA3, CT1, CT4, CT

Contact: Qualcomm 
Question 2 (to SA1): Is there any stage 1 requirement to support having 2 subscriber identities (IMSI and NSI) on the same USIM application, and if so in which release?

Based on current SA1 specifications, there is no stage 1 requirement to support multiple subscription identities on the same USIM application.
Work Item:
Vertical_LAN, 5GS_Ph1-CT
Propost treatment:

CT4 can note as there is no requirement to have more than one subscriber identity and no action defined. See also SA2 reply in S2-1912417.

	
	
	0374
	LS in   Rel-16 Reply LS on SUCI computation from an NSI
	SA2
	Noted
	S2-1912417

To: CT, SA1, SA3, CT1, CT6

CC: CT4, SA

Contact: Qualcomm

CT question 1 (to SA2): Are there use cases in which there needs to be both an IMSI and an NSI provisioned on the same USIM application, and if so in which release?
SA2 reply: SA2 is not aware of scenarios requiring storage of both an IMSI and NSI on the same USIM application for Rel-16 and earlier.

No action to CT4, CT4 can note.

Postponed to agenda item 6.2.3.

	
	
	0390
	LS in   Rel-15 Reply LS on SUCI computation from an NSI
	SA3
	Noted
	S3-194548

To: CT, SA1, SA2, CT1, CT6, CT4

CC: SA

Contact: Qualcomm

 S3-194548
SA3 thanks CT for the LS on SUCI computation from an NSI and would like to provide the following response.
CT Question 3 (to SA3): Are there any security concerns with having 2 subscriber identities (IMSI and NSI) on the same USIM application?
SA3 Response: 
In Rel-15, USIM is required to store the subscription credential(s) within the UE. In Rel-16, if the SNPN chooses to use AKA based authentication method for registration to SNPN, then the subscription credential(s) for AKA is required to be stored on the USIM.
As supported in the existing security mechanisms specified by SA3, both IMSI and NSI can be used to identify subscription based on operator configuration, but only either IMSI or NSI can be present on the same USIM application.

It is SA3 understanding that if IMSI based subscription identifier is needed in NAI format (e.g., NSI for registering with SNPN), the ME can derive the NAI from the IMSI stored on the USIM. It is up to CT1/CT4 groups to specify how the ME derives NSI from IMSI stored on the USIM. It is also SA3 view that it shall be possible, as indicated by the USIM, whether the ME or the USIM performs SUCI calculation when the SUPI is in NAI format. It is for further study in SA3 to determine whether some changes are required to perform such a SUCI calculation.
ACTION: 
SA3 kindly requests CT, SA1, SA2, CT1, CT4, CT6 to take the above into account.
Proposed treatment:

See also S1-193596 and S2-1912417 no requirement on having 2 subscriber identities (IMSI and NSI) on the same USIM application.

Postponed to agenda item 6.2.3.

	
	
	0337
	CR 23.003 0563 Rel-16 NID
	Nokia, Nokia Shanghai Bell, Ericsson
	
	WI Vertical_LAN

CAT C

Related  to LS in 0370

	
	
	0338
	CR 29.503 0312 Rel-16 NID
	Nokia, Nokia Shanghai Bell, Ericsson
	
	WI Vertical_LAN

CAT F

	
	
	0339
	CR 29.571 0168 Rel-16 NID
	Nokia, Nokia Shanghai Bell, Ericsson
	
	WI Vertical_LAN

CAT C

	
	
	0356
	CR 23.003 0565 Rel-16 NF (Service) Set ID definitions for Standalone Non-Public Networks
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI Vertical_LAN, 5G_eSBA

CAT F

	
	
	0357
	CR 29.571 0169 Rel-16 NF (Service) Set ID definitions for Standalone Non-Public Networks
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI Vertical_LAN, 5G_eSBA

CAT F

	
	
	0439
	CR 23.003 0571 Rel-16 CAG-ID size
	Nokia, Nokia Shanghai Bell
	
	WI Vertical_LAN

CAT F

	
	
	0440
	CR 29.571 0176 Rel-16 CAG-ID size
	Nokia, Nokia Shanghai Bell
	
	WI Vertical_LAN

CAT F

Marco

	
	
	0444
	CR 23.003 0572 Rel-16 UE identifier for SNPN
	Nokia, Nokia Shanghai Bell
	
	WI Vertical_LAN

CAT F

	
	
	0530
	CR 23.003 0565 Rel-16 NF (Service) Set ID definitions for Standalone Non-Public Networks
	Nokia, Nokia Shanghai Bell
	
	WI Vertical_LAN, 5G_eSBA

CAT F

	
	
	0531
	CR 29.571 0169 Rel-16 NF (Service) Set ID definitions for Standalone Non-Public Networks
	Nokia, Nokia Shanghai Bell
	
	WI Vertical_LAN, 5G_eSBA

CAT F

	
	
	0761
	CR 29.244 0378 Rel-16 Support of QoS differention for NPN
	Huawei, China Telecom
	Revised to C4-201021
	WI Vertical_LAN

CAT B

Frank:

I agree with the intention of the CR, however, I felt the change is not sufficient to just add a sentence for QER, and note that QER can’t change application detection information.
There are two cases, 5.30.2.7 Access to PLMN services via stand-alone non-public networks and 5.30.2.8 Access to stand-alone non-public network services via PLMN, the impact to N4 is the same?

I would propose to add a new clause in 5.4.xx for Support of QoS differention for NPN with some more description, just like other clause in 5.4, which may include:

SMF need provision PDR to enable UPF detect DL traffic with specific DSCP; 

And a URR to request UPF shall send Usage report to SMF upon detection;

Bruno:

In clause 5.2.2.3.1,  the very last change is confusing as application detection does not relate to QER.

Caixia

For the QoS differention for NPN issue, I have revised the paper to add a new clause to describe the mechanism.
Please check the v1 in the inbox:  Inbox / Drafts / [6.2.3-Vertical_LAN], comments are welcome.
Draft revision 1 provided

	
	
	1021
	CR 29.244 0378 Rel-16 Support of QoS differention for NPN
	Huawei, China Telecom
	
	

	
	
	0762
	CR 29.244 0379 Rel-16 Update of 5G VN Group Communication
	Huawei, China Telecom
	Revised to C4-201022
	WI Vertical_LAN

CAT B

Yue:
the CR says the SMF "should" do this and that, then are these behaviours recommendations or requirements?
Caixia:
Current proposal does not mandate the SMF to do same UPF selection, and the PDU sessions correlations, you can understand recommendations.
But from my point of view, for 5G VN Group Communication, the SMF has to do the functions proposed in the contribution, I propose to change the “should” to “shall”, if fine with others.
Frank:

I have different understanding. 

The contribution is based on the following note in 5.29.4 of TS 23.501:

NOTE 2: When receiving a new PDU session establishment request for a 5G VN group, to avoid unnecessary N19 tunnels between UPFs, SMF can check previously selected UPFs for the same 5G VN group , and decide whether a previously selected UPF could serve the requested PDU session.
Therefore, I don’t think we should use “shall” or “should”, we can accept to use “may” since selection of UPF can be based on a lot of input parameters, see 6.3.3 of TS 23.501.

And the second sentence, we need add “When N19 forwarding is used” at the beginning of the sentence since group level N4 sessions are only applicable when N19 is used.

Bruno:

This CR does not seem necessary to me: 
· the first new paragraph is out of scope of 29.244 (not related to PFCP protocol). 

· the second paragraph is already specified in stage 2. Also stage 2 defines different solutions for supporting 5G VN group communication that may be based on setting all PDRs/FARs as you describe or based on IP multicast solution or UPF Ethernet tables that do not require the SMF to set all these PDRs/FARs.

 First paragraph to be removed second to be  changed.

Caixia

I revise the paper to v1 with the following changes:
1. Change should to may.

2. Group level N4 session is related to N19 based forwarding.

3. Add a simple description for the Broadcast traffic, and Ethernet Unicast, and the related reference to stage2.

Draft Revision 1 provided

	
	
	1022
	CR 29.244 0379 Rel-16 Update of 5G VN Group Communication
	Huawei, China Telecom
	
	

	
	
	0763
	CR 29.244 0380 Rel-16 TSN Domain and Time Domain
	Huawei, China Telecom
	Revised to C4-201023
	WI Vertical_LAN

CAT F

Bruno:

In clause 8.2.146, Octet 5 in the figure needs to be corrected from "TDN" to "TSN". 
Draft Revision 1 provided



	
	
	1023
	CR 29.244 0380 Rel-16 TSN Domain and Time Domain
	Huawei, China Telecom
	
	

	
	
	0770
	CR 29.244 0382 Rel-16 5GS Bridge information reporting cleanup for Time Sensitive Communication
	Nokia, Nokia Shanghai Bell
	
	WI Vertical_LAN

CAT F

Frank:

I don’t think the Bridge Name will be configured in the SMF, the UPF may be connected to different TSN time domains with different bridges. 
Currently the only missing 5GS Bridge information item, from the Created Bridge Info for TSC IE in the PFCP Session Establishment Response message, is the Bridge Name. It is assumed that this is SMF information / configuration and not needed to be exchanged between the UPF – SMF.

What would be an issue to pass Bridge Name in TSN Bridge ID?

Caixia:

We have the same understanding as Ericsson, and also propose to send the bridge name from UPF to the SMF.
Bruno

The Bridge name is a 802.1Q MIB parameter, which is configured and used by CNC/Network Management, i.e. it is relevant only for the TSN AF and allows to map between bridge name and other relevant bridge identifiers, e.g. Chassis ID for LLDP or MAC address / Bridge ID (802.1Q). It has no relevance for 5GS entities except of the TSN AF. This is written in the 1st sentence of clause 5.28.1 “The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge”. At the end, bridge name is a 802.1Q parameter, which simplifies the life of network administrators.
Similar as the Bridge name, the Number of ports and List of port numbers are also management parameters, relevant for TSN AF and CNC/Network Management. On N4 both are not needed. The TSN AF will calculate the Number of Ports based on received information (e.g. PDU session establishment, LLDP information) and adds new ports to the list.

I will correct the cover page to strike the text  “It is assumed that this is SMF information / configuration
Frank:

According to my SA2 colleague, the Bridge name is text string up to 32 characters. The connectivity (by using an Ethernet PDU session) provided by 5GS is a “bridge” offered to TSN network, so the devices behind UE are connected to the application service in TSN. 
Though the TSN AF could use Mac Address to identify the “bridge”, but what is the problem to let UPF tell SMF, then PCF, then TSN AF. 

I failed to understand. 

For the number of ports, and port number(s) for a bridge, I haven’t found the reason why it is needed.

But the Bridge Name should be included, at least if configured.
Bruno

Our understanding is that the 5GS TSN bridge MIB is on the TSN AF. The TSN AF maps the MIB information to other entities in the 5G network. There are different identifiers, which are assigned to the bridge.
· ChassisIDSubType and ChassisID : both are used to generate LLDP Advertisements for NW-TT ports and DS-TT ports, i.e. the information is configured by CNC/Network Management at the TSN AF. TSN AF has to provide this information to NW-TT and DS-TT

· Bridge Address : the MAC address of the Bridge from which the Bridge Identifiers used by RSTP and MSTP are derived. This information is used to control the TSN streams according to IEEE 802.1Q-2018 and Qcc-2018.

· Bridge Name :  a text string of up to 32 characters, of locally determined significance. The Bridge name has no technical relevance, but helps at the interface between TSN AF and CNC/Network Management. For example it is simpler for a Network Administrator to use an alias instead of a complex MAC as input. Bridge Name is not used for LLDP and is also not used to control TSN streams, so not needed by UPF. 

Bridge name is not mentioned in clause 5.28.2 of TS 23.501.

5.28.2        5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The QoS parameters mapping for TSN is described in TS 23.503 [45] clause 6.1.3.23.
The configuration information of 5GS Bridge as defined in IEEE 802.1Qbv [96] and in IEEE 802.1Q [98], includes the following:

-    Bridge ID of 5GS Bridge.

-    Configuration information of scheduled traffic on ports of DS-TT and NW-TT:

-    Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-    Traffic classes and their priorities.
NOTE:      In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.

The configuration information of 5GS Bridge as defined in IEEE 802.1Q [98], includes the following:

-    Chassis ID of 5GS Bridge;

-    Traffic forwarding information as defined in IEEE 802.1Q [98] clause 8.8.1:

-    Destination MAC address and VLAN ID of TSN stream;

-    Port number in the Port MAP as defined in IEEE 802.1Q [98] clause 8.8.1.

-    Configuration information per stream according to IEEE 802.1Q [98] clause 8.6.5.1:

-    Ingress port number of 5GS Bridge, i.e., ports on DS-TT/NW-TT;

-    Stream priority.

Clause 5.2.8.11 of 23.501 does not require either the Bridge Name to be sent over N4: 

5.8.2.11 Parameters for N4 session management
5.8.2.11.1 General
A N4 Session may be used to control both UPF and NW-TT behaviour in the UPF. A N4 session support and enable exchange of TSN bridge configuration between the SMF and the UPF:
- Information that the SMF needs for bridge management (clause 5.8.2.11.9);
- Information that 5GS transparently relays between the AF the NW-TT: transparent Port Management Information Container.

When a N4 Session related with bridge management is established, the UPF allocates a dedicated port number for the DS-TT side of the PDU Session. The UPF then provides to the SMF following configuration parameters for the N4 Session:

- NW-TT port number;

- DS-TT port number.

After the N4 session has been established, the SMF and UPF may at any time exchange transparent bridge Port Management Information Container over a N4 session.

5.8.2.11.9 Bridge Management Information
The following table describes the Bridge Management Information (BMI) that includes the information required to configure a 5GS logical bridge for TSC PDU Sessions.
Table 5.8.2.11.9-1: Bridge Management Information

Open

Draft Revision to be provided



	
	
	0820
	CR 29.504 0076 Rel-16 Support of traffic correlation
	Huawei
	withdrawn
	WI Vertical_LAN

CAT B

	
	
	0827
	CR 29.503 0357 Rel-16 Initial Registration procedure on a CAG Cell
	Samsung
	
	WI Vertical_LAN

CAT F

	
	
	0828
	CR 29.509 0082 Rel-16 Initial Registration procedure on CAG cell
	Samsung/Kundan
	
	WI Vertical_LAN

CAT F

	6.2.4
	CT aspects of Cellular IoT support and evolution for the 5G System
	
	
	
	
	5G_CIoT

	Monday
	
	0365
	LS in   Rel-16 LS on GUTI allocation for MT-EDT in 5G CIoT
	CT1
	Noted
	C1-199005

To: SA2, RAN2, RAN3

CC: SA3, CT4

Contact: Huawei
Mandatory 5G-GUTI re-allocation at MT-EDT for CP CIoT 5GS optimization and UP CIoT 5GS optimization implies that a dedicated NAS procedure is executed in 5GMM-CONNECTED mode.
No action for CT4 can be noted
Proposed treatment: note 
Postponed  to 6.2.4

	
	
	0366
	LS in   Rel-16 Reply LS on RRC Connection Reestablishment for CP for NB-IoT connected to 5GC
	SA2
	Postponed to next CT4 meeting
	S2-1910789

To: RAN2, CT4, SA3

CC: CT1, RAN3

Contact  Huawei

Overall Description:

SA WG2 would like to thank SA WG3 for their LS.

SA WG2 has further discussed and agreed to introduce RRC Connection Re-Establishment for the control plane for NB-IoT connected to 5GC (see attached CR).
SA WG2 also agreed the following definition of Truncated 5G S-TMSI:

The Truncated 5G-S-TMSI is a 40 bit UE identifier constructed from the 5G-S-TMSI. It is used in RRC Connection Re-Establishment for the control plane for NB-IoT as described in TS 36.300.

· <Truncated 5G-S-TMSI> := <Truncated AMF set ID><Truncated AMF Pointer><Truncated 5G-TMSI>.

· <Truncated AMF set ID> = :n LSBs of AMF Set ID, where n is no greater than 10 bits.

· <Truncated AMF Pointer> := m LSBs of AMF Pointer, where m is no greater than 6 bits.

· <Truncated 5G-TMSI> := (40-n-m) LSBs of 5G-TMSI.

The values n and m are configurable based on network deployment. The value n+m shall be larger or equal to 8 bits.

NOTE: Depending on network deployment it is up to operator configuration to ensure that Truncated AMF Set ID and Truncated AMF Pointer identify the AMF uniquely, and that Truncated 5G-TMSI identifies the UE uniquely within the serving AMF. 

The NG-RAN is configured with the values n and m, and it is configured with how to recreate AMF Set ID from Truncated AMF Set ID, AMF Pointer from Truncated AMF Pointer, and 5G-TMSI from Truncated 5G-TMSI.  The configuration of these parameters are specific to each PLMN.

The NG-RAN configures the UE with n and m during RRC connection reconfiguration as described in TS 36.331. The configuration applies only to the registered PLMN.  
2. Actions:
To CT4:

ACTION: 
SA WG2 kindly asks CT WG4 to introduce in TS 23.003 the definition of truncated 5G S-TMSI as described above.
Proposed treatment: provide  CR to 23.003
Postponed  to 6.2.4

	
	
	0382
	LS in   Rel-16 Reply LS on 5G-S-TMSI Truncation Procedure
	SA2
	Noted
	S2-2001248

To: SA3, RAN2, CT1

Cc: CT4

Contact: Qualcomm

Given SA3's recommendation to send the 5G-S-TMSI component sizes (n and m) in a protected message, SA2 has decided that AMF provides the UE with the 5G-S-TMSI component sizes. SA2 has also agreed related CRs to TS 23.501 and TS 23.502 (see attachments).

Proposed  treatment:

For  information to CT4 no action required, note

Postponed to agenda item 6.2.4

	
	
	0383
	LS in   Rel-16 Reply LS on Enhanced coverage restriction
	SA2
	Noted
	S2-2001251

To: CT4

CC: CT3

Contact: Intel

S2-2001251
SA2 agrees with CT4 to use separate services as already defined for UDM i.e., SDM service to retrieve UE subscription data and PP service for provision of UE subscription data. SA2 has agreed the attached CR to reflect the same.

ACTION: 
SA2 kindly asks CT4 to take above information into account.
Proposed  treatment:

CT4 can note the LS as SA2 agrees with CT4.

Postponed to agenda item 6.2.4

	
	
	0384
	LS in   Rel-16 Reply LS on NIDD service modelling on N29
	SA2
	Noted
	S2-2001270

To: CT4

CC: 

Contact: Ericsson

SA2 has discussed the service operations on N29 interface between NEF and SMF, and agreed the attached CR.

ACTION: 
SA2 kindly asks CT4 to take this information into consideration.
Proposed  treatment:

SA2 has agreed to CT4 proposal.

CT4 can note  the LS

Postponed to agenda item 6.2.4

	
	
	0386
	LS in   Rel-16 LS on Small Data Rate Control and APN Rate Control
	SA2
	Noted
	S2-2001573

To: CT4

Contact: Nokia
SA2 thanks CT4 for their comments on rate control issues and gives the following answers to CT4 questions and comments. 

Q1: Requirement to include Small Data Rate Control Status in Step 3a of clause 4.3.4.3 of TS 23.502 must be removed as the Rate Control Status parameter is not present in Nsmf_PDUSession_Update service operation any longer. 

SA2 Answer: SA2 agrees with CT4 comment and removes the incorrect text in the attached CR.

Q2: The requirements in TS 23.502 clause 4.11.1.1 and 4.11.1.2.1 do not allow the AMF to retrieve the rate control status from the H-SMF (or SMF for a PDU session with an I-SMF). New signalling interactions are required between the V-SMF and H-SMF, to enable the V-SMF (or I-SMF) to retrieve the rate control status from the H-SMF (or SMF).


Note: TS 29.502 supports a RetrieveSmContext service operation over N11 to support the above "Nsmf_PDUSession_Context Request", but no similar service operation is supported over N16. 

SA2 Answer: In home-routed case, the SMF must know whether Small Data Rate Control applies. If it does, and PDU session is moved to EPC, the V-SMF must fetch Small Data Rate Control Status from H-SMF in order to pass it on to the AMF. The attached CR corrects clauses 4.3.2.2.2 and 4.11.1.2.1 accordingly. 
Q3: CT4 assumption has been that UPF does not know what is exception data and simply counts any packets exceeding the normal small data rate control rate as "exception data". 

SA2 Answer: This assumption is partially correct. The UPF cannot distinguish exception data packets and normal data packets based on the data packets, so this is indicated via N4 signalling. Once the UPF has received the "MO exception data" indication, it counts all subsequent packets as MO exception data until it receives non "MO exception data" indication. 
Q4: Why is an "MO Exception Data Counter" sent to UPF? What is the UPF expected to do with this counter?

SA2 Answer: SA2 has noticed that since UPF does not generate charging data, it is sufficient for the SMF to receive the "MO Exception Data Counter" to be included in charging information. After receiving "MO Exception Data Counter" from the AMF, the SMF sends "MO exception data" indication to UPF in order to inform it that subsequent packets are considered as MO exception data in terms of rate control. Stage 2 specifications have been corrected in this respect. 

Upon receiving "MO exception data" indication, the UPF uses a 'maximum allowed rate' (see TS 23.501 clause 5.31.14.3) of 'number of packets allowed per time unit' + 'number of additional allowed exception report packets per time unit' until it receives non "MO exception data" indication when it returns to using a 'maximum allowed rate' of 'number of packets allowed per time unit'. 
Q5: If "MO Exception Data Counter" is intended for the UPF to differentiate "normal data" from "exception data", what does happen if the control plane signalling from AMF to (V-)SMF (to H-SMF) to UPF takes more time than user plane packets (exception data)? The Exception data may get assimilated to "normal data" in this case and get dropped by the UPF even when the data rate for exception data is not exceeded.

SA2 Answer: Such race condition can cause the UPF to incorrectly drop exception data packets as part of Small Data Rate Control enforcement before the UPF receives an indication to raise the rate control limit for exception data. SA2 has addressed this in the attached CR by delaying the user data transmission until the MO exception data indication has reached the UPF. 
ACTION: 
SA2 kindly asks CT4 to take the above information into account and to align their specifications with the attached CRs. 
Proposed treatment:

Check if CRs are needed to align with stage 2.

CR C4-200587?

See discussion  on 0xxx
Clarify the requirements.

Rate enforcement open issue s to be reflected by editor's note.
Postponed to agenda item 6.2.4 

	
	
	1003
	LS out Reply LS on Small Data Rate Control and APN Rate Control
	Huawei (Giorgi)
	
	To: SA2 

CC:RAN2, CT1

Draft version provided.

Jones

1. The MO Exception Data indication may also changed during connection resume.
2. The sentences yellow marked look similar:

Currently, UE can send to the network "MO exception data" and non "MO exception data" indication only during RRC connection establishment, i.e. during transition from idle to connected mode. It is not clear what happens if UE is in a connected state and decides to change the UL data 'type'. That is, if UE sends one or more 'ordinary' data packet(s) and then decides to send one or more 'exceptional' data packet(s). In CT4 understanding, currently there is no way for the UE to inform the network about the change. This deficiency has a direct and negative implications on an UPF ability to accurately count UL MO data.
CT4 did not find an explicit requirements in stage 2 or a stage 3 specification (RAN2, CT1), which defines what shall the UE do in such use case to resolve the problem.  

Giorgi
I added connection resume case to v2. Concerning the other comment, yes they are similar and I’m open to rewording



	
	
	0389
	LS in   Rel-16 Reply LS to SA2 on 5G-S-TMSI Truncation Procedure
	SA3
	Noted
	S3-194482

To: SA2

CC: RAN2, CT4, CT1, RAN3

Contact: Huawei
SA3 thank SA2 for the LS on 5G-S-TMSI Truncation Procedure.

For the UE using CP CIoT 5GS Optimisation, since AS security is not activated, n and m are not protected. In that case, SA3 recommend to send the n and the m in a protected message. 
Proposed treatment:

For information to CT4 can be noted.

Postponed to agenda item 6.2.4.

	
	
	0644
	LS in   Rel-16 Reply LS on Service on I-NEF Event Exposure
	SA2
	Noted
	S2-2001575

To: CT3

CC: CT4

Contact: Huawei
SA2 thanks CT3 for the LS on Service on I-NEF Event Exposure.

Stage 2 specifications show NEF and I-NEF as separate entities, since I-NEF always resides in VPLMN for monitoring purposes, and the NEF is always in HPLMN. TS 23.501 does not restrict deployments of the I-NEF with other NFs, see the NOTE in clause 6.2.5a, that reads “Deployments can choose to co-locate I-NEF with another NF”. Consequently, deployments combining the I-NEF role and NEF role are possible. 

SA2 leaves it for CT3 to determine whether the functionality of I-NEF Event Exposure can be implemented by re-using the Nnef_EventExposure service, and the SA2 modelling of separate service operations for NEF and I-NEF does not prevent that decision. 

But, SA2 would also like to remind CT3 that the following differences between Ninef_EventExposure service and Nnef_EventExposure service should be taken into account when working on stage 3 details: 

· NEF service operations are designed for northbound traffic, AMF and SMF reside within 3GPP system. Consequently, NEF services address a target UE by Public identity (GPSI) or External Group Identifier, while I-NEF services address target UEs by SUPI or 3GPP internal group identifier. If Nnef_EventExposure service is used to implement the functionality of I-NEF Event Exposure, then the use of SUPI and Internal Group Identifier must be restricted to use cases when the service operation is used inside the 3GPP system (i.e. the use of these internal identifiers is not allowed in N33 / T8). 

· NEF Event Exposure is designed for the consumer to subscribe to notifications. But via I-NEF Event Exposure, AMF or SMF is not subscribing to receive I-NEF notifications but configuring a routing address for sending its own notifications by means of subscription on behalf of third party NF (i.e. the NEF). This implies that the I-NEF processing for NEF Event Exposure differs from NEF processing of the same service operation. 

Proposed treatment:

No action required from CT4, Note.

Postponed to agenda item 6.2.4

	
	
	0334
	pCR 29.541  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200944
	

	
	
	0944
	pCR 29.541  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0433
	CR 29.502 0252 Rel-16 Clarification to apnRateStatus attribute description
	Huawei
	Revised to C4-200922
	WI 5G_CIoT

CAT F

Bruno: 

"Other comments" on cover page should indicate that the CR does not introduce changes to the OpenAPI specification file

Draft revison 1 provided

	
	
	0922
	CR 29.502 0252 Rel-16 Clarification to apnRateStatus attribute description
	Huawei
	
	0922

	
	
	0434
	CR 29.571 0175 Rel-16 Clarification to ApnRateStatus type definition
	Huawei
	Revised to C4-200923
	WI 5G_CIoT

CAT F

Bruno: "Other comments" on cover page should indicate that the CR does not introduce changes to the OpenAPI specification file.

In clause 5.4.4.40: there is a typo (extra space) in the description of all the attributes but the first one.

Giorgi 
Draft revison 1 provided


	
	
	0923
	CR 29.571 0175 Rel-16 Clarification to ApnRateStatus type definition
	Huawei
	
	WI 5G_CIoT

CAT F



	
	
	0454
	CR 29.510 0284 Rel-16 CHF Group ID
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_eSBA, TEI16

CAT B

	
	
	0455
	CR 29.502 0259 Rel-16 Scope and Services offered by SMF
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_CIoT, ETSUN

CAT B

	
	
	0456
	CR 29.274 1976 Rel-16 Idle mode mobility between EPS and 5GS with data forwarding
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5G_CIoT, ETSUN

CAT B

	
	Moved from 6.3.10
	0500
	CR 29.274 1977 Rel-16 Support of MT-EDT
	Ericsson
	Revised to C4-200945
	WI 5G_CIoT

CAT B

Bruno: 

Add abbreviation for MT-EDT
7.2.1: 

- typos: missing space after name flag and following parenthesis, "on the S11 interface", "local policy requires …" 

- Missing condition for setting the flag: CP optimisation applies (cf reason for change)

- NOTE x: "if the PDN connection is applicable for MT-EDT" -> "if MT-EDT is applicable to the PDN connection"

7.2.7: similar comments. Besides, how does the MME tell the SGW that MTEDT is no longer applicable (e.g. change of local policy)?

7.2.11.1: typos: "on the S11 interface", "the SGW supports ..."

8.12: new bit should be bit 6 of octet 12, and also mark bit 6 as no longer spare

8.83: should read 5/x instead of x/6

Frank:

MT-EDT is not only applicable for CP optimization (clause 5.3.4B.6 ) but also UP optimization (5.3.5B), I will reflect it in Reason for change.
For “Besides, how does the MME tell the SGW that MTEDT is no longer applicable (e.g. change of local policy)? ” In the subsequent Modify Bearer Request message, the MME shall always set the flag MTEDTA flag, if not set, it means to the SGW, it need not report the size DL data.

Bruno: there should be the possibility to state not applicable. In Modify bearer request. My be only changes should be signalled? 2 bits?

Or one bit and only present when it needs to be changed.

Draft revision 1 provided.



	
	
	0945
	CR 29.274 1977 Rel-16 Support of MT-EDT
	Ericsson
	
	

	
	Moved from 6.3.1
	0501
	CR 29.244 0352 Rel-16 Support of MT-EDT
	Ericsson
	Revised to C4-200946
	WI 5G_CIoT

CAT B

Bruno

Summary of change and CoNA are incorrect (copy/paste from a different CR). 
CR should be of Cat B.

Add abbreviation for MT-EDT.

5.2.4.1: 

Revert new bullet w/o any text.

"to request the SGW-U to report the sum …" 

7.5.2.6 & 7.5.4.11: add “when sending a Downlink Data Notification”. 

Add "-" for Sxb, Sxc and N4

7.5.8.2: Add "-" for Sxb, Sxc and N4. "if the SGW-U supports the MT-EDT feature and is requested  ..."

8.2.xx: "calculate .." -> "report..."

8.2.yy: "which triggers the sending of ..."

Draft revision 1 provided.



	
	
	0946
	CR 29.244 0352 Rel-16 Support of MT-EDT
	Ericsson
	
	

	
	
	0552
	CR 29.502 0259 Rel-16 Scope and Services offered by SMF
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT, ETSUN

CAT B

	
	
	0553
	CR 29.274 1976 Rel-16 Idle mode mobility between EPS and 5GS with data forwarding
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT, ETSUN

CAT B

Other specs  effected: 23.502 (1590 and 1825
Giorgi: Are these CRs to TS 23.502 (1590 and 1825) still under SA2 discussion?

Bruno:

CRs 23.502 #1590 and #1825 have been agreed during SA2#136AH (S2-2001253 and S2-2001041).



	
	
	0587
	pCR 29.541  Rel-16 MO Exception Data Counter
	Huawei
	Merged into rev of 0728
	Jones clash with C4-200728
The main difference is C4-200728 has indicated that NEF shall consider subsequent MO and MT data as exception Data. Besides, there are couple of errors in C4-200587 like stray reference to 6.1.6.3.x, Conclusion part in Cover page to be adapted, etc.
Do you agree that C4-200587 merged to C4-200728 by adding Huawei as co-source?

Proposed to be merged into C4-200728.

Qingfen:

I compared C4-200728 and C4-200587, there are almost the same indeed, I’m fine that your C4-200587 is merged into C4-200728 with adding Huawei as co-source

	
	
	0588
	pCR 29.541  Rel-16 Errors Correction
	Huawei
	
	

	
	
	0589
	pCR 29.541  Rel-16 External Group Identifier in NIDD information
	Huawei
	
	

	
	
	0590
	pCR 29.541  Rel-16 Small Data Rate
	Huawei
	Revised to C4-200985
	Jones: In table 6.1.6.2.9, the word “additional” time unit shall be removed.

Draft revision 1 provided.

	
	
	0985
	pCR 29.541  Rel-16 Small Data Rate
	Huawei
	
	

	
	
	0591
	CR 29.503 0328 Rel-16 Availability after DDN Failure Event
	Huawei
	Revised to C4-200988
	WI 5G_CIoT

CAT B

Yue:

AVAILABILITY_AFTER_DNN_FAILURE  should be "DDN"
Draft revision 1 provided.

	
	
	0988
	CR 29.503 0328 Rel-16 Availability after DDN Failure Event
	Huawei
	
	

	
	
	0592
	CR 29.503 0329 Rel-16 Downlink data delivery status Events
	Huawei
	Revised to C4-200989
	WI 5G_CIoT

CAT B

Jones:

1. According to 23.502, the DDD status event report is sent directly from SMF to NEF, i.e. the UDM is subscribe to SMF on behalf of the NEF, there is no requirement on UDM to generate the event report or relay the event report. So the DddStatusReport is not required in 29.503.
2. DddStatus is defined in CR to 29.571 as nullable. I understand the motivation is to remove the DddStatus filter(s) in subscription update. As the filters are specified as an array “dddStatusList” in “DatalinkReportingConfiguration”, how the null value will be handled for the purpose?

Open Question, 

How to proceed

Qingfen:

And the draft V1 was uploaded in Inbox/Drafts/ [6.2.4-5G_CIoT].
For attention, I rename the CR’s title from Downlink data delivery status Events to Configuration of Downlink data delivery status Events for matching the content in CR more
Draft revision 1 provided.

	
	
	0989
	CR 29.503 0329 Rel-16 Downlink data delivery status Events
	Huawei
	
	

	
	
	0593
	CR 29.503 0330 Rel-16 External Group Identifier in NIDD information
	Huawei
	
	WI 5G_CIoT

CAT B

	
	
	0594
	CR 29.503 0331 Rel-16 Retrieve the status of Enhanced Coverage Restriction
	Huawei
	Revised to C4-200990
	WI 5G_CIoT

CAT B

Jones: 
1. Please indicate the agreed stage 2 CR for changing the SDM operation to PP operation in cover page.
2. The “pp-types” query parameters is specified as optional query parameter for new GET operation. What will be the result if a GET without “pp-types” query parameter? As stage 2 only specified allowing to get the enhanced coverage but not full PP Data, to align the stage 2, the “pp-types” might be specified as mandatory query parameters with currently only supported value listed in the enumeration.

Qingfen

Thank you for your comments, I accepted them and revised the CR based on them
Ulrich:

reason for change says:
Querying the status of Enhanced Coverage Restriction from the UDM is not supported yet.
This is, however, not true as  ecRestrictionData is part of AccessAndMobilitySubscriptionData which can be retrieved from the UDM by means of the Nudm_SDM_Get service operation.

Qingfen: 
yes, retrieving ecRestrictionData with other AccessAndMobilitySubscriptionData together by Nudm_SDM_Get service operation is supported in current specification, but retrieving only ecRestrictionData is not supported yet. AF may check the ecRestrictionData via NEF before updating it, therefore there is a requirement that only ecRestrictionData need be retrieved. In S2-2000730, S2 has agreed changing the SDM operation to PP operation for NEF to provision Enhanced Coverage Restriction data, therefore retrieving the Enhanced Coverage Restriction data is best to be provided by PP service. The description in my original CR, the description of reason for change in cover page is not complete enough, and I’ve already enhanced it in new revision.
Draft Revision 1 provided

Ulrich

even S2-2000730 says that Nudm_SDM_Get is used. We may want to enhance Nudm_SDM_Get allowing to retrieve only EC restriction data (if this optimization is desired).
Also: with Nudm_PP (if enhanced) you may retrieve what has been (temporarily) provisioned by an NEF but not what is permanently provisioned by the UDR operator.

	
	
	0990
	CR 29.503 0331 Rel-16 Retrieve the status of Enhanced Coverage Restriction
	Huawei
	
	Ulrich

even S2-2000730 says that Nudm_SDM_Get is used. We may want to enhance Nudm_SDM_Get allowing to retrieve only EC restriction data (if this optimization is desired).
Also: with Nudm_PP (if enhanced) you may retrieve what has been (temporarily) provisioned by an NEF but not what is permanently provisioned by the UDR operator.

Qingfen

I agree with you, and revise the CR based on your comment.
Draft Revision 1 provided



	
	
	0595
	CR 29.503 0332 Rel-16 Subscribed eDRX and PTW value
	Huawei
	Revised to C4-200991
	WI 5G_CIoT

CAT B

Ulrich: 

the attributes edrxValue and ptwValue of type string should have a pattern, e.g. ^[0-1]{4}$.

[Qingfen]Done, but I also added “.+” in pattern for future extension
Description for theses attributes in table 6.1.6.2.xx-1 is not clear with respect to the ordering of bits (e.g. 24.008 says “bit 8 to 5” rather than “bit 5 to 8”.

[Qingfen]Done, correct the description of the ordering of bits
RatType values defined in 29.571,

do not simply correspond to values defined in 24.008:
Iu mode, 

WB-S1 mode, 

NB-S1 mode, 

WB-N1 mode, and 

NB-N1 mode

Note: in 29.272 we use Operation-Mode rather than Rat-type for ptw.

Cover sheet should be corrected.

[Qingfen] Define a new data model OprationMode (including values WB-S1 mode, NB-S1 mode, WB-N1 mode, NB-N1 mode, and S1 mode), rename the attribute ratType to operationType and indicate the data type as new defined OprationMode
CR cover sheet should show  
Meeting #96e

and
17th – 28th February

[Qingfen] I use the template of this e-meeting, will It cause any problems if I modified the cover sheet as you mentioned above?
and 
Date should be date of Tdoc number reservation.

[Qingfen] Modified the data with date of Tdoc number reservation.

Draft revision 1 provided.

Ulrich

I do not agree with the addition of |.+ in the pattern. 
The structure of the data model still is not inline with 29.272 where we have:

Subscription-Data ::= <AVP header: 1400 10415>
[ Subscriber-Status ]
<skip>] 

*[ eDRX-Cycle-Length ]

<skip>

*[ Paging-Time-Window ]
<skip>
eDRX-Cycle-Length ::= <AVP header: 1691 10415>
{ RAT-Type }
{ eDRX-Cycle-Length-Value }

*[ AVP ]

Paging-Time-Window ::= <AVP header: 1701 10415>
{ Operation-Mode }
{ Paging-Time-Window-Length }

*[ AVP ]

i.e. AccessAndMobilitySubscriptionData should be enhanced with two arrays, one for cycle length per RAT type and one for PagingTimeWindowLength per Operation Mode.

Open

Draft revision to be provided.

Qingfen

Thank you for your comments, they are all fine to me, and I revised the CR. 0991 was new revision of 0595
Draft V1 of 0991 was uploaded in Inbox/Drafts/[6.2.4-5G_CIoT]



	
	
	0991
	CR 29.503 0332 Rel-16 Subscribed eDRX and PTW value
	Huawei
	
	Draft revision 1 provided

	
	
	0596
	CR 29.503 0333 Rel-16 Provision of parameters Maximum Response Time and Maximum Latency
	Huawei
	
	WI 5G_CIoT

CAT B

	
	
	0597
	CR 29.505 0267 Rel-16 Retrieve the status of Enhanced Coverage Restriction
	Huawei
	
	WI 5G_CIoT

CAT B

	
	
	0598
	CR 29.540 0043 Rel-16 RAT Type
	Huawei, ZTE
	
	WI 5G_CIoT

CAT B

	
	
	0599
	CR 29.571 0179 Rel-16 Downlink data delivery status
	Huawei
	Revised to C4-200984
	WI 5G_CIoT

CAT B

Bruno

In clause 5.4.3.xx, we could expand the new data type name for clarity (e.g. to DlDataDeliveryStatus).
In clause 5.4.4.xx, the description of the port attribute is incomplete.

Draft revision 1 provided. 
Jesus

· In table 5.4.4.xx-1, we suggest to rename the attribute name "port" to "portNumber"
· In An.2 (OpenAPI):

· Apply the same change, and rename "port" to "portNumber"

· The definition of DddStatusRm is not correct according to the "nullable: true" issue (find the discussion/motivations in cover sheet of C4-200407). I suggest to use:

DddStatusRm:

  anyOf:

    - $ref: '#/components/schemas/DddStatus'

    - $ref: '#/components/schemas/NullValue'

Draft revision 2 provided


	
	
	0984
	CR 29.571 0179r1 Rel-16 Downlink data delivery status
	Huawei
	
	

	
	
	0987
	CR 29.571 0179r2 Rel-16 Downlink data delivery status
	Huawei
	withdraw
	

	
	
	0600
	CR 29.571 0180 Rel-16 External Group Identifier
	Huawei
	
	WI 5G_CIoT

CAT B

	
	
	0601
	CR 29.571 0181 Rel-16 MO Exception Data Counter
	Huawei
	Revised to C4-200986
	WI 5G_CIoT

CAT B

Jones:

1. suggest to define MO Exception Counter as structured data type and include a timestamp, as in 29.274, especially considering the EPS to 5GS interworking
2. Remove the double quotes for enumeration in the OpenAPI.

Draft revision 1 provided


	
	
	0986
	CR 29.571 0181 Rel-16 MO Exception Data Counter
	Huawei
	
	

	
	
	0661
	CR 29.518 0290 Rel-16 Availability after DDN Failure
	Huawei
	Revised to C4-201024
	WI 5G_CIoT

CAT B

Bruno: 

- 5.3.1 & 6.2.6.3.3: we should enhance the wording (e.g. to "A NF subscribes to this event to be notified about the Availability of a UE after a DDN failure”).
- 6.2.6.1: DddTrafficDescriptor: we can add in the description “Downlink Data Delivery Descriptor”

- 6.2.6.2.x: attributes are defined as conditional but w/o any condition specified. Besides, shouldn’t the dddTrafficDescriptor enable to encode a list of traffic descriptors (for the same DNN, S-NSSAI)? 

- A.3: trafficDescriptorList: "minItems: 1"  is missing

Peter Sanders: 

The very last change is:
          - AVAILABILITY-AFTER-DDN-FAILURE
This should be with underline characters, rather than dashes:
 - AVAILABILITY_AFTER_DDN_FAILURE

Draft revision 1 provided.

Peter Sanders: revision 1 is ok.

Bruno:

V1 looks good to me. Just one typo to correct, and for the 2nd attribute below, I suggest to make the condition independent from the whichever NF provided the info, e.g. “if it is available”.
shall indicates, This IE shall be present if it is received from the NEF.

Draft Revision 2 provided.



	
	
	1024
	CR 29.518 0290 Rel-16 Availability after DDN Failure
	Huawei
	
	

	
	
	0719
	CR 29.502 0293 Rel-16 MO Data Transfer N16
	Ericsson
	
	WI 5G_CIoT

CAT B

Bruno:

6.1.3.3.4.x should be renumbered to 6.1.3.6.4.x.
6.1.6.2.x: “CPCIOT” should be renamed “CIOT” feature (see C4-200772).

A.2:   /pdu-sessions/{pduSessionRef}/transfer-mo-data:

 $ref: '#/components/schemas/TransferMoDataReqData'

Caixia:

Seems the clause 5.2 of TS 23.502 has not been updated to support the new service operation, is there any agreed CRs in the last meeting?  Shall add the agreed CR in the cover sheet

Jones: 

There is no agreed CR from last meeting on this. If CT4 agreed on the proposal, Ericsson will bring CR to align it at SA2, like we did for some other service operations.
Caixia:

I am OK with your proposal, please update the stage2 specifications accordingly.
Draft 1 provided.

Bruno: OK with this version.



	
	
	0720
	CR 29.502 0294 Rel-16 MO Exception Data Delivery CP CIOT
	Ericsson
	
	WI 5G_CIoT

CAT B

Bruno:

.2.2.8.2.2: "before response to V-SMF or I-SMF" -> before responding to ... /Jones: Corrected
5.2.2.11.1: 

- does this really apply only to NB-IoT?

/Jones: 

Yes, according to Stage 2.
Agreed S2-2001574 (23.501): For NB-IoT the AMF maintains an "MO Exception Data Counter" which is incremented when the RRC establishment cause "MO exception data" is received from NG-RAN. The AMF reports whether the UE accessed using "MO exception data" RRC establishment cause, to all (H-)SMFs which have PDU Sessions that are subject to Small Data Rate Control …

Agreed S2-2001331 (23.502): 

clause 4.2.3.2 If the UE is accessing via the NB-IoT RAT, the AMF may update all (H-)SMFs, and the (H-)SMFs may then update UPF(PSA)s and NEFs with whether the RRC establishment cause is set to "MO exception data" or not…

clause 4.24.1 If NG-RAN forwarded the NAS message to the AMF using the Initial NAS message procedure in step 2, and the UE is accessing via NB-IoT RAT then the AMF may update the (H-)SMFs

Also checked 29.274:

Clause 7.2.7: - reception of the RRC establishment cause "MO Exception data" in the NB-IoT RAT
- step 2a: the non-roaming case is not covered, i.e. SMF shall update UPF first with MO exception indication before sending user plane packet to UPF. 

/Jones: Corrected
- "For PDU session with UPF anchored CIOT, " -> For UPF anchored Mobile Originated Data Transport in Control Plane CIoT 5GS Optimisation, ..."

/Jones: Corrected
6.1.6.2.11: “CPCIOT” -> “CIOT” feature (see C4-200772) /Jones: Corrected
6.1.6.2.47: 

- wouldn't the moExpDataCounter always be set to 1 when moExpDataInd is set to "START"? 

/Jones: 

My understanding is that it should be “1” for 5GS only, but might be larger than 1 if a counter is received from MME.
For PDU Session in 5GS only, it is required that AMF update SMF every time, so set value to 1 seems true. But In 29.274 for EPS, the MME may defer sending the MO Exception Counter to SGW thus the MO Exception Counter may larger than 1. For a mobility from EPS to 5GS, the MO Exception Counter will be transferred to AMF and the AMF should inherit the counter and report it next time (after increment with 1). In this case, the MO Exception Counter will be larger than 1.

- "START: if the UE is accessing via NB-IoT RAT …": does this really apply only to NB-IoT?

/Jones: Yes, according to stage 2
Reason for change: "[Proposal-2] For NEF anchored CIOT, the "MO Exception Data" Indication can be carried in Transfer MO Data service operation thus no need for explicit update to H-SMF/NEF." Do we need the possibility to signal that MO Exception Data transfer stops w/o necessarily sending an MO packet (e.g. when the RRC signalling cnx for exception data is released, such as to process subsequent DL packets as normal packets)?

/Jones: According to stage 2, the MO Exception indication is always triggered by RRC connection establishment (or potentially resume for CIOT PDU session with N3).
Agreed S2-2001574 (23.501): … Each UPF (PSA) or NEF that have PDU Session(s) using Small Data Rate Control should be updated with whether the UE is accessing with the RRC establishment cause set to "MO exception data" or not for the first new RRC Connection which is triggered for "MO Exception data" and the first new RRC Connection afterwards with a non "MO exception data" cause for Small Data Rate Control purposes, using N4 Session Modification Request. If "MO exception data" is indicated to a UPF or NEF, the UPF or NEF considers all subsequent MO and MT data as "Exception Data" until a non "MO exception data" indication is received. The SMF indicates each use of the RRC establishment cause "MO Exception Data" by including the related counter on the charging information.
At SA2#136-AH, CR2001 of TS 23.502 had proposed to indicate the stop of MO exception data with release of RRC in first revision but seems not agreed at Stage 2. The changes were reverted in the agreed version (S2-2001282).
Draft revision 1 provided.

	
	
	0721
	CR 29.502 0295 Rel-16 MO Exception Data Delivery UP CIOT
	Ericsson
	
	WI 5G_CIoT

CAT B

Bruno
In 5.2.2.3.2.2: 
- step 1: "if Small Data Rate Control  is enabled for the PDU session" : how does AMF know this? Does it need to know this? 

/Jones: Fixed. If Small Data Rate Control is enabled should be a condition on SMF for handling the MO exception, not on AMF
- "and the UE is accessing via the NB-IoT RAT: is this really specific to NB-IoT?

/Jones: Yes, according to Stage 2
- step 2a: text needs to be expanded for the non-roaming scenario: SMF shall update UPF before responding to AMF.

/Jones: Fixed
5.2.2.3.16: 

- is this really specific to NB-IoT?

/Jones: Yes, according to Stage 2.
- step 2a: text needs to be expanded for the non-roaming scenario: SMF shall update UPF before responding to AMF. 

/Jones: Non-roaming scenario doesn’t need to be explicitly stated here, because the SMF will anyway update the UPF to resume of AN tunnel before responding the AMF. But update to (H-)SMF needs to be explicitly stated here for MO exception data, as in normal case, the update to (H-)SMF might not needed for Connection resume in IDLE-Mode 

Besides, the text "and wait for the acknowledgement before N4 modification to UPF for N3 activation" is confusing.

/Jones: rephrased
6.1.6.2.4: 

- CPCIOT -> CIOT (see C4-200772)

/Jones: Corrected
- moExpDataInd: is this really specific to NB-IoT?

/Jones: Yes, according to Stage 2
Caixia:

For the description in service operation:
If indication of MO Exception Data delivery is included in the request, the V-SMF shall first update the H-SMF for HR PDU Session (or I-SMF shall first update the SMF for PDU session with I-SMF) and wait for the acknowledgement before responding to the AMF. 
If indication of MO Exception Data delivery is included in the request, the V-SMF shall first update the H-SMF (see clause 5.2.2.8.2.2) for HR PDU Session (or I-SMF shall first update the SMF for PDU session with I-SMF) and wait for the acknowledgement before N4 modification to UPF for N3 activation. 
It is end to end procedure level, if stage2 has the similar description, I propose to simply refer to stage2 specification.

 /Jones: There is no collected clear description at Stage 2 for this. Besides, we regards these description affect exactly the SMF logic for processing the service operation, thus needs to be clearly stated in corresponding clause.
Draft revision 1 provided.

	
	
	0722
	CR 29.502 0296 Rel-16 MT Data Transfer N16
	Ericsson
	
	WI 5G_CIoT

CAT B

Bruno:

Figure 5.2.2.x.1-1: 
- the payload in request needs to be corrected to TransferMtDataReqData. 

- TransferMtDataErr -> TransferMtDataError

6.1.3.1: revert change mark on the figure (change has already been done in the transfer MO CR)

6.1.3.1: new entry in resources table shall be moved down to "Individual PDU session 

(V-SMF or I-SMF)" and URI be modified accordingly.

6.1.3.3.4.x -> 6.1.3.7.4.x

Table 6.1.3.3.4.x.2-2: TransferMtDataError

"if Estimated Maximum Waiting Time shall be included if available;"

6.1.6.2.y: TransferMtDataError

6.1.6.2.x, 6.1.6.2.z: CPCIOT -> CIOT (see C4-200772)

A.2: the extensions need to be defined as a callback of Create request, like defined for 

"        update:          '{$request.body#/vsmfPduSessionUri}/modify':"

Draft revison 1 provided
Draft revision 2 provided.

	
	
	0724
	CR 29.518 0295 Rel-16 5G CIOT Attribute in UeContext
	Ericsson
	
	WI 5G_CIoT

CAT B

Bruno:

6.1.6.2.25: 
- lteCatMInd: typo ("if the UE is a LTE sCategory")

/Jones: Corrected
- why "EPS to 5GS idle mode mobility is not mentioned?

/Jones: The AMF ignore the indication received from MME and take the indication from NG-RAN in idle mode mobility procedure, as specified in 23.502
moExpDataCounter: "This IE shall be present if available.": if a non-zero MO Exception counter has not been reported yet to SMF?

/Jones: Corrected
Caixia:

In clause 6.1.6.2.25, lteCatMInd:
- false (false): this UE is not a Category M UE.  ->The (false) shall be default.
/Jones: Corrected
Draft revision 1 provided.

	
	
	0728
	pCR 29.541  Rel-16 MO Exception Data Indication
	Ericsson
	
	Proposed to add Huawei as  co –source due  to C4-200587

Add Huawei as co-source

Draft revision 1 provided

	
	
	0729
	pCR 29.542  Rel-16 Clause 4 Overview
	Ericsson
	
	

	
	
	0730
	pCR 29.542  Rel-16 Clause 5 Service Description
	Ericsson
	
	

	
	
	0731
	pCR 29.542  Rel-16 Clause 6 API Definition
	Ericsson
	
	

	
	
	0732
	pCR 29.542  Rel-16 OpenAPI file
	Ericsson
	
	

	
	
	0742
	CR 29.502 0299 Rel-16 NEF Extended Buffering Supporting Indication
	Ericsson
	
	WI 5G_CIoT

CAT B

Bruno:

In clause 6.1.6.2.10, CPCIOT should be renamed CIOT (see C4-200772)
Draft revision 1 provided.

	
	
	0743
	CR 29.502 0300 Rel-16 Removal of Serving PLMN Rate Control
	Ericsson
	
	WI 5G_CIoT

CAT F

	
	
	0744
	pCR 29.541  Rel-16 Align to NEF service update for NIDD
	Ericsson
	
	

	
	
	0771
	CR 29.502 0305 Rel-16 Extended NAS-SM timer indication for UEs using CE mode B
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT

CAT B 

Caixia:

1. extendedNasSmTimerInd in clause 6.1.6.2.2:
This IE shall be present with the value "True" if If the UE supports CE mode B and use of CE mode B is not restricted according to the Enhanced Coverage Restriction information in the UE context in the AMF.  
There are two if in the description.

Bruno> ok, typo corrected
2. In the reason for change, it is indicated: The use of CE mode B by a UE is indicated to the SMF by the AMF, but the indication extendedNasSmTimerInd indicates whether extended NAS SM timers shall be used, should be the indicator used to indicate the use of CE mode B in the UE?

Bruno> stage 2 defines an extended NAS-SM timer indication towards the SMF, see e.g. following excerpt from TS 23.502:
 If the UE supports CE mode B and and use of CE mode B is not restricted according to the Enhanced Coverage Restriction information in the UE context in the AMF, then the AMF shall include the extended NAS-SM timer indication. Based on the extended NAS-SM timer indication, the SMF shall use the extended NAS-SM timer setting for the UE as specified in TS 24.501 [25].
3. extendedNasSmTimerInd in clause 6.1.6.2.4, no default value for the indicator.

Bruno> this is intentional. The absence of the attribute in an Update SM context does only mean that the value of the attribute has not changed (compared to whatever value was provided earlier), i.e. it does not mean that normal timers should be used.
Draft revision 1 provided
Caixia Ok with v1

	
	
	0772
	CR 29.502 0306 Rel-16 Feature definition for support of CIoT features
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT

CAT F

	
	
	0773
	CR 29.502 0307 Rel-16 Idle mode mobility between EPS and 5GS with data forwarding
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT, ETSUN

CAT B

	
	
	0774
	CR 29.502 0308 Rel-16 Mobile Originated Data
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT

CAT F

	
	
	0775
	CR 29.518 0298 Rel-16 Feature definition for support of CIoT features
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT

CAT F

	
	
	0776
	CR 29.518 0299 Rel-16 Mobile Terminated Data
	Nokia, Nokia Shanghai Bell
	
	WI 5G_CIoT

CAT F

	
	
	0813
	discussion    5G CIoT Work Plan for CT4#96
	Qualcomm Incorporated
	
	

	
	
	0836
	CR 29.502 0309 Rel-16 Availability after DDN Failure
	Huawei
	Revised to C4-201025
	WI 5G_CIoT

CAT B

Jones:

1. The description of the usage on the new IEs should be added in service procedures
· Create SM Context (Subscribe)

· Update SM Context (Subscribe/Unsubscribe)

· SM Context Status Notify (DDN Failure Report)

2. In SmContextUpdateData table 6.1.6.2.4, the description of new IE “ddnFailureSubs” should be “This IE shall be present to subscribe or unsubscribe to the notification of the DDN Failure, see clause 4.15.3.2.7 of 3GPP TS 23.502 [3].”, e.g. when the event subscription on AMF is terminated.

Bruno:

6.1.6.2.2: new attribute is applicable if CIOT feature is supported. The condition for setting the attribute should be clearer ("if …").
6.1.6.2.4: same comments; also here, this attribute may also be present to unsubscribe.

6.1.6.2.8: add CIOT applicability. 

6.2.6.2.x: should allow for multiple traffic descriptors. dddTrafficDescriptor is defined as Conditional but w/o a condition.

Draft revision 1 provided.

Bruno:

Your updates look good. 
- I suggest to further clarify in 6.1.6.2.4, that the ddnFailureSubs attribute may also be present to add/remove traffic descriptors, and that if it is present and indicate “subscribe”, the content of the received ddnFailureSubs shall overwrite any ddnFailureSubs received earlier (-> it needs to be clear that if the AMF wishes to add or remove one dddtrafficDescriptor from the array of descriptors, it shall provide the complete list of applicable traffic descriptors).

Caixia: The following text is added "This IE shall also be present to add/remove traffic descriptors. When present with FailureSubsInd indicates notification of DDN failure is subscribed, the content of the received ddnFailureSubs shall overwrite any ddnFailureSubs received earlier."

- In clause 5.2.2.5.1, wouldn’t it be better to define a new Cause value for DDN failure status reporting? We should also expand the list of procedures making use of this service operation. Caixia: DDN_FAILURE_STATUS is added 
Draft revision 2 provided



	
	
	1025
	CR 29.502 0309 Rel-16 Availability after DDN Failure
	Huawei
	
	

	
	
	0869
	CR 29.244 0385 Rel-16 MO Exception Data Indication
	Ericsson
	
	WI 5G_CIoT

CAT B

Frank: Clash with C4-200901
Bruno:

5.4.15.2: steps 2 & 3 of UP function behaviour are confusing and incorrect. When exception data is indicated, UPF applies rate control according to the normal rates + additional rates (as correctly described in the Huawei’s CR, in the last 2 paragraphs of clause 5.4.15.x).
5.4.15.3: "when received MO Exception Data indication from AMF": text needs to be generic for EPC and 5GC.

Jones:

5.4.15.2: steps 2 & 3 of UP function behaviour are confusing and incorrect. When exception data is indicated, UPF applies rate control according to the normal rates + additional rates (as correctly described in the Huawei’s CR, in the last 2 paragraphs of clause 5.4.15.x).
/Jones: The motivation in our CR is to use avoid Exception Data consume normal packet budget before the additional packet rate is used out. E.g. if set maxPacketRate as 10 for normal data and additionalPacketRate as 10 for exception data, after the UE has sent 12 exception data packets:

· Approach 1 (our proposal), 10 exception data packets use out addtionalPacketRate first, then consume 2 from maxPacketRate. After that, 8 packets remains for normal packets or exception data

· Approach 2 (Huawei Proposal) 10 exception data packets use out maxPacketRate first, then consume 2 from additionalPacketRate. After that, 8 packets remains for exception data only

We thought the approach 1 is more reasonable and service friendly.

Bruno:

Stage 2 specifies:
23.501:

If "MO exception data" is indicated to a UPF or NEF, the UPF or NEF considers all subsequent MO and MT data as "Exception Data" until a non "MO exception data" indication is received.

If the RRC establishment cause "MO exception data" indication is received by UPF or NEF then the 'maximum allowed rate' is equal to the 'number of packets per time unit' plus the 'number of additional allowed exception report packets per time unit'. Otherwise, the 'maximum allowed rate' is equal to the 'number of packets per time unit'.
Which corresponds to approach 2.

Jones: The main changes are:
· Map the description from 0901 in 5.4.15.

· Adapt to one bit flag MOED as in v1 of 0873 (also in other comments)

Huawei to be added as co-source.

draft revision 1 provided 

Giorgi:

Minor comments to the cover sheet:
· E-Meeting, 24th – 28th February 2020 -> E-Meeting, 17th – 28th February 2020

· Revision of 869, 901 merged

· CR 0385 rev 1
· Please add Huawei as co-source.
Draft revision 2 provided 
Jones

Editor’s Note is added to C4-200869 draft v3 as remarks related to LS in 1003
Draft revision 3 provided 
Giorgi

I uploaded amended version of v3 in the Drafts folder. Summary:
· 5.4.15.2, CP function list

· Editorial

· non "MO Exception Data" == (NORM)

· 5.4.15.2, UP function list

· Editorial

· the UP function shall discard, or delay…
Please consider merging this with C4-200873, so that we could see all tightly related changes in a single CR.

Draft revision to be provided?



	
	
	0873
	CR 29.244 0386 Rel-16 Packet Rate Status Reporting and Control
	Ericsson
	Revised to C4-200958
	WI 5G_CIoT

CAT F

Frank: Clash with C4-200901
Bruno: 

The CR overlaps with C4-200901 (Huawei).
7.5.4.5: QER Control Indications: 

- strike "over N4" as this also applies to Sxb.

- "to count the received data packets as exception data packets" is misleading: 

23.501:

If "MO exception data" is indicated to a UPF or NEF, the UPF or NEF considers all subsequent MO and MT data as "Exception Data" until a non "MO exception data" indication is received. 

If the RRC establishment cause "MO exception data" indication is received by UPF or NEF then the 'maximum allowed rate' is equal to the 'number of packets per time unit' plus the 'number of additional allowed exception report packets per time unit'. Otherwise, the 'maximum allowed rate' is equal to the 'number of packets per time unit'.

Table 7.5.7.1-1: -> Table 7.5.7.1-x (also update the reference in 7.5.8.1 & 8.1.2)

QER ID: -> "This IE shall identify the QER for which the Packet Rate Status Report is sent".

"that still can be sent" -> "that can still be sent"

8.2.25: "UPF" -> "The UP function ..." ; "e.g. small data ..": we need to be explicit on the set of extensions/procedures to be supported when support of this feature is advertized. This should replace the "e.g.".

8.2.63: we can move the ARPC flag to bit 3

8.2.xx: "count the received packets as exception data packets": confusing. See above

Giorgi:

I wonder if CIoT device may have multiple QoS flows (multiple QERs) per PDU session? I understood stage 2 specifies CIoT device may have multiple PDU sessions
Frank: 

Huawei’s approach(as in 0901) with one flag to indicate MO exception data in v1.
Huawei added as co-source.

draft revision 1 Provided 

Giorgi:

· It makes sense to merge 0901 into this CR, because not much left there. Please copy-paste only the second and third paragraphs of 5.4.15.x from 901.
· On the cover sheet: 

· E-Meeting, 24th – 28th February 2020 -> E-Meeting, 17th – 28th February 2020

· Revision of 873, 901 merged

· Yes, Huawei is a co-source

· 8.2.xx. Style should be corrected for “Bit 2 – MOED (MO Exception Data Indication): if” to B1. It is in a wrong font Arial 9 now.

Frank:

For “Please copy-paste only the second and third paragraphs of 5.4.15.x from 901.”
This part will be merged to 0869, I guess Huawei will co-source that CR as well.

Giorgi:

I got feedback from my SA2 colleague on the number of QoS flows. Currently, stage 2 permits CIoT device to have only one rate controlled QoS flow per PDU session and it does not look likely this will change any time soon. So, for the time being I’m afraid we cannot agree to these statements: “Several IE with the same type may be present to represent several Packet Rate Status Reports for different QERs”. Please remove these from 7.5.7.1 and 7.5.8.1.
The CR anyway has a future proof setup. New Packet Rate Status Report IE groups QER ID with Packet Rate Status. If SA2 decides to support multiple QoS flows, it will be trivial to extend the protocol.

I also spotted minor thing. Packet Rate Status Report IE is defined specifically for (within) PFCP Session Deletion Response message. We should either define this also for (within) PFCP Session Report Request, or even better as an generic IE type under clause 8.1.2. I have a slight preference for a generic Packet Rate Status Report IE.

Giorgi:

Provided  comments to  V1 version

Open
draft revision to be Provided.



	
	
	0958
	CR 29.244 0386 Rel-16 Packet Rate Status Reporting and Control
	Ericsson
	
	

	
	
	0901
	CR 29.244 0387 Rel-16 "MO exception data" and non-"MO exception data" for UPF
	Huawei
	Merged into rev of 869 and 873
	WI 5G_CIoT

CAT B

Frank: Clash with C4-200869, C4-200873
Bruno: 

My preference goes for the new QER Control Indications IE proposed by Ericsson, but also for the MO Exception Data indication bit from your CR (rather than “start” / “stop”) that we could define within the QER Control Indications IE. 
I also agree with the last 2 paragraphs of your CR in clause 5.4.15.x, which provide a correct description of the expected UPF behaviour.

The very first sentence of clause 5.4.15.x is unnecessary and can be deleted.

C4-200869, C4-200873 and C4-200901 should be merged which one to use as baseline? 

Giorgi fine with merging the CRs, Ericsson CRs are baseline



	
	
	0876
	LS out   Rel-16 Exception data rate control
	Huawei
	Merged into 1003
	Source should be CT4
Bruno: at the moment we may not send an LS to SA2.


	
	
	0xxx
	New problem with MO exception data solution
	Huawei
	
	As indicated in Conferece call on Thursday 20th February, below is a description of a problem our CT1 colleagues have identified for the MO exception data for UP traffic. This looks relevant for many CRs on MO exception data.
Let’s look into a sequence of events, which we believe describes the problem.

1. UE is in idle mode.

2. Application tells UE to send the first UL UP data, which means UE needs to go into connected state.

3. At this point in time, UE knows if the UL UP date is a normal data or an exception data. Let’s assume this is non-“MO” data. UE informa AMF about this over NAS.

4. AMF informs SMF and SMF informs UPF.

5. However, once UE is in the connected mode, the subsequent UL UP data will directly go to the UE PDCP layer and then to 5GAN without any indication if it is a normal data or exception data. So, if UE starts with normal data, neither UE, nor 5GAN will know when the data turns exceptional.

6. Therefore the network (AMF, SMF, UPF) will not be explicitly informed about the change in the UL UP data type from ‘normal’ to ‘exception’, because while the UE is in the connected state, it cannot indicate neither non-MO, nor MO data to the network.

7. The only way for the UE to indicate change in the data type is going to the Idle state, then receiving from the app new data packet and then going back to the connected state. Such sequence of event does not seem to be commonplace.

8. Now, prior to MO indication, UPF will receive info on SDRC (normal data and exception data limits, time limits). So, UPF can count the UL packets till limits are reached.

9. The problem is, MO data indication contains also new values of the exception data limits and time limits. It is undefined how UPF could resolve the problem if these rates and times in SDRC and MO are different.

10. Potential solution could be decoupling the indication from data limits and time limits. In other words, in the above step 4, SMF shall send to the UPF only an indication,  but no data/time counters. This also is our understanding of stage 2.

Giorgi
I would propose sending an LS to CT1 with the following single question:
· When UE is in a connected mode, can the UE indicate to the network transition from non “MO exception data” to “MO exception data”?

If you agree, I can draft the LS
Bruno:

It seems indeed that RAN specifications do not enforce UEs to tear down or suspend an existing RRC signalling connection and establish a new one (or resume the suspended one) when UEs need to switch between normal data and exception data. It seems it is left up to UE implementation. If so, the rate control enforcement for normal data vs. exception data specified in stage 2 would be broken (e.g. if UE sends exception data on an RRC sign cnx established for normal data, these exception data could get dropped at the UPF when normal data rates are exceeded even if exception data rates aren’t exceeded).
I would then rather suggest to send an LS to SA2 asking clarifications and guidance on the above issues (cc CT1, RAN2)

Giorgi

I agree. Maybe we should send a reply LS when handling C4-200386.
Meanwhile, we should reduce the changes to respective N4 CRs to bare minimum. At least, we should remove sending counters over N4
Frank

Could you please clarify “we should reduce the changes to respective N4 CRs to bare minimum. At least, we should remove sending counters over N4”? What should remain?

In EPS, it is also specified to send exception data, the UE shall establish RRC connection with a cause “Mo exception data”; otherwise it shall use normal RRC establishment cause. 

Should UE application be aware of sending Exception data or Normal data, otherwise the data might be dropped by the network? Such Packet Rate for normal and exception data are also sent to the UE? 

(in PCO with “0019H (Additional APN rate control for exception data parameters “ “0016H (APN rate control parameters);

- 0025H (Small data rate control parameters); 

- 0026H (Additional small data rate control for exception data parameters);  )

Maybe I have missed something, could you please clarify?
Giorgi

I think the following proposal could mitigate the problem:
· UPF already receives small data counters before CIoT UE sends any UL data. No change.

· As defined by stage 2, UPF should also receive an indication form SMF that the next UL data from UE is a ‘normal’ or ‘exceptional’. But this may not come always and therefore is unreliable. New.
· Therefore, UPF should simply count UP data packets till the limit for ‘normal’ data is reached. No change.

· After that, UPF should assume additional packets belong to ‘exception’ data and should count also these till the respective limit is reached. New.
· Once both limits are reached, UPF may either drop extra packets, or delay them, as specified in recent SA2 CRs. New.

To recap, when SMF received “MO” indication, the SMS should forward to the UPF only this indication over N4, i.e. it should not populate the Packet Rate with new values in packet rate time unit fields. So UPF should ‘know’ that the old limits are still valid and if UOF has already counted x number of packets, this count is still valid. 

Open

	6.2.5
	CT aspects on enhancement of network slicing
	
	
	
	
	eNS-CT

	Thursday
	
	0627
	CR 29.502 0267 Rel-16 PDU Session Release Due to Slice Authorization Failure or Authorization Revocation
	ZTE
	Merged into  0751
	WI eNS

CAT B

Clash with C4-200751

Roozbeh

We at Motorola Lenovo do not think there is any need for any new enumeration cause . We believe that  “REL_DUE_TO_SLICE_NOT_AVAILABLE" can also be used here. For this case the PDU session is already established and the SMF is aware of the PDU session state. When receiving this from AMF, the SMF can easily conclude this is related to re-evaluation of the authentication and authorization.

Open
Reuse existing cause or new cause,  0627 or 0751 to  be revised?

	
	
	0751
	CR 29.502 0301 Rel-16 New cause value for NSSAA failure and revocation
	NEC Corporation
	
	WI eNS

CAT C

Zhijun

Clash with C4-200627

Does it really need two separate Cause? 
From my understand, the AAA Authorization Failure likes immediate rejection, while AAA Authorization Revocation likes later rejection. From this point of view, would it be enough that we use just one Cause to cover both cases?  Although I have such question, I am still open on this. 
Bruno: one cause failure  should be sufficient.

How to merge, which one to  use as  baseline?.
Roozbeh

We at Motorola Lenovo do not think there is any need for any new enumeration cause . We believe that  “REL_DUE_TO_SLICE_NOT_AVAILABLE" can also be used here. For this case the PDU session is already established and the SMF is aware of the PDU session state. When receiving this from AMF, the SMF can easily conclude this is related to re-evaluation of the authentication and authorization.

Zhijun

Although there is a Cause "REL_DUE_TO_SLICE_NOT_AVAILABLE" defined for the case a specific slice becomes available. However, it is not used for the third party authorization failure / revocation scenario. The Cause "REL_DUE_TO_SLICE_NOT_AVAILABLE" is normally used for the case that network changes the allowed Slice for a UE. It might be due to UE moves to one area and in that area the specific Slice is not able to serve the UE (e.g. UE moves to regulaion area, or UE moves out of a specific charging area), or might due to that slice reaches high load and has to reduce its load, etc. Please find the related description from TS23.501 / 23.502.
>>TS23.502 clause 4.3.4

3d. If the PDU Session Release is initiated by the AMF in step 1f, i.e. the SMF received the Nsmf_PDUSession_UpdateSMContext Request from the AMF with a release indication to request the release of the PDU Session (e.g. due to a change of the set of network slices for a UE where a network slice instance is no longer available as described in TS 23.501 [2] clause 5.15.5.2.2), the SMF responds to the AMF with the Nsmf_PDUSession_UpdateSMContext Response which shall contain the N1 SM container (PDU Session Release Command) to release the PDU session at the UE.
>>TS23.501 clause 5.15.5.2.2

The network, based on local policies, subscription changes and/or UE mobility, operational reasons (e.g. a Network Slice instance is no longer available or load level information for a network slice instance provided by the NWDAF), may change the set of Network Slice(s) to which the UE is registered and provide the UE with a new Registration Area and/or Allowed NSSAI and the mapping of this Allowed NSSAI to HPLMN S-NSSAIs, for each Access Type over which the UE is registered. In addition, the network may provide the Configured NSSAI for the Serving PLMN, the associated mapping information, and the rejected S-NSSAIs. The network may perform such a change over each Access Type during a Registration procedure or trigger a notification towards the UE of the change of the Network Slices using a UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. The new Allowed NSSAI(s) and the mapping to HPLMN S-NSSAIs are determined as described in clause 5.15.5.2.1 (an AMF Re-allocation may be needed).
The third party authentication / authorization scenario is typically different from that slice unavailable scenario described in TS23.501 / 23.502. Operators normally have requirement to differentiate the PDU release for kinds of cases, so that they can accurately locate the problem and refine their network.

Based on such consideration, we think it is reasonable to have new Cause for this third party authentication / authorization.
Roozbeh

1) After the NSSAA fails or is revoked, the AMF will modify the Allowed NSSAI and will remove the S-NSSAI for which the NSSAA failed. Thus, the Cause "REL_DUE_TO_SLICE_NOT_AVAILABLE" can be used towards the SMF to indicate the reason for PDU Session release. 
  2) The TS 23.502 was updated in SA2#136AH by the agreed CR in S2-2001622 where some text from step 3d was moved to step 1f and now saying:

1f. The AMF may invoke the Nsmf_PDUSession_UpdateSMContext service operation with a release indication to request the release of the PDU Session where N1 or N2 SM signalling may be needed before releasing the SM context (e.g. due to a change of the set of network slices for a UE where a network slice instance is no longer available as described in TS 23.501 [2] clause 5.15.5.2.2 or the AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure fails as specified in clause 4.2.9.2 or the AAA Server triggered Slice-Specific Authorization Revocation takes place as specified in clause 4.2.9.4.).
The yellow text lists some possible reasons for PDU Session release due to no longer available S-NSSAI.
   Step 3d now reads: 

3d. If the PDU Session Release is initiated by the AMF in step 1f, i.e. the SMF received the Nsmf_PDUSession_UpdateSMContext Request from the AMF with a release indication to request the release of the PDU Session, the SMF responds to the AMF with the Nsmf_PDUSession_UpdateSMContext Response which shall contain the N1 SM container (PDU Session Release Command) to release the PDU session at the UE.
We believe that the existing single cause value "REL_DUE_TO_SLICE_NOT_AVAILABLE" can cover all reasons listed in the yellow text above. Otherwise CT4 needs to specify causes for each possible release reason.
Zhijun

From procedural point of view, of course a single Cause can work. 

Roozbeh: If so then why you want to add unnecessary procedure?
But if you consider the potential operator requirement for statistics and performance measurement so as to improve network efficiency and provide more usability to custom, such kind of differentiation is very useful.
For example:

- counting the Slice unavaiblity due to UE moves in/out of restricted area may trigger the operator to redesign the scope fo restricted area.

- counting the third party caused Slice authentication and authorization failure / revocation may trigger the operator to re-inspect the service agreement with third party.

Hence, from our understanding, introduce new Cause is useful for the statistics requirement of some operators.

Roozbeh: If the intention is to gather analytics about events (e.g. how many slices has been rejected due to failed NSSAA or revoked NSSAA) then this should be performed by the NWDAF. Is there such analytics functionality specified in stage 2?  If yes (at least we are not aware of), then the NWDAF should gather the analytics from the AMF, as the AMF is the NF which stores the result of the NSSAA EAP procedure.  The SMF will delete the UE context upon PDU Session release and anyhow lose the information.

Open, 

Operators view with regard to statistic appreciated

We should use 0751 as base line and merge the ZTE CR into,add ZTE asco-signing company.



	6.2.6
	CT aspects of System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated Ues
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	6.2.7
	CT aspects on wireless and wireline convergence for the 5G system architecture
	
	
	
	
	5WWC

	Thursday
	
	0381
	LS in   Rel-16 LS on Further clarifications on GLI/GCI and Line ID/ HFC_Identifier
	SA2
	Noted
	S2-1912767

To: BBF, CableLabs, CT4

CC: SA3

Contact: Nokia

S2-1912767
SA2 have discussed the usage of GLI/GCI (Global Line Identifier / Global Cable Identifier) as defined in the attached agreed CR.

SA2 wants to further clarify following points:

1. SA2 has removed the definition of the Line ID from 23.316 as this identifier should be defined by BBF. Likewise the GLI (and GCI) are expected to be defined by BBF (by CableLabs). This includes the definition and coding of the identifier of the Line ID source, of the HFC Node ID and of the HFC_Identifier.

2.   SA2 kindly asks to clarify whether the deployment scenario where the operator that is owning Wireline or Cable subscriptions cannot be identified by a PLMN ID is an actual scenario, for example when the 5G Core is deployed by a wireline or Cable only operator. 

3. The overall format of SUPI / SUCI / ULI used to support RG connection to 5GC should be specified in TS 23.003 with references to BBF and CableLabs specifications where applicable (e.g. for the Line ID, Line ID source, HFC Node ID and HFC_Identifier).

SA2 may further revise the definition of these identifiers based on the feedback from CT4, BBF or from CableLabs.
ACTION: 
SA2 kindly asks BBF, CableLabs and CT4 to take the above information into account 
Proposed  treatment:

Global Cable Identifier should be defined in 23.003, CR C4-200700 to introduce definition for GCI is needed. Provide response

Postponed to 6.2.7

	
	
	1004
	LS out   Rel-16 Reply LS on Further clarifications on GLI/GCI and Line ID/ HFC_Identifier
	Nokia( Bruno)
	
	To: BBF, CableLabs, SA2

CC: SA3, CT1, RAN3

Draft revision provided



	
	
	0645
	LS in   Rel-16 Forwarding LS on definition of GLI
	SA2
	Noted
	S2-2001617

To: CT4, RAN3

CC: BBF

Contact: Huawei

SA2 has defined Global Line Identifier (GLI) in clause 4.7.8 in TS23.316.

SA2 received LS (S2-200028) from BBF about the definition of GLI. SA2 believes that the concatenation of Line ID source and Line ID is the functional equivalent of the Global Line Identifier (GLI). 

GLI is used to build the SUPI/SUCI for FN-BRG as described in clause 4.7.3 in TS23.316. PLMN ID is encoded as per current 3GPP practice and how the PLMN ID and the GLI (combination of Line ID source/Line ID) is encoded in a SUPI/SUCI is assumed to be specified by 3GPP.

User Location Information (ULI) may correspond to GLI in case of W-5GBAN access as defined in clause 10.1 in TS23.316.
ACTION: 
SA2 asks CT4 group to take the forwarded LS into account for the definition of GLI, GLI-based SUPI/SUCI and GLI-based ULI.
Proposed treatment:

CR to 23.003 needed to define GLI. See C4-200700

Postponed to agenda item 6.2.7

	
	
	0911
	LS in    GCI and HFC_Identifier
	Cablelabs
	Noted
	LS reply to SA2 5WWC IDs Jan 2020

To: SA2

CC: CT4

Contact cablelabs 
LS reply to SA2 5WWC IDs Jan 2020
4. SA2 has removed the definition of the Line ID from 23.316 as this identifier should be defined by BBF. Likewise the GLI (and GCI) are expected to be defined by BBF (by CableLabs). This includes the definition and coding of the identifier of the Line ID source, of the HFC Node ID and of the HFC_Identifier.

ACTION: 
SA2 kindly asks BBF, CableLabs and CT4 to take the above information into account.

CableLabs response: CableLabs will take this into account and will update CableLabs released documentation to include the definitions of GCI, HFC Node ID and HFC_Identifier.

5. SA2 kindly asks to clarify whether the deployment scenario where the operator that is owning Wireline or Cable subscriptions cannot be identified by a PLMN ID is an actual scenario, for example when the 5G Core is deployed by a wireline or Cable only operator. 

ACTION: 
SA2 kindly asks BBF and CableLabs to answer to the Question in the bullet 2 above.

CableLabs response: The deployment scenario where the operator that is owning Cable subscriptions and cannot be identified by as assigned and registered PLMN ID is an actual scenario in future deployments. For example, an operator owning cable subscriptions may deploy access technologies for the specific use of an enterprise or vertical customer. As convergence features increase, operators may increasingly select a 5G core to support a variety of non-3GPP access networks. In these cases, the operator of the 5G core may not be associated with an assigned PLMN ID. 

Operators that do not have a registered PLMN ID may select to use MCC = 999 per ITU recommendations in certain scenarios.  

6. The overall format of SUPI / SUCI / ULI used to support RG connection to 5GC should be specified in TS 23.003 with references to BBF and CableLabs specifications where applicable (e.g. for the Line ID, Line ID source, HFC Node ID and HFC_Identifier).

ACTION: 
SA2 kindly asks BBF and CableLabs to provide the requested definitions (as mentioned in the items 1 and 3) above in their specifications.

CableLabs response: CableLabs will include the requested definitions, as mentioned in the items 1 and 3 above, in updated formally released documentation. The HFC_Identifier is an octet string and may contain a cable modem MAC address or an overall HFC account identifier, as defined by CableLabs in DOCSIS MULPI. The HFC_Identifier is unique within an operator’s domain. The encoding of the HFC_Identifier for the purposes of 5WWC is the data type MacAddr48 which is presently used in 29.571. As noted in section 4.7.4 of 23.316, if the SUPI contains an HFC_Identifier, the SUPI also needs to contain an identifier of the operator administrating the HFC_Identifier value. An example with the HFC_Identifier with the operator ID is shown below:

       00-00-5E-00-53-00@operator.com
       HFC Identifier            Operator Identifier
The HFC Node ID, which is used to build location information, is provisioned by the operator and encoded as a string of up to six characters in length. 

 Agenda item 6.2.7

All definition are done in cablelabs specification see reply from  SA2 in C4-200381, CT4 can note.
Proposed treatment:  note

	
	
	0412
	CR 29.503 0320 Rel-16 Spare Data Type Definition of RgAuthenticationInfo
	Ericsson
	
	WI 5WWC

CAT F

	
	
	0418
	CR 23.003 0567 Rel-16 SUPI definition for 5G-RG and FN-RG
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0419
	CR 23.003 0568 Rel-16 SUCI definition for 5G-RG and FN-RG
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0420
	CR 23.003 0569 Rel-16 User Location for RG accessing the 5GC via W-5GCAN or W-5GBAN
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT F

	
	
	0421
	CR 23.003 0570 Rel-16 PEI for UEs not supporting any 3GPP access technologies
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0422
	CR 29.571 0172 Rel-16 New RAT Type values for Non-3GPP accesses
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0423
	CR 29.571 0173 Rel-16 User Location for wireliness and trusted non-3GPP accesses
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0424
	CR 29.571 0174 Rel-16 PEI for 5G-RG/FN-RG and for UEs not supporting any 3GPP access technologies
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC, TEI16, 5GS_Ph1-CT

CAT F

	
	
	0425
	CR 29.502 0249 Rel-16 N3 terminations of W-AGF, TNGF and TWIF for UPF selection
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0426
	CR 29.510 0282 Rel-16 N3 terminations of TWIF for UPF selection
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0427
	CR 29.502 0250 Rel-16 Adding references to stage 2 procedures for wireline access
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT B

	
	
	0428
	CR 29.244 0350 Rel-16 IETF reference update for IPv6 multicast
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5WWC

CAT F

	
	
	0478
	CR 23.003 0573 Rel-16 NAI format used for 5G registration via trusted non-3GPP access - part 2
	Motorola Mobility, Lenovo
	
	WI 5WWC

CAT F

Bruno:

The NAI format for 5G-GUTI proposed in clause 28.7.x makes use of an MSIN label (definition and example). This match does not match with the 5G-GUTI definition: 
<5G-GUTI> = <GUAMI><5G-TMSI> (5G-TMSI shall be of 32 bits length). 

The PLMN ID (part of GUAMI) is also missing in the proposed NAI format (see for instance 28.3.2.28 definition of an AMF instance FQDN that includes the PLMN ID).

Open

Draft revision to be provided?

	
	
	0532
	CR 23.003 0567 Rel-16 SUPI definition for 5G-RG and FN-RG
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

Clash with  0700

Add Huawei as co-source. 
Draft revision 1 provided
Caixia

1. For the GCI and GLI, I think it is better to add the definition about the realm part, if the operator does not own a PLMN ID, i.e. what is the operator part, add reference? Or we give the definition like, .operatorid<operator identity>.org
Bruno> I assume you comment clauses 28.15.2 and 28.16.2 which contain the following text: 
the realm part shall identify the operator owning the subscription; if the operator owns a PLMN ID, the realm part should be in the form

"5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org"

3GPP cannot go any further on the definition of the realm for operators that do not own an PLMN ID. The realm may not necessarily be of the form you propose, e.g. as shown in Example 2:

EXAMPLE 2:     00-00-5E-00-53-00@operator.com
2．The GLI uniquely identifies the line connecting the 5G-BRG or FN-BRG to the 5GS. –> Only FN-BRG access to 5GS needs this identify based on the definition in TS 23.316 as below:

The SUPI for an 5G-BRG shall contain an IMSI, as described in TS 23.501 [2], clause 5.9.2.
Bruno> You comment here clause 28.16.4 which provides the general definition of GLI. As specified in C4-2000534, the User Location information for a 5G-BRG/FN-BRG accessing the 5GC via a Wireline BBF Access Network (W-5GBAN) shall take the form of a GLI as defined in clause 28.16.4. So the text in 28.16.4 should not be restricted to only apply to FN-BRG.
3．Typo, half space between BBF WT-470.

Bruno> I have uploaded a v2 with hard spaces
Draft revision 1 provided 
Ciaixa

For the realm part, if we cannot go any further definition, it is better to add the reference for the realm part, I guess it will be defined in BBF or CableLabs’s specifications?
Others are fine for me.

Bruno:

I don’t know whether BBF and CableLabs will specify any further specific reqt on the realm part, beyond what the 23.003 CR currently specifies. We can still add a reference later, if they do so.

Caixia
this version  is fine for me



	
	
	0533
	CR 23.003 0568 Rel-16 SUCI definition for 5G-RG and FN-RG
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

Clash with  0700

Add Huawei as co-source. 
Draft revision 1 provided

	
	
	0534
	CR 23.003 0569 Rel-16 User Location for RG accessing the 5GC via W-5GCAN or W-5GBAN
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT F

Clash with  0700, 0701

Caixia:

Propose to take the following description in our CR for HFC node ID:
 
The HFC Node ID consists of a string of characters with the length up to six as specified in CableLabs WR‑TR‑5WWC‑ARCH [y].

 

For the type of location, I propose to remove the sentence below, as it is still being discussed in SA2, we shall postpone making decision on this.
The User Location may additionally indicate whether the wireline is a DSL line or a PON line.

 
Add Huawei as co-source. 
Draft revision 1 provided

	
	
	0535
	CR 23.003 0570 Rel-16 PEI for UEs not supporting any 3GPP access technologies
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

Bruno: overlap with C4-200408

Add Ericsson as co-source. 
Draft revision 1 provided

	
	
	0536
	CR 29.571 0172 Rel-16 New RAT Type values for Wireline access
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

Caixia:

The RAT type is also related to the S2-2002141 and S2-2002142, especially for the DSL and PON.
Bruno

So do you mean that you would expect the following new RAT type values 
            - WIRELINE_CABLE
            - WIRELINE_DSL

            - WIRELINE_PON

to be replaced by

            - WIRELINE_CABLE
            - WIRELINE_BBF

            

?

(I will check with my SA2 colleague once being sure of what you propose)

Caixia

Yes, I prefer the - WIRELINE_DSL and  - WIRELINE_PON to be replaced by - WIRELINE_BBF.
Others are fine for me
Bruno

I have checked with our SA2 team and we do not agree with the changes you propose to our CR. Disagreement expressed on the SA2 list: (We have concerns with the CR revision that goes beyond the BBF LS in that was just asking for clarifications (not removal). 
I have a similar comment to the LS out S2-2002143 ;  comments that I’ll express in another thread related to that Tdoc). 
The changes of our CT4 CR are based CR 23.316 #1833 agreed at the last SA2 meeting and requiring new RAT Type values for wireline access: 
4.7.x Dedicated RAT types for Wireline access

The AMF, as described in TS 23.501 [2] clause 5.3.2.3, determines the RAT Type for Wireline access, taking into account the Global W-AGF Node ID and possibly ULI information provided by the W-AGF. This RAT Type may allow to distinguish between Wireline-Cable access, Wireline-DSL access and Wireline-PON access
The cover page already reflects the dependency on the related stage 2 CRs.
Caixia

I will check with our SA2 colleague, and reply later
Open
Draft revision to be provided?

	
	
	0537
	CR 29.571 0173 Rel-16 User Location for wireliness and trusted non-3GPP accesses
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B

Clash with C4-200705

Bruno

I noted that I need to add GliRm data type

Caixia:

I cannot agree the w5gbanLineType for DSL and PON, as this is being discussed in SA2, they will have related contributions to the next week’s meeting.
We shall postpone to make decision on adding w5gbanLineType in the ULI
There is a related CR in next SA2 meeting. Caixia/Bruno to check
Add Huawei as co-source?. 
Draft revision 1 provided

	
	
	0705
	CR 29.571 0187 Rel-16 User Location
	Huawei
	merged into 0537
	WI 5WWC

CAT B

Bruno

C4-200705 overlaps with C4-200537 which contains several other changes. 
The affected APIs are missing in C4-200705.

Can we merge yours into ours? 

(I noted that I need to add GliRm data type).

Caixia
I am fine to merge our CR into yours, and co-sign your paper.
 
For Nokia’s paper, I cannot agree the w5gbanLineType for DSL and PON, as this is being discussed in SA2, they will have related contributions to the next week’s meeting.
We shall postpone to make decision on adding w5gbanLineType in the ULI.
 
Bruno

Thanks. I am going to produce a revision with Huawei added as co-source.
 
On your comment on : w5gbanLineType for DSL and PON, this comes from CR 23.316 #1833 agreed at last SA2 meeting that specifies for the ULI of a W-5GBAN: 
 
An indication of whether the ULI corresponds to a DSL or to a PON line may also be provided.
Can you please provide a reference to the new SA2 contribution that would propose to change these reqts. Thanks.
Caixia:

The related SA2 contributions:
S2-2002141 Access type and RAT type per Non-3GPP accesses

S2-2002142 Access type and RAT type per Non-3GPP accesses

merged into 0537


	
	
	0538
	CR 29.571 0174 Rel-16 PEI for 5G-RG/FN-RG and for UEs not supporting any 3GPP access technologies
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC, TEI16, 5GS_Ph1-CT

CAT B

Bruno: clash with C4-200409, C4-200660

Jesus:

· The pattern for mac and eui can be simplified to: 
· mac((-[0-9a-fA-F]{2}){6})

· eui((-[0-9a-fA-F]{2}){8})
(This was actually proposed by Ulrich in last meeting, as a comment to my own CR, and I acknowledged that it was simpler and nicer, but we eventually did not change it because the original CR was correct anyways. Interestingly enough, the CR ended up being incorrectly implemented by the rapporteur, so now we need to change it again 😊; so, why not using the nicest form?)
· The list of affected APIs should not contain TS29505_... or TS29519_... and should contain instead TS29504_DataRepository, since that's the only one with an actual API version

· In the list of affected APIs, TS29572_... is folded into the preceding line

With those remarks, I'm fine taking C4-200538 as basis and adding E/// to the source list.

Bruno:

Agreed to Jesus comments.
add Ericsson and  Huawei  as co-source 
Draft revision to be provided 

	
	
	0539
	CR 29.502 0249 Rel-16 N3 terminations of W-AGF, TNGF and TWIF for UPF selection
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

Draft revison 1 provided

	
	
	0540
	CR 29.510 0282 Rel-16 N3 terminations of TWIF for UPF selection
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

Frank

Could you please add abbreviation for TWIF (Trusted WLAN Interworking Function). 
If it is fine with you, would be good to add also for W-AGF and TNGF.

Caixia

I have the same comments as Frank, and please add Huawei as supporting company.
Open

Draft revision to be provided

	
	
	0541
	CR 29.502 0250 Rel-16 Adding references to stage 2 procedures for wireline access
	Nokia, Nokia Shanghai Bell, Charter Communications
	
	WI 5WWC

CAT B

	
	
	0542
	CR 29.244 0350 Rel-16 IETF reference update for IPv6 multicast
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT F

	
	
	0660
	CR 29.502 0279 Rel-16 Indication for MAC address not be used as Equipment identifier
	Huawei
	Merged into  0538
	WI 5WWC

CAT B

Clash with C4-200538

Bruno

C4-200660 clashes with Nokia CR (C4-200538) which defines the indication that the MAC address cannot be trusted for regulatory purpose within the pei itself, as opposed to defining a separate indication from the PEI.  
Stage 2 says:

For FN-RG (i.e. FN-BRG and FN-CRG), the W-AGF shall provide a PEI containing:

-             The FN-RG MAC address: this shall be used by the W-AGF when it is known by configuration that the MAC address received by the W-AGF is unique (no other entity can use the same MAC address) and corresponds to the permanent MAC address configured on the RG by the manufacturer.

NOTE 1:              This assumes that the W-AGF can see the actual permanent MAC address of the FN-RG and not the MAC address of any intermediate entity (e.g. DSLAM).

-             The MAC address received by the W-AGF, together with an indication provided by the W-AGF that this address cannot be used as an Equipment identifier of the FN-RG: this shall be used by the W-AGF when the conditions to provide a PEI containing the FN-RG MAC address are not met.

With the approach we propose, all the APIs making use of the Pei data type inherit this indication (=> no need to extend several APIs with a separate indication).

Caixia:
I can live with your proposal as the we can only change TS 29.571, and no impacts to other specs, propose to merge 0660 into 0538.
Please add Huawei as co-source.

Open
Clash with 0538/0409

Proposed to be merged into  538


	
	
	0700
	CR 23.003 0575 Rel-16 Definition of GLI and GCI
	Huawei
	Merged into 0532, 0533 and 533
	WI 5WWC

CAT B

C4-200700 overlaps with C4-200532 (SUPI), 0533 (SUCI) and 0534 (ULI), which provide a superset of the changes proposed in C4-200700. 
Your CR does not specify how to format the user name in a SUPI containing a GLI (which encodes binary information). We propose to base64 encode the GLI defined by BBF.

Caixia: For the line ID, BBF takes responsibility to give the detailed definition in their specification, so we add the reference

In clause 28.15.4, the format proposed for the operator part looks strange and does not support use cases where the operator does not own a PLMN ID. Ditto in 28.16.4.

Caixia: LS received: Operators that do not have a registered PLMN ID may select to use MCC = 999 per ITU recommendations in certain scenarios. So we think PLMN ID can also be included

Would you please accept to merge your CR into ours? If so, we can collect comments on C4-200532 (SUPI), 0533 (SUCI) and 0534 (ULI). 
Caixia: For 5WWC, it is important to agree the identifiers definition firstly, I think CT1 or RAN3 rely on this. I do not want to waste time on competition, as our proposals are similar.
Let’s take Nokia’s CRs as base and collect comments.
Open
Proposed to be merged into 0532, 0533 and 0534


	
	
	0701
	CR 23.003 0576 Rel-16 Definition of HFC Node ID
	Huawei
	merged into 0534
	WI 5WWC

CAT B

Bruno:

C4-200701 overlaps with 0534 which contains more changes. 
Can we merge yours into ours? 

Open
Proposed to be merged into 0534

	
	
	0702
	CR 29.503 0344 Rel-16 SUPI or SUCI for wireline subscription
	Huawei
	Merged into 0783 and  0823
	WI 5WWC

CAT B

Ulrich

this one is clashing with 0783.
It is more future proof to have the supi pattern defined at one place (29.571)

Caixia:
SUPI used as query parameters are used in lots of operations in TS 29.503, I also have the same feeling when preparing the contribution, it shall be defined in TS 29.571, and no need to give separate definitions in TS 29503.
Let’s take Nokia’s paper as base, and add Huawei as Co-source.

In addition, the pattern used for supiorsuci in 6.3.3.4.2         Resource Definition may also need to be removed and refer to TS 29.571.

For the example given in Annex C, it may need to be updated based on the contribution to TS 23.003.

Ulrich

I shall add Huawai as co-source in 0783v1.
I’m fine to move SupiOrSuci to 29.571 (i.e. have a new CR to 29.571 and update also 0823).

Please clarify what needs to be updated in the example based on which 23.003 contribution?

Caixia:

As 0532 CR 23.003 0567 Rel-16 SUPI definition for 5G-RG and FN-RG, gives the identify definition of SUPI in TS 23.003.
The example in 0783 shall keep consistent with the format of GCI used for SUPI in 0532 (may be it will update during revision).

Ulrich

In my understanding the example in 0783 is already consistent with 0532. Please explain why you think it is not.
Please find v1 updates of 0783 and 0823 in the draft inbox and the corresponding new CR to 29.571 in C4-200932 in the inbox.

Caixia

My point is 0532 is not the final version, may be updated during the meeting based on the receiving comments.

The example in 0783 shall be consistent with the final version of 0532, hope this clarified.

I am fine with the 0932 and v1 of 0783, 0823.

Merged 0783 and 0823

	
	
	0783
	CR 29.503 0353 Rel-16 SUPI pattern
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B

Clash with 0702

Open

Huawei to  be added as co source

Draft revision  1 provided

	
	
	0932
	CR 29.571 0194 SupiOrSuci…..
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B



	
	
	0703
	CR 29.571 0185 Rel-16 HFC NODE ID
	Huawei
	
	WI 5WWC

CAT B

	
	
	0704
	CR 29.571 0186 Rel-16 SUPI for FN-BRG/5G-CRG/FN-CRG subscription
	Huawei
	merged into 0768
	WI 5WWC

CAT B

Clash with C4-200768

Bruno

C4-200704 overlaps with C4-200768. Both documents contain very similar changes; there are a few more changes in Nokia CR (e.g. NOTE 1) and our CR lists the affected APIs.
Can we merged yours into ours? 

Open
Proposed to be merged into 0768


	
	
	0768
	CR 29.571 0189 Rel-16 SUPI definition for 5G-RG and FN-RG
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B

Clash with C4-200704 

Open
Huawei to  be added as co source

Draft revision  to  be provided

	
	
	0823
	CR 29.509 0081 Rel-16 SUPI pattern
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B

	
	
	0829
	CR 29.511 0030 Rel-16 SUPI pattern
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B

	
	
	0830
	CR 29.518 0302 Rel-16 SUPI pattern
	Nokia, Nokia Shanghai Bell
	
	WI 5WWC

CAT B

Caixia:

I think the proposed change in TS 29.518 can follow the same way in 0783 (29.503) , 0823 (29.509) and 0829 (29.511).
Ulrich

Do you propose to replace the tables (pattern) See pattern of type Supi in 3GPP TS 29.571 and leave the modifications in OpenAPI as they are (i.e. with the overall pattern),  or 

Define a new type UeContextId in 29.571 (with the complete pattern) and replace in the table with a single line
Pattern: see pattern of UeContextId in 3GPP TS 29.571 and reuse the type UeContextId from 29.571 in 29.518 wherever it appears? 

Caixia

I think we can choose the first proposal, replace pattern: "(imsi-[0-9]{5,15}|nai-.+|gli-.+|gci-.+|.+)" with pattern: See pattern of type Supi in 3GPP TS 29.571, and leave the modification in the OpenAPI.
Draft revision 1 provided

Caixia

Fine with V1



	6.2.8
	CT aspects of architecture enhancements for 3GPP support of advanced V2X services 
	
	
	
	
	eV2XARC

	
	
	0671
	CR 29.274 1980 Rel-16 V2X information in UE Context
	Huawei
	Revised to C4-201026
	WI eV2XARC

CAT B

Bruno:

1) question for clarification (I am not familiar with this topic): clause 6.5.4 of TS 23.287 says: 
6.5.4 N2 Handover procedure
The N2 based handover or the Inter-RAT to NG-RAN handover procedures for UE are performed as defined in TS 23.502 [7] with the following additions:
- If the UE is PC5 capable for V2X, and the UE is authorized to use V2X communication over PC5 reference point, then the target AMF shall send the "V2X services authorized" indication, UE-PC5-AMBR, cross-RAT PC5 control authorization, and PC5 QoS parameters to the target NG-RAN as follows:

- For the intra AMF handover, the "V2X services authorized" indication, UE-PC5-AMBR, cross-RAT PC5 control authorization, and PC5 QoS parameters are included in the NGAP Handover Request message.
- For the inter AMF handover or Inter-RAT handover to NG-RAN, the "V2X services authorized" indication, UE-PC5-AMBR, cross-RAT PC5 control authorization, and PC5 QoS parameters are included in the NGAP Handover Request message sent to the target NG-RAN.
But the CR specifies

Introduce the following information:

· V2X Services Authorized IE, 

· UE Sidelink Aggregate Maximum Bit Rate IE,

· PC5 QoS parameters.

What about the “cross-RAT PC5 control authorization”? 

Caixia:
"V2X services authorized" indication, indicating the UE is authorized to use V2X communication over PC5 reference point as Vehicle UE, Pedestrian UE or both.

The cross-RAT PC5 control authorization indicates whether LTE Uu controls LTE and/or NR sidelink from the cellular network, and whether NR Uu controls LTE and/or NR sidelink from the cellular network.

In the contribution, "V2X services authorized" indication and cross-RAT PC5 control authorization are combined into V2X Services Authorized, defined as the LTE V2X Services Authorized IE and NR V2X Services Authorized IE, and each IE includes the authorization on Vehicle UE, Pedestrian UE or both.

The definition is align with the baseline CR in RAN3, R3-197797 in RAN3#106 : https://www.3gpp.org/ftp/tsg_ran/WG3_Iu/TSGR3_106/Docs
2) other question for clarification: have these parameters been defined in NGAP already? (to check alignment with the proposed CT4 changes)

Caixia: 

These parameters have been discussed in RAN3, and has the baseline CR indicated above, the contribution is based on the baseline CR.
In addition, R3-200305 make some updates this RAN3 meeting: https://www.3gpp.org/ftp/tsg_ran/WG3_Iu/TSGR3_107_e/Docs, mainly for IE range or format updates.

I will check and make the alignment, e.g. for the format of the range IE

3) Table 7.3.1-x: typos (“shall be included”) 

Caixia: accept, will update

4) Table 7.3.1-z: to be corrected to “several IEs with this type and the same instance value …”. PC5 Link Aggregated Bit Rates is defined as Conditional but with a description mandating its presence.

Caixia: Will update, I will change the IE to O, same as in RAN3 contribution

5) 8.1: Services Authorized, Bit Rate, PC5 QoS Flow are defined as “fixed length” in the table, but defined as extendable in following clauses.

Caixia: sorry for the mistake, will change to Extendable

6) 8.d: first sentence to be corrected (copy/paste error). The bit rate field shall be coded as unsigned32 binary integer values in kilobits per second (1 kbps = 1000 bps). 

Shouldn’t rate be encoded on 4 octets instead of 5 (e.g. as done in existing AMBR in GTP-C) ?

Caixia: It is OK to define the IE as 4 octets, as UL AMBR/DL AMBR or UE Sidelink Aggregate Maximum Bit Rate are based on the same IE bit rate in RAN3

7) 8.e: Shouldn’t rate be encoded on 4 octets instead of 5 (e.g. as done in existing AMBR in GTP-C) ?

coded as unsigned32 binary integer values in kilobits per second (1 kbps = 1000 bps)

What does the Range field indicate precisely? (any reference to where it is defined in stage 2?)

Caixia: 4 octets is enough.
Range is defined in TS 23.287, clause 5.4.2.4, Range indicates the distance between UEs, UEs are not within the Range specified distance from the transmitting UE, the communication is best effort, I will include the reference in the CR.

Draft revision 1 provided

	
	
	1026
	CR 29.274 1980 Rel-16 V2X information in UE Context
	Huawei
	
	

	
	
	0672
	CR 29.510 0299 Rel-16 PCF selection for V2X
	Huawei
	
	WI eV2XARC

CAT B

	
	
	0673
	CR 29.518 0289 Rel-16 V2X information in UE Context
	Huawei
	Revised to C4-201027
	WI eV2XARC

CAT B

Bruno:

In 6.1.6.2.y: error in the description of the first two attributes (nrV2xServicesAuth is described as referring to LTE sidelink, and lteV2xServicesAuth as referring to NR sidelink).
In the same table, the first two attributes are defined as Conditional w/o a description of the condition for their presence.

Draft revision 1 provided

	
	
	1027
	CR 29.518 0289 Rel-16 V2X information in UE Context
	Huawei
	
	

	
	
	0674
	CR 29.571 0183 Rel-16 Common data types for V2X service
	Huawei
	Revised to C4-201028
	WI eV2XARC

CAT B

Bruno:

Many attributes are defined as conditional w/o any condition for their presence (e.g. 5.4.4.e, 5.4.4.c).

Caixia:

V1 includes the change to update the conditions, and type for Range IE is changed to enumeration to align with the RAN3 proposal (R3-200303)
Draft revision 1 provided
Jesus:

We (E///) don't agree with the change done in v1, for the data type definition for Range. Such enumeration might make sense on a radio i/f, to save bits, but in our view makes little sense on a CN i/f. TS 23.287 simply says that this magnitude is "in the unit of meters". A negative consequence of defining this data type as an enumeration is that, if RAN3 eventually defines new values (e.g. 250 meters), we would need to update the API accordingly.
We suggest to:

· Do not define a "Range" data type, since this name is too generic for a common data type, while the enum values proposed are very V2X-specific

· Define the data type of the attribute "range" of 5.4.4.d as Uinteger

· Update OpenAPI accordingly

· As a side comment, the current v1 contains in OpenAPI the type Range defined twice; anyway, if the suggestions above are accepted, the data type definition for Range will go away entirely

Caixia:

I am fine with your suggestions and agree integer in unit of meters is better than enumeration
Draft revision 2 provided


	
	
	1028
	CR 29.571 0183 Rel-16 Common data types for V2X service
	Huawei
	
	

	
	
	0690
	CR 29.274 1981 Rel-16 V2X information in UE Context
	Huawei
	withdrawn
	WI eV2XARC

CAT B

	
	
	0691
	CR 29.510 0304 Rel-16 PCF selection for V2X
	Huawei
	withdrawn
	WI eV2XARC

CAT B

	
	
	0692
	CR 29.518 0292 Rel-16 V2X information in UE Context
	Huawei
	withdrawn
	WI eV2XARC

CAT B

	
	
	0693
	CR 29.571 0184 Rel-16 Common data types for V2X service
	Huawei
	withdrawn
	WI eV2XARC

CAT B

	
	
	0817
	CR 29.230 0679 Rel-16 Subscription data for NR V2X
	Huawei
	
	WI eV2XARC

CAT B

	
	
	0818
	CR 29.272 0814 Rel-16 Subscription data for NR V2X
	Huawei
	
	WI eV2XARC

CAT B

Ulrich

table 7.3.1/1 needs to be updated with the new AVP

Draft Revision 1 provided


	
	
	0819
	CR 29.503 0355 Rel-16 Subscription data for V2X
	Huawei
	
	WI eV2XARC

CAT B

	
	
	0839
	CR 29.504 0077 Rel-16 Supported feature of Service Parameter provisioning
	Huawei
	
	WI eV2XARC

CAT B

	6.2.9
	CT aspects of application layer support for V2X services
	
	
	
	
	V2XAPP

	
	
	
	
	
	
	

	6.2.10
	CT aspects on 5GS Transfer of Policies for Background Data
	
	
	
	
	xBDT

	
	
	
	
	
	
	

	6.2.11
	CT aspects on Enhancement of 3GPP Northbound APIs
	
	
	
	
	eNAPIs

	Tuesday
	
	0845
	CR 29.503 0359 Rel-16 PDN connectivity Status event
	Huawei
	
	WI eNAPIs

CAT B

Jones

The pCR is not complete, the reference to LcsServcieAuth to 29.571 and the OpenAPI changes are missing.

Ulrich

my understanding was that PDN Connectivity Status is reported by the SMF, not by the UDM, and therefore all these changes (except the one in 6.4.6.3.3 and the corresponding change in A.5) are not needed

Draft revision 1 provided

	6.3
	AoB for Rel-16
	
	
	
	
	TEI16

	
	
	0450
	CR 29.502 0256 Rel-16 Feature negotiation extension to support change of AMF, V-SMF or I-SMF
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, ETSUN

CAT F

	
	
	0465
	CR 29.502 0260 Rel-16 DNN encoding in SMF PDUSession API
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0466
	CR 29.518 0277 Rel-16 DNN encoding in Namf_Communication API
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0467
	CR 29.510 0287 Rel-16 DNN encoding in NRF APIs
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0468
	CR 29.502 0261 Rel-16 Home Provided Charging ID and Roaming Charging Profile
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GIEPC_CH, ETSUN

CAT B

	
	
	0469
	CR 29.510 0288 Rel-16 Content type of Access Token Request
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0473
	CR 29.518 0280 Rel-16 AMF event subscription without the "options" attribute
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0694
	CR 29.502 0287 Rel-16 EPS bearer ID correction
	Huawei
	withdrawn
	WI TEI16

CAT F

	
	
	0698
	CR 29.244 0373 Rel-16 Maximum bit rate
	Huawei
	withdrawn
	WI TEI16

CAT F

	6.3.1
	CUPS/PFCP
	
	
	
	
	

	Thursday
	
	0380
	LS in   Rel-15 LS on proposed reflective QoS update
	SA2
	
	S2-191276

To: CT4

CC: 

Contact: Huawei 
SA2 has discussed the SMF and UPF functionality for the support of Reflective QoS. During the discussion it was recognized that there is no description about how the UL PDR for the reflected traffic is generated and installed at the UPF. Furthermore, regarding the UPF behavior when Reflective QoS is deactivated, some companies believe that it would be better to make the SMF responsible for the removal of the UL PDR for the reflected traffic of the SDF after an operator configurable time.
The attached CR (S2-1912053, which was noted (i.e. not approved) during SA2#136) shows the changes and clarifications that would be necessary for making the SMF responsible for the removal of the UL PDR for the reflected traffic of the SDF).

SA2 would like to solicit CT4 to discuss this issue and provide feedback on the attached CR, especially with regard to:

a) making the SMF responsible for the removal of the UL PDR for reflected traffic of the SDF, and

b) applying the changes from Rel-15 onwards.
ACTION: 
SA2 invites CT4 to provide feedback on the attached CR.
Proposed treatment: In 29.244 the RQI flag is added to QER it is up to the SMF when to set and reset the flag within a QER related to a PDR. Provide response to SA2.

Discussion paper in C4-200750, proposed reply C4-200799, related CR C4-200752
Postponed to  agenda item 6.3.1

	
	
	0750
	discussion 29.244  Rel-15 SA2 LS on proposed reflective QoS update (C4-200080)
	Huawei
	
	

	
	
	0799
	LS out   Rel-15 Reply LS on proposed reflective QoS update
	Huawei
	Revised to C4-201055
	C4-200080

To: SA2

CC: 

Frank

I found the following sentence may not be precise.
a) ” CT4 agrees to the proposal to making the SMF responsible for the removal of the UL PDR for reflected traffic of the SDF.”
At least in my view, for an SDF, the SMF may remove the UL PDR if provisioned to verify the UL QFI in addition to the one without verifying QFI; or SMF can modify the UL PDR which was not verifying QFI to require verifying QFI.

Giorgi

That is SA2 statement, which I copy-pasted into the reply LS. SA2 primary question is, if CT4 agrees to SMF controlling UPF also Reflective QoS wise. I believe you agree that is a correct assumption on Sa2 part. 
Having said that, I’m open to rewording the text. How about this: “CT4 agrees to the proposal to making the SMF responsible for the removal of the UL PDR for reflected traffic of the SDF with or without QFI verification. SMF can also modify the UL PDR with unverified QFI to require QFI verification”. If this is nor good enough, please provide your rewording.
Open

Draft revision to be provided

	
	
	1055
	LS out   Rel-15 Reply LS on proposed reflective QoS update
	Huawei
	
	

	
	
	0752
	CR 29.244 0376 Rel-16 Reflective QoS
	Huawei
	revised to C4-200914
	Revision of C4-200914

WI 5GS_Ph1-CT

CAT F

	
	
	0914
	CR 29.244 0376 Rel-16 Reflective QoS
	Huawei
	Revised to C4-201054
	WI 5GS_Ph1-CT

CAT F

Bruno

Clause 5.xx should be renumbered 5.2.5.x (see last bullet of 5.2.5.2). Giorgi: Ok
Heading of current 5.xx.2 should be renamed: Control of Reflective QoS Giorgi: Ok
In 5.xx.2: 

I don’t understand this sentence, propose to revert it.

“SMF generates the UL PDR for detecting service subject to the Reflective QoS handling and provides it for the QoS Flow associated with the default QoS rule.” 

Giorgi: This tries to explain why UL PDR is necessary for the Reflective QoS functionality. I don’t have an urge to have this, but I believe this is informative. Anyway, could live without this
“bit shall be set to 1 in the QER, which is corresponding to the DL PDR.” -> “which is associated to …” Giorgi: I think I took the wording from stage 2 and language wise I see no big difference. This is also a minor matter, can live with ‘associated’.
“The SMF shall also generate an additional, Reflective QoS related UL PDR (with a higher precedence) for the QoS Flow to which the DL PDR of the SDF is associated with and provide it to the UPF.”

I understand this only applies if QoS enforcement is applied in UL. => “may” Giorgi: I think currently SA2 assumes when UE applies Reflective QoS, the SMF shall send respective UL PDR to the UPF. Anyway, editor’s note right below this statement explains the state of matters
“Reflective QoS Indication (RQI) bit shall be set to 0 in the QER that is corresponding to the DL PDR.”

BL> the other option supported by N4 is to remove the QER or dissociate it from the DL PDR. This should also be considered in the text.  Giorgi: something like this: “Reflective QoS Indication (RQI) bit shall be set to 0 in the QER that is corresponding to the DL PDR. Alternatively, SMF may  to remove the QER or dissociate it from the DL PDR”?
Frank

I am fine with the CR in principle. 
However, the text in 5.xx  could be largely reduced, many text are from TS 23.501, which is not really relevant to PFCP/N4.

e.g. 5.xx.1 general, in my opinion it is not needed. You move the first sentence “The 5GS may support Reflective QoS functionality (see clauses 5.7.5 in 3GPP TS 23.501 [28]).” to the 5.xx.2, and remove the rest, most of are descriptive text anyway. 

Giorgi: well, okay (we have lots of complex stage 2 stuff explained in 29.244).
I have also difficulty to understand “SMF generates the UL PDR for detecting service subject to the Reflective QoS handling and provides it for the QoS Flow associated with the default QoS rule.” 

Giorgi: default QoS Flow may support multiple services. Here we want to detect Reflective QoS services on the default QoS Flow 

And “Therefore, from this point on the SDF traffic will be again detected by the UL PDR provided for the QoS Flow associated with the default QoS rule.
Giorgi: more precise wording would be “Therefore, from this point on, the SDF traffic will be detected by the UL PDR provided for the Reflective QoS Flow associated with the default QER”.
First, the QoS rule should be corrected to the QER. 

Giorgi: Ok, QoS rule is stage 2 term
In my understanding, when requiring Reflective QoS, beside to set RQI in the QER which is associated with DL PDR, the SMF need to add QFI validation (QFI in PDI) in the corresponding UL PDR for UL traffic, as specified in clause 5.4.1 of 29.244, to perform UL QFI validation, 

Giorgi: you mean adding clarification to PDI in Table 7.5.4.2-1 (Update PDR IE within PFCP Session Modification Request), or to QFI in Table 7.5.2.2-2 (PDI IE within PFCP Session Establishment Request)? Also, by “QFI validation” you likely refer to “QoS flow binding verification”, right? Just making sure we’re talking about the same matter.
And if reflective QoS is not needed, the UL PDR shall also be modified to remove QFI validation. There will be still some UL packets with QFI even if UPF removed RQI. But it should have no problem if SMF remove QFI validation earlier, the UL packet with QFI will still be match with the UL PDR, and the packets will be forwarded.

Frank

When requiring Reflective QoS, in the QER associated with the DL PDR, the following should be set:

- QoS flow identifier
-Reflective QoS
When I say QFI validation, I meant that QFI needs to be included in PDI for the corresponding UL PDR: (Table 7.5.2.2-2 (PDI IE within PFCP Session Establishment Request)

-QFI
Giorgi

My SA2 colleague clarified my assumption that the RQ can be activated/indicated only in modify is not correct. So, I agree the changes are necessary to both the session activation and to the modification (deletion deletes everything).
Draft revision 1 provided
Bruno provide comments directly to  the draft

Giorgi

Two questions:
· By deleting 5.2.5.x.1 you also deleted reference to stage 2. Why not keep the reference?

· Clarification in Table 7.5.4.5-1 serves this purpose. “This IE shall be present if it needs to be modified” - not completely clear what may be modified.

Concerning additional QCI conditions, I was trying to capture Frank’s comments and invite him to further clarify his points.



	
	
	1054
	CR 29.244 0376 Rel-16 Reflective QoS
	Huawei
	
	

	
	
	0503
	discussion   Rel-16 DISC on provisioning predefined rules over N4/Sx
	Ericsson
	Noted
	Giorgi:

General questions. I understood, the main driver for the proposal is this. An UPF operator-A may not wish (trust) to provide O&M interface to the network operator-B that runs SMFs. 
Q1: is this a correct assumption?

[Frank] It is not correct assumption. It is not about trustiness, it may simply have no such possibility to enable Operator B’s O&M to Operator A’s UPF, e.g. no physical connection, no common O&M interface allowing interworking, and so on
Q2: If the answer to the above question is yes, why would operator-A t operator-B to configure the UPF via N4?

[Frank]See above
Slide 6. Already during Rel-14 CUPS, multiple companies raised some use cases where the User plane functions and CP function don’t belong to the same operator; 

· a (local) UP function may be connected into the network on demand (dynamically) basis and the UP function is allowed to initiate PFCP association setup towards a selected CP function, and be ready to serve UEs/devices after the CP function establishes relevant PFCP sessions with different rules. 

· Such UP functions are likely not accessible/controllable by operator’s O&M centre. 

Q3: For such dynamic scenarios, why not to send ordinary rules? 

[Frank]Because of there are large number of pre-defined PCC rules may be applicable for many PDN connection/PDU session, which will lead hundreds of PDRs/FARs to be installed for each PFCP session. This requires a lot more signaling and signaling bandwidth. This is the reason to introduce Predefined PFCP Rules, which was strongly requested by Huawei 3 years ago. Now, I am just proposing such predefined PFCP rules can also be provisioned via N4/Sx as complement solution to O&M based provisioning.

Btw, as explained on the same slide, the UPF may not find the predefined rule name, which will trigger an error message to the SMF and the SMF will need to reinstall the predefined rule anew in the UPF (wasted time, extra signalling). 

[Frank] In comparison to O&M based method, there is same amount signaling, but more efficient, less time consuming for co-ordinations
Giorgi
I’m trying to better understand the use cases, before we move on to the technical proposal in 0504.
I believe A(nswer)1 and A2 should have been covered in the DISC, which explains the use cases, i.e. is a justification of the proposal.

Concerning A3, depending on what is meant by ‘dynamic’ I may or may not be convinced. If the allocation of a set of UPF for a particular on-demand service is relatively short in time, I would vote for the ordinary rule provision. Otherwise, predefined rule provision could be considered.

Concerning the last point (not numbered), I was not comparing the proposal with O&M option. Rather, I was wondering if ordinary rule provision would be as efficient as the proposed one. This directly relates to Q3/A3.

Bruno:

we re-iterate our concerns and disagreement on the principle of using N4 to provision pre-defined rules in the UP function:  
a) Apart from charging, there is no need for the CP function to know the details of the predefined rules. Your proposal would now enforce all the details of all predefined rules to be configured in the CP function, when most of the contents of the rule is of no use for the CP function. 
b) Pre-defined rules are very tightly related to UP implementation. The expression of the policies could become very complex. Hence 3GPP should NOT get in defining these constructs and leave it to vendors for innovation and there is no way one vendor can co-ordinate with another to express its configuration which can be more friendly for its own implementation. 

c) The proposal would  limit the contents of the pre-defined rules to what TS 29.244 enables to support, e.g. this would not allow to provision pre-defined rules or PDR with advanced or operator specific reqts. For instance, it was already recognized that the Create PDR does not even allow today to provision some simple specific traffic patterns (e.g. ICMP traffic to detect IPv6 Neighbour Solicitation - see clause 5.132). Besides, policy config’s are NOT just about PDR/QER/URR ID , there is lot more specific information which is associated to achieve the final use case for example what kind of actions one would take when the traffic exceeds, whether the usage exceeding causes it to block some traffic etc and all these behaviours should be permitted by just activating and deactiving predefined rules as done by PCF. Would N4 define all these extra configuration too to make it work as whole use case? 

d) N4 should not be used for configuration management, for which powerful tools/protocols exist, e.g. NETCONF, YANG. We would be open to 3GPP defining yang model for predefined policy configuration, just like industry defined standard yang models for BGP/OSPF in IETF  (google’s OPEN CONFIG is another example for vendor interoperability) and use that to communicate pre-defined rules among the vendors.

e) UPF OAM interfaces are anyway required for miscellaneous UPF configurations, e.g. configuration data associated to Network Instance ID. Besides, interface other than N4 is also required between the SMF and UPF, e.g. T3 for LI, that requires enterprise to open firewall for this protocol too.

f) 
The whole idea of predefined rules is to reduce the amount of data exchanged over N4 and amount of grammar on protocol, and NOT to worry about fragmentation issues over N4.  Provisioning pre-defined rules in UPF over N4 would cause  heavy synchronization at boot times of the UP function and impact the availability of the SMF to use UPF. One would have to extend that to making auditing if the predefined information is stored across reboots in UPF or SMF. N4 today typically only comes up between SMF and UPF when all predefined  information is ready in UPF

Giorgi:

Bruno made powerful points. Let me emphasize these ones:
1. The proposal puts excessive Burden on SMF (points a and f)

2. The proposal cannot address all use cases (points b and c)

3. SMF operator will anyway need a connection to the UPF operator (point e)

To me, the crucial point is the above (3/e), because the main argument in the DISC is that there are scenarios when SMF operator has no connection to the UPF operator network. I agree with Bruno also on this, that this assumption does not look valid
Ravi

1) The use case is not very clear to me. I  don’t see much gain with this approach. 
2) The chances are very high of configuration mismatch between SMF and UPF. If that happens then which one to rely upon. There could be so many such error scenarios.

3) This makes N4/Sx more chatty. Every time there is a change in Predefine rule you need to send update on Sx/N4. This increases the signalling.

4) The cost of this change is very high as compared to gain (if any). 

In short, I think the changes are too high and complex. I think we should not do such major changes at this stage.

Open

	
	
	0504
	CR 29.244 0353 Rel-16 Provisioning predefined rules over N4/Sx
	Ericsson, China Mobile
	
	WI TEI16

CAT B

Bruno:

we do not agree on the principle of using N4 to provision pre-defined rules in the UP function. Please see our comments to C4-200503 (DISC paper) I have sent earlier on the CT4 list. 
Open

	
	
	0509
	CR 29.244 0356 Rel-16 Activating a predefined FAR/URR/QER
	Ericsson
	
	WI TEI16

CAT F

	
	
	0510
	CR 29.244 0357 Rel-16 Removing a URR
	Ericsson
	Revised to C4-200949
	WI TEI16

CAT F

Bruno

I propose to reword "For the case that being instructed to remove the last PDR associated to a URR" to “when being instructed …”
Open
Draft revision to be provided?

	
	
	0949
	CR 29.244 0357 Rel-16 Removing a URR
	Ericsson
	
	

	
	
	0511
	CR 29.244 0358 Rel-16 UPF NF Instance ID
	Ericsson
	Revised to C4-200950
	WI TEI16

CAT F

Bruno

In clauses 7.4.4.1.1 & 7.4.4.2, I suggest to rename the IE name to UPF Instance ID. And we need to add another condition “present if the message is sent by the UPF”.
Yue 

First of all, I have no problem with solving this problem if it is indeed a problem. However I would like to say: (considering the purpose of the WID proposal BEPoP we will see next week) we should try to reduce multiple choices. 
For this specific topic, seems there are different solutions:

1. The SMF locally configured with the UUIDs of UPFs

2. The SMF receives UUID from UPF as proposed by this CR

Then how would an SMF supporting solution 2 ONLY and an UPF supporting solution 1 ONLY work together?

I prefer to only have one solution left.

Frank

Multiple solutions in the protocol are specified according to the multiple requirements from SA2. 
For this specific CR, at the moment, there is no solution for the issue I reported. 

I have only proposed one solution, that requiring UPF to provide UUID. 

I am not sure if it is manageable to configure the UPF information, e.g. the information communicated via PFCP association signalling. I am assuming it is not manageable, so that PFCP Association signalling procedure was introduced since beginning of CUPS in Rel-14.

Yue
I am ok with going in your direction, then please make it mandatory, i.e. UPF has to send UUID to SMF
Open
Draft revision to be provided

	
	
	0950
	CR 29.244 0358 Rel-16 UPF NF Instance ID
	Ericsson
	
	

	
	
	0513
	CR 29.244 0359 Rel-16 3GPP Interface Type
	Ericsson
	
	WI TEI16

CAT F

Yue

For my clarification, suppose following requirement can be justified
If separation of roaming and non-roaming traffic is desired this value should only be used for the S5 interface and "S8" (decimal X) should be used for the S8 interface.
Then how to achieve this purpose in 5G.

Frank:

It may be considered as a separate CR. 
In 5G, there is no difference for roaming and non-roaming over the User Plane as it is defined in SA2, N9 may or may not be roaming interface. Probably, the network instance which can differ roaming and non-roaming may be used instead.

Open

	
	
	0514
	CR 29.244 0360 Rel-16 Miscellaneous corrections
	Ericsson
	Revised to C4-200952
	WI TEI16

CAT F

Bruno:

Small editorial correction in clause 7.6.6: 
“For aAdditional information elements may be included in Response messages containing a rejection Cause value, see clause 7.2.3.2.”

Open
Draft revision to be provided?

	
	
	0952
	CR 29.244 0360 Rel-16 Miscellaneous corrections
	Ericsson
	
	

	
	
	0515
	CR 29.244 0361 Rel-16 The Source IP Address in Heartbeat Request message
	Ericsson
	
	WI TEI16

CAT F

	
	
	0516
	CR 29.244 0362 Rel-16 UP function Initiated PFCP Association Release at timeout
	Ericsson
	Revised to C4-200953
	WI TEI16

CAT F

Yue

"an implementation specific timer", I would prefer a configurable timer.

Frank: can adopt.
Bruno:

the principle of the CR is fine but the wording should be enhanced a bit.
Draft revision to be provided.

	
	
	0953
	CR 29.244 0362 Rel-16 UP function Initiated PFCP Association Release at timeout
	Ericsson
	
	

	
	
	0517
	CR 29.244 0363 Rel-16 UP function initiated PFCP session release
	Ericsson
	Revised to C4-200954
	WI TEI16

CAT F

Bruno

In the Reason for change: the flag needs to be corrected to “PSDBU” flag
In clause 5.18.2, can we replace in the following text "but no no-zero usage report" the double negation by some text easier to read.



	
	
	0954
	CR 29.244 0363 Rel-16 UP function initiated PFCP session release
	Ericsson
	
	

	
	
	0602
	CR 29.244 0365 Rel-16 Error handling on FTUP
	China Mobile, Huawei
	
	WI TEI16

CAT B

Bruno

SA2 has agreed a Rel-16 CR at their last meeting removing the option to allocate F-TEID in the CP function. So this change is no longer required and needs to be replaced by a stage 3 CR implementing the stage 2 CR.

Open

CR not  needed

	
	
	0617
	CR 23.007 0369 Rel-16 The Source IP Address in Heartbeat Request message
	Ericsson
	
	WI TEI16

CAT F



	
	
	0618
	CR 23.007 0370 Rel-16 The Recovery Time Stamp in PFCP Session Establishment Request message
	Ericsson
	Revised to C4-200955
	WI TEI16

CAT F 

Bruno:
Can you please clarify on cover page: "In order to minmize the existing mechanism relying the Recovery Time Stamp included in the Heartbeat Request/Response, it is also noted that the Recovery timestamp included in the PFCP Session Establishment Request message is used by the the UP function to determine if the PFCP Sessions are established after a CP function restart."
Do you suggest that the UP function needs to keep a recovery timestamp info per PFCP session, and compare then the session’s timestamp with the timestamp received in heartbeat requests? 

The proposal has very minimal benefits (allows to save 1 RTT after a PFCP entity restart before starting to establish PFCP sessions), but causes additional complexity to UP function (need to store one recovery timestamp per PFCP session rather than per peer PFPC IP address). I don’t think they are worth.

Frank

As of today, the PFCP entity need to associate each PFCP session with a Recovery Time Stamp; so to be able to clear the PFCP sessions when it receives an incremented Recovery Time Stamp.
During CP function restart, e.g. PGW-C, the PGW-C will receives thousands of PDN Connection re-establishment signalling from UE PER Second, which trigger thousands of PFCP session establishment request PER second. 

The Heartbeat Request message may be lost, so require retransmission, it may take minutes until the UP function receives the incremented Recovery Time Stamp, so many PFCP sessions are wrongly deleted.

Even worse, if the UP wrongly deletes those PFCP sessions and while the CP function still have these PFCP session;  it takes much longer time and more signalling to detect such error, most likely the UE will re-establish the PDN connection, or rely on GTP error indication. 

 

Similar mechanism is available in GTPv2, i.e. Recovery Time Stamp is included in Create Session Request.

SO we think it is a serious problem to solve.

I have also made a picture to illustrate the problem:

Please reconsider this.

Draft revision  1 provided
Open


	
	
	0955
	CR 23.007 0370 Rel-16 The Recovery Time Stamp in PFCP Session Establishment Request message
	Ericsson
	
	

	
	
	0619
	CR 29.244 0366 Rel-16 The Recovery Time Stamp in PFCP Session Establishment Request message
	Ericsson
	Revised to C4-200956
	WI TEI16

CAT F

Yue
Could please explain a bit on how could "the time stamp when the CP function was started" help to determine which PFCP sessions should be removed?
Frank:

Provided email with a figure which shows scenario with CP function restart and all session contexts lost.
Bruno:

Can you please align a bit the cover page according to updates discussed on the call for 23.007 CR.
In the actual changes, revert “optionally” in “may optionally”
Draft revision 1 provided.

Open


	
	
	0956
	CR 29.244 0366 Rel-16 The Recovery Time Stamp in PFCP Session Establishment Request message
	Ericsson
	
	

	
	
	0679
	CR 29.244 0372 Rel-16 Maximum bit rate
	Huawei
	
	WI TEI16

CAT F

Bruno

I don’t think this CR is needed. The QER can be associated to only an UL or a DL PDR, thus enforcing MBR for one direction only.

Open
CR needed?

	
	
	0714
	CR 29.244 0374 Rel-16 F-TEID allocation
	Huawei
	Revised to C4-201029
	WI TEI16

CAT F

Bruno:

F-TEID allocation by CP function should be removed for EPC and 5GC

Draft revision 1 provided


	
	
	1029
	CR 29.244 0374 Rel-16 F-TEID allocation
	Huawei
	
	

	
	
	0777
	CR 29.244 0383 Rel-16 PFCP session Audit procedure
	Nokia, Nokia Shanghai Bell, Verizon
	
	WI TEI16, CUPS-CT, 5GS_Ph1-CT

CAT B

Frank

We believe the problem remains very exceptional cases for CUPS interface, and also the proposed solution is very inefficient, the benefit it might bring is far less its drawback.  
Therefore we don’t agree to the CR.

Some more thoughts: 

1. CT4 has carefully specified a number of restoration requirements to handle restart and failure without restart (including path failure) on the PFCP entity level, to enable the any staled sessions be cleaned up; If there is any issue, we should further enhance the restoration requirement;

2. CT4 has also specified Partial Failure feature mechanism, which allows either CP or UP, can request to delete a subset of session contexts pertaining to the same PFCP entity; finer granularity restoration;
3. We also agreed the mechanism that the UP function shall delete the existing session when it receives a session with the same F-TEID or UE IP address and create the new one; (to be checked if already in the spec)
4. It has been assumed that both CP and UP should implement an session inactivity timer, so they can delete PFCP session which has long time having no activity; (Note that CT4 has specified UP initiated PFCP session delete). If the PFCP session is wrongly deleted, it could be reactivated easily;
5. There are already mechanism e.g. GTP error indication and reporting, GTP-U path failure detection and reporting, all these enables the “broken” session is quickly detected when there are application traffic on the path.
6. For those PDU sessions which might have long time no activity, those PDU sessions may be monitored by application logic.

7. The proposed mechanism is extremely inefficient, a PFCP entity may send 10, 000 such additional audit signalling, and may NOT detect any mismatch, i.e. 10, 000 extra signalling for nothing. 

In general, 3GPP has provided enough mechanism to try to synch the session context between CP and UP; and have also some mechanisms to resolve the context mismatched situation.  

Bruno

the proposed CR provides means to audit individual PFCP sessions, e.g. 
· manual audit triggered for investigating issues specific to certain users/PDU sessions or for debugging, 

· when a UPF detects that specific PFCP sessions has been inactive for some time (without this feature, the UP function would not tear down a hanging context and associated resources e.g. UE IP Address and F-TEID allocated by UPF before ** MANY ** hours as the UFF inactivity timer needs to be LONG enough not to tear down inadvertently a non-hanging context). 

· to fasten the detection of context desynchronization between the CP and UP function & the clean-up of hanging resources. 

We think the feature is useful, regardless of whether path failures or audits may happen occasionally only.

The impacts to the protocol are minimal since it reuses existing session related procedures.

PFCP session audit requests are very short messages that can be bundled in a single UDP/IP packet, using PFCP messages bundling specified in TS 29.244 (see clause 6.5):

Several PFCP session related requests and/or responses messages, related to the same PFCP session or to different PFCP sessions handled by the same peer PFCP entity (i.e. with the peer’s F-SEID having the same IP address, or with the same peer’s IP address for PFCP Session Establishment Requests), may be bundled together in a single UDP/IP packet as specified in clause 7.2.1A, when being sent to that peer PFCP entity. 

The solution has nothing to do with restart or partial restart. 

While you and me agreed that “the UP function shall delete the existing session when it receives a session with the same F-TEID or UE IP address and create the new one; (to be checked if already in the spec)”, this has not been discussed and agreed by CT4 yet and is certainly not specified yet. So in the worst case, if different implementations were existing, an hanging context could result in causing failures during subsequent PFCP session establishments.

GTP mechanisms are of no use for a transient N4 path failure.

Frank

The whole point I made is that existing requirements, e.g.  on restart/path failure/partial failure handling, already ensure the session context mismatch between CP and UP remains very exceptional; proposed audit signalling will not be able to efficiently detect the mismatched session context if any.
If there is session context mismatch between CP and UP, e.g. UP has lost session context by error, the UL traffic will not go through and which will lead control plane signalling that will trigger CP function to re-establish the session.

Open

	
	
	0821
	CR 29.244 0384 Rel-16 SDF Handling when waiting for credit
	Ericsson
	Revised to C4-200957
	WI TEI16

CAT F

Bruno

shouldn’t the NOTE 3 refer to clause 5.4.11 rather than 5.4.9?

Frank

Yes, sorry for this typo, it should refer to clause 5.4.11. I will correct it in revision
Draft revision  to be provided

	
	
	0957
	CR 29.244 0384 Rel-16 SDF Handling when waiting for credit
	Ericsson
	
	

	6.3.2
	API description
	
	
	
	
	TEI16

	Friday
	
	0739
	discussion 29.501  Rel-16 Specs corrections and automatic Yaml generation
	SPRINT Corporation
	Noted
	CT3 Chair

Unfortunately, CT3 has not been involved in the related discussions nor has received any LS on the topic and no CRs have been submitted in this meeting in order to get aligned with TS 29.501. 
CT3 rapporteurs can check TS 29.501 in order to comply with the specifications, but it is difficult to accept common procedures that have not been discussed in advance. I strongly suggest that any improvement that affects CT3 specifications is submitted to CT3. 

Considering that there are no CRs for the CT3 specifications in any case, I would propose to have the discussion in April and if accepted bring the CRs to April or May meeting so that everything is settled for the next CT Plenary. Mind the same would happen with SA5 specifications.

Farni

Thank you for your feedback.  It is my understanding that TS 29.501 is a template to be used for both CT3 and CT4 from day 1.  The issue raised is regarding the basic structure of TS 29.501 (e.g. clauses 5.1 and 6.x) and not necessary about any recent enhancements (e.g. tables) added to the specific clauses in TS 29.501. 
This contribution was meant for a joint CT3/CT4 discussion. I can postpone this discussion, and submit it as a contribution for CT3 for April meeting. In the mean time as you suggested, CT3 rapporteurs can check TS 29.501 for compliance where applicable.

Jesus
How to handle the tool.

Formal procedure to use it.

CT3 is using different document structure tricky for the tool.

	
	
	0321
	CR 29.502 0247 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200934
	WI TEI16

CAT F

Coverpage to be corrected e.g. meeting details, source to TSG

Open

Draft revision to be provided

	
	
	0934
	CR 29.502 0247 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0322
	CR 29.510 0275 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	WI TEI16

CAT F

Bruno

the Nnrf_Bootstrapping service is missing in the new table. 
Source to TSG needs to be corrected to “CT4” for all your CRs. 

Farni

Yes, apparently Nnrf_Bootstrapping service was also missing from the list of services listed in 5.1.  I will correct both (list and table) and revise the CR.
I will also add “CT4” in source to TSG for all my CRs

Draft revision 1 provided

	
	
	0323
	CR 29.503 0311 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200935
	WI TEI16

CAT F

Open

Draft revision 1 provided

	
	
	0935
	CR 29.503 0311 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0324
	CR 29.504 0074 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200936
	WI TEI16

CAT F 
Open

Draft revision 1 provided

	
	
	0936
	CR 29.504 0074 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0325
	CR 29.509 0075 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200937
	WI TEI16

CAT F 
Open

Draft revision 1 provided

	
	
	0937
	CR 29.509 0075 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0326
	CR 29.531 0050 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200938
	WI TEI16

CAT F 
Open

Draft revision 1 provided

	
	
	0938
	CR 29.531 0050 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0327
	CR 29.540 0041 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200939
	WI TEI16

CAT F 
Open

Draft revision 1 provided

	
	
	0939
	CR 29.540 0041 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0328
	CR 29.511 0025 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200940
	WI TEI16

CAT F

Open

Draft revision 1 provided

	
	
	0940
	CR 29.511 0025 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0329
	CR 29.572 0049 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200941
	WI TEI16

CAT F

Draft revison 1 provided

	
	
	0941
	CR 29.572 0049 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0330
	CR 29.573 0027 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200942
	WI TEI16

CAT F

Draft revision 1 provided

	
	
	0942
	CR 29.573 0027 Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0333
	pCR 29.515  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	Revised to C4-200943
	Draft revison 1 provided

	
	
	0943
	pCR 29.515  Rel-16 Add Corresponding API descriptions in clause 5.1
	SPRINT Corporation
	
	

	
	
	0477
	CR 29.518 0281 Rel-16 Editorial corrections
	SPRINT Corporation
	Revised to C4-200966
	WI TEI16

CAT D

Draft revision 1 provided

	
	
	0966
	CR 29.518 0281 Rel-16 Editorial corrections
	SPRINT Corporation
	
	

	
	
	0484
	CR 29.500 0092 Rel-16 Editorial fixes
	Huawei
	Revised to C4-200961
	WI TEI16

CAT D

Draft revision 1 is provided
Bruno

For a CR that aims at providing editorial fixes, you may consider fixing the editorial first of the CR title 😊.
 
5.2.3.2.1: plese also correct the table reference in the paragraph above the table.
 
We should revert the change in 6.4.1. The text reads better IMO with the existing comma.
Open

Draft revision 2 to be provided

	
	
	0961
	CR 29.500 0092 Rel-16 Editorial fixes
	Huawei
	
	

	
	
	0488
	CR 29.518 0285 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	Revised to C4-200967
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0967
	CR 29.518 0285 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	

	
	
	0489
	CR 29.540 0042 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	Revised to C4-200968
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0968
	CR 29.540 0042 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	

	
	
	0490
	CR 29.509 0077 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	Revised to C4-200969
	WI TEI16

CAT F

Draft revision 1 provided

	
	
	0969
	CR 29.509 0077 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	

	
	
	0491
	CR 29.509 0078 Rel-16 Editorial corrections
	SPRINT Corporation
	Revised to C4-200970
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0970
	CR 29.509 0078 Rel-16 Editorial corrections
	SPRINT Corporation
	
	

	
	
	0492
	CR 29.510 0290 Rel-16 Editorial corrections
	SPRINT Corporation
	
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0493
	CR 29.511 0028 Rel-16 Editorial corrections
	SPRINT Corporation
	Revised to C4-200976
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0976
	CR 29.511 0028 Rel-16 Editorial corrections
	SPRINT Corporation
	
	

	
	
	0494
	CR 29.531 0053 Rel-16 Editorial corrections
	SPRINT Corporation
	Revised to C4-200974
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0974
	CR 29.531 0053 Rel-16 Editorial corrections
	SPRINT Corporation
	
	

	
	
	0495
	CR 29.572 0050 Rel-16 Editorial corrections
	SPRINT Corporation
	Revised to C4-200972
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0972
	CR 29.572 0050 Rel-16 Editorial corrections
	SPRINT Corporation
	
	

	
	
	0496
	CR 29.573 0031 Rel-16 Editorial corrections
	SPRINT Corporation
	Revised to C4-200971
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0971
	CR 29.573 0031 Rel-16 Editorial corrections
	SPRINT Corporation
	
	

	
	
	0497
	CR 29.502 0262 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0498
	CR 29.510 0291 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	WI TEI16

CAT F 

Bruno

Source to TSG missing (like in other CRs)
6.1.6.2.2: servingScope : why have you added an \  to the data type?

Farni: I will remove

6.2.3.2.3.1 : service-names : why have you added “Contains unique items.”? 

Farni I added “Contains unique items” because it is indicated as such in the Yaml, and we need the specific texts to be recognized by the parser.

        - name: service-names

          in: query

          description: Names of the services offered by the NF

          schema:

            type: array

            items:

              $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'

            minItems: 1

            uniqueItems: true
Draft revision 1 provided

	
	
	0518
	CR 29.573 0032 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	WI TEI16

CAT F 

Bruno

You remove the 4xx/5xx status codes & ProblemDetails in several tables; we should add a table note with a similar text / reference to 29.500 (as done in other TSs)
Farni:

Agreed.  Will revise as done in other TS
Farni:

I assume this is the note (below) that you are referring to in your email.  The note below is copied from 29.502.  Please confirm.
NOTE: The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).

Bruno: yes

Draft revision 1 provided

	
	
	0519
	CR 29.572 0051 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	Revised to C4-200973
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0973
	CR 29.572 0051 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	

	
	
	0520
	CR 29.531 0054 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	Revised to C4-200975
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0975
	CR 29.531 0054 Rel-16 Correction - formatting consistency
	SPRINT Corporation
	
	

	
	
	0733
	CR 29.503 0347 Rel-16 Editorial corrections
	SPRINT Corporation
	
	WI TEI16

CAT D 

Draft revision 1 provided

	
	
	0734
	CR 29.503 0348 Rel-16 Correction-add type definition in the Table title
	SPRINT Corporation
	
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0735
	CR 29.503 0349 Rel-16 Correction-specify resource type in the clause title
	SPRINT Corporation
	
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0736
	CR 29.503 0350 Rel-16 Miscellaneous corrections and clarifications
	SPRINT Corporation
	
	WI TEI16

CAT F 

Draft revision 1 provided

	
	
	0738
	CR 29.501 0073 Rel-16 New tables in 29.501 template
	SPRINT Corporation
	
	WI TEI16

CAT F 

Draft revision 1 provided

	Moved from agenda item 6.1.4
	
	0437
	CR 29.500 0091 Rel-16 Clarification to the SBI priority range
	Huawei, Orange
	Revised to C4-200924
	WI 5G_eSBA

CAT F

Bruno:

this CR does not relate to 5G_eSBA. So WI code should be TEI16, 5GS_Ph1-CT.
There are several typos on cover page. 

In clause 6.8.4: why "should span”? The priority value range defined over SBIs spans from 0 to 31

Giorgi:

Ok, I will change the WI to TEI16, 5GS_Ph1-CT. 
Concerning 6.8.4: why "should span”?, because this clause is about recommendations. I’m however fine with “The priority value range defined over SBIs spans from 0 to 31…”

Draft revision 1 provided

Should be moved  to agenda item 6.3.2, 

WI code: TEI16, 5GS_Ph1-CT

	
	
	0924
	CR 29.500 0091 Rel-16 Clarification to the SBI priority range
	Huawei, Orange
	
	

	
	
	
	
	
	
	

	6.3.3
	EIR 
	
	
	
	
	TEI16

	
	
	0332
	CR 29.511 0027 Rel-16 Correction to the ExternalDocs Version
	Deutsche Telekom AG
	
	WI TEI16

CAT F

Ulrich

this is a CR to a Rel-16 spec; I could understand if the version in externalDocs is eventually set to 16.1.0, but changing from 16.0.0 to 15.5.0 seems not appropriate

Open
PeterX to  send email from discussion in December.

Triggered by a discussion afer last  plenary in which it was noted that the Rel-16 CR should not  had been approved  by plenary. This CR correct  this.

	6.3.4
	29.230
	
	
	
	
	TEI16

	
	
	0342
	CR 29.230 0676 Rel-16 AVP codes for 32.299
	Nokia, Nokia Shanghai Bell
	
	WI DOCME_CH, VBCLTE

CAT F

	
	
	0807
	CR 29.230 0678 Rel-16 New AVPs in TS 29.214
	Ericsson
	
	WI TEI16

CAT B

	6.3.5
	SMF
	
	
	
	
	TEI16

	Wednesday
	
	0432
	CR 29.502 0251 Rel-16 Clarification to 3GPP vendor specific content subtypes
	Huawei
	Revised to C4-200959
	WI ETSUN

CAT F

Jones:

1. Include other comments to state that there is no change to OpenAPI.
2. Add NOTE index for the table NOTEs (now there are two NOTEs).

Giorgi: agree

Draft revision 1 provided
Bruno:

I would prefer the clarification to apply only for PFCP: 
· there has been no ambiguity for NAS and NGAP. NAS does not use any transport protocol, it is obvious that SCTP is not included for NGAP

· 5gnas is also used in SMF API for MO/MT data transfer which can carry IP packets, in which case transport headers are included in the payload.

Please also number the notes.

Draft revision 2 provided


	
	
	0959
	CR 29.502 0251 Rel-16 Clarification to 3GPP vendor specific content subtypes
	Huawei
	
	

	
	
	0626
	CR 29.502 0266 Rel-16 Void a non-existent clause
	Ericsson
	
	WI TEI16

CAT F

Yvette

Void a non-existent clause? Very mystical title  
Could you please at least enhance the reason for change a bit? Something like: … Inconsistent clause numbering in the specification due to missing clause

This clause does not exist from the beginning either void or reserved or  used it for next  new Resource to  be added. What is  the preference?

Draft revision to be provided.



	
	
	0642
	CR 29.502 0268 Rel-16 PDU Session Release Due to UE Subscription Change
	ZTE
	
	WI TEI16, 5GS_Ph1-CT

CAT B

	
	
	0675
	CR 29.502 0276 Rel-16 EPS bearer ID correction
	Huawei
	Revised to C4-200931
	WI TEI16

CAT F

Bruno:

this CR should be agreed from Rel-15 onwards (FASMO). 
Request  new tdoc number/CR for rel-15

Revise CR with category A

WI code change to 5GS_Ph1-CT


	
	
	0930
	CR 29.502 027x Rel-16 EPS bearer ID correction
	Huawei
	
	WI 5GS_Ph1-CT

CAT F

	
	
	0931
	CR 29.502 0276 Rel-16 EPS bearer ID correction
	Huawei
	
	WI 5GS_Ph1-CT

CAT a

	
	
	0723
	CR 29.502 0297 Rel-16 VPLMN QoS
	Ericsson
	
	WI TEI16

CAT F

Caixia:

For the VPLMN requested QoS modification, is it only allowed to change the default QoS? And Why the MBR UL and MBR DL is included?
Jones:
This is our current understanding that the VPLMN QoS modification request only for QoS Flow with Default QoS.
Bitrate may be limited at VPLMN thus should be included. I got comments from my colleague that GBR should also be included, because for 5GS the default QoS flow could be GBR QoS flow.
Bruno:

what does happen with a Rel-15 H-SMF? should there be any feature indicated by H-SMF during the setup of the PDU session?
Jones

Thanks for the comment, and I agree with you. Even though the H-SMF will hopefully reject the request, this should be avoided.
I will add an optional feature for this in v1.
Jones:

The main changes are:

· Specify new feature VPLMN QoS (VQOS) and add the option feature in Service Description and in HsmfUpdateData for the new IE.

· Add GBRs

· Rename the IE and Data type with shorter generic name

Draft revision 1 provided

Caixia

When Present, this IE shall contain the suggested Guaranteed Bit Rate in Uplink. See 3GPP TS 23.501 [2].

Draft revision 2 to be provided



	
	
	0737
	CR 29.502 0298 Rel-16 Multi-part message example
	Ericsson
	
	WI TEI16

CAT F

	
	
	0756
	CR 29.502 0302 Rel-16 Preventing PDU Session release when handover between 3GPP and non-3GPP fails
	LG Electronics
	
	WI TEI16

CAT F

Jones:

1/ The changes of OpenAPI file is missing in the CR.
2/ Other comments section should state “This CR introduces backward compatible new features to OpenAPI file of Nsmf_PDUSession API.”.

Myungjune,
The scenario is that UE is roaming and registered the same PLMN in both accesses and UE tries to handover e.g. non-3GPP PDU Session to 3GPP access.

Because the AMF updates access type of the PDU Session when it receives PDU Session Establishment message, if the handover fails after that point, access type should be reverted to non-3GPP access.

Bruno

Can you please indicate the exact scenario where the H-SMF would send a Notify Status Request to the V-SMF with “the resourceStatus IE with the value "UPDATED", the anType IE with the value "3GPP" or "NON_3GPP" and the Cause IE with the value "PDU_SESSION_HAND_OVER_FAILURE". 
What is the exact use case (which corresponding stage 2 call flow) for the following new paragraph (not mentioned on cover page):

If the notification is triggered by PDU session handover to release PDU Session in the target access due to handover failure, the notification payload shall contain the resourceStatus IE with the value "RELEASED" and the Cause IE with the value "PDU_SESSION_HANDED_OVER".
Also, shouldn’t then the cause be set to PDU_SESSION_HAND_OVER_FAILURE” in this use case.

Can you please specify the NF Service Consumer (AMF) behaviour when receiving UPDATED", the anType IE with the value "3GPP" or "NON_3GPP" and the Cause IE with the value "PDU_SESSION_HAND_OVER_FAILURE", i.e. to require the NF service consumer to update the access type associated to the PDU to the value received from the SMF.
Some editorials: 

 If the notification is triggered by PDU session handover to release resources of the PDU Session in the target access due to handover failure, the notification payload shall contain the resourceStatus IE with the value "RELEASED" and the Cause IE with the value "PDU_SESSION_HANDED_OVER".

If the notification is triggered by PDU session handover to update the access type of the PDU Session due to a handover failure between 3GPP access and non-3GPP access, the notification payload shall contain the resourceStatus IE with the value "UPDATED", the anType IE with the value "3GPP" or "NON_3GPP" indicating the access type of the PDU session after the handover failure scenario and the Cause IE with the value "PDU_SESSION_HAND_OVER_FAILURE".
Myungjune

The scenario is that a UE is registered to the different AMFs.
Unlike the same AMF scenario, if handover fails, the SMF should request to release the session context.

v1 version has been uploaded in Drafts/[6.3.5-SMF] folder including all your comments.

Main changes are

· Cover sheet update

· Wording improvement

· Clarify AMF behavior

· Update OpenAPI

Draft revision 1 provided.

	6.3.6
	AMF
	
	
	
	
	TEI16

	
	
	0485
	CR 29.518 0282 Rel-16 Correction of typos
	one2many B.V.
	
	WI 5GS_Ph1-CT, TEI16

CAT F

	
	
	0486
	CR 29.518 0283 Rel-16 Class indication in subscription response
	one2many B.V.
	Revised to C4-201039
	WI 5GS_Ph1-CT, TEI16

CAT F

Bruno: 
C4-200486 is a non-backward compatible CR (as correctly indicated on the cover page) – which is not acceptable. 
Actually, the HTTP protocol enables to correlate a response with a corresponding request.

  

Does the addition really help, e.g. if a consumer subscribes successfully to the same N2 message class but for different RANs, then aren’t we in the same situation? 

If we add the N2 message class, the new attribute shall not be defined as mandatory.

Peter Sanders

I'll remove the mandatory and make it optional, which makes the change backwards compatible. I'll create and upload v1
Draft revision  1 provided



	
	
	1039
	CR 29.518 0283 Rel-16 Class indication in subscription response
	one2many B.V.
	
	

	
	
	0487
	CR 29.518 0284 Rel-16 Cause values for PWS errors detected by AMF
	one2many B.V.
	Revised to C4-201040
	WI 5GS_Ph1-CT, TEI16

CAT F

Peter Sanders:
I've submitted 487 last week and it has 2 proposals to solve an issue.
Jones already let me know that Ericsson has a preference for solution 2 and wants to cosign the CR with solution 2.

I'm seeking guidance from others about which solution is preferred. I'm now inclined to remove solution 1, unless
Bruno:

Either way is acceptable to me, but if we go for the Alt. 2, then we still need explicit reqts on the setting/meaning of the integer values (which is no longer the case in your CR where you strike the reference to 29.168 which defines these values).
Peter Sanders

I'll remove option 1.
The cause values are no longer referenced but will be included in the table, as (also) suggested by Jones. I'll show that in v1.

-Ericsson added as supporting company.
-removed solution option #1 and updated the cover sheet accordingly; solution #2 remains.

-added "other comments" on the cover sheet.

-applied an editorial modification the list of Cause values

Draft Revision 1 provided


	
	
	1040
	CR 29.518 0284 Rel-16 Cause values for PWS errors detected by AMF
	one2many B.V.
	
	

	
	
	0569
	CR 29.518 0279 Rel-16 smsSupport attribute in UE context
	Nokia, Nokia Shanghai Bell
	
	WI 5GS_Ph1-CT, TEI16

CAT F

	
	
	0570
	CR 29.518 0280 Rel-16 AMF event subscription without the "options" attribute
	Nokia, Nokia Shanghai Bell
	
	WI TEI16, 5GS_Ph1-CT

CAT F

	
	
	0780
	CR 29.518 0300 Rel-16 UE_IN_NON_ALLOWED_AREA error in EnableUEReachability response
	Nokia, Nokia Shanghai Bell
	
	WI TEI16

CAT F

	6.3.7
	NRF
	
	
	
	
	TEI16

	
	
	0436
	CR 29.510 0283 Rel-16 Correcting relevant typing errors
	Huawei, Vodafone
	
	WI TEI16

CAT F

Jones

The last change is already covered by CR0295 (C4-200640), could be reverted

Giorgi:

C4-200436 collects known editorial errors, while C4-200640 is a technically relevant CR. Technical CRs may get postponed and therefore I believe all editorial should be collected in a single CR.
I propose removing editorial changes from 0640.

Jones:

I agree either ways

.

Remove the clash with C4-200640 in C4-200640

Draft revision to be provided

	
	
	0499
	CR 29.510 0292 Rel-16 PCF Selection based on DNN Replacement Capability
	Samsung R&D Institute India
	Withdrawn
	WI TEI16

CAT C

Jones:

CT3 has already specified DNN replacement Capability as optional feature, thus Consumer could discovery the capability using supported-feature on NRF interface. This CR is not needed
Varini:

I will withdraw the CR.

Bruno:

On the cover page, Source to TSG: CT4
This should be a Cat. B CR.

In A.2, add colon to: 

 dnnReplacementCapability:
The CR does not define a corresponding query parameter.

Varini:

Based on feedback from Jones, I decided to withdraw this CR, as this is already supported via supported-features attribute

	
	
	0779
	CR 29.510 0309 Rel-16 NF Discovery with intermediate forwarding NRF
	Nokia, Nokia Shanghai Bell
	
	WI TEI16, 5GS_Ph1-CT

CAT F

	6.3.8
	29.571
	
	
	
	
	TEI16

	
	
	0506
	CR 29.571 0177 Rel-16 Consumer ID
	Ericsson
	
	WI TEI16

CAT F

Bruno

By which API is this new proposed data type used? Seems none so far. 

Isn’t it so that in the few APIs that may use that concept (23.527), the consumer id is actually signalled via an existing attribute already not defined as a consumer ID (e.g. servingNfId in SMF Create SM Context Request).

If we need to pass a Consumer ID, it is questionable IMO how this info should be passed (JSON attribute or HTTP header). See also my reservations on the same topic for LOCL.

We should postpone this CR until we progress our discussions and we have actual CRs proposing to use this data type
Yvette

Wrong TDoc# in the document
Open

	
	
	0508
	CR 29.571 0178 Rel-16 UUID pattern
	Ericsson
	
	WI TEI16

CAT F

Bruno

Do we really need to enforce the pattern in the normative annex? Is this future proof ? does it really matter for the receiver of the NFInstanceID how exactly the pattern is built by the sender? 

It seems to me that it would suffice and would be more future proof to not do so and to only document the pattern in table 5.3.2-1.

“Other comments”: this is not a new feature

Frank

There are many data types in TS 29.571 are defined with pattern in OpenAPI. 
Why you have a problem for this data type?

In the normative requirement, it is requested to use UUID version 4, the existing receiver will reject if the sender doesn’t follow.

To avoid such mistake, using OpenAPI pattern is good way to enforce it.

Bruno

Enforcing the pattern in the OpenAPI specification file will never allow to change the UUID pattern in future (e.g. if another version would be desired). 
Comments have been made in CT4 that we need to be cautious when enforcing patterns in the OpenAPI, especially for common data types. And that we should do so only when we know the pattern will never change. 

“the existing receiver will reject if the sender doesn’t follow.”

Where is this specified? Why e.g. couldn’t an NRF implementation accept an NFProfile with a NFInstanceID encoding a different UUID version?

Frank

The NF Instance ID in TS 29.571 is defined as

String uniquely identifying a NF instance. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [15].
I would like to ask the group, what should be the behaviour of the receiver if it receive a UUID with a version other than version 4.
It seems Bruno think the receiver should just accept it.  Note that, if the NRF accepts it, this UUID will be part of NF profile; and this UUID will be used by other APIs, and other NF has to accept this UUID as well and use it to perform NRF procedure to retrieve NF profile.  

If so, why we should mandate to use version 4?

Open: question?

Draft Revision  to be provided 



	6.3.9
	ODB
	
	
	
	
	TEI16

	Friday
	
	0641
	CR 23.015 0021 Rel-16 Invocation of ODB
	ZTE
	Revised to C4-201034
	WI TEI16, 5GS_Ph1-CT

CAT B

Ulrich

Clauses affected: 3.1A is missing
Draft Revision 1 provided 



	
	
	1034
	CR 23.015 0021 Rel-16 Invocation of ODB
	ZTE
	
	

	
	
	0643
	CR 29.503 0339 Rel-16 Clarification on ODB Setting
	ZTE
	
	WI TEI16, 5GS_Ph1-CT

CAT B

	6.3.10
	GTP
	
	
	
	
	TEI16

	Friday
	
	0435
	CR 29.060 1066 Rel-16 Clarification to the Target Identification and eNodeB ID usage
	Huawei
	Revised to C4-200960
	WI TEI16

CAT F

Frank

I propose to reword the note in the first change to the following.

NOTE:   There can be multiple and not always consistent ways for mapping the target eNodeB ID (RANAP "Target ID") to the GTPv1-C "Target Identification" IE in the old SGSN. Therefore, if MME receives also the optional eNodeB ID IE from the old SGSN, the MME can ignore the Target Identification IE and use eNodeB ID IE to avoid relying on the operator configuration interoperation problems.
I don’t think it should trigger interoperability problem if configuration of such mapping between target RNC ID and eNB id are configured consistently. 

I don’t agree to remove some part of note in your second change, actually it is still correct. And similar note does exist in RAN spec. (25.413)

9.2.1.25          Target ID

The Target ID IE identifies the target for the relocation of SRNS. The target ID may be e.g. the target RNC-ID (for UMTS-UMTS relocation) or the Cell Global ID of the relocation target (in case of UMTS to GSM relocation). In case of UMTS to E-UTRAN relocation, the Target ID may be either the eNB-ID or the Corresponding RNC-ID of the relocation target.

NOTE:      The mapping between the Corresponding RNC-ID and the actual eNB-ID of the relocation target is defined by the network operator and is outside the scope of this specification. Preferably the Target RNC ID used for an eNB contains the LAI and RAC mapped from the GUMMEI of the MME serving the target eNB as specified within TS 23.003 [19]. This avoids configuration of additional identity resolutions and also guarantees that LAIs used for E-UTRAN and UTRAN are mutually exclusive.
...”
Giorgi

Concerning the comment to 7.5.6, quote “I don’t think it should trigger interoperability problem if configuration of such mapping between target RNC ID and eNB id are configured consistently”, the problem is, this may not always be configurable. Anyway, as a way forward, how about removing the last part starting with “to avoid…”?
Concerning the comment to 7.7.37, point is the last two statements in NOTE 2 are wrong, which is why I deleted them (RAN3 likely overlooked deleting them in the RANAP spec, but that’s not CT4 issue). To prove this point, let’s recollect why the following paragraph exists in 7.5.6:

“During the inter RAT handover from UTRAN/GERAN to E-UTRAN, if the old SGSN receives the target eNodeB ID from the source RNC/BSS, it may include this information in the eNodeB IE in the Forward Relocation Request message to the target MME. The old SGSN shall also include the Target Identification IE, which is mapped from the target eNodeB ID received”.

The problem was, the Target Identification IE was mandatory (see Table 29) and the mapping wasn’t working for the above use case. To resolve the problem, CT4 kept broken, but mandatory Target Identification IE and added an optional eNodeB IE to the message. Deleted statements in NOTE 2 remove potential confusion, which clarifies the whole matter.

Please let me know if you could agree with the above proposals.

Frank

In my understanding, in early days of deploying E-UTRAN, to support handover from UTRAN to E-UTRAN, to reduce the impact on the existing RNC, such mapping mechanism is created, that target eNB ID is mapped to target RNC ID; and also considering the support of shared network at the target side, those note were made. I think such mapping works very well if configured correctly.

Giorgi

All right, we can at least agree on the first change.
Concerning the second change, if you have some free time for this, which I doubt, please see a DISC from Reno meeting: https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_95_Reno/Docs/C4-195089.zip. The paper was noted, because as I remember I got a comment that the issue was solved long ago by introducing optional eNodeB IE. The first change is aligned with that comment.

Open

Draft revison to be provided?


	
	
	0960
	CR 29.060 1066 Rel-16 Clarification to the Target Identification and eNodeB ID usage
	Huawei
	
	

	
	
	0502
	CR 29.274 1978 Rel-16 PGW Selection and the Create Session Request message
	Ericsson
	
	WI 5GS_Ph1-CT, TEI16

CAT F

Hiroshi

I have nothing against the technical change proposed, but why is this CR to TS 29.274 in C4-200502 “PGW Selection and the Create Session Request message” only introduced for Rel-16 and not to Rel-15?
As this CR was recognized as Category F for a Rel-15 WI 5G_ph1-CT, I believe it is better to have this from Release 15.

Yet, reading the reason for change, it also sounds like optimization, in which case it could be Category B.

My preference is to have this CR from Release 15.

Frank
We are fine to have the CR from Rel-15 if it is regards as FASMO. And in this case, it must be “F” CR.

In my view, it is not optimisation, it is a correction.

It will happen much often, when 5GC entities e.g. a combined PGW/SGW, UDM and PCF are connected with a MMEs and Network Slice are deployed.
Bruno: Not an essential correction, not  FASMO, will provide  further comments via email.

Frank asked for more feedback from other companies.
Hiroshi:

Of course, if it is Release 15 then category must be “F”.
As you say, if everyone agrees this as correction, then just to repeat, I would prefer to have from Release 15 to avoid considering the combinations of which Release each entity in the network supports for this purpose.

Bruno

· Reason for change: 
· It should not refer to the scenario where a PGW is in overload: I do not remember discussion and agreement in CT4 on allowing a PGW forwarding a CSReq to another PGW when the former is in overload. Such behaviour would actually cause more load on the overloaded PGW (e.g. to discover an alternative PGW and forward the message to it).

· It should however detail the current bullet 1 and explain in more details in which scenarios an MME could end up selecting a PGW not supporting the slice to which the user has a subscription. Use case would be when the same APN/DNN can be supported by at least 2 slices and the EPC would have no way to determine the slice that applies to the UE, but wouldn’t (e)DÉCOR solve the pb in most of the cases? Possible case is roaming case where DÉCOR in VPLMN would not be supported / not work to select a proper PGW in HPLMN. 
· This should be a Cat B CR as this is new functionality (stage 2 reqts do not even exist …). WI code shall be TEI16 (not 5GS_Ph1-CT).

· Technical aspects: 

· Regarding the statement “as the first PGW can set the source IP address and the source UDP port as the one received from the SGW”, we don’t think that this is a safe way to do. A lot of routers/gateways perform anti-spoofing/reverse source route check for security purpose, and they would drop the packet sent from a node which does not really own the source IP.

To redirect the CSReq, the path should be:
· CSReq:  MME->SGW->PGW1->PGW2 where the PGW1 will use its own IP and UDP port in the source IP/UDP port in the forwarded CSReq towards the PGW2, and keep the SGW sender FTEID and override the PGW IP inside the CSReq;

· CSResp: PGW2->PGW1->SGW->MME where the PGW2 has to send the CSResp back to the PGW1 to forward to the SGW, then after that, the PGW2 will use the SGW’s sender FTEID (received in the CSReq) to communicate with the SGW directly in the subsequent call flows.

This needs to be properly documented in the actual changes.

· Note that redirection from source PGW/SMF to target PGW/SMF means that source PGW/SMF and target PGW/SMF are not in slices isolated from each other.
· Clauses 7.2.1 and 8.1.2: “redirected by a PGW” : would be clearer to speak about CSReq being “forwarded” rather than “redirected”. It should also be clarified that the CSRMRI flag is set by the forwarding PGW (current text refers to S5/S8 and S2b which is not incorrect formally but which could wrongly hint this is set by a SGW or ePDG).
Draft revision 1 provided
Frank provided comments to draft version
Caixia
1. How the PGW know the slices supported by other PGWs?
[Frank] As further described in the revision (v1), in some network deployment, where 5G slice is used and the PGW/SMFs are connected to the UDM, in such case, the combined PGW/SMF may perform NRF procedure to find a PGW supporting the desired network slice, or it can be based on the local configuration in the PGW.
2. What the interface between PGW, I think there is not signaling interface between PGWs in stage2?
[Frank] When the PGW forwards such Create Session Request, it behaves as it is a SGW, i.e. S5/S8, and there is no protocol impact. However such forwarding becomes an issue when EPS to 5GS interworking is required, the correct PGW FQDN shall be returned. The actual protocol change is also trivial.
3. Decore supported in 4G, shall be used to do some mapping between slice to avoid the problem you indicated.
[Frank] It is ONLY possible when DCN is supported in both visiting and home network; however this requires a lot of configuration/coordination between 4G DCN and 5G network slice, and given the number of network slice and number of DCN are different, it makes such coordination more tricky. In roaming scenario, it is likely DCN may not be supported in both visit and home. More important, many operators want to use 5G network slice (skipping deploying DCN) and 5GC (with combined PGW/SMF connected to UDM/PCF)

Open
Draft revision to be provided


	6.3.11
	PWS
	
	
	
	
	TEI16

	
	
	0716
	CR 29.168 0072 Rel-16 Essential Corrections on PWS Procedures for 5GC
	Ericsson
	Postponed to next meeting
	WI TEI16

CAT F

	
	
	0717
	CR 29.168 0073 Rel-16 SBc-AP for MME+PWS-IWF
	Ericsson
	Postponed to next meeting
	WI TEI16

CAT F

	6.3.12
	PLMN interconnection, N32
	
	
	
	
	TEI16

	Confcall
	
	0558
	discussion    Misalignment between TS 33.501 and TS 29.573 on N32-f context ID
	Nokia, Nokia Shanghai Bell
	
	Delegates  are asked to  provide feedback on this  discussion  paper

	Confcall
	
	0559
	discussion    Misalignment between TS 33.501 and TS 29.573 on HTTP connections for N32-c and on N32-f contexts termination
	Nokia, Nokia Shanghai Bell
	
	Delegates  are asked to  provide feedback on this  discussion  paper:

-short lived connection



	
	
	0561
	CR 29.573 0030 Rel-16 Corrections to N32 procedures for PRINS (PRotocol for N32 INterconnect Security)
	Nokia, Nokia Shanghai Bell
	
	WI 5GS_Ph1-CT, TEI16

CAT F

	
	
	0566
	CR 29.510 0288 Rel-16 Content type of Access Token Request
	Nokia, Nokia Shanghai Bell
	
	WI TEI16, 5GS_Ph1-CT

CAT F

	Confcall
	
	0659
	CR 29.573 0034 Rel-16 HTTP/2 connection used for the N32-c interface
	Huawei
	
	WI TEI16

CAT F

Bruno:

C4-200659 clashes with the conclusion of our DISC paper (C4-200559). 
There would be more open questions and significantly more impacts to the N32 API if stage 3 was aligned on stage 2, see quotes from DISC paper. 

We recommend to stick to the protocol designed by CT4 (intentionally short lived connection) and to ask SA3 to consider aligning TS 33.501 unless they identify security problems with the existing stage 3 solution

Open
Bruno: Discrepancy: in SA3 spec a note which states N32 connection is long lived. In our  specs in CT4 it  is specified  as short lived.  Small amount of signalling  waste resources to hold long lived  resources.

Multiple HTTP connection for N32?

We should stick to our decision to have short lived connection on N32.



	Confcall
	
	0781
	LS out    LS on Misalignment on HTTP connections for N32-c and on N32-f contexts termination
	Nokia, Nokia Shanghai Bell
	
	

	Confcall
	
	0782
	LS out    LS on Misalignments on N32-f context Id
	Nokia, Nokia Shanghai Bell
	
	

	6.3.13
	23.008
	
	
	
	
	TEI16

	
	
	0800
	CR 23.008 0577 Rel-16 Correction on subscription based access restriction in unlicensed bands
	Qualcomm Incorporated
	
	WI TEI16, 5GS_Ph1-CT

CAT F

	6.3.14
	MAP
	
	
	
	
	TEI16

	
	
	0826
	CR 29.002 1252 Rel-16 Correction on Location Information used by IM-SSF in 5G
	Huawei, HiSilicon / Bill
	Revised to C4-20yyyy
	WI TEI16

CAT F

Ulrich

we may want to consider this correction also for Rel-15.

Open

Should be for Rel-15

Request  new tdoc number/CR for rel-15

Revise CR with category A

WI code change to 5GS_Ph1-CT

	
	
	yyyy
	CR 29.002 1252 Rel-16 Correction on Location Information used by IM-SSF in 5G
	Huawei, HiSilicon / Bill
	
	WI 5GS_Ph1-CT
CAT A



	
	
	0978
	CR 29.002 1253 Rel-15 Correction on Location Information used by IM-SSF in 5G
	Huawei, HiSilicon / Bill
	
	WI 5GS_Ph1-CT
CAT F

WI code wrong 

Revision needed

	6.3.15
	AoB
	
	
	
	
	TEI16

	
	
	0757
	discussion   Rel-16 Discussion on handover failure between 3GPP and non-3GPP accesses
	LG Electronics
	
	

	
	
	0878
	CR 29.128 0075 Rel-16 Reachability Cause
	Nokia, Nokia Shanghai Bell
	
	WI TEI16

CAT F

	
	
	0879
	CR 29.230 0680 Rel-16 Reachability Cause
	Nokia, Nokia Shanghai Bell
	
	WI TEI16

CAT F

	
	
	0899
	CR 29.273 0522 Rel-16 APN-OI-Replacement not applicable for Emergency services
	Ericsson
	
	WI TEI16

CAT F

	6.3.16
	API version
	
	
	
	
	TEI16

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6.3.17
	Exception sheets
	
	
	
	
	

	
	
	
	LOLC
	Huawei
	
	Giorgi

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7
	Release 15
	
	
	
	
	

	7.1
	CT4 Led WIs
	
	
	
	
	

	7.1.1
	EPC enhancements to support 5G New Radio via Dual Connectivity, CT aspects
	
	
	
	
	EDCE5-CT

	
	
	
	
	
	
	

	7.1.2
	CT aspects of unlicensed spectrum offloading system enhancements
	
	
	
	
	USOS-CT

	
	
	
	
	
	
	

	7.1.3
	CT aspects of 5G Trace management
	
	
	
	
	NETSLICE-5GTRACE-CT

	
	
	
	
	
	
	

	7.2
	CT4 Supported WIs
	
	
	
	
	

	7.2.1
	CT aspects on 5G System - Phase 1
	
	
	
	
	5GS_Ph1-CT

	7.2.1.1
	Contributions to TS 29.500
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.2
	Contributions to TS 29.501
	
	
	
	
	5GS_Ph1-CT

	
	
	0405
	CR 29.501 0071 Rel-15 Storage of YAML files in ETSI Forge
	Ericsson
	
	TEI16

WI 5GS_Ph1-CT

CAT F

	
	
	0406
	CR 29.501 0072 Rel-16 Storage of YAML files in ETSI Forge
	Ericsson
	
	WI 5GS_Ph1-CT

CAT A

	
	
	0919
	other   Rel-16 Update of 5G SBI TS template
	Ericsson
	
	

	
	
	0900
	discussion    CR against TS 21.900 on OpenAPI specification file storage for endorsement
	Nokia, Nokia Shanghai-Bell
	
	5GS_Ph1-CT



	
	
	
	
	
	
	

	7.2.1.3
	Contributions to TS 29.502
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.4
	Contributions to TS 29.503
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.5
	Contributions to TS 29.504
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.6
	Contributions to TS 29.505
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.7
	Contributions to TS 29.509
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.8
	Contributions to TS 29.510
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.9
	Contributions to TS 29.511
	
	
	
	
	5GS_Ph1-CT

	
	
	0331
	CR 29.511 0026 Rel-15 OpenAPI Version Correction
	Deutsche Telekom AG
	
	WI 5GS_Ph1-CT

CAT F

	7.2.1.10
	Contributions to TS 29.518
	
	
	
	
	5GS_Ph1-CT

	
	
	0471
	CR 29.518 0278 Rel-15 smsSupport attribute in UE context
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5GS_Ph1-CT

CAT F

	
	
	0472
	CR 29.518 0279 Rel-16 smsSupport attribute in UE context
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5GS_Ph1-CT

CAT A

	
	
	0568
	CR 29.518 0278 Rel-15 smsSupport attribute in UE context
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5GS_Ph1-CT

CAT F

	7.2.1.11
	Contributions to TS 23.527
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.12
	Contributions to TS 29.531
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.13
	Contributions to TS 29.540
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.14
	Contributions to TS 29.571
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.15
	Contributions to TS 29.572
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.16
	Contributions to TS 29.573
	
	
	
	
	5GS_Ph1-CT

	
	
	0461
	discussion    Misalignment between TS 33.501 and TS 29.573 on N32-f context ID
	Nokia, Nokia Shanghai Bell
	withdrawn
	

	
	
	0462
	discussion    Misalignment between TS 33.501 and TS 29.573 on HTTP connections for N32-c and on N32-f contexts termination
	Nokia, Nokia Shanghai Bell
	withdrawn
	

	
	
	0463
	CR 29.573 0029 Rel-15 Corrections to N32 procedures for PRINS (PRotocol for N32 INterconnect Security)
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5GS_Ph1-CT

CAT F

	
	
	0464
	CR 29.573 0030 Rel-16 Corrections to N32 procedures for PRINS (PRotocol for N32 INterconnect Security)
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5GS_Ph1-CT

CAT A

	
	
	0560
	CR 29.573 0029 Rel-15 Corrections to N32 procedures for PRINS (PRotocol for N32 INterconnect Security)
	Nokia, Nokia Shanghai Bell
	withdrawn
	WI 5GS_Ph1-CT

CAT F

	7.2.1.17
	Contributions to TS 29.524
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.1.18
	Impacted Specifications
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.2.1.19
	AoB for 5GS_Ph1
	
	
	
	
	5GS_Ph1-CT

	
	
	
	
	
	
	

	7.2.2
	IMS impact due to 5GS IP-CAN
	
	
	
	
	IMSo5G

	
	
	
	
	
	
	

	7.2.3
	CT aspects of Northbound APIs for SCEF – SCS/AS Interworking
	
	
	
	
	NAPS-CT

	
	
	
	
	
	
	

	7.2.4
	CT aspects of support of voice services over WLAN Access
	
	
	
	
	VoWLAN-CT

	
	
	
	
	
	
	

	7.2.5
	CT aspects on enhanced VoLTE performance
	
	
	
	
	eVoLP-CT

	
	
	
	
	
	
	

	7.2.6
	Increasing the number of EPS bearers (stage 3)
	
	
	
	
	INOBEAR-CT

	
	
	
	
	
	
	

	7.3
	AoB for Rel-15
	
	
	
	
	TEI15

	7.3.1
	29.230
	
	
	
	
	

	
	
	0392
	LS in   Rel-15 LS on Addition of AVP code definitions
	SA5
	Noted
	S5-197696

To: CT4

CC: CT3

Contact: Nokia
SA5 would like to inform CT4 about the following AVPs defined in TS 32.299, for incorporation into corresponding TS 29.230: 

Proposed treatment:

Prepare CRs to 29.230 for Rel-15 and Rel-16 for the new AVPs. See C4-200341 and C4-200342.
Postponed to agenda item 7.3.1.

	
	
	0753
	draftCR 29.343  Rel-15 Editorial Updates to open ProSe direct discovery
	CATT
	withdrawn
	TEI15

CAT F

	
	
	0341
	CR 29.230 0675 Rel-15 AVP codes for 32.299
	Nokia, Nokia Shanghai Bell
	
	WI DOCME_CH

CAT F

	
	
	
	
	
	
	

	8
	Release 14 and Earlier
	
	
	
	
	

	8.1
	GTP and PMIP
	
	
	
	
	TEI8, TEI9, TEI10, TEI11, TEI12, TEI13, TEI14

	
	
	
	
	
	
	

	8.2
	Diameter based Interfaces (29.272, 29.173)
	
	
	
	
	TEI8, TEI9, TEI10, TEI11, TEI12, TEI13, TEI14

	
	
	
	
	
	
	

	8.3
	CUPS
	
	
	
	
	CUPS-CT

	
	
	
	
	
	
	

	8.4
	Any other Business
	
	
	
	
	TEI8, TEI9, TEI10, TEI11, TEI12, TEI13, TEI14

	
	
	0754
	draftCR 29.343  Rel-14 Correct the description in "Open ProSe direct discovery" clause.
	CATT
	withdrawn
	CAT A

	
	
	0755
	draftCR 29.343  Rel-13 Correct the description in "Open ProSe direct discovery" clause.
	CATT
	withdrawn
	CAT F

	
	
	
	
	
	
	

	9
	Update of the Work Plan
	
	
	
	
	

	
	
	
	Work Plan    Work Plan
	CT4 Chairman
	
	

	
	
	
	
	
	
	

	10
	AoB
	
	
	
	
	

	
	
	
	
	
	
	

	11
	Future meetings
	
	
	
	
	

	
	
	
	
	
	
	

	12
	Check of Approved Output Documents
	
	
	
	
	

	
	
	
	other    Output Documents
	CT4 Chairman
	
	

	
	
	
	
	
	
	

	13
	Closing of the Meeting 

(17:30 Friday)
	
	
	
	
	

	
	
	
	
	
	
	


Procedure for CT#87 Plenary:
1. Rapporteurs will implement the CRs agreed in the CTx meetings handled in the Plenary cycle in both main body and OpenAPI specification. Changes will be identified with the CR number. Rapporteurs will also generate the yaml file by using a proper text editor (e.g. NotePad++)
2. Rapporteurs will store by Wednesday 4th, 17:00 CET the updated TSs in a zip file that will contain the yaml file in the following directories:
a. CT3: ftp://ftp.3gpp.org/Email_Discussions/CT3/CT86/Draft
b. CT4: ftp://ftp.3gpp.org/Email_Discussions/CT4/CT86/Draft
Use EOL account to get access to the repository.
Rapporteurs will indicate in the CTx reflector when the file is available and will also upload the yaml files in ETSI Forge.

The stored version will also include corrections on the topics identified by the rapporteur in the implementation process.

3. All syntax errors identified by the rapporteur or any other delegate after the 3GPP meeting will be solved by bringing company CRs to the CT Plenary.
4. Rapporteurs will provide the updated TS version and yaml file by Friday 6th, 17:00 CET in the following directories:
a. CT3: ftp://ftp.3gpp.org/Email_Discussions/CT3/CT87/Stable 
b. CT4: ftp://ftp.3gpp.org/Email_Discussions/CT4/CT87/Stable 
5. After the Plenary, rapporteurs will prepare the final TS version, including yaml file, ensuring that all the approved CRs are implemented and will store them under:
a. ftp://ftp.3gpp.org/Email_Discussions/CT3/CT87/Final 
b. ftp://ftp.3gpp.org/Email_Discussions/CT4/CT87/Final 
6. MCC will ensure that all CRs are correctly implemented and will share the draft TSs by the end of the week after the Plenary.
Rapporteurs & delegates are encouraged to check that all CRs are properly implemented and to use ETSI Forge tool for that purpose.

Draft version to be send for Information/Approval to plenary
Draft version available by 4th March
Comments until 5th March
Final version by 6th March
Reminder:

29.501 Annex B (informative): Backward Incompatible Changes

This Annex provides information about the changes in the API that are considered as backwards compatible and those that are considered as backwards incompatible. This list is to be considered informative and it may be expanded in future releases, when necessary.

Backward compatible changes are additions or changes in the API that do not break the existing Service Consumer behaviour. Examples of backward compatible changes include:

-
Adding a new, optional child resource/URI;
-
Supporting a new HTTP method;
-
Adding new elements to a resource representation;

-
Changing the order of fields in a resource representation;

-
Addition of a new status code:

NOTE 1:
When a NF / NF Service receives a HTTP status code that it cannot recognize it will treat it as the corresponding x00 status code as specified in subclause 5.2.7.3 of 3GPP TS 29.500 [2].
-
Corrections of obvious errors in an OpenAPI file required to enable a correct parsing of the file such as misspelled references;

-
Corrections that only relate to smaller and optional parts of the functionality (e.g. a supported feature, see 3GPP TS 29.500 [2] subclause 6.6.2), even if the changes are backward incompatible with respect to that part of the functionality; and

NOTE 2:
It is recommended to only apply corrections which are also backward compatible with respect to such smaller and optional parts of the functionality. If this is not possible a new supported feature can be introduced to enable a negotiation of the support of the correction, and the old corresponding supported feature can be marked as "withdrawn" in the table defining the supported features of an API.
-
Backward-compatible changes related to the semantics (i.e. functional behaviour) specified for an API.

Backward incompatible changes are additions or changes in the API that break the existing Service Consumer behaviour. Here is a list of backward incompatible changes that shall require incrementing the 1st field (MAJOR) of the API version number unless they only relate to smaller and optional parts of the functionality (see above):

-
Removing a resource/URI:
-
Removing support for an HTTP method;

-
Renaming a field in a resource representation;
-
Adding mandatory parameters to a resource URI or resource representation;

-
Attribute data type changes;

-
Cardinality changes (NOTE 3); and

NOTE 3:
Whether attribute cardinality changes are backward compatible depend on the type of change. Examples of non-backward compatibility changes include decreasing the upper bound of a cardinality range for attributes sent by the NF service consumer, changing the meaning of the default behavior associated to the absence of an attribute of cardinality 0..N, etc.
-
Backward incompatible changes related to the semantics (i.e. functional behaviour) specified for an API.
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