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* * * First Change * * * *
[bookmark: _Toc19717108]5.6.x	PFCP Session Audit 
The CP and UP functions may get desynchronized after a transient Sx or N4 path failure, e.g. a PFCP session context may have been deleted in the CP function but not been notified to the UP function, and vice-versa.  This can result in hanging PFCP sessions in the CP function or UP function. 
The CP and UP functions may support auditing a PFCP session in the peer PFCP entity as described in this clause. If so, they shall indicate support of the PFCP session audit feature in the CP Function Features IE and UP Function Features IE respectively (see clauses 8.2.25 and 8.2.58).
The following procedures may apply if the CP and UP functions indicated support of the PFCP session audit feature.
The CP function may check whether a PFCP session exists in the UP function by sending a PFCP Session Modification Request with the PFCPSMReq-Flags IE including the PFCP Session Audit flag set to 1 and with the Sender F-SEID IE set to the F-SEID identifying the PFCP session in the CP function. The request may also include the APN/DNN and/or the User ID IEs for debugging and logging purposes. Upon receipt of this request, the UP function shall respond with the cause "Request accepted (success)" if a PFCP session context exists in the UP function matching the UP F-SEID (received in the PFCP header) and the CP F-SEID received in the Sender F-SEID IE, otherwise with the cause "Session context not found". The CP function shall locally delete the PFCP session context in the latter case. 
The UP function may check whether a PFCP session exists in the CP function by sending a PFCP Session Report Request with the Report Type set to "PFCP Session Audit Report" and with the Sender F-SEID IE set to the F-SEID identifying the PFCP session in the UP function. The request may also include the APN/DNN IEs and/or the User ID for debugging and logging purposes. Upon receipt of this request, the CP function shall respond with the cause "Request accepted (success)" if a PFCP session context exists in the CP function matching the CP F-SEID (received in the PFCP header) and the UP F-SEID received in the Sender F-SEID IE, otherwise with the cause "Session context not found". The UP function shall locally delete the PFCP session in the latter case.

* * * Next Change * * * *
[bookmark: _Toc27490793][bookmark: _Toc27557086][bookmark: _Toc27724003][bookmark: _Toc19717299][bookmark: _Toc19717323]7.5.4.1	General
The PFCP Session Modification Request is used over the Sxa, Sxb, Sxc and N4 interface by the CP function to request the UP function to modify the PFCP session.
Table 7.5.4.1-1: Information Elements in a PFCP Session Modification Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	CP F-SEID
	C
	This IE shall be present if the CP function decides to change its F-SEID for the PFCP session. The UP function shall use the new CP F-SEID for subsequent PFCP Session related messages for this PFCP Session. See Note 2.
	X
	X
	X
	X
	F-SEID

	Remove PDR
	C
	When present, this IE shall contain the PDR Rule which is requested to be removed. See Table 7.5.4-6-1.
Several IEs within the same IE type may be present to represent a list of PDRs to remove.
	X
	X
	X
	X
	Remove PDR

	Remove FAR
	C
	When present, this IE shall contain the FAR Rule which is requested to be removed. See Table 7.5.4-7-1.
Several IEs within the same IE type may be present to represent a list of FARs to remove.
	X
	X
	X
	X
	Remove FAR

	Remove URR
	C
	When present, this shall contain the URR Rule which is requested to be removed. See Table 7.5.4-8-1.
Several IEs within the same IE type may be present to represent a list of URRs to remove.
	X
	X
	X
	X
	Remove URR

	Remove QER
	C
	When present, this IE shall contain the QER Rule which is requested to be removed. See Table 7.5.4-9-1.
Several IEs within the same IE type may be present to represent a list of QERs to remove.
	-
	X
	X
	X
	Remove QER

	Remove BAR
	C
	When present, this IE shall contain the BAR Rule which is requested to be removed. See Table 7.5.4.12-1.
	X
	-
	-
	X
	Remove BAR

	Remove Traffic Endpoint
	C
	When present, this IE shall contain the Traffic Endpoint ID identifying the traffic endpoint to be removed, if the UP function has indicated support of PDI optimization.
All the PDRs that refer to the removed Traffic Endpoint shall be deleted.
See Table 7.5.4.14-1.
	X
	X
	X
	X
	Remove Traffic Endpoint

	Create PDR
	C
	This IE shall be present if the CP function requests the UP function to create a new PDR.
See Table 7.5.2.2-1.
Several IEs within the same IE type may be present to represent a list of PDRs to create.
	X
	X
	X
	X
	Create PDR

	Create FAR
	C
	This IE shall be present if the CP function requests the UP function to create a new FAR.See Table 7.5.2.3-1.
Several IEs within the same IE type may be present to represent a list of FARs to create.
	X
	X
	X
	X
	Create FAR

	Create URR
	C
	This IE shall be present if the CP function requests the UP function to create a new URR. See Table 7.5.2.4-1.
Several IEs within the same IE type may be present to represent a list of URRs to create.
	X
	X
	X
	X
	Create URR

	Create QER
	C
	This IE shall be present if the CP function requests the UP function to create a new QER. See Table 7.5.2.5-1.
Several IEs within the same IE type may be present to represent a list of QERs to create.
	-
	X
	X
	X
	Create QER

	Create BAR
	C
	This IE shall be present if the CP function requests the UP function to create a new BAR.
See Table 7.5.2.6-1.
	X
	-
	-
	X
	Create BAR

	Create Traffic Endpoint
	C
	When present this IE shall contain the information associated with the Traffic Endpoint to be created, if the UP function has indicated support of PDI optimization. See Table 7.5.2.7-1.
	X
	X
	X
	X
	Create Traffic Endpoint

	Update PDR
	C
	This IE shall be present if a PDR previously created for the PFCP session need to be modified. See Table 7.5.4.2-1.
Several IEs within the same IE type may be present to represent a list of PDRs to update.
	X
	X
	X
	X
	Update PDR

	Update FAR
	C
	This IE shall be present if a FAR previously created for the PFCP session need to be modified. See Table 7.5.4.3-1. Several IEs within the same IE type may be present to represent a list of FARs to update.
	X
	X
	X
	X
	Update FAR

	Update URR
	C
	This IE shall be present if URR(s) previously created for the PFCP session need to be modified.
Several IEs within the same IE type may be present to represent a list of modified URRs. Previously URRs that are not modified shall not be included. See Table 7.5.4.4-1.
	X
	X
	X
	X
	Update URR

	Update QER
	C
	This IE shall be present if QER(s) previously created for the PFCP session need to be modified.
Several IEs within the same IE type may be present to represent a list of modified QERs.
Previously created QERs that are not modified shall not be included.
See Table 7.5.4.5-1.
	-
	X
	X
	X
	Update QER

	Update BAR
	C
	This IE shall be present if a BAR previously created for the PFCP session needs to be modified.
A previously created BAR that is not modified shall not be included.
See Table 7.5.4.11-1.
	X
	-
	-
	X
	Update BAR

	Update Traffic Endpoint
	C
	When present this IE shall contain the information associated with the traffic endpoint to be updated, if the UP function has indicated support of PDI optimization.

All the PDRs that refer to the Traffic Endpoint shall use the updated Traffic Endpoint information.
See Table 7.5.4.13-1.
	X
	X
	X
	X
	Update Traffic Endpoint

	PFCPSMReq-Flags
	C
	This IE shall be included if at least one of the flags is set to "1".
-	DROBU (Drop Buffered Packets): the CP function shall set this flag if the UP function is requested to drop the packets currently buffered for this PFCP session (see NOTE 1).
-	QAURR (Query All URRs): the CP function shall set this flag if the CP function requests immediate usage report(s) for all the URRs previously provisioned for this PFCP session (see NOTE 3). 
-	SAUDR (PFCP Session Audit Request): the CP function shall set this flag if the request is sent to audit a PFCP session in the UPF (see clause 5.6.x).  
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	PFCPSMReq-Flags

	Query URR
	C
	This IE shall be present if the CP function requests immediate usage report(s) to the UP function.
Several IEs within the same IE type may be present to represent a list of URRs for which an immediate report is requested.
See Table 7.5.4.10-1.
See NOTE 3.
	X
	X
	X
	X
	Query URR

	PGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	X
	X
	-
	-
	FQ-CSID

	SGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	X
	X
	-
	-
	FQ-CSID

	MME FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	X
	X
	-
	-
	FQ-CSID

	ePDG FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	-
	X
	-
	-
	FQ-CSID

	TWAN FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	-
	X
	-
	-
	FQ-CSID

	User Plane Inactivity Timer
	C
	This IE shall be present if it needs to be changed.
	-
	X
	X
	X
	User Plane Inactivity Timer

	Query URR Reference
	O
	This IE may be present if the Query URR IE is present or the QAURR flag is set to "1". When present, it shall contain a reference identifying the query request, which the UP function shall return in any usage report sent in response to the query.
	X
	X
	X
	X
	Query URR Reference

	Trace Information
	O
	When present, this IE shall contain the trace instructions to be applied by the UP function for this PFCP session.
A Trace Information with a null length indicates that the trace session shall be deactivated. 
	X
	X
	X
	X
	Trace Information

	Remove MAR
	C
	When present, this IE shall contain the MAR Rule which is requested to be removed. See Table 7.5.4.15-1.
Several IEs within the same IE type may be present to represent a list of MARs to remove.
	-
	-
	-
	X
	Remove MAR

	Update MAR
	C
	This IE shall be present if a MAR previously created for the PFCP session needs to be modified. See Table 7.5.4.16-1.

Several IEs within the same IE type may be present to represent a list of MARs to update.
	-
	-
	-
	X
	Update MAR

	Create MAR
	C
	This IE shall be present if the CP function requests the UP function to create a new MAR for a new PDR. See Table 7.5.2.8-1.

Several IEs within the same IE type may be present to represent a list of MARs to create.
	-
	-
	-
	X
	Create MAR

	Node ID
	C
	This IE shall be present if a new SMF in an SMF Set, with one PFCP association per SMF and UPF (see clause 5.22.3), takes over the control of the PFCP session.
When present, it shall contain the unique identifier of the new SMF.
	-
	-
	-
	X
	Node ID

	Port Management Information for TSC
	C
	This IE shall be present if the SMF needs to send Port Management information for TSC to the UPF.
	-
	-
	-
	X
	Port Management Information for TSC

	Remove SRR
	C
	When present, this shall indicate the SRR Rule which is requested to be removed. See Table 7.5.4-19-1.
Several IEs within the same IE type may be present to represent a list of SRRs to remove.
	-
	-
	-
	X
	Remove SRR

	Create SRR
	C
	This IE shall be present if the CP function requests the UP function to create a new SRR. See Table 7.5.2.9-1.
Several IEs within the same IE type may be present to represent a list of SRRs to create.
	-
	-
	-
	X
	Create SRR

	Update SRR
	C
	This IE shall be present if SRR(s) previously created for the PFCP session need to be modified.
Several IEs within the same IE type may be present to represent a list of modified SRRs. Previously SRRs that are not modified shall not be included. See Table 7.5.4.20-1.
	-
	-
	-
	X
	Update SRR

	Provide ATSSS Control Information
	C
	This IE shall be present for PFCP session modification for a MA PDU session, if the ATSSS Control Information changes.
When present, this IE shall contain the required ATSSS functionalities for this MA PDU session.
The UPF shall replace any value received previously by the new information received in this IE. See Note 4.
See Table 7.5.2.10-1.
	-
	-
	-
	X
	Provide ATSSS Control Information

	Sender F-SEID
	C
	This IE shall be present if the SAUDR (PFCP Session Audit Request) flag is set to 1 in the PFCPSMReq-Flags IE. When present, it shall contain the F-SEID identifying the PFCP session in the CP function.
	X
	X
	X
	X
	Sender F-SEID

	User ID
	O
	This IE may be present, based on operator policy, if the SAUDR (PFCP Session Audit Request) flag is set to 1 in the PFCPSMReq-Flags IE. It shall only be sent if the UP function is in a trusted environment.
	X
	X
	X
	X
	User ID

	APN/DNN
	O
	This IE may be present, if the SAUDR (PFCP Session Audit Request) flag is set to 1 in the PFCPSMReq-Flags IE.
	X
	X
	-
	X
	APN/DNN

	NOTE 1:	The CP function may request the UP function to drop the packets currently buffered for the PFCP session when using extended buffering of downlink data packets, buffering is performed in the UP function and the DL Data Buffer Expiration Time is handled by the CP function. In this case, when the DL Data Buffer Expiration Time expires, the CP function shall send an PFCP Session Modification Request including the DROBU flag (to drop the downlink data packets currently buffered in the UP function) and updating the Apply Action within the FARs of this PFCP session to request the UP function to start buffering the downlink data packets with notifying the arrival of subsequent downlink data packets. See clause 5.9.3 of 3GPP TS 23.214 [2].
NOTE 2:	When changing the CP F-SEID of an established PFCP Session, the CP function shall be able to handle any incoming PFCP Session related messages sent by the UP function with the previous CP F-SEID for a duration at least longer than twice the PFCP retransmission timer (N1xT1).
NOTE 3:	The QAURR (Query All URRs) flag in the PFCPSMReq-Flags IE and the Query URR IE are exclusive from each other in a PFCP Session Modification Request.
NOTE 4:	If the ATSSS resources have already been allocated to the PFCP session previously, e.g. during the PFCP session establishment, the UPF shall not allocate new values for such resources (e.g. UE Link-Specific IP Address).




* * * Next Change * * * *
[bookmark: _Toc27490822][bookmark: _Toc27557115][bookmark: _Toc27724032]7.5.8.1	General
The PFCP Session Report Request shall be sent over the Sxa, Sxb, Sxc and N4 interface by the UP function to report information related to an PFCP session to the CP function.
Table 7.5.8-1: Information Elements in a PFCP Session Report Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Report Type
	M
	This IE shall indicate the type of the report.
	X
	X
	X
	X
	Report Type

	Downlink Data Report
	C
	This IE shall be present if the Report Type indicates a Downlink Data Report. 
	X
	-
	-
	X
	Downlink Data Report

	Usage Report
	C
	This IE shall be present if the Report Type indicates a Usage Report.
Several IEs within the same IE type may be present to represent a list of Usage Reports.
	X
	X
	X
	X
	Usage Report

	Error Indication Report
	C
	This IE shall be present if the Report Type indicates an Error Indication Report. 
	X
	X
	-
	X
	Error Indication Report

	Load Control Information
	O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.
See Table 7.5.3.3-1.
	X
	X
	X
	X
	Load Control Information

	Overload Control Information
	O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.
See Table 7.5.3.4-1.
	X
	X
	X
	X
	Overload Control Information

	Additional Usage Reports Information
	C
	This IE shall be included in one additional PFCP Session Report Request message, if the PFCP Session Modification Response or the PFCP Session Deletion Response indicated that more reports would follow (i.e. if the AURI flag was set to "1") (see clause 5.2.2.3.1).
When present, this IE shall indicate the total number of usage reports that need to be sent in PFCP Session Report Request messages.
	X
	X
	X
	X
	Additional Usage Reports Information

	PFCPSRReq-Flags
	C
	This IE shall be included if at least one of the flags is set to "1".
-	PSDBU (PFCP Session Deleted By the UP function): if both the CP function and UP function support the EPFAR feature, the UP function may set this flag if the UP function needs to delete the PFCP session, e.g. to report all remaining non-zero usage reports for all URRs in the PFCP Session and the PFCP session is being deleted locally in the UP function.
-	the UP function shall also set this flag when sending the last PFCP Session Report Request message after having received a PFCP Session Deletion Request (see clause 5.2.2.3.1).
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	PFCPSRReq-Flags

	Old CP F-SEID
	C
	This IE shall be present if the UPF sends the PFCP Session Report Request to a different SMF in an SMF Set. See clauses 5.22.2 and 5.22.3.
When present, it shall indicate the CP F-SEID assigned by the previous SMF to the PFCP session. 
	-
	-
	-
	X
	F-SEID

	Packet Rate Status
	C
	This IE shall be present if the EPFAR is used (see clause 5.18), UP function initiates a PFCP Session release and the CP function has requested in a QER to report the packet rate status when the PFCP session is released.
When present, this IE shall indicate the remaining validity time and the remaining number of UL/DL packets that still can be sent.
	-
	X
	-
	X
	Packet Rate Status

	Port Management Information for TSC
	C
	This IE shall be present if the Report Type indicates Port Management Information for TSC Report.
	-
	-
	-
	X
	Port Management Information for TSC

	Session Report
	C
	This IE shall be present if the Report Type indicates a Session Report. See Table 7.5.8.6-1.
Several IEs within the same IE type may be present to represent a list of Session Reports.
	-
	-
	-
	X
	Session Report

	Sender F-SEID
	C
	This IE shall be present if the Report Type indicates a PFCP session audit. When present, it shall contain the F-SEID identifying the PFCP session in the UP function.
	X
	X
	X
	X
	Sender F-SEID

	APN/DNN
	O
	This IE may be present, if the Report Type indicates a PFCP session audit and the APN/DNN was received earlier from the CP function. When present, it shall contain the APN/DNN of the PFCP session.
	X
	X
	-
	X
	APN/DNN

	User ID
	O
	This IE may be present if the Report Type indicates a PFCP session audit and the User ID was received earlier from the CP function. When present, it shall contain the User ID associated to the PFCP session.
	X
	X
	X
	X
	User ID



* * * Next Change * * * *
[bookmark: _Toc27490867][bookmark: _Toc27557160][bookmark: _Toc27724077][bookmark: _Toc19717366]8.2.21	Report Type
The Report Type IE shall be encoded as shown in Figure 8.2.21-1. It indicates the type of the report the UP function sends to the CP function.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 39 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	AUDRSpare
	SESR
	PMIR
	UPIR
	ERIR
	USAR
	DLDR
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.21-1: Report Type
 Octet 5 shall be encoded as follows:
-	Bit 1 – DLDR (Downlink Data Report): when set to "1", this indicates Downlink Data Report
-	Bit 2 – USAR (Usage Report): when set to "1", this indicates a Usage Report
-	Bit 3 – ERIR (Error Indication Report): when set to "1", this indicates an Error Indication Report.
-	Bit 4 – UPIR (User Plane Inactivity Report): when set to "1", this indicates a User Plane Inactivity Report.
-	Bit 5 –PMIR (Port Management Information for TSC Report): when set to "1", this indicates a Port Management Information for TSC Report.
-	Bit 6 – Session Report (SESR): when set to "1", this indicates a Session Report.
-	Bit 7 – AUDR (PFCP Session Audit Report): when set to 1, this indicates a PFCP Session Audit Report.
-	Bit 7 to 8 – Spare, for future use and set to "0".
 At least one bit shall be set to "1". Several bits may be set to "1".


* * * Next Change * * * *
[bookmark: _Toc27490871][bookmark: _Toc27557164][bookmark: _Toc27724081][bookmark: _Toc19717370]8.2.25	UP Function Features
The UP Function Features IE indicates the features supported by the UP function. It is coded as depicted in Figure 8.2.25-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 43 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 6
	Supported-Features
	

	
	7 to 8
	Additional Supported-Features 1
	

	
	9 to 10
	Additional Supported-Features 2
	

	
	11 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.25-1: UP Function Features
The UP Function Features IE takes the form of a bitmask where each bit set indicates that the corresponding feature is supported. Spare bits shall be ignored by the receiver. The same bitmask is defined for all PFCP interfaces.
The following table specifies the features defined on PFCP interfaces and the interfaces on which they apply.
Table 8.2.25-1: UP Function Features
	Feature Octet / Bit
	Feature
	Interface
	Description

	5/1
	BUCP
	Sxa, N4
	Downlink Data Buffering in CP function is supported by the UP function.


	5/2
	DDND
	Sxa, N4
	The buffering parameter 'Downlink Data Notification Delay' is supported by the UP function. 

	5/3
	DLBD
	Sxa, N4
	The buffering parameter 'DL Buffering Duration' is supported by the UP function. 

	5/4
	TRST
	Sxb, Sxc, N4
	Traffic Steering is supported by the UP function.


	5/5
	FTUP
	Sxa, Sxb, N4
	F-TEID allocation / release in the UP function is supported by the UP function. 

	5/6
	PFDM
	Sxb, Sxc, N4
	The PFD Management procedure is supported by the UP function. 

	5/7
	HEEU
	Sxb, Sxc, N4
	Header Enrichment of Uplink traffic is supported by the UP function.

	5/8
	TREU
	Sxb, Sxc, N4
	Traffic Redirection Enforcement in the UP function is supported by the UP function. 

	6/1
	EMPU
	Sxa, Sxb, N4
	Sending of End Marker packets supported by the UP function.

	6/2
	PDIU
	Sxa, Sxb, Sxc, N4
	Support of PDI optimised signalling in UP function (see clause 5.2.1A.2).

	6/3
	UDBC
	Sxb, Sxc, N4
	Support of UL/DL Buffering Control

	6/4
	QUOAC
	Sxb, Sxc, N4
	The UP function supports being provisioned with the Quota Action to apply when reaching quotas. 

	6/5
	TRACE
	Sxa, Sxb, Sxc, N4
	The UP function supports Trace (see clause 5.15). 

	6/6
	FRRT
	Sxb, N4
	The UP function supports Framed Routing (see IETF RFC 2865 [37] and IETF RFC 3162 [38]).  

	6/7
	PFDE
	Sxb, N4
	The UP function supports a PFD Contents including a property with multiple values.

	6/8
	EPFAR
	Sxa, Sxb, Sxc, N4
	The UP function supports the Enhanced PFCP Association Release feature (see clause 5.18).

	7/1
	DPDRA
	Sxb, Sxc, N4
	The UP function supports Deferred PDR Activation or Deactivation.

	7/2
	ADPDP
	Sxa, Sxb, Sxc, N4
	The UP function supports the Activation and Deactivation of Pre-defined PDRs (see clause 5.19). 

	7/3
	UEIP
	Sxb, N4
	The UP function supports allocating UE IP addresses or prefixes (see clause 5.21).

	7/4
	SSET
	N4
	UPF support of PFCP sessions successively controlled by different SMFs of a same SMF Set (see clause 5.22). 

	7/5
	MNOP
	Sxa, Sxb, Sxc, N4
	UPF supports measurement of number of packets which is instructed with the flag 'Measurement of Number of Packets' in a URR. See also 5.2.2.2.1.

	7/6
	MTE
	N4
	UPF supports multiple instances of Traffic Endpoint IDs in a PDI.

	7/7
	BUNDL
	Sxa, Sxb, Sxc, N4
	PFCP messages bunding (see clause 6.5) is supported by the UP function.

	7/8
	GCOM
	N4
	UPF support of 5G VN Group Communication. (See clause 5.23)

	8/1
	MPAS
	N4
	UPF support for multiple PFCP associations to the SMFs in an SMF set (see clause 5.22.3).

	8/2
	RTTL
	N4
	The UP function supports redundant transmission at transport layer.

	8/3
	VTIME
	Sxb,N4
	UPF support of quota validity time feature.

	8/4
	NORP
	Sxa, Sxb, Sxc, N4
	UP function support of Number of Reports as specified in clause 5.2.2.2.

	8/5
	IPTV
	N4
	UPF support of IPTV service (see clause 5.25)

	8/6
	IP6PL
	N4
	UPF supports UE IPv6 address(es) allocation with IPv6 prefix length other than default /64 (including allocating /128 individual  IPv6 addresses), as specified in clause 4.6.2.2 of of 3GPP TS 23.316 [57]. 

	8/7
	TSCU
	N4
	Time Sensitive Communication is supported by the UPF (see clause 5.26).

	8/8
	MPTCP
	N4
	UPF support of MPTCP Proxy functionality (see clause 5.20)

	9/1
	ATSSS-LL
	N4
	UPF support of ATSSS-LLL steering functionality (see clause 5.20)

	9/2
	QFQM
	N4
	UPF support of per QoS flow per UE QoS monitoring (see clause 5.24.4).

	9/3
	GPQM
	N4
	UPF support of per GTP-U Path QoS monitoring (see clause 5.24.5).

	9/x
	SAUD
	Sxa, Sxb, Sxc, N4
	The UP function supports the PFCP session audit feature (see clause 5.6.x).

	Feature Octet / Bit: The octet and bit number within the Supported-Features IE, e.g. "5 / 1".
Feature: A short name that can be used to refer to the octet / bit and to the feature.
Interface: A list of applicable interfaces to the feature.
Description: A clear textual description of the feature.



* * * Next Change * * * *
[bookmark: _Toc19717376]8.2.31	PFCPSMReq-Flags
The PFCPSMReq-Flags IE indicates flags applicable to the PFCP Session Modification Request message. It is coded as depicted in Figure 8.2.31-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 49 (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Spare
	Spare
	Spare
	Spare
	SpareSAUDR
	QAURR
	SNDEM
	DROBU
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.31-1: PFCPSMReq-Flags
The following bits within Octet 5 shall indicate:
-	Bit 1 – DROBU (Drop Buffered Packets): if this bit is set to 1, it indicates that the UP function shall drop all the packets currently buffered for the PFCP session, if any, prior to further applying the action specified in the Apply Action value of the FARs.
-	Bit 2 – SNDEM (Send End Marker Packets): if this bit is set to 1, it indicates that the UP function shall construct and send End Marker packets towards the old F-TEID of the downstream node when switching to the new F-TEID.
-	Bit 3 – QAURR (Query All URRs): if this bit is set to 1, it indicates that the UP function shall return immediate usage report(s) for all the URRs previously provisioned for this PFCP session.
-	Bit 4 – SAUDR (PFCP Session Audit Request): if this bit is set to 1, it indicates a request sent to audit a PFCP session in the UP function.
-	Bit 4 5 to 8 – Spare, for future use, shall be set to 0 by the sender and discarded by the receiver.

* * * Next Change * * * *
[bookmark: _Toc27490904][bookmark: _Toc27557197][bookmark: _Toc27724114][bookmark: _Toc19717403]8.2.58	CP Function Features
The CP Function Features IE indicates the features supported by the CP function. Only features having an impact on the (system-wide) UP function behaviour are signalled in this IE. It is coded as depicted in Figure 8.2.58-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 89 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Supported-Features
	

	
	6 to 7
	Additional Supported-Features 1
	

	
	8 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.58-1: CP Function Features
The CP Function Features IE takes the form of a bitmask where each bit set indicates that the corresponding feature is supported. Spare bits shall be ignored by the receiver. The same bitmask is defined for all PFCP interfaces.
The following table specifies the features defined on PFCP interfaces and the interfaces on which they apply.
Table 8.2.58-1: CP Function Features
	Feature Octet / Bit
	Feature
	Interface
	Description

	5/1
	LOAD
	Sxa, Sxb, Sxc, N4
	Load Control is supported by the CP function.


	5/2
	OVRL
	Sxa, Sxb, Sxc, N4
	Overload Control is supported by the CP function.


	5/3
	EPFAR
	Sxa, Sxb, Sxc, N4
	The CP function supports the Enhanced PFCP Association Release feature (see clause 5.18).

	5/4
	SSET
	N4
	SMF support of PFCP sessions successively controlled by different SMFs of a same SMF Set (see clause 5.22).

	5/5
	BUNDL
	Sxa, Sxb, Sxc, N4
	PFCP messages bunding (see clause 6.5) is supported by the CP function.

	5/6
	MPAS
	N4
	SMF support for multiple PFCP associations from an SMF set to a single UPF (see clause 5.22.3).

	5/7
	ARDR
	Sxb, N4
	CP function supports Additional Usage Reports in the PFCP Session Deletion Response (see clause 5.2.2.3.1).

	5/x
	SAUD
	Sxa, Sxb, Sxc, N4
	The CP function supports the PFCP session audit feature (see clause 5.6.x).

	Feature Octet / Bit: The octet and bit number within the Supported-Features IE, e.g. "5 / 1".
Feature: A short name that can be used to refer to the octet / bit and to the feature.
Interface: A list of applicable interfaces to the feature.
Description: A clear textual description of the feature.





* * * End of Change * * * *
