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1. Introduction
This paper is to align with the SA2 requirement. 
2. Reason for Change
In TS 23.501 and 23.401, the software version is not used any more together with Type allocation code to be associated with Manufacturer Assigned UE Radio Capability ID.
Since there is no requirement that a TAC + SVN can identify a UE Radio Capability ID, therefore if the AMF cannot use TAC + SVN to retrieve UE radio capability ID. 
The stage 3 specification should be aligned.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.674 – v 1.0.0.


* * * First Change * * * *
[bookmark: _Toc21696872][bookmark: _Toc21696860][bookmark: _Toc25049727]6.2.2.1	General 
Two messages are specified for URCMP heartbeat procedure: Heartbeat Request and Heartbeat Response. The use of these messages is further specified in clause 19Bxx of 3GPP TS 23.007 [3] for EPC.
* * * Next Change * * * *
[bookmark: _Toc21696875][bookmark: _Toc25049742]6.3.2.2	Procedures in the MME
When the UE Radio Capability ID, either PLMN-assigned or Manufacturer-assigned, is not received by the MME from a UE or from the source MME during an inter MME mobility procedure, or if the MME receives a rejection response from the UCMF with the cause code "NO_DICTIONARY_ENTRY_FOUND" when it uses a Manufacturer-assigned UE Radio Capability ID to retrieve the corresponding UE Radio Access Capability Information, the MME shall initiate the Create Dictionary Entry Procedure by sending a Create Dictionary Entry Request message towards the UCMF including:
-	the UE Radio Access Capability Information, which is received from the eNB as specified in 3GPP TS 36.413 [3]. 
-	Type Allocation Code in the IMEI of the UE
-	Software Version in the IMEI if available
When the MME receives a Create Dictionary Entry Response message with a successful cause, the MME function shall continue with the procedure which triggered the Create Dictionary Entry procedure as specified in 3GPP TS 23.401 [2].
* * * Next Change * * * *
[bookmark: _Toc25048132][bookmark: _Toc21696879][bookmark: _Toc25049746]6.3.3.2	Procedures in the MME
When the MME receives a UE Radio Capability ID from a UE or the source MME (during an inter MME mobility procedure), which is either PLMN-assigned or Manufacturer-assigned, while there is no corresponding UE Radio Access Capability Information stored in the MME, the MME shall initiate the Query Dictionary Entry Procedure by sending a Query Dictionary Entry Request message towards the UCMF including:
-	a PLMN-assigned UE Radio Capability ID; 
-	or a Manufacturer-assigned UE Radio Capability ID;
-	or a Dictionary Entry ID;
-	or a Type Allocation Code in an IMEI or an IMEISV, and an optional the Software Version Number for an IMEISV.
When the MME receives a Query Dictionary Entry Response message with a successful cause, the MME function shall continue with the procedure which triggered the Create Dictionary Entry procedure as specified in 3GPP TS 23.401 [2].

* * * Next Change * * * *
[bookmark: _Toc21696880][bookmark: _Toc25049747]6.3.3.3	Procedures in the UCMF
When the UCMF receives a Query Dictionary Entry Request message, it shall look up the dictionary entries and reply with a Query Dictionary Entry Response message.
On success, the UCMF shall provide the information included in the dictionary entry which matches the query parameter in the Query Dictionary Entry Response message, and the following information shall be included (if available):
-	the UE Radio Access Capability Information in correspondence to the querying parameter, e.g. the UE Radio Capability ID included in the request message;
-	a PLMN specific UE Radio Capability ID if allocated, e.g. when the querying UE Radio Capability ID is a Manufacturer-assigned UE Radio Capability ID and if PLMN is configured to use a PLMN specific UE Radio Capability ID;
-	the dictionary entry id;
-	a Manufacturer-assigned UE Radio Capability ID if available;
-	the Type Allocation Code and the device software version(s) if available.
NOTE:	The UCMF will not provide the information in a dictionary entry which is already included as a query parameter in the request message.
On failure, the UCMF shall:
-	return an appropriate error cause value, e.g. NO_DICTIONARY_ENTRY_FOUND.

* * * Next Change * * * *
[bookmark: _Toc19717236][bookmark: _Toc27490719][bookmark: _Toc27557012][bookmark: _Toc27723929]6.4	Reliable Delivery of URCMP Messages
Reliable delivery of URCMP messages is accomplished by retransmission of these messages as specified in this clause.
A URCMP entity shall maintain, for each triplet of local IP address, local UDP port and remote peer's IP address, a sending queue with Request messages to be sent to that peer. Each message shall be sent with a Sequence Number and be held until a corresponding Response is received or until the URCMP entity ceases retransmission of that message. The Sequence Number shall be unique for each outstanding Request message sourced from the same IP/UDP endpoint. A URCMP entity may have several outstanding Requests waiting for replies.
When sending a Request message, the sending URCMP entity shall start a timer T1. The sending entity shall consider that the Request message has been lost if a corresponding Response message has not been received before the T1 timer expires. If so, the sending entity shall retransmit the Request message, if the total number of retry attempts is less than N1 times. The setting of the T1 timer and N1 counter is implementation specific.
A retransmitted URCMP message shall have the same message content, including the same URCMP header, UDP ports, source and destination IP addresses as the originally transmitted message.
A Request and its Response message shall have the same Sequence Number value, i.e. the Sequence Number in the URCMP header of the Response message shall be copied from the respective Request message. A Request and its Response messages are matched based on the Sequence Number and the IP address and UDP port.
Not counting retransmissions, a Request message shall be answered with a single Response message. Duplicated Response messages shall be discarded by the receiver. A received Response message not matching an outstanding Request message waiting for a reply should be discarded.
The URCMP entity should inform the upper layer when detecting an unsuccessful transfer of a Request message to enable the controlling upper entity to take any appropriate measure.

* * * Next Change * * * *
[bookmark: _Toc21696882][bookmark: _Toc25049749]7.1	Introduction
Editor's Note:	The following clauses specify the messages and message formats supported over the S17 reference points.

* * * Next Change * * * *
[bookmark: _Toc19717247][bookmark: _Toc21696887][bookmark: _Toc25049754]7.3.3	Usage of the URCMP Header
The format of the URCMP header is specified in clause 7.3.2.
The usage of the URCMP header shall be as defined below.
The first octet of the header shall be used is the following way:
-	Bit 1-5 are spare bits. The sending entity shall set it to "0" and the receiving entity shall ignore it.
-	Bits 6 to 8, which represent the URCMP version, shall be set to decimal 1 ("001").
The usage of the fields in octets 2 - n of the header shall be as specified below.
-	Octet 2 represents the Message type field, which shall be set to the unique value for each type of control plane message. Message type values are specified in Table 7.3-1 "Message types".
-	Octets 3 to 5 represent the Message Length field. This field shall indicate the length of the message in octets excluding the mandatory part of the URCMP header (the first 5 octets). The Sequence Number shall be included in the length count. The format of the Length field of information elements is specified in clause 8.2 "Information Element Format".
-	Octets 6 to 8 represent URCMP Sequence Number field.
Editor's Note: The use of 3rd Sequence number in the message header is FFS.
* * * Next Change * * * *
[bookmark: _Toc21696893][bookmark: _Toc25049760][bookmark: _Hlk12276887]7.4	Message Types
Editor's Note:	to specify S17-AP message type, e.g. node level
The URCMP message types to be used over the S17 reference points are defined in Table 7.4-1.
Table 7.4-1: Message Types
	Message Type value (Decimal)
	Message

	0
	Reserved

	
	URCMP Node related messages

	1
	Heartbeat Request

	2
	Heartbeat Response

	3
	[bookmark: _Hlk23499984]Subscription Management Request

	4
	Subscription Management Response

	5
	[bookmark: _Hlk23500909]Event Notification Request

	6
	Event Notification Response

	7 to 49
	For future use

	
	URCMP Session related messages

	50
	Create Dictionary Entry Request

	51
	Create Dictionary Entry Response

	52
	Query Dictionary Entry Request

	53
	Query Dictionary Entry Response

	54 to 99
	For future use

	
	Other messages

	100 to 255 
	For future use



* * * Next Change * * * *
[bookmark: _Toc25049772][bookmark: _Toc19717283]7.5.2.2	Create Dictionary Entry Request
The Create Dictionary Entry Request shall be sent over the S17 interface by the MME to create a dictionary entry in the UCMF, and then to obtain a PLMN assigned UE Radio Capability ID.
Table 7.5.2.2-1: Information Elements in a Create Dictionary Entry Request
	Information elements
	P
	Condition / Comment
	IE Type

	Type Allocation Code
	M
	This IE shall be included by the MME over S17 reference point. 
	Type Allocation Code

	Software Version Number
	C
	This IE shall be included if available by the MME over S17 reference point. 

	Software Version Number

	UE Radio Access Capability Information
	M
	
	UE Radio Access Capability Information



* * * Next Change * * * *
[bookmark: _Toc25049774]7.5.2.4	Query Dictionary Entry Request
The Query Dictionary Entry Request shall be sent over the S17 interface by the MME to retrieve UE Radio Access Capability Information from a dictionary entry in the UCMF.
Table 7.5.2.4-1: Information Elements in a Query Dictionary Entry Request
	Information elements
	P
	Condition / Comment
	IE Type

	Dictionary Entry ID
	C
	This IE shall be included if the MME uses a Dictionary Entry ID to retrieve a dictionary entry. (NOTE 1)

	Dictionary Entry ID

	PLMN Assigned UE Radio Capability ID
	C
	This IE shall be included if the MME uses a PLMN Assigned UE Radio Capability ID to retrieve a dictionary entry. (NOTE 1)

	PLMN Assigned UE Radio Capability ID

	Manufacturer Assigned UE Radio Capability ID
	C
	This IE shall be included if the MME uses a Manufacturer Assigned UE Radio Capability ID to retrieve a dictionary entry. (NOTE 1)

	Manufacturer Assigned UE Radio Capability ID

	Type Allocation Code
	C
	This IE shall be included if the MME uses a Type Allocation Code to retrieve a dictionary entry. (NOTE 1) 
	Type Allocation Code

	Software Version Number
	C
	This IE shall be included if the MME uses a Type Allocation Code together with the Software Version Number if available to retrieve a dictionary entry. 

	Software Version Number

	NOTE 1:	At least one of query parameters, Dictionary Entry ID, PLMN Assigned UE Radio Capability ID, Manufacture Assigned UE Radio Capability ID or Type Allocation Code shall be used to retrieve a dictionary entry.



* * * Next Change * * * *
[bookmark: _Toc25049775]7.5.2.5	Query Dictionary Entry Response
The Query Dictionary Entry Response shall be sent over the S17 interface by the UCMF to the MME as a reply to the Query Dictionary Entry Request.
Table 7.5.2.5-1: Information Elements in a Query Dictionary Entry Response
	Information elements
	P
	Condition / Comment
	IE Type

	Cause
	M
	
	Cause

	Dictionary Entry ID
	C
	This IE shall be included to contain a dictionary entry identifier if the Cause indicates an acceptance cause.

	Dictionary Entry ID

	PLMN Assigned UE Radio Capability ID
	C
	This IE shall be included to contain a PLMN Assigned UE Radio Capability ID if allocated for the UE Radio Access Capability Information in the dictionary entry and if the Cause indicates an acceptance cause.

	PLMN Assigned UE Radio Capability ID

	Manufacturer Assigned UE Radio Capability ID
	C
	This IE shall be included to contain a Manufacturer Assigned UE Radio Capability ID if available for the UE Radio Access Capability Information in the dictionary entry and if the Cause indicates an acceptance cause.

	Manufacturer Assigned UE Radio Capability ID

	UE Radio Access Capability Information
	C
	This IE shall be included to provide the UE Radio Access Capability Information if the Cause indicates an acceptance cause.

	UE Radio Access Capability Information

	Type Allocation Code
	C
	This IE shall be included to provide the Type Allocation Code in corresponding to the UE Radio Access Capability in the dictionary entry if the Cause indicates an acceptance cause. 

	Type Allocation Code

	Software Version Number
	C
	This IE shall be included to provide the Software Version Number if available, which is used together with the TAC in corresponding to the UE Radio Access Capability in the dictionary entry if the Cause indicates an acceptance cause..

Several IE with the same IE type may be present to represent multiple Software Version Numbers. If so, the TAC with different SVNs is corresponding to the same UE Radio Access Capability Information. 
	Software Version Number



* * * Next Change * * * *
[bookmark: _Toc19717331][bookmark: _Toc27490832][bookmark: _Toc27557125][bookmark: _Toc27724042]7.6.1	Protocol Errors
A protocol error is defined as a message or an Information Element received from a peer entity with an unknown type, or if it is unexpected, or if it has an erroneous content.
The term silently discarded is used in the following clauses to mean that the receiving URCMP entity's implementation shall discard such a message without further processing or that the receiving URCMP entity discards such an IE and continues processing the message. The conditions for the receiving URCMP entity to silently discard an IE are specified in the subsequent clauses.
The handling of unknown, unexpected or erroneous URCMP messages and IEs shall provide for the forward compatibility of URCMP. Therefore, the sending URCMP entity shall be able to safely include in a message a new conditional-optional or an optional IE. Such an IE may also have a new type value. Any legacy receiving URCMP entity shall, however, silently discard such an IE and continue processing the message.
If a protocol error is detected by the receiving URCMP entity, it should log the event including the erroneous message and may include the error in a statistical counter.
For Response messages containing a rejection Cause value, see clause 7.3.4.2.
The receiving URCMP entity shall apply the error handling specified in the subsequent clauses.
If the received erroneous message is a reply to an outstanding URCMP message, the URCMP transaction layer shall stop retransmissions and notify the URCMP application layer of the error even if the reply is silently discarded.

* * * Next Change * * * *
[bookmark: _Toc19717333][bookmark: _Toc27490834][bookmark: _Toc27557127][bookmark: _Toc27724044]7.6.2	URCMP Message of Invalid Length
If a URCMP entity receives a message, which is too short to contain the respective URCMP header, the URCMP-PDU shall be silently discarded.
If a URCMP entity receives a Request message within an IP/UDP packet of a length that is inconsistent with the value specified in the Length field of the URCMP header, then the receiving URCMP entity should log the error and shall send the Response message with Cause IE value set to "Invalid Length".
If a URCMP entity receives a Response message within an IP/UDP packet of a length that is inconsistent with the value specified in the Length field of the URCMP header, then the receiving URCMP entity should log the error and shall silently discard the message.

* * * Next Change * * * *
[bookmark: _Toc19717334][bookmark: _Toc27490835][bookmark: _Toc27557128][bookmark: _Toc27724045]7.6.4	Unknown URCMP Message
If a URCMP entity receives a message with an unknown Message Type value, it shall silently discard the message.

* * * Next Change * * * *
[bookmark: _Toc19717335][bookmark: _Toc27490836][bookmark: _Toc27557129][bookmark: _Toc27724046]7.6.5	Unexpected URCMP Message
If a URCMP entity receives an unexpected request message, for example a known message that is sent over an interface for which the message is not defined, or a message that is sent over an interface for which the message is defined, but the direction is incorrect, then the URCMP entity shall silently discard the message and shall log an error.
If a URCMP entity receives an unexpected response message which is not a request message, for example a message for which there is no corresponding outstanding request, it shall discard the message and may log an error.
* * * Next Change * * * *
[bookmark: _Toc19717336][bookmark: _Toc27490837][bookmark: _Toc27557130][bookmark: _Toc27724047]7.6.6	Missing Information Elements
A URCMP entity shall check if all mandatory IEs are present in the received Request message. If one or more mandatory information elements are missing in the received Request message, the URCMP entity should log the error and shall send a Response message with Cause IE value set to "Mandatory IE missing" with the type of the missing mandatory IE.
If a URCMP entity receives a Response message with Cause IE value set to "Mandatory IE missing", it shall notify its upper layer.
A URCMP entity shall check if all mandatory IEs are present in the received Response message without a rejection Cause value. If one or more mandatory information elements are missing, the URCMP entity shall notify the upper layer and should log the error.
A URCMP entity shall check if conditional information elements are present in the received Request message, if possible (i.e. if the receiving entity has sufficient information available to check if the respective conditions were met). If one or more conditional information elements are missing, a URCMP entity should log the error and shall send a Response message with Cause IE value set to "Conditional IE missing" together with the type of the missing conditional IE.
A URCMP entity shall check if conditional information elements are present in the received Response message without a rejection Cause value, if possible (i.e. if the receiving entity has sufficient information available to check if the respective conditions were met). If one or more conditional information elements are missing, a URCMP entity shall notify the upper layer and should log the error.
Absence of an optional information element shall not trigger any error handling.

* * * Next Change * * * *
[bookmark: _Toc19717338][bookmark: _Toc27490839][bookmark: _Toc27557132][bookmark: _Toc27724049]7.6.8	Semantically incorrect Information Element
Apart from Echo Request message, the receiver of a URCMP signalling message Request including a mandatory or a verifiable conditional information element with a semantically invalid Value shall discard the request, should log the error, and shall send a response with Cause IE value set to "Mandatory IE incorrect" together with a type and instance of the offending IE.
The receiver of a URCMP signalling message Response including a mandatory or a verifiable conditional information element with a semantically invalid Value shall notify the upper layer that a message with this sequence number has been received and should log the error.
If a URCMP entity receives an information element with a value which is shown as reserved, it shall treat that information element as invalid and should log the error. If the invalid IE is received in a Request, and it is a mandatory IE or a verifiable conditional IE, the URCMP entity shall send a response with Cause set to "Mandatory IE incorrect" together with a type and instance of the offending IE.
The principle is: the use of reserved values invokes error handling; the use of spare values can be silently discarded and for IEs with spare values used, processing shall be continued ignoring the spare values.
The receiver of a URCMP signalling message including an optional information element with a Value that is not in the range defined for this information element value shall discard this IE, but shall treat the rest of the message as if this IE was absent and continue processing. The receiver shall not check the content of an information element field that is defined as "spare".
All semantically incorrect optional information elements in a URCMP signalling message shall be treated as not present in the message.

* * * Next Change * * * *
[bookmark: _Toc19717339][bookmark: _Toc27490840][bookmark: _Toc27557133][bookmark: _Toc27724050]7.6.9	Unknown or unexpected Information Element
The receiver of a URCMP message including an unexpected information element with a known Type value that is not defined for this message shall discard the IE and log an error. The receiver shall process the message.
NOTE:	An Information Element in an encoded URCMP message or grouped IE is identified by the IE Type.

* * * Next Change * * * *
[bookmark: _Toc19717340][bookmark: _Toc27490841][bookmark: _Toc27557134][bookmark: _Toc27724051]7.6.10	Repeated Information Elements
An Information Element is repeated if there is more than one IE with the same IE Type in the scope of the URCMP message (or in the scope of the grouped IE). Such an IE is a member in a list.
If an information element is repeated in a URCMP signalling message in which repetition of the information element is not specified, only the contents of the information element appearing first shall be handled and all subsequent repetitions of the information element shall be ignored. When the number of repetitions of information elements is specified, only the contents of specified repeated information elements shall be handled and all subsequent repetitions of the information element shall be ignored.

* * * Next Change * * * *
[bookmark: _Toc25049780]8.2.0	General
A URCMP message may contain several IEs. In order to have forward compatible type definitions for the URCMP IEs, all of them shall be TLV (Type, Length, Value) coded. URCMP IE type values are specified in the Table 8.2.1-1. The last column of this table indicates whether the IE is:
-	Fixed Length: the IE has a fixed set of fields, and a fixed number of octets;
-	Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present;
-	Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in clause 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.
Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0 to allow for future features, the receiver shall not evaluate these bits.
Table 8.2.1-1: Information Element Types
	IE Type value
(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	0
	Reserved
	
	

	1
	Cause
	Fixed Length / 8.2.1
	1

	2
	Type Allocation Code
	Fixed Length / 8.2.2
	4

	3
	Software Version Number
	Fixed Length / 8.2.3
	1

	34
	PLMN Assigned UE Radio Capability ID
	Variable Length / 8.2.34
	Not Applicable

	45
	Manufacturer Assigned UE Radio Capability ID
	Variable Length / 8.2.45
	Not Applicable

	56
	Dictionary ID
	Fixed Length / 8.2.56
	4

	67
	UE Radio Access Capability Information
	Extendable / 8.2.67
	1

	78
	[bookmark: _Hlk23499898]Subscription Management Operation Type
	Fixed Length / 8.2.78
	1

	89
	[bookmark: _Hlk23499542]MME Address Information
	Variable Length / 8.2.89
	Not Applicable

	910
	Subscription ID
	Fixed Length / 8.2.910
	4

	1011
	Event Type
	Fixed Length / 8.2.101
	1

	1112
	Recovery Time Stamp
	Fixed Length / 8.2.112
	4

	123
	Deletion of PLMN Assigned UE Radio Capability ID
	Extendable / Table 7.5.1.6-2
	Not Applicable

	13 to 65535
	Spare. For future use.
	
	



* * * Next Change * * * *
[bookmark: _Toc25049783]8.2.3	Software Version Number
The Software Version Number (SVN) is the last 2 digits in an IMEISV (16 decimal digits). See clause 6.2 of 3GPP TS 23.003 [6]. The Software Version Number shall be encoded as in Figure 8.2.3-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 3 (decimal)
	

	
	3 to 4
	Length = 1
	

	
	5 
	Software Version Number
	


Figure 8.2.3-1: Software Version Number
Each digit of Software Version Number is encoded in BCD coding, starting with the first digit coded in bits 4 to 1 of octet 5, the second digit coded in bits 8 to 5 of octet 5.
* * * Next Change * * * *
[bookmark: _Toc19777672][bookmark: _Toc25049784]8.2.34	PLMN Assigned UE Radio Capability ID
The PLMN Assigned UE Radio Capability ID shall be encoded as in Figure 8.2.34-3.
	
	Bits
	

	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	1 to 2
	Type = 34 (decimal)
	

	3 to 4
	Length = n
	

	5 - n
	PLMN Assigned UE Radio Capability ID
	


Figure 8.2.34-1: PLMN Assigned UE Radio Capability ID
The PLMN Assigned UE Radio Capability ID field shall be encoded as the "UE radio capability ID" IE (starting from octet 3) as specified in clause the clause 9.9.3.60 of 3GPP TS24.301 [7].
* * * Next Change * * * *
[bookmark: _Toc25049785]8.2.45	Manufacturer Assigned UE Radio Capability ID
The Manufacturer Assigned UE Radio Capability ID shall be encoded as in Figure 8.2.45-1.
	
	Bits
	

	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	1 to 2
	Type = 45 (decimal)
	

	3 to 4
	Length = n
	

	5 - n
	Manufacturer Assigned UE Radio Capability ID
	


Figure 8.2.45-1: PLMN Assigned UE Radio Capability ID
The Manufacturer Assigned UE Radio Capability ID field shall be encoded as the "UE radio capability ID" IE (starting from octet 3) as specified in clause the clause 9.9.3.60 of 3GPP TS24.301 [7].

* * * Next Change * * * *
[bookmark: _Toc25049786][bookmark: _Toc19717381]8.2.56	Dictionary Entry ID 
The Dictionary Entry ID IE is coded as in Figure 8.2.56-1. The Dictionary Entry ID identifies a dictionary entry including the mapping between UE Radio Access Capability Information and UE Radio Capability ID(s), Type Allocation Code, and Software Version Number(s).
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 56 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	Dictionary Entry ID
	


Figure 8.2.56-1: Dictionary Entry ID
Octets 5 to 8 shall contain the Dictionary Entry ID and shall be encoded as an Unsigned32 binary integer value.

* * * Next Change * * * *
[bookmark: _Toc19717351][bookmark: _Toc25049787]8.2.67	UE Radio Access Capability Information
The UE Radio Access Capability Information IE type shall be encoded as shown in Figure 8.2.67-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 67 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	UE Radio Access Capability Information
	


Figure 8.2.56-1: Application ID
The UE Radio Access Capability Information filed shall be encoded as an OctetString which contains the OCTET STRING of UE Radio Capability IE specified in clause 9.2.1.27 of 3GPP TS 36.413 [8]). 
NOTE:	Annex B of 3GPP TS 29.274 [9] specifies how to retrieve an OCTET STRING from a S1AP IE.

* * * Next Change * * * *
[bookmark: _Toc25049788]8.2.78	Subscription Management Operation Type
The Subscription Management Operation Type IE type shall be encoded as shown in Figure 8.2.87-1. The Subscription Management Operation Type indicates the intention for a Subscription Management Request message.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 78 (decimal)
	

	
	3 to 4
	Length = 1
	

	
	5 
	Spare
	Subscription Management Operation Type Value
	


Figure 8.2.78-1: Subscription Management Operation Type
The Subscription Management Operation Type value shall be encoded as a 4 bits binary integer as specified in Table 8.2.711-1.
Table 8.2.78-1: Subscription Management Operation Type value
	Subscription Management Operation Type
	Values (Decimal)

	Create a subscription
	0

	Delete a subscription
	1

	Spare
	2 to 15




* * * Next Change * * * *
[bookmark: _Toc19717407][bookmark: _Toc25049789]8.2.89	MME Address Information
The MME Address Information IE type shall be encoded as shown in Figure 8.2.89-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 89 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	Port
	V4
	V6
	

	
	m to (m+3)
	IPv4 address
	

	
	p to (p+15)
	IPv6 address 
	

	
	q
	Port Number
	


Figure 8.2.89-1: MME Address Information
The following flags are coded within Octet 5:
-	Bit 1 – V6: If this bit is set to "1", then the IPv6 address field shall be present, otherwise the IPv6 address field shall not be present.
-	Bit 2 – V4: If this bit is set to "1", then the IPv4 address field shall be present, otherwise the IPv4 address field shall not be present.
-	Bit 3 – Port: If this bit is set to "1", then the Port Number field shall be present, otherwise the IPv4 address field shall not be present.
-	Bit 4 to 8 Spare, for future use and set to 0.
Octets "m to (m+3)" or "p to (p+15)" (IPv4 address / IPv6 address fields), if present, shall contain the address value.
Octet q, if present, shall contain the port number that the MME has allocated to receive the notifications.


* * * Next Change * * * *
[bookmark: _Toc25049790]8.2.910	Subscription ID 
The Subscription ID IE is coded as in Figure 8.2.910-1. The Subscription ID identifies a subscription identifier created in the UCMF.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 910 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	Subscription ID
	


Figure 8.2.910-1: Subscription ID
Octets 5 to 8 shall contain the Subscription ID and shall be encoded as an Unsigned32 binary integer value.


* * * Next Change * * * *
[bookmark: _Toc19717470][bookmark: _Toc25049791]8.2.101	Event Type
The Event Type IE type shall be encoded as shown in Figure 8.2.101-1. The Event Type represents different type of events included in a notification from the UCMF.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 110 (decimal)
	

	
	3 to 4
	Length = 1
	

	
	5 
	Spare
	Event Type Value
	


Figure 8.2.101-1: Event Type
The Event Type value shall be encoded as a 4 bits binary integer as specified in Table 8.2.101-1.
Table 8.2.101-1: Event Type value
	Event Type Value
	Values (Decimal)

	CREATION_OF_DICTIONARY_ENTRY
	0

	DELETION_OF_PLMN_ASSIGNED_IDS
	1

	Spare
	2 to 15




* * * Next Change * * * *
[bookmark: _Toc19717410][bookmark: _Toc25049792]8.2.112	Recovery Time Stamp
The Recovery Time Stamp IE is coded as shown in Figure 8.2.112-1. It indicates the UTC time when the URCMP entity started. Octets 5 to 8 are encoded in the same format as the first four octets of the 64-bit timestamp format as defined in clause 6 of IETF RFC 5905 [10].
NOTE:	The encoding is defined as the time in seconds relative to 00:00:00 on 1 January 1900.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 1196 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	Recovery Time Stamp value
	


[bookmark: _GoBack]Figure 8.2.112-1: Recovery Time Stamp
* * * End of Changes * * * *



