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	Reason for change:
	1) Clause 6.10.3.3 contains the following editor's note:

Editor's Note: It is FFS whether a new custom header, distinct from the custom discovery headers, should be defined to convey the notification type, e.g. to enable the SCP to also distinguish that the notification request corresponds to a default notification.
With indirect communication: 
· notifications issued for explicit subscriptions include the target notification endpoint in the request URI or in the 3gpp-Sbi-Target-apiRoot header (for indirect communication with TLS) and may include a Routing-Binding-Indication. The SCP routes these notifications using the target notification endpoint and the Routing Binding Indication (if the target notification endpoint is not reachable).

· notifications issued for default notification subscriptions do not include target notification endpoint but discovery headers instead. The SCP routes these notifications by discovering and selecting a NF service consumer instance supporting a corresponding default notification subscription.  

So there is no need to convey an extra indication in the notification for the purpose of letting the SCP know whether this is a notification issued for a default notification subscription or not. 

2) Clause 6.5.3.2 contains the following editor's note: 

Editor's Note: the behaviour when NFs of an NF Set are not able to receive Notification URI constructed according to bullet 5 is FFS, e.g. regarding how to update the NF producer with a new notification URI and how to handle and reply to an incoming notification request with an unknown URI.
The same issue for stateless AMFs has been addressed by the following requirement in TS 29.500 in Rel-15: 
"
[bookmark: _Hlk29550360]9.	If the UE moves to an AMF from a different AMF Set, or to an AMF from the same AMF set that does not support handling the notification as specified in bullet 7, the new AMF should update peer NFs with the new callback URI for the notification.
"
The same principle should apply in clause 6.5.3.2. 

3) The SCP may need to differentiate notification requests from other service requests, e.g. because both types of requests require different treatments for authorization (OAuth2 is not used for notifications while it can be used in other service requests). For instance, for indirect communication with delegated discovery, if the SCP is responsible for requesting/providing an access token on behalf of the NF service consumer, the SCP needs to request an access token for service requests other than notification requests. 

A 3gpp-Sbi-Callback header has been defined in Rel-15 for notifications and callbacks sent across PLMNs. It is proposed to extend the use of this header to all notification and callback requests sent with indirect communication, to enable the SCP to distinguish notification/callback requests from other service requests. 

4) The SCP routes notifications issued for default notification subscriptions by discovering and selecting a NF service consumer instance supporting the default notification subscription. The notification needs to carry the major version of the API to enable the SCP to select a NF Service Producer supporting that version. It is proposed to extend 3gpp-Sbi-Callback header with a new "apiversion" parameter carrying the API major version.

This can also be useful information for a SEPP to apply data encryption and modification policies applicable to the API version.


	
	


	Summary of change:
	1) there is no need for a new indicator to differentiate "normal" notifications from notifications issued for default notification subscriptions.

2) Upon a change of NF service consumer to a NF in the same NF set that does not support handling the notification as specified in bullet 5, the new NF should update peer NFs with the new callback URI for the notification.

3) Notification and callback requests sent with indirect communication shall include the 3gpp-Sbi-Callback header to enable the SCP to differentiate these requests from other service requests.

4) A new apiversion parameter is defined in the 3gpp-Sbi-Callback header to carry the API major version in notification requests.


	
	

	Consequences if not approved:
	Incomplete specification. 
The SCP cannot distinguish notification/callback requests from other service requests and cannot apply differentiated treatments e.g. for authorization. 
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* * * First Change * * * *
[bookmark: _Toc19708940][bookmark: _Toc27745011][bookmark: _Toc19708984][bookmark: _Toc27745062]5.2.3.2.3	3gpp-Sbi-Callback
The header contains the type of notification. The value for the notificaition type is a string used identifing a particular type of callback (e.g a notification, typically the name of the notify service operation).
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Notification header field  = "3gpp-Sbi-Callback" ":" OWS cbtype *1( OWS ";" "apiversion=" majorversion)
cbtype = 1*cbchar
cbchar = "-" / "_" / DIGIT / ALPHA
majorversion = *DIGIT
EXAMPLE 1An example is: 3gpp-Sbi-Callback: Nnrf_NFManagement_NFStatusNotify.
EXAMPLE 2: 3gpp-Sbi-Callback: Nudm_SDM_Notification; apiversion=2
The list of valid values for this headerthe cbtype is specified in Annex B.
The apiversion parameter should be present if the major version is higher than 1. 
NOTE:	The apiversion parameter can be used by the SEPP to identify the protection and modification policies applicable to the API version of a notification or callback request, or by the SCP to select a notification endpoint of a NF Service Consumer that supports the API version when forwarding a notification request issued for a default notification subscription.  

* * * Next Change * * * *
6.5.3.2	Stateless NF as service consumer
1.	When the NF service consumer subscribes to notifications from another NF service producer, the NF service consumer may provide a binding indication to the NF service producer as specified in clause 6.3.1.0 of 3GPP TS 23.501 [3] and clause 4.17.12.4 of 3GPP TS 23.502 [4], to enable the related notifications to be sent to an alternative NF within the NF set, in addition to providing the Callback URI in the subscription resource.
2.	A NF service producer or SCP may use the Nnrf_NFDiscovery service to discover NFs within an NF set.
3.	An NF service producer may become aware of a NF service consumer change, via receiving an updated binding information, or via an Error response to a notification, via link level failures (e.g. no response from the NF), or via a notification from the NRF that the NF has deregistered. The HTTP error response may be a 3xx redirect response pointing to a new NF.
4.	When becoming aware of an NF service consumer change, and the new NF service consumer is not known, the NF service producer shall select an NF according to the binding indication as specified in clause 6.3.1.0 of 3GPP TS 23.501 [3] and clause 4.17.12.4 of 3GPP TS 23.502 [4].
5.	When becoming aware of an NF service consumer change, the NF service producer or SCP shall exchange the authority part of the Notification URI with new NF service consumer information and shall use that URI in subsequent communication.
6.	Each NF within the NF set shall be prepared to receive notifications from the NF service producer, by either handling the notification to the Notification URI constructed according to bullet 5 with the own address as authority part, or by replying with an HTTP 3xx redirect pointing to a new NF, or by replying with another HTTP error.
Editor's Note: the behaviour when NFs of an NF Set are not able to receive Notification URI constructed according to bullet 5 is FFS, e.g. regarding how to update the NF producer with a new notification URI and how to handle and reply to an incoming notification request with an unknown URI.
7.	The NF service producer shall be prepared to receive updates to resources of the related service from any NF within the set.
8.	Upon a change of NF service consumer to a NF in the same NF set that does not support handling the notification as specified in bullet 5, the new NF should update peer NFs with the new callback URI for the notification (e.g. by updating the subscription or creating a new subscription with the new callback URI, dependent on the NF Service Producer's API).


* * * Next Change * * * *
[bookmark: _Toc27745106]6.10.3.3	Notifications corresponding to default notification subscriptions
An NF may register default notification subscriptions in its NF profile or NF services in the NRF for notifications the NF is prepared to consume, including for each type of notification the corresponding notification endpoint (i.e. callback URI).
NOTE:	This can be used e.g. by an AMF to discover the notification endpoint of other AMFs to forward N1 or N2 messages, or by an AMF to notify location information to a GMLC, or by an UDR to nofity data change or removal to an UDM. 
The following procedures may be used to support notifications corresponding to default notification subscriptions:
-	an NF producer may perform a discovery request towards the NRF (possibly through an SCP) to discover default notification suscriptions of an NF consumer, and if so, send notifications to the corresponding notification endpoints, using routing mechanisms specified in clause 6.1; or
-	an NF producer may be configured with the types of notifications corresponding to default notification subscriptions it needs to generate, and send such notifications using delegated discovery, i.e with an SCP discovering and selecting an NF service consumer with a corresponding default notification subscription. To enable the latter, the NF producer shall include in the notification request: 
-	the 3gpp-Sbi-Callback header including the name of the notify or callback service operation and the API major version if higher than 1; 
-	the 3gpp-Sbi-Discovery-notification-type header set to the type of notification being set; 
-	the 3gpp-Sbi-Discovery-target-nf-type header indicating the type of the consumer NF; 
-	optionally, additional NF service discovery factors header to be used by the SCP to discover and select the consumer NF. 
Editor's Note: It is FFS whether a new custom header, distinct from the custom discovery headers, should be defined to convey the notification type, e.g. to enable the SCP to also distinguish that the notification request corresponds to a default notification.

* * * Next Change * * * *
[bookmark: _Toc27745111]6.10.x	Notification and callback requests sent with Indirect Communication
Notification and callback requests that are sent using indirect communication shall include a 3gpp-Sbi-Callback header including the name of the notify or callback service operation (see Annex B) and the API major version if higher than 1. 
The SCP may derive from the presence of this header that a service request is a notification or callback request. 
NOTE:	This can be used by the SCP to apply differentiated treatments for notification and callback requests compared to other service requests, e.g. for authorization (access token is not used in notification / callback, see clause 6.7.3). 

* * * Next Change * * * *

[bookmark: _Toc19709036][bookmark: _Toc27745127]Annex B (normative):
3gpp-Sbi-Callback Types
This annex specifies the list of allowed 3GPP SBI callback type values for the 3gpp-Sbi-Callback HTTP custom header specified in clause 5.2.3.2.3. 
Table B-1 specifies Only the callbacks that are invoked across PLMN are specified.
[bookmark: _Hlk7447701]Table B-1: Values for 3gpp-Sbi-Callback Custom HTTP Header
	Value for 3gpp-Sbi-Callback Custom HTTP Header
	Reference

	"Nsmf_PDUSession_Update"
	3GPP TS 29.502 [28], Clause 5.2.2.8.3.2, 5.2.2.8.3.3, 5.2.2.8.3.4 and 5.2.2.8.3.5. 

	"Nsmf_PDUSession_StatusNotify"
	3GPP TS 29.502 [28], Clause 5.2.2.10.

	"Nudm_SDM_Notification"
	3GPP TS 29.503 [29], Clause 6.1.5.2

	"Nudm_UECM_DeregistrationNotification"
	3GPP TS 29.503 [29], Clause 6.2.5.2

	"Nudm_UECM_PCSCFRestorationNotification"
	3GPP TS 29.503 [29], Clause 6.2.5.3

	"Nnrf_NFManagement_NFStatusNotify"
	3GPP TS 29.510 [8], Clause 6.1.5.2.

	"Namf_EventExposure_Notify"
	3GPP TS 29.518 [31], Clause 6.2.5.2.

	"Npcf_UEPolicyControl_UpdateNotify"
	3GPP TS 29.525 [35], Clauses 4.2.4, 5.5.2 and 5.5.3.

	"Nnssf_NSSAIAvailability_Notification"
	3GPP TS 29.531 [32], Clause 6.2.5.2



The 3gpp-Sbi-Callback header shall also be used in notification and callback requests that are sent with indirect communication (see clause 6.10.x). 
For notification and callback service operations (used across PLMNs or within a PLMN) that are not part of Table B.1, the value of the header shall be constructed as follows: 
"N<NF>_<service name>_<name of the callback service operation in the corresponding OpenAPI specification file>"
EXAMPLE:	Nsmf_PDUSession_smContextStatusNotification (for the Notify SM Context Status service operation) 

* * * End of Changes * * * *

