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	Reason for change:
	Clause 6.10.1 contains the following editor's note:

Editor's Note: Security requirements for Indirect Communication are still being studied by 3GPP SA3 in 3GPP TR 33.855, see potential security requirements in clauses 4.1.10 and 4.1.11 of 3GPP TR 33.855 in particular. Clause 4.1.11.3 of 3GPP TR 33.855 also indicates that it is possible to assume physical security within a deployment unit. The above paragraph will be aligned with the final SA3 outcomes.
Security requirements for SCP have now been specified in TS 33.501: 

[bookmark: _Toc26875654]5.9.2.4	Requirements on the Service Communication Proxy (SECOP)
The SECOP has interfaces with Network Functions (NF) and peer SECOPs within the PLMN. The interface between the SECOP and the NFs and between the two SECOPs shall fulfil the following requirements:
-	Mutual authentication shall be performed between the SECOP and NFs, and between the two SECOPs within the PLMN.
-	All communication between the SECOP and NFs and between SECOPs shall be confidentiality, integrity and replay protected.
If SECOP endpoints are co-located with the NFs, the above two requirements may be satisfied by colocation.
The SECOP shall provide confidentiality, integrity and replay protection for its internal communication over SECOP internal network interfaces.
Editor's note: 	It is ffs if the SECOP could perform OAuth based service access authorization on behalf of Network Functions.
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	The editor's note is removed. 
An explicit reference to clause 5.9.2.4 of TS 33.501 is added.
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* * * First Change * * * *
[bookmark: _Toc19709011][bookmark: _Toc27745089]6.10	Support of Indirect Communication
[bookmark: _Toc19709012][bookmark: _Toc27745090]6.10.1	General
NF Service Consumers and NF Service Producers may support or be configured to use an Indirect Communication via SCP as specified in clauses 6.3 and 7.1 of 3GPP TS 23.501 [3]. This clause defines specific requirements to support Indirect Communication.
An SCP may be known to the NF (e.g. SCP based on independent deployment units) or not (e.g. SCP based on service mesh, with co-located NF and SCP within a same deployment unit).
NOTE:	See Annex G of 3GPP TS 23.501 [3] for deployment examples for the SCP.
Indirect Communication shall support the same level of security as Direct Communication. Security requirements for Indirect Communications are specified in clause 5.9.2.4 of 3GPP TS 33.501 [17]. TLS shall be used between the SCP and NFs, if network security is not provided by other means. When co-located within a same deployment unit, a the NF and the SCP may interact using HTTP.
Editor's Note: Security requirements for Indirect Communication are still being studied by 3GPP SA3 in 3GPP TR 33.855, see potential security requirements in clauses 4.1.10 and 4.1.11 of 3GPP TR 33.855 in particular. Clause 4.1.11.3 of 3GPP TR 33.855 also indicates that it is possible to assume physical security within a deployment unit. The above paragraph will be aligned with the final SA3 outcomes.
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