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* * * First Change * * * *
6.4.3.5	OCI Handling by an HTTP client
6.4.3.5.1	Introduction
The following clauses descripe what a receiving node should do when the sender is overloaded.
6.4.3.5.2	API Invocation Throttling
As part of the overload mitigation, a HTTP client shall reduce the total number of API invocations, which would have been sent otherwise, towards the overloaded HTTP server based on the information received within the OCI. This shall be achieved by discarding a fraction of the API invocations in proportion to the overload level of the target peer. This is called API invocation throttling. 
API invocation throttling shall be applied to:
-	 HTTP PUT, POST, PATCH and GET request messages for APIs that follow request / response semantics;
-	HTTP POST request messages for APIs that follow notification semantics. 
A HTTP client shall support and use the "Loss" algorithm as specified in clause 6.4.3.5.3.
6.4.3.5.3	Loss Algorithm
An overloaded HTTP server shall ask its peers to reduce the number of API invocations they would ordinarily send by conveying the OCI including the requested traffic reduction, as a percentage, within the Overload Reduction Metric parameter, as specified in subclause 6.4.3.4.3.
The recipients of the Overload Reduction Metric shall reduce the number of API invocation requests sent by that percentage, either by redirecting them to an alternate destination if possible (e.g. the HTTP POST requests for Nsmf_PDUSession_CreateSMContext service operation can be sent to alternate SMF), or by failing the request and treating it as if it was rejected by the destination HTTP server. 
NOTE: 	For example, if a sender requests another peer to reduce the traffic it is sending by 10%, then that peer throttles 10% of the traffic that would have otherwise been sent to this HTTP server.

* * * End of Changes * * * *


