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* * * First Change * * * *
6.4.3	Load Control based on LCI in HTTP signalling
6.4.3.1	General
Overload conditons are detected by HTTP server when the number of incoming requests exceeds the maximum number of messages supported by the receiving server. For instance, when the internal available resources of the HTTP server, such as processing power or memory, are not sufficient to serve the number of incoming requests. How an HTTP server identifies that it is overloaded is implementation specific.
When an HTTP server reaches an overload threshold, the server shall convey the Overload Control Information (see clause 6.4.3.4) to the HTTP client. Based on the received Overload Control Information (OCI), the HTTP client shall apply the OCI Handling, which is specified in clause 6.4.3.6. 
6.4.3.2	Conveyance of Overload Control Information
Overload Control Information (OCI) shall be conveyed within a custom HTTP header (see clause 5.2.3.2.x).
6.4.3.3	Frequency of Conveyance
How often or when the sender conveys the Overload Control Information (OCI) is implementation specific. The sender shall ensure that new/updated Overload Control Information is conveyed to the target receivers with an acceptable delay, such that the purpose of the information, (i.e. the effective overload control protection) is achieved. The following are some of the potential approaches the sender may implement for conveying the OCI:
-	the sender may convey the OCI towards a receiver only when the new/changed value has not already been conveyed to the given receiver;
-	the sender may convey the OCI periodically;
-	the sender may convey OCI towards a receiver to restart the OCI Period of Validity timer. 
The sender may also implement a combination of one or more of the above approaches.
6.4.3.4	Overload Control Information
6.4.3.4.1	General Description
The Overload Control Information (OCI) conveyed by an HTTP server provides the percentage of signalling to be reduced by the HTTP client towards the server that is overloaded. The OCI information shall include at least Overload Sequence Number, Overload Reduction Metric and OCI Period of Validity (see clause 5.2.3.2.x for the complete list of parameters).
6.4.3.4.2	Overload Control Sequence Number
The HTTP/2 protocol supports stream multiplexing and stream prioritization. Due to stream multiplexing and stream prioritization, when a HTTP/2 intermediate (e.g proxies) reorders the streams over the TCP connection based on stream priority, the overload control information received by an HTTP client at a given time may be less recent than the overload control information already received from the same HTTP server. The Overload Control Sequence Number aids in sequencing the overload control information received from an overloaded HTTP server.
The HTTP server generating the OCI information shall increment the Overload Control Sequence Number whenever modifying some information in the OCI, or when the timer corresponding to the Period of Validity (see 6.4.3.4.4) is to be restarted.
This parameter shall be used by the receiver of the Overload Control Information to properly collate out-of-order OCI, e.g. due to HTTP/2 stream multiplexing, prioritization and flow control. If the newly received OCI has the same or lower Overload Control Sequence Number as the previously received OCI from the same NF Service, then the receiver may simply discard the newly received OCI whilst continuing to apply the overload abatement procedures, as per the previous value.
NOTE:	The timer corresponding to the Period of Validity (see 6.4.3.4.4) is not restarted if the newly received OCI has the same or lower Overload Control Sequence Number as the previously received OCI. If the overload condition persists and the overloaded NF Service needs to extend the duration during which the overload information applies, the sender needs to provide a new OCI with an incremented Overload Control Sequence Number (even if the parameters within the OCI have not changed).
If the HTTP client already received and cached the OCI from the overloaded NF Service and the cached OCI is still valid, the receiving HTTP client shall discard the OCI and cache the new OCI, only if the Overload-Sequence-Number of the new OCI is larger than the value of the Overload Control Sequence Number associated with the existing cached information. 
6.4.3.4.3	Overload Reduction Metric
The Overload Reduction Metric shall have a value in the range from 0 to 100, which indicates the percentage of traffic reduction the sender of the OCI requests the receiver to apply. An Overload Reduction Metric of "0" indicates that the HTTP server is not overloaded (that is, no overload abatement procedures need to be applied).
NOTE:	Considering the processing requirement of the receiver of the OCI, e.g. to perform overload control based on the updated Overload Reduction Metric, the sender should refrain from advertising every small variation, e.g. with the granularity up to 5 percentage units. Larger variations should be considered as reasonable enough for advertising a new Overload Reduction Metric and thus justifying the processing requirement (to handle the new information) of the receiver. Exact granularity of the Overload Reduction Metric is an implementation matter.
The conveyance of the OCI signals that load is approaching certain overload threshold, unless the Overload Reduction Metric is set to "0", which signals that the overload condition has ceased. 
6.4.3.4.4	Overload Control Period of Validity
The Period of Validity indicates the length of time during which the overload condition specified by the Overload Reduction Metric is to be considered as valid (unless overridden by subsequent new OCI).
An overload condition shall be considered as valid from the time the OCI is received until the Overload Control Period of Validity expires or until another OCI with a new set of information (identified by larger Overload Control Sequence Number) is received from the same HTTP server. The timer corresponding to the Period of Validity shall be restarted each time an OCI with a new set of information is received. When this timer expires, the last received OCI shall be considered outdated and obsolete, i.e. any associated overload condition shall be considered to have ceased.
The Period of Validity parameter achieves the following:
- 	it avoids the need for the overloaded HTTP server to convey the OCI frequently to its HTTP clients when the overload state does not change; thus it minimizes the processing required at the overloaded HTTP server and its peers upon sending/receiving HTTP/2 signalling;
-	it allows to reset the overload condition after some time the HTTP clients having received an overload indication from the overloaded server, e.g. if no signalling traffic takes place between these HTTP peers for some time due to overload mitigation actions. This also removes the need for the overloaded HTTP server to remember the list of HTTP clients to which it has sent a non-null overload reduction percentage and to which it would subsequently need to convey when the overload condition ceases, if the Period of Validity parameter was not defined.

* * * End of Changes * * * *


