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[bookmark: _Toc11338443]5.6	Nudm_ParameterProvision Service
[bookmark: _Toc11338444]5.6.1	Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1.
[bookmark: _Toc11338445]5.6.2	Service Operations
[bookmark: _Toc11338446]5.6.2.1	Introduction
For the Nudm_ParameterProvision service the following service operations are defined:
-	Update
-	Create
-	Delete
The Nudm_ParameterProvision service is used by consumer NFs (e.g. NEF, OTAF) to update a UE's subscription data by means of the Update service operation. 
For details see 3GPP TS 23.502 [3] clause 4.15.6.2.
[bookmark: _Toc11338447]5.6.2.2	Update
[bookmark: _Toc11338448]5.6.2.2.1	General
The following procedures using the Update service operation are supported:
-	Subscription data update
-	5G VN Group modification
-	USIM update

[bookmark: _Toc11338449]5.6.2.2.2	Subscription data update
Figure 5.6.2.2.2-1 shows a scenario where the NF service consumer sends a request to the UDM to update a UE's subscription data (see also 3GPP TS 23.502 [3] figure 4.15.6.2-1 step 2). The request contains the identifier of the UE's parameter provision data ( .../{gpsi}/pp-data) and the modification instructions.


Figure 5.6.2.2.2-1: NF service consumer updates subscription data
1.	The NF service consumer sends a PATCH request to the resource that represents a UE's modifiable subscription data.
2.	The UDM responds with "204 No Content". 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body.

5.6.2.2.3	5G VN Group modification
Figure 5.6.2.2.3-1 shows a scenario where the NF service consumer sends a request to the UDM to modify an external group id's group data. The request contains the external group identifier of the group and the modification instructions.


Figure 5.6.2.2.3-1: NF service consumer modifies a 5G VN Group
1.	The NF service consumer sends a PATCH request to the resource that represents a 5G VN Group.
2a.	On success, the UDM responds with "204 No Content".
2b.	If the external group id does not exist in the UDM, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element). 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body.

5.6.2.2.x	USIM update
Figure 5.6.2.2.x-1 shows a scenario where the NF service consumer (e.g. OTAF) sends a request to the UDM tfor updating a USIM in a UE. The request contains the identifier of the USIM ( .../{supi}/send-secured-packet) and the SendSecuredPacketReq data.


Figure 5.6.2.2.2-1: NF service consumer updates subscription data
1.	The NF service consumersends a POST request (custom method: send-secured-packet) to the resource representing the SUPI in the UDM to update a USIM data. The NF Service Consumer may include a notification URI to the UDM in the request message.
2a.	If the request is accepted and the UDM has succeed to send the SecurePacket to the UE, the UDM shall respond with a "200 OK" status code. The UDM shall set the cause IE in the SendSecurePacketRsp as "TRANSFERED" in this case.
2b.	If the request is accepted but the UDM is not able to send immediatly the SecurePacket to the UE, i.e. the secure packet will be sent asynchronously, the UDM shall respond with a "202 Accepted" status code. The UDM shall set the cause IE in the SendSecurePacketRsp as "ASYNCHRONOUS_TRANSFER" in this case.
2c. On failure, one of the HTTP status code listed in Table Table 6.5.3.X.4.2.2-2 shall be returned. The response body shall contain a SendSecurePacketRsp structure	with a ProblemDetails structure providing additional details on error encountered at UDM.

5.6.2.3	Create
5.6.2.3.1	General
The following procedures using the Create service operation are supported:
-	5G-VN-Group creation
5.6.2.3.2	5G-VN-Group creation
Figure 5.6.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to create a 5G VN Group. The request contains the group's external identifier and the group configuration.


Figure 5.6.2.3.2-1: NF service consumer creates a 5G-VN-Group
1.	The NF service consumer sends a PUT request to the resource .../5g-vn-groups/{external-group-id}, to create a 5G VN Group as present in the message body. 
2a.	On success the UDM responds with "201 Created". 
2b.	If the creation can't be accepted, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.
5.6.2.4	Delete
5.6.2.4.1	General
The following procedures using the Delete service operation are supported:
-	5G-VN-Group deletion
5.6.2.4.2	5G-VN-Group deletion
Figure 5.6.2.4.2-1 shows a scenario where the NF service consumer sends a request to the UDM to delete a 5G VN Group. The request contains the group's external identifier.


Figure 5.6.2.4.2-1: NF service consumer deletes a 5G-VN-Group
1.	The NF service consumer sends a DELETE request to the resource .../5g-vn-groups/{external-group-id}, to delete the 5G VN Group identified by the external group id. 
2a.	On success, the UDM responds with "204 No Content".
2b.	If the external group id does not exist in the UDM, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element). 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the DELETE response body.

[bookmark: _Toc11338392]5.6.2.X	Notify
[bookmark: _Toc11338393]5.6.2.X.1	General 
The following procedure using the Notify service operation is supported:
-	UDM initiated USIM Update Notification
[bookmark: _Toc11338394]5.6.2.X.2	UDM initiated USIM Update Notification
Figure 5.6.2.X.2-1 shows a scenario where the UDM notifies the NF service consumer about the delivery status of a USIM update request that has been processed asynchronously (see also xxxxxxxxx 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The notification is done towards the callback URI as provided by the NF service consumer during the USIM update request. 



Figure 5.6.2.X.2-1: UDM initiated USIM update Notification
1.	The UDM sends a POST request to the notificationUri as provided by the NF service consumer during the USIM update request and containing a SendSecuredPacketRsp data structure.
2.	The NF service consumer responds with "204 No Content". 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.


**** NEXT CHANGE ***

[bookmark: _Toc11338806]6.5	Nudm_ParameterProvision Service API 
[bookmark: _Toc11338807]6.5.1	API URI
URIs of this API shall have the following root:
{apiRoot}/{apiName}/{apiVersion}/
where "apiRoot" is defined in clause 4.4.1 of 3GPP TS 29.501 [5], the "apiName" shall be set to "nudm-pp" and the "apiVersion" shall be set to "v1" for the current version of this specification.
[bookmark: _Toc11338808]6.5.2	Usage of HTTP
[bookmark: _Toc11338809]6.5.2.1	General
HTTP/2, as defined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nudm_PP service shall comply with the OpenAPI [14] specification contained in Annex A6. 
[bookmark: _Toc11338810]6.5.2.2	HTTP standard headers
[bookmark: _Toc11338811]6.5.2.2.1	General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].
[bookmark: _Toc11338812]6.5.2.2.2	Content type 
The following content types shall be supported:
JSON, as defined in IETF RFC 8259 [15], signalled by the content type "application/json".
The Problem Details JSON Object (IETF RFC 7807 [16] signalled by the content type "application/problem+json"
JSON Merge Patch, as defined in IETF RFC 7396 [17], signalled by the content type "application/merge-patch+json"
[bookmark: _Toc11338813]6.5.2.3	HTTP custom headers
[bookmark: _Toc11338814]6.5.2.3.1	General
The usage of HTTP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
[bookmark: _Toc11338815]6.5.3	Resources 
[bookmark: _Toc11338816]6.5.3.1	Overview


Figure 6.5.3.1-1: Resource URI structure of the Nudm_PP API
Table 6.5.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.5.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	PpData
	/{gpsi}/pp-data
	PATCH
	Modify the UE's modifiable subscription data

	5GVnGroupConfiguration
	/5g-vn-groups/{external-group-id}
	PUT
	Create a 5G VN Group

	
	
	DELETE
	Delete a 5G VN Group

	
	
	PATCH
	Modify a 5G VN Group

	SendSecuredPacket
	/{supi}/send-secured-packet 
	send-secured-packet (POST)
	The UDM sends a SecuredPacket to the UISM identified by the SUPI



[bookmark: _Toc11338817]6.5.3.2	Resource: PpData
[bookmark: _Toc11338818]6.5.3.2.1	Description
This resource is used to represent Parameter Provisioning Data.
[bookmark: _Toc11338819]6.5.3.2.2	Resource Definition
Resource URI: {apiRoot}/nudm-pp/v1/{gpsi}/pp-data
This resource shall support the resource URI variables defined in table 6.5.3.2.2-1.
Table 6.5.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.5.1

	gpsi
	Represents the Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
	pattern: "(msisdn-[0-9]{5,15}|extid-[^@]+@[^@]+|.+)"



[bookmark: _Toc11338820]6.5.3.2.3	Resource Standard Methods
[bookmark: _Toc11338821]6.5.3.2.3.1	PATCH
 This method shall support the URI query parameters specified in table 6.5.3.2.3.1-1.
Table 6.5.3.2.3.1-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Supported-features
	SupportedFeatures
	O
	0..1
	see 3GPP TS 29.500 [4] clause 6.6



This method shall support the request data structures specified in table 6.5.3.2.3.1-2 and the response data structures and response codes specified in table 6.5.3.2.3.1-3.
Table 6.5.3.2.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	PpData
	M
	1
	The AMF registration for non 3GPP access is modified with the received information.



Table 6.5.3.2.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned. (NOTE 2)

	PatchResult
	M
	1
	200 OK
	Upon success, the execution report is returned. (NOTE 2)

	ProblemDetails
	M
	1
	404 Not Found
	The "cause" attribute shall be set to the following application error:
- USER_NOT_FOUND

	ProblemDetails
	M
	1
	403 Forbidden
	The "cause" attribute shall be set to the following application error:
- MODIFICATION_NOT_ALLOWED

	NOTE 1:	In addition common data structures as listed in table 6.2.7-1 are supported. 
NOTE 2:	If all the modification instructions in the PATCH request have been implemented, the UDM shall respond with 204 No Content response; if some of the modification instructions in the PATCH request have been discarded, and the NF service consumer has included in the supported-feature query parameter the "PatchReport" feature number, the UDM shall respond with PatchResult.



[bookmark: _Toc11338822]6.5.3.3	Resource: 5GVnGroupConfiguration
6.5.3.3.1	Description
This resource is used to represent 5G VN Group Configuration.
6.5.3.3.2	Resource Definition
Resource URI: {apiRoot}/nudm-pp/v1/5g-vn-groups/{external-group-id}
This resource shall support the resource URI variables defined in table 6.5.3.3.2-1.
Table 6.5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.5.1

	external-group-id
	Represents the external Identifier of the 5G VN group
	pattern: "^extgroupid-[^@]+@[^@]+$"



6.5.3.3.3	Resource Standard Methods
6.5.3.3.3.1	PUT
This method shall support the URI query parameters specified in table 6.5.3.3.3.1-1.
Table 6.5.3.3.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.5.3.3.3.1-2 and the response data structures and response codes specified in table 6.5.3.3.3.1-3.
Table 6.5.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	5GVnGroupConfiguration
	M
	1
	Contains the configuration of the 5G VN Group



Table 6.5.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	201 Created
	Upon success, an empty resposne shall be returned.

	ProblemDetails
	M
	1
	403 Forbidden
	The "cause" attribute shall be set to the following application error:
- CREATION_NOT_ALLOWED

	NOTE:	In addition common data structures as listed in table 6.2.7-1 are supported.



6.5.3.3.3.1	DELETE
This method shall support the URI query parameters specified in table 6.5.3.3.3.1-1.
Table 6.5.3.3.3.1-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.5.3.3.3.1-2 and the response data structures and response codes specified in table 6.5.3.3.3.1-3.
Table 6.5.3.3.3.1-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.5.3.3.3.1-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned

	ProblemDetails
	M
	1
	404 Not Found
	The "cause" attribute shall be set to the following application error:
- GROUP_IDENTIFIER_NOT_FOUND

	NOTE:	In addition common data structures as listed in table 6.2.7-1 are supported.



6.5.3.3.3.1	PATCH
This method shall support the URI query parameters specified in table 6.5.3.3.3.1-1.
Table 6.5.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.5.3.3.3.1-2 and the response data structures and response codes specified in table 6.5.3.3.3.1-3.
Table 6.5.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	5GVnGroupConfiguration
	M
	1
	Contains the modification instruction



Table 6.5.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned

	ProblemDetails
	M
	1
	404 Not Found
	The "cause" attribute shall be set to the following application error:
- GROUP_IDENTIFIER_NOT_FOUND

	ProblemDetails
	M
	1
	403 Forbidden
	The "cause" attribute shall be set to the following application error:
- MODIFICATION_NOT_ALLOWED

	NOTE:	In addition common data structures as listed in table 6.2.7-1 are supported.



6.5.3.X	Resource: SendSecuredPacket
6.5.3.X.1	Description
This resource represents the information that is needed to send secured packets to the SUPI.
6.5.3.X.2	Resource Definition
Resource URI: {apiRoot}/nudm-pp/v1/{supi}/send-secure-packet
This resource shall support the resource URI variables defined in table 6.5.3.X.2-1.
Table 6.5.3.X.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.5.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
	pattern: "^(imsi-[0-9]{5,15}|nai-.+|.+)$"



6.5.3.X.3	Resource Standard Methods
No Standard Methods are supported for this resource.
[bookmark: _Toc21711522]6.5.3.X.4	Resource Custom Operations
[bookmark: _Toc21711523]6.5.3.X.4.1	Overview
Table 6.1.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	/send-secured-packet
	POST
	The UDM sends a secured packet to the USIM contained in the UE identified by the SUPI.


[bookmark: _Toc21711524]6.5.3.X.4.2	Operation: send-secured-packet
[bookmark: _Toc21711525]6.5.3.X.4.2.1	Description 
This custom operation is used by the NF service consumer (e.g. OTAF) to send a secured packet to the USIM contained in the UE identified by the SUPI. For details see 3GPP TS 31.115 [x].
[bookmark: _Toc21711526]6.5.3.X.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.5.3.X.4.2.2-1 and the response data structure and response codes specified in table 6.5.3.X.4.2.2-2.
Table 6.5.3.X.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SendSecuredPacketReq
	M
	1
	Contains the SecuredPacket that is to be sent to the USIM



Table 6.5.3.X.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SendSecuredPacketRsp
	M
	1
	202 Accepted
	This represents the case of the successful storage of the secured packet information at the UMD when asynchronous communication is necessary.
The UDM accepts the sending of the secured packet.

The "status" included in the response body shall be set to one of the following values:
-	ASYNCHRONOUS_TRANSFER

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.


	SendSecuredPacketRsp
	M
	1
	200 Ok
	This represents the case where the UDM is able to successfully transfer the SecuredPacket to the UE. 
The "status" included in the response body shall be to one of the following values:
-	TRANSFERED


	SendSecuredPacketRsp
	M
	1
	404 Not Found
	This represents the case when the related UE is not found in the UDM. The "status" attribute included in the response body shall be set to one of the following application error:
-	UE_NOT_FOUND


	SendSecuredPacketRsp
	M
	1
	504 Gateway Timeout
	This represents the case when the related UE is not reachable at the UDM. The "status" attribute included in the response body shall be set to one of the following application error:
-	UE_NOT_REACHABLE


	NOTE:	The others manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply. In that case the "status" attribute included in the response body shall be set "NOT_TRANSFERRED"



6.5.4	Custom Operations without associated resources 
In this release of this specification, no custom operations without associated resources are defined for the Nudm_ParameterProvision Service.
[bookmark: _Toc11338823]6.5.5	Notifications
In this release of this specification, no notifications are defined for the Nudm_ParameterProvision Service.
[bookmark: _Toc11338824]6.5.6	Data Model
[bookmark: _Toc11338825]6.5.6.1	General
This clause specifies the application data model supported by the API.
Table 6.5.6.1-1 specifies the data types defined for the Nudm_PP service API.
Table 6.5.6.1-1: Nudm_PP specific Data Types
	Data type
	Clause defined
	Description

	PpData
	6.5.6.2.2
	Parameter Provision Data

	CommunicationCharacteristics
	6.5.6.2.3
	Communication Characteristics

	PpSubsRegTimer
	6.5.6.2.4
	

	PpActiveTime
	6.5.6.2.5
	

	5GVnGroupConfiguration
	6.5.6.2.6
	

	5GvnGroupData
	6.5.6.2.7
	

	ExpectedUeBehaviour
	6.5.6.2.8
	Expected UE Behaviour Parameters

	ScheduledCommunicationTime
	6.5.6.2.9
	Scheduled Communication Time

	LocationArea
	6.5.6.2.10
	Location Area

	NetworkAreaInfo
	6.5.6.2.11
	Network Area Information

	SendSecuredPacketReq
	6.5.6.2.X
	

	SendSecuredPacketRsp
	6.5.6.2.X
	



Table 6.5.6.1-2 specifies data types re-used by the Nudm_PP service API from other APIs, including a reference and when needed, a short description of their use within the Nudm_PP service API. 
Table 6.5.6.1-2: Nudm_PP re-used Data Types
	Data type
	Reference
	Comments

	DurationSec
	3GPP TS 29.571 [7]
	Time value in seconds

	SupportedFeatures
	3GPP TS 29.571 [7]
	

	NfInstanceId
	3GPP TS 29.571 [7]
	

	ProblemDetails
	3GPP TS 29.571 [7]
	

	Gpsi
	3GPP TS 29.571 [7]
	

	PatchResult
	3GPP TS 29.571 [7]
	

	DateTime
	3GPP TS 29.571 [7]
	

	Ecgi
	3GPP TS 29.571 [7]
	an EUTRA cell identifier

	Ncgi
	3GPP TS 29.571 [7]
	an NR cell identifier

	GlobalRanNodeId
	3GPP TS 29.571 [7]
	an identity of the NG-RAN node

	Tai
	GPP TS 29.571 [7]
	a tracking area identity

	GeographicArea
	3GPP TS 29.572 [34]
	Identifies the geographical information of the user(s).

	CivicAddress
	3GPP TS 29.572 [34]
	Identifies the civic address information of the user(s).



[bookmark: _Toc11338826]6.5.6.2	Structured data types
[bookmark: _Toc11338827]6.5.6.2.1	Introduction
This clause defines the structures to be used in resource representations. 
[bookmark: _Toc11338828]6.5.6.2.2	Type: PpData
Table 6.5.6.2.2-1: Definition of type PpData
	Attribute name
	Data type
	P
	Cardinality
	Description

	supportedFeatures
	SupportedFeatures
	O
	0..1
	

	communicationCharacteristics
	CommunicationCharacteristics
	O
	0..1
	communication characteristics

	expectedUeBehaviour
	ExpectedUeBehaviour
	O
	0..1
	Expected UE Behaviour Parameters



[bookmark: _Toc11338829]6.5.6.2.3	Type: CommunicationCharacteristics
Table 6.5.6.2.3-1: Definition of type CommunicationCharacteristics
	Attribute name
	Data type
	P
	Cardinality
	Description

	ppSubsRegTimer
	PpSubsRegTimer
	O
	0..1
	AF provisionedSubscribed periodic registration timer;nullable

	ppActiveTime
	PpActiveTime
	O
	0..1
	AF provisioned active time; nullable

	ppDlPacketCount
	PpDlPacketCount
	O
	0..1
	AF provisioned DL Buffering Suggested Packet Count; nullable



[bookmark: _Toc11338830]6.5.6.2.4	Type: PpSubsRegTimer
Table 6.5.6.2.4-1: Definition of type PpSubsRegTimer
	Attribute name
	Data type
	P
	Cardinality
	Description

	subsRegTimer
	DurationSec
	M
	1
	value in seconds

	afInstanceId
	NfInstanceId
	M
	1
	NF Instance Id of the originating AF

	referenceId
	ReferenceId
	M
	1
	Transaction Reference ID

	validityTime
	DateTime
	O
	0..1
	Identifies the point of time up to which the subsRegTimer parameter expires and it shall be deleted. If absent, it indicates that there is no expiration time for these expected UE parameters.
If this IE is in request body, it indicates the expected validity time by consumer.
If this IE is in response body, it indicates the confirmed validity time by UDM.



[bookmark: _Toc11338831]6.5.6.2.5	Type: PpActiveTime
Table 6.5.6.2.5-1: Definition of type PpActiveTime
	Attribute name
	Data type
	P
	Cardinality
	Description

	activeTime
	DurationSec
	M
	1
	value in seconds

	afInstanceId
	NfInstanceId
	M
	1
	NF Instance Id of the originating AF

	referenceId
	ReferenceId
	M
	1
	Transaction Reference ID

	validityTime
	DateTime
	O
	0..1
	Identifies the point of time up to which the activeTime parameter expires and it shall be deleted. If absent, it indicates that there is no expiration time for these expected UE parameters.
If this IE is in request body, it indicates the expected validity time by consumer.
If this IE is in response body, it indicates the confirmed validity time by UDM.



[bookmark: _Toc11338832]6.5.6.2.6	Type: 5GvnGroupConfiguration
Table 6.5.6.2.6-1: Definition of type 5GvnGroupConfiguration
	Attribute name
	Data type
	P
	Cardinality
	Description

	5gVnGroupData
	5GvnGroupData
	C
	0..1
	Data of the 5G VN Group; may be absent in modification requests; shall be present otherwise

	members
	array(Gpsi)
	C
	1..N
	List of group members; may be absent in modification requests; shall be present in creation requests

	referenceId
	ReferenceId
	C
	1
	Transaction Reference ID; shall be absent in modification requests; shall be present otherwise.

	afInstanceId
	NfInstanceId
	C
	1
	NF Instance Id of the originating AF; shall be absent in modification requests; shall be present otherwise.

	internalGroupIdentifier
	GroupId
	C
	0..1
	Allocated by the UDR; shall be present in successful PUT and GET responses on Nudr; otherwise shall be absent.



6.5.6.2.7	Type: 5GvnGroupData
Table 6.5.6.2.7-1: Definition of type 5GvnGroupData
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	DNN
	M
	1
	DNN of the 5G VN group

	sNssai
	Snssai
	M
	1
	S-NSSAI of the 5G VN group's communication session

	dnnConfiguration
	DnnConfiguration
	C
	0..1
	DNN configuration for the network slice; may be absent when sent to the AMF; shall be present otherwise.



[bookmark: _Toc4397123]6.5.6.2.8	Type: ExpectedUeBehaviour
Table 6.5.6.2.8-1: Definition of type ExpectedUeBehaviour
	Attribute name
	Data type
	P
	Cardinality
	Description

	afInstanceId
	NfInstanceId
	M
	1
	NF Instance Id of the originating AF

	referenceId
	ReferenceId
	M
	1
	Identifies transaction reference ID genetrated by NEF.

	stationaryIndication
	StationaryIndication
	O
	0..1
	[bookmark: OLE_LINK28]Identifies whether the UE is stationary or mobile(see TS 23.502 [3] clause 4.15.6.3).

	communicationDurationTime
	DurationSec
	O
	0..1
	Indicates for how long the UE will normally stay in CM-Connected for data transmission(see TS 23.502 [3] clause 4.15.6.3).

	periodicTime
	DurationSec
	O
	0..1
	Identifies interval time of periodic communication(see TS 23.502 [3] clause 4.15.6.3).

	scheduledCommunicationTime
	ScheduledCommunicationTime
	O
	0..1
	Identifies time and day of the week when the UE is available for communication(see TS 23.502 [3] clause 4.15.6.3).

	expectedUmts
	array(LocationArea)
	O
	0..N
	Identifies the UE's expected geographical movement. The attribute is only applicable in 5G(see TS 23.502 [3] clause 4.15.6.3).
(NOTE 3)

	trafficProfile
	TrafficProfile
	O
	0..1
	Identifies the type of data transmission: single packet transmission (UL or DL), dual packet transmission (UL with subsequent DL or DL with subsequent UL), multiple packets transmission

	validityTime
	DateTime
	O
	0..1
	[bookmark: OLE_LINK25]If present, identifies when the expected UE behaviour parameters expire and shall be deleted locally if it expire(see TS 23.502 [3] clause 4.15.6.3).
If this IE is in request body, it indicates the expected validity time by consumer.
If this IE is in response body, it indicates the confirmed validity time by UDM.
(NOTE 2)

	NOTE 1:	At least one of optional parameters (expect for validityTime) above shall be present.
NOTE 2:	If this attribute is omitted, no expiry for the expected UE behaviour parameters applies.
NOTE 3:	The first instance of the attribute represents the start of the location, and the last one represents the stop of the location.


Editor's Note: Battery Indication and scheduled Communication Type are FFS.
6.5.6.2.9	Type: ScheduledCommunicationTime
Table 6.5.6.2.9-1: Definition of type ScheduledCommunicationTime
	Attribute name
	Data type
	P
	Cardinality
	Description

	daysOfWeek
	array(DayOfWeek)
	O
	0..6
	Identifies the day(s) of the week. If absent, it indicates every day of the week.

	timeOfDayStart
	TimeOfDay
	O
	0..1
	Identifies the start time of the day.

	timeOfDayEnd
	TimeOfDay
	O
	0..1
	Identifies the end time of the day.



6.5.6.2.10	Type: LocationArea
Table 6.5.6.2.10-1: Definition of type LocationArea
	Attribute name
	Data type
	P
	Cardinality
	Description

	geographicAreas
	array(GeographicArea)
	O
	0..N
	Identifies a list of geographic area of the user where the UE is located.

	civicAddresses
	array(CivicAddress)
	O
	0..N
	Identifies a list of civic addresses of the user where the UE is located.

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	This IE represents the network area information of the user where the UE is located.



6.5.6.2.11	Type: NetworkAreaInfo
Table 6.5.6.2.11-1: Definition of type NetworkAreaInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	ecgis
	array(Ecgi)
	O
	0..N
	This IE contains a list of E‑UTRA cell identities.

	Ncgis
	array(Ncgi)
	O
	0..N
	This IE contains a list of NR cell identities.

	gRanNodeIds
	array(GlobalRanNodeId)
	O
	0..N
	This IE contains a list of the NG‑RAN nodes.
The "n3IwfId" attribute within the "GlobalRanNodeId" data type shall not be supplied.

	Tais
	array(Tai)
	O
	0..N
	This IE contains a list of tracking area identities.

	NOTE:	The NetworkAreaInfo data type allows any combination of defined properties.



6.5.6.2.X	Type: SendSecuredPacketReq
Table 6.5.6.2.X-1: Definition of type SendSecuredPacketReq
	Attribute name
	Data type
	P
	Cardinality
	Description

	securedPacket
	SecuredPacket
	M
	1
	The secured packet to be sent. The SecuredPacket data type is defined in clause 6.1.6.3.2.

	notificationUri
	Uri
	O
	0..1
	If incuded, this IE represents the callback URI on which the UDM shall notify the delivery status of the secure packet if sent asynchronously.
A missing notificationUri attributes indicates that the calling NF doesn't want to be notified with the delivery status information.
The notificatioUri can be formed as a unique identifier in the context of the NF service consumer indentifying the sending request.

	
	
	
	
	



6.5.6.2.X	Type: SendSecuredPacketRsp
Table 6.5.6.2.X-1: Definition of type SendSecuredPacketRsp
	Attribute name
	Data type
	P
	Cardinality
	Description

	status
	SendSecuredPackedStatus
	M
	1
	This IE shall provide the resulting status of the SecuredPacket sending processing at the UDM.


	resourceUri
	Uri
	C
	0..1
	This IE shall contain the resource URI of the created resource by the UDM corresponding to the asyncrhonous processing of an accepted SendSecuredPacketReq.
This information can be used by the NF Service consumer to correlate a request and a response.


	error
	ProblemDetails
	O
	0..1
	In case of error, this IE shall provide additional detail about the encoutered error at the UDM.


	
	
	
	
	




6.5.6.3	Simple data types and enumerations
[bookmark: _Toc11338833]6.5.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc11338834]6.5.6.3.2	Simple data types 
The simple data types defined in table 6.5.6.3.2-1 shall be supported.
Table 6.5.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description

	ReferenceId
	integer
	

	PpDlPacketCount
	integer
	nullable

	DayOfWeek
	integer
	integer between and including 1 and 7 denoting a weekday. "1" shall indicate "Monday", and the subsequent weekdays shall be indicated with the next higher numbers. "7" shall indicate "Sunday".

	TimeOfDay
	string
	string with format "partial-time" or "full-time" as defined in clause 5.6 of IETF RFC 3339 [15]. 
Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).



[bookmark: _Toc11338835]6.5.6.3.3	Enumeration:  StationaryIndication
Table 6.5.6.3.3-1: Enumeration  StationaryIndication
	Enumeration value
	Description

	STATIONARY
	Identifies the UE is stationary

	MOBILE
	Identifies the UE is mobile



[bookmark: _Toc11338836]6.5.6.3.4	Enumeration: TrafficProfile
The enumeration TrafficProfile represents the type of data transmission.
Table 6.5.6.3.4-1: Enumeration TrafficProfile
	Enumeration value
	Description

	SINGLE_TRANS_UL
	Uplink single packet transmission.

	SINGLE_TRANS_DL
	Downlink single packet transmission.

	DUAL_TRANS_UL_FIRST
	Dual packet transmission, firstly uplink packet transmission with subsequent downlink packet transmission.

	DUAL_TRANS_DL_FIRST
	Dual packet transmission, firstly downlink packet transmission with subsequent uplink packet transmission.

	MULTI_TRANS
	Multiple packet transmission.



6.5.6.3.X	Enumeration: SendSecuredPacketStatus
Table 6.5.6.3.X-1: Enumeration SendSecuredPacketStatus
	Enumeration value
	Description

	"TRANSFERED"
	This code represents the case where the UDM has transferred the secured packet towards the UE.

	"ASYNCHRONOUS_TRANSFER"
	This code represents the case where the UDM has stored the secured packet due to Asynchronous Transfer.

	"UE_NOT_REACHABLE"
	This code represents the case where the UDM has failed to send the secured packet because the UE is currently unreachable.

	"UE_NOT_FOUND"
	This code represents the case where the UE is not found in UDM.

	NOT_TRANSFERRED
	This code represents the case where the UDM has not sent the secured packet towards the UE (because of any reason not covered by other values in this table).



6.5.7	Error Handling
[bookmark: _Toc11338837]6.5.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
[bookmark: _Toc11338838]6.5.7.2	Protocol Errors
Protocol errors handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].
[bookmark: _Toc11338839]6.5.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nudm_ParameterProvision service. The following application errors listed in Table 6.5.7.3-1 are specific for the Nudm_ParameterProvision service.
The application errors defined for the Nudm_UECM service are listed in Table 6.5.7.3-1.
Table 6.5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	MODIFICATION_NOT_ALLOWED
	403 Forbidden
	The subscriber does not have the necessary subscription for external parameter provisioning.

	USER_NOT_FOUND
	404 Not Found
	The User does not exist.

	CREATION_NOT_ALLOWED
	403 Forbidden
	Creation of a 5G VN Group is not allowed.

	GROUP_IDENTIFIER_NOT_FOUND
	404 Not Found
	The group does not exist



[bookmark: _Toc11338840]6.5.8	Feature Negotiation
The optional features in table 6.5.8-1 are defined for the Nudm_PP API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	PatchReport
	If some of the modifications included in the PATCH request are not successfully implemented, the UDM reports the result of PATCH request execution to the consumer. See clause 5.2.7.2 of 3GPP TS 29.500 [4].



[bookmark: _Toc11338841]6.5.9	Security
As indicated in 3GPP TS 33.501 [6] and 3GPP TS 29.500 [4], the access to the Nudm_PP API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [18]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [19]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nudm_PP API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [19], clause 5.8.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nudm_PP service.
The Nudm_PP API defines a single scope "nudm-pp" for OAuth2 authorization (as specified in 3GPP TS 33.501 [6]) for the entire API, and it does not define any additional scopes at resource or operation level.

**** NEXT CHANGE ***

[bookmark: _Toc11338882]A.6	Nudm_PP API
TO BE UPDATED WITH YAML DEFINITION
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