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1. Introduction
-
2. Reason for Change
Extend the relevant chapters for the service API of the Nhss_IMS_UECM service. Data model is specified for Authorization service operation
3. Conclusions
-
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.562 v0.2.0.

* * * First Change * * * *
[bookmark: _Toc21948864][bookmark: _Toc21948918][bookmark: _Toc18838112]5.2.2.5.2	Authorization request
Figure 5.2.2.5.2-1 shows a scenario where the I-CSCF sends a request to the HSS to authorize the UE to register in a given PLMN's P-CSCF or initiate a session for unregistered services (see also 3GPP TS 23.228 [6] clause 5.2.2.3 or 5.12.2). The request contains the IMS UE's identity (/{imsUeId}) which shall be an IMPU and the authorizationInformation.



Figure 5.2.2.5.2-1: Authorization
1.	The I-CSCF sends a POST request (custom method: authorize) to request for UE's authorization to register or establish an originating/terminating session.
2a.	If the operation cannot be authorized due to e.g. UE does not have required subscription data, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element).
2b.	If successful, HSS responds with HTTP Status Code "200 OK" and may provide the S-CSCF identity which is serving the user, if any.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
* * * Next Change * * * *
6.1.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.1.6.1-1 specifies the data types defined for the Nhss_imsUECMN<NF> service based interface protocol.

Table 6.1.6.1-1: Nhss_imsUECM N<NF> specific Data Types
	Data type
	Clause defined
	Description

	AuthorizationRequest
	6.1.6.2.x
	Information for the type of authorization requested and the visited PLMN-ID

	AuthorizationResult
	6.1.6.2.x
	Result of the authorization requested for registration.



Table 6.1.6.1-2 specifies data types re-used by the Nhss_imsUECM N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nhss_imsUECM N<NF> service based interface. 
Table 6.1.6.1-2: Nhss_imsUECM N<NF> re-used Data Types
	Data type
	Reference
	Comments

	Uri
	3GPP TS 29.571 [7]
	Uniform Resource Identifier

	SupportedFeatures
	3GPP TS 29.571 [7]
	see 3GPP TS 29.500 [4] clause 6.6



* * * Next Change * * * *
[bookmark: _Toc21948919]6.1.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc21948920]6.1.6.2.1	Introduction
This clause defines the structures to be used in resource representations. 
* * * Next Change * * * *
[bookmark: _Toc21948921]6.1.6.2.2	Type: AuthorizationRequest<TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.1.6.2.2-1: Definition of type AuthorizationRequest<TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>

	authorizationType
	AuthorizationType
	M
	1
	Contains the type of the authorization requested

	Impi
	Impi
	O
	1
	Contains an IMS Private User Identity. It shall be present when the authorization requested is for a registration or de-registration.

	visitedNetworkIdentifier
	string
	O
	1
	Contains the identifier of the visited network where the P-CSCF is located. It shall be present when the authorization requested is for a registration or de-registration.



* * * Next Change * * * *
[bookmark: _Toc21948922]6.1.6.2.3	Type: AuthorizationResult<TypeName 2>
And so on if there are more types to specify.
Table 6.1.6.2.3-1: Definition of type AuthorizationResult
	Attribute name
	Data type
	P
	Cardinality
	Description

	authorizationInfoResult
	authorizationInfoResult
	M
	1
	Contains the details of the granted authorization.

	cscfServerName
	string
	O
	1
	Contains the stored S-CSCF name in SIP URI format. It shall be present if there is a S-CSCF name stored for the associated IMS subscription.



* * * Next Change * * * *
[bookmark: _Toc21948923]6.1.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc21948924]6.1.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc21948925]6.1.6.3.2	Simple data types 
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description

	Impu
	string
	Contains an IMS Public Identity
Pattern: "^impu-sip\:([a-zA-Z0-9_\-.!~*()&=+$,;?\/]+)\@([A-Za-z0-9]+([-A-Za-z0-9]+)\.)+[a-z]{2,}$|^impu-tel\:\+[0-9]{5,15}"

	Impi
	string
	Contains an IMS Private User Identity

	
	<one simple data type, i.e. boolean, integer, number, or string>
	



[bookmark: _Toc21948926]6.1.6.3.3	Enumeration: <EnumType1>AuthorizationType
The enumeration <EnumType1>AuthorizationType represents <something>the type of authorization requested. It shall comply with the provisions defined in table 6.1.65.3.3-1.
Table 6.1.6.3.3-1: Enumeration AuthorizationType< EnumType1>
	Enumeration value
	Description

	“REGISTRATION”
	The authorization requested if for a user’s IMS registration or re-registration.

	“DEREGISTRATION”
	The authorization requested if for a user’s IMS de-registration.



[bookmark: _Toc21948927]6.1.6.3.4	Enumeration: AuthorizationInfoResult<EnumType2>
And so on if there are more enumerations to define.
[bookmark: _GoBack]The enumeration AuthorizationInfo represents the details of the granted authorization. It shall comply with the provisions defined in table 6.1.6.3.4-1.

	Enumeration value
	Description

	“FIRST_REGISTRATION”
	The registration is an initial registration for the IMS Public User Identity

	“SUBSEQUENT_REGISTRATION”
	The registration is an subsequent registration for the IMS Public User Identity



* * * Next Change * * * *
[bookmark: _Toc21948994]A.4	Nhss_imsUECM API
openapi: 3.0.0

info:
  version: '1.0.0.alpha-1'
  title: 'Nhss_imsUECM'
  description: |
    Nhss Subscriber Data Management Service for IMS.
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.562 Unified Data Management Services, version 0.3.0
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.562/'

servers:
  - url: '{apiRoot}/nhss-ims-uecm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501.

security:
  - oAuth2ClientCredentials:
    - nhss-ims-uecm
  - {}

paths:

/{impu}/authorize:
    post:
      summary: Authorize IMS Identities to register in the network or establish multimedia sessions and return CSCF location if it is stored 
      operationId: Authorize
      tags:
        - Authorize Ims identities
      parameters:
        - name: impu
          in: path
          description: Public identity of the user. 
          required: true
          schema:
              $ref: '#/components/schemas/Impu'
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AuthorizationRequest'
        required: true
      responses:
        '200':
          description: Expected response to a valid request
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AuthorizationResult'
        '400':
          description: Bad Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '403':
          description: Forbidden
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '404':
          description: Not found
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '500':
          description: Internal Server Error
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        default:
          description: Unexpected error

components:

  schemas:

# COMPLEX TYPES:

    AuthorizationRequest:
      description: Ims authorization request data
      type: object
      required:
        - authorizationType
      properties:
        impi:
          $ref: '#/components/schemas/Impi'
        authorizationType:
          description: authorization type
          $ref: '#/components/schemas/AuthorizationType'
        visitedNetworkIdentifier:
          type: string
        emergencyIndicator:
          type: boolean
        supportedFeatures:
          $ref: '#/components/schemas/SupportedFeatures'

    AuthorizationResult:
      description: Ims Registration authorization information result
      type: object
      properties:
        authorizationInfoResult:
          $ref: '#/components/schemas/AuthorizationInfoResult'
        cscfServerName:
          type: string
        
# SIMPLE TYPES

    Impu:
      type: string
      pattern: '^impu-sip\:([a-zA-Z0-9_\-.!~*()&=+$,;?\/]+)\@([A-Za-z0-9]+([-A-Za-z0-9]+)\.)+[a-z]{2,}$|^impu-tel\:\+[0-9]{5,15}'
    Impi:
      type: string
      pattern: '^impi-[0-9]{5,15}@ims\.mnc[0-9]{3}\.mcc[0-9]{3}\.3gppnetwork\.org$'

# ENUMS:

    AuthorizationType:
      anyOf:
        - type: string
          enum:
          - REGISTRATION
          - DEREGISTRATION
        - type: string

    AuthorizationInfoResult:
      anyOf:
        - type: string
          enum:
          - FIRST_REGISTRATION
          - SUBSEQUENT_REGISTRATION
        - type: string


* * * End of Changes * * * *
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