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* * * * For Information * * *

6.1.6.2.6
Type: ConfirmationData

Table 6.1.6.2.6-1: Definition of type ConfirmationData

	Attribute name
	Data type
	P
	Cardinality
	Description

	resStar
	ResStar
	M
	1
	Contains the "RES*" provided by the UE to the AMF.
If no RES* has been provided by the UE the null value is conveyed to the AUSF.


* * * * First Change * * * *

6.1.6.2.7
Type: EapSession

Table 6.1.6.2.7-1: Definition of type EapSession

	Attribute name
	Data type
	P
	Cardinality
	Description

	eapPayload
	EapPayload
	M
	1
	Contains the EAP packet (see IETF RFC 3748 [18]). If no EAP packet has been provided by the UE the null value is conveyed to the AUSF.

	kSeaf
	Kseaf
	C
	0..1
	If the authentication is successful, the Kseaf shall be included

	_links
	map(LinksValueSchema)
	C
	1..N
	If the EAP session requires another exchange e.g. for EAP-AKA' notification, this IE shall contain a member whose name is "eap-session" and the URI to continue the EAP session.

See NOTE.

	authResult
	AuthResult
	C
	0..1
	Indicates the result of the authentication.

	supi
	Supi
	C
	0..1
	If the authentication is successful and if the AMF had provided a SUCI, this IE shall contain the SUPI of the UE.

	NOTE: In the current version of this API, only 0 or 1 hypermedia link is provided.


* * * * Next Change * * * *

A.2
Nausf_UEAuthentication API
openapi: 3.0.0

*******text not shown for clarity*************

    EapPayload:

      type: string

      format: base64

      description: contains an EAP packet

      nullable: true
*******text not shown for clarity*************

* * * * End Of Change * * * *


