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[bookmark: _Toc21948837]Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
NOTE 1:	The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
NOTE 2:	The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
NOTE 3:	The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
NOTE 4:	The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
NOTE 5:	The constructions "is" and "is not" do not indicate requirements.
[bookmark: _Toc21948838]Introduction
This clause is optional. If it exists, it is always the second unnumbered clause.
[bookmark: _Toc21948839]
1	Scope
The present document specifies the stage 3 protocol, including message flows and API specification details, for the Nhss services, as part of the 5G Service-Based Architecture, offered by the HSS for interworking with the IP Multimedia Subsystem (IMS).
The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
The IP Multimedia Subsystem (IMS) stage 2 architecture and procedures are specified in 3GPP TS 23.228 [6].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
[bookmark: _Toc21948840]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[7]	3GPP TS 29.335: "User Data Repository Access Protocol over the Ud interface; Stage 3".
[8]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	OpenAPI Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md
[10]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	IETF RFC 7807: "Problem Details for HTTP APIs".
[12]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[13]	3GPP TS 23.003: "Numbering, addressing and identification".
[14]	3GPP TS 33.203: "Access security for IP-based services".
[bookmark: _Toc21948841]3	Definitions of terms, symbols and abbreviations
This clause and its three clauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc21948842]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc21948843]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc21948844]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC	5G Core Network
AS	Application Server
CSCF	Call Session Control Function
HSS	Home Subscriber Server
IMS	IP Multimedia Subsystem
I-CSCF	Interrogating CSCF
JSON	Javascript Object Notation
P-CSCF	Proxy CSCF
SBI	Service Based Interface
S-CSCF	Serving CSCF
UDR	Unified Data Repository


[bookmark: _Toc21948845]4	Overview
[bookmark: _Toc21948846]4.1	Introduction
Within the 5GC, the HSS offers services to the S-CSCF, I-CSCF and IMS-AS via the Nhss service based interface (see 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]).
Figure 4.1-1 provides the reference model in service-based interface representation with focus on the HSS.


Figure 4.1-1: Reference model – HSS

[bookmark: _Toc21948847]5	Services offered by the HSS
[bookmark: _Toc21948848]5.1	Introduction
The SBI capable HSS offers the following services via the Nhss_ims interface:
-	Nhss_imsUEContextManagement Service
-	Nhss_imsSubscriberDataManagement Service
-	Nhss_imsUEAuthentication Service
All scenarios shown in the following clauses assume that the SBI capable HSS is stateful and stores information in local memory. However, the SBI capable HSS may be stateless and store information externally in the UDR. If so, the stateless SBI capable HSS may use Ud interface as specified in 3GPP TS 29.335 [7] to retrieve required data from the UDR and store them locally before processing an incoming request. Processing the incoming request may then include updating data in the UDR. After processing the incoming request, the SBI capable HSS may delete the locally stored data. When data stored in UDR is then shared among the different SBI capable HSS instances of the same group, as identified by HSS Group ID (see 3GPP TS 23.501 [2], clause 6.2.6), bulk subscriptions, as described in clause 4.15.3.2.4 of 3GPP TS 23.502 [3], are not applicable, i.e. an NF consumer (e.g. IMS-AS) only subscribes towards one of the SBI capable HSS instances within the group.
Editor's Note:	Annex to be included to show how an IMS-AS/I-CSCF/S-CSCF can interact with a group of stateless SBI capable HSS instances.
[bookmark: _Toc21948849]5.2	Nhss_imsUEContextManagement Service
[bookmark: _Toc21948850]5.2.1	Service Description
See 3GPP TS 23.228 [6], clause AA.2.1.2.
[bookmark: _Toc21948851]5.2.2	Service Operations
[bookmark: _Toc21948852]5.2.2.1	Introduction
For the Nhss_imsUEContextManagement service the following service operations are defined:
-	Registration
-	DeregistrationNotification
-	Deregistration
-	Authorize
-	Update
-	RestorationInfoGet
-	RestorationInfoUpdate
The Nhss_imsUEContextManagement Service is used by Consumer NFs (I-CSCF/S-CSCF) to:
-	register at the HSS by means of the Registration service operation (S-CSCF)
-	get notified by means of the DeregistrationNotification service operation when HSS decides to deregister the registered consumer NF (S-CSCF)
-	deregister from the HSS by means of the Deregistration service operation (S-CSCF)
-	request registration authorization from HSS by means of the Authorize service operation (I-CSCF)
-	update registration information stored at the HSS by means of the Update service operation (S-CSCF)
-	retrieve Restoration Information stored at the HSS by means of the RestorationInfoGet service operation (S-CSCF)
-	update Restoration Information stored at the HSS by means of the RestorationInfoUpdate service operation (S-CSCF)
[bookmark: _Toc21948853]5.2.2.2	Registration
[bookmark: _Toc21948854]5.2.2.2.1	General
The Registration service operation is invoked by a NF that has been selected to provide service to the UE to store related IMS UE Context Management information in HSS.
NF Consumer is S-CSCF.
As part of this procedure, the HSS updates the registration state of the requested IMS Public Identity and IMS Private Identity. The state of the IMS Public Identities in the same Implicit Registration Set is also updated.
The following procedures using the Registration service operation are supported:
-	S-CSCF registration
[bookmark: _Toc21948855]5.2.2.2.2	S-CSCF Registration
Figure 5.2.2.2.2-1 shows a scenario where the S-CSCF sends a request to register at the HSS (see also 3GPP TS 23.228 [6] clause 5.2). The request contains the IMS UE's identity (/{imsUeId}) which shall be an IMPU, the S-CSCF Registration Information and the Registration Type.


Figure 5.2.2.2.2-1: S-CSCF registration
1.	The S-CSCF sends a PUT request to the resource representing the UE's S-CSCF registration to update or create S-CSCF registration information.
[bookmark: _Hlk16288267]2a.	If another S-CSCF is registered and S-CSCF Reassignment was previously authorized, the HSS updates the scscfRegistration resource by replacing it with the received resource information and responds with "204 No Content".
	HSS shall invoke the Deregistration Notification service operation towards the old S-CSCF using the callback URI provided by the old S-CSCF.
2b.	If the resource does not exist (there is no previous S-CSCF information stored in HSS for that user), HSS stores the received S-CSCF registration data and responds with HTTP Status Code "201 created". A response body may be included to convey additional information to the NF consumer (e.g. IMS Public Identities in the IRS updated with this operation, features supported by HSS).
2c.	If the operation cannot be authorized due to e.g. S-CSCF reassignment is not authorized, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element). 
[bookmark: _Hlk520206353]On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.
[bookmark: _Toc21948856]5.2.2.3	DeregistrationNotification
[bookmark: _Toc21948857]5.2.2.3.1	General 
The following procedure using the DeregistrationNotification service operation is supported:
-	HSS initiated Deregistration
[bookmark: _Toc21948858]5.2.2.3.2	HSS initiated Deregistration
Figure 5.2.2.3.2-1 shows a scenario where the HSS notifies the registered NF about its deregistration (see also 3GPP TS 23.228 [6] clause 5.3.2.2.1). The request contains the callback URI for deregistration notification as received by the HSS during registration, and Deregistration Data.


Figure 5.2.2.3.2-1: HSS initiated NF Deregistration
1.	The HSS sends a POST request to the callbackReference as provided by the NF service consumer (S-CSCF) during the registration.
2.	The NF service consumer responds with "204 No Content".
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
[bookmark: _Toc21948859]5.2.2.4	Deregistration
[bookmark: _Toc21948860]5.2.2.4.1	General
The following procedures using the Deregistration service operation are supported:
-	S-CSCF deregistration
[bookmark: _Toc21948861]5.2.2.4.2	S-CSCF deregistration
Figure 5.2.2.4.2-1 shows a scenario where the S-CSCF sends a request to the HSS to deregister a user (see also 3GPP TS 23.228 [6] clause 5.3.1). The request contains the IMS UE's identity (/{imsUeId}) which shall be an IMPI or an IMPU and the DeregistrationType.


Figure 5.2.2.4.2-1: S-CSCF deregistering
1.	The S-CSCF sends a PATCH request to the resource representing the UE's CSCF registration.
2a.	The HSS shall check whether the received S-CSCF identity matches the stored S-CSCF. If so, if an IMPI is received, HSS shall deregister all IMPUs associated to that IMPI. If an IMPU is received, HSS shall deregister the IMPU and related IMPUs in the Implicit Registration Set.
2b.	Otherwise the HSS responds with "403 Forbidden".
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body.
[bookmark: _Toc21948862]5.2.2.5	Authorize
[bookmark: _Toc21948863]5.2.2.5.1	General
The Authorize service operation is invoked by a NF to request UE authorization to register or establish terminating /originating sessions in the IMS network.
NF Consumer is I-CSCF for IMS service.
As part of this procedure, the HSS authorizes or rejects the subscriber to use the IMS service based on the authorization information provided in the request and subscription data (e.g. roaming restrictions, barrings).
The following procedures using the Authorize service operation are supported:
-	Authorization request
[bookmark: _Toc21948864]5.2.2.5.2	Authorization request
Figure 5.2.2.5.2-1 shows a scenario where the I-CSCF sends a request to the HSS to authorize the UE to register in a given PLMN's P-CSCF or initiate a session for unregistered services (see also 3GPP TS 23.228 [6] clause 5.2.2.3 or 5.12.2). The request contains the IMS UE's identity (/{imsUeId}) which shall be an IMPU and the authorizationInformation.


Figure 5.2.2.5.2-1: Authorization
1.	The I-CSCF sends a POST request (custom method: authorize) to request for UE's authorization to register or establish an originating/terminating session.
2a.	If the operation cannot be authorized due to e.g. UE does not have required subscription data, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element).
2b.	If successful, HSS responds with HTTP Status Code "200 OK" and may provide the S-CSCF identity which is serving the user, if any.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
[bookmark: _Toc21948865]5.3	Nhss_ims SubscriberDataManagement Service
[bookmark: _Toc21948866]5.3.1	Service Description
See 3GPP TS 23.228 [6], clause AA.2.1.3.
[bookmark: _Toc21948867]5.3.2	Service Operations
[bookmark: _Toc21948868]5.3.2.1	Introduction
For the Nhss_imsSubscriberDataManagement service the following service operations are defined:
-	Get
-	Subscribe
-	Unsubscribe
-	Notification
-	Update
The Nhss_imsSubscriberDataManagement Service is used by Consumer NFs (S-CSCF, IMS-AS) to retrieve the UE's individual subscription data relevant to the consumer NF, or by I-CSCF to retrieve S-CSCF capabilities or the assigned S-CSCF, from the SBI capable HSS by means of the Get service operation. If the consumer NF supports the feature "sharedData", the retrieved individual subscription data for the UE may contain shared data identifier identifying additional parts of subscription data shared by several UEs. If so, the Nhss_imsSubscriberDataManagement Service is also used by Consumer NFs to:
-	retrieve shared subscription data from the UDM by means of the Get service operation.
The Nhss_imsSubscriberDataManagement Service is also used by Consumer NFs to:
-	subscribe to notifications of data change by means of the Subscribe service operation. If the consumer NF supports the feature "sharedData", the consumer NF may also subscribe to notifications of shared data change by means of the Subscribe service operation.
-	to unsubscribe from notifications of data changes by means of the Unsubscribe service operation. If the feature "sharedData" is supported, it may also be used to unsubscribe from notifications of shared data changes by means of the Unsubscribe service operation.
-	get notified by means of the Notification service operation when HSS decides to modify the subscribed data. If the feature "sharedData" is supported by the consumer NF and the consumer NF has previously subscribed to notifications of shared data change, it is also used by the consumer NF to get notified by means of the Notification service operation when the HSS decides to modify the subscribed shared data.
It is also used by Consumer NFs to:
-	provide the information about the status of the subscription data management procedures.
-	update information (e.g. transparent data) associated to the subscription data management.
Editor's note: Authorization of resources and operations over those resources are FFS, based on the outcome of the ongoing discussions in SA3.
[bookmark: _Toc21948869]5.3.2.2	Get
[bookmark: _Toc21948870]5.3.2.2.1	General
The following procedures using the Get service operation are supported:
-	Repository Data Retrieval
-	IMS Identity Data (e.g. Implicit Registration SetIMS associated identities including Implicit Registration Set and Alias Group) Retrieval
-	IMS Profile Data (e.g. IFCs) Retrieval
-	IMS Location Data Retrieval
-	IMS Registration Status Data Retrieval
-	Access Data (e.g. T-ADS) Retrieval
-	SRVCC Data (e.g. STN-SR) Retrieval
-	Service Data (e.g. DSAI) Retrieval
-	Retrieval Of Multiple Data Sets
-	Shared Subscription Data Retrieval
-	Trace Data Retrieval
When the feature SharedData is supported and the retrieved UE-individual data (i.e. data other than Shared Subscription Data) contain SharedDataIds, the NF service consumer shall also retrieve the shared data identified by the received shared data Ids unless the identified shared data are already available at the NF service consumer. The order of sequence of sharedDataIds within UE-individual data is significant: Individual data take precedence over shared data; shared data "SharedDataX" identified by a sharedDataId X takes precedence over shared data "SharedDataY" identified by a sharedDataId Y if X appears before Y within the list of SharedDataIds in the UE-individual data.5.3.2.2.2	Repository Data Retrieval 
Figure 5.3.2.2.2-1 shows a scenario where the NF service consumer (IMS-AS) sends a request to the HSS to receive the UE's Repository Data for a given Service Indication. The request contains the UE's identity (/{imsUeId}), the type of the requested information (/repository-data/{serviceIndication}) and query parameters (e.g. supported-features).


Figure 5.3.2.2.2-1: Repository Data Retrieval
1.	The NF service consumer (IMS-AS) sends a GET request to the resource representing the UE's Repository Data for a given Service Indication, with query parameters indicating the supported-features.
2a.	On success, the HSS responds with "200 OK" with the message body containing the UE's Repository Data for the requested Service Indication as relevant for the requesting NF service consumer.
2b.	If there is no valid subscription data or Repository Data for the UE, HTTP status code "404 Not Found" shall be returned and it should includeing additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
[bookmark: _Toc21948871]5.3.2.2.3	IMS Identity Data Retrieval
Figure 5.3.2.2.3-1 shows a scenario where the NF service consumer (IMS-AS) sends a request to the HSS to receive the UE's IMS Identity Data for the Implicit Registration Set IMS associated Identities (IRS and Alias group information). The request contains the UE's identity (/{imsUeId}), the type of the requested information (/identities/irsims-associated-identities) and query parameters (e.g. supported-features).



Figure 5.3.2.2.3-1: IMS Identity Data Retrieval
1.	The NF service consumer (IMS-AS) sends a GET request to the resource representing the UE's Identity Data for the Implicit Registration Set IMS associated identities with query parameters indicating the supported-features.
2a.	On success, the HSS responds with "200 OK" with the message body containing the UE's Implicit Registration Set (if any) and the Alias Group information (if any) which the UE's identity belongs to as relevant for the requesting NF service consumer. Additional information (e.g. barring, distinct or wildcarded type of identity) is also included in the response.
2b.	If there is no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned and it should includeing additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
Editor's note: It is FFS to determine if it is needed to define a service operation to retrieve multiple identities at the same time.
[bookmark: _Toc21948872]5.3.2.2.4	MSISDN(s) Retrieval
Figure 5.3.2.2.4-1 shows a scenario where the NF service consumer (IMS-AS) sends a request to the HSS to receive the UE's MSISDN(s). The request contains the UE's identity (/{imsUeId}), the type of the requested information (/identities/msisdns) and query parameters (e.g. supported-features).


Figure 5.3.2.2.4-1: IMS Identity Data Retrieval
1.	The NF service consumer (IMS-AS) sends a GET request to the resource representing the UE's MSISDN(s) with query parameters indicating the supported-features.
2a.	On success, the HSS responds with "200 OK" with the message body containing the UE's MSISDN(s) as relevant for the requesting NF service consumer. The type of MSISDN (C-MSISDN or additional MSISDN) is included in the response.
2b.	If there is no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned and it should include additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
[bookmark: _Toc21948873]5.3.2.2.5	Private Identities Retrieval
Figure 5.3.2.2.5-1 shows a scenario where the NF service consumer (IMS-AS) sends a request to the HSS to receive the UE's Private Identities (IMS Private User Identity, IMSI). The request contains the UE's identity (/{imsUeId}), the type of the requested information (/identities/private-identities) and query parameters (e.g. supported-features).


Figure 5.3.2.2.5-1: Private Identities Retrieval
1.	The NF service consumer (IMS-AS) sends a GET request to the resource representing the UE's Private Identities with query parameters indicating the supported-features.
2a.	On success, the HSS responds with "200 OK" with the message body containing the UE's Private Identities as relevant for the requesting NF service consumer. The type of Private Identity (e.g. IMPI, IMSI) is included in the response.
2b.	If there is no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned and it should include additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
[bookmark: _Toc21948874]5.3.2.2.6	S-CSCF Capabilities Retrieval
Figure 5.3.2.2.6-1 shows a scenario where the NF service consumer (I-CSCF) sends a request to the HSS to receive the UE's S-CSCF capabilities (mandatory and/or optional). The request contains the UE's identity (/{imsUeId}), the type of the requested information (/ims-data/location-data/scscf-capabilities) and query parameters (e.g. supported-features).


Figure 5.3.2.2.6-1: S-CSCF Capabilities Retrieval
1.	The NF service consumer (I-CSCF) sends a GET request to the resource representing the UE's S-CSCF capabilities with query parameters indicating the supported-features.
2a.	On success, the HSS responds with "200 OK" with the message body containing the UE's S-CSCF capabilities relevant for the requesting NF service consumer. The type of S-CSCF capabilities (mandatory and/or optional) is included in the response.
2b.	If there is no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned and it should include additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
Editor's Note:	It is FFS to determine whether there is a use case for retrieving only the S-CSCF capabilities.

[bookmark: _Toc21948875]5.4	Nhss_imsUEAuthentication Service
[bookmark: _Toc21948876]5.4.1	Service Description
See 3GPP TS 23.228 [6], clause AA.2.1.4.
[bookmark: _Toc21948877]5.4.2	Service Operations
[bookmark: _Toc21948878]5.4.2.1	Introduction
For the Nhss_ imsUEAuthentication service the following service operation is defined:
-	Get
The Nhss_ imsUEAuthentication Service is used by the S-CSCF to request the SBI capable HSS to select an authentication method, calculate a fresh authentication vector (AV) if required for the selected method, and provide it to the S-CSCF by means of the Get service operation.
[bookmark: _Toc21948879]5.4.2.2	Get
[bookmark: _Toc21948880]5.4.2.2.1	General
The following procedures using the Get service operation are supported:
-	Authentication Information Retrieval
[bookmark: _Toc11338422][bookmark: _Toc21948881]5.4.2.2.2	Authentication Information Retrieval
Figure 5.4.2.2.2-1 shows a scenario where the NF service consumer (S-CSCF) retrieves authentication information for the UE from the HSS. The request contains the UE's identity (IMS Private Identity) and the SIP authentication scheme and may contain resynchronization info.


Figure 5.4.2.2.2-1: NF service consumer requesting authentication information
1.	The NF service consumer sends a POST request (custom method: generate-sip-auth-data) to the resource representing the UE's security information. The payload shall contain the SIP authentication scheme and the  resynchronization info.
2a.	The HSS responds with "200 OK" with the message body containing the authentication data information. 
2b.	If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element). 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
[bookmark: _Toc21948882]6	API Definitions
[bookmark: _Toc21948883]6.1	Nhss_imsUEContextManagement Service API
[bookmark: _Toc21948884]6.1.1	Introduction
URIs of this API shall have the following root:
{apiRoot}/{apiName}/{apiVersion}/
where "apiRoot" is defined in clause 4.4.1 of 3GPP TS 29.501 [5], the "apiName" shall be set to "nhss-ims-uecm" and the "apiVersion" shall be set to "v1" for the current version of this specification.
[bookmark: _Toc21948885]6.1.2	Usage of HTTP
[bookmark: _Toc21948886]6.1.2.1	General
HTTP/2, as defined in IETF RFC 7540 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nhss_imsUECM service shall comply with the OpenAPI [9] specification contained in Annex A.2.
[bookmark: _Toc21948887]6.1.2.2	HTTP standard headers
[bookmark: _Toc21948888]6.1.2.2.1	General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948889]6.1.2.2.2	Content type 
The following content types shall be supported:
-	JSON, as defined in IETF RFC 8259 [10], signalled by the content type "application/json".
-	The Problem Details JSON Object (IETF RFC 7807 [11] signalled by the content type "application/problem+json".
-	JSON Patch, as defined in IETF RFC 6902 [12], signalled by the content type "application/json-patch+json".
[bookmark: _Toc21948890]6.1.2.3	HTTP custom headers
[bookmark: _Toc21948891]6.1.2.3.1	General
The usage of HTTP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948892]6.1.3	Resources
[bookmark: _Toc21948893]6.1.3.1	Overview



Figure 6.1.3.1-1: Resource URI structure of the Nhss_imsUECM API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
(Archetype)
	Resource URI
	HTTP method or custom operation
	Description

	sScscf Registration
(Document)
	/{imsUeId}/scscf-registration
	PUT
	Update the S-CSCF registration state of the UE

	
	
	PATCH
	Modify the S-CSCF registration state of the UE

	aAuthorizeationInfo
(Custom operation)
	/{imsUeId}/authorize
	authorize
(POST)
	Authorize the requested operation for the UE



[bookmark: _Toc21948894]6.1.3.2	Resource: Scscf Registration<resource 1>
Where <resource 1> is to be replaced by the resource name, e.g. PduSession. 
[bookmark: _Toc21948895]6.1.3.2.1	Description
This resource represents the registered S-CSCF.
This clause will specify what the resource represents or what it is used for. 
[bookmark: _Toc21948896]6.1.3.2.2	Resource Definition
This clause will describe the Resource URI and the supported resource variables.
Resource URI: {apiRoot}/<apiName>nhss-ims-uecm/{apiVersion}/{imsUeId}/scscf-registrationxxx 
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.1.1

	apiVersion
	See clause 6.1.1

	imsUeId<name>
	Represents the IMS Subscription Identifier, either the IMS Public Identity (i.e. IMPU or Public PSI) or the Private Identity (i.e. IMPI or PSI). See 3GPP TS 23.228 [2] clause 4.3).
IMS Public Identity is used with the PUT method;
IMS Public Identity or IMS Private Identity is used with the PATCH methods.
	pattern: tbd<definition>



[bookmark: _Toc21948897]6.1.3.2.3	Resource Standard Methods
The following clauses will specify the standard methods supported by the resource.
It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc21948898]6.1.3.2.3.1	< method 1 >PUT
This clause will specify the meaning of the method applied on the resource. 
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the <method 1>PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the <method 1>PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ScscfRegistration"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	S-CSCF registration for indicated IMS Public Identity is updated with the received information.<only if applicable>



Table 6.1.3.2.3.1-3: Data structures supported by the <method 1>PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ScscfRegistration"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	201 Created<list applicable codes with name from the applicable RFCs>
	A response body containing a representation of the created individual scscfRegistration resource for the received IMS Public Identity shall be returned.<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>



[bookmark: _Toc21948899]6.1.3.2.3.2	< method 2 >PATCH
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.1.3.2.3.1.
This method shall support the URI query parameters specified in table 6.1.3.2.3.2-1.
Table 6.1.3.2.3.2-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.2-2 and the response data structures and response codes specified in table 6.1.3.2.3.2-3.
Table 6.1.3.2.3.2-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1...N
	Contains the scscfRegistration items that need to be changed



Table 6.1.3.2.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon successful modification there is no body in the response message.

	ProblemDetails
	O
	0..1
	403 Forbidden
	One or more attributes are not allowed to be modified according to e.g. policy or local configuration. 
The invalidParams attribute shall contain the JSON pointers of attributes which are not allowed to be modified. 
The cause attribute may be used to indicate the following application error:
- "MODIFY_NOT_ALLOWED", see 3GPP TS 29.500 [8] table 5.2.7.2-1.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
- IDENTITY_NOT_REGISTERED

	NOTE:	In addition, common data structures as listed in table 6.1.7-1 are supported.



[bookmark: _Toc21948900]6.1.3.2.4	Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc21948901]6.1.3.2.4.1	Overview
Table 6.1.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc21948902]6.1.3.2.4.2	Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource. 
[bookmark: _Toc21948903]6.1.3.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 
[bookmark: _Toc21948904]6.1.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>



[bookmark: _Toc21948905]6.1.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.1.3.2.4.1.
[bookmark: _Toc21948906]6.1.3.3	Resource: <resource 2>
And so on if there are more than two resources supported by the service. Same structure as in clause 6.1.3.2. 
[bookmark: _Toc21948907]6.1.4	Custom Operations without associated resources 
[bookmark: _Toc21948908]6.1.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 
Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	/{imsUeId}/authorize<custom operation URI>
	e.g.POST
	Authorize the requested operation for the UE<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc21948909]6.1.4.2	Operation: Authorize<operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc21948910]6.1.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 
This resource represents the information that is needed to authorize a UE to register or establish sessions in the IMS domain. See 3GPP TS 23.228 [2].
[bookmark: _Toc21948911]6.1.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>



This resource shall support the resource URI variables defined in table 6.1.4.2.2-1.
Table 6.1.4.2.2-1: URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	apiVersion
	See subclause 6.1.1

	imsUeId
	Represents the IMS Subscription Identifier, either the IMS Public Identity (i.e. IMPU or Public PSI) or the Private Identity (i.e. IMPI or PSI). See 3GPP TS 23.228 [2] clause 4.3).
IMS Public Identity is used with the PUT method;
IMS Public Identity or IMS Private Identity is used with the PATCH methods.
	pattern: tbd



This operation shall support the request data structures specified in table 6.1.4.2.2-1 and the response data structure and response codes specified in table 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AuthorizationInformation
	M
	1
	Contains input for authorization, such as the authorization type or the visited network identifier.



Table 6.1.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizationInfoResult
	M
	1
	200 OK
	A response body containing result information or the registered S-CSCF shall be returned.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
- IDENTITY_NOT_REGISTERED

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- AUTHORIZATION_REJECTED
- IDENTITIES_DONT_MATCH

	NOTE:	In addition, common data structures as listed in table 6.1.7-1 are supported.



[bookmark: _Toc21948912]6.1.4.3	Operation: < operation 2>
And so on if there are more than two custom operations supported by the service. Same structure as in clause 6.1.4.2. 
[bookmark: _Toc21948913]6.1.5	Notifications
[bookmark: _Toc21948914]6.1.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
[bookmark: _Toc21948915]6.1.5.2	<notification 1>
[bookmark: _Toc21948916]6.1.5.3	<notification 2>
[bookmark: _Toc21948917]6.1.6	Data Model
[bookmark: _Toc21948918]6.1.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.1.6.1-1 specifies the data types defined for the N<NF> service based interface protocol.

Table 6.1.6.1-1: N<NF> specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	
	
	
	



Table 6.1.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface. 
Table 6.1.6.1-2: N<NF> re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc21948919]6.1.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc21948920]6.1.6.2.1	Introduction
This clause defines the structures to be used in resource representations. 
[bookmark: _Toc21948921]6.1.6.2.2	Type: <TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.1.6.2.2-1: Definition of type <TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc21948922]6.1.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc21948923]6.1.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc21948924]6.1.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc21948925]6.1.6.3.2	Simple data types 
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc21948926]6.1.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.1.5.3.3-1.
Table 6.1.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc21948927]6.1.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc21948928]6.1.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc21948929]6.1.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
[bookmark: _Hlk510623468]Table 6.1.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc21948930]6.1.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc21948931]6.1.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
[bookmark: _Toc21948932]6.1.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.1.3. and 6.1.4. 
[bookmark: _Toc21948933]6.1.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948934]6.1.7.2	Protocol Errors

[bookmark: _Toc21948935]6.1.7.3	Application Errors
The application errors defined for the Nxxx_yyy service are listed in Table 6.1.7.3-1.

Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc21948936]6.1.8	Feature negotiation
The optional features in table 6.1.8-1 are defined for the XXX API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc21948937]6.2	Nhss_imsSubscriberDataManagement Service API
[bookmark: _Toc21948938]6.2.1	API URI
URIs of this API shall have the following root:
{apiRoot}/{apiName}/{apiVersion}/
where "apiRoot" is defined in clause 4.4.1 of 3GPP TS 29.501 [5], the "apiName" shall be set to "nhss-ims-sdm" and the "apiVersion" shall be set to "v1" for the current version of this specification.
[bookmark: _Toc21948939]6.2.2	Usage of HTTP
[bookmark: _Toc21948940]6.2.2.1	General
HTTP/2, as defined in IETF RFC 7540 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nhss_imsUECM service shall comply with the OpenAPI [9] specification contained in Annex A.3.
[bookmark: _Toc21948941]6.2.2.2	HTTP standard headers
[bookmark: _Toc21948942]6.2.2.2.1	General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948943]6.2.2.2.2	Content type 
The following content types shall be supported:
-	JSON, as defined in IETF RFC 8259 [10], signalled by the content type "application/json".
-	The Problem Details JSON Object (IETF RFC 7807 [11] signalled by the content type "application/problem+json"
-	JSON Patch, as defined in IETF RFC 6902 [12], signalled by the content type "application/json-patch+json"
[bookmark: _Toc21948944]6.2.2.3	HTTP custom headers
[bookmark: _Toc21948945]6.2.2.3.1	General
The usage of HTTP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948946]6.2.3	Resources
[bookmark: _Toc21948947]6.2.3.1	Overview


[bookmark: _MON_1631092772]
Figure 6.2.3.1-1: Resource URI structure of the Nhss_imsSDM API


Figure 6.2.3.1-2: Resource URI structure of the Nhss_imsSDM API
Editor's Note:	The resource structure shown above is work in progress and can be changed in the future.
Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.2.3.1-1: Resources and methods overview
	Resource name
(Archetype)
	Resource URI
	HTTP method or custom operation
	Description

	RepositoryData
(Document)
	/{imsUeId}/repository-data/
{serviceIndication}
	GET
	Retrieve repository data for a service indication

	
	
	PATCHDELETE
	UpdateDelete repository data for a service indication

	
	
	PUT
	Update repository data for a service indication

	ImsAssociatedIdentities
(Document)
	/{imsUeId}/identities/ims-associated-identities{identitySet}
	GET
	Retrieve the UE's set ofIMS associated identities (implicit and alias)

	Msisdns
(Document)
	/{imsUeId}/identities/msisdns
	GET
	Retrieve the UE's MSISDNs (basic and additional)

	PrivateIdentities
(Document)
	/{imsUeId}/identities/private-identities
	GET
	Retrieve the UE's Private Identities (IMPI and IMSI)

	ImeiSv
(Document)
	/{imsUeId}/identities/imeisv
	GET
	Retrieve the UE's IMEISV

	ImsProfile
(Document)
	/{imsUeId}/ims-data/profile-data
	GET
	Retrieve the UE's subscribed Profile

	Ifcs
(Document)
	/{imsUeId}/ims-data/
profile-data/ifcs
	GET
	Retrieve the UE's subscribed Initial Filter Criteria

	ChargingInformation
(Document)
	/{imsUeId}/ims-data/
profile-data/charging-information
	GET
	Retrieve the UE's subscribed Charging Information

	ServiceLevelTraceInformation
(Document)
	/{imsUeId}/ims-data/profile-data/service-level-trace-info
	GET
	Retrieve the UE's subscribed Service Level Trace Information

	PriorityLevels
(Document)
	/{imsUeId}/ims-data/
profile-data/priority-levels
	GET
	Retrieve the UE's subscribed Service Priority Levels

	ImsServerNameAndCaps
(Document)
	/{imsUeId}/ims-data/location-data
	GET
	Retrieve the UE's S-CSCF name and the server capabilities in IMS

	ScscfCapabilities
(Document)
	/{imsUeId}/ims-data/location-data/scscf-capabilities
	GET
	Retrieve the UE's S-CSCF capabilities (mandatory and/or optional)

	ImsRegistrationStatus
(Document)
	/{imsUeId}/ims-data/
registration-status
	GET
	Retrieve the UE's IMS registration status.

	SdmSubscriptions
(Collection)
	/{imsUeId}/sdm-subscriptions
	POST
	Create a subscription

	Individual subscription
(Document)
	/{imsUeId}/sdm-subscriptions/
{subscriptionId}
	DELETE
	Delete the subscription identified by {subscriptionId}, i.e. unsubscribe

	
	
	PATCH
	Modify the sdm-subscription identified by {subscriptionId}

	PsLocation
(Document)
	/{imsUeId}/access-data/
ps-domain/location-data
	GET
	Retrieve the UE's location in PS domain

	CsLocation
(Document)
	/{imsUeId}/access-data/
cs-domain/location-data
	GET
	Retrieve the UE's location in CS domain

	PsUserState
(Document)
	/{imsUeId}/access-data/
ps-domain/user-state
	GET
	Retrieve the UE's state in PS domain

	CsUserState
(Document)
	/{imsUeId}/access-data/
cs-domain/user-state
	GET
	Retrieve the UE's state in CS domain

	TadsInfo
(Document)
	/{imsUeId}/access-data/
ps-domain/tads-info
	GET
	Retrieve the UE's T-ADS information

	UeRechabilityIpSubscriptions
(Collection)
	/{imsUeId}/access-data/
ps-domain/ue-reach-subs
	POST
	Create a subscription to UE Reachability for IP

	UeRechabilityIpIndividual subscription
(Document)
	/{imsUeId}/access-data/
ps-domain/ue-reach-subs/
{subscriptionId}
	DELETE
	Delete the subscription identified by {subscriptionId}, i.e. unsubscribe

	IpAddress
(Document)
	/{imsUeId}/access-data/
ps-domain/ip-address
	GET
	Retrieve the UE's stored IP Address Secure Binding Information

	Csrn
(Document)
	/{imsUeId}/access-data/
cs-domain/csrn
	GET
	Retrieve a CSRN for the UE

	ReferenceAccessLocation
(Document)
	/{imsUeId}/access-data/wireline-domain/reference-location
	GET
	Retrieve the UE's subscribed Reference Access Location

	SrvccData
(Document)
	/{imsUeId}/srvcc-data
	GET
	Retrieve the UE's STN-SR and SRVCC capability

	PsiActive
(Document)
	/{imsUeId}/service-data/
psi-active
	GET
	Retrieve a PSI activation status

	
	
	PATCH
	Update a PSI activation status

	Dsai
(Document)
	/{imsUeId}/service-data/dsai
	GET
	Retrieve DSAI data

	
	
	PATCH
	Update DSAI data

	SMSRegistrationInfo
(Document)
	/{imsUeId}/service-data/
sms-registration-info
	GET
	Retrieve the SMS Registration Information (e.g. IP-SM-GW address)

	
	
	PATCH
	Updates the SMS Registration Information (e.g. IP-SM-GW address)

	SharedData
(Collection)
	/shared-data
	GET
	Retrieve shared data

	SharedDataSubscriptions
(Collection)
	/shared-data-subscriptions
	POST
	Create a subscription

	SharedDataIndividual subscription
(Document)
	/shared-data-subscriptions/{subscriptionId}
	DELETE
	Delete the subscription identified by {subscriptionId}, i.e. unsubscribe



[bookmark: _Toc21948948]6.2.3.2	Resource: IMS Associated Identities
[bookmark: _Toc510696610][bookmark: _Toc18356523][bookmark: _Toc21948949]6.2.3.2.1	Description
This resource represents the IMS associated identies. It is queried by the service consumer (IMS-AS) to retrieve the list of identities in the same Implicit Registration Set, together with the Alias Group Information and additional information (e.g. identity type)
[bookmark: _Toc510696611][bookmark: _Toc18356524][bookmark: _Toc21948950]6.2.3.2.2	Resource Definition
Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/identities/ims-associated-identities 
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.
Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	apiVersion
	See subclause 6.1.1

	imsUeId
	Represents the IMS Public Identity (i.e. IMS Public User identity or Public Service Identity) 

pattern: "^(sip\:([a-zA-Z0-9_\-.!~*()&=+$,;?\/]+)\@([A-Za-z0-9]+([-A-Za-z0-9]+)\.)+[a-z]{2,}|tel\:\+[0-9]{5,15})$"



[bookmark: _Toc510696612][bookmark: _Toc18356525][bookmark: _Toc21948951]6.2.3.2.3	Resource Standard Methods
[bookmark: _Toc510696613][bookmark: _Toc18356526][bookmark: _Toc21948952]6.2.3.2.3.1	GET
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PublicIdentityList
	M
	1
	200 OK
	A response body containing the list of identities belonging to the same Implicit Registration Set shall be returned, together with the related information (Alias Group, if any, identity type, IRS default identity).

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate the following application error:
- USER_NOT_FOUND

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- OPERATION_NOT_ALLOWED

	NOTE:	In addition, common data structures as listed in table 6.1.7-1 are supported.



[bookmark: _Toc21948953]6.2.3.3	Resource: MSISDNS
[bookmark: _Toc21948954]6.2.3.3.1	Description
This resource represents the MSISDNs associated to the UE. It is queried by the service consumer (IMS-AS) to retrieve the list of MSISDNs (basic and additional). If the UE is shared among multiple IMS Private Identities and the consumer queries for the basic MSISDN (C-MSISDN), the URI query parameter Private Identity (IMPI) shall be included. 
[bookmark: _Toc21948955]6.2.3.3.2	Resource Definition
Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/identities/msisdns 
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	apiVersion
	See subclause 6.1.1

	imsUeId
	Represents the IMS Public Identity (i.e. IMS Public User identity or Public Service Identity) 

pattern: "^(sip\:([a-zA-Z0-9_\-.!~*()&=+$,;?\/]+)\@([A-Za-z0-9]+([-A-Za-z0-9]+)\.)+[a-z]{2,}|tel\:\+[0-9]{5,15})$"



[bookmark: _Toc21948956]6.2.3.3.3	Resource Standard Methods
[bookmark: _Toc21948957]6.2.3.3.3.1	GET
This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.
Table 6.2.3.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	private-id
	PrivateId
	O
	0..1
	IMS Private Identity (IMPI) of the UE. It shall be included if the are multiple Private Identities associated to the Public Identity received and the basic MSISDN (C-MSISDN) is requested.



This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MsisdnList
	M
	1
	200 OK
	A response body containing the list of MSISDNs associated to the UE and all Private Identities shall be returned. If the response is for a basic MSISDN (C-MSISDN) query (query parameter IMPI was present), only one MSISDN shall be returned.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate the following application error:
- OPERATION_NOT_ALLOWED

	NOTE:	In addition, common data structures as listed in table 6.1.7-1 are supported.



[bookmark: _Toc21948958]6.2.3.4	Resource: S-CSCF Capabilities
[bookmark: _Toc21948959]6.2.3.4.1	Description
This resource represents the S-CSCF capabilities. It is queried by the service consumer (I-CSCF) to retrieve S-CSCF capabilities associated to the UE (mandatory capabilities and/or optional capabilities).
[bookmark: _Toc21948960]6.2.3.4.2	Resource Definition
Resource URI: {apiRoot}/nhss-ims-sdm/{apiVersion}/{imsUeId}/ims-data/location-data/scscf-capabilities 
This resource shall support the resource URI variables defined in table 6.2.3.4.2-1.
Table 6.2.3.4.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	apiVersion
	See subclause 6.1.1

	imsUeId
	Represents the IMS Public Identity (i.e. IMS Public User identity or Public Service Identity) 

pattern: "^(sip\:([a-zA-Z0-9_\-.!~*()&=+$,;?\/]+)\@([A-Za-z0-9]+([-A-Za-z0-9]+)\.)+[a-z]{2,}|tel\:\+[0-9]{5,15})$"



[bookmark: _Toc21948961]6.2.3.4.3	Resource Standard Methods
[bookmark: _Toc21948962]6.2.3.4.3.1	GET
This method shall support the URI query parameters specified in table 6.2.3.4.3.1-1.
Table 6.2.3.4.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.4.3.1-2 and the response data structures and response codes specified in table 6.2.3.4.3.1-3.
Table 6.2.3.4.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.4.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ScscfCapabilityList
	M
	1
	200 OK
	A response body containing the list mandatory and/or optional capabilities shall be returned.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: DATA_NOT_FOUND indicates that any S-CSCF can be selected, e.g. based on I-CSCF local policy.

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate the following application error:
- OPERATION_NOT_ALLOWED

	NOTE:	In addition, common data structures as listed in table 6.1.7-1 are supported.



[bookmark: _Toc21948963]6.3	Nhss_ imsUEAuthentication Service API
[bookmark: _Toc21948964]6.3.1	API URI
URIs of this API shall have the following root:
{apiRoot}/{apiName}/{apiVersion}/
where "apiRoot" is defined in clause 4.4.1 of 3GPP TS 29.501 [5], the "apiName" shall be set to "nhss-ims-ueau" and the "apiVersion" shall be set to "v1" for the current version of this specification.
[bookmark: _Toc21948965]6.3.2	Usage of HTTP
[bookmark: _Toc21948966]6.3.2.1	General
HTTP/2, as defined in IETF RFC 7540 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nhss_imsUEAU service shall comply with the OpenAPI [9] specification contained in Annex A.3.
[bookmark: _Toc21948967]6.3.2.2	HTTP standard headers
[bookmark: _Toc21948968]6.3.2.2.1	General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948969]6.3.2.2.2	Content type 
The following content types shall be supported:
-	JSON, as defined in IETF RFC 8259 [10], signalled by the content type "application/json".
-	The Problem Details JSON Object (IETF RFC 7807 [11] signalled by the content type "application/problem+json"
-	JSON Patch, as defined in IETF RFC 6902 [12], signalled by the content type "application/json-patch+json"
[bookmark: _Toc21948970]6.3.2.3	HTTP custom headers
[bookmark: _Toc21948971]6.3.2.3.1	General
The usage of HTTP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
[bookmark: _Toc21948972]6.3.3	Resources
[bookmark: _Toc21948973]6.3.3.1	Overview


Figure 6.3.3.1-1: Resource URI structure of the Nhss_imsUEAU API
Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.3.3.1-1: Resources and methods overview
	Resource name
(Archetype)
	Resource URI
	HTTP method or custom operation
	Description

	SecurityInformation
(Custom operation)
	/{impi}/security-information/generate-sip-auth-data
	generate-sip-auth-data (POST)
	The HSS takes the variable {impi} and, if applicable, fetches the corresponding SUPI. The HSS calculates a fresh authentication vector based on the received information and the stored security information, if IMS-AKA is selected. Otherwise, the HSS provides the corresponding authentication information.



[bookmark: _Toc11338717][bookmark: _Toc21948974]6.3.3.2	Resource: SecurityInformation
[bookmark: _Toc11338718][bookmark: _Toc21948975]6.3.3.2.1	Description
This resource represents the information that is needed together with the SIP authenticacion scheme to calculate a fresh authentication vector.
[bookmark: _Toc11338719][bookmark: _Toc21948976]6.3.3.2.2	Resource Definition
Resource URI: {apiRoot}/nhss-ims-ueau/v1/{impi}/security-information
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.
Table 6.3.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.3.1

	impi
	Represents the IMS Private Identity (see 3GPP TS 23.003 [13] clause 13.3.

Pattern: "^(impi-.+|.+)$”



[bookmark: _Toc11338720][bookmark: _Toc21948977]6.3.3.2.3	Resource Standard Methods
No Standard Methods are supported for this resource.
[bookmark: _Toc11338721][bookmark: _Toc21948978]6.3.3.2.4	Resource Custom Operations
[bookmark: _Toc11338722][bookmark: _Toc21948979]6.3.3.2.4.1	Overview
Table 6.3.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	/generate-sip-auth-data
	POST
	Select the authentication method and calculate a fresh AV if IMS-AKA is selected or provides corresponding authentication information.



[bookmark: _Toc11338723][bookmark: _Toc21948980]6.3.3.2.4.2	Operation: generate-sip-auth-data
[bookmark: _Toc11338724][bookmark: _Toc21948981]6.3.3.2.4.2.1	Description
This custom operation is used by the NF service consumer (S-CSCF) to request authentication information data for the IMPI from the HSS. The HSS calculates an authentication vector taking into account the information received from the NF service consumer (S-CSCF) and the current representation of this resource if IMS AKA is selected. For details see 3GPP TS 33.203 [14].
[bookmark: _Toc11338725][bookmark: _Toc21948982]6.3.3.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.2.2-2.
Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SipAuthenticationInfoRequest
	M
	1
	Contains the SIP Authentication Scheme, the number of authentication items  and Resynchronization Information



Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SipAuthenticationInfoResult
	M
	1
	200 OK
	Upon success, a response body containing the selected authentication method and an authentication vector if IMS AKA has been selected shall be returned. 

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate the following application error:
- USER_NOT_FOUND

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- AUTHENTICATION_REJECTED
- UNSUPPORTED_SIP_AUTH_SCHEME

	NOTE:	In addition, common data structures as listed in table 6.1.7-1 are supported.



[bookmark: _Toc11338731][bookmark: _Toc21948983]6.3.4	Custom Operations without associated resources 
In this release of this specification, no custom operations without associated resources are defined for the Nhss_imsUEAuthentication Service.
[bookmark: _Toc11338732][bookmark: _Toc21948984]6.3.5	Notifications
In this release of this specification, no notifications are defined for the Nhss_imsUEAuthentication Service.
[bookmark: _Toc11338733][bookmark: _Toc21948985]6.3.6	Data Model
[bookmark: _Toc11338734][bookmark: _Toc21948986]6.3.6.1	General
This clause specifies the application data model supported by the API.
Table 6.3.6.1-1 specifies the structured data types defined for the Nhss_imsUEAU service API. 
Editor's Note:	The data types need to be described here.
[bookmark: _Toc11338749][bookmark: _Toc21948987]6.3.7	Error Handling 
[bookmark: _Toc11338750][bookmark: _Toc21948988]6.3.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
[bookmark: _Toc11338751][bookmark: _Toc21948989]6.3.7.2	Protocol Errors
Protocol errors handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].
[bookmark: _Toc11338752][bookmark: _Toc21948990]6.3.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nhss_imsUEAuthentication service. The following application errors listed in Table 6.3.7.3-1 are specific for the Nhss_imsUEAuthentication service.
Table 6.3.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	AUTHENTICATION_REJECTED
	403 Forbidden
	The user cannot be authenticated with this authentication method

	USER_NOT_FOUND
	404 Not Found
	The user does not exist in the HPLMN

	UNSUPPORTED_SIP_AUTHENTICATION_SCHEME
	501 Not implemented
	The received SIP authentication scheme is not supported by HPLMN



[bookmark: _Toc21948991]Annex A (normative):
OpenAPI specification
[bookmark: _Toc21948992]A.1	General 
This Annex specifies the formal definition of the <Service Name> API(s). It consists of OpenAPI 3.0.0 specifications in YAML format.
Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on the public 3GPP file server in the following locations (see clause 5B of the 3GPP TS 21.900 [7] for further information):
-	https://www.3gpp.org/ftp/Specs/archive/OpenAPI/<Release>/, and
-	https://www.3gpp.org/ftp/Specs/<Plenary>/<Release>/OpenAPI/.
[bookmark: _Toc21948993]A.2	<Service 1> API
Where <Service 1> is to be replaced by the name of the Service (e.g. Nsmf_PDUSession).
One clause is introduced per Service, with the corresponding OpenAPI 3.0.0 Document. 
[bookmark: _Toc21948994]A.3	<Service 2> API
And so on if there are more than two services supported by the NF.

[bookmark: historyclause][bookmark: _Toc21948995]
Annex B (informative):
Withdrawn API versions
[bookmark: _Toc21948996]B.1	General
This Annex lists withdrawn API versions of the APIs defined in the present specification. 3GPP TS 29.501 [5] clause 4.3.1.x describes the withdrawal of API versions.
[bookmark: _Toc21948997]B.2	<Service 1> API
Where <Service 1> is to be replaced by the name of the Service (e.g. Nsmf_PDUSession).
One clause is introduced per Service.
The API versions listed in table B.2-1 are withdrawn for the <Service 1> API.
Table B.2-1: Withdrawn API versions of the <Service 1> service
	API version number
	Remarks

	
	



In the Remarks column, the deficits leading to the withdrawal of an API version are explained.
[bookmark: _Toc21948998]B.3	<Service 2> API
And so on if there are more than two services supported by the NF.
[bookmark: _Toc21948999]Annex C (informative):
Change history

	Change history

	Date
	Meeting
	TDoc
	CR
	Rev
	Cat
	Subject/Comment
	New version

	2019-09
	CT4#93
	C4-193851
	
	
	
	Initial Draft (C4-193264) and incorporation of agreed pCRs at CT4#93: C4-193576, C4-193272, C4-193273, C4-193579, C4-193706, C4-193838.
	0.1.0

	2019-10
	CT4#94
	C4-194525
	
	
	
	Incorporation of agreed pCRs at CT4#94: C4-194361, C4-194362, C4-194364, C4-194365, C4-194556
	0.2.0
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