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	[bookmark: _Hlk19608174]Reason for change:
	The PFCP association procedure has very strict rule of deleting all the PFCP sessions when a second PFCP association request with the same CP Node ID shows up on the same UPF. 
The PFCP association establishment request should be just used to advertise the node capabilities and node related information, and should not be used to detect the node restart/failure, and should not trigger any PFCP session teardown. 
Detection of restart/failure and clean-up of related PFCP sessions shall be performed using the path management / heartbeat procedures that run per PFCP entity and not per node, as this has been clarified in recent CT4 meetings (see CRs 23.007 #0359, 23.527 #0011, 29.244 #0215). 
It has also been clarified during CT4#93 that a restarted CP PFCP entity shall first send a heartbeat request to its peer UP PFCP entities before starting to establish new PFCP sessions on these UP PFCP entities. This is required to update the UP PFCP entities with the restarted CP PFCP entity's Recovery Time Stamp, and this also results in the UPF tearing down PFCP sessions. See CRs 23.007 #0364, 29.244 #0279 and #0280.
So it is unnecessary to delete PFCP sessions upon receiving a PFCP association setup request with a same Node ID as an existing association. Besides, this can cause significant harm in tearing down all the sessions established within an SMF set, when a single PFCP association is set up between an SMF set and a UPF, if e.g. due to race conditions a new or restarted SMF sends a new PFCP association setup request for the SMF set when one would still exist. 

	
	

	Summary of change:
	The UPF does not tear down PFCP sessions upon receipt of a PFCP association setup request with the same Node ID as an existing PFCP association.

	
	

	Consequences if not approved:
	Inconsistent requirements between restoration and heartbeat procedures that run per PFCP entity and requirements to tear down sessions at the association (i.e. node) level.
Risk of deleting all the PFCP sessions of an SMF set when a single PFCP association is set up between an SMF set and a UPF, if e.g. due to race conditions a new or restarted SMF sends a new PFCP association setup request for the SMF set when one would still exist. This also causes significant extra complexity to SMF implementations since this requires to have 100% accurate synchronization between the SMFs sharing the Node ID to avoid this, even in race conditions, such that it NEVER happens that a newly reboot SMF could come in to destroy all the sessions on the UPF. 
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* * * First Change * * * *
[bookmark: _Toc19630436][bookmark: _Toc9506667][bookmark: scFUNCMO][bookmark: _Toc11315219]19A	PFCP based restart procedures
Across PFCP based interfaces, an SGW-C, SGW-U, PGW-C and PGW-U Node shall utilize PFCP Heartbeat Request and Heartbeat Response messages to detect and handle a peer PFCP entity failure or restart. A PFCP entity shall be prepared to receive a Heartbeat Request message at any time (even from unknown peers), and it shall reply with a Heartbeat Response message.
A PFCP entity shall maintain two Recovery Time Stamps:
-	in volatile memory a remote Recovery Time Stamp of a peer PFCP entity with which the entity is in contact;
-	in non-volatile memory own, or local Recovery Time Stamp that was sent to a peer PFCP entity.
After a PFCP entity has restarted, it shall immediately update all local Recovery Time Stamps and shall clear all remote Recovery Time Stamps. When peer PFCP entities information is available, i.e. when the PFCP Association is still alive, the restarted PFCP entity shall send its updated Recovery Time Stamps in a Heartbeat Request message to the peer PFCP entities before initiating any PFCP session signalling.
A PFCP entity may have a common local Recovery Time Stamp for all peer PFCP entities, or it may have a separate local Recovery Time Stamp for each peer PFCP entity.
A PFCP entity may probe the liveliness of each peer PFCP entity with which it is in contact by sending a Heartbeat Request message (see clause 20 "Path management procedures").
[bookmark: _Hlk531370208]The Recovery Time Stamp signalled in the PFCP Heartbeat Request and Response messages is associated with the PFCP entity identified by the source IP address of the message.
The PFCP entity that receives a Recovery Time Stamp Information Element from a peer PFCP entity shall compare the received remote Recovery Time Stamp value with the previous Recovery Time Stamp value stored for that peer PFCP entity.
-	If no previous value was stored, the Recovery Time Stamp value received in the Heartbeat Request or Response messages shall be stored for the peer PFCP entity.
-	If the value of a Recovery Time Stamp previously stored for a peer PFCP entity is smaller than the Recovery Time Stamp value received in the Heartbeat Request or Response messages, this indicates that the entity that sent the Heartbeat Request or Response messages has restarted. The received, new Recovery Time Stamp value shall be stored by the receiving entity, replacing the value previously stored for the peer PFCP entity.
-	If the value of a Recovery Time Stamp previously stored for a peer PFCP entity is larger than the Recovery Time Stamp value received in the Heartbeat Request or Response message, this indicates a possible race condition (newer message arriving before the older one). The received Sx node related message and the received new Recovery Time Stamp value shall be discarded and an error may be logged.
A PFCP function that receives a PFCP Association Setup Request shall proceed with: 
-	establishing the PFCP association.  and
-	deleting the existing PFCP association and associated PFCP sessions, iIf a PFCP association was already established for the Node ID received in the request, the new PFCP association shall overwrite the existing one, regardless of the Recovery Timestamp received in the request.
A PFCP function shall ignore the Recovery Timestamp received in PFCP Association Setup Response message.

* * * End of Changes * * * *
