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	Reason for change:
	1) It is not defined how to set the path when using indirect communication without TLS between the NFs and SCP. 

2) the following editor's note is specified: 

Editor’s Note:	It is FFS how to set the ":scheme" and ":authority" pseudo-headers for indirect communication without delegated discovery.
But corresponding requirements are already specified in the same clause.

3) the following editor's note is specified: 

Editor’s Note:	It is FFS whether additional requirement is needed regarding connection management for indirect communication mode.
No additional requirement is identified beyond those already specified in clause 5.2.6. 

 

	
	

	Summary of change:
	1) ":path" is set to the path and query components of the target URI; it also includes the nf-disc-factors query parameter, if delegated discovery is used and has not been performed yet by the SCP, or if indirect communication without delegated discovery is used and the NF service consumer has selected the producer NF set or NF Service Set.    

2) the two editor's notes are deleted.

3) It is proposed to renumber the brand new clause 6.10.7 "Routing Mechanism with SCP (when not using TLS between NFs and SCP)" into 6.10.2A to make it follow clause 6.10.2 "Routing Mechanism with SCP (when using TLS between NFs and SCP)".  No cross references have been defined yet towards clause 6.10.7, and there is no clause 6.10.8 yet.
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* * * First Change * * * *
[bookmark: _Toc19709013][bookmark: _Toc19709026][bookmark: _Toc9501020][bookmark: _Toc11336234][bookmark: _Toc11336237]6.10.2	Routing Mechanism with SCP (when usingwith TLS between NFs and SCP)

* * * Next Change * * * *
6.10.2A7	Routing Mechanism with SCP (when not usingwithout TLS between NFs and SCP)
6.10.72A.1	Connecting inbound
When indirect communication is used and the NF sends an HTTP/2 request, the NF (acting as HTTP/2 client) shall connect directly to an authority for the target resource via an available SCP, which then acts as an "interception proxy" as defined in subclause 2.5 of IETF RFC 3040 [x] and also referred to in subclause 2.3 of IETF RFC 7230 [12].
6.10.2A7.2	HTTP/2 connection management
The NF shall manage the HTTP/2 connections as defined in clause 5.2.6.
Editor’s Note:	It is FFS whether additional requirement is needed regarding connection management for indirect communication mode.
6.10.2A7.3	Pseudo-header setting
Editor’s Note:	It is FFS how to set the ":scheme" and ":authority" pseudo-headers for indirect communication without delegated discovery.
The NF service consumer shall set the following pseudo-headers as such:
-	":scheme" pseudo-header is shall be set to "http";
NOTE:	When the SCP is implemented using service mesh technology e.g. as described in Annex G.2 in 3GPP TS 23.501 [3], the SCP needs to be able to read the start line and the header fields of HTTP/2 messages, and https cannot be used by NF. In this case, mutual authentication and TLS between NF and SCP can be implicit by physical security; mutual authentication and TLS is between SCP interfaces.
-	":authority" pseudo-header is shall be set as follows:
-	if delegated discovery is used and has not been performed yet by the SCP: set based on local configuration, depending on how the SCP is configured to use this pseudo-header for matching for traffic routing selection in addition to use other factors;
-	if delegated discovery is not used or has already been performed by the SCP: set as specified in clause 6.1.4.
-	":path" pseudo-header shall include: 
-	the path and query components of the target URI as specified in clause 6.1.4; and 
-	the nf-disc-factors query parameter, if delegated discovery is used and has not been performed yet by the SCP (see clause 6.10.2), or if indirect communication without delegated discovery is used and the NF service consumer has selected the producer NF set or NF Service Set (see clause 6.10.x).    

* * * End of Changes * * * *

