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	Reason for change:
	1) It is not defined how to set the path when using indirect communication with TLS between the NFs and SCP. 

2) The impacts on cacheability of HTTP responses when using the 3gpp-Sbi-Target-apiRoot header were left for further study. 

· IETF RFC 7234 specifies that primary cache key consists of request method and target URI. When presented with a request, a cache must not reuse a stored response, unless the presented effective request URI and that of the stored response match.

· The following examples show potential problems if the request URI sent to the SCP did not allow to differentiate the actual target NF. 
· Discovery requests sent to different NRFs (e.g. PLMN wide NRF and Slice specific NRF) would appear with the same Request URI and HTTP cache could return a cached response not corresponding to a specific request.
· if an AMF ProvideDomainSelectionInfo service response sent to AMF 1 is cached, and a new request is issued targetting the same UE but a different AMF/AMF set due to UE mobility, both requests would appear with the same Request URI (apiRoot set to SCP IP@ or FQDN) and the HTTP cache could return a cached response not corresponding to the request. 
 

	
	

	Summary of change:
	1) ":path" is set to the path and query components of the target URI. 

2) for HTTP requests sent to the SCP for which an HTTP client may cache responses (e.g. GET request), the HTTP client should set the :authority to an FQDN of the SCP having the form "<Label representing the target FQDN>.<FQDN of the SCP>", where the first label does not need to be understood by the SCP and only serves for caching the response with a URI uniquely identifying the target NF service instance. 
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	Other comments:
	The alternative approach to use a telescopic FQDN (with the first label representing the target FQDN being understood/generated by the SCP) is discouraged for indirect communication for the following reasons: 

a) this would require the SCP to modify URIs into telescopic FQDNs in the signalling it forwards (e.g. NRF Discovery responses, Callback URIs, etc) like the SEPP does for inter-PLMN communication. This would require the SCP to be application aware, i.e. aware of the JSON payloads of all APIs, which would require SCP upgrades whenever new URI attributes are defined in APIs or when new APIs are defined. In Rel-15, for SEPP, this is supported for very few APIs only, i.e. only for service operations required over N32.

b) Or (if SCP does not behave like in a) this would require HTTP clients to request SCP to generate the telescopic FQDN to use for any target FQDN, i.e. this would double the signalling for any new target URI for which it does not have a cached telescopic FQDN. 

c) SCPs can be distributed in the PLMN, which would cause additional overhead for the reverse mapping of telescopic FQDN into the target FQDN. 
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* * * First Change * * * *
[bookmark: _Toc9501017][bookmark: _Toc11336234][bookmark: _Toc11336237]6.10.2	Routing Mechanism with SCP (when using TLS between NFs and SCP)
[bookmark: _Toc19709017]6.10.2.4	Pseudo-header setting
For Indirect Communication with or without delegated discovery, when sending a request to the SCP, the HTTP client shall set the pseudo-headers as follows:
-	":scheme"set to "https";
-	":authority" set to the FQDN or IP address of the SCP; for HTTP requests for which an HTTP client may cache responses (e.g. GET request), the HTTP client should set the :authority to an FQDN of the SCP having the form "<Label representing the target FQDN>.<FQDN of the SCP>", where the first label does not need to be understood by the SCP and only serves for caching the response with a URI uniquely identifying the target NF service instance.  
NOTE 1:	the authority (including the label representing the target FQDN) is not forwarded by the SCP to the HTTP server. How the label representing the target FQDN is constructed by the HTTP client is implementation specific.
NOTE 2:	The DNS needs to be provisioned with a wildcard DNS record (i.e. *.<FQDN of the SCP>). 
NOTE 3:	The SCP needs to support TLS wildcard certificate for its domain name.   
 -	":path" including: 
-	the path and query components of the target URI as specified in clause 6.1.4; and 
-	the nf-disc-factors query parameter, if delegated discovery is used and has not been performed yet by the SCP (see clause 6.10.2), or if indirect communication without delegated discovery is used and the NF service consumer has selected the producer NF set or NF Service Set (see clause 6.10.x).
The HTTP client shall include the apiRoot of an authority server for the target resource, if available, in the 3gpp-Sbi-Target-apiRoot header (see clause 6.10.2.x).
When forwarding a request to the HTTP server, the SCP shall set the pseudo-headers as specified in clause 6.1, with the following additions: ; 
-	the SCP shall modify the ":authority" HTTP/2 pseudo-header field to the FQDN or IP address of the target NF service instance. If the 3gpp-Sbi-Target-apiRoot header was received in the request, the SCP shall set the apiRoot of the request URI to the apiRoot received in the 3gpp-Sbi-Target-apiRoot header from the client, if the SCP does not (re)select a different HTTP server. 

* * * Next Change * * * *
[bookmark: _Toc19709018]6.10.2.5	3gpp-Sbi-Target-apiRoot header setting
For Indirect Communication with or without delegated discovery, the HTTP client shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of an authority server for the target resource, if available, in requests it sends to the SCP. In particular:
-	for Indirect Communication without Delegated Discovery, a service request sent to the SCP to create a resource shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the selected NF Service Producer, if the NF Service Consumer has selected a specific NF service instance;  
-	after a resource has been created, subsequent service requests sent to the SCP and targeting the resource shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot received earlier from the NF Service Producer; 
-	notifications or callbacks sent via the SCP shall include the apiRoot of the notification or callback URI. 
When forwarding the request to the HTTP server, the SCP shall: 
-	remove the 3gpp-Sbi-Target-apiRoot header; and 
-	set the apiRoot of the request URI to the apiRoot received in the 3gpp-Sbi-Target-apiRoot header from the client, if the SCP does not (re)select a different HTTP server.   
Examples use cases: 
-	for Indirect Communication without Delegated Discovery, a service request sent to SCP to create a resource includes a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the selected NF Service Producer, when the NF Service Consumer has selected a specific NF service instance;  
-	after a resource has been created, subsequent service requests sent to SCP and targeting the resource include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot received earlier from the NF Service Producer; 
-	notifications or callbacks sent via SCP include the apiRoot of the notification or callback URI. 
Editor's Note: Request URIs sent by NFs to the SCP for requests targeting different target resources may appear identical, e.g. if there is no variable in the URI path. The impacts on cacheability of HTTP responses are FFS. 
[bookmark: _Toc9501020]
* * * End of Changes * * * *

