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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Provide definitions of resources and methods for the Notaf_SecuredPacket service
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.544 v0.1.0.

* * * First Change * * * *

[bookmark: _Toc19259089]6.1.3.1	Overview
This clause will describe the structure for the Resource URIs and the resources and methods used for the service.
Example:



Figure 6.1.3.1-1: Resource URI structure of the notaf-secured-packet<xyz > API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	SecuredPacket (Custom operation)<Resource name>
	/{supi}/provide-secured-packet<relative URI below root>
	GET
	<Operation executed by GET>

	
	
	PUT
	<Operation executed by PUT>

	
	
	PATCH
	<Operation executed by PATCH>

	
	
	POST
	<Operation executed by POST>

	
	
	DELETE
	<Operation executed by DELETE>

	
	
	Provide-secured-packet (POST)Custom operation
	The OTAF generates a secured packet containing the presented UICC configuration parameter<Operation executed by custom operation>



[bookmark: _Toc19259090]6.1.3.2	Resource: SecuredPacket<resource 1>
Where <resource 1> is to be replaced by the resource name, e.g. PduSession. 
[bookmark: _Toc19259091]6.1.3.2.1	Description
This resource represents the information that is needed to construct secured packets for the SUPI. 
This clause will specify what the resource represents or what it is used for. 
[bookmark: _Toc19259092]6.1.3.2.2	Resource Definition
This clause will describe the Resource URI and the supported resource variables.
Resource URI: {apiRoot}/notaf-secured-packet<apiName>/<{apiVersion>}/{supi}/provide-secured-packetxxx 
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See clause 6.1.1

	apiVersion
	See clause 6.1.1

	supi<name>
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
	pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"<definition>



[bookmark: _Toc19259093]6.1.3.2.3	Resource Standard Methods
No Standard Methods are supported for this resource.
The following clauses will specify the standard methods supported by the resource.
It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc19259094]6.1.3.2.3.1	< method 1 >
This clause will specify the meaning of the method applied on the resource. 
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource 
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <method 1> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc19259095]6.1.3.2.3.2	< method 2 >
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.1.3.2.3.1.
[bookmark: _Toc19259096]6.1.3.2.4	Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc19259097]6.1.3.2.4.1	Overview
Table 6.1.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	/provide-secured-packet
	POST
	The OTAF generates a secured packet for the SUPI that contains the presented UICC configuration parameter.


[bookmark: _Toc19259098]6.1.3.2.4.2	Operation: provide-secured-packet< operation 1 >
This clause will specify the meaning of the operation applied on the resource. 
[bookmark: _Toc19259099]6.1.3.2.4.2.1	Description
This custom operation is used by the NF service consumer (UDM) to request a secured packet for the SUPI containing the presented UICC configuration parameter. For details see 3GPP TS 31.115 [x]. 
This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 
[bookmark: _Toc19259100]6.1.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	UiccConfigurationParameter"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	Contains the parameter that is to be updated in the UICC<only if applicable>



Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SecuredPacket"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	200 OK<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>Upon success, a response body containing the generated secured packet shall be returned.

	ProblemDetails
	M
	1
	404 Not Found
	The "cause" attribute shall be set to the following application error:
- USER_NOT_FOUND

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc19259101]6.1.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.1.3.2.4.1.
[bookmark: _Toc19259102]6.1.3.3	Resource: <resource 2>
And so on if there are more than two resources supported by the service. Same structure as in clause 6.1.3.2. 
[bookmark: _Toc19259103]6.1.4	Custom Operations without associated resources 
In this release of this specification, no custom operations without associated resources are defined for the Notaf_SecuredPacket Service.
[bookmark: _Toc19259104]6.1.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 
Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc19259105]6.1.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc19259106]6.1.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 
[bookmark: _Toc19259107]6.1.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc19259108]6.1.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.1.4.2. 
[bookmark: _Toc19259109]6.1.5	Notifications
In this release of this specification, no notifications are defined for the Notaf_SecuredPacket Service.
[bookmark: _Toc19259110]6.1.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
[bookmark: _Toc19259111]6.1.5.2	<notification 1>
[bookmark: _Toc532994455][bookmark: _Toc19259112]6.1.5.2.1	Description
The Event Notification is used by the NF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications via the Individual Notification Subscription Resource.
[bookmark: _Toc532994456][bookmark: _Toc19259113]6.1.5.2.2	Target URI
The Notification URI "{notifUri}" shall be used with the resource URI variables defined in table 6.1.5.2.2-1.
Table 6.1.5.2.2-1: Resource URI variables for this resource
	Name
	Definition

	notifUri
	String formatted as URI with the Notification Uri



[bookmark: _Toc532994457][bookmark: _Toc19259114]6.1.5.2.3	Standard Methods
[bookmark: _Toc532994458][bookmark: _Toc19259115]6.1.5.2.3.1	POST
This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and response codes specified in table 6.1.5.2.3.1-1.
Table 6.1.5.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.5.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case> 
or 
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc19259116]6.1.5.3	<notification 2>
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.1.5.2. 


* * * End of Changes * * * *
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