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1. Introduction
3GPP CT4#91 agreed CR0261-TS29.244 (C4-192378) on PFCP sessions successively controlled by different SMFs of a same SMF set, which introduces new SSET feature.

After careful examination, we believe that SSET feature may not be completely in line with stage 2, because it changes the granularity of a PFCP Association to SMF set. Before this CR, PFCP Association had SMF instance granularity. Huawei has tabled CR1527-TS23.501 (S2-1907217) in SA2#134, but the CR wasn't handled due to time constraints. Huawei will resubmit the CR to the next SA2#135.

2. Discussion
We would like to offer an alternative solution for the use case when PFCP sessions can be controlled by different SMFs of an SMF set.

In parts, the new proposal is similar to SSET. Our primary assumption is that the flexibility offered by SSET feature can be achieved by keeping the granularity of a PFCP Association at an SMF instance level.

Below is an outline of the proposed alternative solution. Some statements are copy-pasted from SSET feature and these are   indicated by notes in italic.

If multiple PFCP associations are setup between an UPF and the SMFs in an SMF set, the following applies:
1. Each SMF in the set shall establish PFCP association with the given UPF and shall provide the SMF Node ID and SMF set ID.
a. The SMFs in the set and the UPF shall negotiate the feature support in advance. 
b. Therefore, the UPF keeps explicit multiple associations to all SMFs in the set.
c. UPF identifies the association by SMF’s Node ID and SMF identifies the association by UPF’s Node ID.
2. If later on an SMF is added or removed from the set, the SMF in question shall request the UPF to establish/tear down the association.
3. If the SMF/UPF fails, the peer PFCP Node that detects that error shall remove the association locally
4. When the SMFs establishes a session with the UPF, the SMF provides SMF set ID during session establishment.
a. UPF identifies the session by own UP F-SEID.
b. SMF identifies the session by own CP F-SEID.
5. Any SMF in the set may issue requests to modify or delete the PFCP session. Therefore, when the SMF has changed, e.g. if the original SMF is overloaded, then the PFCP session is handled by other SMF instance within the same SMF set (Note: this paragraph was copy-pasted from SSET feature description by removing association update/removal and adding minor clarification):
a. The UPF shall allow the session modification or deletion request to come via another PFCP association.
b. The new SMF may allocate a new CP F-SEID and send it to the UPF with a PFCP session modification request.
6. At any time, an SMF that handles the PFCP session may also update a PFCP session by including the updated CP F-SEID with the IPv4 or IPv6 address of a new SMF in a PFCP Session Modification Request (Note: this paragraph was copy-pasted from SSET feature description with minor clarification). 
7. An SMF may redirect a UPF initiated PFCP session related request to a different SMF in the SMF set by rejecting the request with the cause "Redirection Requested" and with the updated CP F-SEID IE including the IP address of the new SMF to contact (Note: this paragraph was copy-pasted from SSET feature description). 
Alternatively, an SMF may forward the UPF request to another SMF in the SMF set; the new SMF answers to the UPF, optionally including the CP F-SEID IE with the IPv4 or IPv6 address of the new SMF, and optionally including the N4-u F-TEID that the UPF shall use for sending data towards the new SMF (Note: this paragraph was copy-pasted from SSET feature description). 
8. The UPF shall initiate PFCP session related requests (e.g. PFCP Session Report Request) towards any SMF in the SMF set with which the UPF has established associations, if the IP address included in the CP F-SEID assigned to the PFCP session is not responsive, or if the UPF receives a GTP-U Error Indication from the SMF over the N4-u tunnel assigned to the N4 session for data forwarding (Note: this paragraph was copy-pasted from SSET feature description with minor clarification).
9. If the UPF detects heartbeat failure towards the association peer SMF, the UPF selects another SMF from the SMF set (identified by the SMF Node ID and SMF set ID) and sends PFCP session modification request. 
10. The UPF shall not trigger the restoration procedures specified in 3GPP TS 23.527 [40] for a PFCP session that can be controlled by different SMFs of an SMF set when a heartbeat failure is detected. Restoration procedures shall be triggered only if heartbeat procedures fail with all of the SMFs in the SMF set (i.e. the SMFs with which the UPF has established associations) (Note: this paragraph was copy-pasted from SSET feature description by clarifying that restoration procedures are triggered if all SMF fail, while the SSET feature talks about IP addresses of the SMFs).

3. Proposal
It is proposed to discuss the matter and make a decision on the way forward. CR0270-TS29.244 (C4-193230) offers a possible way forward.
