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---Start of the 1st Change---
[bookmark: _Toc9500998]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[3]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[4]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	IETF RFC 793: "Transmission Control Protocol".
[7]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[9]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[10]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[12]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[13]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[14]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[15]	3GPP TS 23.003: "Numbering, addressing and identification".
[16]	IETF RFC 5681: "TCP Congestion Control".
[17]	3GPP TS 33.501: "Security Architecture and Procedures for 5G System".
[18]	IANA: "SMI Network Management Private Enterprise Codes", http://www.iana.org/assignments/enterprise-numbers.
[19]	IETF RFC 7944: "Diameter Routing Message Priority".
[20]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[21]	IETF RFC 7235: " Hypertext Transfer Protocol (HTTP/1.1): Authentication".
[22]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[23]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[24]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[25]	IETF RFC 7516: "JSON Web Encryption (JWE)".
[26]	IETF RFC 7515: "JSON Web Signature (JWS)".
[27]	3GPP TS 29.573: "5G System: Public Land Mobile Network (PLMN) Interconnection; Stage 3".
[28]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[29]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[30]	Void.
[31]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[32]	3GPP TS 29.531: "5G System; Network Slice Selection Services; Stage 3".
[33]	IETF RFC 7694: "Hypertext Transfer Protocol (HTTP) Client-Initiated Content-Encoding".
[34]	IETF RFC 1952: "GZIP file format specification version 4.3".
[bookmark: _Hlk494379414][bookmark: _GoBack][35]	3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".
[x]	IETF RFC 3040: "Internet Web Replication and Caching Taxonomy".
---Start of the 2nd Change---
[bookmark: _Toc4121472]6.10	Support of Indirect Communication
[bookmark: _Toc4121473]6.10.1	General
NFs may support or be configured to use an indirect communication viawith SCP as specified in clause 6.3 of 3GPP TS 23.501 [3].
6.10.1	Routing Mechanism with SCP
6.10.1.1	Connecting inbound
A NF may be configured to use indirect communication. If When indirect communication is used and the NF sends an HTTP/2 request, the NF (acting as HTTP/2 client) shall connect inbound by establishing (or reusing) a connection to directly to an authority for the target resource via an available SCP, which then acts as an "interception proxy" as defined in subclause 2.5 of IETF RFC 3040 [x] and also referred to in subclause 2.35.2 of IETF RFC 7230 [12] when sending HTTP/2 request.
6.10.1.2	HTTP/2 connection management
The NF and SCP shall manage the HTTP/2 connections as defined in clause 5.2.6.
Editor’s Note:	It is FFS whether additional requirement is needed regarding connection management for indirect communication mode.
6.10.1.3	Pseudo-header setting
Editor’s Note:	It is FFS how to set the ":scheme" and ":authority" pseudo-headers for indirect communication without delegated discovery.
If delegated discovery is used, the NF service consumer shall set the pseudo-headers as such:
-	":scheme" pseudo-header is set based on local configuration;
NOTE:	When the SCP is implemented using service mesh technology e.g. as described in Annex G.2 in TS 23.501 [3], the SCP needs to be able to read the start line and the header fields of HTTP/2 messages, and https cannot be used by NF. In this case, mutual authentication and TLS between NF and SCP can be implicit by physical security; mutual authentication and TLS is between SCP interfaces.
-	":authority" pseudo-header is set to the FQDN or IP address of the SCP which is to be communicatedbased on local configuration, depending on how the SCP is configured to use this pseudo-header for matching for traffic routing selection in addition to use other factors.
6.10.2	NF Discovery and Selection for indirect communication with delegated NF Discovery
6.10.2.1	General
If the SCP receivesintercepts a service request which only targets a specific NF type, then it shall perform delegated NF discovery and selection. 
Editor’s Note:	Currently it is not specified how to construct a URI targeting an NF type.
6.10.2.2	Conveyance of NF Discovery Factors
The SCP may be delegated to perform NF service discovery (see option D in Annex E of 3GPP TS 23.501). When the NF service consumer is configured to use delegated service discovery, it shall include in the HTTP/2 request message the necessary NF service discovery factors to be used by the SCP to perform NF service discovery procedureson behalf of the NF service consumer. The latter shall convey these NF service discovery factors using either the "nf-disc-factors" query parameter or URI query parameters. The value of the "nf-disc-factors" query parameter is of type "NFDiscFactors" which is a JSON object (see 3GPP TS 29.571 [13] for the details of the data type "NFDiscFactors"). The URI query parameters are a series of "key=value" pairs, separated by "&".
Editor’s Note:	It is FFS how to define those keys and values. A possible part of solution is to add a prefix "scp-" to all those keys to avoid overlap with keys intended to be used by NF service producer. In addition, structured data types need to be properly addressed.
When interceptingreceiving from the NF service consumer, a service request containing the "nf-disc-factors" query parameter or the URI query parameters, to fulfil the NF service discovery and the SCP mayis to invoke NF service discovery service towards the NRF andto fulfil this task, then it shall take into account all the NF service discovery factors contained in the "nf-disc-factors" query parameter or in the URI query parameters. It is also possible for the SCP to be internally configured to fulfil these service discovery tasks without interacting with the NRF.
---End of the Changes---
