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Introduction

When an Uplink Classifier (UL CL) or Branching Point (BP) is inserted to, changed or removed from a PDU session involving an I-SMF, the I-SMF indicates to the SMF that traffic offload has been inserted, updated or removed for a DNAI. See subclause 5.34.6 of 3GPP TS 23.501 and subclause 4.23.9 of 3GPP TS 23.502.

After the insertion of the UL CL or BP, N4 interactions related with traffic offloading take place between the SMF and I-SMF over N16a:  

a)	the SMF may provide N4 information to the I-SMF regarding how the traffic shall be detected, enforced, monitored in the UPF(s) controlled by the I-SMF: the SMF issues requests to the I-SMF containing N4 information to be used for creating, updating or removing PDR, FAR, QER, URR, etc. 

b)	the I-SMF forwards to the SMF N4 information corresponding to UPF notifications related with traffic usage reporting (the SMF aggregates and constructs usage reports towards PCF/CHF).

CT4 needs to specify the N16a protocol for these interactions between the SMF and I-SMF. How to signal the N4 information and N4 rules needs to be defined in particular.  

Discussion

The following aspects need to be discussed: 

· what N4 information is exchanged between the SMF and I-SMF? 

· how this N4 information is exchanged between the SMF and I-SMF? 

1)  What N4 information is exchanged between the SMF and I-SMF? 

Figure 4.23.9.1-1 of 3GPP TS 23.502 describes the call flow for inserting a PSA and BP / UL CL controlled by I-SMF.  



Figure 4.23.9.1-1: Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
4.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of UL CL or Branching Point insertion, IPv6 prefix @PSA2, DNAI(s) supported by PSA2, DL Tunnel Info of UL CL/Branching Point) to SMF. Whether the UL CL/Branching Point and PSA2 are supported by the same UPF is transparent to the SMF.
	The I-SMF informs the SMF that a UL CL or Branching Point is inserted, the I-SMF provides DNAI(s) supported by PSA2 to the SMF. The DL Tunnel Info of UL CL/Branching Point is provided to SMF if a new UPF is selected to replace I-UPF in step 3.
	In the case of multi-homing, the IPv6 prefix @PSA2 is also provided to SMF.
	If the PCF has subscribed to the IP address allocation/release event, the SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF.
	The DNAI(s) supported by PSA2 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the I-SMF.

6.	The SMF responds to the I-SMF with Nsmf_PDUSession_Update Response (set of (N4 information including DNAI)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in TS 23.501 [2] clause 5.34.6. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s). Each element of N4 information for local traffic handling provided to the I-SMF includes the DNAI it corresponds to.
	If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
	The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.
7.	The I-SMF updates the PSA2 via N4 providing N4 rules determined in step 6. It also provides the Branching Point or UL CL CN Tunnel Info for down-link traffic if the PSA2 and the UL CL/Branching Point are supported by different UPF(s).
8. 	The I-SMF updates the Branching Point or UL CL via N4 providing N4 rules determined in step 6.
NOTE 2:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 7 and step 8 can be merged.

The usage of an UL CL/BP or a BP in the data path of a PDU session is depicted in Figures 5.24.4.1 and 5.34.5.1 of TS 23.501. 




Figure 5.34.4-1: User plane Architecture for the Uplink Classifier controlled by I-SMF



Figure 5.34.5-1: Multi-homed PDU Session: Branching Point controlled by I-SMF

In both cases (UL CL and BP), the SMF can assume the following model since whether the UL CL/BP and PSA2 are supported by the same UPF is transparent to the SMF.



Figure 1: UL CL/BP and PSA2 as seen by SMF

When provisioning N4 rules over N16a, the SMF assumes that the UL CL/BP and PSA2 are combined.

The SMF signals N4 information / N4 rules to the I-SMF to control how the traffic to offload is detected, enforced and monitored in PSA2, and the SMF receives N4 information with traffic usage reporting, like the SMF would do if the traffic was offloaded in a PSA under its own control. 

For the N4 related interactions over N16a, it is proposed that the SMF and I-SMF exchange PFCP session related messages (as specified in TS 29.244):
 
During the insertion of an UL CL or BP: 
 
· The SMF sends a PFCP Session Establishment Request to the I-SMF when the I-SMF notifies to the SMF that it has inserted an UL CL/BP and PSA2.  
 
· the PFCP session relates (only) to the UL and DL traffic to offload via PSA2; it modelizes the UPF instructions from the SMF for the local traffic going through the PSA2;

· the SMF creates one UL Traffic Endpoint and one or more UL PDRs, where each PDR refers to the UL Traffic Endpoint ID, with Source Interface set to "Access"; the PDR does not contain an Outer Header Removal  (the I-SMF is responsible for N3 protocol aspects). The UL Traffic Endpoint does neither contain the Network Instance IE nor the Local F-TEID (the SMF does not need to know the network instance and the UL GTP-U F-TEID corresponding to the UL Traffic Endpoint).

· [bookmark: _GoBack]the SMF creates one DL Traffic Endpoint and one or more DL PDRs, where each PDR refers to the DL Traffic Endpoint ID, with Source Interface set to "Core". The DL Traffic Endpoint refers to the N6 endpoint of PSA2.

· the SMF creates one UL FAR and one DL FAR, with the Apply Action set to forward (or drop) the traffic, such as to forward the UL and DL traffic to offload to the N6 interface of the PSA2 and to the access network respectively. The Destination Interface of the UL and DL FARs is set to "Core" and "Access" respectively. The SMF does not request to add any GTP-U outer header for DL traffic as it does not know the 5G AN's GTP-U F-TEID, network instance and IP version used over N3. 

· the SMF creates QERs and URRs as required. 

· The I-SMF translates the SMF instructions into N4 instructions it send to the UL CL/BP and to the PSA2 for UL and DL traffic (the UL CL/BP and PSA2 may be supported by the same UPF or different UPFs) in a PFCP Session Modification Request (the I-SMF has already created PFCP sessions in the UL CL/BP and PSA2 in steps 2 and 3 of Figure 4.23.9.1-1). In particular:

· the I-SMF maps the UL and DL Traffic Endpoints to the Traffic Endpoints ID assigned in the UL CL/BP for UL traffic and in the PSA2 for DL traffic; the I-SMF updates the DL Traffic Endpoint in the PSA2 if necessary, e.g. with Framed-Route or Framed-IPv6-Route information if received from the SMF. 

· the I-SMF adds the Outer Header Removal IE to the UL PDR. 

· the I-SMF overwrites the Apply Action of the DL FAR according to the UP connection state of the PDU session, e.g. to buffer DL packets if the PDU session is deactivated, or to forward DL packets otherwise. The I-SMF also adds an Outer Header Creation IE to add a GTP-U header set to the 5G AN F-TEID, and adds a Network Instance IE if needed for the traffic sent to N3.

During the removal of an UL CL or BP: 

· the SMF sends a PFCP Session Deletion Request to the I-SMF. The I-SMF sends a PFCP Session Deletion Response with Usage Reports if traffic measurements are available at the I-SMF. 


During the change of an UL CL or BP: 

· the SMF sends a PFCP Session Establishment Request (for the new DNAI) and a PFCP Session Deletion Request (for the old DNAI). 


Traffic Usage Reporting from I-SMF to SMF: 

· the I-SMF sends a PFCP Session Report Request with the information to report.

Policy update from SMF to I-SMF: 

· the SMF may send a PFCP Session Modification Request with updated N4 rules (e.g. updated PDR, QER URR) and I-SMF returns a PFCP Session Modification Response.


This allows the SMF to behave in a very similar manner than if it was offloading the traffic in a PSA it controls itself. This enables the solution to support all scenarios (including error cases, e.g. when a rule fails to be created or when a protocol error is encountered) and to be future-proof as relying on the same PFCP messages. The solution allows for the SMF to request usage reports on demand (using a PFCP Session Modification Request) or when specific triggers are met (with I-SMF sending then a PFCP Session Report Request to the SMF). 

Not all information reported by the UL CL/BP or PSA2 to the I-SMF needs to be reported to the SMF, e.g.  Downlink Data Reports are only meant for the I-SMF and do not result in any signalling towards the SMF. The PFCP protocol over N16a would be a simplified version of the PFCP protocol over N4 (e.g. node related procedures, data forwarding between CP and UP functions, some functionalities of PFCP session related procedures are not applicable to N16a). 

The details of how PFCP is used between the SMF and I-SMF over N16a (e.g. PFCP IEs supported over N16a and how certain IEs need to be set over N16a) should be specified explicitly. It is proposed to create a new normative annex in TS 29.244 (PFCP) to document the PFCP requirements applicable over N16a for the control of the traffic offloaded at the I-SMF. 


2)  How is the N4 information exchanged between the SMF and I-SMF? 

PFCP session related messages can be encoded over N16a using HTTP multipart messages, i.e. in Update request / response (SMF PDU Session service) including: 
 
· a JSON part referring to the related DNAI, and 
· a binary part encoding the PFCP message as defined in TS 29.244. 



Conclusion

It is proposed to agree on the following proposals:

· Proposal 1: Enable PFCP Session related messages to be signalled over N16a, for the purpose of exchanging N4 rules and information between the SMF and I-SMF regarding how to detect, enforce and monitor the local traffic offloaded in PSA2 controlled by the I-SMF. 

· Proposal 2: Specify in a new normative Annex of TS 29.244 the PFCP protocol requirements for N16a, i.e. how PFCP session related messages are supported over N16a. 

· Proposal 3: Signal PFCP session related messages over N16a in HTTP multipart messages, with a JSON part referring to the DNAI and a binary part including the PFCP messages encoded as specified in TS 29.244. 
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