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	Reason for change:
	Discssion paper in C4-193368 explains the reasons in detail.
TS 29.501 clause 6.3.1.0 specifies that a binding indication includes a binding ID and a binding level indication. The binding ID may include NF Service Set ID, NF Instance ID and NF Set ID. The binding level indication specifies whether a resource is bound to NF Service instance, NF Service set, NF instance, or NF Set. The binding indication shall be sent to the NF Service consumer.

In order to be compatible with R15 consumers, it is suggested that the binding ID and binding level indication are carried in HTTP header: 
· Vendor specific string to carry the binding ID.
· HTTP cookie to carry the binding level indication. This requires adding new clause to describe HTTP Cookie, preferably right after clause 4.4 URI Structure.
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* * * * First Change * * * *
[bookmark: _Toc9505783][bookmark: _Toc11336377]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[3]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[4]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[5]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[6]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content"
[7]	IETF RFC 7396: "JSON Merge Patch".
[8]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[9]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax"
[10]	IETF RFC 5789: "PATCH Method for HTTP"
[11]	IETF RFC 8288: "Web Linking".
[12]	IANA: "HTTP Status Code Registry at IANA", http://www.iana.org/assignments/http-status-codes
[13]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)"
[14]	Fielding, Roy Thomas. Architectural Styles and the Design of Network-based Software Architectures. Doctoral dissertation, University of California, Irvine, 2000.
[15]	Erik Wilde, Cesare Pautasso, REST: From Research to Practice, Springer
[16]	YAML 1.2: "YAML Ain't Markup Language", http://yaml.org.
[17]	Semantic Versioning Specification: https://semver.org
[18]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[19]	IETF RFC 7807: "Problem Details for HTTP APIs".
[20]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[21]	3GPP TS 29.509: "Authentication Server Services; Stage 3".
[22]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[23]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[24]	3GPP TS 29.573: "5G System; Public Land Mobile Network (PLMN) Interconnection;Stage 3".
[25]	3GPP TR 21.900: "Technical Specification Group working methods".
[x]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".


* * * * 2nd Change * * * *
[bookmark: _Toc9505802]4.4	URI Structure
[bookmark: _Toc9505803]4.4.1	Resource URI structure
Resources are either individual resources, or structured resources that can contain child resources. It is recommended to design each resource following one of the archetypes provided in the Annex C.
A URI uniquely identifies a resource. In the 5GC SBI APIs, when a resource URI is an absolute URI, its structure shall be specified as follows:
{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}
"apiRoot" shall be a concatenation of the following parts:
-	scheme ("http" or "https")
NOTE:	In this release of the specification both http and https scheme URIs are allowed. See subclause 13.1 of 3GPP TS 33.501[22] for further details on security of Service Based Interfaces.
-	the fixed string "://"
-	authority (host and optional port) as defined in IETF RFC 3986 [9]
-	an optional deployment-specific string (API prefix) that starts with a "/" character. To support reselection of NF service producer instance, the deployment-specific string starts with an optional "bindingID/". 
The "bindingID" string has the following format:
        nfserviceset-<NF Service Set ID>.nfinstance-<NF Instance ID>.nfset-<NF Set ID>
If the NF Service Set ID and/or NF Instance ID are not available, these fileds shall be set to "null", e.g. if NF Service Set ID is not available, the binding ID is set to: 
nfserivceset-null.nfinstance-<NF Instance ID>.nfset-<NF Set ID>.
"apiName" shall define the name of the API.
"apiVersion" shall indicate  the 1st Field (MAJOR) of the version of the API. See also subclause 4.3.1.3.
[bookmark: _Hlk494295053]While "apiRoot", "apiName" and "apiVersion" together define the base URI of the API, each "apiSpecificResourceUriPart" defines a resource URI of the API relative to the base URI.


* * * * 3rd Change * * * *
[bookmark: _Toc9505805]4.4.3	Callback URI structure
The callback URI shall be in the form of an absolute URI as defined in subclause 4.3 of IETF RFC 3986 [9], including an authority and an optional bindingID, and excluding any query component, any fragment component and any userinfo subcomponent.

* * * * 4th Change * * * *
4.x	HTTP Cookie
The HTTP Cookie may be used to carry binding level indication. A binding level indication specifies whether a resource is bound to NF Service instance, or to NF Service Set, or to NF instance, or to NF Set. The use of binding level for NF service producer (re-)selection is defined in TS 23.501 [x].
A NF Service producer may include the binding level indication into a HTTP Cookie in HTTP response message, and the NF Service consumer shall include the Cookie in following HTTP request sent to the NF Service producer for operation of the same resource.

* * * * End of Change * * * *
