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* * * First Change * * * *
[bookmark: _Toc2694302]2	References
[bookmark: TS23228][1]	3GPP TS 23.228: "IP Multimedia (IM) Subsystem – Stage 2".
[bookmark: TS24228][2]	3GPP TS 24.228: "Signalling flows for the IP multimedia call control based on SIP and SDP (Release 5)".
[bookmark: TS23002][3]	3GPP TS 23.002: "Network architecture".
[4]	3GPP TS 23.218: "IP Multimedia (IM) Session Handling; IP Multimedia (IM) call model".
[5]	3GPP TS 29.329: "Sh Interface based on Diameter – Protocol details".
[6]	3GPP TS 29.228: "IP multimedia (IM) Subsystem Cx Interface; Signalling flows and Message Elements".
[7]	3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol ; Protocol details".
[8]	Void.
[9]	ITU-T recommendation Q.763: "Signalling System No. 7 - ISDN User Part formats and codes".
[10]	3GPP TS 23.018: "Basic Call Handling; Technical realization".
[11]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[12]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[13]	3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[14]	3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL) Phase 3 - Stage 2".
[15]	IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[16]	IETF RFC 3261: "SIP: Session Initiation Protocol".
[17]	IETF RFC 3966: "The tel URI for Telephone Numbers".
[18]	3GPP TS 23.141: "Presence Service; Architecture and Functional Description".
[19]	3GPP TS 23.012: "Location Management Procedures".
[20]	ANSI X3.4: "Coded Character Set - 7-bit American Standard Code for Information Interchange"
[21]	Void
[22]	3GPP TS 33.203: "Access Security for IP-based services".
[23]	IETF RFC 791: "Internet Protocol".
[24]	IETF RFC 4291: "IP Version 6 Addressing Architecture".
[25]	IETF RFC 4412: "Communications Resource Priority for the Session Initiation Protocol (SIP)".
[26]	3GPP TS 29.272: "MME and SGSN Related Interfaces Based on Diameter Protocol ".
[27]	3GPP TS 23.008: "Organization of subscriber data".
[28]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[29]	3GPP TS 23.060: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; General Packet Radio Service (GPRS); Service description; Stage 2".
[30]	3GPP TS 29.118: "SGs interface specification".
[31]	3GPP TS 29.272: "Evolved Packet System; MME and SGSN Related Interfaces Based on Diameter Protocol".
[32]	3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".
[33]	3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services; Stage 2".
[34]	3GPP TS 29.273: "3GPP EPS AAA interfaces".
[35]	IETF RFC 4776: "Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses Configuration Information".
[36]	IETF RFC 7683: "Diameter Overload Indication Conveyance".
[37]	ETSI ES 283 034: "e4 interface based on the DIAMETER protocol".
[38]	3GPP TS 22.153: "Multimedia Priority Service".
[39]	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP" – stage 3.
[40]	3GPP TS 29.364: "IP Multimedia Subsystem (IMS) Application Server (AS) service data description for AS interoperability".
[41]	IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".
[42]	IETF RFC 7944: "Diameter Routing Message Priority".
[43]	IETF draft-ietf-dime-load-03RFC 8583: "Diameter Load Information Conveyance".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.
[44]	IETF RFC 6733: "Diameter Base Protocol".
[45]	3GPP TS 24.323: "3GPP IP Multimedia Subsystem (IMS) service level tracing management object (MO)".
[46]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[47]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3"

* * * Next Change * * * *
[bookmark: _Toc2694326]6.5	User identity to HSS resolution
The User identity to HSS resolution mechanism enables the AS to find the identity of the HSS that holds the subscriber data for a given IMS Public User Identity or Public Service Identity when multiple and separately addressable HSSs have been deployed by the network operator. The resolution mechanism is not required in networks that utilise a single HSS or when an AS is configured to use pre-defined HSS. 
The resolution mechanism described in 3GPP TS 23.228 [1] shall use a Subscription Locator Function (SLF) or a Diameter Proxy Agent.
The AS accesses the SLF via the Dh interface. The Dh interface shall always be used in conjunction with the Sh interface. The Dh interface shall be based on the Diameter base protocol as specified in IETF RFC 6733 [44]. The SLF functionality shall use the routing mechanism provided by an enhanced Diameter redirect agent.
The SLF or the Diameter Proxy Agent shall be to determine the HSS identity.
To get the HSS identity the AS shall send the Sh request normally destined to the HSS to a pre-configured Diameter address/name.
-	If this Sh Request is received by an SLF (acting as a Diameter redirect agent), the SLF shall determine the HSS address and shall send to the AS a notification of redirection towards the HSS identity, in response to the Sh request. Multiple HSS identities may be included in the response, as specified in IETF RFC 6733 [44]. In such a case, the AS shall send the Sh Request to the first HSS identity in the ordered list received in the Sh Response from the SLF. If the AS does not receive a successful response to the Sh Request, the AS shall send a Sh Request to the next HSS identity in the ordered list. This procedure shall be repeated until a successful response from an HSS is received.
-	If this Sh Request is received by the Diameter Proxy Agent, the Diameter Proxy Agent shall determine the HSS identity based on the provided user identity and - if the Diameter load control mechanism is supported (see IETF RFC 8583draft-ietf-dime-load-03 [43]) - optionally also based on previously received load values from Load AVPs of type HOST. The Diameter Proxy Agent shall then forward the Sh request directly to the determined HSS. The AS shall determine the HSS identity from the response to the Sh request received from the HSS.
The AS should store the HSS identity/name/Realm and shall use it in further Sh requests associated to the same IMS Public Identity.
In networks where the use of the user identity to HSS resolution mechanism is required and the AS is not configured to use a predefined HSS, each AS shall be configured with the pre-configured address/name of the SLF or the Diameter Proxy Agent to enable use of these resolution mechanisms.

* * * Next Change * * * *
[bookmark: _Toc2694422][bookmark: _Toc493516189]J.1	General 
Diameter load control mechanism is an optional feature.
It is recommended to make use of IETF RFC 8583draft-ietf-dime-load-03 [43] on the Sh interface where, when applied, the AS shall behave as reacting nodes and the HSS as a reporting node.
* * * Next Change * * * *
[bookmark: _Toc2694423][bookmark: _Toc493516190]J.2	HSS behaviour
The HSS may report its current load by including a Load AVP of type HOST in answer commands as described in IETF RFC 8583draft-ietf-dime-load-03 [43]. 
The HSS calculates its current load by implementation specific means. For example, the HSS may take into account the traffic over the Sh interface or other interfaces, the level of usage of internal resources (e.g. CPU, memory), the access to external resources, etc. 
The HSS determines when to send Load AVPs of type HOST by implementation specific means.
* * * Next Change * * * *
[bookmark: _Toc2694424]J.3	AS behaviour
When performing next hop Diameter Agent selection for requests that are routed based on realm, the AS may take into account load values from Load AVPs of type PEER received from candidate next hop Diameter nodes, as per IETF RFC 8583draft-ietf-dime-load-03 [43].

* * * End of Changes * * * *


