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	Reason for change:
	As described in clause 8.5.2 of TS 33.501, in case of idle mode mobility or attach from 5GS to EPS over N26, the AMF will derive a mapped EPS NAS security context and will include it and the corresponding KSI in the Context Response message. 
However, because the KSI in the MM context IE of the messages sent from the AMF to the MME (Context Response or Identification Response) contains only the KSI value part (the last 3 bits of the KSI) and no type part (the first 1 bits of the KSI), as specified in Figure 8.38-5 of TS 29.274, so the MME will consider that the received EPS NAS security context is sent from an old MME and will treat it wrongly as a native EPS NAS security context.
Meanwhile, the UE will derive a mapped EPS NAS security context in this case. As a result, the UE and the MME will use different type of EPS NAS security context in the NAS SMC procedure, so the NAS SMC procedure will fail and consequently the idle mode mobility will be terminated.
[bookmark: OLE_LINK11]Therefore, the type of the KSI shall be introduced to the MM Context IE.

	
	

	Summary of change:
	Adding the KSI Type to the MM Context IE to indicate that the EPS NAS security context is a mapped or native EPS NAS security context. For future extention, the KSI Type takes up two bits of the Spare.

	
	

	Consequences if not approved:
	The UE and the MME will use different type of EPS NAS security context in the NAS SMC procedure, so the NAS SMC procedure will fail and consequently the idle mode mobility or attach will be terminated.
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* * *First Change * * * *
In Figure 8.38-5, the fields for the Old EPS Security Context (i.e. octets from s to s+64) may be present only in S10 Forward Relocation Request message according to the Rules on Concurrent Running of Security Procedures, which are specified in 3GPP TS 33.401 [12]. The octets for Old EPS Security Context shall be present if the OSCI (Old Security Context Indicator), bit 1 of octet 6) is set to "1"; otherwise they shall not be present.
If NHI_old (Next Hop Indicator for old EPS Security Context), bit 1 of octet s, is set to "1", then the parameters old NH (Next Hop) and old NCC (Next Hop Chaining Count) shall be present; otherwise the octets for old NH parameter shall not be present and the value of old NCC parameter shall be ignored by the receiver. .
Multiple APN Rate Control Statuses (including the number of packets still allowed in the given time unit, the number of additional exception reports still allowed in the given time unit and the termination time of the current APN Rate Control validity period) may be included by the MME.
The MM context shall contain the APN Rate Control Status(s) for PDN connection which are released and currentlty not re-established. Once a PDN connection is re-established, the related APN Rate Control Status shall be deleted. 
The UAMBRI shall be set to "0" by the old AMF, and then the Uplink/downlink Used UE AMBR parameter field are not present.The SAMBRI shall be set to "1" by the old AMF, if the AMF has the Uplink/downlink Subscribed UE AMBR received from the MME, or the Uplink/downlink Subscribed UE AMBR in 5G.
[bookmark: _GoBack]If the EPS NAS security context, as specified in 3GPP TS 33.401 [12], in the MM Context is a native EPS NAS security context, the KSI Type (Type of the Key Set Identifier), bit 6 and bit 5 of octet 4, shall be set to "00"; in case of idle mode mobility or attach from 5GS to EPS over N26, the KSI Type (Type of the Key Set Identifier), bit 6 and bit 5 of octet 4, shall be set to "01", to indicate that the EPS NAS security context, as specified in 3GPP TS 33.401 [12], in the MM Context is a mapped EPS NAS security context.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 107 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	[bookmark: OLE_LINK2]KSI Type
	Instance
	

	
	5
	Security Mode
	NHI
	DRXI
	KSIASME
	

	
	6
	Number of Quintuplets
	Number of Quadruplet
	UAMBRI
	OSCI
	

	
	7
	SAMBRI
	Used NAS integrity protection algorithm
	Used NAS Cipher
	

	
	8 to 10
	NAS Downlink Count
	

	
	11 to 13
	NAS Uplink Count
	

	
	14 to 45
	KASME
	

	
	46 to g
	Authentication Quadruplet [1..5]
	

	
	(g+1) to h
	Authentication Quintuplet [1..5]
	

	
	(h+1) to (h+2)
	DRX parameter
	

	
	p to (p+31)
	NH
	

	
	p+32
	Spare
	NCC
	

	
	j to (j+3)
	Uplink Subscribed UE AMBR
	

	
	(j+4) to (j+7)
	Downlink Subscribed UE AMBR
	

	
	i to (i+3)
	Uplink Used UE AMBR
	

	
	(i+4) to (i+7)
	Downlink Used UE AMBR
	

	
	q
	Length of UE Network Capability
	

	
	(q+1) to k
	UE Network Capability
	

	
	k+1
	Length of MS Network Capability
	

	
	(k+2) to m
	MS Network Capability
	

	
	m+1
	Length of Mobile Equipment Identity (MEI)
	

	
	(m+2) to r
	Mobile Equipment Identity (MEI)
	

	
	r+1
	ECNA
	NBNA
	HNNA
	ENA
	INA
	GANA
	GENA
	UNA
	

	
	s
	NHI_old
	Spare
	old KSIASME
	old NCC
	

	
	(s+1) to (s+32)
	old KASME
	

	
	(s+33) to (s+64)
	old NH
	

	
	w
	Length of Voice Domain Preference and UE's Usage Setting
	

	
	(w+1) to t
(t+1) to (t+2)
(t+3) to u
	Voice Domain Preference and UE's Usage Setting
	

	
	
	Length of UE Radio Capability for Paging information
	

	
	
	UE Radio Capability for Paging information
	

	
	u+1
	Length of Extended Access Restriction Data
	

	
	(u+2) to v
	Spare
	USSRNA
	NRSRNA
	

	
	v+1
	Length of UE additional security capability
	

	
	(v+2) to x
	UE additional security capability
	

	
	x+1
	Length of UE NR security capability
	

	
	(x+2) to y
	UE NR security capability
	

	
	(y+1) to (y+2)
	Length of APN Rate Control Statuses
	

	
	(y+3) to l
	APN Rate Control Status [1..z]
	

	
	l+1 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.38-5: EPS Security Context and Quadruplets
If NHI (Next Hop Indicator), bit 5 of octet 5, is set to "1", then the optional parameters NH (Next Hop) and NCC (Next Hop Chaining Count) are both present, otherwise their octets are not present.
The UE Radio Capability for Paging information is specified in the clause 9.2.1.98 of 3GPP TS 36.413 [10]. If Length of UE Radio Capability for Paging information is zero, then the UE Radio Capability for Paging information shall not be present. The old MME shall, when available, include UE Radio Capability for Paging information to the new MME as specified in the clause 5.11.4 of 3GPP TS 23.401 [4].
The Extended Access Restriction Data is composed of NRSRNA (NR as Secondary RAT Not Allowed) and of USSRNA (Unlicensed Spectrum in the form of LAA or LWA/LWIP as Secondary RAT Not Allowed).
The UE additional security capability coding is specified in clause 9.9.3.53 of 3GPP TS 24.301 [23]. If Length of UE additional security capability is zero, then the field UE additional security capability in octets "(v+2) to x" shall not be present.
The UE NR security capability coding is specified in clause 9.8.3.57 of 3GPP TS 24.501 [87]. If Length of UE NR security capability is zero, then the field UE NR security capability in octets "(x+2) to y" shall not be present

