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1. Introduction
DTSSA/ETSUN related amendments to stage 2 (TS 23.502) requires alignment CRs for stage 3 specs. This paper looks into implications on N16a interface.

2. Discussion
Requirement set #1: I-SMF insertion implications on Nsmf_PDUSession_Create across N16a interface

TS 23.502 clause 4.23.9.1 "Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
Operators" introduced the following functionality that impacts stage 3 for N16a interface:

1.	UE has an established PDU Session with a UPF including the PDU Session Anchor 1, which is controlled by SMF. The I-SMF and an I-UPF controlled by I-SMF have already been inserted for the PDU Session.
	When the I-SMF is inserted, the I-SMF provides the DNAI list it supports to SMF. Based on the DNAI list information received from I-SMF, the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF e.g. immediately or when (a) new or updated or removed PCC rule(s) is/are received as defined in clause 4.23.6. This DNAI(s) of interest for this PDU Session indicates to the I-SMF the list of DNAI(s) to be considered for local traffic steering within the PDU Session.
	An indication of whether or Multi-homing is possible is also provided to the I-SMF, and the I-SMF uses this information to decide whether multi-homing can be used for the PDU Session.
The highlighted requirement in the above bullet point 1 uses "I-SMF insertion" as opposed to "I-SMF change or removal". Therefore, this means that before an event in question there is no I-SMF in the signalling path between AMF and SMF and that some event triggers the insertion of the I-SMF into the path.

Let's examine use cases when I-SMF is inserted in the path. The following procedures describe such events:

· Clause 4.23.3 "Registration procedure"
· Clause 4.23.4.3 "Service Request"
· Clause 4.23.5 "PDU Session establishment procedure"
· Clause 4.23.11.2 "Xn based handover with insertion of intermediate SMF"

Clause 4.23.3 "Registration procedure" redirects the reader to clause 4.2.2.2, where step 17 reads: Steps from step 5 onwards described in clause 4.2.3.2 are executed. Clause 4.2.3.2 defines UE Triggered Service Request. Therefore, N16a implications on "Registration procedure" are the same as the ones specified in clause 4.23.4.3 "UE Triggered Service Request with I-SMF insertion/change/removal".

Clause 4.23.4.3 "UE Triggered Service Request with I-SMF insertion/change/removal", steps 8a reads: In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT type) towards the SMF. So, Nsmf_PDUSession_Create service operation is used across N16a interface for both Registration and Service Request procedures.

Clause 4.23.5 "PDU Session establishment procedure" redirects the reader to clause 4.3.2.2.2 "Home-routed Roaming" and instructs the reader to mentally replace V-SMF with I-SMF and H-SMF with SMF, while reading clause 4.3.2.2.2. Here, step 6 specifies that Nsmf_PDUSession_Create service operation is used across N16a interface.


Clause 4.23.11.2 "Xn based handover with insertion of intermediate SMF" in step 6 also specifies that Nsmf_PDUSession_Create service operation is used across N16a interface.

Concerning the Multi-homing indication, before I-SMF insertion the SMF receives UE 5GSM Core Network Capability and learns if the UE supports Multi-homed IPv6 PDU Sessions. SMF local policy either permits Multi-homing or not. When I-SMF is inserted into the path, the SMF shall indicate to the I-SMF if multi-homing is permitted, i.e. whether the BP may be inserted.

To summarize, when the I-SMF is inserted, Nsmf_PDUSession_Create service operation is invoked and:
· I-SMF sends DNAI list it supports to the SMF with PduSessionCreateData structure, if available
· SMF sends back DNAI list of interest to the I-SMF with PduSessionCreatedData structure, if available
· SMF also sends an indication on multi-homing capability, i.e. whether the BP can be inserted with PduSessionCreatedData structure

It is important to highlight, that in the above quoted step (1), the SMF sends back DNAI list of interest to the I-SMF either immediately or later on if the SMF receives new or updated or removed PCC rule(s). Nsmf_PDUSession_Create service operation is used only if the SMF sends the info immediately and the SMF can do that only if the SMF already has AF specific PCC information. Therefore, both DNAI list and Indication on multi-homing should be conditional attributes in respective structures.

If the SMF does not have AF specific PCC information, the SMF has to wait for a push from PCF and will send the DNAI list of interest to the I-SMF later on, once it receives new, or updated or removed PCC rule(s). For this purpose Nsmf_PDUSession_Update service operation is used. This use case is discussed below, under Requirement set #2.

Further impact on Nsmf_PDUSession_Create service operation, i.e. on PduSessionCreateData and PduSessionCreatedData structures are illustrated in the below Requirement set #4. These are summarized as follows:
· New I-SMF invokes Nsmf_PDUSession_Create Request and if DL data is being buffered, the I-SMF sends to the SMF new I-UPF DL tunnel information with PduSessionCreateData structure (Requirement set #4).
· SMF responds to the new I-SMF with Nsmf_PDUSession_Create Response and sends to the I-SMF new Tunnel Info at UPF (PSA) for UL data with PduSessionCreatedData structure (Requirement set #4).

CR0150-TS29.502 in C4-193064 implements the above changes.

Requirement set #2: Policy Update Procedures with I-SMF implications on Nsmf_PDUSession_Update across N16a

Let's look into another use case, when the SMF does not have AF specific PCC information available. In this case, the SMF may send the DNAI list to I-SMF later on, once the SMF receives new, or updated or removed PCC rule(s).

1.	UE has an established PDU Session with a UPF including the PDU Session Anchor 1, which is controlled by SMF. The I-SMF and an I-UPF controlled by I-SMF have already been inserted for the PDU Session.
	When the I-SMF is inserted, the I-SMF provides the DNAI list it supports to SMF. Based on the DNAI list information received from I-SMF, the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF e.g. immediately or when (a) new or updated or removed PCC rule(s) is/are received as defined in clause 4.23.6. This DNAI(s) of interest for this PDU Session indicates to the I-SMF the list of DNAI(s) to be considered for local traffic steering within the PDU Session.	
Clause 4.23.6.2 "Policy Update Procedures with I-SMF" reads: In cases where step 1a in figure 4.23.6-1 is triggered in response to PCF receiving AF request, below steps 3 and 4 are applicable, in addition to those steps as explained in clause 4.3.6.1. Steps 3 and 4 in figure 4.23.6-1 illustrate that the SMF invokes Nsmf_PDUSession_Update service operation, therefore the direction of the message is from SMF to I-SMF and in clause 4.3.6.1 there are no actions relevant for N16a interface. 

The above stage 2 requirements translate to the following stage 3 implications:
· With VsmfUpdateData structure the SMF sends to the I-SMF the following info:
· DNAI list of interest, if available

Therefore, DNAI list of interest should be a conditional attribute. 

When Policy Update Procedures with I-SMF insertion is underway, there is no need to change anything in VsmfUpdatedData structure, which is sent as a response from I-SMF to SMF. In Requirement set #5 we will examine potential implications on VsmfUpdatedData structure when I-SMF relocation is executed.

CR0151-TS29.502 in C4-193065 implements the above changes.

Requirement set #3: I-SMF insertion implications on Nsmf_PDUSession_Update across N16a

Let's continue with requirements in other bullet points in clause 4.23.9.1 "Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF Operators":
2.	At some point, using the DNAI(s) of interest for this PDU Session received from the SMF, the I-SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 (PSA2) of the PDU Session. During this step:
-	(if needed) the PSA2 CN Tunnel Info of the local N9 termination on the PSA2 may be determined,
-	In the case of IPv6 multi-homing applies to the PDU Session, a new IPv6 prefix corresponding to PSA2 is allocated by the I-SMF or by the UPF supporting the PSA2.
3.	The I-SMF may select a UPF that will acting as UL CL or Branching Point and replace the current I-UPF.
	If a new UPF that will act as UL CL/Branching Point is selected (i.e. the existing I-UPF is replaced), the I-SMF uses N4 establishment to provide the 5G AN Tunnel Info, the PSA1 and (where applicable) PSA2 CN Tunnel Info to the new UPF.
NOTE 1:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be merged.
4.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of UL CL or Branching Point insertion, IPv6 prefix @PSA2, DNAI(s) supported by PSA2, DL Tunnel Info of UL CL/Branching Point) to SMF. Whether the UL CL/Branching Point and PSA2 are supported by the same UPF is transparent to the SMF.
	The I-SMF informs the SMF that a UL CL or Branching Point is inserted, the I-SMF provides DNAI(s) supported by PSA2 to the SMF. The DL Tunnel Info of UL CL/Branching Point is provided to SMF if a new UPF is selected to replace I-UPF in step 3.
	In the case of multi-homing, the IPv6 prefix @PSA2 is also provided to SMF.
	If the PCF has subscribed to the IP address allocation/release event, the SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF.
	The DNAI(s) supported by PSA2 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the I-SMF.
The above bullet point (3) specifies that if a new UPF that will act as UL CL/Branching Point is selected (i.e. the existing I-UPF is replaced), the I-SMF determines 5G AN Tunnel Info, the PSA1 and (where applicable) PSA2 CN Tunnel Info for the new UPF.

The requirements in the above bullet point (4) explicitly specify that Nsmf_PDUSession_Update service operation shall be used. Also, if a new UPF is selected to replace I-UPF, then the I-SMF sends to the SMF the DL Tunnel Info of UL CL/Branching Point.

This translates to the following stage 3 implications:
· New use case for the Update service operation shall be specified
· With HsmfUpdateData structure the I-SMF sends to the SMF the following info:
· DL Tunnel Info of UL CL/Branching Point, if a new UPF is selected to replace I-UPF
· Grouped attributes indicating if UL CL or Branching Point was inserted:
· Indication if UL CL or if Branching Point was inserted
· Specific DNAI supported by the local PSA, i.e. PSA2
· IPv6 prefix @PSA2 (this implicitly indicates that BP was inserted)

In addition to the above, Requirement set #5 adds the following information:
· With HsmfUpdateData structure the I-SMF sends to the SMF the following info:
· Grouped attributes indicating if traffic offload has changed
· Indicating if traffic offload has changed
· Specific DNAI
· IPv6 prefix @PSA2
· Grouped attributes for removed PSA0
· Specific DNAI
· IPv6 prefix @PSA0

If we combine these two, then:
· With HsmfUpdateData structure the I-SMF sends to the SMF the following info:
· DL Tunnel Info of UL CL/Branching Point, if a new UPF is selected to replace I-UPF
· Grouped attributes indicating if UL CL or Branching Point was inserted:
· Indication if UL CL or if Branching Point was inserted
· Specific DNAI supported by the local PSA, i.e. PSA2
· IPv6 prefix @PSA2 (this implicitly indicates that BP was inserted)
· Grouped attributes indicating if traffic offload has changed
· Indicating if traffic offload has changed
· Specific DNAI
· IPv6 prefix @PSA

5.	If a new DL Tunnel Info of UL CL/ Branching Point has been provided in step 4, the SMF updates the PSA1 via N4 with the CN Tunnel Info for the downlink traffic. Now the downlink packets from PSA1 is sent to UE via the new UPF which will act as Branching Point/UL CL. The SMF may also update the forwarding rules in PSA1 if some of traffic is to be moved to UPFs controlled by I-SMF.
6.	The SMF responds to the I-SMF with Nsmf_PDUSession_Update Response (set of (N4 information including DNAI)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in TS 23.501 [2] clause 5.34.6. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s). Each element of N4 information for local traffic handling provided to the I-SMF includes the DNAI it corresponds to.
	If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
	The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.
The requirements in the above bullet point explicitly specify that Nsmf_PDUSession_Update service operation shall be used. This translates to the following stage 3 implications:
· With HsmfUpdatedData structure the SMF sends back to the I-SMF the following info:
· CN Tunnel Info, if the CN Tunnel Info at the PSA1 has changed
· Grouped attributes, specific to certain DNAI:
· Specific DNAI
· N4Info on PCC rules. This is N4 data structure and its encoding is not straightforward. N4Info encoding will be addressed by another, dedicated CR.
· Indication that DNAI or PSA cannot be changed (see the resent CR1520-TS23.502 in S2-1907214)

In addition to the above, Requirement set #5 adds the following information:
· With HsmfUpdatedData structure the SMF sends to the I-SMF the following info:
· DNAI list that are no more reachable 
· DNAI list that are reachable now

If we combine these two, then:
· With HsmfUpdatedData structure the SMF sends back to the I-SMF the following info:
· CN Tunnel Info, if the CN Tunnel Info at the PSA1 has changed
· Grouped attributes, specific to certain DNAI:
· Specific DNAI
· N4Info on PCC rules. This is N4 data structure and its encoding is not straightforward. N4Info encoding will be addressed by another, dedicated CR.
· Indication that DNAI or PSA cannot be changed (see the resent CR1520-TS23.502 in S2-1907214)
· DNAI list that are no more reachable 
· DNAI list that are reachable now

CR0149-TS29.502 in C4-193048 implements the above changes. 

Requirement set #4: Service Request with I-SMF insertion/change: sending I-UPF tunnel information across N16a

TS 23.502 clause 4.23.4.3 "UE Triggered Service Request with I-SMF insertion/change/removal", steps 8a-c read:

5.	The new I-SMF selects a new I-UPF: Based on the received SM context, e.g. S-NSSAI, and UE location information, the new I-SMF selects a new I-UPF as described in clause 6.3.3 of TS 23.501 [2].
6.	The new I-SMF initiates a N4 Session Establishment to the new I-UPF. In case tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the new I-SMF, otherwise the new I-SMF allocates the tunnel endpoints and provides them to the new I-UPF.
	If forwarding indication was received, the new I-SMF also allocates the tunnel endpoints for transferring the buffered DL data from the old I-UPF, or requests the new I-UPF to allocate them.
7a. If the tunnel endpoints for the buffered DL data were allocated, the new I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (tunnel endpoints for buffered DL data) to the old I-SMF in the case of I-SMF change in order to establish the forwarding tunnel. The new I-SMF uses the SM Context ID received from AMF for this service operation.
7b.	The old I-SMF, in the case of I-SMF change, or SMF, in the case of I-SMF insertion, initiates a N4 session modification to the old I-UPF to send the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF starts to send buffered DL data to the new I-UPF.
7c.	The old I-SMF, in the case of I-SMF change, or SMF, in the case of I-SMF insertion, responds the new I-SMF with Nsmf_PDUSession_UpdateSMContext response.
8a.	In the case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT Type, new I-UPF tunnel endpoint for buffered DL data) towards the SMF. The new I-SMF uses the SM Context ID at SMF received from old I-SMF for this service operation.
	In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT type) towards the SMF.
	The SM Context ID at I-SMF is to be used by the SMF for further PDU Session operation, e.g. to notify the new I-SMF of PDU session release. If SM Context ID at the I-SMF exists (i.e. in the case of I-SMF change), the SMF shall replace the SM Context ID at I-SMF.
	The new I-UPF tunnel endpoint for buffered DL data is used to establish the forwarding tunnel (from old I-UPF controlled by SMF to new I-UPF controlled by new I-SMF).
8b.	The SMF initiates N4 Session Modification toward the PDU Session Anchor UPF. During this step:
-	-	The SMF provides the new I-UPF DL tunnel information.
-	If different CN Tunnel Info need be used by PSA UPF, i.e. the CN Tunnel Info at the PSA for N3 and N9 are different, a CN Tunnel Info for the PDU Session Anchor UPF is allocated
-	For I-SMF insertion, if a new I-UPF tunnel endpoint for buffered DL data is received, the SMF triggers the transfer of buffered DL data to the new I-UPF tunnel endpoint for buffered DL data.
	From now on the PDU Session Anchor UPF begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information
8c.	The SMF responds to the new I-SMF with Nsmf_PDUSession_Update Response (in the case of I-SMF change) or Nsmf_PDUSession_Create Response (Tunnel Info at UPF(PSA) for UL data in the case of I-SMF insertion if it is allocated in step 8b).
	In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the service request procedure is completed.
	In the case of I-SMF insertion the SMF starts a timer to release resource, i.e. resource for the indirect data forwarding tunnel.
The above has the following stage 3 implications.

If either I-SMF is inserted, or if I-SMF changes, I-UPF tunnels are allocated.
· In the case of I-SMF insertion (these changes go to the above Requirement set #1):
· New I-SMF invokes Nsmf_PDUSession_Create Request and if DL data is being buffered, the I-SMF sends to the SMF new I-UPF DL tunnel information with PduSessionCreateData structure.
· SMF responds to the new I-SMF with Nsmf_PDUSession_Create Response and sends to the I-SMF new Tunnel Info at UPF (PSA) for UL data with PduSessionCreatedData structure.
· In the case of I-SMF change:
· New I-SMF invokes Nsmf_PDUSession_Update Request and if DL data is being buffered, the I-SMF sends to the SMF new I-UPF DL tunnel information with HsmfUpdateData structure.
· [bookmark: _GoBack]SMF responds to the new I-SMF with Nsmf_PDUSession_Update Response and sends to the I-SMF new Tunnel Info at UPF (PSA) for UL data with structure HsmfUpdatedData structure.

Hence, the tunnel info across N16a interface should be conditional.

CR0152-TS29.502 in C4-193068 implements the above changes.

Requirement set #5: UE mobility related I-SMF change/removal implications on Nsmf_PDUSession_Update across N16a

The following use cases may impact N16a when UE mobility causes I-SMF change or removal:

· 4.23.7.3.2 "Inter NG-RAN node N2 based handover with I-SMF insertion/change/removal"
· 4.23.9.2	Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
· 4.23.9.3	Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF
· 4.23.11.3 Xn based handover with re-allocation of intermediate SMF
· 4.23.11.4 Xn based handover with removal of intermediate SMF

I-SMF change/removal in the above procedures do not impact Nsmf_PDUSession_Create service operation across N16a interface.

Concerning Nsmf_PDUSession_Update service operation, clause 4.23.9.3 step 3-5 read:

3.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of Change of traffic offload, (new allocated IPv6 prefix @PSA2, DNAI(s) supported by PSA2), (Removal of IPv6 prefix @PSA0, DNAI(s) supported by PSA0)) to SMF.
	The I-SMF informs the SMF that a change of traffic offload occured.
	The I-SMF provides DNAI(s) no more reachable and the DNAI now reachable to SMF. The SMF generates the corresponding N4 information based on this DNAI(s) information.
	In the case of multi-homing, the new allocated IPv6 prefix @PSA2 and removal of IPv6 prefix @PSA0 are also provided to SMF. The SMF issues a SM Policy Association Modification (clause 4.16.5) corresponding to the IP address allocation/release PCRT(Policy Control Request Trigger)
4.	The SMF issues a SM Policy Association Modification (clause 4.16.5) corresponding to the IP address allocation/release PCRT The SMF may also send a notification to the AF.
5.	The SMF responds I-SMF with Nsmf_PDUSession_Update Response. The N4 information includes N4 information to remove the traffic offload related to the DNAI(s) that are no more reachable and enable the traffic offload related to the DNAI(s) that are now reachable.
The above translates into the following stage 3 implications
· With HsmfUpdateData structure the I-SMF sends to the SMF the following info (this goes into Requirement set#3):
· Indication of Change of traffic offload 
· One or more grouped attributes for new PSA2
· Specific DNAI
· IPv6 prefix @PSA2
· One or more grouped attributes for removed PSA0
· Specific DNAI
· IPv6 prefix @PSA0
· With HsmfUpdatedData structure the SMF sends to the I-SMF the following info (this goes into Requirement set#3):
· DNAI list that are no more reachable 
· DNAI list that are reachable now

Clause 4.23.11.3 reads:

1-3.	Steps 1-3 are same as steps 1-3 described in clause 4.23.11.2 except that in step 2 the AMF sends Nsmf_PDUSession_UpdateSMContext Request to source I-SMF and then the source I-SMF sends the Nsmf_PDUSession_Update Request to SMF.
4.	The target I-SMF sends Nsmf_PDUSession_Context Request to Source I-SMF to retrieve 5G SM Context.
5a-11.	Steps 5a-11 are same as steps 5a-11 described in clause 4.23.11.2 with the following difference:
	In step 6, the target I-SMF invokes Nsmf_PDUSession_Update Request (PDU Session To Be Switched with N2 SM Information (Secondary RAT usage data, Handover Flag), UE Location Information, UE presence in LADN service area, DL CN Tunnel Info of the I-UPF, DNAI list supported by target I-SMF) toward the SMF
	In step 9, the SMF respond with Nsmf_PDUSession_Update Response.
The above does not require any changes to Nsmf_PDUSession_Update service operation.

Clause 4.23.11.3 reads:

2.	For each PDU Session Rejected in the list of PDU Sessions received in the N2 Path Switch Request, the AMF sends Nsmf_PDUSession_UpdateSMContext Request to source I-SMF and then the source I-SMF sends the Nsmf_PDUSession_Update Request to SMF to release the rejected PDU Session.
No need for a separate CR for meeting Requirement set #5.

3. Proposal
It is proposed to agree the above mentioned CRs 0149-0152.
