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1. Introduction
There is currently no solution for overload control enforcement via SCPs that were introduced in Rel-16 stage 2 specifications. As SCPs can have a more overall vision of the traffic between NFs, this solution proposes to alleviate as much as possible NFs from overload control enforcement matters.
2. Reason for Change
This pCR proposes a solution where SCPs are made in charge of overload control enforcement so as to address key requirement#3 depicted in subclause 8.4, in particular with regards to the following sub-issue:
-	How intermediaries (e.g. V-SMF, SCP) react.
It proposes a solution where SCPs are made in charge of overload control enforcement. 
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.843 v1.0.0.

* * * First Change * * * *
11.x	Solution #y: Overload Control Enforcement by SCPs
This solution addresses key requirement#3 specified in subclause 8.4.
The main characteristic of this solution is that the SCP is considered here as the overload control enforcement entity. SCP is considered in this solution as deployed in either option C (Indirect communication without delegated discovery) or option D (Indirect communication with delegated discovery) communication models defined in annex E of 3GPP TS 23.501 [2]. In this sense, the SCP is terminating the TLS connection on both sides of the communication path.
-	At reception of OCI information from a NF producer, the SCP shall reduce the number of messages it would normally send towards the NF service producer, in accordance with the overload reduction percentage requested by the NF service producer in the OCI IE;
-	When performing this throttling mechanism, the behaviour of the SCP with regards to the concerned NF service consumers is to be specified by this solution, e.g. an appropriate error message could be sent to the concerned NF consumer(s) with an error code and error details that are in accordance with the overload situation that is experienced;
-	The SCP shall also be able to select another NF service producer, e.g. from the same NF Set, if it is allowed, and send the request message to the new NF service producer instance. This solution shall also specify how and when the SCP performs this reselection;
-	Depending on the ongoing overload situation and the efficiency of the overload control mechanisms that are applied by the SCP and not involving upstream NFs, the SCP shall also be able to send (e.g. derived or simply relayed) upstream OCI information to the concerned NF consumer(s) if it considers it beneficial for the overall management of the overload situation;
-	For example:
-	If the NF service producer has requested an overload reduction percentage of 20%, then out of 100 messages that the SCP has to route to this NF service producer, only 80 messages would be maintained and the remaining 20 messages would if possible rather be routed to another NF service Producer from the same NF Set. If no NF service producer could be identified / is available e.g. from the same NF set, then the SCP shall drop the extra messages in accordance with the overload reduction percentage requested by the NF service producer in the OCI IE;
-	The SCP shall apply a proper message prioritization mechanism when applying throttling, e.g. the same message prioritization mechanisms described in solution#8 in subclause 11.10.
* * * End of Changes * * * *

