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1. Reason for Change
As the study progressed and is reached at a level to describe the conclusion clause.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.892 v1.1.0.
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8	Conclusion
This technical report presents the detailed analysis of candidate user plane protocols, GTP-U and SRv6, based on 5GC architectural requirements, key issues, system impacts and additional considerations.
As GTP-U is long established protocol for user plane, it fulfills all requirements of Rel-16 5GC with no impact except UDP zero-checksum support. While GTP-U meets all the architectural requirement, it has no options for reducing protocol overheads and states from UPF, efficient routing in IP transport networks.
SRv6 also fulfills all the requirements with impacts on stage-3 which are described in clause 7. It clarifies that normative work is required for impacted specifications on stage-3. While GTP-U can run over SRv6, the comparison of the candidates identifies the following advantages of using SRv6:
-	No GTP-U/UDP overhead (24-bytes which consume 23% size of short packet (e.g., TCP Ack)) required for IPv6 based N9 by using SRv6 Traditional mode.
-	instead of just consuming the 24-bits, one SID is available in that 24-bits space which enables advanced traffic handling for network slicing with no additional protocol headers, like GTP-U over SRv6, or GTP-U over SR-MPLS, by using SRv6 Enhanced mode.
-	unlike VLAN and MPLS, SRv6 as IP end-to-end protocol supports UPF sitting behind transport slice edge connecting to the transport slice without GTP-U header by using SRv6 Enhanced mode.
-	unlike GTP-U, expose session flows to the IP transport that make sure efficient routing differentiation by both Traditional/Enhanced modes.
-	unlike GTP-U, expose session flows to the firewall in the middle of N9 path that makes sure secure the traffic filtering to avoid malicious spoofing attack by Traditional/Enhanced modes, even for the encrypted payload.
-	per-flow base entropy in flow-label of IPv6 header enables efficient load-balancing.
-	much easy to scale and offers possibility of removing states from UPFs, e.g., UL CL/BP for user plane base IoT and edge computing use cases to be scalable, QoS marking, charging, LI, etc.,
NOTE:	SA3 and SA3-LI review need to be required for stage-3 SRv6 user plane specification. 

The all impacts to existing specifications are clarified in clause 7. The required changes are just SRv6 capability notification and SID as user plane identifier. It is clear and manageable for the existing stage-3 specifications (i.e., on 5GC NFs; UPF/SMF/NRF/AMF, 5GC interfaces; N9/N4/N16/N16a/N38/Nsmf/Nnrf). 
Applying SRv6 to other user plane interface (i.e., N3 and N4-u) is out of scope of this study. It is expected more impacts larger than N9. Since GTP-U is established long time, it is hard to replace it with any other protocols in short period of time so that step-by-step approach should be taken. Therefore, SRv6 shall be applied to N9 interface as first step. While that, RAN3 has been working to consider IPv6 as the user plane protocol for IAB (Integrated Access Backhaul) described in 3GPP TS 38.874 [31] which enables mapping between IPv6 bearer and RLC channel without GTP-U header. The outcome of the IAB study and stage-3 work will introduce an IPv6-based user plane protocol in RAN.
Editor's Note: Applying SRv6 Traditional mode and Enhanced mode on N3 and N4-u is FFS.
Interworking with N3 and N4-u is clarified in subclause 6.2. PFCP defined in 3GPP TS 29.244 [9] works very well to enable the interworking in Rel-16 networks. Interworking with N3 in Rel-15 is also possible as same series of 5GS architecture, but Rel-14 or previous release is out of scope of this study and needs more study.
SRv6 user plane enables 5GC to force the data-path in N9. It doesn’t mean that mobile and transport networks shall be from a same operator. IPv6/SRv6 can run over L2/L3-VPNs (not SRv6 capable) provided by third-party transport network operators by using Traditional mode, or Enhanced mode to just bring path or service indications in SRH without forcing data-path in the third-party networks. The SIDs in the SRH will be looked-up in the remote site of the mobile operator.
For using IPv6/SRv6 capable third-party networks, O&M systems which may be built based on the requirements and the procedures defined in 3GPP TS 28.531 [32].and 3GPP TS 28.532 [33]. The third-party operator may expose their transport network resources (e.g., specific nodes, links, and any IP transport functions) abstracted as SIDs which are available to the mobile operator within the mutual agreement.
SR network operators usually allocate a binding SID of which just one SID exposed to the users that enables to force multiple segments bound to the exposed binding SID in the network. It means that a SRv6 user plane packet with just one SID, which is same size of GTP-U without VLAN, MPLS or SRv6, is able to traverse from the 5GC via all nodes/links/services abstracted as SIDs in the transport networks to the destination UPF. It is obviously applicable for not only intra operator, but also in third-party operators who provide SRv6 capable networks.
It is already usual that RIRs (Regional Internet Registry) allocate IPv6 prefixes with certain prefix-length to operators. That all allocations are observed in an IP resource allocation statistic [34] and some mobile operators are already approved to manage plenty size of IPv6 prefix of /18, /19, /20 or so. For example, a /20 prefix provides that 1 million prefixes in /40, 268 million prefixes in /48 prefix-length are available within the /20 prefix. In that example, the /40 and /48 length of IPv6 prefixes leave 88-bits and 80-bits respectively so that there’s enough bit space to embed 3GPP specific identifiers. Many mobile operators have widely deployed IPv6 networks and services using those allocated IPv6 prefixes already. It can be observed from an IPv6 deployment measurement in World IPv6 Launch [35].
When a standard is available that specifies using IPv6 address to be embedded 3GPP 5GC specific identifiers, the RIRs can approve an address allocation request from a mobile operator, or a third-party operator of the mobile operator. Then the mobile operator can allocate dedicated IPv6 address space for SRv6 user plane on N9 interface so that the operator is able to allocate enough size of IPv6 prefix to embed the 3GPP identifiers in IPv6 address. It also enables individual operation on both mobile and transport networks in address planning. IP routing well supports the individual operations with the addressing plan as same as what operators keep independent operations between transport and mobile even in IPv4 networks.
It is noted that having standard does NOT force all operators to use SRv6 as a replacement of GTP-U. The operators can choose their prefer protocol for N9 on both intra-PLMN and inter-PLMN. Especially in inter-PLMN case, it is recommended that GTP-U is default protocol and using SRv6 as a replacement of GTP-U on the roaming interface will be an option in mutual agreement.
However, IPv6 transition is inevitable for all certain scale of IP network deployments in operators, especially for the new deployment for high-frequency band spectrum available for 5G, while many operators are still running IPv4 networks and struggling IPv4 address shortage in both public and private spaces. That’s why establishing SRv6 as the advanced user plane protocol on IPv6 networks is important. It must be available before IPv6 adoptions and deployments in many places. The responsibility of the standardization will fulfil the business to help the decision for the IPv6 transition to be made by people who are responsible for the deployment in the operators. 
In the past, 3GPP had sadly been experienced a trauma that PMIP as the full protocol specification set on both user plane and control plane was failed to be deployed by some reasons. However, 3GPP bravely tried to overcome the trauma. Now in 5G era, 3GPP already has migrated to new powerful architecture of SBA and CUPS, and unified protocols in the control plane. Thus, the issue space of adopting SRv6 as an alternative protocol just for user plane in C/U-Plane separated architecture is very narrow against the PMIP to be maintained without any real deployment and operation experience in 3GPP networks. In contrast, IPv6/SRv6 is already deployed and operated as the sustainable end-to-end IP protocol in any devices connected to the Internet.
Based on above, the study concludes that SRv6 is a preferred user plane protocol choice for N9 interface and it is recommended to be standardized.
This clause will summarize the result of the evaluation and the comparison. Recommended protocol will be designated based on the results.
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