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2/ NF Service Consumers may also need to subscribe to notifications or request access token to the NRF, i.e. to send requests targetting the NRF NFManagement service and Access Token service. The current NSSF API definition does not allow to signal an explicit URI for these services.
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* * * First Change * * * *
[bookmark: _Toc4393721][bookmark: _Toc4393724]6.1.6.1	General
This subclause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnssf service based interface protocol.
Table 6.1.6.1-1: Nnssf_NSSelection specific Data Types
	Data type
	Section defined
	Description

	AuthorizedNetworkSliceInfo
	6.1.6.2.2
	Contains the authorized network slice information.

	SubscribedSnssai
	6.1.6.2.3
	Contains the subscribed S-NSSAI.

	AllowedSnssai
	6.1.6.2.5
	Contains the authorized S-NSSAI and optional mapped home S-NSSAI and network slice instance information.

	AllowedNssai
	6.1.6.2.6
	Contains an array of allowed S-NSSAI that constitute the allowed NSSAI information for the authorized network slice information.

	NsiInformation
	6.1.6.2.7
	Contains the identifier API URIs of NRF services to be used to select discover NFs/services, subscribe to NF status changes and/or request access tokens within the selected Network Slice instance and optional the Identifier of the selected Network Slice instance.

	MappingOfSnssai
	6.1.6.2.8
	Contains the mapping of S-NSSAI in the serving network and the value of the home network.

	SliceInfoForRegistration
	6.1.6.2.10
	Contains the slice information requested during a Registration procedure.

	SliceInfoForPDUSession
	6.1.6.2.11
	Contains the slice information requested during PDU Session establishment procedure.

	ConfiguredSnssai
	6.1.6.2.12
	Contains the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN and optional mapped home S-NSSAI.

	SliceInfoForUEConfigurationUpdate
	6.1.6.2.13
	Contains the slice information requested during UE configuration update procedure.



Table 6.1.6.1-2 specifies data types re-used by the Nnssf- service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnssf service based interface.
Table 6.1.6.1-2: Nnssf re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [7]
	Used to negotiate the applicability of the optional features defined in table 6.1.8-1.

	Fqdn
	3GPP TS 29.571 [7]
	Fully Qualified Domain Name.

	AccessType
	3GPP TS 29.571 [7]
	Used to specify the access type for which a slice information is applicable.

	NFType
	3GPP TS 29.510 [13]
	Type of Network Function.




* * * Next Change * * * *
6.1.6.2.2	Type: AuthorizedNetworkSliceInfo
Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	allowedNssaiList
	array(AllowedNssai)
	C
	1..N
	This IE shall be included if:
-	the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s); or
-	the "requestMapping" flag in the corresponding request was set to "true".

When present, this IE shall contain the allowed S-NSSAI(s) authorized by the NSSF in the serving PLMN per access type.

	configuredNssai
	array(ConfiguredSnssai)
	C
	1..N
	This IE shall be included if:

-	the NSSF did not receive any Requested NSSAI; or 
-	the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN; or
-	the NSSF has received "defaultConfiguredSnssaiInd" set to "true".

When present, this IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN.

	targetAmfSet
	string
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the target AMF set which shall be constructed from PLMN-ID (i.e. three decimal digits MCC and two or three decimal digits MNC), AMF Region Id (8 bit), and AMF Set Id (10 bit).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
Pattern: '^[0-9]{3}-[0-9]{2-3}-[A-Fa-f0-9]{2}-[0-3][A-Fa-f0-9]{2}$'
(NOTE 1)

	candidateAmfList
	array(NfInstanceId)
	O
	1..N
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the list of candidate AMF(s).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the PLMN.

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the current TA.

	nsiInformation
	NsiInformation
	C
	0..1
	This IE shall be included by the NSSF if the NSSF received the S-NSSAI. (i.e. during PDU session establishment procedure)

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported

	nrfAmfSet
	Uri
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the target AMF Set is included.
When present, this IE shall contain the API URI of the NRF NFDiscovery Service (see subclause 6.2.1 of 3GPP TS 29.510 [13]) to be used to determine the list of candidate AMF(s) from the AMF Set.


	nrfNfManagementUri
	Uri
	O
	1
	This IE should be present. When present, it shall contain the API URI of the NRF NFManagement Service (see subclause 6.1.1 of 3GPP TS 29.510 [13]). 
A NSSF implementation complying with this version of the specification should include this IE.

	nrfAccessTokenUri
	Uri
	O
	1
	When present, this IE shall contain the API URI of the NRF Access Token Service (see subclause 6.3.2 of 3GPP TS 29.510 [13]).

	NOTE 1:	The NF Service Consumer uses the PLMN ID, AMF Region and AMF Set to perform a NF Discovery to the NRF.  



* * * Next Change * * * *
[bookmark: _Toc4393729]6.1.6.2.7	Type: NsiInformation
Table 6.1.6.2.7-1: Definition of type NsiInformation
	Attribute name
	Data type
	P
	Cardinality
	Description

	nrfId
	Uri
	M
	1
	This IE shall contain the API URI of the NRF NFDiscovery Service (see subclause 6.2.1 of 3GPP TS 29.510 [13]) to be used to select the NFs/services within the selected Network Slice instance.

	nsiId
	NsiId
	O
	0..1
	This IE may be optionally included by the NSSF. When present, this IE shall contain the Identifier of the selected Network Slice instance

	nrfNfManagementUri
	Uri
	O
	1
	[bookmark: _GoBack]This IE should be present. When present, it shall contain the API URI of the NRF NFManagement Service (see subclause 6.1.1 of 3GPP TS 29.510 [13]). 

	nrfAccessTokenUri
	Uri
	O
	1
	When present, this IE shall contain the API URI of the NRF Access Token Service (see subclause 6.3.2 of 3GPP TS 29.510 [13]).




* * * Next Change * * * *
[bookmark: _Toc4393809]A.2	Nnssf_NSSelection API
openapi: 3.0.0

[…]

  schemas:
    AuthorizedNetworkSliceInfo:
      type: object
      properties:
        allowedNssaiList:
          type: array
          items:
            $ref: '#/components/schemas/AllowedNssai'
          minItems: 1
        configuredNssai:
          type: array
          items:
            $ref: '#/components/schemas/ConfiguredSnssai'
          minItems: 1
        targetAmfSet:
          type: string
          pattern: '^[0-9]{3}-[0-9]{2-3}-[A-Fa-f0-9]{2}-[0-3][A-Fa-f0-9]{2}$'
        candidateAmfList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
          minItems: 1
        rejectedNssaiInPlmn:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        rejectedNssaiInTa:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        nsiInformation:
          $ref: '#/components/schemas/NsiInformation'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        nrfAmfSet:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nrfNfManagementUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nrfAccessTokenUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

[…]

    NsiInformation:
      type: object
      required:
        - nrfId
      properties:
        nrfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nsiId:
          $ref: '#/components/schemas/NsiId'
        nrfNfManagementUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nrfAccessTokenUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'


* * * End of Changes * * * *
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If included, this |E shall contain the API URI of the NEDiscovery.
Service (see subclause 6.2.1) of the home NRF. It shall be
included if the NF Service Consumer has previously received
such API URI to be used for service discovery (e.g., from the
INSSF in the home PLMN).




