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1. Introduction
SA2 decided to use option 2 as the desired option to realize the User Data Interworking, Coexistence and Migration (UDICOM). It was agreed to allow only in one place to store the authentication parameters, especially the sequence number, for security reasons. This contribution proposes to allow the storage of the authentication parameters in the UDR only.
2. Discussion
In order to keep all 5G related subscription parameters in one place, the UDR, it is proposed that the HSS shall make use of the Nudr interface to retrieve the authentication vectors for legacy authentication requests when the subscriber has a 5G subscription too. To trigger the usage of the Nudr rather the Ud interface for the authentication a flag in the subscription data is required (same for the Nokia proposal when authentication is done via HSS and the Ud interface).
Pros:
1.) the Nudr interface is already specified and can be reused
2.) all possible deployment scenarios will be supported. (Combined UDR or separated UDRs)
3.) No need to have a UDM-HSS interaction for any authentication which reduces the complexity and point of failures
4.) No need to add a new message flow for authentication to the Nhss SBI
Cons: 
1.) new SBI (Nudr) interface needs to supported by the HSS
2.) migration of the authentication parameters for legacy subscriber with a 5G subscription towards the UDR 
3. Conclusions
It is the co-signing companies’ belief that the Nudr is the best option to fulfill the deployment and security requirements together with a less complex solution.
4. Proposal
CT4 to agree on the described principle and discuss/agree on the corresponding pCR C4-192144 to change clause 4.2.

