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[bookmark: _Toc532985339]* * * First Change * * * *
[bookmark: _Toc3975976][bookmark: _Toc3975971][bookmark: _Toc3975972][bookmark: _Toc532985300][bookmark: _Toc532985308]5.2	Nsmf_PDUSession Service
[bookmark: _Toc3975977]5.2.1	Service Description
The Nsmf_PDUSession service operates on the PDU Sessions. The service operations exposed by this service allow other NFs to establish, modify and release the PDU Sessions. The following are the key functionalities of this NF service:
-	Creation, modification and deletion of SM contexts for PDU Sessions upon receiving N1 message notification from AMF carrying the NAS SM messages; an SM context represents an association between the NF Service Consumer (e.g. AMF) and the SMF for a PDU session;
-	Retrieval of SM contexts of PDU sessions, e.g. to move PDU sessions towards the EPC using the N26 interface or to transfer SM contexts between I-SMFs or V-SMFs over the N38 interface;
-	Creation, modification and deletion of PDU sessions between the V-SMF and H-SMF, in HR roaming scenarios; 
-	Association of policy and charging rules with PDU Sessions and binding the policy and charging rules to flows;
-	Interacting with the UPF over N4 for creating, modifying and releasing user plane sessions;
-	Process user plane events from the UPF and apply the corresponding policy and charging rules.
The Nsmf_PDUSession service supports the following service operations.
Table 5.2.1-1: Service operations supported by the Nsmf_PDUSession service
	Service Operations
	Description
	Operation
Semantics
	Example Consumer(s)

	Create SM Context
	Create an SM context in SMF, or in V-SMF in HR roaming scenarios, for a PDU session.
	Request/Response
	AMF

	Update SM Context
	Update the SM context of a PDU session and/or provide the SMF with N1 or N2 SM information received from the UE or from the AN.
	Request/Response
	AMF

	Release SM Context
	Release the SM context of a PDU session when the PDU session has been released.
	Request/Response
	AMF

	Notify SM Context Status
(see NOTE 1) 
	Notify the NF Service Consumer about the status of an SM Context of a PDU session (e.g. the SM Context is released within the SMF).
	Subscribe/Notify
	AMF

	Retrieve SM Context
(see NOTE 2)  
	Retrieve an SM context of a PDU session from SMF, or from V-SMF in HR roaming scenarios, for 5GS to EPS mobility, or from an I-SMF during insertion/change of I-SMF, or from V-SMF during change of V-SMF.
	Request/Response
	AMF

	Create
	Create a PDU session in the H-SMF, in HR roaming scenarios.
	Request/Response
	V-SMF

	Update
	Update a PDU session in the H-SMF or V-SMF, in HR roaming scenarios.
	Request/Response
	V-SMF, H-SMF

	Release
	Release a PDU session in the H-SMF, in HR roaming scenarios. 
	Request/Response
	V-SMF

	Notify Status
(see NOTE 3) 
	Notify the NF Service Consumer about the status of a PDU session (e.g. the PDU session is released due to local reasons within the H-SMF).
	Subscribe/Notify
	V-SMF

	NOTE 1:	This corresponds to the SMContextStatusNotify service operation defined in 3GPP TS 23.502 [3].
NOTE 2:	This corresponds to the ContextRequest service operation defined in 3GPP TS 23.502 [3].
NOTE 3:	This corresponds to the StatusNotify service operation defined in 3GPP TS 23.502 [3].




* * * Next Change * * * *
[bookmark: _Toc3976015]5.2.2.6	Retrieve SM Context service operation
[bookmark: _Toc3976016]5.2.2.6.1	General
The Retrieve SM Context service operation shall be used to retrieve an individual SM context, for a given PDU session, from the SMF, or from the V-SMF for HR roaming scenarios, or from the I-SMF during insertion/change of I-SMF. 
It is used in the following procedures: 
-	5GS to EPS handover using N26 interface (see subclause 4.11.1.2.1 of 3GPP TS 23.502 [3]), for PDU sessions associated with 3GPP access; 
-	5GS to EPS Idle mode mobility using N26 interface (see subclause 4.11.1.3.2 of 3GPP TS 23.502 [3]), for PDU sessions associated with 3GPP access.; 
-	UE Triggered Service Request with I-SMF insertion/change or with V-SMF change (see subclause 4.x.4.3 of of 3GPP TS 23.502 [3]).
The NF Service Consumer (e.g. AMF) shall retrieve an SM context by using the HTTP POST method (retrieve custom operation) as shown in Figure 5.2.2.6.1-1.  


Figure 5.2.2.6.1-1: SM context retrieval
1.	The NF Service Consumer shall send a POST request to the resource representing the individual SM context to be retrieved. The POST request may contain a payload body with the following parameters:
-	target MME capabilities, if available, to allow the SMF to determine whether to include EPS bearer contexts for non-IP PDN type or not.;
-	SM context type indicating that this is a request to retrieve the complete SM context, during scenarios with an I-SMF insertion/change or with a V-SMF change. 
2a.	On success, "200 OK" shall be returned; the payload body of the POST response shall contain the mapped EPS bearer contexts if this is a request for the UE EPS PDN connection, or the complete SM context if this is a request for retrieving the complete SM context. 

If this is a request for the UE EPS PDN connection, If the target MME capabilities were provided in the request parameters, and if the target MME supports the non-IP PDN type, the SMF shall return, for a PDU session with PDU session type "Ethernet" or "Unstructured", an EPS bearer context with the "non-IP" PDN type.
2b.	On failure, one of the HTTP status code listed in Table 6.1.3.3.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.3.4.4.2-2.

* * * Next Change * * * *

[bookmark: _Toc3976077]6.1.3.3.4.4	Operation: retrieve
[bookmark: _Toc3976078]6.1.3.3.4.4.1	Description
[bookmark: _Toc3976079]6.1.3.3.4.4.2	Operation Definition
This custom operation retrieves an individual SM context resource from the SMF, or from the V-SMF in HR roaming scenario or from the I-SMF.
This operation shall support the request data structures specified in table 6.1.3.3.4.4.2-1 and the response data structure and response codes specified in table 6.1.3.3.4.4.2-2.
Table 6.1.3.3.4.4.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SmContextRetrieveData
	O
	0..1
	Optional parameters used to retrieve the SM context, e.g. target MME capabilities, SM context type. 



Table 6.1.3.3.4.4.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SmContextRetrievedData
	M
	1
	200 OK
	Successful retrieval of the SM context.

	ProblemDetails
	M
	1
	403 Forbidden
	The "cause" attribute shall be set to one of the following application error:
- TARGET_MME_CAPABILITY
See table 6.1.7.3-1 for the description of these errors.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see subclause 5.2.7 of 3GPP TS 29.500 [4]).



* * * Next Change * * * *
[bookmark: _Toc3976124]6.1.6.2.7	Type: SMContextRetrieveData
Table 6.1.6.2.7-1: Definition of type SmContextRetrieveData
	Attribute name
	Data type
	P
	Cardinality
	Description

	targetMmeCap
	MmeCapabilities
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the target MME capabilities.

	smContextType
	SmContextType
	C
	0..1
	This IE shall be present if this is a request to retrieve the complete SM context, during scenarios with an I-SMF insertion/change or with a V-SMF change. 



* * * Next Change * * * *

[bookmark: _Toc3976144]6.1.6.2.27	Type: SMContextRetrievedData
Table 6.1.6.2.27-1: Definition of type SmContextRetrievedData
	Attribute name
	Data type
	P
	Cardinality
	Description

	ueEpsPdnConnection
	EpsPdnCnxContainer
	M
	1
	This IE shall contain an MME/SGSN UE EPS PDN Connection including the mapped EPS bearer context(s), if the SM context type was not present in the request or if it was present and indicated a request to retrieve the UE EPS PDN Connection.

This IE shall be set to an empty string if the SM context type was present in the request and indicated a request to retrieve the complete SM context. 

	smContext
	SmContext
	C
	0..1
	This IE shall be present if the SM context type was present in the request and indicated a request to retrieve the complete SM context. 




* * * Next Change * * * *

[bookmark: _Toc3976156]6.1.6.2.39	Type: VoidSmContext
[bookmark: _Hlk4427815]Table 6.1.6.2.39-1: Definition of type SmContext
	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 
When present, it shall contain the subscriber permanent identity. 

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.
When present, it shall be set as follows:
- true: unauthenticated SUPI;
- false (default): authenticated SUPI.

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 
For all other cases, this IE shall be present if it is available. 
When present, it shall contain the permanent equipment identifier.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the DNN of the PDU session. 

	sNssai
	Snssai
	M
	1
	This IE shall contain the S-NSSAI for the serving PLMN. 

	hplmnSnssai
	Snssai
	C
	0..1
	This IE shall be present for a HR PDU session.
When present, it shall contain the S-NSSAI for the HPLMN. 

	servingNfId
	NfInstanceId
	M
	1
	This IE shall contain the identifier of the serving NF (e.g. serving AMF).

	guami
	Guami
	C
	0..1
	This IE shall contain the serving AMF's GUAMI.
It shall be included if the servingNFId is an AMF.

	serviceName
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which SM context status notifications are to be sent (see subclause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if the servingNFId is an AMF.

	servingNetwork
	PlmnId
	M
	1
	This IE shall contain the serving core network operator PLMN ID. 

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.

	smContextStatusUri
	Uri
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfUri
	Uri
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the URI of the Nsmf_PDUSession service of the H-SMF. 

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the PCF selected by the AMF for the UE (for Access and Mobility Policy Control); it shall be the V-PCF in LBO roaming and the H-PCF in HR roaming.

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 

	traceData
	TraceData
	C
	0..1
	This IE shall be included if trace is activated for the PDU session (see 3GPP TS 32.422 [22]). 

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM group serving the UE.

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE shall be present if it is available. 
When present, it shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the selected PDU type.

	sscMode
	string
	M
	1
	This IE shall indicate the SSC mode applicable to the PDU session. 
It shall be encoded as one character in hexadecimal representation, taking a value of "0" to "7", representing the 3 bits of the SSC mode value of the SSC mode IE specified in subclause 9.11.4.16 of 3GPP TS 24.501 [7]. 

Pattern: "^[0-7]$"

Example: SSC mode 3 shall be encoded as "3".

	sessionAmbr
	Ambr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.

	qosFlowsSetupList
	array(QosFlowSetupItem)
	M
	1..N
	This IE shall contain the set of QoS flow(s) established for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.

	hSmfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be present for a HR PDU session. 
When present, it shall contain the identifier of the home SMF.

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present for a HR PDU session, if available. 

When present, it shall indicate whether the use of Pause of Charging is enabled for the PDU session (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:
- true: enable Pause of Charging; 
- false (default): disable Pause of Charging. 

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if a UE IPv4 address to the PDU session. 

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if a UE IPv6 prefix to the PDU session.

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	maxIntegrityProtectedDataRate
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required. 

	alwaysOnGranted
	boolean
	C
	0..1
	This IE shall be present if available. When present, it shall indicate whether this is an always On PDU session and it shall be set as follows:

- true: always-on PDU session granted.
- false (default): always-on PDU session not granted.


	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.

	hSmfServiceInstanceId
	string
	O
	0..1
	This IE may be present for a HR PDU session. 
When present, this IE shall contain the serviceInstanceId of the H-SMF service instance serving the PDU session. 
This IE may be used by the V-SMF to identify PDU sessions affected by a failure or restart of the H-SMF service (see subclause 6.2 of 3GPP TS 23.527 [24]).

	recoveryTime
	DateTime
	O
	0..1
	This IE may be present for a HR PDU session. 
When present, this IE shall indicate the timestamp when the H-SMF service instance serving the PDU session was (re)started (see subclause 6.3 of 3GPP TS 23.527 [24]).



[bookmark: _Toc3976161]* * * Next Change * * * *

6.1.6.3.x	Enumeration: SmContextType
The enumeration SmContextType represents the type of SM context information requested during a Retrieve SM Context service operation. It shall comply with the provisions defined in table 6.1.6.3.x-1.
Table 6.1.6.3.x-1: Enumeration SmContextType
	Enumeration value
	Description

	"EPS_PDN_CONNECTION"
	UE EPS PDN Connection.

	"SM_CONTEXT"
	Complete SM Context




* * * Next Change * * * *

[bookmark: _Toc3976184]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.0.1'
  title: 'Nsmf_PDUSession'
  description: 'SMF PDU Session Service'

[…]

    SmContextRetrieveData:
      type: object
      properties:
        targetMmeCap:
          $ref: '#/components/schemas/MmeCapabilities'
        smContextType:
          $ref: '#/components/schemas/SmContextType'

    SmContextRetrievedData:
      type: object
      properties:
        ueEpsPdnConnection:
          $ref: '#/components/schemas/EpsPdnCnxContainer'
        smContext:
          $ref: '#/components/schemas/smContext'
      required:
        - ueEpsPdnConnection

[…]

    VsmfUpdateError:
      type: object
      properties:
        error:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        pti:
          $ref: '#/components/schemas/ProcedureTransactionId'
        n1smCause:
          type: string
          pattern: '^[A-F0-9]{2}$'
        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        failedToAssignEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        ngApCause:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NgApCause'
        5gMmCauseValue:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5GMmCause'
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - error

    SmContext:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        unauthenticatedSupi:
          type: boolean
          default:  false
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        hplmnSnssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        servingNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        serviceName:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        servingNetwork:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        smContextStatusUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        hSmfUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        selMode:
          $ref: '#/components/schemas/DnnSelectionMode'
        traceData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TraceData'
        udmGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        routingIndicator:
          type: string
        epsInterworkingInd:
          $ref: '#/components/schemas/EpsInterworkingIndication'
        pduSessionType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionType'
        sscMode:
          type: string
          pattern: '^[0-7]$'
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        qosFlowsSetupList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowSetupItem'
          minItems: 1
        hSmfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        enablePauseCharging:
          type: boolean
          default: false
        ueIpv4Address:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        epsPdnCnxInfo:
          $ref: '#/components/schemas/EpsPdnCnxInfo'
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        maxIntegrityProtectedDataRate:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        alwaysOnGranted:
          type: boolean
          default: false
        upSecurity:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UpSecurity'
        hSmfServiceInstanceId:
          type: string
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - pduSessionId
        - dnn
        - sNssai
        - servingNfId
        - servingNetwork
        - anType
        - smContextStatusUri
        - pduSessionType
        - sscMode
        - sessionAmbr
        - qosFlowsSetupList

[…]

    MaxIntegrityProtectedDataRate:
      anyOf:
      - type: string
        enum:
          - 64_KBPS
          - MAX_UE_RATE
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
          - 64_KBPS
          - MAX_UE_RATE

    SmContextType:
      anyOf:
      - type: string
        enum:
          - EPS_PDN_CONNECTION
          - SM_CONTEXT
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
          - EPS_PDN_CONNECTION
          - SM_CONTEXT

[…]

* * * End of Changes * * * *
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