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1. Introduction
This PCR proposes a solution for KI#3
2. Reason for Change
To propose a solution for overload control.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.843 v1.0.0.

* * * First Change * * * *
[bookmark: _Toc2455019]11.x	Solution #x: Overload Control enforcement behaviour
This solution addresses key requirement#3 specified in subclause 8.4.
The following are the key aspects of this solution to depict an NF service producer during overload situations:
-	The NF service consumer shall reduce the number of messages it would normally generate towards the NF service producer, in accordance with the overload reduction percentage requested by the NF service producer in the OCI IE. For example, if the NF service producer has requested an overload reduction percentage of 20%, then e.g. out of 100 messages that the NF service consumer generates towards the NF service producer it shall drop 20 messages. This mechanism is called message throttling.
[bookmark: _GoBack]-	Since the OCI IE is communicated end to end, the enforcement of the overload control based on overload reduction percentage shall be applied by the NF service consumer. SCPs are not expected to react on OCI IE in the scope of this solution.
-	However SCPs can help mitigate overload as specified in solution#4 in subclause 11.6.
-	When applying message throttling, the NF service consumer shall give preference to messages related to priority users (eMPS) and emergency services and shall avoid throttling the messages related to such users / services.
-	A prioritization for not throttling messages based on the system procedure the message is related to and parameters in the message (e.g. DNN, S-NSSAI) shall be employed.
-	The following table provides a suggested prioritization of system procedures. Messages related to system procedures of higher priority (lower number indicates higher priority) shall be given lower preference for throttling. This priority mechanism should be  used in combination with the existing 3gpp-Sbi-Message-Priority (SMP) mechanism, see 3GPP TS 29.500 [3], subclause 6.8.
Table 11.x-1: Priority of System Procedures
	Priority
	System Procedure
	Related Service Operations
	Description

	1
	Service Request and Handover
	Nsmf_PDUSession_UpdateSMContext,request / response
Nsmf_PDUSession_Update request request / response

Nsmf_PDUSession_CreateSMContext request / response and Nsmf_PDUSession_Create request/response for EPS to 5GS Handover Procedure
	Service request and handover procedures are expected to finish under tight time deadlines (less than 20 ms) and hence messages related to those 

	2
	PDU session release, Any procedure causing a DELETE on a HTTP resource
	Any service operation using DELETE method
	Resource deletions would lead to lesser number of resource related signalling and hence should be treated on priority to ease the overload situation.

	3
	Other procedures that don't fall under category 1, 2 and 4
	Any service operation not falling under category 1,2 and 4 (e.g. Namf_Communication service operations, Namf_EventExposure service operations, Nudm_UECM service operations etc,.,)
	

	4
	Any procedure causing new resource creation (e.g. PDU session establishment)
	Any service operation using POST or PUT method to create a resource
	Resource creations will result in more signalling in future on those resources leading to overload. Hence these messages should be throttled more.



* * * End of Changes * * * *

