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1. Introduction
General cleanup of incomplete guideline text sections
2. Reason for Change
Cleanup the TR to align with drafting rules.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.893v1.0.0.

* * * First Change * * * *
[bookmark: _Toc2452214][bookmark: _Toc2452215]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	IETF draft-ietf-quic-transport-18: "QUIC: A UDP-Based Multiplexed and Secure Transport".
[6]	IETF draft-ietf-quic-tls-18: "Using Transport Layer Security (TLS) to Secure QUIC".
[7]	IETF draft-ietf-quic-http-18: "Hypertext Transfer Protocol (HTTP) over QUIC".
[8]	IETF draft-ietf-quic-recovery-18: "QUIC Loss Detection and Congestion Control".
[9]	IETF draft-ietf-quic-invariants-03: "Version-Independent Properties of QUIC"
[10]	IETF draft-ietf-quic-qpack-06: "QPACK: Header Compression for HTTP over QUIC"
[11]	IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".
[12]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3".
[13]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[14]	IETF RFC 7541: "HPACK: Header Compression for HTTP/2".
[15]	IETF draft-ietf-quic-spin-exp-01: "The QUIC Latency Spin Bit".
[16]	IETF RFC 5682: "Forward RTO-Recovery (F-RTO): An Algorithm for Detecting Spurious Retransmission Timeouts with TCP".
[17]	IETF draft-dukkipati-tcpm-tcp-loss-probe-01: "Tail Loss Probe (TLP): An Algorithm for Fast Recovery of Tail Losses".
[18]	IETF RFC 6582: "The NewReno Modification to TCP's Fast Recovery Algorithm".
[19]	3GPP TS 29.510: "Network Function Repository Services".
[20]	IETF RFC 7838: "HTTP Alternative Services".
[21]	IETF draft-pardue-httpbis-http-network-tunnelling-01: "HTTP-initiated Network Tunnelling (HiNT)".
[22]	IETF RFC 7231: " Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[23]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[24]	3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[25]	GSMA NG.113: "5GS Roaming Guidelines".
[26]	IETF RFC 8312: "CUBIC for Fast Long-Distance Networks".
[27]	3GPP TR 23.742: "Study on Enhancements to the Service-Based Architecture".
[28]	IETF RFC 8164: "Opportunistic Security for HTTP/2".
[29]	IETF RFC 7657: "Differentiated Services (Diffserv) and Real-Time Communication".
[30]	Taking a Long Look at QUIC:  "https://conferences.sigcomm.org/imc/2017/papers/imc17-final39.pdf".
[31]	IETF RFC 5288: "AES Galois Counter Mode (GCM) Cipher Suits for TLS".
[32]	Developing and deploying a TCP replacement for the Web: "https://www.netdevconf.org/0x12/session.html?developing-and-deploying-a-tcp-replacement-for-the-web".
[33]	Optimizing UDP for content delivery: "http://vger.kernel.org/lpc_net2018_talks/willemdebruijn-lpc2018-udpgso-paper-DRAFT-1.pdf".
[34]	UDP segmentation offload: "https://www.netdevconf.org/0x12/session.html?udp-segmentation-offload".

* * * Next Change * * * *
3	Definitions, symbols and abbreviations
Delete from the above heading those words which are not applicable.
Clause numbering depends on applicability and should be renumbered accordingly.

* * * Next Change * * * *
[bookmark: _Toc2452216]3.1	Definitions
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.

* * * Next Change * * * *
[bookmark: _Toc2452217]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _GoBack]

* * * Next Change * * * *
[bookmark: _Toc2452218]3.23	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
Abbreviation format (EW)
RTT	Round Trip Time
<ACRONYM>TLS	<Explanation>Transport Layer Security


* * * Next Change * * * *
[bookmark: _Toc2452222]5.2	Requirements from Transport Protocol for 3GPP 5GC SBI
The following are the key requirements from transport layer protocols for the 3GPP 5GC service based interfaces. The 3GPP 5GC service based interfaces use HTTP/2 as the application layer protocol. As of 3GPP Release 15, TCP is used as the transport protocol for the 5GC service based interfaces. TCP suffers from Head of Line blocking issues and any new transport protocol that is considered as a replacement to TCP for the 3GPP 5GC service based interfaces shall not have the same limitation.
REQ#1:	The transport layer protocol shall support reliable message delivery.
REQ#2:	The transport layer protocol shall support flow control and congestion control mechanisms.
REQ#3:	The transport layer protocol shall support connection semantics as required by IETF RFC 7540 [13].
REQ#4:	The failure to deliver one message shall not block subsequent messages.
REQ#5:	The transport layer protocol shall have mechanisms to allow authentication of the peer transport endpoint and shall have mechanisms for the secure transfer of application layer messages.
REQ#6:	The transport layer protocol shall have mechanisms to allow processing of the HTTP/2 messages over it by intermediaries (e.g. proxies like SCP).
Editor's Note:	Other requirements, if any, from transport layer protocol are FFS.

* * * Next Change * * * *
[bookmark: _Toc2452241]5.4	Features of QUIC Applicable to 3GPP SBI
Editor's Note: This subclause will contain the features of QUIC that are applicable to 3GPP 5GC SBI.

* * * Next Change * * * *
[bookmark: _Toc2452248]5.5	Features of QUIC Not Applicable to 3GPP SBI
Editor's Note: This subclause will contain the features of QUIC that are not applicable to 3GPP 5GC SBI.
* * * Next Change * * * *
[bookmark: _Toc2452271]7	Key Requirements for Supporting QUIC
Editor's Note: This clause will contain the key requirements to be solved in order for QUIC to be considered for as a transport replacement for 5GC SBI, e.g migration from TCP, discovery of QUIC protocol support etc

* * * Next Change * * * *
[bookmark: _Toc2452277]8	Solutions for Key Requirements
Editor's Note: This clause will contain the solutions for the key requirements identified in clause 7.

* * * Next Change * * * *
[bookmark: _Toc2452303]11	Evaluation and Conclusion
Editor's Note: Overall evaluation and conclusion for the use of QUIC as transport

* * * End of Changes * * * *

