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1. Introduction
The scope of the OCI IE is left open for further study. This PCR proposes a solution for identifying the scope.
2. Reason for Change
To propose a solution for identifying the scope of OCI.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.843 v1.0.0.

* * * First Change * * * *
<Proposed change in revision marks>

* * * Next Change * * * *
[bookmark: _Toc2455018]11.5	Solution #3: Overload Control Information
The following information shall be considered for inclusion in the Overload Control Information.
Table 11.5-1: Overload Control Information
	Sl.No
	Information
	Type
	Purpose

	1
	Overload-Reduction-Metric
	integer
	The Overload-Reduction-Metric is a value in the range of 0 to 100 (inclusive) which indicates the percentage of traffic reduction the sender of the overload control information requests the receiver to apply. An Overload-Reduction-Metric of "0" always indicates that the node is not in overload (that is, no overload abatement procedures need to be applied) for the indicated scope.

The computation of the exact value for this parameter is left as an implementation choice at the sending node.

This IE is mandatory within the Overload-Control-Information.

	2
	Period-of-Validity
	DateTime
	The Period-Of-Validity indicates the time upto which, the overload condition specified by the Overload Control Information IE is to be considered valid (unless overridden by a subsequent Overload Control Information IE for the same scope).

This IE is mandatory within the Overload-Control-Information.

	3
	Overload-Sequence-Number
	integer
	Due to availability of multiple paths / multiple TCP connections to reach a API endpoint or to deliver notifications, it is possible that an overload control information received at once instance may be less recent than an information received at a previous instance in another path. The Overload-Sequence-Number aids in sequencing the overload information received from an overloaded NF service. 

The Overload-Sequence-Number contains a value that indicates the sequence number associated with the Overload Control Information IE.  This sequence number is used to differentiate two Overload Control Information IEs generated at two different instants by the same NF service for the same scope.

The sender of this information shall increment the Overload-Sequence-Number associated to a particular overload scope whenever modifying some information in the Overload-Control-Information IE. The Overload-Sequence-Number shall not be incremented otherwise.

This IE is mandatory within the Overload-Control-Information.

	4
	Scope
	FFSOCIScope
	The conveyed OCI information is associated with the HTTP signalling that are at the same scope. 


Editor's Note:	How to identify the scope to which the OCI needs to be associated is FFS.
The OCIScope data type is defined as given below
Table 11.5-2: OCIScope Data Structure
	Attribute name
	Data type
	P
	Cardinality
	Description

	apiUri
	Uri
	M
	1
	This IE identifies the API URI. The NF service consumer uses it to identify whether the OCI is associated with the NF it is directly communicating (e.g. V-SMF) or with the NF it is communicating via an intermediary (e.g. H-SMF).

	nfInstanceId
	NfInstanceId
	O
	0..1
	The OCI is associated with the NF instance.

	nfServiceInstanceIdList
	array(string)
	O
	1..N
	The OCI is associated with the NF service instances.

	dnn
	array(Dnn)
	O
	1..N
	[bookmark: _GoBack]The OCI ias associated with a specific list of DNNs.

	sNssaiSmfInfoList
	array(sNssaiSmfInfoItem)
	O
	1..N
	Array of SNSSAI with each instance containing array of DNN. See 3GPP TS 29.510 [9] subclause 6.1.6.2.29

	nfSetId
	TBD
	O
	TBD
	To be updated during normative phase depending on the data type chosen for NF Set ID in eSBA-CT work.

	NOTE:	At most one of the optional attributes shall be present.




When scope information is not included, the overload control information conveyed shall be associated with the "authority" part of the NF service API.

* * * End of Changes * * * *

